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L. REDOHWE (Edit) 1 (£) 227U v LTEMT 7V r—3 3 VRl EURLSE (Barly
application detection and URL categorization) ] & H&4R L £,

TLS Server Identity Discovery (7]

Early application detection and URL categorization

We recommend that you enable early application detection and server identity.
Since TLS 1.3 certificates are encrypted, for traffic encrypted with TLS to match
access rules that use application or URL filtering, the system must decrypt it. The
setting decrypts the certificate only; the connection remains encrypted. Enabling
this option is sufficient to decrypt TLS 1.3 certificates; you do not need to create
a corresponding SSL decryption rule.
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M CEfid 7 7 4 v 7 Z VLANA TEE L, VLANBTRZETHZENTEET, 20D
FTvarERRT DL VLANNSNy X —Z BT 5 LI AT LR SNET, Z
LY, 774 A Ty REIELKABITE £,
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TEDT T 4 TINEDORKE, T 7T 4 TISENBB SN TEBIC N T T4 v
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BBRZD T T 4 v I BPRAELEEES, VAT ATHEESINTZRAEISGETLE T, Jlo
TIT4TINBEERELET, OICERETHE, BMOT VT 4 70BN T—T57
T T 4 TR — VRN e ) F T,

[S&&/# (Minimum Response Seconds) | : [RRK7 Y T« FIEEE (Maximum Active
Responses) |ICET HE T, VAT LANT 77 4 TInE xR LBk CRA LIZBMO
774y 7R LTROT 7T 4 TINEZEET D2 ECTRHET OREZIEELET

[yl arTOOXS LELWME (Sesson Termination Logging Threshold) ]: A =
T = AN R—= RSO RRRVIRY 2047 a VEERLRNTZEN, Z0
FTad, R ICEESND A v =V O, MIERELE T, By a v KT
L. AvE—UDRBEONAS MEABAT-HAIX, v 7 ICiiskEnEd, 7 va v a2k
W DL AT ANRT F—< 2 A ’Efgé@‘é%/\ﬁ\% S

RHEHER DR E

BRHIESREIL. T T T4 77T a7 7 AN ET TV r—va vl 7782 ay fa—u
R —DRAN— VR T 20 E20ERELET, BF, VAT ATy NU—7 5058
RY O —DENREEZHEHA LT, V7740 v 7 ORI E S EZITVET, T TT 477
N7y ANEEHRFTLHE, VAT AE, Fy P RBEICE OB SN A MERE 72X
P RRX—=F A NHA U R— M LA A MERAHEH L CUBEELRE L £,

Snort3 TT X 7T 47707 7 A NERINCT HITIE, [BE (Enable) 1 47> arv b [T
O774ILDEHEEFMIL (EnableProfileUpdates) | 73 a > DOl )7 218K+ 5 LEN B
nET,

B 7 erEERY S—


management-center-device-config-73_chapter48.pdf#nameddest=unique_1521

| 7oezfmRy o —
7o e z$E~tory o —omEsts [

- [BE (Enable) |: 77 ¥ AHHN— /WK LCT X T T4 7T 0T 7 AN (F7 40
MREE) ZHDICL, A= T (AMP) 2867 7Y r— a7 7 A Mili%
EIT L, BANLV—ILTH—ERRAEZTFT—HZ 2 FHH L E4,

[FO2 74 ILOEHFREEME (EnableProfileUpdates) ] : %~ U —27 53R Y o —T
FEITHERER Y —F vy b= a7 7 A )V ERBRIZ, 707 7 A VEHIL, ¥—
Ty NIRANDASRL—TFT 4 7 VAT AERCHET, IP 237y Okl LOR
N =DV TR TVETIDIESLHET, TO%, RAL—IL T Y U 35EEHR A
MZE> THAESNZ LD LERIUEXTT =X 20 LET, 7o 77 A VEHRIL, RA
=V DA BT — 2 h R A MERE LT, FFEDNL— WI— L ETEHT 5008 90
ZHIWT L E 9,

(7 TT4770774)L-BHEFHER (Adaptive Profiles— Attribute Update
Interval) ] : 7'we 7 7 A VEFDEDN GG, Xy NV =~y P T =22 EHE L 2 —
MO T OEHNGT A ZZRMT 2 MREE SR THECE £, VAT AT —4%
FEHLT, N7 74y 720 T 5BRIERT 77y AV EHRILES, 2047
VarvOEERELTLHE, KBEEQRRY NU—7 TRT7 43— AEMLEsdbZ 0
TEET

(72 TT47TAT7A4IL-2y hT—% (AdaptiveProfiles—Networks) ] : 727 7 A
NEHREN2GE, A7 a T IPT RVA, T RLVAT vy 7 BEXOFRy hU—
IEROT <X U A MZT a7 7 A NVEFHEGIRT S 28T, N7+ —< 2 A%
ECEET, Xy NI EEEERTDOE, TR =L R —DT 7
IWEDRARY —IZ) 7 ENTWAHESE Y NOEBOENERSND L 512720 F
I, 72l Z0E, 192.168.1.101, 192.168.4.0/24, SHOME NET &\ 9 X 9 IC AT 52 LA
TEFET, IPv4 & IPve VAR —FENET,

F7 4V ME (0.0.0.0/0) 1. TXTORY NT—J TR TT 4770757 A )LOFEH
L FET,

NITA =T VABREESLIVEER—AD/IN T+ —T VU RAKRTE

BAHONRT y—< 2 A Fa—=2 71250 T TlE, BATAIZOWT NG T 40w 7 &5y
WM B0 AT LD T —~< 2 A% LS LT-0ODFHRAREL TET,

BIENR—ZADNT F—= V ABGEBADOHFRIZHOWTIZ, 7y FBLRAL—/VOEIE L
SUVMERERLEZZR LTS 7ZE 0,
EElEShi-rAIRET OV

Z OREBEDFEMIZ W TIE,  [Cisco Secure Firewall Management Center Snort 3 Configuration
Guidel @ [Encrypted Visibility Engine] OFE&ZZM L T 72 &0,

T AHEEADHMDARY) o —DREES T

FER)—%T 78R ary ba—L R —CEEMT AR OBHERGEL, 7782 2
=R =D R TIZRENTWA Ty b 7a—TRI v—DV T %7 w7
THZETT, BEMTERY =2 FTIEOBIRTE E9, F2F, 2O My 7 THPS

I 7o ez%mRy o— |


management-center-device-config-73_chapter58.pdf#nameddest=unique_1522
management-center-device-config-73_chapter58.pdf#nameddest=unique_1523
management-center-device-config-73_chapter58.pdf#nameddest=unique_1523
https://www.cisco.com/go/fmc-snort3
https://www.cisco.com/go/fmc-snort3

7o e REEARY o— |

B 7/ cxsm~otwory o —omEst T

NTVDHEIT, R V—DFFlREAFEHL TR >—2EfMfIF2 2 b TEET, Zh
LORY =TT TREENE T,
s VT UNE R — 1 (LAVAD) TUZ =~y XTIy hU—JREEMHL
TR WDONT 7 4y VB EFEITLET,
cHERY— 8X 2T Vv Fb A% (SSL) & 721X Transport Layer Security (TLS) T
BefbEnrE=7 7V r—vav@rabhal o7 v ke HE Tay s F
TIEFFAT L E T,

A

FIE

&M

ATy T2

ATvT3

ATy T4

FE Sort20 A, SSLAR Y —#BINE - IXHIRT 5 & REDEH %
BT ABRIC Snort e ANHEB I N, IR T T 4w
TDA VAR arypnhiEnEd, ZOHREFHIZN T 7 0
IRy TINDEN. TN EA AT Vg UM ThbILTIC
ZUFEINDIDE, X—Fy VT RA AN NT T 4 v 7 BT
HFETE L TRV £, FMIXSnort DR EENC LD T 7 1 v
7 DEWEESBL T E S0,

cTAT T AT AR — 2 NTT 4w ZICEREAMAT STV D LV A EEREE RIS
W, 22— —ilkil 2T LET,

48 HHIIZ

SSLARY S —2T7 7R arybha—LRY —ICBEMNITDEIC, T7E®A a2 ha—/LiR
U —DFRE (1523—) TTLS Y —_"—=TAF 0T 4T 4 BHICET A MRE2 MR L
TLTEEVY,

TI7RA N VR DT 4 X T, Ty 7 —{TOREZIZH D [FEM (More) ]
Na w7 H 0 RENND [FEMIEXE (Advanced Settings) | 23R L £,

Y7 [RY > —5E (Policy Settings) ] fEIk® [fRfE (Edit) 1 (#) &7V vs LET,

RDOVIZ[FETR (View) | (©) BFERINDGE. REITLEHRY —h bk IS TElY |
REREFTIHERPH Y /A, RENT v ZEEESNTWDEAIL, [Inherit from base
policy] #4712 LT, fEEZ AN L ET,

Fay7Ho YA INORY O—Z2RIRLET,

=YD LT Y = &R DAL, RRSNBMET A2 &2 ) v 7 LTHY
UERETEET

[OK] %27 Vv 7 LET,

B 7 erEERY S—


management-center-device-config-73_chapter4.pdf#nameddest=unique_79
management-center-device-config-73_chapter4.pdf#nameddest=unique_79

| 7oezfmRy o —
r—nevinsvrozs I}

ATY TS5 [R1F Save) 1227V 27 LT, 77Aarba— LR —2EEFELET,

RDEZRY
cREAFE R LETRELEORBAEZZRLTIZEN,

IL—ILeEy FHD Y FDOERTR

bty b AT M, R == VEET 74V T 7 v a BRI B LR R L
9., By MUY MI A BT DERDORID /T MR L TOHREML £7,

ZOEREMEH L TV OEIMEERETHZ N TEET, By MUy MERIL, Firewall
Threat Defense 7 /34 A Z#EH SN DT 7B ARKIEHE 7 L7 4 V2 —Zxt LTOREHT

X FET,
~
GE) s Z DAY MI, HEERCT v L — FO®% BRI NLET,
e W MIHART F72137 T AXZNOE 2= M X o TREINHERE S L E T,

o TNRAATRERBENIZ A7 BEITH O, T3 Abey M AUy MERE G
HZlFTEEHA,

« £72, 73 ACLI CTshowrulehits 2~ K&HHL TL—t v b Ty MERER
RTHIELTEET,

[T/ Aar Fr—/LKRY 2 — (Access Control Policy) | X—T 226 [k MDY b (Hit
Count) | R—=VICT 7B ALEBE., VT4 NVE = E2FRRELIIWRET S Z LT
TEEHA, £72. TOFHLFEERTT,

ety MV NI, E=F—T 7 a rEEMTLAL—ATIIEHTE EE A,

388 BRI
AL Da—F—a— )L EF AT HEAIE. B MCROERPE TN TND Z & 2R LT
<&,
T NAZADBE - by MUV NEMERLET,
CTNAADER : ey MU NEFEHLET,

FIE

AFYT1 77823y ba— LRI —FHT T VT4V E R)—F 0 AT, _X—=Y0h FITh
5ley BTy O3 (Analyze Hit Counts) | %27 U 27 LET,

7o ez%mRy o— |


management-center-device-config-73_chapter4.pdf#nameddest=unique_43

7y RHEARY o— |
B r-revrnvrromr

ATwF2 [y b I b (HitCount) 1= T, [T/31 ADHEIN (Selectadevice) | K v 7 Z
VA RNBTNA ZAZERIRLET,

ZDOTNAADE Y MDY MEERT 208D TTIERWEEIX, Fry T X oy Ry s
ADBUCEZICESF Lict v M D MERBERSNET, 7o, [RHEE (LastDeployed) ]
DL Z MR LT, BHORY > —ER 2R LET,

ATy T3 MEE U T, [H5 Refresh) ] (C) 229U v 27 LT, BIRLEZT AL ANSLBIEDE v k
Ny T ERARLET,

TV T 4 VHERY —TlE, [BHEDOE v S v FOE4S (Fetch CurrentHitCount) %7 U v
J LT, Oy MUy b =2 2T 50ERDLGERHY £7,

TNA Z~DREAPEITLTHWDSMIE, By FAT Y FEEHFTEEEA,
ATy T4 T=2EFRL T LET,
RaeFATTEET,

[TV T g% (Prefilter) | £721L[7 Y 2 AH#E (AccessControl) 1227V v 7 LT, Z
NHORY —Dey vy UV B ET,

«[7 4 v (Filter) | Ry 7 RATHBELTFHNEZ AT LT, HEDOL—NLVEREBELET,

o[ 7 4V F U (Filterby) ] 7 4 —/L K T[k v Fb—/L (HitRules) 1=° [/b—/Lict v k

L72\y (NeverHitRules) |47 > a VARINL T, VA MNEKRENTHIBLET, B b
N— )V EBEET % L X1, % (nLast) | 7 4 —/L RCHE#HZEIRT 52T (12
LI, BELIH) . VR MESHIZHIRTEET,

(Tr7XAa ba—NARY =5 RS E) fx ONL— L TCIROBIELFATTE E
‘j‘o

G BdiD) ] (P 22V o LTA—AEEELET,
[HIBE (Delete) 1 (W) %2 Vw2 LT, BY—mbl—LaHIRLET,

c[ATA % (Slider) | (W) %219 r LT, L—AEHEDELITENCLET,
= D[X]EZY v 7 LT, =Dty by 2707 (Baiclty b)
LEd, ZOBETIRVETENTEEEA,
s (VT ANHERY =0 RIE5GE @ﬁi@%)]&h oV LTHERTHY
BRINT HZ LT, FRINDINEEELET,

e (FLIZAUNERY—MERFES) V=A% 7 U v 7 U CHRET DD, REOFID
R (View) ] (@) 227U v 27 LTA—AOFMERRELES, L—A4E7 ) v
TbHE R = R=UNTEDLRFNBNANA TA FSH, RETELX91T0 FET,

s (LT ANER) =B RTEEE) V-V EHEZ7 Vv L, [y bITU DI
7 (Clear Hit Count) | Z#R L T/L—LDb vy vy MEREZZ V7 (Paiclty

B 7 erEERY S—



| 7oezfmRy o —
r—ropessvezonts |

B LET, Cul 2 LAnN6 7Y v /9528 T, BHOLV—NLEZERTEXET, 2D
HAEIZR D IET Z N TEEH A,

« =T DETIZH S [CSVDERK (Generate CSV) %227V v 7 LT, FHMIERDO D <X
BV EOLHR— M a2 —Y L TR LET,

ATy 75 [FALD (Close) 127U 7 LTRY v — R=VIZED £,

IW—ILDBREBLUVELEDLH

N—IVEHAICET2EEB I OEREZERLT, 7782 avta— LK) v—orY v
BN, BENLELRNL— NV E/FEETDHENTEET, V= ANEHL WD L, RER
N—IVBRY —IZEEND LR DGERHY ., FNOLDONV—IVBNT T 4 v 7 IC—FT
HZ LI ERA, OWIE. AERA—AVEZHIERLZY, BBIORY >—%2HHT5720I1C
BEIFE - IIE T T ALERH AL — LB EET AT DICELLE T,

RY =L LT —3, V= ANHHOY—E R ZEICRBLT H72DICHEB L, Z2<D
G (XL D DN D I Z2 R L E T,

VIV AT T, IRDZ A T ORBENRE S L ET,

F TV NOEBE L=V DT 4=V RIZEEND I ODEEN, L—ILDRIL T 4 —
ARIZEEND1OULEOEFZEOY Ty MIR-oTWET, 7R, #ExT7 44—
RiZi, 10.1.1.024 DF v "I —2 4TV =7 b BFA 10111 ORIOF TV =7 b
WEENLHARHY E£T, 10.1.1.1 13 10.1.1.024 IC L > THRA—ENDHR Y FT—27 KN
WZhHD7eD, 10111 DA77 MITLETHY, HIRTHZENTEET, T K
D, V—ANERILIN, T, ADOAEY HHEHHTEET,

TERL—I AL —ILTHE 200/ — ML >TCRIULAATDNT 7 4 v 7I1Z[E CAL
BAMEH SN O5E ., BALV— L EHIRL TORKHRERIIEDY A, 72& 23
FBEDXRy NT—=VDFTP 877 4 v 7 &[T 50—, LAYy RU—ZDIP b
T4y T EHFATHL—ADRHE, TOMICT 78R ZHEET L= ARNRNGEE, &
HONL—/VTTLETHY , HIRTEET,

Ty RUA U RBED L —L : ZRUE. TUERAL—LOWM T, ZOEAIE. HHL—L
NRDON—LERIC N T 7 4w 72— L, 2ZBONL—UIT 78R YA NNTHEIZ
FLE SN TWADICWTD T 7 0 v Z7ICbEHINEYA, WMAFDL—1LDT 7
varBNREILTHIHEEE., vy RuA U TIREDLV—LVEHIBRTE ET, 2 20/ —L
MWET 74w 7k LTRRDT 7y a v BRELTCODHA, HERFRY —%2E AT
HITiE, ¥ RUA U REONL— LV E2RBENIT 50, WO/ — /L OFREN LI
LDEGAEMNHY FT, e xIX, 1 DOREILEIFLELICK LT, EAL—LTIP b7
T4 EHEEL, Y% RUA L TIREDNV—/VTFTP h 7 7 4 v 7 [T 55877 L
<7,

7o ez%mRy o— |



B .o

7o e REEARY o— |

BAEBLUEEDSIT
188 B
IR FATT D55 ¢
=L T EITRMOBES DB BN SN ET, BEZBEIETDL L. TONL—LBT—T )L
NORIDON—L EFEE L TWD LB SNDLEERHY £3, 72720, 1 DONL—UH
BOBEF I T —RHIGAERH Y £7,
L VAT TIE, EESEDOEX 2T 4V —2 Xy FT—7 VLAN, BLD
P—UER/R—= R NO—HEMfLT 7 aORNERBINET, WOo—BHEMEIZEIN
RNz —RITR R — R ERIZIUE TIERWAREER S Y £7,
*FQDN D IP 7 KLV AXDNS /L 7 7 v T ORNIH D Z LN TE /W=, FQDN £ k
T—IF 7Tl NOFEEIIFI TEERE A,
« BEZHIZ 72 > TV DL — W ER SN E T,
o FFEHEIF R EA S E T, B2 HIM oL —WE, EBRITIZE ORI TIUE Tk
RVEATYH, UEELTCY—27 SNDAREERH Y £7,
MEB LIV T — L — GG REZAEDNNCT D5E) OT A arPR—LT—7C
FRENET, TA42LDY 77 L AZOWNWTIL, L—/L & FDMDR Y 2 —DEEL %
ZHLTLZEN,
Fg

ATwF1 [RY) >— (Policy) 1>[7 2 ER&I#E (AccessControl) 1R L, 77 A ar ba—/L K
Uyi—%MmELET,
ATV T2 RONTNPEETLT, V= LOBEBLOEEOLX ATl Ry 7 AEREET,
V= U B EFART DL, [ (Analyze) | ke v 7 X0 %27 ) v 7 L, [JL—D
Wit A%NZ3 % (Enable Rule Conflicts) 1227 Vv 27 LET, RIZ, ALA=2—7b
L—DiA DFE s (ShowRule Conflicts) 427 U > 7 LT, FFEDHERERRLET,

= NVOEEB IO T —2 K RT HI2IE, [44 (Analyze) 1> [IL—ILDEEDRT
(Show RuleWarnings) |27 Vv 27 LET,

« VB DRERNTE T L= b, [2F (Analyze) |>[IL—ILDFEEEEMNIZT S (Disable
RuleConflicts) 1227 U v 27 L%,

ATY T3 L= OBEBIOEEDE AT a 7Ry 7 A, RO XD REERH Y 77,
HRIE L T — T, JL—LDFiS (Rule Conflicts) ] & IXBID X TIcFKRENET,

cBZTNIY T2 THRHY . MEOEROZ AT (LRN Y FUA 7, BEhx
T= L) EMRLIENTEET, TATLEMETLILHTEET,

« F—NEORBITH D [ZOM More) 1 () X, A—AORFE. EL, FITHIBRA~
Dya— iy MEREELET,

B 7 erEERY S—


management-center-device-config-73_chapter38.pdf#nameddest=unique_1471

| 7oezfmRy o —
L—ILDER .

ATy T4 &TL=6, [BALD (Close) 127V v 7 LET,

IL—ILDEE

BMBEMEH L TL—NERDOTDHIENTE, —VOBNLWGAITRHIHRL L £,

FEETEAITSESXY NU—Z TIP 7 FL 2% (57X A MR TIERL) B%ET5 L,
T RVARIZEHT D= APREINET, MR, B2 BT TR, 72y b
HENET, & 2IE, 10111 KT D L. 10.1.1.024 DL— L biERICEENE T,

FIE

ATy Tr7vARaryba— VR o—%FEET D EE1E, BB (Search) ][Ry 7 A% 7 U 7 LT
FRR LA 2 VERE L £,

« HHl72 T X 2 N UFSIMBROGAEL, WFHE AT LET, BB T, MEBEXFIIN NS
NOINZH HL— L INIRESNET,

cHFEDIN MR T DL, et EETRy hU—27L) OANEROLND %
THHEATTT D0, MBEARER T 4 =/ FOU A RO ARIZER L ET, MRS 7%
BIRT D & ZDX T OBMEXFH e A TEES, fl EFETFRY FT—2 10111

cHIORRBE, MBR Y 7 A&7 ) v 7358, RTOMBEX TRERENET, BR
ZER L CTTIECSHMYIRLIZY, DEIOKRBESLH 72 EIN L TENLIZEESWTREED
MBEERR L7 T %7,

BED K T TRBLTINEERT D256 1E, ¥ 7 ORICAR—=RAEEDRNTIIZE,

T ERBERT DL, HBEOINEKRSNDMEERD LT v T FRFRSNET, KT
HEZ IR L £,

HRBRR v 7 ZADLEMNCH D [7 4 H (Fliter) | 7T A 2% 27 Y w7 L, [ (Allow) ]
. [ZFr>y”Z (Block) ], [E=%— (Monitor) ]. [{2 AR Y > — (IntrusionPolicy) ]. [
fil#%iPH (Time Range) .

ATV T2 MBERY 7 AORBILTINORRBIZA— Y )V AEE S, Enter 2L F7,

BB TFIN BT D — MTRAE R S, — B LRV L— /W3IERRICR Y £7, [~
T 5 — /LD IH% T (Show Only Matching Rules) | OBIRZ MRS 5 &, 7 — 7 L 2KNRER
REN, T—TNADOL— L PEHER S, AHOL— V2R TEET,

[—#T 2/ —DI%Fax (Show Only Matching Rules) | F= v 7 AR v 7 ZAOF{IZIE, R
=N L— )L DRI & R SCFIN — BT 28O I BT 2 EN T RSN E T,

7o ez%mRy o— |



B 7rexavro—n®ys—omE

7o e REEARY o— |

AT T3 BMBEZAL T, 74 VXU LRFAE R SN TN T =T RS I, BRBER Y 7 AD
FHCHD X127V v 27 LET, MBCFINORRBICH— Y )V EEE, Ese ¥—%#d 2 &
HTEFET,

7Ot RXRarvbra—J)L R O —DERE

*®1:
1 =/ =/ B3
Firewall Firewall
Management | Threat
Center Defense
LT rExar k730 Wy |72 CEASNET 78X ary ho— L R —Da—HF—o 2 —
o—/LRY —Da— T2 AL, TTANVIDAL U H—T oA A0 FE LI, Fiz,
PeA v H—T = Af A N—IVDFEEIHTEBNNCT HE, RY o —TOLEL—/VRRET
L=V DB, —HLRWILEL—ARA TV b, BEOV Y KUV EREE
TEET,
TrvAay hr—1|72.0 W | T8 R arhr— LR v—%u vy LT, thOEHRENHFHET
RY—oa o, EhnkoicTrzencEEd, KVv—z2zrny 458, £E%
RIFET DN OEHENRY O —%2REL CEFLRFLTH, £
WD Z L IXb Y ERHA, 778X v br—L KR v—
EEETHHEREFOT R TCOZ—F—|TL, Thr e v/ T HHER
N ET,
RY S —DOERICRY —Z2n vy 7 £2idn vy 7R+ 57 4 2
DAY —ZORIZBMESNE LTz, 512, HoOBFEHEFIZL->T
2y SR —0n w7 BRRTE 5 L 212 T 58 LWHER
(T7%Aarybo—R)r—avZO4—1_"—=F 4 K) 280
ENFE L, ZOHERIZ, 774/ N CTEEE, 77 BAEHE, B
TRy NU— I EBREDO T — L THEIDCR > TWET,
N—Dty h e |12.0 WPy | EESST A AEFREHL L, T AL -0 v Y

NI FREER Akt L
\i—g—o

VEmEricUty bERRL eV E LT, B YU X EREEINICS D
TLESBRIZOR, ey b AT bRy hERET, B2, &
7V MIHAXT £72037 7 AXNOEKE 2= ML - TREBNCHER:
SNFET, showrulehitsa~> R&EEHA LT, HAXT £72137 7 &
HEEROBFREI T B eRKR LT, J—RITEDOHT bEERL
-0 TEET,

DT I)NA ACLI 2~ REZEHE LE L7 : showrulehits,

B 7 erEERY S—



| 7oezfmRy o —

7otz avra—L Ky v—oBE [

=/
Firewall
Management
Center

=/
Firewall
Threat
Defense

E 0]

TIEAa Fr—)L
AU —Da—HFEY
T 4 DUE,

7.2.0

[ g%/l

TR r— AR —THEATELH LV — o X —
T oA ANBMENE Lz, RO~V —f L X —T = A%F| &
EEHT &L, HIlna—P—A X =T RERT LD
TEET, LA v F—T oA RE, V=V ANDT—T )V E2—
ETV y R a—, FEFRELIZERRICT HHEE. & 72k
BE. HERZX 7 o— WAz, 778 A ar bo—LRY —N
FOETHENTEARY =TTy b7 —0D 22— L0 BifE
2720 E LTz, E7o. V= AERHOEBINMRESY A T a7 Ry 7 A0
VTN OE LT, TV Ay hur—LRY —OfREFIZ

kOa2—YF—A =T 2 A R LFLNZ—PF—f L F—T 2 R
FHBIZHD 2D ENTEET,

DNS 7 4 &Y

7.0.0

6.7.0 G&
BREY)

&
(Any)

URL 7 A VE U U TREMIR> T TRESNTWEEE, 172
Vil bEar—varO7 42 ) TOEMEEZRILT 28 LA
Fa v, HLWET VA ary ha—L R Y —TF 7 4Lk
THBNZ R > TWET,

FEAMZDOWTIE, DNS 7 4 V% U 2 : DNS Vw7 7 w7 @ URL
Va7 —2arihrIa) ol (R—4kR) V7 vy is
HBLTLEEN,

[@f3% € (General Settings) | FDT 7 kA ar ba—LKRY —
D [FEM (Advanced) | # 712, [DNShT7 7 4 v 7 ~DL a7 — 3
CHERAEANCT D (Enable reputation enforcement on DNS traffic) | &
WO LWAT v a yaBINERE LT,

TLS —"=T AT
T 4T 4 R

6.7.0

VPR

74T NI TLS 1.3 RS — =2 T o L&z, 77&R =2
Yhue— L R —EFHAMMILTCURL 7 7V r—ya v o5M%
FMLET, TLSH—"—TAF T4 T4 RHPICED, T 74
7 EEEFETICINLORFEEFMTE ET,

COMREEZRCTLE, TET ML TE, TN ADNRT p—=
VRIS HRREMNH Y FT,

TR aryta—/ R —0 FEMERE (Advanced) ] ¥ 7 ~X—
JIZ, LA Ty a vanBEmEhE Lz,

o [FEMIEXE (Advanced) | ¥ 7IZEBERRRINE T, AT7A 4%
FIZEhd &, TLS Y — =T AT T 4 T A REDHEN2 Y
F7,

o FEAERE (Advanced) | # 7 _X—UZ, [TLSH— =T A F
7 47 « ¥y (TLS Server Identity Discovery) ] &9 H L4
aryNBMEnE L,

7o ez%mRy o— |


management-center-device-config-73_chapter41.pdf#nameddest=unique_1516
management-center-device-config-73_chapter41.pdf#nameddest=unique_1516

B 7rexavro—n®ys—omE

7o e REEARY o— |

Hae =/ =/ =3
Firewall Firewall
Management | Threat
Center Defense
HLntx=2 0T 4 A |— EN=Y WOHTAVIF6.6 V) —ADEITEAINE L2, 6.6ICRESH

YTV AR T A
)

TIEWEEA,
* banking_fraud
* high risk
* ioc
¢ link sharing
* malicious

* newly seen

* spyware

B 7 erEERY S—



BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



