DNS /K1) & —

WD L7 Tlid, DNSAR Y 2 —& DNS/L—/LIZOWNWT, B LOEH ST /31 22 DNS R
U —%EATDEHECOWTHALET,
«DNS R YU > —ifEE (1 <—)
e Cisco Umbrella DNS AR U > — (2 X—7)
*DNS R U > — Dk #EHR 3 ~—)
eDNS KU —DT A ABM (4 2—2)
« DNS RN U > —DE: L RiifRSEMF 4 X—)
* DNS # J T8 Cisco Umbrella DNS AR U & — DB B (5 _—)
« DNS /L—/b (7 =)
« DNS L—/VDAER G 1E (13 X—2)
«DNS KU —DEA (17 =)
* Cisco Umbrella DNS AR U o— (17 _—7)

DNS 7R1) & — D=

DNS X—Z2DtF 2T 4 AT VP2 ACEY, ¥Xa2 VT4 40TV V=20 AT 0y
JUVRAREBMERALT, 24TV FRBERLIEZ AL VAIZHEASNT R T T 4w BT oyl
TELL21720FET, VAaR T L2 KA L 4DA T IV V= AEEHLT, b7
T4 I T4 NE )7 TEET, £, BRICEDET, RAALADAAZ LY X R
T4 —REHFRETDH EHARETT,

DNSHRU v —D7 a7 A NMIBGEINZ ST 7 4 vy 73BT oy 7 Shbi=d, o
EHRDHA VAT L a VORRIITRY FHA (BA, =7 27FaA b, vV T =T REIC
DNTET TR XYy NT—=ZBHIZ2NTY) , BEXa T4 ATV VA Ty
LW R MEFEHALTTZry 7 URANKLOVELESET, 778X br—b—l kb
A MREIT A N TEET, £ EX 2 VT A ATV D2 AT 4 AR Y 2 £
=X —Ff REXZFEHATE, Ry T ERBRRCIIIORENERINET, ZORET
X, 7y URANMIE-2TTayZ ENTZTHA I ERE VAT ARSI TE 7217 TR
L Tay s YA M-S B8k 0 Z ISR SN, BT Y2 ) T4 AV T ) Y=y
A ARy MPRERERET,

DNS R 2 — .



DNS Ky o— |
B cisco umbrenia NS &y o —

\)

GE)  WIREIIh O, £721327 47 FODNS F v v aoa—A/LDNS —_—DF v v
AN VT ERNTWAD, BIRUINTHH=DIC, DNS —_R—T KA A 2 F ¥y v ain
HIBR SN2 WEAIZ, DNSR—2Dt X2 VT 4 ATV V= ANER LT &R IR
LW Z EnHY £9,

DNS RV 3 —8B L OB EMT S DNS L— L& L TDNS R—Z2DtX =2 UF 4 A
TV AERELET, T AZINERERTDHICE, 772 ba—L R v—
IZDNS AR U v — % BT T O EERRT S, RACREX BT ALENRH Y 77,

Cisco UmbrellaDNS 7K1 < —

B v & — D Cisco Umbrella DNS £%#5iiX. DNS 7 =V % Cisco Umbrella iZV A4 L 7 v 45
DI HET, 2T XV, Cisco Umbrella TERZMRFEL., R AA U4 EREFF
ELIET ey 7 L, ERICDNS R—2DvF 2T 4R —%AT& %9, Cisco
Umbrella #9554, Cisco Umbrella #t 25%E L C ([#t4 (Integration) ]>[%& DML
4 (Other Integrations) ]>[7 7 7 K¥—E 2 (Cloud Services) ]> [Cisco Umbrella #%#¢ (Cisco
Umbrella Connection) ]) DNS 2 = U % Cisco Umbrella ~U ¥ A L7 h T& £,

Umbrella Connector |X, AT LD DNS A L AT g O—ETT, BEAFED DNS A A~
7vav Ry —<oyFIZED, DNSA VAR g VOBREICHESHNCERE T 0 v 73
Do FTX, BRE Rr v 7452 LICRE LGS, £ OZERIL Cisco Umbrella ~HRE X
NEEA, ZHITKY ., RO 2 RMORENSFREIC/R D 5,

e T —H/LDNS A VAR g R —
* Cisco Umbrella 7 7 RR—ZADKRY v—
DNS Vv 7 7 v 73R % Cisco Umbrella ~V # A1 L~ +4 5 & . Umbrella Connector I EDNS
(DNS O¥EIEfRE) L a— FABIMLES, EDNS L o— RZiX., T35 2B 158, ik
ID. BEIOIZIFA T FIPT RLANRGENTWET, 777 RR—ZADKRY o —TIH
DEMEFERTHZE T, FQDNO L E 27— a U IEIF TR T 7B A E2HMET 52 &N T

X FEF, F£72. DNSCrypt ZffiH L T DNS ZxRAK kL, =2—F—HLRNHDOIP 7 FL-X
DT FTAN—%MRTHZELHTEET,

Management Center 7> 5 Cisco Umbrella {2 DNS 3R % U 2 A L7 M4 2120, IROFIEE FAT
LET,

1. Cisco Umbrella DFEfia% E & % ET D

2. Cisco Umbrella DNS R U ¥ —ZAERE L UGE L £ 7,

3. CiscoUmbrellaDNS R U v — &7 7R av hr—/ R —&BHATET,
4. EHRZREBALET,

. DNS R o — I



| DNsSAYL—

DNS /K1) <

ons Ky v—oinEx

B ¥ o # — T Cisco Umbrella DNS Connector % g% i3 2 FIEDFERIZ DU TiX,  [Cisco Secure
Firewall Management Center [A](J Cisco Umbrella DNS Connector D% E] S L T 2S00y,

—DERER

DNS AU v—ik, 7avZ VA AL TRAL VAICESWTE R i 7oy 7 Lz
D, 78y LBWIRNEERHLTCEOL YRR E DX A TOT vy 76BN LTZY
TXFET, WOYU R NI, DNS KU > —DIERBICETrERREEL R LET,

£al (Name) &EiBA (Description)
% DNS AR U o —IZIXEA DA LETT, SBlIIMER T,
JL—JL (Rule)

=L, RAAL TSN T Ry NU—F NT 7 4 v 7 BUPRT D367 7 1A 2 1Rk
LEd, DNSH YU =D — U1 0B E BHFE ST VTVET, VAT A, —
IWBEODRIET, NF 74 v 7% DNS/IL—/L& EMLBIEICERELET,

DNS RV v —%EkT 5L, VAT AXINEDNS L— VDT 7 4V kDT a—sN L7
0y 7 LW I A RBIODNS V—vDTF 73/ b Ta—v7ay 7 A RMIASD
LET, WHFOL—VE, ZNENDOAT T CHREOMEICEESNET, ZNbHD
N—JVIEBRCEXFEFANER T HZ LITTEET,

() Firewall Management Center C~ /LT 7 1 U —RNENI > TV DA, VAT AT0EM

RAAL L EFERREAL G RAL COBEICRKSNES, ZhbD FAAL T
DNS HH T S D FAA 4 LTI £,

FHROU A ML, YAFLAOYT KA va—P—DTay s YA LEREFTRY I L
BNWY R MIEHSTWB RALUREENET, LA NAAL DD, THROU X NORE
ERFTHILIITEERA, FT RAL va—F =B FAL v & T 0y 7 YA PEL
7Ry 7 LIREWY A MOGBMLRWE D IZT 51, ROFIAEFATLET,

« THROU A ROL—LE BRI LET,
T I7EA A bu— L R - ORRREEHEH L TE X2 VT AT ) Ve
2&EHHLET,
=LY AT MK O IRONEFF TRl S 4V E T,
*DNS /L= D7 u— b 7y 7 Lignv) 2~ (FhIZ> TV DHE5H)
« FHEADNS 71 v 7 LW A bb—v (BR7R5E)
s[7m > 7 L7 (DoNotBlock) | 727 v a &M LIZL—L
*DNSL—DTra— 7 a7 URA LN (Ao THH5EE)

e FFADNS 7 a7 U R h—/v (B354

DNS R 2 — .


https://www.cisco.com/c/en/us/td/docs/security/secure-firewall/management-center/integrations/umbrella-dns/configuring-the-umbrella-dns-connector-for-cisco-secure-firewall-management-center.html
https://www.cisco.com/c/en/us/td/docs/security/secure-firewall/management-center/integrations/umbrella-dns/configuring-the-umbrella-dns-connector-for-cisco-secure-firewall-management-center.html

DNS Ky o— |
B onskus—os5seozmH

s [ZrwZ L7 (DoNotBlock) [UISNDT 7 v a v EFEHLIzA—L

BE, VAT AIEDBDNR—RADRy NI —27 NTF7 7 4 v 7 ONHEL, T XTO/L—/b
DEMEN ST T 4 v 71— T DHRAID DNS b—/LZht» TiIrbhET, T 7407
WZ—3F % DNS L— L3 WA, VAT AL, BEftiFonz7 78X arta—u
RY = =SSN T N T 7 4 v 7 OFHIliZ AT L E 7, DNS /b— /L GRIEHM E
TFIFEHEO L L THEVERT A,

DNS R —D5 /4 REH

Threat Defense 514 > X
IPS

HEDSAEVR
PR

DNS 7R 1) > —DEH LRTHIREMH

ETFILOYHR—
(E=}

YR—brEhd ALY
EE

1—HDREE
B
« T Uk AEHE
« R hU— 7 EHE

|

BE 774 v 7 ODNSKGFEZRIIIHDITIE, T3 ARy MU= HER) —Z2mHA3
HVENHY £,

DNS K1) o —
L I



| DNsSAYL—

DNS #5 & U Cisco Umbrella DNS 1) > — &2 [

DNS £ & U Cisco UmbrellaDNS /R 1) > — D EIE

FIE

[DNS7A U — (DNSPolicy) ]-%— ([7R') — (Policies) 1>[7 ¥ X #l{#l (AccessControl) ]
RH L >[DNS]) %/ LT, DNS I L CiscoUmbrellaDNS D5 A % LR Y v —ZEH L £

A=Y —=DMERT 2 AF LR > —ZMZ T, T7H/LVEDDNSHRY v —LF 74 D
Cisco UmbrellaDNS AR U o —RHEINTWET, 774V DO DNSKRY > —TiL, 774
NhDTay s VA RETay 7 LW A MMEBRENET, TOVRAT AHED N A X L
AU —IIRE L THEATE £,

ATw 1 [R) >— (Policies) |>[7 Y X%l (AccessControl) ] RH L >[DNS|##R L £,
AT T2 DNSHV =% FOLIICEEELET,

o bl DNSR U > —% i3~ 5121k, [R Y > —D il (Compare Policies) ][4 7 UV v 7 L

T, RY =D THIT L FIEZEITLET,

« 2 — :DNSH Y v —%a bt =345, [2E— (Copy) ] ®) z2v-27L7T, DNs

R =0t (6 ~—) THMHTLFIEEZFEITLET,

« YERK : $1 L\ Cisco Umbrella DNS R U o —Z BT 521X, [BTLULVERY — (New

Policy) ]>[Cisco UmbrellaDNS7R!) &— (UmbrellaDNSPolicy) 142 U » 27 L. Cisco
Umbrella DNS 7R U & —Z1ERT 5 (21 ~—7) OBPNIE> THATL E T

« I[% : DNS %72 1% Cisco Umbrella DNS & U o — %Kl 5121, [HIF (Delete) ] (W)

7 Vv L, R —DHIRZHZELET,

o fE  BEfFODNS R U v —%2 W4 51i%, M (Edit) 1 (£) 22V v 27 L, DNSK

U —DftE (6-2—V) THilT 2 FIEEZEITL £, PEFD Cisco Umbrella DNS 7~
Uy —%2EHRTHI2E, e (Bdit) ] (#£) 22U v L, CiscoUnbrellaDNS 7 U o —
LNV OfFE (21 X—) OFBNUIHES TRATLE T,

EAKH)7ZE DNS R o —D1ERL

FIE

HLWDNS R Y S —Z{ER LI-BE,. T 74V MREVDEENTWET, FO%, R —
ERELCEMEEZ DA X~ A X THLENH Y 9,

ATvF1 [R)— (Policies) 1>[7 %7 A Hlf# (AccessControl) ] RH L > [DNS|Z IR L £,

DNS R 2 — .


management-center-device-config-73_chapter4.pdf#nameddest=unique_127

DNS Ky o— |
B ovstuo—oEs

AT w72 [DNSKRY >—miEN (AddDNSPolicy) ]>[DNSR1J &— (DNSPolicy) 127V v 27 LE7,

RATY T3 4T (Name) [IZ—BORY v—ZHE AL, A7 > 2Tl (Description) (2R Y v —
DOFHBAEANTILET,

RTv T4 [fR1F (Save) 1227V v 7 LET,

RDZERY
RUYL—%2FZELET., DNSHU I —DfFE (62—) | 2L TN,

DNS /K1) > —Diw&E

DNS RV v —%[FAFICIRETE LT 1 22—V DA THY, FHTEIZDITHE—~DT T oUW
U4 RTDORTE, BEOZ—FRFEUERY —Z2REFELEL Y &5 L, BUICREFESNT
EHEOY Y hOBPMEF SN ET,

Yo alrDTTAN—EBRHET DD, R — T 4 X TEHEEIDMTOILTIT 30 4908
BT 2L, BENFRINET, 60 0%IIE, VAT ALV EERHEINE T,

FIE

ATy 1 [RY— (Policies) 1>[7 9 X Hl{#l (AccessControl) ] R L >[DNS]Z 3R L 77,
ATY T2 WETHDNS KU S —DRich L [fE (EBdit) | (£) 227V v 7 LET,

RPOVIZ[FR (View) | (@) RRINDGH, REITLME AL VIZELTEBY . BEE
KT HHERDP DY R A,

W]

ATYw 3 DNSHKRY > —ZRELET,

« SR E M ARTETITIAZEE T 5121E, 74— F& 27 U v 7 LTHLWE#RZ A
NLET,

« Jb—)L : DNS /L—/ V&80, 2388, Aok, Bk, 3B #T 25813, b—
(Rules) 1% 7 U » 27 LT, DNS/L—/LOAERL EfitE (8 ~X—) DTN - ThelT
L/ij—o

ATy T4 [R1F (Save) 1227V v LET,

RDEZRY

o MEEIZJS U T, Cisco Secure Firewall Management Center 7 KX =X hL—1 3> T4 RD
l'Logging Connectionswith Security Intelligence] DFLFICHES TWHET LWARY o —% S 5 1Z
ELET,

cREREERALET, RELEORAZZML TIIZEW,

. DNS R o —


http://www.cisco.com/go/firepower-config
management-center-device-config-73_chapter4.pdf#nameddest=unique_43

| DNsSAYL—

DNS /L—IJU

ons v— i

DNS/L—/UiE, RA MPERT D RAAL VAIZESWT NI 74w 720 LES, %=
TA AT IV AO—E LT, ZOFEIE. F o740 vy 7 DEFO%R, TR A
b — LRl ORTIZEH SV E T,

VAT NIEELLIEF TR 7 4 v 7 EZDNS L—/LEBAELET, IZEAEDEE, VR
TAZEDRYy NU—T 8T 7 4 v 7 OBRIT, TRXTOLV—LVDOFMEN T 7 4 v 71—
T A EH]D DNS L— LTt > TiTbiLE 7,

% DNS /L—/UZid, —BOLAFILUIMNCYH, ROFERa L FR—3x2 Fn3H 0 £,

IREE (State)

T 74V T, V= IEDZIR > TOVET, = EEHIcTHE, VAT AEFR Y b
U—0 "T77 4 v 7 DFHIZFDONL— NV EFERET, FONL— VIR 285 LT —DAR
PEIELET,

fiii® (Position)

DNSR YU > —DN— VX1 DB E A EZEEBP N THET, VAT A, V— LB SDHIE
TENBIEIC, Vv—vE T T 47 LBBELET, Monitor V—VERE, T T 4w 7N
BN —E T A — A0, YT T v 7 BT B2 0L — Ul ) £,

eSS

LR, VAP BEEED N T T 4 v 7 EFRELE T, DNS —/L{ZiE, DNS 7 1 —
REZFV A MR EENTWEILERHY, X2V T4 V=0, Xy bU—7 F21%
VLANICE 2T T 74 w7 EMRATHENTEET,

124 (Action)

= DT 7 aNlloT, —H LT 7 4 v 7 OB ENRE D £4,

«[7RvH LA (DoNotBlock) | 7272 a DT 7 4 v 7 B[S, EHILT 7%
ZHENEA AR g v EZITET,

CEZA—EINDH T T4y 7, BEYVDODNS Tay 7 U A RO — U kY S HIZEHE
INET, FTT7 4 IBDNS Ty I YR RL— U LRWEE, T/ RAay
fa—n— DAV AT g v ZTET, FOMN T 7407082 T 40 A4
VTV A AR NI, VAT AL EEINET,

e Ty JVAND NI T 4wk, FNULEDA AR g T Fe v &
AUEJ, [DomainNotFound] )&EZIK L7V, DNSZ =V & v 7 R—/L h— 2 XA
L7 hLEVTBZ b TEET,

EENEYY
X2V T4 ATV V2 RTHONT

DNS R 2 — .


management-center-device-config-73_chapter42.pdf#nameddest=unique_1197

DNS Ky o— |
B ovs—onmess

DNS L—IILDIER L fR&E

DNSAKRVU —TiE, 7avyZ VA R—NLBLIOTa v 7 LW Y A ML—LIZEF 32767 @
FCTDNS URMZBIMTEET, 2FD, DNSHIU T —0DU A SO 32767 252 &
TTEERA,

FIE

ATYT1 DNSARY v— 27 4 ZiE, LFOAT v arnbv £7,
« HLWIL— L& BT 5121%, [DNS/L—/L DB (AddDNSRule) 1227V v 7 LE,
« BEfFON— NV EMRET DX, [RE (BdiY 1 (4F) 22707 LET,

ATw T2 [Name] # AL E7,

ATV T3 = arviR—3xV hERETDHN, EET 74V M EZITANET,

«[7 27 a (Action) |: V=D [TV 3’ (Action) ] &KL FE9I, DNS /L—/LD
Trvar (10°—2) 2Z2RLTIESIN,

o [%&fF (Conditions) ]: V—/VOFMEZFHRELET, DNSL—LDOEME (11 X—Y) 2
LT 7EENY,

*[A%h (Enabled) ]: V—VEBHNITHNEINEEELET,
ATy T4 [fR1F (Save) 127V v/ LET,

RDBERY
EARZRALEYT, RELEORMZZML TS,

DNS )L—I/LDEIE
DNS AU — =7 4 #Z® [Jb—/ (Rules) | %7 Tix, & U T —KHNOD DNS L—/LDEN,
£, BHE), Ak, Eb, HIFR, ZOMOERNMTLET,
BI—NZHONWTC, RY v— x5 4 X TiE, TOL4HEL. FMEOV~Y— BLOAL—L T
VarnFERENE T, TOMDOT A 2L, [ (waming) ] () L T5— (&) | B

rozomomzigs @) 2E2LEr. BHRL—EZS L—FERIR, L—A4DFIC
[ (disabled) ] &9 ~—727 D& £,

DNS )L—ILDFE I & EE

YERX L7z DNS b— Uid, T 74V FTHEINZR > TWET, L— L EEHcdd e, VAT
LIy NT—7 R T T 4 v I O F D)L — VB F YT FON— LIk HEEE L
S—OAREEIELET, DNSTRY > —D—L 1 X NEFRT B E . EhpL—i3s L—

. DNS R o —


management-center-device-config-73_chapter4.pdf#nameddest=unique_43

| DNsSAYL—
ons L—nos#EES ]

FRENFETA, BHEIZAFETT, F7-. DNS/L—/L =F ¢ X &ffH L TDNS /L—/LEZHZ)
FATECTEAZLICERELTLLEE N,

FIE

AT T1 DNSRY L —xF 4 Z T, V—NEEHEZ7Y v 7 LTA—/VIREEZEIR L E5,
ATv T2 [IR17FE (Save) |27 U w27 LET,

RDZARY
cREAEEZ R L ETRELLOREMZSRLTIZ SN,

DNS JL— )L ) ZF{hIE 7

DNSKR YU =D)L= W ZiX 1 B E DF S BT E, /XTA@\W_Wﬁ%@%@
T, 774 v 7% DNS/L—LE EMDIEIZEBELET, ZEAEDY VAT ALIZE D
Sy NT—2 NI T v 7 OMMEIE, ?AT@w—w@xﬁﬂk774/7 LT DD
DNS /b— /LT > TIThIvE T,

e BT =X —)L—)L L, VAT AIET T T4 v 7 EFEL, FO%., EBEIEL DKW
DNS 7my 27 U A M=K LT FT 7 4 v 7 OifliZ#iiT L E T,

e B X — L—)LLATIE, N T T4 v I BN — = LT, AT NIESLIEN O
VBN DNS /L—/MZXF LT N T 7 o« v 7 OFHHIEEIT LER A,

=V DNEFFIZ SN TIE, UTFORWERE L TS,

*DNSDOZ u— 37y 7 LN Y A MIFIZRIIZER S, moT X TOL— 2 E
FLET,

c[7uv 7 LY A L (Do-Not-BlockList) |27 >z iX[7 w22 U AL (BlockList) ]
v va B LET, Tr v LAWY A FOA— VIO — B L E
7,

eDNSDZu—L7my 27 A MI[ZryZ U AL (BlockList) ] &7 a v HNTHIZ
BEWICHERAIN, OoTRTOEF=F—DL—A7 a0y 7 A NOL—VITELELE
9,

[7u>y2Z AL BlockList) |7 v ailid, TE=F—DL—tTuy 7 URD
N— VN EENET,

« MO TDNS L— /L ZAER L7z & &1, [7 e v 7 L7y (DoNotBlock) 1727 ¥ a v &E|
DUCTHEZNIETV AT AZEKY [7Try 2 LAY A b (Do-Not-Block List) &2 v =
CORBICEE S, o7 v a v EEVYTHE [Try 7 U AL (Block List) | E
7 a r OEEICHEIILET,

DNS K1) & —
|


management-center-device-config-73_chapter4.pdf#nameddest=unique_43

DNS Ky o— |
B onsi—norseas

N—NERFTy T TR Faey LT, ZhoDEFAEETXET,

DNS /L—ILDT7 O 23y

T RTODNS L—/UZiE, =T DT 74 v TIZOWVWTIRO I EERETHT 7> a i
HFET,
MR I, =T I at, Tuy 7 URNERIZTR Y LAWY R MZHES
WT, VAT APNL—NDF—BTD N T T T a7 350, 7ay s Lk
W, RT3 EHIELET

X T =TI alEoT, —HETDH RN T T4 v IO ME NS, EDL DI
O TCE DRI ED 97,

BRESNTWDEE, TID X, 77 ¥ a » OREIRMATICREL 52 £3, Flico>0NT
I%. Threat Intelligence Director-Firewall Management Center 07 7 ¥ = > OESENANL I % 2 1R
LTLIEENY,

[Faw% L%y (DoNotBleck) 17493y

[ZayZ L7 (DoNotBlock) 177 v a > Tk, F 77 4 v ZIIHREDODKRD 7 = —XTh
L7 7 AL — A E S VET,

VAT AT [y 7 L2 (DoNotBlock) VA MO—FZ v VIl LETA, ZNHOD
PR D v X 2 TIE DR ORI AN K o THRZRY £,

T2 T3y

[E=%— (Monitor) |7 7 v a ixEin X7 2@+ 25 L2 IC&itanTnEd, oF
D, =BT T7 74 v 7 BRIBHCHFRAIE/IETny 7 SN Z 81TV AL, TORD
D, BMOL—MZBE LTI 7 4 v 7 BNBEIIL, FAHESHREINET, T=F—
NNV D—FT HI]AMDO DNS V— Vi3, VAT AN NT T 4w T eTay 7 350mE D
MERELET, —HTHEMO/NL—LR32FUX, V774097137 78Aar ba—LgEt
fDOxIRE R0 7,

DNS R Y v —IZ Lo TE=H —SNHEFICONTIL, VAT AT, Bk TeX2) 74
ATV VA LA X | % Firewall Management Center 7 — % X— |2 ¥ 7/ L%
—3‘0

Javoroay

INHDT I ait, FARTEOA AR a bl "I 4 v BTy LE
—g—o

s[FrvyZ (Drop) |77 va idbh 74y 7% FrnyrLET,

s RSN KA A > (Domain Not Found) 177 v a Uidk, FELZRWVWA VX —F v B
RAA L DIEZDNS 7 2 VIR L, TS LV 7 T4 7T 2 F23DNS ZR &4 2 =
EEPIEET,

. DNS R o —


management-center-device-config-73_chapter83.pdf#nameddest=unique_1606

| DNsSAYL—
DNS L—IL D& .

e[ 7 A=/ (Sinkhole) 17 7 v a ik, IWENDY IV R—NFTTx7 FDIPv4 £
721X 1Pv6 7 FLZ%Z DNS 7 = VISR LET (ABLXUAAAA LI —FRDH) , 7
R—/b = =L, IP T R ANDEFEOERE 1 X 7320, FlldrnX 7 LT
Truy T LI ENTEET, [ 7 AR—/L (Sinkhole) 177 v a v ARETLHHE.
VTRV ATV FORETHAMLERDH D T,

[Km w7 (Drop) | E£721 [ &4L7evy R A4 > (Domain NotFound) | D7 7 3 = ZHD
WTT By 7 SNTHEROGEIE, VAT LABERREOEX 2T 4 AT V= A A
Ry NEHRANR M ZZGER LET, Tay SN N T T 0 v ZITBINOA AR
a L TISICERSND T, v 7R TEDEROBRKE TA N2 MIb £8
Moo

[Sinkhole] DT 7 ¥ a NZHESNWTT B v 7 SNHEROYE, aX o ZIxv v 7R —Nt T
Tl FOBREIGUTREVET, oI R—NF TV bae, VoV h— A EGEra X
YIDRTHEIBRELTCWDESE, VAT A, BROEFROEGK TA Xy M eaX s
LET, Yo7 h—N AT V=0 b, VR ABREuX S LT T ay s T5L 9
ELTWDEHA, VAT AL, BOBROERRGA N ManX 7L, 20k, Z0O#H
HE7muv s LET,

DNS JL—JL D&

DNS/L—/V DRI L ST, W= PUERT D RN T 7 4 v I DX A TR S ET, KX
HiE 23 o S b 5 Th#WEH A, DNS/L—/LIND DNS 7 4 — RT3V X b k%
ERTHVLERHY E9, F/-, MBS LTERF 2T 0 V=0, Xy bU—7 F720X
VLANICE ST hT7 7 4 v 7 ZHIHTE £,

DNS /L—WIZ&E 2842 & &k, UTICEEL T EEN,

o = UZxE LRFED SR 2R E L7 WIGA . VAT AMIZOEREIE ST AT 7 47
PRELERA,

A DD O XERDORMNERETEET, —AN T 71 v 7SS,
NTZ T4 I NEDL—NLDETRTODEMN BT HLENHY F3, 72L& 21X, DNS
T4 —REFITY A MBI Ry NT— 27 &b &5, VLAN ¥ 7 &% 8 F 700
J—uiE, By v a O VLAN Z ZIZBR72 <. RAAL 4 ERE e E 7356 e 10k
SWC KT 74y 7 ZFHMiLET,

L= L DS LT, R S50 DFEEEZBNTE £, LMo EEONTANI T D
N7 T 4w XTSRRI LET, e xiE, K TS0DNS DU A K& 7 40— RiZ
HAONWTCT I T 4wl T ay 7358 ONL—LEERATEET,

DI b B> 7 TIEZ DNS b= LD RIEIZHOWNW T E BIZFE LS L £,
X)) T4 I—VIL—ILEH®

X2 VT 4= E Ry NI 58T A MELTEEOT N, AR T, V2 —T = A
B IN—TTBRZET, VT T4 T —%ER, . BIOEELLT S LET,

DNS K1) & —
|



DNS Ky o— |

B cs2v70v—gtteonsrroo—

X2 VT4 —ViE NI T4 v EEOFEIL LSO X2 Y T ¢ — TR E 721
WHELET, F’EIXY - sy =oM%y — U FIFTEINT 5 &, FETY—ron
TNNZHDA X —T 2 A ANBIE S, sk —rONnTncdhrA o F—T A A
EBRTANI 74 v IR T B LI ET,

V= NOTRCDA L H—T 2 A RAFIRCFAT (TRTATA2, Rov T AL vF
R, F723—7T v R) THLIMERHLOLFELL, VY=V FETHERATLITXTOY —
LIRILA A T THLIMLENRH Y £3, N TICEASNTET A AL N T 74 v 7 BHEL
RN, RNy T AU H =T 2 A ADHD Y — a5y~ LTS L TE
A,

FREAR SR AT, —EEEORER/IBICLET FHictxa2 VT4 —2, Ry NT—7
ATV b, BLOFR— TV NORE)  REZEEEET S L FBELESMAHD
NEIZOWT [T T] OMAEGLEERETINERH Y 7,

Je

Evk

SN Lo TN— N EEIRT A2 L. VAT ADNNT y—~ o AR &85 R B
D1OTT, V=BT, ADA L H—T oA A%BBTH N T 74 v 7 ICEHBLRTH
1E. L= LI FDT A ADINT —< LV A TEEBTH - L b0 FH A,

tXal)Tqa V—VFHEIILFTFOI—

~ )V
S
&

FRAAL EANTE, Bt R AL VNITHER S ILD V=102, BID RAAL VHNIZH BTN
DO H =T 2 A REEDDENTEET, TREASVNO = FHE2RET D
FORTEIFFRTRRRA LV EZ—T oA AP FICEAESNET,

2y RIT—TIL—ILEH

=%

P =213, Wi~y =2 LT, MMETLHEDIP T FLAZIEMET RN T 7 4 v

7 aliEd a0, BELET, MR~y X —%EHT D b Rx A= LT, *y PT—T 5
HEORPDVIZ XL = RiRA v &R R LET,

k0]
LA
AIhE
F7
A

\}

ERINEAT V= PEEML TRy MU= FME2ERTH2 80, HxD P 7 R
FLRFT RVA Tuy 7 2 FETIRET DL b TEET,

BRGEITEIS, —BOEEORER/NRICLE T (FRiCEF 2TV —0 Xy FU—7
V7 b BLOR= AT V=7 FOSA) o BELEEIRET D & RELIEEMAD
[ZOWT 19T OMAEDLELRETILERDH Y 77,

GE)

TATT AT AN—)VCTFDQN %y NU—0 437 V=7 bafiT 252 L3 TEERA,

. DNS R o —



| DNsSAYL—
van 2 5 —n gt I

VLAN %2 5 )L— L&
A

GE) 77%AL—LDVLANZ 71X, A T74 0y MOREA I ET, VLAN ¥ 7 ZF>
TIRANL—=IE, T7AT 94—V AL E—=Tx2AA ALDNT T 4 v 7 2RELEH A,

VLAN V—VE&HEIZ K-> T, Q-in-Q (A% w7 VLAN) 72&, VLANX 7 ft& hF 7 4 v 7 n
HEshEzd, YATLTIEH, L7408 KU — (FDO/L—LTHRLIMUD VLAN % 7
AT D) 2RrE. HHNMEIO VLAN # 72 #H L TVLAN o7 4 v 7 &7 4 )L X JLE
LET,

WD Q-in-Q rAR— MIEEL T IEEN,

* Firepower 4100/9300 _|= ™ Firewall Threat Defense : Q-in-Q Z %4 — s LEHA (120 VLAN
2T DHFFR—B)

o L DF T DEF /LD Firewall Threat Defense

AU TA Y PBIUONNy T A U H—T 24 A Q-in-QEVHR—FLET (KK
250D VLAN % 7 %% HR—§) |

T AT IF =N A HE =T A A :Q-in-Q &V R—FLFEHAL (1 2D VLAN ¥
T DIHHYR—R)

HHIERDOA TV =7 FaHiH LT VLAN &2 ERTE, $£721~4094 ® VLAN ¥ 7 % F
HTANTHZELTEET, VLAN X ZJO®PEEZRET HI121E, " 7o E2FHLET,

7T AR TVLAN v v F U Z\ZRBEREA LTSI, 7782 ary ba—L K —0Ff
WMATarThDH[NT AR Ay NU—27 U 7 at v ¥akiE (Transport/Network
Preprocessor Settings) | ZfmiE L. [#EHtDBPIRFIZVLAN ~» ¥ — % {135 (Ignore the VLAN
header when tracking connections) | 47> a3 VAR L £,

DNS R — JL—ILDEH

DNSU AN, Z4—R, F3IT7IVICTTA T MIEIVEREINTZ RAAL VAR EEN
5855, DNS/L—/LINODNSFKIFICEY VT 7 4 v 7 &HlfI¢& £9, DNS/L—/LNTDNS
FMEEFETHILENDHY 5,

Ta— N)VERIEIHAZ LOTay 7 VA NERITT ey 7 LU A R % DNS &4HZEBN
TOMEI NI DOLT, VAT AIRESNTN—NT I vara T 7 4y Z7IZ#EMAL
9, EzFr—nizrse—nLTary 7 LRI A MEBML, [Re v~ (Drop) 177
arvERETLHE, VAT AIFREDKRD T 2 — XS Z EDRFTFAI SN TV DORLERH D
TRTCONTIT 74w 7% 7vay 7 LET,

DNS /L—ILDIERL A&

KD > 7 Tk, DNS L—LOVERITHEIZOWTHI LES,

DNS R 2 — .



DNS K1 o— |

B ovssavesaus y—2izBESC RS T v o ORI

DNS 5L UtEFa)T4a V—VUIZEDC RS T4 v I OFIH

FIE

ATy T
ATvT2

ATv73
ATy T4
ATy TH

ATvT6

DNS/L—NVHND YV — R o T, FOREILEXF2 VT 0 =B 8T 7 4 v 7 il
THZENTEET, BX2UT 40 Y —id, H#EOT A AMICEE IV TWAEERH D
12U DA B —T 2 f ZAD T N—TF T,

DNS L—)L =5 4 X C, [V —> (Zones) 17V v/ LET,

[Available Zones] 7> BB 25 V' —> & RO TRIR L E3, BT 5V —r 2B T 52T,
[Available Zones] U A h D EiZ# % [Searchbyname] v > 7 b7 Vw7 L, Y —r% % AT)
LET, ANT2L, VAINBEHFEINT—HT LY —rBRERINET,

X2 VT 4 V=% VT H0, £TAZ Y v LT, [Select All] 3R L £7,
GEEICITEN (Addto Source) (227 U w7350, KIv 7 7K RayLET,
[DNS| # 7% 27 U > 7 L, #fifILTWAHDNS 4 ZETe U A MEIZ7 4 — REBIMLET,
FEAMZHOWTIE, DNS U R MFERIE 7 4 — RIS T 7 40 v 7 Ofl (16 2—) %%
L TSIEE,

=V BARIFT D0, B ERLT £,

RDBERY
cEALEZ R L ETRELLORERMZZR LTI IZEN,

DNS 5L URY kT—T(2E DL FT T 4 v T DOl

FIE

&M
ATy T2

DNS /L—/VINDF b T — 7 FJHZ L~ T, ZORETIP T RLABNC b T 7 4 v 7 &l
THZENTEET, BIFITE2FT 74 v 7 OFETLIP T FLAZHARMICHRE T £,

DNS /L— V=T 4 X T, [Fv hU—2 (Networks) |27 VU v 27 LET,
[(FIHFTEEZ2 v U —7 (Available Networks) [2°6H, RO L D IZEMTHRy NU—27 &5
DT TERL £,
e Xy NT—=IF TV xr b (B THRMEITENARR) 2208 TiBENT 5121, [FIHTEE
783> N U —7 (Available Networks) |V X @ EIZH BB (Add) ](+)7E7 Vw7
L., *Y NU—27 7V =7 FOEROTRAICHES THITLET,

cBINT DRy NU—2 TV MBS DHITIE, [FIHREZR R Y F T —7  (Available
Networks) | U A h® EIZH 5 [AARTETIZME TR (Search by name or value) | 7’12 7

. DNS R o —


management-center-device-config-73_chapter4.pdf#nameddest=unique_43
management-center-device-config-73_chapter31.pdf#nameddest=unique_629

| DNsSAYL—
DNS 35 L U VIAN (2 5< k570 v oo [

Nes Vw7 L, A7V hOWTNPDOALR—R "OAT V=V M ETIIEE
ANLES, ANT2L0 VAMPEHRSNT BT L4727 FRFKRINET,

ATw 73 [HETITBEM (AddtoSource) 1227 Vw7350, RIv 7 TR Fay X LET,

ATy T4 FETHRETHEETLIPT RLAEEIT RV A Ty 7 #BMLES, KMETry hU—
2 (Source Networks) ] VA FDTFIZH D [IP 7 KL ADAJ] (Enter an IP address) | 7' 1 >
a7 Uy 7L, 1D2OOIPT RLAEET RLA Zay 72 A LTLHEM (Add) %7
Uy 7 LET,

AT9 75 [DNS| ¥ 7 %27 V7 L, fifIL TS DNSA&xETe ) A NEIE7 4 — REBMLET,
FEMICHOWTIZ, DNS U A MEFIET7 40— RIcHS< v T 7 40 v 7 Ol (16 2—) 2%
LT ZEN,

RTYT6 N—NERIFT L0, WEEHTET,

RDBERY
cEALE 2RI L ETRELLOREMZZR LTI ZEN,

DNS 5 KU VLAN IZE D<K b5 T 4 v U Ol

DNS /L —/LCVLAN &b 523 ETHE. NI 74 v 7D VLAN X ZIGELTEFD NT 7 4
7 EHIETEET, VAT AL BHAMIO VLAN # 7 Z{#iH L T VLAN Z #1237 o b
A LET,

VLAN ~X—Z @ DNS b— V& a2 BT 25 & &3, VLANZ 72 FEICIEECE$£9, £/-
1Z. VLAN Z 7 47 =7 F&2fiH LT VLAN &2 ETH 2 &b TXF4, VLAN #72
F7TTer b, WS OO VLANZ ZIZ4mi & CHEAAMREIC L2 02 L ET,

FIE

RATwF1 DNS L—)L=F ¢ # T, [VLANZ 7 (VLAN Tags) ] Z3iR L £,
ATv 72 [FIFAHEZ: VLAN % 7 (Available VLAN Tags) ] T. iB/l13 % VLAN Z3&R L £,
VLAN ¥ /A7 2z e Z ZCENT 512 #ECTHRMFlcBmcaexd) | [FIAHTHE
JAVLAN% 7 (Available VLAN Tags) ] U A & El2® A[EM (Add) 1(H%2 U v 2
L. VLAN ¥ 7 7Y =7 s ODEOFINAHE - TERE T,

BT AHVLANZ 7 47V =7 FBIOI V—TF 2B+ 5120, [FIHTTHEZ: VLAN 4
7" (Available VLAN Tags) | U A h®D EiZ&H 5 [£HTE 72 I13ME THiZE (Search by name or
value) | 7 e 7 v el Vv L, A7Vl MAERIIAT V=7 O VLAN ¥ 7 Dl
EANLET, ANT25L VAMBEREINT—HT L4 7V =7 EBRFRINET,

ATv 73 [AddtoRule] 7V v 7 T4 RZ7v 7 7K Fry 7 LET,

DNS R 2 — .


management-center-device-config-73_chapter4.pdf#nameddest=unique_43
management-center-device-config-73_chapter31.pdf#nameddest=unique_1238

DNS K1 o— |
B oons R bEERT A —FIZESC RS T 0 v o ORI

ATv T4 FEITHEET S VLAN ¥ 7 %8B/ L £, [Selected VLAN Tags] U A h® FiZd % [Enter a
VLANTag] 7u > 7 v %227 U v 27 L, VLAN ¥ 7 &7 32 O#HZ AT LT, [Add] 27 VU ¥
7 LET, 1005 4094 £ TOLED VLAN ¥ 7 Z45ECTX £9, VLAN ¥ 7 OFiH AR ET
HIiFAA 7oA LE T,

ATy TE DN #7 %227V v L, LTS DNS 4 EZET) A MELIT 74— RE2BMLET,
FEMICHOWTIZ, DNS U X REFRIET7 4 — RIZHES v T 7 40 v 7 O#IHE (16 2—) 2%
BLTLIEEN,

ATYT6 = VERGFT D), WMEEGTET,

RDBERY
REAEZ R L ETRELEDRBAEZSRL TIZI,

DNS UR FEHIZT4—FKRIZEDILK ST 4 v 9 DI
Fig

ATYF1 DNSAV— V=T 4 X T, [DNS] %27 Vv s LET,
ATv T2 kDX HiZ, [DNSU A FBLUT 4 —F (DNSListsand Feeds) 1758145 DNS U A + 3
FORT7 44— RERBELTEBRLET,
*DNS U R NEITT 4 — R (B CTHRFITEINAEE) 2Z 08 TEMT 5121E, [DNSU &
R3 L7 4 — 1 (DNS Listsand Feeds) ] U 2 ho Elod 5 [EM (Add) 1(H %2V
I, BX2 VT4 AT VP2 R T 4 — ROEROBIICHE > THATL £,

«BMMTADNS Y AL, 74— F, £3 07TV 2HET ST, [DNS U R FBIO
7 14— K (DNS Listsand Feeds) 1 U A b D EiZ&H 5 [£4ATE 7213 THiZZ (Search by name
orvalue) | 7u 7 el Vw7 L, A7 V=27 bOAVE—R D1 ODFT V=l
M ERIIMEZADLET, ANTDE, VARREHENT KT 547 V=7 bk
RINET,

« VAT MEHOBBE AT TV OFAICONWTIEL, EF 2V T4 AT I A BT
Va2 LT 7EE0,

ATv T3 [AddtoRule] 27 UV v 7 $50h, RI7v 7 7R Fay7LET,
ATy T84 V= NERFT D0, mEERTET,

RDBRY
cRELRZ R L ETRELLOREMZSR LTI Z SN,

. DNS R o —


management-center-device-config-73_chapter4.pdf#nameddest=unique_43
management-center-device-config-73_chapter31.pdf#nameddest=unique_1206
management-center-device-config-73_chapter42.pdf#nameddest=unique_1600
management-center-device-config-73_chapter42.pdf#nameddest=unique_1600
management-center-device-config-73_chapter4.pdf#nameddest=unique_43

| DNsSAYL—

ons &y o—osA |

DNS 7R1) —DEA

DNS DR Y S —FREDEFEKR T LRI, 778X arbo—kEO—HLLTIn%
BETALENRHY 77,

cERD VT4 ATV P AOBETHISATOD LIS, DNS HY v—%7 /&
A Ay hu— RY —ICBEM T £,

RELRZRMA L ETRELEORMEZSML TIZS0,

Cisco Umbrella DNS K1) & —

B X% —? Cisco Umbrella DNS ##¢i%, DNS 2 = U % Cisco Umbrella (Z U #1 L' 7 h T 5
DIZENEBHET, ZHIZ LY, Cisco Umbrella TESRAZMGEL, R A A 4TS X FREZFF
AELIET ey 7 L, ERICDNS R—2Dt %2V T 4R —%HT& £, Cisco
Umbrella #9544, Cisco Umbrella ##e 2% E L C ([#t4 (Integration) ]>[% DO
% (Other Integrations) ]>[7 7 ¥ F#—EZ (Cloud Services) ]>[Cisco Umbrella 5t (Cisco
Umbrella Connection) ]) DNS 2 = U % Cisco Umbrella ~V # A L 7 hCTX £,

Umbrella Connector 13, AT ADDNS A L A7 a3 0 DO—TT, BEAED DNS A > A2
Jvary R =<y NZEY DNS A LV ANRY ¥ a VOREIHESWTERE 7wy 7
Lo FTE, BRE Rr v 7957 LICIRE LTEGA. £ OZERIL Cisco Umbrella ~HRE X
NEEA, ZTHITEY, RO 2 FREOREDFREICRY £,

e —H)LDNS A LV ART g R —

* Cisco Umbrella D27 7 7 RR—ZXDHRY v—
DNS /L > 7 7 v 783K % Cisco Umbrella ~Y %4 L~ ~9 % &, Umbrella Connector i EDNS
(DNS DILIEERE) L o— RZBIM L E£9, EDNS L 2— RiZid, T35 AFkBIF 15, #HA%
ID. BEOIIFAT U MIPT RVAREENTWVWET, 77U RR—XDRY —TInbH
DEMEFEHTHZE T, FEQDNO L E 2T —3 a U IEIF TR T 7B A E2HIT 52 &N T

& ¥7., £7. DNSCrypt #fi/H L T DNS ZRZH Sk L, =2—HF—H ENHDOIP 7 RLX
DT TAN—ZfERTHZ LB TEET,

Management Center 7> & Cisco Umbrella |{Z DNS 22k % U A L' 7 M F5121%, ROFIAZFAT
LET,

1. Cisco Umbrella DEEGERE E & 5% ET 5

2. Cisco Umbrella DNS 7R U & —Z B LORE L £77,

3. CiscoUmbrellaDNS R Y o — &7 72 o ba— R —Z AT £9,
4. BHREEBALET,

DNS R 2 — .


management-center-device-config-73_chapter42.pdf#nameddest=unique_1593
management-center-device-config-73_chapter4.pdf#nameddest=unique_43

DNS K1 o— |
. DNS Z3K % CiscoUmbrella [ 51 LY FF BA%

EHt > & —C Cisco Umbrella DNS Connector % i &7~ 5 FIEDFEMIZ DUV TiX,  [Cisco Secure
Firewall Management Center [f](} Cisco Umbrella DNS Connector D% &) S L T 72 &0y,

DNS Z3K % CiscoUmbrella [Z!) 54 LY FF B A%

Z ZTlX, Firewall Management Center % fifi | L T /34 A5 Cisco Umbrella (Z DNS Ek % 1
ZA VI b HFIEIZOWTHALET,

FE | REFIE 30
1 BHESME 27~ L TWA 2 & 23R | Cisco UmbrellaDNS =1 % 7 Z 23R ET 5 729 DRI
35 TS (18 =)

2 Cisco Umbrella D 6% & & 7% &7 5 | Cisco Umbrella DHEEGIR E DR E (19 _X—)

3 Cisco Umbrella DNS R U o —#1ERK | CiscoUmbrellaDNS 7R VU > —Z1Epk4 % (21 ~2—
ERA) )

4 Cisco Umbrella DNS 7R U o — %GR E | CiscoUmbrellaDNS AR U o — L b— L O (21
T 5 ~R—=2)

5 Cisco Umbrella DNS /R U v»— & 77 |Cisco UmbrellaDNS iR & — ¢ 7 7 X a2 k
TR ayhr—VRY =M | 2L R =BT S (22 )
R4

Cisco UmbrellaDNS OV 2 %R E T SO DAHREH

R1LYR—FESBRNTSY T —L4

K N—o3y
Secure Firewall Threat Defense 6.6 LI
Secure Firewall Management Center 7.2 LI

« https://umbrella.cisco.com “C Cisco Umbrella ® 7 4 7 > k Zff37 L. http://login.umbrella.com
T Umbrella (22 7' A > LET,

+ Cisco Umbrella t—/N—7> & Firewall Management Center {2 CA GEFAE % 1 AR — F LE T,
Cisco Umbrella C, [fEB (Deployments) ]>[f§k (Configuration) ]>[/L— FFERIE (Root
Certificate) | Z#3IR L, FEAELZ XUV n—RNLET,

Cisco Umbrella %k —/N— & O] CHTTPS #ft & #2922 DI, /b— bREEH A A
A= I THUENRHY £, FEHFEIL, SSLYT—"—REEOT-DIEHIN LI LE N H Y
9, ZiUiE. Firewall Management Center TILT 7 /L DA T 3 o TlddhH v FHA,
Firewall Management Center T7 /3 ZADLL T OFEHEL a ©— LTI T £ (T
A A (Device) 1> [FEHIE (Certificates) ]) o

. DNS R o —


https://www.cisco.com/c/en/us/td/docs/security/secure-firewall/management-center/integrations/umbrella-dns/configuring-the-umbrella-dns-connector-for-cisco-secure-firewall-management-center.html
https://www.cisco.com/c/en/us/td/docs/security/secure-firewall/management-center/integrations/umbrella-dns/configuring-the-umbrella-dns-connector-for-cisco-secure-firewall-management-center.html
https://umbrella.cisco.com
http://login.umbrella.com

| DNsSAYL—
Cisco Umbrella Dz nRE [

MIIE6JjCCA9KgAWIBAGIQCIUI1VwpKwE9+K11wA/35DANBgkghkiGOwOBAQsFADBhMOswCQYDVQQG
EwJVUzEVMBMGA1UEChMMRG1naUN1cnQgSW5jMRkwEwYDVQQLExB3d3cuZGlnaWNlcnQuY29tMSAw
HgYDVQQODExdEaWdpQ2VydCBHbGI1YWwgUm9vdCBDQTAeFw0yMDASM) QwMDAwWMDBaFw0zMDASMjMy
MzUSNT1aME8xCzAJBgNVBAYTALIVTMRUWEWYDVQQKEwWxEaWdpQ2VydCBJIbmMxKTAnNBgNVBAMT IERpP
221DZXJ0IFRMUYBSUOEGUOhBM] U2IDIwMjAgQOEXMI IBIjANBgkghkiGIwOBAQEFAAOCAQ8AMIIB
CgKCAQEAWUUzZUdwvNI1PWNvsnO3DZuUfMRNUrUpmRh8sCuxkB+Uu3Ny5CiDt3+PEOJ6agXodgojl
EVbbHp9YwlHnLDONLtKS4VbL8X1fs7uHyiUDe5pSOWYQYEIXEOnw6DAng9/n00tnTCIRpt 80OmMRDL
V1F0Jud9x8piLhMbfyOIJVNVWTIRYAIUE//i+plhdInuWraKImxW80oHzf6VGOlbDtN+I2tIJLYrVJ
muzHZ9bjPvXjlhJeRPG/cUJIWIQDGLGBALfr5yjK7tI4nhyfFK3TUgqNaX3sNk+crOU6JWvHgXjkkD
Ka77SU+kFbnO81lwZV2lreacroicgE7XQPUDTITAHk+qZ9QIDAQAB04IBrjCCAaowHQYDVROOBBYE
FLdrougogoSMeeq02g+YssWVdrnOMB8GA1UdIwQYMBaAFAPeUDVWOUy7ZvCj4hsbw5eyPdFVMA4G
AlUJDWEB/wWQEAwWIBhJjAdBgNVHSUEFJAUBggrBgEFBQCDAQYIKwYBBQUHAWIWEgYDVROTAQH/BAgwW
BgEB/wIBADB2BggrBgEFBQCBAQROMGgWJIAY IKwYBBQUHMAGGGGhOAHAG6LY9vY3NwLMRpZ215ZXJ0
LmNvbTBABggrBgEFBQcwA0oY0aHROcDovL2NhY2VydHMuZGlnaWN1cnQuY29tLORpZ21DZXJ0OR2xV
YmFsUm9vdENBLmNydDB7BgNVHR8EADByMDegNaAzhjFodHRwO18vY3JsMy5kaWdpY2VydC5jb20v
RG1naUN1lcnRHbGI1YWxSb290Q0EuY3JIsMDegNaAzhjFodHRwOi1i8vY3JIsNC5kaWdpY2VydC55b20v
RG1naUN1lcnRHbGI1YWxSb290Q0EuY3JIsMDAGALIUAIAQPMCcwBWYFZ4EMAQEWCAYGZ4EMAQIBMAGG
BmeBDAECAJAIBgZngQwBAgMwDQYJKoZIhveNAQELBQADggEBAHert3onPa679n/gWlbJhKrKW3EX
3SJH/E6f£7tDBpATho+vFScHI0cnfjK+URSXGKgNjOSD5nkoklEHIgdninFQFBstcHL4AGW+OWv8Z
U2XHFg8hVt1hBcnpj5h232sb0HIMULKkwKXq/YFkQZhM6LawVEWwt IwwCPgU7 /uWhnOKK24 £XSuhe
509G66sSmvKvhMNbg0gZgYOrAKHKC) xMoiWJKiKnpPMzTFuMLhoClw+dj20t1Qj7T9rxkTgl4Zxu
YRiHas6xuwAwapu3r9rxxZf+ingkquqgTgLozZXgq8oXfpf2kUCwWA/d5KxTVtzhwoT0JzI8ks5T1KE
SazMkE4£97Q=

Management Center (ZFERIEZ BT 554513, [CADZH (CAOnly) | F=v 7Ry 7 A
EAACLET,

o TRA ATFEAEEA A M=V LET,

« Cisco Umbrella 22 HR DT — & 5 L £ 7,
« #Hf% ID
Xy NT—7 TR AFK—
XYy NT—=7 TNRAL A =7 Ly b

L H— Ry NU—T FTNNA A =T

« Firewall Management Center 281 > % —R v MIHHE L TWD Z L AR LET,

» Firewall Management Center C, #aifH#filEEREA 7> a L O H L EART A &L ADBHIC
o TWDZ L afER LET,

« api.opendns.com Z fiF{R 35 X HIZDNS h— _N—NRESNTWDHZ L 2R LET,

» Firewall Management Center 7378 U *—## % ? management.api.umbrella.com % fif{k C& % =
LEMERLET,

» api.opendns.com ~~@ Firewall Threat Defense /L' — h Z#% € L £,

Cisco Umbrella DIEHHRTENDETE

Cisco Umbrella DK% T CTlX. CiscoUmbrella |ZFT /3A A2 BT D7D B v—7 v %
EFLET,

DNS K1) & —
|



. Cisco Umbrella M #§53%

FIE

&M

DNS Ky o— |

EDHE

1R BHHEIIZ

Cisco Umbrella https://umbrella.cisco.com T7 7 7 o s Z 7. L, https://dashboard.umbrella.com
C Cisco Umbrella {22 271 > L, Cisco Umbrella ~DHEft & ML T 5 72 DT LB 70w & BUS
L/ i ‘j‘o

[#54 (Integration) | >[ZDHD#HAE (Other Integrations) >[92 5~ K¥—EX (Cloud
Services) ]>[Cisco UmbrellafE#i (Cisco Umbrella Connection) 12 3&R L %9,

RT9 T2 ROFEMERIF L, [ (General) |FZEIZEML ET,

o [#L#%ID (Organization ID) ] : Cisco Umbrella CHEAR % #k51T 2 —BOEZ, TXTD

Umbrella {15 1%, Umbrella DEB DA A X L ATHY , MADK v 2 R—Fe2EbHE
T, MHMRIIARTE B ID Ik > TSN ET,

s [y hU—27 T34 2% — (Network Device Key) ] : Cisco Umbrella 7> % Umbrella 7~ U

UV EIGT A1 DF—,

[y NU—TF )RS Z—7 L v b (Network Device Secret) ] : Cisco Umbrella 7> % Umbrella

WY =BT 272D —T Ly B,

c[VHY—Fy NT—2TF /A4 A ~—2 > (Legacy Network Device Token) ] : Cisco Umbrella

LHY— %y NU—2 SN0 ZAPI h—2 (%, CiscoUmbrella # v > 2R — R&Z@E UL T
FITENE T, CiscoUmbrella Tlid, X U —27 T /341 REBET H7-0OIZ APL h—7
PLEETT,

ATY T3 [T (Advanced) | M HIROAT v a VERETEET,

* [DNSCryptZAfi % — (DNSCrypt Public Key) ] : DNSCrypt {%, = K74 > k& DNS ¥ —

N—[H > DNS 7 = U ZRGEE L OG54k L £ 9, DNScrypt #2029 521X, FEBHED
FRFEIZ DNSerypt ODABAF —Z R ETEE T, ZDOF—IE, 3231 D 16 HEEE T,
B735:1140:206F:225d:3E2B:d822:D7FD:691e:A1C3:3¢c8:D666:8d0c:BE04:bfab: CA43:FB79 IZ
HARE SN TOET, ZiUE, Umbrella ==—% v A b —"—DAHF—TT,

s [[FHX— (ManagementKey) ]: VPN R YU 2 —D7HIZ Umbrella 7 7V RinH 75—+

VH— DM ERGT B0 X —,

[ —7 L v b (ManagementSecret) | : VPN D722 Umbrella 7 7 7 R b7 — 4 &

VHE—ERET AR EINS =7 Ly b,

RATY T8 [BHEDOT A K (TestConnection) %27 U v~ LE7, CiscoUmbrellaCloud 73 Firewall Management

Center /> HEFERRENE D0 ET A M LET, LERMELID &y NU—27 T34 XOFEM
ZIEET D &, Cisco Umbrella #5GAERE S E T,

ATY TS5 [fR1F (Save) 127V v 7 LET,

. DNS R o —


https://umbrella.cisco.com
https://dashboard.umbrella.com/

| DNsSAYL—

Cisco Umbrella DNS 7K"Y > —&Ep$ % .

Cisco Umbrella DNS 7RK') —Z#1ERkT 5

FIE

ATy T
ATvT2

ATvT3

ATy T4

[/R1) >— (Policies) 1>[7 % X #lf#l (AccessControl) ] Rt L > [DNS|Z R L £ 7,
[DNSAR1) & —®miEM (Add DNSPolicy) ]>[UmbrellaDNS/R 1) &— (Umbrella DNS Policy) ]
Vv LET,

(41 (Name) JIZ—EDORY —HE AL, A7 a T (Description) JIZA Y >—
Do EANTILET,

[fR7F (Save) |27 U w7 LET,

RDBERY

RY—%2FHELET, [CiscoUmbrellaDNS R 2 — L L—LDOfRE (21 2—) | 2%
L TLIEEN,

Cisco UmbrellaDNS 7/R!) o — & IL—ILDiRE

FIE

ATy T

[R1) >— (Policies) 1>[7 ¥ A #lfE (AccessControl) 1 RH L > [DNS| 23R L 9,

ATy 72 [DNSA Y 2 — (DNS Policy) ]X— T, i3 5 Cisco Umbrella DNS R YU > —Z#IRL T

Uy LET, [fRE (Edi) 1 (£)
CiscoUmbrella fRER ) —DEH
Cisco Umbrella 7> & fz#70 Cisco Umbrella fRF#EAR U o — &2 EifF 3 5121, [Cisco Umbrellafii# AR

U —Di#&FH B (Umbrella Protection Policy Last Updated) ] DA%IZ& % [ #1 (Refresh) ]
TAarxzrs7Vv 7 LET,

Management Center @ Cisco Umbrella Bta% (& & 3¢ E £ 72 IXEE 4 5121%, [#E& (Integration) ]>
[ZDHhD%EA (Other Integrations) 1>[4 5™ FH—E X (Cloud Services) ]>[CiscoUmbrella
¥E#: (Cisco Umbrella Connection) ] (28 L £,

AT w73 CiscoUmbrellaDNS 7R U > —=F ¢ % C, Cisco Umbrella DNS /L —/L & #IR L T [ffE (Edit) ]

(£ %27V v 7 LET,

ATV T4 UTFTDONL—)L arKR—F2 bERETDHN., T 74NV NeZF ARET,

* [Cisco Umbrellaff7#7~ U > — (Umbrella Protection Policy) ]: 7 /3A A(Zi# 3 % Cisco
Umbrella 8 U & — D4R EHEELET,

DNS R 2 — .



DNS Ky o— |

B ciscoumbrellaDNs Ky o —E 7o ER U FO—L Ky S—EBER 115

o [3A /XA R A A > (Bypass Domain) ] : Cisco Umbrella % /31 /XA LT, b VD IZERER

D DNS H— R — | CEEBE ST AT DODNSEROT— /L AL L OL4RTEEE L
i‘a_o

7= 20 E, TRTONEERNTF TSNS Z & 2 ME LT, NE DNS ¥— —THfko
RAA DT XTOLRTIEZRIETE £,

* [Dnscrypt] : DNScrypt % A0 LT 73A A & Cisco Umbrella ] Oz & 54 L £ 9,

DNScrypt # HZhZ9 2 &, Umbrella U YV AN EDF—HA L » KRGS NE T, F—
KA L R, 1EF S I AN EDAN Ry = 7 HBFAT L, T LOERTT
INA A%&HH LET, DNSCrypt TiL UDP/443 Z i HT 5728, DA — FH DNS A
AR v a NMEHT DI TAy FICEENTND I L E2HERTHILERHY T, 7
THANVEDA L ART gy 7T AZIEDNS A VAT 23 2 UDP/M443 I3 TICE F
nTunxEd,

[TA RAVHEA LT (dleTimeout) |1: 7 A RAXA LT U MERELET, £ O

PR 5 F T — =IO DIRER WS, 7 T4 7 » )5 Umbrella —/S—~D
B ITHIBR SN E T,

ATYT5 [fRT7F (Save) |27 U 27 LET,

RDREARY
CiscoUmbrellaDNS ARV o — L7 72 2 hr—/L R Y —%BEMTET, MO

[Cisco UmbrellaDNS R U o — Lt 77+ X ay fu—L R —%BEAMITS (22

N=) | zZRLTIEEN,

CiscoUmbrellaDNS /R!) >— ¢ 7o X a>v brA—)L R O—ZBE

T %

FIE

ATy T

ATvT2
ATvT3

ATvT4

Cisco Umbrella DNS 7R U o —{%, T3 RZBEAT DRI, T7ERA a2 be—L R —
WCBEEAT DR H Y F T,

[ U 2 — (Policies) ]>[7 7 & AHilf#l (Access Control) [IZBEEIL, WET DT 7 AR
EBERLET,

[Ex=UT 4427 VU= A (Security Intelligence) ] Z 3R L E 7,

[Cisco UmbrellaDNS7A U 2— (UmbrellaDNS Policy) ] Kv > 7 # 7 X ki35, Cisco Umbrella
DNS ARV & —&@IRL £,

[PR1F (Save) 1227 U w7 LET,

. DNS R o —



| DNsSAYL—
Cisco UmbrellaDNS K!) > — & 7H+X av bO—)L R S—FBEEMITS .

RDBERY
RELELEALET, RELEDORMAEZSZRL T ZEN,

DNS K1) & —
|


management-center-device-config-73_chapter4.pdf#nameddest=unique_43

DNS Ky o— |
B ciscoumbrellaDNs Ky o —E 7o ER U FO—L Ky S—EBER 115

. DNS R o —



BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



