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RIIHIREINIC 22 BN 2 2R LET, T74NVINOLEET D E, [2—F (Users) 1V &
FD[SAT—=RDF A 7% A 2 (Password Lifetime) 152, K2 —HFD/XAT— KD T
WD HENERINET,

[SAT — FOF IR Z FRTIZEE T 5 HE (Days Before Password Expiration Warning) ] % %
ELET,

PRAT — RREBICHIREIAIC R A HETC, 22— —RNR2AT— REEHT 0B RH D &
WO EENFIRENDLNEANLET, T 740 b%EX 0 HREITT,

UTFToAToavaHElLEd,

s [BTA RN AT— RFD Y& v k& J#H (Force Password Reset on Login) ] : ¥k[a|D =&
TA RPN AT — FET 23] L E T,

« [/NAT— ROEREDF = v 7 (Check Password Strength) | : 58172 /X2 T — RZMHIZ L
£9, NAV=RBRET = v 7 BEDTR>THD5E, NAT—RiE, 2= 27—
F (52=Y) THHENTWER NN AT — ROBEIIHEH LERH Y £17,

[TV v var XA LT T ORI (Exempt from Browser Session Timeout) ] :
T T4 TRENFR T, 2—PF—DnrrA 2y a lBET LRV LET,
FHET—ADNED L TONTND2—F—ZRNT HZ LT TETERA,

[2—H—ra—/LDi%E (User Role Configuration) ] =V 7 C, —H—nm—/L2%E 0 Y TE
T, =P = —LOFEHIZONVTIE, Web A v ¥ —T =2 ZAHD2—F—a—/LDHAHZ
~A X (B4 =) BEBRLTIIEIN,

S —HF —ICoN T, 2= —r— VRS —T A=y 7 (LDAP) /LT, %

ik —Y—E (RADIUS) %’DU‘T%J DU THNTWDEHEG, RANROT 7 & AHERE
HIBR T2 Z LIXTEERHA, 2L, BNMOMREZE VY TCHZ LiFTEET, =2—¥Fr—n
INTINA A TR Ebt77be®1~%u~w@ﬁAc\3~%7ﬁ7/%®m—w%ﬁ
R LICEECEEY, 2a—F—m— Va2 BT F 5L, [2—V— (Users) 147D [FiEH

(Authentication Method) |52, [#M3h-1— 7V T (External - Locally Modified) ] D A7 —
HANERINET,

BRINDA TV aid, T/ ARHE— RAL VBN~ VT RAAL VRN L - TR
nET,

cH—RNAASf v a—P—FE Y TCra—V—n—LEF I LET,

Firewall Management Center L —+— .
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. Firewall Management Center () 5} &R525F D EX E

s VIVTF RAAL Y VT RAAL VBT, BEHET 7 B AMERPSHD AL T —
P—=T D PR TEET, 22—V =3 FAAL V TRRDMEREZFHOZ LN TE X
T, FHRAAL L ETFHRRAL L OWFTCa2—F a—E2E) Y TEHILNTEET, &
Lz, HHA—PITT e — L RAL U ClEae A0 SEHMEREZE D ST, FHRRKAA
VTIREBEHREEI VY CH N TEET, 22— =NV T AL aBmaEn-%
HGORTA UHEREOHMIONWTIL, [2—FBLOKNAAS L (TX=V) | &2&
LTSV, ROFIEEZSL TS,

1. [FAA®DiBEM (AddDomain) %7V v 27 LET,

2. [FAAY (Domain) | FuyF XD UR NS RAAL 2 ERLET,
3. a—F—rEVLTHr2—F—u—LEkF I LET,

4. [Save (R’7F) 1 %27V v/ LET,

ATy 14 ({FEE. ®FLFirewallManagement Center D7) L— W —|ZFHE T — L 2E Y 4 TTCWLEAE
X, BB A7 a2 (Administrator Options) ] 72337~ Z4UE 77, [Allow Lights-Out Management
Access] #3445 & | =—+H—|Z Lights-Out Management 7 7 & A &7 o] T& %97, Lights-Out
Management D FEHEIZ DUV TiX, Lights-Out FEEO A SR L TS0,

ATw 15 [IRfF (Save) 1227 U v 27 LET,

Firewall Management Center D 5} EREREE D% TE

AEGRREZ AN T D121, 1 LU EDANRRRGEA 7 ¥ = 7 M & BT 2 BERH Y £,

Firewall Management Center D4} & E25FIZDULNT

SEERAE A A 2hZ 95 &, Firewall Management Center |Z & W #MVEERFEA 7 ¥ = 7 N THRE I
72 LDAP ¥£72(Z RADIUS #——Z i L T2 —F =7 LT U Uy VDPBGRES L E T,

Web A v 2 —T 2 A A7 78 ZAFNTEEOINTRAA TV =7 FERETEET, =&
S5ODINTRIEAT V=7 "B DHEGE. WTNDOA TV 27 hDO2—W—% Web A > & —
T2 A AT 7 BATHEDICHEIETE ET, CLIT 7 BRIIEHTE H/MTRGEA T V=7
MI1TODOHRTT, HEEOIRIEA TV =7 SENNZ > TV DHEGE, 22— —F U A b
WOERHIDA 7 V=7 FOHEFH L TRIETE F7,

SNFRREA 7 Y = 7 M, Firewall Management Center 33 & OF Firewall Threat Defense 7 /34 A T
HHTEES, SESERTTIAT VR TAARAZATTCRLAT V=2 badefT 52
L, MADFT V=7 FEERTHILLTEET,
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war o0t

\)

G¥)  ¥A A7 v MEPAI Firewall Threat Defense & Firewall Management Center “C‘ﬁ%fﬁ B2, AT
T x U NEHHFT B AL, Firewall Threat Defense D/NES DX A L7 v il (LDAP O3
A3 1 — 30, RADIUS D ulwym@)%tz&wio_bf<téwo&4A7W

k& @O DEICFRE T 5 &, Firewall Threat Defense Ml a2 fiEa% & 23 ERE L £ 8 A,

Firewall Management Center ClX, [ AT L (System) |>[1—H— (Users) | >[4+ ERE2E
(External Authentication) ] 5’7“(%*[5.% REA 7Y 2 NEREHEAICLET, :@aﬁﬁbi
Firewall Management Center O FIC DAL | HFERT A AZEHT255121L, 20
AT THINIT H03TH Y £ A, Firewall Threat Defense DT /3 A A Tk, T/\4’ TR

T57 Ty M7+ —LBEETHERIEAS T V=7 AT HILERHY £,

SERERFEA T Y =7 PO CLI 2 —W—M 5 Web A ' F—7 = A AD2—F — AR ERE
S ET., RADIUS @ CLI = —H—D4 | IMTRRGEA 7 ¥ = 7 FNIZ RADIUS == —H—4,
DY A NEFANCHE L TBLENH Y £7, LDAP Tix, LDAP #—/3—@ CLI = —#%—
EHTDHIOCT AN A EIRRETEET,

CACIHHIC LR ESINLTWVWACLITZEADLDAP A7 V=7 MIFEHTXEHA,

\)

LDAP [CDULVT

GE)  CLI~DO7 7 EAMEF>2—V—, expert 2~ F&#H LT Linux > = /LZ7 7 EAXT
X FJ, Linux V=l —HF —|Troot HERZ TG TEET, 2D, EX=2U7 4 LDU X
INECDHARERSH Y £, ROZLZFTLTIIEZEN,

¢ CLI #721¥ Linux > =V 7 7 ¥ ANF G SN 2—F—D U A FZHIBRLET,
e Linux ¥ =/l a—HW—ZA{ERL LWV TL 72 &0,

Lightweight Directory Access Protocol (LDAP) 2KV, 2—% J LF ooy L X O4 7V
7 NeFE BT VI N ERy NU—2 Eo—sifbkEShizuesr—ya ity b
TyTTEET, TOTDL BROT TV r—varNInbos LTy vE J LT
YU VOFRIRICHER SN AERICT 7 EATEET, 22—V —DI LT Uy VEEET D
VENRBLGEL. BIC1ET T/ LT v vy VEEETEET,

Microsoft #1:(%, 2020 4|2 Active Directory #—/3—"TC LDAP /XA T ¢ > 7 & LDAP B4 D
AT 5 L3R L E Lz, Microsoft fE3 2D Z#BEIZT HDX, 7 74/ FRHET
Microsoft Windows % {4 ]9~ 2 35 & (ZHEBR A& D Masa MEDSAFAET D 721 HfHI & BB 0558
AEZR 2 Windows LDAP H— /S —|ZIEF [ZHRE T E 2 alREMEN & 5 205 T, FHMliC oW\ T
L. Microsoft fED Y%A — ~¥ A KT 12020 LDAP channel binding and LDAP signing requirement
for Windows| ZZM L T 7ZSVy,

F 21T TRV IEL, Active Directory H—/3—|Z X A FEAE T TLS/SSL M 5k O H % B
WML Z 2RO LET,
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B reows izonc

RADIUS [Z2DUNT

Remote Authentication Dial In User Service (RADIUS) 1%, X hT—27 U YV —R~Da—H 7
7B ZADFFE, WA, BEOT AU T 4 TSN DFREET = 2L TF, RFC 2865
WZHEHL S 597X TD RADIUS —"—T, §GEA 7 V=7 NEERCE £,

Cisco Secure Firewall 7 /3 A A4, SecurID h—2 O ZYFR— N LET, SecurlD Z={FH L
T —N—C L BFEERE LIS E, OV — "= L GRIEEN D 22— —iZ, BHD
SecurID PIN ORJZ(Z SecurlD h— 7 /%JEJJD LicbDZm 7 A RN AY — R LT
LE9, SecurlD VR — F3B7=IZ, Cisco Secure Firewall 7 /34 A2 TBIMDERE ZIT 5 &%
I EHA,

Firewall Management Center FE LDAP #ERZE2SEA T Y FMIB

TN ZEHINAN 22— 2R — b9 25729012, LDAP — 2B L £,

JR 8 BRI

cTNAALIZRAAL KNy 7T 7D DNS B ——ZIEETHMLERHY £T, Z0D
FINET LDAP Y —/S—DARA MM TIERLS IP T FUAZIRE LT HE. AR MIZED
%2 ENTEDFFEH O URI % LDAP — "—NETHERH Y iT A A Z R
T HIZIEDNS Vv 7 7 TRE TS, DNS Y—/3— % BI17" 5 (2| Firewall Management
Center A L Z—T7 =2 A ZADLEHEZSHL T IEE N,

* CAC FBFEIZfFEH 3% LDAP ntunmj—7 Vxl MNEE H/?E—g_éia/\j: 2‘/15’1**57&3%%?5
NTWVD CAC ZHD A S 72T EE W, 2= —iEHELZ AT L& TIE, CACH
WITHASNTREIZ L TR MERH Y 77,

FIE

ATvT1 [VAT LA (System) | @) >[21—H— (Users) [ZEIRLET,

ATw T2  [HEEEGEE (External Authentication) | % 7% 27 UV v 27 LEd,

ATw 73 B (Add) 174 2> (+) [HMEFRREA 7 Y =27 F @B (Add External Authentication
Object) 1227 Vv 7 LET,

ATy 74  [RFESK (Authentication Method) ] % [LDAP] IZ&%E LE T,

ATvTh (EE) CACTGEB LORAICZOFEEA T Y =7 M &#HAT 5 TEOYAIL, [CACIF = v
IRy I AT AT LET,

CAC B uE%iUuET%Ei \—DX}IE@—}:) \ ’—LDAP ff'fﬁﬁﬁ Lf:;t@? 7'12;( 73"—‘ }\ ity thE@
TE (322—=2) | OFEIC %%oz%#%bi#o:@jfylahm\ajn~%
A TE A,

ATvT6 [CACERBEZ# (CACEnvironment Variable) |7 4 —/V RIiZ, v /A4 JNMEHT L 2—F—4 %
GUBREAHEANTILET, [CAC1TF =y /Ry 7 Ad it Dl 207 40—/ RRER
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ATy T17

ATvT8
ATvT9

ATv710

ATvIN
ATvT12
ATy 713

Firewall Management Center F3 (D LDAP SMRE25E4A T2 =& +d3EM .

SNET, CACEZAMNMNILTCTZUYPTHHALTT I IA4T7 AT 7 8ATHE, CACIE
WMEEDREEA A0 7 A A TXE9, il : sSL_CLIENT 5 DN CN = last.first.1234567890
[CAC—H—4F 7L — b (CAC User Name Template) ] 7  —/b N2, CACBREEZEEMN S
22— P —H DS ETHT 20D T L — 2 AN LET, 72& 21E. CAC BREEZERL
FHNOHRBKEDO 10 MM T 2581, I\ Gatons) EASLET,

[4a7 (Name) | & A7 a > [#B] (Description) | # AL E T,

Ky 77Xy JRARNS [Y—_% A7 (Server Type) | ZIRL £,

Ev bk

[T74I)I FDHRTE (SetDefaults) |27V v 7 LEZHAINE, T4 ALY [2—H—&T >
7 L—F (User NameTemplate) ]. [Ul 74 £ RXEMH (Ul AccessAttribute) ], [CLI 7YX
Bt (CLI AccessAttribute) 1. [FIL—F * U/\—EMH (Group Member Attribute) ], B X
W[TI—T A2 /8N—URLEM (Group Member URL Attribute) ] 7 4 —/L RiZ, $—% & A
TOT T N MEBATISIET,

[T A~V —,3 (PrimaryServer) |D%E 1L, [KA MA/APT KL A (HostName/IP Address) ]
EANTTLET,

FEAAE A L C TLS £7213 SSL BHE TR T 25613, iEHAEDOERA MR, 207 14—
IWRIZANTAHEHRA M E L TWALENRYHY 3, F72, Bk TIXIPv6 7 F
LVAFYR—FENTHEREA,

(EE) [A—h (Port) 12T 74/ EBLETLET,
UEE) [Ny 2 7 v 7% —3 (Backup Server) | /X7 A—H% % AL ET,
[LDAP[EA D/F A —4 (LDAP-Specific Parameters) | % A L E 7,

a) =W —NT I ERATHLDAPT 4 L7 U D[X—ADN (BaseDN) 1Z AN LET, 7=
& 21X, Example Dt F 2 U7 ¢ (Security) #SFADAHTZFRAET 2121,
ou=security,dc=example,dc=com &7\7‘3 Lifo if:fi\ [DN@EY?%L (FetChDNS) ] %fﬁ U >
7L, Fry7Z9r R MpoiEile~—Aaknl4 28 Im L x4,

b) (EE) [FEATZ 4% (BaseFilter) | Z# AN LET, & xiE, 7427 R Y U—K
@l‘_“ﬁ'_‘ ﬂ‘7‘/:}: 7 ~iZ physicalDeliveryOfficeName E‘ﬁﬁ)%&ﬁéhf:ﬁ ) . New York
jZE@:'—_“U"—G:;(T Lz @E‘I‘iﬁ:fﬁ NewYork MEXE S 7L TV 519/%/51\\ New York i}g@l‘—
"j:b‘fiﬁ' %EW%?% @:bi\ (physicalDeliveryOfficeName=NewYork) <1: J\jj [/357;«0

CACRAEMEM L TWBHA, T2 T4 T ha—F—Thoy b (WHhra—F—T v
Y NERS) OHBET 4V F T 5T,

(! (userAccountControl:1.2.840.113556.1.4.803:=2)) k]\jj Lij—o :@%ﬁ:bi\ ldpgrp
TN—TIZJ& L, userhccountControl JBMAEDY 2 (ME%)) TiXWAD NO=—HF—T %
vy hERGLET,

¢) LDAP —REBMT 570+ 077 LT vy vV EFFOa—H 0 [2—% 4 (User
Name) |Z AN LET, exiT, 2—F A7 V=7 Muid BUERGENTND
OpenLDAP — 28t L. Example f:D&F = U 7 1 (Security) #HHOEHE DA~
A FD uid GU{E NetworkAdmin Z’)‘%&hﬂﬂiﬂ = T %)i}ﬂB_f/El\{j:\
uid=NetworkAdmin, ou=security, dc=example, dc=com k Ajj L i ?‘o
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d) [/NAT— R (Password) ] B LWN[NRAT— RO (Confirm Password) | 7 4 —/L FiZ
—F NNRAT—REANLET,
e) (EE) [EMiA 7Y a3 %F (Show Advanced Options) %7 U v 7 LT, IROFEMIA
TraraERELET,
 [lEB1t (Encryption) ]:[% L (None) ]. [TLS]. E£/IX[SSL]1 22V v 27 LET,

R—bFEEE LB TR E2LETTD L. A= R ZOHROTFT 7 40 MEIZ
Uty hE&NET, [Z2L (None) ] £72I1E [TLS] DHE. R— KMMIF 7 +/L MED
38912V By h &N FET, [SSLIKF A LEBIR L7246, A—RMEe636i1cV By &
i‘g—o

[SSLEFWI# 7 » 71— /32 (SSL Certificate Upload Path) ] : SSL % 7= 1% TLS B2k
DAL, [7 7 A4 VD& (Choose File) 1 %227 U v 7 LTSRN CA T =— k]
EEERTLIMLERDHD 77,

GE)
NAF VEEAZE (PKCS12. DER 72 &) 7 7 A /L Firewall Threat Defense CH 7 — k
ShTWaanizd, BRLRNTIIZEN,

7y a— RIPTREE AR T 2121E, [m— FSziEED 7 U 7 (Clearload
certificate) | F=v /Ry 7 A& A I LET, ZOATva it ilEET v
11— REAT, MERREA 7 V=7 FORET— ROGEICOAREREINET,

IRNZT v 7 a— R Ui EAE S Z 5120, FTLWIEHE (84272 CAF=—
V) BEET v u—RL, #REET AL ATHER LT, HILWIEAEAS FEXx o
vE—LF9,

GX)

TLS I 5bIZiE, T _XTDOF T v h 7+ — LA TIEPESMLETT, TRIFLELL<
72, SSLEEAEZFICT v 7r— L TEBL Z L2 BED LET,

[2—H—%4T7 7L — b (User Name Template) ]: [UIT7 7 &A@ (UI Access
Attribute) [ IZxHST 57 7L — R E AN LET, 2L xIiL, UL 7 7 8 2BYED via
Td 5 OpenLDAP ¥ — NTHHt L. Example D&% = U 7 ¢ (Security) #5F CTfB <
TRCOZ—VEIET DL, [2—F 4T 7L — bk (UserName Template) ]~  —
JL RIZ uid=ss, ou=security, dc=example, dc=com EATILE TO Microsoft Active Directory
Server @i}%/a\ X $s@security.example.com L j\jj LZE —a—o

CACFERETIEZ, 2D 7 4 —)V NIZMHATT,

[z /a—W—4F 7 L— (Shell User Name Template) ] : CLI =—— % FFET
D72 [CLIT 7 & A J@PE (CLI Access Attribute) ] (Zxfiad D77 L— k&2 AN L
9, =& z1X. CLIT7 7 & A BIED saMaccountName CTdh D OpenLDAP P— =282
L., EX¥ =2 VU7 1 (Security) HMTH X TO2—F—ZFRiET HIZ1T, [ =

Na—HP—47 71— (Shell User Name Template) ] 7 4 —/L RiZ ss EAJILE
R

[#A LT TN () (Timeout(Seconds)) ]: /3w 7 7 v FHHGEIC B — /LA — "—F 2
ETOBE (1—1024%) AN LET, 774V FE30TT,
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Firewall Management Center Fi0D LDAP S}E3535EA4 T2 = & L DiB#N .

GE)
4 A L7 7 NtiPHIX Firewall Threat Defense & Firewall Management Center CH72 % 72
W, ATV vEHGT DAL, Firewall Threat Defense D/NX DD X A LT 7 k
P (1-308) ZBARNWEIICL TS, XA LT U M@ OEICHRET
% L. Firewall Threat Defense LDAP 7% E 2 ERE L £H A,

ATy 714 [EE~ v 7 (Attribute Mapping) | ##%E L T, BHEICE ST —F—Z2 B L £7,

« [UIT 7 B X @M (UI Access Attribute) ] Z A1 570>, [JBYEDOHFS (Fetch Attrs) | % 2
Vw7 LCHIAREREED Y 2 2B L ET, 72 & 213 Microsoft Active Directory Server
TlE. Active Directory Server —%—4 7 = 7 MZuid BMERZ2W2, UL T 7 AR
HEEAL C2—Y—2GT52 0300 9, (ROVIZ[UIT 7 EAEM (Ul Access
Attribute) ]~ A —/V F|Z userPrincipalName & AJJ L C. userPrincipalName BIEZ R T
TET,

CACRBIETIE, 2D 7 4 —/V FIZHUHTT,

o =Yl Z A TLUSND L =T 7 AR e AT 55613, [CLIT 7 B 2@t (CLI
Access Attribute) | ZiXE L £7, 72 & 21X, Microsoft Active Directory Server T,
sAMAccountName ¥ =/ CLI 7 7 B ZABHEAMH L CTCLL 7 7 £ A2 —H—%2EfGT 51
ﬂi\ sAMAccountName k Ajj Li?o

ATy T8 (R [IA—T7HT 7' A1m—/L (Group Controlled Access Roles) | Z#E L 7,

TN—THIEHT 72 A v — VB L T —FOMEREZ FFNERE L T RWEE, 2—FZ
X SMERRREAR Y =TT 7 40 P THE SN DMERTZT 52 5 TWET,

a)

(FEE) o2—P— g — VST 57 =L RIZ, 260 a—/LICE Y Y TH%LEN
b2 —Y—%ETe LDAP Vv — 7 Ol AT LET,

ST 57N —FI1TT X TLDAP YV — N —IZIFE L TWAMLERNH Y £, ZREZT 4 v 7
LDAP /)W —7"%7-134 A4 F I v 7 LDAP /' V—7F % B Tx £+, AZF (v~ LDAP
TN—TLF, BEDZ—HEIE L RTIN—T AT o= MNaMEIZ Lo TA L ARA—2y
TINRESNDIN—TTHY, ¥4 FI v 7 LDAP/ NV—TLiF, 22— 47V =7 b
BIEICE SN TN~ 22— 2 BT 5 LDAPRSR ZEK T 5 2 L TA L /=2 v 7R
WEENDITN—TTE, a—=LDIN—T T 7w AMEIL, TN—T DAL NR—=TH b
2—FIZOHEELET,

BAFI w7 IN—T5ERT 584, LDAP 7=V X, LDAP V— " THREIN TS
CBVIERENET, ZOHEEANDS, T A TIEBRROFIREILD 4 BICHIR ST
WET, BBEHEXZ T —NRKCTERL—7BEAET D2 L 20T,

1 -

Example fED1E#H 7 7 / v ¥ — (Information Technology) #FHD4 R ZFRFET HI2iE, [
P2 (Administrator) 17 4 —/V KIZIRD XL I AT LET,

cn=itgroup, ou=groups, dc=example,dc=com
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. Firewall Management Center FH® LDAP SV ERE25EA T 5 FDEM

ATv 716

b) MELEIZNA—7D0THICHLEL TWRWa2—FD [T 7 4V h—H a—/L (Default
User Role) | #INL E 7,

) ARET A4 v T INV—TEMERT LA [ Vv—7 A —EM (Group Member
Attribute) 1 Z AL E T,

1 -

7 7 4 v k@D Security Analyst 7 7 B ADTZDDAZT 4 v 7 TN—T DAL N— Tk
%@‘7‘:&@6: member }E‘I‘%%ﬁfﬁﬁj—é%/ﬁ\fi\ member & AJJ Liﬁ“o

d YA Ty INV=T%ENTL5E1%, [//Vv—7 A 3= URL &M (Group Member
URL Attribute) | ZAJJLET,

1 -
T 7 AN NOFEBRET 7 BRI LTHRE LA AT Iy I IV—T DR N—2 BT
% LDAP 2278 membertrL BIEIZE I TV A AL, nembervrt & AJJLE T,

2wV EERT LA, AR LIANBRAA TV =2 NERFIRE L, [2—F
(Users) 1HE N 2—HFZHIFRTH2MLENRSH D 3, KEIOT FA VI, 22— —2H#)
HNCHEBINES N ET,

(fE&) [CLI 7R T 4JL% (CLI AccessFilter) | % & L C CLI =+ —H% —Z# 7] L %
ﬂ—o

CLI 7 7 & A® LDAP #iF#B51E4 A12iZ., 207 40—V FZ2ZHICLET, CLI =—%—%
FBET DITIE, WOWT D FIEZEIR L 7,

c WFEREDHRERHTHE LI b D LRI L7 4 v Z AT 211, (A7 4 v& LR
(Same as Base Filter) | T = v 7Ry 7 A&F NI LET,

« BHEEICESWTER A —FHAZIGT 21203, BHEA. HEEE . X7 4142
ELTHMT 2EMEEZ, 7y a THATAALET, ZExiE TXTHOxRY FU—7
EHHE D manager BIEIZBMAE shell MRESINTWBEAIL, EAT L4
(manager=shell) %_”EQT‘E“C% i”@do

2—HPZIFT, RO LI IZ Linux IZX L THENTHLLENDH Y £7,

YT, BUAR () ATy () BEXOT A —2aT () MERAAT, kK
32 XF

P RTIE

s RANDILFANA 7> () AMERARF, TNTEHFEEARA, 7Ty b~v—7 (@) AT v
Yo () TEAARE]

(6=

CLI ~D7 7 2 A wFFo2—H —1F, expert =2~ R&fiH LT Linux > =/LZ7 7 AT
X ¥, Linux Vb —HF—|Iroot HERARGTX E9, 207D, EXx=2UT7 10 LY R
IWECDAREENRH Y £9°, CLI £7/213 Linux = V7 7 ¥ AR HE SN2 —F—D 1V 2
N EHIFR LT 72 &0,
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ATV T

ATv 718

ATv 719
ATy T2

Firewall Management Center F3 (D LDAP SMRE25E4A T2 =& +d3EM .

(6=3)
[CLI 792X 7 4J)LA (CLI AccessFilter) 1 IZEFNTWDH2—H— LA La—H—4 % FF
O —HF —ZAER L 72T 7230, ME—D PN Firewall Management Center =&— 1 —
admin T9, [CLI 72X 74 JL% (CLI AccessFilter) ]2 admin = —H¥—%& 972 T<
fiél/\o

(fE&) LDAP #——~Ofa 7T A M 512E, [T A (Test) 1227 U v 7 LET,

7 A M, Al —P—4 L B\l — P — AR ENE T, AR —F—%iT—
BO—Y—4THY, 7oF—2a7 (), BUEF () . 7> (), BT EE
HTEET, U= A ZHIROD, 2—HF—503 1000 28 2 TV 5D P — 3=~k
Wi T A NTAGA, REND2—F =0T 1000 THHZ LIZEE LT EEN, 7A b
DRI UTZ5A1E, [LDAPREREESRD N T Ty a—T 47 (90 <—) | 2B T
<TZEVy,

(&) [BMoT A ~%F A —4 (Additional Test Parameters) | # AJJ LT, RiFT&E 5 XD
T ha2—HFDa2—F I LTy Va7 ANTHIEHTEET, [2—P4 (UserName) ]
uid & [/XAT—FK (Password) |ZASILTH, [T AL (Test) 227Uy 7 LET,

Microsoft Active Directory Server {285t L Cuia DXV IZ UL T 7 v A EMEE RET 2581%
=Y —HE L TCIORBMEOEEEHR L3, = —F—0maEffi#i4 biaE T iﬁ“o

EVk

TARN 2= —DAHFTENRAT— REBRSTANTLHE, P—R"—FENELWGATHT X
RBREELET, V== ERLE LW & 2MRT DI, I [AddltlonalTestParameters]
T4 R —HF—1FREANE T (Test] 227 Vv 7 LET, EFICET LEHGEE. 7
AT HREL— =D —YF—H L AT — REHRELET,

1 -

Example ££D gsmith 2 —H 7 LT Uy VARG TX 50 E I &2 T A M T 5HI21E, gsmith
EIEELWARRT—REAHNLET,

[fR7F (Save) |27 U w7 LET,

Z DY — =D EHNZ L EJ, Firewall Management Center C D — — DI ERFRFED A
ik Bl =) ML TIEIN,

il
- N:upAR ]|

W DIXIE, Microsoft Active Directory Server @ LDAP 1 7' A ViBGEA 7 V= 7 h DIAR
HEHERLET, ZOFEIOLDAP —3—D IP 7 KL AL 10.11.3.4 T, B CiX
T 7R ADTZDITA— b 389 BMEH SNET,

Firewall Management Center L —+— .
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External Authentication Object

Authentication Method [ LDAP v ]

CAC E] Use for CAC authentication and authorization

Name * [ Basic Configuration Example ]
Description [ ]
Server Type [ MS Active Directory v ] [ Set Defaults ]
Primary Server
Host Name/IP Address * [ ] ex. IP or hostname
Port * [ 389 ]

Backup Server (Optional)
Host Name/IP Address [ ]

X. IP or hostname

@

Port [ 389 ]

LDAP-Specific Parameters

Base DN * [ ou=security, DC=it, DE=exampl... ] [ Fetch DNs ] ex. de=sourcefire,dc=com
Base Filter [ ] ex. (cn=jsmith), (lcn=jsmith), (&(cn=jsmith)(|(cn=bsmith)(cn=csmith*)))
User Name * [ CN=admin, DC=example, DC=c... ] ex. cn=jsmith,dc=sourcefire,dc=com
Password * [ ssssssse ]
Confirm Password * [ cececssse ]

> Show Advanced Options
Z OFITIL, Example fEDIE#RT 7 s rY— RAAL T, BX 2 U T 4 HHOR—2R
%&B'J% k LT OU=security, DC=it, DC=example, DC=com %{ﬁﬁﬁ bf:@f‘fﬁ: %H—? LTV ‘i?‘—o

Attribute Mapping
Ul Access Attribute * [ sAMAccountName ] [ Fetch Attrs ]

CLI Access Attribute * [ sAMAccountName ]

> Group Controlled Access Roles (Optional)

CLI Access Filter

CLI Access Filter @ D Same as Base Filter
ex. (cn=jsmith), (Icn=jsmith), (&(cn=jsmith)(|(cn=bsmith)(cn=csmith*)))

(Mandatory for Firewall Threat
Defense devices)

Additional Test Parameters

User Name [ ]

Password [ ]

*Required Field

o) (=)

7272 L. Z®OH%—,3—7% Microsoft Active Directory Server T 57, —H —Z DR
7[’?@: uid E‘l‘iféﬂif(ﬁ < sAMAccountName )E‘fib)ﬁﬁﬁ éﬂiﬁ”o 'H""‘/R\“‘O)& /f 7031 LT
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MS Active Directory Z &R L, [7 7 4 /L FOEE (SetDefaults) (%27 Vv 735 &,
[UI 77 & 2 @M (UI Access Attribute) ] 73 saMaccountName (% E SIVE T, T ODHE
B, 2=V —B AT L~ T A U ERITTDE, VAT AIEAT V=7 bO
sAMAccountName JBYEZ AL, —HT 22—V —HEMRBLET,

F 7. savaccountname @ [CLI 79 2 RXEM (CLI AccessAttribute) ] 1%, == —H—7
TTIATVATCLL T AV MealdZArd5E T4 27 NUNOTRTOLT
‘:):E 7 ]\ @% sAMAccountName E’Hﬁi"*ﬁﬁéﬂ\ *ﬁﬁ‘*ﬁ;"‘ééﬂé J: 5 \z Li?o
HARTZ 4NV ZILZ DOV —R—|ZHH I NN D, VAT BI_— A4 L0 oR
ENDHTALZ NIHNDOTRTOF TV =7 FORBMEBRET L ZLICEELTLTE
VN, ==L, T 7 4 PO (£721% LDAP — _R—TREI N
XA LT NAF) OFRRICH A LT T RN LET,

Bl

W DOFIE, Microsoft Active Directory Server @ LDAP 1 7' A ViBGEA 7 ¥ = 7k DOFEH
BEHERLET, ZOFIO LDAP H—/3—@ IP 7 KL A1 10.11.3.4 TF, i TIx
T 7R ADIZDITA— 636 BMEHAINET,

External Authentication Object

Authentication Method [ LDAP v ]

CAC [:] Use for CAC authentication and authorization

Name * [ Advanced Configuration Example ]

Description [ ]
Server Type [ MS Active Directory v ] [ Set Defaults ]
Primary Server
Host Name/IP Address * [ 1011.3.4 ] ex. IP or hostname
Port * [ 636 ]

ZOFEITIE, Example thDOERT 7 /0P — RAAL T, BX =2 U T 4 O NR—2R
ﬁ%”% k L/T OU=security,DC=it, DC=example, DC=com %{fﬂ% Lf:%‘ﬁ}%%/_ﬁ Lfb\ij—o
=77l Z DY — R — | HAK T 4 JV A (cn=*smith) MBEINTWAHZ LIZEELT
SEEW, ZOT74NVZF, $="=bBfGFT 52— —%&, — K470 smith TH
bora—P—ITRELET,
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LDAP-Specific Parameters

Base DN * [ OU=security, DC=it, DC=exampl... ] [ Fetch DNs ] ex. dc=sourcefire,dc=com

Base Filter [ (cn=*smith) ] ex. (cn=jsmith), (len=jsmith), (&(cn=jsmith)(|(cn=bsmith) (cn=csmith*)))

User Name * [ CN=Admin, DC=example, DC=c... ex. cn=jsmith,dc=sourcefire, dc=com

]
Password * [ ..... ]
)

Confirm Password * [ .....

v Show Advanced Options

Encryption @ ssL (O TLs (O None

SSL Certificate Upload Path No file chosen ex. PEM Format (base64 encoded version of DER)
User Name Template * [ %S ] ex. cn=%s,dc=sourcefire,dc=com
Shell User Name Template [ %s ] ex. %s
Timeout (Seconds) [ 60 ]

Attribute Mapping

Ul Access Attribute * [ sAMAccountName ] [ Fetch Attrs ]

CLI Access Attribute * [ sAMAccountName ]

P X~ DFEGE SSL 2 L CTRE S E 21, certificate.pem & VN9 A HTDAEAE
DI SNET, £, [FALT7 T~ () (Timeout(Seconds)) ] DEXEIC &
0. 60 PREBBZIZ T — R —~DEHEN A LT T N LET,

Z OH—s3—73 Microsoft Active Directory Server T 5728, Z—H =% OLRTFIZ uia
JBMETIE7e < saMaccountName JBYEDMEH S E 9, % E TIX. [UI Access Attribute] 73
sAMAccountName C#H D Z EIZHEE L TLEE N, ZO/E, 22— =N AT LD
aryA v EBRITTS & N AT NIBKA TV T D saMAccountName }E‘l‘i%*ﬁﬁ L.
—HEFT L —F—HERELET,

F7-. sAMAccountName O [CL| 7Ot XEME (CLI AccessAttribute) ] = a—H—MN
TIIATVATCUT AT M A 0358 74027 FINOTRTOAT
Yl NDF savaccountName BIEBPHBE I, —BIPIBBINDH LT LET,

ZOFITIE, INA—TREBITOILET, [A T A 2—%— (Maintenance User) |
12—/ V73, member 7 /V—TBIELFFD, X=X RAA 40

CN=SFmaintenance,=it, =example,=com ThD 7‘/]/“‘700)?—’\“(@)( N— (T ﬁ @JE"J@:%'J
DETHNET,
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Firewall Management Center Fi(D RADIUS SMEREREEA T2 = & M3EM .

+~Group Controlled Access Roles (Optional)

Access Admin [

Administrator

Discovery Admin

External Database User

Intrusion Admin

Network Admin

Security Analyst

Security Analyst (Read Only)

Security Approver

Threat Intelligence Director

Maintenance User [ CN=SFmaintenance,DC=it,DC=...
(TID) User [

JL_ JL L _JL _JL L JL JL JuL JuL JL JU J

Access Admin

Administrator
Default User Role To specify the default user role if user is not found in any group
Discovery Admin

External Database User v

Group Member Attribute [ member ]

Group Member URL Attribute [ ]

CLIZOER 740313, ERT 4 NZER—ICERESINET, 20D, AL2—
P—R Web A X —T = A AT 85E LRI, CLIZALTT 7747 A
T 7B ATEET,

CLI Access Filter

CLI Access Filter @ Same as Base Filter
ex. (cn=jsmith), (lcn=jsmith), (&(cn=jsmith)(|(cn=bsmith)(cn=csmith*)))
(Mandatory for Firewall Threat
Defense devices)

Additional Test Parameters

User Name [ ]

Password [ ]

*Required Field

o= ) D

Firewall Management Center FH RADIUS S\ &fZREEA T & F DB

TN AEBRICANR L — Y &2 AR — 572912, RADIUS — 1 %BML£7,
~NTF RAAL VBT, MRS T V2 7 MIER SN RAAL U COREHTE 7,
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. Firewall Management Center f 0D RADIUS S\ ER:25EA T2 = - F DB

FIE

ATy T
ATvT2
ATvT3

ATvT4
ATvT5
ATvT6

ATy T17

ATvT8
ATv79
ATv710
ATy

[ AT 2 (System) | (@) >[1—H— (Users) |ZEIRL £,

[MEEREE (External Authentication) %7 U v 7 LE9,

GEM (Add) 174 2> (+) [PAEBERAEA T Y =7 F DB (Add External Authentication
Object) 1 &2 Vw7 LET,

[FRZE 5=\ (Authentication Method) ] % [RADIUS] (ZF%E L £7°,

[4F7 (Name) | & A7 > a > ® [#BH (Description) ] 2 AL E9,

T D RADIUS )+ C Message-Authenticator J& % % B3k 9~ 51213, [RADIUSH —/ %G A
t—o FA—t 2T 14 —4 (RADIUS Server-Enabled Message Authenticator) 1 = v 7 7R v
U A% A N2 LT, RADIUS — 3= 5 DT DIHE ) Firewall Threat Defense (2 & > TZ2
RIHRES NS X HICLET,
Z OBREIX, HT LW RADIUS H—/"—"TIXT 7 4/ F THAZ > T ET, BEFOH— 13—
TET vy 7T —FRICANCT LB LES, AvkE—V A —kr T 47— 4
T DL, T AT UF—ANKBEIIS L INDAREMENH Y 3, RADIUS H—/3—T
A=V A= T4 r—F eI L THL I L 2R L TIIEIN,
[7F A4~ VUH%—,3 (PrimaryServer) | DAL, [KFA MA/APT KL A (HostName/IP Address) ]
EANNLET,
EE) [R—1F (Port) 12T 74/ FPOERLET,
[RADIUSF/% % — (RADIUS Secret Key) ] # AJJLET,
(&) [Ny 277 v 7% —s3 (Backup Server) | /37 A—X % AJJLET,
(fEE) [RADIUS[EFA D37 A —% (RADIUS-Specific Parameters) | # A7) L £ 77,
a) TIASV Y —NR—Z2EHTTHETO[XA LT 7 b (Timeout) ]% 1~ 1024 OFVEAL
TANLET, 7740 ME30 TH,
G¥)
X A LT v MEiFHIE Firewall Threat Defense & Firewall Management Center TH72 5728, A
TV =7 hEHET B85 1L. Firewall Threat Defense DEWZ A A7 © MGEHH (1 — 300

) Bz bT< FEW, ZALT U REbo L RVWEICERET S &, Firewall
Threat Defense RADIUS 3% E 23MERE L ¥ A

by Ny 77T === F—N"—F 5 FTO[HFRAIT (Retries) |Z AN LET, 7
74V M3 TT,
) =V B —LIHIET DT 4=/ N2, 2 —FOARIEANTT L, TN 6D
7 —/LZ Jwéfézgm&éﬁék1@«7%#ﬁbi¢o

a—PL EBYELEOTII, H~TRYID F9,
1 -
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ATvT12

Firewall Management Center Fi(D RADIUS SMEREREEA T2 = & M3EM .

X2 VT4 TFHFIRNETDILERD DT XTCOL—Y D user-category BIEDED
Analyst CTHDILA. INHDO—FIZEDOa—LE2ME5T 51203, [Bx=2U 7475V
A K (Security Analyst) 1 7 4 —/V NIZ user-category=aAnalyst & AJJ L FE T,

1 -

Z—W ysmith & jdoe (ZEHF 0 — L2 5T 58561, [E2EE (Administrator) |7 o —
JV NIZ §smith, jdoe EASILET,

i

User-Category 0)1@75’ Maintenance T&)éj—’\f@l‘—’&&z)( VT A a—Y a—LEx
(153 2512i%, [A v T F v A=2—H (Maintenance User) | 7 « —/L KiZ
User-Category=Maintenance & 7\7‘7 biﬁ_o

d FHELEZA—TDOnTHICHELTW W2 —HF D [7 7 4L hax—%r—/ (Default
User Role) | Zi&N L £,

22— B — VEERTLHIEEIE, BELIINSRGEAS 7 Y =7 e RA/EEL, [—W
(Users) 1HIEH 22—V ZHIFRTAIMLERH Y £9, KElOw 7 A VHHZ, 22— = HH)
MR EIm S ET,

(fEE) [ A% LRADIUSEM A EF T 5 (Define Custom RADIUS Attributes) ],

RADIUS ¥— /373 /etc/radiusclient/ PN dictionary 7 7 A JVIZH Fh WA WEEOE %
EL, ThooEEEER L Ca—Hica—F n— V2R ET 5 TEOHLAIX. ThbD Mk
EERTDMENDHY £F, RADIUSH—A"Ta—F 777 A hzifi~ b L, 2—HFizon
TRENDBEMEZADITDHZENRTEET,

a) [J@M4 (Attribute Name) 1 # AL £7,

EEEERT LT, T ro R EMEAZRELET, BEAOTOHELXY)S
W, AR—ATEHRL A v v a2 filAlT25Z LIZEE LT EEN,

b) [BMEID (Attribute ID) | Z#HH A LET,

Eﬁ ID l;t%%dlﬁ‘é%\%i#&) @ . etc/radiusclient/dictionary 77 /l) /V@Eﬁﬁ@ﬁ‘l‘i ID
EBAELTWTIEZRY F8 A,

) FryZHur VARNDL [EIEX A7 (Attribute Type) | Z#R L £,
BYEDZ AT (T 1P T LA, B KTAN) bIEELET,
d) [BEM (Add) 1227V v 27 LT, BWAX LBIEEBINLET,

RADIUSFBFEA 7 ¥ = 7 FOMERIFHIZ, ZDAT V27 FNOFHLWT 47 aF ) 77 AR
F A AD /var/sf/userauth 5““4 V7 MY K—ﬁzﬁkéhiﬁ_‘o ﬁﬁﬂbfi#“f@ﬁx&ﬁﬁ‘lﬁ
X, T4 7 vatl Ty AMTENSILET,

£

VAT —Z PR L TV DRy h T —2 T RADIUS — =Ml SN H AT,
Ascend-Assign-IP-Pool BEEEH LT, FEDIPT RLA F—inhbual A4 o375 TXTO
:L‘—"j-‘_‘c:*jﬂ‘:fliﬂ@ 13‘—/1/7%17]‘5“?_%) L Li'ﬂ—o Ascend-Assign-IP-Pool = :’-‘—‘H_—ﬂ3 =7

Firewall Management Center L —+— .
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. Firewall Management Center f 0D RADIUS S\ ER:25EA T2 = - F DB

ATy 713

ATy 714

ATy 715

VTCEDLT RVAR TN EERTLIEHEETHY, VU THNDHIPT FLRA T —1LDFE
BERTEENEESNET,

DA 5-5\@‘[‘%;2 ﬁ"é = Erﬁ% 7N Ascend-IP-Pool- Definition, E‘l‘i ID 23 218, E
P& A T8 integer DT A X LEMEEER L ET,

7)/'( Z., Ascend-IP-Pool-Definition E i’fﬁﬁ‘ 2 O)'@‘“\VCOD:L‘_“H- Y;d’l./ Eﬁ%ﬁy D gﬂ%OD
Securlty Analyst %BE(%&J"%‘?%) |, Ascend-Assign-IP-Pool=2 % ['YZﬂF:L U744 7F U ALK
(FeAHL D BEH)  (Security Analyst (Read Only)) 17 4 —/LV RIZAI L E T,

(f£&) [CLI 7Y +tR 74J)L% (CLI AccessFilter) | fHIiD [BEEECLI 7V R 12— —
1J X bk (Administrator CLI AccessUser List) | 7 —/v RIiZ, CLI 7 7 Z AR MNE R — W —
T~ TRY->TALET,

D= =B RADIUS YV —_"—Da—HF =4 L —FH L TW\WBZ 2R LET, 4Rl
. O X HIT Linux 12X L TCAEZRI THOIVLENH Y 4,

BT, BUAR () A7y () BEOT U —2aT7 () BMMEHRT, KK
32 X

« TARTPLF

c RANDILFAINA T2 () BERAARA, TNTEFIA, Ty bv—7 (@) AT v
Yo () IERARE

CLI 7 7 &A@ RADIUS #AE &[S 1T 21212, ZO7 4 —NV REZEHIZLET,

(G¥)

CLI ~D7 7 2 A a o2 —H—i%, expert 2~ R&MHEH L T Linux > =/LIZ7 7 AT
X FJ, Linux V= /b —HF—|Troot R Z I TEE3, 2D, EX=2U7 4 LDV X
IWNECDAREMENH Y £9°, CLI £/213 Linux > = V7 7 ¥ AR ESR D2 —F—D 1V &
FEHIBRL T &0,

GE)

VEAT T RRAT A NZITHEENTND A=Y — L[ La——F 2R oW~ —F — 2 HlER
L £, Firewall Management Center D355, i CLI =—H — D A% admin T9, Z D72,
admin AMf 2 — P —Z AR L RN T2 S0,

(&) RADIUS #—/3X—~ Firewall Management Center #%#i% 7 A h 3 5121%, [T A b
(Test) 1227 Vw27 LET,

(EE) [BMoT A ~3F 2 —4% (Additional Test Parameters) |2 AJJ L C, RIETE D L9
T a—FDOa2—HF 7 LT XY VETAMNHZEHTEET, [—¥4 (UserName) ]
L [XATU— R (Password) | ZASJL T 0, [T AN (Test) 1227 U7 LET,

Ev bk
TA N =P —=DAF L NRAT — REBRSoTANTLHE, = "—FERELWEETHET X

IARKELET, = —FRENE LW & EHERT DI, &I [AddltlonalTestParameters]
T4 R —HF—1FREANE T [Test] 227 UV v 27 LET, EFICET LELEEX, 7
A RNTHFFEL—Y —D2—WF—H L RXRAT— NEEELET,
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i -
Example ££0D gsmith 2—H 7 LT Uy VARG TX 50 E ) &2 T A T 5HI21E, Jsmith
EIEELWARRT—RE AT LET,

ATw 16 [1RfF (Save) 1227 U v 7 LET,

ATV TN ZOV—_"—DFEHAEAMI L ET, Firewall Management Center C D — Y —DIEERAED A
e Bl _—v) ZZRLTIZEN,

51
Bl —F—0O0—)L0E YT

WORIE, TP 7 KL A28 10.10.10.98 D 7Av— b 1812 T Cisco Identity Services Engine
(ISE) 23 L T\ B — "—DH > 7L RADIUS 1 7 A VEREEA TV = 7 Mook
LET, X7 o7 —N—IERINTHEEA,

External Authentication Object

Authentication Method [ RADIUS v ]
Name * [ ISE_RADIUS ]
Description [ ]

Primary Server

Host Name/IP Address * [ 10.10.10.98 ] ex. IP or hostname
Port * [ 1812 ]
RADIUS Secret Key * [ -------- ]

W DFIX. Cisco Secure Firewall > AT L3N 7 7 v T —_— ({FEETHHEE) ~
DEFERRLDETOEA LT T N B0F) &R LI-FERITOR A G T, RADIUS
BHDNRNTA—=FE R/ L TWET,

WROBIE, RADIUS = —H— m— LEREDEBERFHE A R LET,
:L‘_‘“JL ewharton QBJ:U“gsand illi\ Web /I) ‘/5‘_‘7:12/]) X@%}E‘?ytxﬁﬂﬁ'géﬂ

*7,

Z—H cbronte 2. Web A v X —T =2 ZADA LT F A 2—Y T I ARfEE
nET,

:’-*"‘j:*‘jausten i, WebA v Z—T 2 A ADEX2 VT4 TFIARNTI7EAMN
153 ET,

a—H— eyharton 1L, CLIT7 WU "2FEHLTCT AL RAZn /A4 TExET,
ROMIZ, ZOFOr—LVREEZRLET,

Firewall Management Center L —+— .
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. Firewall Management Center F3(D RADIUS 4\ &R5E5EA TS =7 DB

RADIUS-Specific Parameters

Timeout (Seconds) [ 30

Retries [ 3

Access Admin [

Administrator [ auhacton asrod

Discovery Admin [

External Database User [

Intrusion Admin [

chronte
Maintenance User [ P

Network Admin [

Security Analyst [ lusisn

Security Analyst (Read Only)

Threat Intelligence Director
(TID) User

Security Approver [

Discovery Admin

External Database User

Default User Role To specify the default user role if user is not found in any group

Intrusion Admin

Maintenance User

CLI Access Filter
(For Firewall Management Center (all versions) and Firewall Threat Defense (6.2.3 and 6.3), define users for CLI access. For Firewall Threat Defense 6.4 and later, we recommend defining
users on the RADIUS server. Click here for more information)

Administrator CLI Access User ewharton o ‘
|ist ex. userl, user2, user3 (lowercase letters only).

BHELEORTIZ—HIT H1—H—nO—)L

BYELMED ST 2 LT, FEDA—P—n— L5 INDBEND D2 —F—
AT IELTEET, T DEMEN TR LD, ZDT A Z L@MEEE
BIOUERDY £7,

WORIE., R of & [E U ISE — S—DH > 7 )L RADIUS 1 7' A VAT V= 7
FCOO—VREE DAL LEEOEREEZRLET,

7272 L Z BTk, Microsoft U E—h 77 B A P — "= FHEINTWE72D, 15
PLED 2 —H —0 ms-ras-version B AKX NEMENIK S IVE T, Ms-RaS-Version AKX
LB CFHNITH D Z LIZER L TLES N, ZOFITIE, Microsoft v. 5.00 U E—
N7 7R —R—EHTRADIUSIZ T /A VT 5T _XRTCOL—HF—ZH L, [EF=
V74 7F VAN (AR EH)  (Security Analyst (Read Only)) ] 72—/ /L35 X

NDZVENHY T, ZDi=d, BEEEDT Ms-ras-Version=MSRASV5.00 & [T F =
V74 7V AN GeAE Y EA)  (Security Analyst (Read Only)) ] 7 « —/L KIZ A
HLFEF,
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Firewall Management Center T 1—4— D5 RN H ML .

Security Analyst (Read Only) MS-RAS-Version=MSRASV5.00

Threat Intelligence Director
(TID) User

)
)
)

Security Approver [

DTSCUVETY AU
External Database User
Default User Role Intrusion Admin ' To specify the default us e if user is not found in any group

Maintenance User

Lo A clioal. Y
CLI Access Filter
(F lana tC ewall Threat Defense (6.2.3 and 6.3), define users for CLI access. For Firewall Threat Defense 6.4 and later, we recommend defining
use e
Administrator CLI Access User [ ewharton ] )
: fshaas chad . userl, user2, user3 (low ase letters on
List
" Define Custom RADIUS Attributes
Attribute Name Attribute ID Attribute Type
[ MS-RAS-Version ] [ 5 ] [ string v ] [ Add ]

Firewall Management Center TD 1 —H—D 4 SRR D H%h1E

FIE

ATy
ATy T2
ATvT3

B — W — DOINRAEE BT 5 & Firewall Management Center (2 2 ) ZMREREA 7 Y =
7 b THE &7z LDAP %7213 RADIUS $r— =2l L Ta—¥— 7 L7 o Y LD RGE
SNET,

4RO HREIIC

Firewall Management Center /§ ® LDAP #MERAEA 7 V=7 FDiBI (16 °—°) 3 L UFirewall
Management Center F > RADIUS #MFEREA 7 V=7 FOBEA (25 X—) IZ#->T1oF
TR OINRIEA T V=7 M EBIMLET,

[ A7 2 (System) ]| (@) >[21—¥H— (Users) |Z@IRL 7,
[FMEEREE (External Authentication) %727 U v 27 LE9,
N Web f X —T 2 A ADZ—HF—ZT 7 )V hO2—F— m— L EFELET,

o= NN —F—k, T va rEITTEERA, AR T V7 N TERI N
a—H—m— L, ZOF TN D= F— a— L EF—"—F 1 FLET,

a) [T 74/ bOa2—H—r—)L (DefaultUserRole) |DfE% 2 Vv 27 LET (F 74/ KT
I H BRI TVERA) &

a) [T 74N FOa—H—o—/LFE (Default User Role Configuration) |41 7 122 Ry 7 A
T, AT e —LvEA T LET,
b) [f&fF (Save) ]&27 U v 7 LET,
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B war zmLEET 9 €2 h— FREORE

ATy T8 ERTHITRGEA TV =7 NENENORICH S [F3h7e AT A 4 (Sliderenabled) ] (@D)

ATy TH

ATvT6

ATy 717

2 Vw7 LET, BROFTT V=7 FEANIT DL a—PFIHEEESNTNEF T — &
BEINET, Y—"—DIEFZEET 51T, ROFIEEZZRLTIZEN,

v VERREE AT DA, [CLITY R T 4)L% (CLIAccessFilter) | % & desMaki8a
ﬁ7/I&k%ﬁ% Téb%h%@iﬁ T, CLIT 7B AD2—H—%, @Bik4A 7Y =
7 R Y A NDNAFF CThe b mWh— N — 2% L TOARIETE £77,

(EE) FRFEERNMTbT & SICEEY— =07 7 & X SNBIEFZ, b—1_"—% KT
J7 Ry L TERTEET,
S —F—IZ CLI 7 7 B A 234 55415, [ = ILEREE (Shel Authentication) |>[B%)
(Enabled) ] 7@3 BINLET,
GE)
~IVTF R AA BRI CLL TIEH A — S TWER A, £D72®H, [ = /LilGE (Shell
Authentication) ] 47> a vidk, Fa— L RAA /T@%{ﬁfﬁf%\ PT RAAL L TIEHEH
TEEH¥ A,

1 BB ORI ATV 27 FMhIE, CLIT 7 BAFEHESN LD 1 ZEBEOF T V=7 N
FTHDHZLETRTT0H, [F%) (Enabled) | 47> a v OMICERINET,

[Save and Apply] 27 UV v 7 LE7,

LDAP AL -EXE@7V9 R h— FERIDET

Mk cimT 7 v A — K (CAC) ZHEHLTWAHAIE, Webf v ¥ —T A R 20/ A
L CV\% Firewall Management Center == —% — % §83E9 5 £ 9 |2 LDAP #BiEa R ECE £7°,
CACREREIZ &LV, =—=H =T T3 RIfEBI D2 —HF =4 £ N2 T — FEAREEJICEEE
RIATHIENTEET,

CAC #FE=—¥—{X, Electronic Data Interchange Personal Identifier (EDIPI) 512 LV #pI &
ET,

T 7T 4 TIREED 24 BERIHEK &L TN, A2 XY CACRRRE=Z—U 0 [=—H (Users) ] ¥
TOLHIBRENET, TOHROu A DN 2—F—=RFEBENINETN, 2—F—
02— /WXt A FEIOERIIHEET ILERNH D £,
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LDAP %M L1-3E7 ¥ £ 2 n— rRiEnEE [

FIE

ATy T
ATy T2

ATvT3

ATvT4
AT975

ATvT6

FE LDAP 2 L C CACFEREEZ R ET 2HA1E. 22—V =T 74V b DT /A — L& E|
DU TEHRENT, B/NROMERDOFEANCHE S LI LT &, 2—¥—2N CAC v /' 1 1F
BEFEHL COAT AT TS TDHE, THUS NIZDT 75V DT VAT —

ABEY B THENET,

TI7HNIOT 7 AR — L EEY Y TH L EITRAMERDIFANZAEDRWEE . LkEor 7
A Ta—P—ZER L RWHER L~ L3 E] D BToONLHRERH Y £9, ZNIZXY, &

BRT 7B An—VEBRADERP—F I ESND5E1H Y T,

FIFNIDOT /AR —LTa A LTS a—F—RN IR 2 AT 5 NER H
LA, BEHEHRAF 2 —F—3, LV EWHERZE e — L A2EV Y THZ LT, SE
REWLSVDT 7 A e R E O —F —IZRHETE T, ORI, FET 7T 4T

TROMRAEDS 24 BERAfE < E WV IE SN, 22—V =TT 7N DT 7 A0 — /LR £9,

PR LV EERL L (VAT DEEE R ) \TKEENRT 7 A — L& FE D Y
TTDRERDLHEEE, TI—THET7 o ERO0—)VAREHEHA L T, HEHET 7 ¥ AL
=PI LET, TOFETIE, BESNLT Z7EAm—/L8 24 R 282 THREFS
i, =PI TN —TE YT > TIELVER L~V E RO Z EBRIEESNET, 7

N—THIHT 7 Ae— /L OFREDGEMI OV TIX, [Add an LDAP External Authentication
Object for Management Center] DIEZZME L T 7Z X0,

IR BRI

CACERET v AO— L L Ca—YiEEEZGENT HITE, 77 v VICA 22— V5E
HE (ZOHAIXCAC 2 LTa—HF D7 7 U WIZHE SN HEAE) BFEL TV HLER
bV FET, CACRHIEB LU ORERZIZ, XYy NV —2 FOa—WFIT7 70Xty iay
M2 > T CACHREZHERF T DL ENRH Y 9, v a VHIZCAC ZHIRE 21342 #2
T5HE Web 77U TEYa BT L, VAT AIZEYD Web A ¥ —7 = A AD5#
HMice 770 hEhET,

AR DFETRIZHEV CAC ZFEA L ET,

77 v ¥ T https.//ipaddress_or_hostname/ (2@ L $£9, Z Z C. ipaddress ¥ 72 1% hostname I
EHLTHDT A RTKHE L ET,

T IRFRREINTES, AT v T THA LT CACIZEEN T B/ PINZ AT LET,
Tu T IRERENTEL, Fuy Aoy URANNLREYS T HIEHELEIRLET,
07 A L R—=yTC, [2—P—4 (Username) |7 4 —/V & [XZAT— K (Password) ]7 4 —
Vv RIZ, EHEHRZRF>o2—Y—t L Tr A LET, CACZ LTIy &ML T
Dﬁ%/?é L, ELETEFERA,

[ RT L (System) |>[2—H (Users) |>[4MEBEREE (External Authentication) ] %R L &
R
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B sswesnvqroms

ATy T17

ATvT8
ATvT9

ATy 710

ATy

AT T12

ATy 713

SAML &

[Firewall Management Center /> LDAP SMFEGEA 7 ¥ = 27 b OB (16 ~—) | OFJE
(ZHEV, CACHH D LDAPRRAEA 7Y =7 b aAF L £ ¥, ROBEEAT I LERH Y 7,

«[CAC] F = v/ Ry A,

« [LDAPEIRMD/N5 * —% (LDAP-Specific Parameters) | > [5¥#il4 7> 3 > % KRT (Show
Advanced Options) |>[1—%—%&T>FL—k (User Name Template) ].

- [BHE< v ETY (Attribute Mapping) ]>[UI7 49 £ XEMH (Ul AccessAttribute) ],

[fR1F (Save) 127 Vw7 LET,

Firewall Management Center C D —H% —DINTFRFEO AN (31 ~—) OFHIZHES T,
SNFRRE L CACRBREZ AN L ET,

[ AT L (System) ] (@) >[#mk (Configuration) ] &R L. [HTTPSAEEHE (HTTPS
Certificate) (%27 Vv 7 LET,

HTTPS — NGk EZ A VAR — kL, SEIZWS U THTTPS — 3 —GEHED A > 7R — KTt
92 FIEICHEVNF T,

BT 2% TEDCAC T, HTTPS ¥ — 3 —FEHE & o —H —3EENF UREFER (CA) |
FAITSNDMENRDH D 7,

[HTTPS 7 7 A 7 > FREBAERE (HTTPS Client Certificate Settings) ] D [Z 7 A 7 > FiERAE
Z AT % (Enable Client Certificates) ] 23R L £, FEMICOWTIE, A%h7 HTTPS ~
TA T v FREAFEORH A SR L T ZE VY,

CAC 7 L7 v v ¥ )L &M L 7= Secure Firewall Management Center ~D 12 7' A  [ZfEV, T /8
fRZa A LET,

DONWNYA A DETE

TN A o F U EEAT S LD _FlrewallManagementCenter75) RETEET, ik, W
RTAT T 4T 4 Tung Z— (1dP) 7. MFEANOMOT 7V r—a 21T Tl
Firewall Management Center |27 7 A > 9 2% 22— —(TFHGE L AR AT 5 AT AT, Z
DX D72 SSOMRIZBMT DL IR ESNTT TV r—ravid, 7=7b—7 v K ¥—
EA TN =TIV r—var EFENET, SSO2—HF—(F, —Enr A 75k,
ﬁu71?v—yay@fVA—f%éﬁ&T®%~Ex7mﬂ4ﬁ~7fu&—yaym
TIEATEDHL IR ET,

SAML > > J )L A oA IZDNT

SSO MIZEXE E 417 Firewall Management Center ClX, B 2 A V/\O“—Vﬁ’ ‘/‘/7\/1/‘5‘4' NV
DIHDY I RERRSNET, SSO T 7 BARICHRESNT2—F—IX, 2DV 7%
Y v 7945 &, Firewall Management Center D 12 27 A /“\*—‘/“Cilh"j“—% LRAT— R&E AT
BPIC, BRELARRDIZDIZIPIZ Y A L7 FEET, IdPIZ KX DFFEICHIIT 5 &, SSO
= ——| % Firewall Management Center Web - > % —7 = A AIZHEY XA L7 hEh T, =1
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Firewall Management Center @ SSO i1 K51 > .

A LET, ZEEIT D7D Firewall Management Center & IdP [ D3 TDE(E 1%
TR E L THERALTIThILET, D7, Firewall Management Center (7 1 7 >
TAT A TN L —ZEET 7B AT LDy PV — I e B L LEEA,
~/LF 7 F > | Firewall Management Center CiX, SSO OFXEIZ LY, SAML = —H—ZkFE
DYFT RALATEIV Y TDHZENTEET, ZOMBIET, Fr—sUL AL LV TO
HAETH D Z EITEBE LTI EEN,

Firewall Management Center |3, FFEE X OEKRBOT-OHIZ, EF 2V T 4 TH—Tvar v—7
7 v 75k (SAML) 2.0 A=V A o — RICHELT HEE D SSO 7'u 3o X —Z2 il L
728SO # %A — KL TWET,

S

Note Management Center |Z SAML FRFEE R A v £ —VICBL TE EH A, D=8, IdP NFRAEE
RCH—ERTa N X —DFELE VLT DA Management Center ¢ SSO [ L £
R

Firewall Management Center Web A > % — 7 = A A&, IRD SSO 7' m A X —HOFEA T
arpESnTOET,

* Okta

* OneLogin

» Azure

cBEHEDZ T RY Y 2—3 9 O PingID @ PingOne

« T

\)

Note  (Cisco Secure Sign On SSO #/i 1%, Firewall Management Center % H A&V —E A 7 1 /31 &' —
ELTHRBLERE A,

Firewall Management Center ® SSO0 i K54 >

Firewall Management Center 2 SSO 7 =7 L —3 a3 VDAL NN—L LCHET D & &1L, kD
FUIZEB L TLEEN,

« Firewall Management Center (X, —J£|Z 1 20 SSO 7' 2 /3A X —DH T SSO ZHR— KT
¥, 7= & ZI1E. SSO T Okta & OneLogin M ifi )7 & fi Fi -5 X 9 IZ Firewall Management
Center x XET HZ LILTEEHA,

o 5 A] HMEER € @ Firewall Management Center Firewall Management Center Tl SSO % ¥ 7R —
FTEETH, ROBEFHIIEET DHDLERDHY 7,

¢ SSORREIL. WA HAMERTOX A= THREBI SN EEA, T DK A L —TE5]
\ZSSO Z#RTETHHLENRH Y £,
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o & A] F/PEA~T O 7 D Firewall Management Center [, SSO (Z[7] U IdP Z {9~ 2% M5
BNHY EF, SSO AIZFRE X724 Firewall Management Center @ IdP T, H—tE X
TR, E =TS = a v ERETDHLENRDD £,

o 52 SSO VAR — h 5 L ) IZERE SN TV 5 Firewall Management Center O 15 ]
HMEAT CIL, = ——1X SSO Z{H L T&# > % VU Firewall Management Center |Z
jF)Vb“CT?‘EZﬁ’Z) AT, I SSO 2 LT 7 A ~ U Firewall Management
Center (472 b 1 Hla VA T HMERH Y £7°,

o & Al ME~XT C Firewall Management Center ® SSO % #%/E ¥ 5%

« 7°7 A4 ~ U Firewall Management Center C SSO % 5% E 7 H%&. & H & Y Firewall
Management Center C SSO X ET HMLEITH Y £ A,

s &1 % U Firewall Management Center C SSO X ET 2 %HE1L. 774 <V
Firewall Management Center C % SSO Z X ET HMLE N H i?‘o (Z#E, SSo
2 —H—73% 71> % U Firewall Management Center |22 7' A F 5 HIZ, 774~
U Firewall Management Center (2472 < & & 1 Bl 7' A U D5 MERNH H72DT
DR

 WESCERIFEINT-., F£7/-I1X LDAP £721X RADIUS IC Lk » CERIEEIN/=EFH o — L2 o
a—HP—D BN SSO R TE £,

* Firewall Management Center /%, IdP 7> Bl S 4172 SSO ZH AR — F L TWEH A,

« Firewall Management Center (X, SSO 7 H 7 D CAC 7 LT oo ¥ Va2 ALz /A
VEYR—FLTWERA,

*CCE— FZMMA L TREMTIZ SSO ZRETE 8 A,

*SSOT VT 4T 4%, [T AT A (Subsystem) | 7 4 —/LV RCHRESNzn /A >
F7213n 77 U F&fFH LT Firewall Management Center DB 1 7 | ZFE&E S L E T,

Related Topics

e Al P

RAA

CAC 7 V7 v v v )L % ffi il L7z Secure Firewall Management Center ~0 12 7' A >/

XU T SREUEL
L a— R

S0 1 —H—F7Hhok

TATUT AT 4 Tang F—iF, a—F—L I N—TOMRELEHIR—FTEET, £
7=, %< O, Active Directory, RADIUS, LDAP 7¢ EDOfd 2 —HF—EFHT 7Y r— 3
PP =L TN =T A VR—FTEET, ZORF2 AL MTIE, IdP LEHEL T
SSO % H 7R — k3% X 9 |Z Firewall Management Center Z 5% €9 5 Z L IZEREZ Y T TWET,

=72 L

VAP =B IO AT BN TICHEL SN TWA Z EZRiEE LTWET, fio
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| Firewall Management Center 1L —

-|j3_
$s0 1—F—p1—4—a—LvvEry |

a—HP—EHT SV r— g Da—HP—L NN —TFEYR— T 5L HICIdP ZRET HIC

(=N

AP R F—DRFa A FEBRLTLIEE N,

=Y —H L RAT— REET, SSO2—HF—DIZL A EDT AU v MEET, 1dP TN X
NET, SSOTHT Y ME, FNOOT T ERPIHTa s A 35 E T, Firewall
Management Center Web 1 > % —7 = A AD [ —H— (Users) | X—TICERINEHA,

)

Note

VAT LTIE, SSOT I Yy hDa—Y—4 & SAML v 7 A 7 mk A9 1dP 73 Firewall
Management Center (21553 % NamelD BYEOW TR HEN/RETF A —NVT FLATH D MLEN
HbET, ZLOIAPIF, B A LES E LTV D 22— —D2—H%—4 % NamelD Bt &
LCHBIMICHEA LA, ZARIdPICHE L W D0 &R T 20813 H Y £97, 1dP TH—
ER T ang X— T 7V r—a &g E L, Firewall Management Center ~@ SSO 7 7 & A
MERZFFO 1P 2 — Y =T B 7 v FEAFRT 25813, ZOZ LICERLTIEEN,

SSO =W —DRDOT v ML, [ AT A (System) | @) >[1—H— (Users) |>
[A—Y—D#E&E (Edit User) ] @ T ® Firewall Management Center Web A > % — 7 = A A5
RETEET,

SS0 1—H—1—

« EFEROA Al
TN kv ar XALT U MDBLERST S (Exempt from Browser Session Timeout)

H—O—J)LTvELY

7 7 4 v h ClX, Firewall Management Center ~ SSO 7 7 Z ANFHF A SN TNDHT X TDL—

-ﬁl‘_

W2, BFX2 U747 T U AN @GARVEH) m—ne $XTORAAL ~DT 78R

MENVLETOENET, ZOT TNV IFEETTLHZ L, FEDSSO 2—HF—F T/ 1—
il Ca—F—n— L vy B/ T EEXTLHZ L TEXET, Firewall Management
Center SSOMEL AL L CTT A M LT H, 22— —n— vy B V2R TEET,
a—P—m—O~vy 7 EiL 1dP 2 —/L% | DLLE® Firewall Management Center 2 — /L
BT 2 2 E2BWR L, TJI—T A VN—BHBEZHEH L TIOLUED RAAL ~DT 7

AR TEES,
a—W—nm—/)Lv v 7 T, Firewall Management Center DA% E % SSOIdP 7 7"V /r—
VarvORELMETHILENRDY T, 2—PF—m—E, P T 7V r—ra U TERS

NEa—VP—F 737N —TICEYYCEIENTEEYS, 2P~ TTN—T DAL R—T
HDOHELE D THRWEANLY T, £/, 22—V —F 37NV —TDEFHKITL, Active
mmmwﬁ&@ﬁ%ﬁ@@@n—$~%@vz?A#%MPK4yﬁ~kéhé%é&4V
A—hSNRWHEERH Y £9, ZD7®, Firewall Management Center SSO = —H—n1—/L
~ v BV T BRI D11, $07m7u—ya/m&®;9_ﬁ&éhfm5#
BILOSSOIP 7 7'V r—va v Ca—%— JA—7 BILOENLLOR—LREDL )]
B Y TONTW DI EEET LIV ENRH Y £7, O F¥= A2 FTlE, 1dP &@%%L“C:L~
Y- —L~v v ' %Y R— F9 2% K 5T Firewall Management Center Z 9% Z & 12 A
EHRTTCVET, PWNIC—Y—F /I I N—TEAER L7 | 22—V —FHT 7Y r— 3
VIR IP IZ = —F TN —TH A AR — R LI2D T DR, PR X —D R 2 A
Y hESBL TSN,
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. Firewall Management Center CD > > ' LY A V4 > DEIE

a—H— m—/L < 7 ClL, 1dP IL Firewall Management Center %— & A 7'/ 34 X' — 7
TV r—varou—)VEMtEHER L, % O Firewall Management Center |27 7 £ A T& 54
=P —F I N =1L, v VBTN E T TR SN E T, BEEOEMIX
IdP T LR £,

Firewall Management Center T, [ZIL—F * /\—®DEH (Group Member Attribute) ] 7 1 —
NV RTHESNa—VEEOATT, [FIL—T A N—0OEME (Group Member Attribute
value) | 74—/ RTHRESNr—/VEMEOHE, FlIV 4 TonLn—/L L FAA 13 SSO
W D— T3, =—#—213 SSO ZfH L T Firewall Management Center |27 27 A % & |
Firewall Management Center (%, IdP OZ D2 —H%— (E2ZZFD2—HF—D I N—7) Ou—
Vg D % Firewall Management Center® 12— Vg MEOfE & g L, 1 DL L2 —H%— 1 —
NEEIDL T 1O EDRAL L ~DT 78 A28 LT, 0 — VIR —ERHHHE.
FTRXTDORAAL DT 7 AEEFOT 7 40k B—=ARa—F—ZHD B THNET,

\)

Note {5 \ = — " —HE[R % 7213 7 /L— T HEBRIZ £33\ T Firewall Management Center 2 —/L723~ v £/
TEND LD IR TE E7 2, H—0 FirewallManagementCenter 7 7' U 77— 3 > Clidk, 7
N—T L ANL—P =Dl FOr— L~y IR — FTEEHA,

Firewall Management Center CTD > > J LY A VA L DEFE

Before you begin

* SAMLSSO &2, 7 7V /r—3 2 T, Firewall Management Center O — B2 71 /3o &' —
TV r—arEFEL, 2=V —F I N—TE R T X =T r—
Ta s AZEIY B TET,

* Okta @ Firewall Management Center —E X 7’04 X — T 7V r— 3 U ERET
51Z1%, Okta @ Firewall Management Center F—E A ' A X — 77 fr— 3 >
DFXIE, onpage 41 SR L T X0,

» OneLogin ® Firewall Management Center % —E & 70 (4 X — T 7V r— g &
ET 511X, OneLogin @ Firewall Management Center H— B2 71 /3A X — 77
r—3a Y DOFKIE, onpage S2E S L T 7230,

* Azure @ Firewall Management Center ' —E X 70 A X — 77U r—3 9 U ERE
9 21Z1%. Azure ® Firewall Management Center %— & A2 '/ Nf X — T 7V fr— g
» DF%TE, on page 62 S L TL 72X,

* PingID @ PingOne for Customers 7 7 7 K U = —3/ 3 @ Firewall Management Center
P—ER TN =TTV r—3 3 U EFET HIZIE. PinglD PingOne for Customers
O Firewall Management Center h— B A 7' /34 X — 7 7 r—3 3 > OFXIE, on page
NEBRL TSN,

* SAML 2.0 #E#Lo> SSO 7' 7 /31 & — @ Firewall Management Center —E & 7’ 1z /31
H—T TV r—a v EFET HITIE, SAML2.0 #HLo SSO 7' 1 /N1 X — D FMC
=R TR F— TV Ir—3 3 OFRIE, onpage 7T SR L TLIZEW,
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Okta A L1=v vt 4 oA vngz [

Procedure

ATV T [VAT A (System) | @) >[1—H— (Users) |>[P 2T ILHA A > (SingleSign-On) ]
TERLET,

ATFY T2 [V TNV A4 (SSO) &iE (Single Sign-On (SSO) Configuration) | AT A X &7V v 7
LT, SSO =fhic LET,

AT v T3 [SSODOKE (Configure SSO) | HRX %227V v LET,

AT v 7 4 [Firewall Management Center SAML 7" 1 /34 & — D% (Select Firewall Management Center SAML
Provider) | #A 7 /Ry 7 AT, BIRLZSSOIP AT a L RA %27V w7 L, [
~ (Next) 1227 VUv 7 LET,

What to do next
BEIR L7= SSO ' u  f X — (i L7=FIEICERF T,

« Okta SSO HIIZ Firewall Management Center % i% £ 3 5 (21, Okta SSO F ™ Firewall
Management Center D% iE, on page 434 S L T 72& 0,

« PingID @ PingOne for Customers 7 7 7 KV U = —3 3 2 L7 SSO HIZ Firewall
Management Center % 5% £ 9 5 (Z1%, PingID PingOne for Customers % L 7= SSO H D
Firewall Management Center D% i, on page 7442 L T 7231,

« Azure SSO HJIZ Firewall Management Center % 5% /&9 5 1Z1%. Azure SSO H @ Firewall
Management Center D% iE, on page 64% S L T 72& 0,

« OneLogin SSO HZ Firewall Management Center % 3% &£ 3 % 121X, OneLogin SSO H @ Firewall
Management Center D% iE, on page 54% MR L T 7E S0,

* SAML 2.0 #ELo> 7 11 S X —ZAFiH L 7= SSO HIIZ Firewall Management Center % 5% &9 %
(21X, SAML 2.0 #EfilLod SSO 7= /3 A X — %A L 72 SSO FH @ Firewall Management Center
DFXIE, on page 80 S L T 72X W,

Okta ZFRAL=>2T WYL AV DERTE

Okta Z /1 L T SSO ZiRET DL, RDOZ A7 SR TIES VY,
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. Okta Org DFER

Okta Ul
Admin
Console
FMC
Okta Org DFE:R

existing Okta
org

FMC service
—p» provider app,

assign

users/groups

<
@/‘ Enable single

@ (Optional)

Configure
user role

mapping

1

~ =
(4)‘ Configure the (5 ) (Optional)

sign-on FMC for SSO, Configure
—»  test —» user role
configuration mapping

Firewall Management Center1—+'— |

| Okta UL =
N y —

Okta Org DD, on page 40

()| Okta UL 3 =
=

v a VDX TE, on page 41

Okta @ Firewall Management Center #— &2 7’2/ 4 X — 7 7 /r—

3 Firewall
Management Center

38

Firewall Management Center CD 3 > 7 L4 A 4 DA %ML, on page

4 Firewall Okta SSO H @ Firewall Management Center 7% iE, on page 43
Management Center
5 | Firewall WIZHI1T 5 Okta DA—H—m—/L< v >V ORE : Firewall

Management Center

Management Center, on page 44

(6)|Okta Ul #58 =
Y=

Okta IdP (28 52— —m—/L~ v B>V DFXJE, on page 46

Okta Ti&, 2—¥—=NRRELSSOT7 AWV FTT 7 EATELT_XRTOT =T L— a7 A
ARET TV r—vaviegem T 47 41%, org EFEEIVE T, Firewall Management Center
% Oktaorg (ZIENIT 2 RIIC, ZOKEICHOWVWTEISHEML T EI W, ROEMEEZRE LT

7ZEWN,

» Firewall Management Center (27 7 Z A C& 5 2 —H — XM AN TT N ?

o 2—H— FI/L—TD Oktaorg DA L /X—"TF /N2

o 2—W—L TN —TDEFILOkta lZFA T 47 TT D, Z£iLE D Active Directory,
RADIUS, LDAP 72 ¥ D2 —F—FHT SV r— g b A R— S ETH,

« Firewall Management Center C SSO % ¥R — h 9257282, Oktaorg (Z2—HF—F 71T/
N—TZBINT DB B D E T,

s PO LY pa—Y—a— L DEY BT EITVET D,

(== — L %E ) BTV

41X, Firewall Management Center 23M& R FIRE72 T 7 4+ /L h D2 —H —a— )L & FTXTO
SSO = —H—|ZHBHIIZEID K TET) |
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Okta 0 Firewall Management Center ¥ —EX FR/NA 4—F7 T 5r—> 3 VDB E .

s Bl pa—W—n— vy BT YR — T 5I2E, Oktaorg NDOZ—H—& 71—
ZEDOL IR T 2MERNH D T 02

AN o —H — R F 7213 7 v — T HERRIZ 250 T Firewall Management Center 2 — /L3 > £
TEND L HITHERTE ET A, H—0 Firewall Management Center 7 7' U 77— 3 > Cix, 7
N—TLHANZ—F =D O —L~< v B IV R—F TERNILIZEREL TS
AN

IDORF=2 A MI, OktaZ 7y 7 UILEHa Y —/WZHEBELTWT, *v hU—7&H

FHERZ VL T AREMEEL BT TCEX LTIV FEaFH-TWAHZ L ZRHEE LTWET,
FEA MR GE AL, AT AV TAFTEDLOkta D RF o A FEBBL T ZE,

Okta O Firewall Management Center Y —E X JONA A —F7 T ) 5r—> 3 VDHRTE

OktaZ 7v v 7 UIEHa Ly Y — L TZnbDOFIAEZEMEH LT, Okta NIZ Firewall Management
Center F—E R 7 NA X — T TV r—a Bl L, TOT 7V r—v g (la—W—
FITN—T%EID S TET, SAML SSO D& L Okta HEL= > Y — )LITHEIE L TV 5
BERHY ET, ZORF2 Ay TR, BRICERET D SSO Mk & ML T 572 DI B
T D Okta DREREIZHOWTIHHA L TV O DT TIEH Y £HA, 2L 2E, 22— =L 71—
TEERLTEY, lOa—F—FHT7 ) r—yvarnba—WF—L 7V —TDEREA

= FL7ZVF5ITIE, OktaD RF 2 A F 2L T ZSVY,

\}

Note

\)

Firewall Management Center 7 7'V 77— g N2 —HF =T N —F%EID ¥ THZ L& LT
WODSEIE, FNoD 7 N—THNOa—F—Z2 AL LTHD Y TRNTIEEN,

Note

Firewall Management Center (%, #® SSO EMHEZEH L /e — L~y B V%R — T
FHA, =P —m— vy BT E R F =T~y BT ONT N ERIR L,
OneLogin 7 & Firewall Management Center (22— — 1 — L{EH (R 9 5 H— D B IEZ A
TOMENDHY £,

Before you begin

eSS0 7 =T bL—vartE0a—F—BIRIN—FIZOWTEfEL £9, OktaOrg Dff
73, on page 404 S L TS 7230,

e MEZJSE LT, Oktaorg (2 —H =T H 7 "I N—T5{ER LET,

Firewall Management Center L —+— .
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. Okta 0D Firewall Management Center ¥ —E X AN A — 7T —2 3 VDHRE

A

Note > 25 ATIX, SSOTH VY hDa—HF—% L SAML R A
7' 1 & AH1|Z IdP 73 Firewall Management Center (22515 9% NamelD
BIEOT ST NENIRBEAA—NT RLATHLILERHY £,
Z<DIPIF, r7A LI LTV L= —Da—F—4
% NamelD J&PEE L CHBIRISAH M L EI25, T 1dPIZiE L
TV EHERTDMERH Y £3, AP TH—ER T/ (¥ —
77U r—3 3 v &EGE L, Firewall Management Center ~® SSO
T 7w AR ZFFO 1P 22— —T v o M EERRT 25 A1
ZOZEICERLTLEE,

« #—7%"> | Firewall Management Center ® 2 27 > URL % i L £
(https ://ipaddress or hos tname)
S

Note  Firewall Management Center Web f > % — 7 = A AZ# 557 URL
(To& 2E, BRI RAAL 4 EIPT RLA) TP 7 EATE
86, SSOx—H—id, ~HLTIDX A7 THKT L 17 A
> URL % ffi[fl L C Firewall Management Center (27 7 & 29 % 4
ERHV £T,

Procedure

ATYT1 OktaZ 7 v 7 UI'EH 2V —/L)v 5, Firewall Management Center D —E A2 7 2 /3 A &' —
T7Vr—va s EER L £, IROER A ] L T Firewall Management Center 7 7" U 77—
VarERELET,

«[7F v b7 4 —2 (Platform) ]IZ web Z 3N L E T,
o [Y1 A F2 (Sign on method) 11T samt 2.0 Z I L F5,
s [V TN A A URL (Single sign on URL) | Z487E L £7,
ZHUE. 77 U YR IAP I o THE A 1515 9 % Firewall Management Center URL T4,

SLF-5 saml/acs % Firewall Management Center = 7' > URL (ZiBM L 97, 1 :
https://ExampleFMC/saml/acs,

[ {5 #H URLF L O EURLIC Z 2 1972  (Use this for Recipient URL and Destination
URL) ] ZA2hc L&

[4—F ¢ =2 AURI (SP=>7 47 4ID) (Audience URI(SPEntityID)) 1% A1 L E7,

ik, = A7 A Z— (Firewall Management Center) D2 B2 — L2 —F D4 i
Th, Z<DOEA, URLE LT 7 r—~ v hEhET,

. Firewall Management Center L —+—
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Okta SSO FH @ Firewall Management Center O 5% & .

SCF5 /saml/metadata % Firewall Management Center 2 2 > URL (Z:BI L Ed, # :
https://ExampleFMC/saml/metadata,

. [Zl AIDZ . (Name ID Format) 1 1Z Unspecified BRIRL E7,

RATYT2 (UN—T%aT 7V r—va B0 Y TEHHEAITA T Y a ) flx dOkta—H —% Firewall
Management Center 7 7"V 77—/ 3 ZHEI D 2 TE 7, (Firewall Management Center 7 7"V /- —
A I N—TEEY SR TH L EFE L TWAHAIE, TNLDTNN—T DAL R—Th
Ha—P—ZHANE LTED Y TRNTIZSN, )

ATFYT3 (AN2—HF—2T 7V r—a  ACEID Y TLHHEEAT v a ) Okta 7/ —7 % Firewall
Management Center 7 7"V /r—3 2 ZEI Y B CTET,

ATv T4 (F73 3 ) FirewallManagement Center TSSOt v N7 v 7 ZMHIZT 5 72IZ, Firewall
Management Center $—E 2 70/ X — T 7 r—1 3 O SAMLXML A %7 —4% 7 7 A
V% Okta b —Aarya—H |2y rn— RTEET,

What to do next

VTN A A EEINZ L E T, Firewall Management Center CD L 7 /LA A DA
%1k, on page 38 B L T Z &\,

Okta SSO A Firewall Management Center 5% &
Firewall Management Center Web A > % —7 = A4 A TZNHDOFIAZFEH L E 7,
XL SRS

+Okta 7 7 ¥ 7 Ul 8 2/ — /LT Firewall Management Center %— & 2 71 /3A &' —
77V r—a r&EVER L ET, Okta ® Firewall Management Center — B2 7' 1 /3 A X' —
T r—a L DOFRIE, onpage 41 S L TL 72 &0,

s VTN A A EAEMZ L E T, Firewall Management Center COD > 7 /LA A
DA, on page 38EBHL T &

Procedure

ATYv 1 (ZDAT v 7 IIFirewall Management Center T ¥ 2 7 L4 A 4 > DA EhL, on page 387> 5
BEHEEX E£7) . [Oktar ¥ 7 —# Oi%iE (Configure Okta Metadata) | %A 7 12 7R v 7 AT
X 2 oDBIREDH Y £,

* SSO HERKIFH A FENC AT H1T1F -
a [TEEYE (Manual Configuration) |47 a v R&Z %27V v LET,

b. OktaSSO V—bE R Fu XA X —T 7V r—2arnbROMEEANIILET (Okta 7
Ty UIEHay Y —Ahb IR bDEZEGLET) |

cTFTATUTFAT4 FANAE—DI VTP AL 2F Y (SSO) URL

Firewall Management Center L —+— .
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. RIZHEITS 0kta DI—F—O—)LT Y E2S DERE : Firewall Management Center

ATy T2
ATvT3

ATvT4

ATy TH

cTATUT 4T« TANA T —HKITR

« X.509 SERRE

«Okta IZ X S THERISNIZXML A X T —F T 7 A vhka—RNarsEa— R R LIS
4 (Okta @ Firewall Management Center h—E 2 7'/ A X — 77 r—3 3 »OFKE,
onpage 41D AT v 4) | 7 7 A% Firewall Management Center {Z7 v 7’12 — R TX F
j—O

a [XML77ANLVDT v 7ur—RK (UploadXMLFile) |47 arh&Z w7 v LE
j—o

b. HEDOERIZEST, =N aEBa—F EOXML AXT—H 7 7 A )WIKEEIL
TEIRLET,

[~ (Next) 127U v 7 LEF,

[A X T —H DOFGAE (VerifyMetadata) |41 7 17 C, kN7 A —X 22 L, [PR1F (Save) ]

Vw7 LET,

[Test Configuration] #7 U v 7 LET, VAT AT — A vE—URNERINTEHAIL,

Firewall Management Center ® SSO #% & Okta —E R F'm A X — T 7Y Fr— a k%
RBL, =7—%2EELTHLHERITLET,

VAT LPMERLT A N ORI EWE LT b, [ (Apply) 1227V v LET,

What to do next

F7varT, SSO x—Y—Da—F—a— vy BT EMBRTEET, KRIZEITH Okta
Da—HP—n—)L~ v 7 DOE : Firewall Management Center, on page 44% 2 L T 72 &
W, By BT R LW EARIN LTS A . 7 7 4L F T, Firewall Management
Center (21 7 A »F 5 F_TD SSO = —H—(T, KIZEITF D Okta DX —HF—m—/Lv v
T DFRTE : Firewall Management Center, on page 440D A7~ 7" 4 THK L7z = —W— 1 — L )34
DY THRET,

RIZEITS Okta DA—HF—O—)LI v EL ST DEXE : Firewall Management Center

Firewall Management Center Web f > % —7 = f A Ca—H%— n— /L v v B 7 2% T 5
74—/ RiE, SSO T a3 A L —OEPUCPARAR S F T TY, 2720, WM DT, 4
T % SAMLSSO 7 rNA H—Da—F—na—L <y B T OHEANGEEZZETHLERD Y
£,

Before you begin

« Okta — W=7 L —TD~ > B 7 IERE MR L E T, OktaOrg DFfEFR, on page 40% 2
LTLEENY,

. Firewall Management Center L —+—
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Procedure

ATy T

ATvT2
ATv73

ATy T4

ATy T5

ATvT6

ATy 17

RIZE TS Okta D1—HF—O—)LI v EVSDERE : Firewall Management Center .

« Firewall Management Center 2 SSO ' —E X 7'm (X — T 7 r— gL LTREL
¥ 9, Okta @ Firewall Management Center —E A 7'/ X4 X' — T 7 br—2 3 VORE,
onpage 41 ML T IZEV,

* Firewall Management Center T3/ 7 /LA AL AN L THE L £, Firewall
Management Center CD > > 7 /LW A A DA %t on page 384 & U'Okta SSO H] D Firewall
Management Center D% iE, on page 43 2R L T 72X,

[V AT 2 (System) | (@) >[21—H— (Users) [>[> 2 I8 A 27> (SingleSign-On) ]

IR L E T,

[E$#E%E (Advanced Configuration) ] Z /R L £,

[T74I bDaA—F—0O—)L (Default User Role) | Ky 77X o0 R hnh, 22— —%

EY YT 5T 7 4/ kO Firewall Management Center =—%— & — /L& 8RN L £ 5,

[ I—T A 2/3—EM (GroupMember Attribute) | 7 « —/L RiZ, 2—H¥—F g7/ —7

® Firewall Management Center = —#— 1 —/L < v £* . 7 HIZ Okta TR E INI@MEEZ AT L

£7, (OktaldP 2B Ha—/~ v EL T DD —F —EIEDFKIE, on page 46D AT v

71 £721F0kta IdP (2B 1T o m— /L~ v B T D7D 7 )V — T @IEDEE, on page 480D A

Ty 71 2SR .

1O EDa—F—n— vy BT EREL, TNHE 1 DEED FAA ATBEMT E

—g‘o

a) [JI—T *N\—[EHE (Group Member Attribute Value) ] C. [#RE (Edit) ] RZ
27V w 7 L, IdP TERIINLTWDJEMEE & —ET 2 CFHNE 7T EMKRI L LT
EWEANLET, BEEOEE D~ TRY>TANTHIEHLTEET,

b) [FAA Y (Domain) | Key XU URARNT, FALUEBRIRLET,

c) [A—JL (Roles) | Fe vy 7 Xy JUARNNL, 12U EOaZ—F—m—LERRLET,
Firewall Management Center (%, &A%, 1dP 7% SSO = —H —{F#H & & £ (T Firewall
Management Center |Z3XE 3 52— — m— <~y U VEMEEE KR LES, —HRA
D7/ % & Firewall Management Center [X, # S/ RAAL U ~DT 78R L LI, xF
et A — L Ea— =I5 LET,

d FFvay) [A—¥—Ba—ILIVvE I DEM (AddUser RoleMapping) & 7 U v
LT, a—HPF—nm— vyl EILIBEMLET,

[Test Configuration] %27 V v 7 LE T, VAT AL =T — A v E—UNRRRINTHEIL.
Firewall Management Center ® SSO £/ & Okta % —E R 7' A4 X — T 7V rr— a Uik %
el L, =7 —ZBEELTHrLHERITLET,

VAT BPMERLT A N OB EHS Lo b, @A (Apply) 127V v LET,

Firewall Management Center L —+— .
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B owwricssz1—v—n—nzvesomE

What to do next

Y—bERA TR, =T ) r— g Ca—F—na—~vy T a2 L ET, OktaldP
BTS2 —W—m—)L~ v B VT OFRE, onpage 46 B L TL 72 &0,

OktaldP [ZH(TH521—HF—O—ILYVvEVITDETE

AN L= —DMER £ 7213 7 N — T DERRIC SN T, Okta 7 73 v 7 UL EFLa Y — LT
SSO L—H—n— /L~y U T ERETEET,
o H N —HF —DHERRICEE SN T~ v 75121, OktaldP BT Hr e —L~ v ¥ 7 Di-
OO 2—H—JBMEDOFRIE, on page 46 B L T 72 &0,

o TN—T OWHERIZESN T~ v 7T 5I121%, OktaldP BT A — L~y EL T DD
T N—T @D IE, on page 48% S L T 72 &0,

SSO == ——73 Firewall Management Center (22 271 > 9% & Okta %, OktaIdP CTHE S
Tra—H—F 7 V—7 v — /L OJEMESE % Firewall Management Center | Z#&7~ L 97, Firewall
Management Center X, % DEMEEE [T IL—TFT A \—DEME (Group Member Attribute

value) 17 4 —/V ROTERRBLE G L, 2— P —REINTr—L L REINZRAL
DT 7R ARG LET, (BT 5 bON RSN ERWEE | Firewall Management

Center(, T XTD NAAL L ~T 7 HATE S, WERERT 74V bOA—Y—n—/L 21—
Pl 5ELET) o

)

Note

Firewall Management Center H.—ClE, 7L —7 LN —F =Dl FOr—/L~ v ¥ 7 %4
AR— I T& FH A, Firewall Management Center %—E A 7’1/ 3f X' — T 7Y fr—3 g 2%
LTIo0v vy B 7 Hika@ER L, The B LT 286ER’HY £9, S56IT, Firewall
Management Center %, Okta Ci%iE & 4172 Firewall Management Center -— B A 7' 12 /34 & —
TFV = a1 oD N—F AT — AL FOBEFA LT, Sr—Fa—L
vy BT EPR-FCTEET, KT, T—TR—2Dr— vy BT, SO —
P —723 % Firewall Management Center T & ¥ 2R T9, Okta org IR THEN SN/ —H—
LITN—TDEREZBRT DVLERDHY £,

OktaldP IZH(T50— LYY ELITDEHOLI—F—BHDOETE
OktaZ 7 v 7 UIEHa Y=L TINLOFEEFEHL T, VAZXLbuo—L~vy TR
PE Okta DF 74V s 22—V — 77 7 A VIZIEBMLET,
Okta V—E R 7 f X —TFVlr— g%, RO2EHOL—F—T7 07 7 A /LDVNT
NrEFERTIHERZH 0 7,

«Okta 2—W—7 77 AL, HAZLBHETIHECTE 7,

T 7V Da—HF—=T T 7 AN, YR—FZNTOLEECONTH— =T 1 OT 7
Vo—varEizldT « V27 FU (Active Directory, LDAP, Radius 72 &) #27 =V 5%
L2 X o T Okta WEMT 2FRNERINTZY A FNOBIETORILETE X,

. Firewall Management Center L —+—
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OktaldP <35+ 50— 7y Evdnt=pn1—F—EionE [

OktafHBf CTlL, WD Z A T Ooa—YP—T7a 7y A VEFEHTEET, TROOREHE
[ZOWTIE, Oktad FF a2 A hE2BRMLTIESN, EOXATDa—Y =T 77 A )V%
L C% . Firewall Management Center C2—H—no— /v v B 7 &2 R— T 5121%, 7
077 ANTHAZ LNEEEREL T, 22— —0Dr—/L~ v 7 X% Firewall Management
Center |IZfRZ D MENH D £,

CORF2ALPMTIE, Oktaz—V—T a7 7 AV EFEH LI =L~y B FI2 W T
LET, 7707077 ANVEFHL Ty y B 79 5121F, MikChO A X LRMEERET D
EOIHEHL WD — =T Oa2—H—FHT 7V r—ya SR L T D 0ER D
D ET, FEICOVWTIEL, Okta D RF =2 A2 2B LT EEW,

Before you begin

* Okta @ Firewall Management Center % —E X 7’0 A X — 7 7 1) Jr—3/ 3 L OFRTE, onpage
41 DOFIAIZHE - T, Okta IdP T Firewall Management Center — &2 7'm/3A X — 7 7Y
r—va ramLET,

¢ IZET 5 Okta DL—H—nm—)L< v &2 FOFEIE : Firewall Management Center, on page
A4 DFBAIZHE - T, Firewall Management Center C SSO L —H —nm—/L< v B2 J &5 E
L7,

Procedure

ATFYT1 FTT74L D 0Okta—V—7 77 A VIHLWEHEZBML £,
o [7— %7 (Datatype) ] TlE, string &R L FET,

ca—H—m— vy I THRAETHANEEND. OktaldP 78 Firewall Management Center
WCEETHEEAEREE LE T, ZOEHK4L L. Firewall Management Center SSO #& /3K D
[T Nh—T X =gt (Group Member Attribute) ] CAJ) L72XFH & —EHT 24BN H
DET KRIZBIT S OktaD—H——/L~ v B 7 DOFKGE : Firewall Management Center,
onpage 4DAT v 75 LML TLTEIWN)

ATFw T2 207757 AVEMHA L T Firewall Management Center — 2 7 /A X — T 71 r—3 g
ANTED Y THENEAEZ—F—IZONT, ZFEER LIca—F —rm— L EIEICEEZ S ) 24T
£,

Firewall Management Center 7> 52— —{ZHI WV ¥ ToHr— L2 R T T-OICXEMHEHL 7,
Firewall Management Center Tl&, Z DI FF|%, KIZKITDH Okta D—H—m—/L<v v B
T OFETE . Firewall Management Center, on page 440 FJIH 6 T4 Firewall Management Center —.—
P—r—ZEI D YT & i L E 9 (Firewall Management Center = —%—m1 — L & D L
D7 1T, Firewall Management Center Tl Okta 2> 52 (T it > 72 @B % . Golang & Perl T
PR — h STV D Google D RE2 IEMRBUEAEDHIRNN—7 9 AATHEPLL 7230 LTV E
)

Firewall Management Center L —+— .
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B owwricssz0-1cvELIOEHOIL—TREORE

OktaldP IZHBITH50—IILI VY ELTDI-HD T IL—TEHEDEE

Procedure

AT T1
ATvT2
ATvT3
ATvT4
ATvTH

Okta WEL=a > Y =L TINOHLDOFHEZMEH LT, WAZ L n—L <y 7 Ir—TRt%
Firewall Management Center % — 2 7'u A X — 77U Fr—3 9 BN LUE T, Firewall
Management Center (%, Okta Firewall Management Center #— 2 B/ X — 7 7 r—3 3
YIZLIZIODIN=TRIEAT = F A FOBEFEMLT, 7= -~y s ey
R—hrTEET,

Oktar—E R 7T Xf X —=TFVr— g 0%, IRO2FEED T V—TDOWFNondfFi 4
DHEEMNBHY 9,

*Okta 7V —=7, AKX LM TR CTE £9,

TV —ar I —"7, PR— NI TWBDREMEIZONWTH— K X—=F DT 7Y
r—varF¥ET 40 V27 B U (Active Directory, LDAP, Radius 72 &) #27 x= U452
L2 L 5T Okta DAERT HFHAIERINIZ U XA NORBMETOARILRTE ET,

Okta {8 CTlL, WD A TOITN—THEATEET, ZNEOREFEITHONTIL,
Okta D KF¥ a2 AL FEZHML TS, EOXATDOINV—T%MH L TH, Firewall

Management Center CL——1—/L~v v B 7 &R — T HI21E, ZV—TDOH AL LE
MEFRE LT, v—/b< v 7% Firewall Management Center {25 X D L ERH Y F7°,

ZORFaRA T, Okta 7 NV—T7 % L7 — L~y B TIZONWTHILET, 77
Vor—yar I A—T72HL Ty 7951203, MiichAZ AREEERET L7120
@%LTvé%—FN—?4@n~%~%ﬁ7fu7~ya/uﬁ%LTwém%#%wi
T, AR OV TIE, Okta D R¥ =2 AV FEBIL T 7EE0,

Before you begin

+ Okta IdP @ Firewall Management Center +—E X 7a XA, X — T 7 r— a v E#HEL
¥ 9, Okta @ Firewall Management Center % —E A 70/ X4 X' — T 7 Fr—2 3 VOFRE,
onpage 41 xS L T ZE WY,

« Firewall Management Center COL—H—n1 —/L< v &' 7 O ERIZIIT S Okta DL—
P—rm—= v ¥V OFRE : Firewall Management Center, on page 44

Okta EHE a2 ) —)VDESXAL e, [Z7TUr— 3> (Applications) [ IR L £,
SAML 7 7'V or—varvuwzrs )y 7 LET,

[f% (General) 1 ¥ 7 %7V vr LET,

[SAMLERE (SAML Settings) | £ 2 > a > T[#&E (Edit) 1227V v 27 LEd,
[FIL—TBHEAT— A2k (Group Attribute Statements) ] O F T, kD X HITHIEL %
RS

* [%&81 (Name) ](Z/%, Firewall Management Center SSO 7% E T [T IL—TFT A 2 \—(DEI’_*._
(Group Member Attribute) 1 ICAH L7zt D LRI UXFHIEFHALET (RIS

. Firewall Management Center L —+—
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JIL—T D 0kta O—)LT v E 2T OB .

Okta D —H—nm— )L~ ' 7 Of%E : Firewall Management Center, on page 44 D A7
TA4EZH)

«[7 4% (Filter) ]iZi%, Firewall Management Center 7> 5 7 /L—"7" D X L /83— (20 24T
=N ERTREBELET, Oktald, ZOfEEL—F—NALN—THDINL—TD
ZATE e L, — 8T b 7 /V— 74 % Firewall Management Center (2355 LET, 2 HD
7' V—"7"TlX, Firewall Management Center [345/& L7z —Hr—/L & RA A L Z2EID 4T
£

WOFH T, OktaRoleNH LWSAML 7 /L— 7 BIEDA4RIT. 7 4 V&% [SartswithFMC|
T‘j‘o

GROUP ATTRIBUTE STATEMENTS

Name Name Format Filter

OktaRole Unspecified Starts with: FMC

ATV T6 [k~ (Next) 1227V w7 L, K T[T (Finish) 1227V v 27 LET,

HIL—TD 0kta A—)L< v E S DA
WKOBIEEZ THET,

Okta D7 N—7Du—/L~ v B2 7 Tld, 4 i) Firewall Management Center O 7' JL—F A >
N—BMY OL4HTE =BT LUERNH DL AZ LT N—TBEERERRCE £, ZOFITIL,
n—L <y BRI —7 v — /L@ oktarole 73, 4 HI7S Firewall Management Center T
WBEDLTRXTDIN—TIT oktarole BHEAMTT DX OITHRET D7 4 v F & & BT S
NTWET, Oktalx, v/ A > 7H—3a T V—T @M oktarole % Firewall Management
Center [Z34f5 L 9, Okta TO 7/ — T @IEDBEDFEMIZ OV TIE, OktaldP (ZH1T % = —
N= BT OO T N—TBMEOFIE, on page 48% B L T 72 &1,

WDOEIL, Okta DT II—TBERT—F A FERLTVET,

GROUP ATTRIBUTE STATEMENTS

Name Name Format Filter

OktaRole Unspecified Starts with: FMC

OktaIdP 121X 2 2D 7 N—TRH Y £9°,

« FMCExternalDB : Firewall Management Center C/MH 7 — % N— X D —H — 1 — L 3E] Y
YTohidz—H—H,

« FMCAdmins : Firewall Management Center C FHH 10— L 3EI D 4 THN D 2 —H —l,

WDOKL, 22O NV—T%E R LTWET,

Firewall Management Center L —+— .
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Firewall Management Center1—+'— |

O|FMCExternalDB O/FMCAdmins

Created: 12/20/2024 Last modified: 12/20/2024 View logs Created: 12/20/2024 Last modified: 12/20/2024 View logs
People Applications Profile Directories Admin roles People Applications Profile Directories Admin roles
Profile Profile

Attributes Attributes

Name FMCExternalDB Name FMCAdmins

name name

Description Description

description description

Roles FMCExternalDB Roles FMCAdmins

OktaRole OktaRole

SSO = —#—73 Firewall Management Center (212 7' > 9% & Okta |%. Firewall Management
Center (27 /L —7 1 — )V & Moktarole Z /R L 7, Firewall Management Center | X, Z D J&ME
% . Firewall Management Center C 4 JL— F 4 Y /8—[@M (oktarole) & L CTHERL &HL72 74
CHEELET, Okta ZV—TRBIET 4 L ZIZHES T, ZRIANEMC THED TR TD I L—TF
B, TI—T AUN—BHENEE L CTRZ2INET, OktaldP 7 /L —7 rucadmins 38 L
FMCExternalbs D A /=T 2 2 —W—{(L, MK B AL o ~DT 7 & A A RO
HE—IIw BT INET, T DHHONRAONE WA Firewall Management Center
IREWRERT 7 4V b OA—F— n— L aa—F -5 LET,

WO X, Z DO Firewall Management Center COL—H— m—)L v v B 7 &2 /RLTWE
D

Role Mapping

O Default User Role * ©® Group Member Attribute *

= ]

[Security Analyst v ]

) User Role Mapping (2 rows)

~+ Add user role mapping

©® Group Member Attribute Value Domains Roles
FMCAdmins 174 Global X ® v ” Administrator |x ® v ] o
FMCExternalDB 174 [ Global X ® v ] [ External Database User |X ® v ] O

Onelogin Z AL VT IS A VAV DETE

OneLogin Z i L C SSO Z#%ET 121, RDOX A7 2B L T IEEW,
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Onelogin 47 K 4 4 L DR .

Onelogin @ Review the @Configure an @(Optiona/)
Admin Portal OneLogin FMC service Configure
subdomain —p» provider app, user role
assign users mapping
FMC @‘ Enable single (‘D Configure the @ (Optional)
sign-on FMC for SSO, Configure
—»  test —» user role
configuration mapping
(1| Firewall OneLogin 7 K A A > O, on page 51
| Management Center
(| Firewall OneLogin @ Firewall Management Center h— & 2 7'/ A X' — 7
| Management Center | 1j - — 3 ¥ DFXE, on page 52
3 | OneLogin B R — | Firewall Management Center CD 3 > 7 /L4 A > 4 DML, on page
vz 38
4 | OneLogin B — | OneLogin SSO H @ Firewall Management Center 0 #% i, on page 54
V%
5 )| OneLogin & B X — | Firewall Management Center [~ 45T % OneLogin O =—#—u —/L< v
% v’ 7 DERGE, on page 55
(g | Firewall OneLogin IdP (2851} 5 2 —H —nm—/L~ v &' 7 OFXJE, on page 57
| Management Center

OneLogin 47 K A 1 > DR

OneLogin TiL, =—H%—NRELCSSOT IV N TCT 7 EATE AT RN TOI =T b—T 3
TNARET TV r—Yarkdhea T 47 415, U7 RAAL U EMEEIVE T, Firewall

Management Center % OneLogin %7 N X A NTEMNT HHIIC, # DOFKE

IZHOWT I HfREL T

KTEEW, ROEMEBRELTIZIV,
» Firewall Management Center (27 7 & A C&X 5 2—H — I N TT ) ?

e 2—H—|L, Z/—T® OneLogin 7 RAAL L DAL /N—TFN?

* Active Directory, Google Apps, LDAP 72 D% — RKX—F 47 4 L7 M Oa—H—L 7
J—71%, OneLogin 7 KA A LRSI TVETN?

» Firewall Management Center C SSO % ¥4 — 957282, OneLogin 7 KA A 22—
P—F XN —T BT HMERD Y T2

« E® & 9 72 Firewall Management Center O — % — 12—/ )L OE| Y ¥ TEITNET 0?2 (22—
P—r— L& E ) Y TIRWIGAIL, Firewall Management Center 23& % ] GEZR T 7 4 /L b D
Z—HF—m— L ETXTO SSO 2 —HF —|CHBEFIZEI D K TET) |

Firewall Management Center L —+— .
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. OnelLogin O Firewall Management Center Y —E X AN/ A — 7T Ur— 3 VDHRTE

c WHpa—W—n—vy B 7 YR — b3 5IZ1E, Onelogin %7 KA A U ND2—

Pl T N—T% DL IR T 2LERH O ET 02

i N —H—F 7213 7 /L— 7125 T Firewall Management Center O 2 —/L73< v B 7 31
5 E D ITHERTE £33, H— 0 Firewall Management Center O 7 7' 77— 3 U TlL, 7 /L—
TEMAL—YF =DM LSO — L=y B ZEYR— P TERN I EITER LTI E S,

IO RF2 A NI, 22— = OneLogin & ELAR — X LZHH@ L TV T, A—/3—2—H—
MERARFOT T FakioTWD Z L AAIRE LTWET, a—F—n—l<y 7 it
T HICIE, W AZ La—H—T ¢ —)L K& ¥R — 95 OneLogin Unlimited 77 > ~DH# 7
27V Fa b ETT, FEMBMLEREEIL. AT A4 L CAFTE 5 OneLogin® R =
AU EZRLTIIEIN,

OneLogin O Firewall Management Center Y —E X JONA A —F7 T 5— 3 VDRTE

OneLogin HELAR— X L CZ N HOFNEEMHEH LT, OneLogin NIZ Firewall Management Center
V=R Tunf =T 7Y r=va vy z2ERL, 20T 7Y r—aviia—F—Fiid
T N—T%E0 Y TET, SAML SSO O & OneLogin & BLAR — & /LTHEE L T D 4L EN
HYFET, TORXT2 A bTE, ERICHKIET 5 SSO MRk ZHEN T D T2 DI E 24~ T
® OneLogin DFEHEIZ DWW THBI L TV A DT TiEd Y X8 A, T2 2IE, =2—P—L 71—
TEAERLIZY, BOa—F—FRT TV r—varnba—F—L I N—TDEXREA
R—h L7209 5IZI%, OneLogin ® RF¥ = A hESBRL TLZEN,

\}

Note

\)

Firewall Management Center 7 7'V 77— g NI —HF— T N —T%EID ¥ THZ L &5 LT
WHEEIE, ENOED NV =T NO2—F—ZHANE LTEHD JTRNTIZEN,

Note

Firewall Management Center |X, #%(® SSO @AM L7ze—L~ vy B V& PR — FTX
Fth, 2= —m— vy TELEFIN—T Ry B T DTN E R,
OneLogin 7 & Firewall Management Center (22— — 1 — L§ i 2 (5129 5 H— D B2 A
TLOMENRD Y 7,

Before you begin

* OneLogin 7 RAA & ZDa2—HF—B LT N —TIZOWTHESE L £7, OneLogin
T RAA OGS, onpage S1Z B L T &0,

e MEZJS UC, OneLogin 7 KA A VNIZ2—H—T o FEERLET,

. Firewall Management Center L —+—
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A

OneLogin O Firewall Management Center 4 —E X AN 4 — 7 T r— 3 VDRE .

Note

A\

VAT LTI, SSOT ATV hDa—H—4 L SAMLRB A
7' 1 & AH1|Z IdP 73 Firewall Management Center (22515 9% NamelD
BIEOT ST NENRBEAA—NLT FLATHLLERDHY £,
Z<DIPIF, r7A LIS E LTV La—F—Da—F—4
% NamelD J&PEE L CHBIRISA M L EI 25, T 1dPIZiE L
TV EHERTDMERH Y £9, AP TH—ERX S/ (¥ —
77— a v &EGE L, Firewall Management Center ~® SSO
T 7w AR EFFO WP 22— —T v N EERT 25 EE.
ZOZEICERLTLEE,

% —7%" > | Firewall Management Center ® 2 2 A > URL % i L £ 3
(https ://ipaddress or hos tname/) o

Note

Procedure

Firewall Management Center Web A > % — 7 = A A |Z#i%t® URL

(To & 2E, BRI RAAL 4 EIPT RLA) TP 7 EATE
86, SSOx—H—id, ~HLTIDH A TRETLHIA
> URL % ffi [l L C Firewall Management Center (27 7 & 29" % 4
ERHY £T,

ATY 1 [SAMLT A hax7 % (Gf#) (SAML Test Connector (Advanced)) ] #-<—A &L LCEAL

<.

ATv T2 kD

Firewall Management Center %— B X 7'a /A X — 77V r— 3 UEERLET,
RECHMLTT 7 r—vare@ELET,

(K5 (=7 47 4ID) (Audience (Entity ID)) 1IZ2WTIE, XFH /sanl/metadata
% Firewall Management Center 2 27 > URL IZiEBAI L £9°, f :
https://ExampleFMC/saml/metadata,

[3%15% (Recipient) ] {22V TIE, 3LFH /saml/acs % Firewall Management Center H 2 A
~ URL K_JEJJH Liﬁ‘o fﬁ'J . https://ExampleFMC/saml/acse

[ACS (¥ =—~) URLMEGE (ACS (Consumer) URL Validator) 1122V NTiX, OneLogin
23 IE LV Firewall Management Center URL ZffiH L T\ 5 Z & AT 5 72 DITEHT 5
AXEATLET, ACSURL ZfEM L TIRO LD ITEE T 52 & T, Bl F—2%
ECc& £,

*« ACS URL ®4EHIZ ~ B L £,
« ACSURL OKEIZ s ZiBIML £9,
« ACSURL NDTRTD / & 2 DRI ZfAL £ 7,

Firewall Management Center L —+—
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. OneLogin SSO F O Firewall Management Center (5% &

7= & 21X, ACSURL 7° https://ExampleFMC/saml/acs DA, 1#EI72 URL N Y 7 — 2%
~https:\/\/ExampleFMC\/saml\/acs$ {272 0 F T,

*[ACS (2> ¥ =2—=) URL (ACS (Consumer) URL) ]2 2\ TClE, XFF /saml/acs &
Firewall Management Center 2 2 1 > URL{ZBM L E 9, 1 : nttps://ExampleFMC/saml/acs,

«[2 274 URL (LoginURL) ]IZ2WTIX, X5 /saml/acs % Firewall Management Center
74 URL ﬂ:iﬁjﬂ] Lij—o @J : https://ExampleFMC/saml/acse

* [SAMLA =3 =—# (SAML Initiator) ](Z{X, service Provider ZHER L £ 7,

AT 73 OneLogin == —+ —% Firewall Management Center —E A 7' 2 /NA X — T 7V lr—3 g L |ZE
DY TET,

ATwv T4 (473 3 ) FirewallManagement Center TSSOt v N7 v 7 ZMHIZT 5 7295IZ, Firewall
Management Center % —E A2 7' 0/ Z— 77V r—3 90O SAML XML A ¥ 7 —X %
OneLogin bR —/Vary Ba—HlXyrn— RTEET,

What to do next
TN A A A LE T, Firewall Management Center TOD 2 7 /LY A A D
2k, on page 38 Z ML T &V,
OnelLogin SSO F3 ® Firewall Management Center D 5%
Firewall Management Center Web f > % —7 = A A TN LD FIEEZMFEH L 9,

Before you begin

* OneLogin & B 7R — % /L C Firewall Management Center #F— &2 7'm /A X — 7 7 fr—
v a r&EER L E 9, OneLogin @ Firewall Management Center $— B2 ' /N4 X — 7
Ur—3 3 VORE, onpage 52 B L TS0,

I NY A U F U EAMT L E T, Firewall Management Center CD > > 7 /LA A
DFZNL, on page 38% M L TL 72X,

Procedure

ATv 1 (ZDOAT v 7 IFirewall Management Center C D > 7 /LA > A4 2 DAL, on page 387> 5
B X £7) . [OneLogin A %7 — & D% iE (Configure OneLogin Metadata) ] % A 7 1 7'(C
E. 200N H Y £7,

* SSO ki 2 FE) C AT 513 :
a. [THEFEE (Manual Configuration) | 47> a v R¥ %7V v 7 LET,

b. OneLogin —Y A T /A Z— T 7V /r— 3 nHIRO SSO MHEEZ AT LE
j—o

. Firewall Management Center L —+—
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ATy T2
ATvT3

RTv74

ATy T5

Firewall Management Center |Z 35 [+ % Onelogin D 1—H%—H—)LY v EV T DEE .

(TATT 4T 4T aNA T =D T YA A URL (Identity Provider Single
Sign-On URL) ] : OneLogin 75 ® SAML 20 T2 R R4 >+ (HTTP) #AJJL
ESc AN

[TAT T 4T 4 T u A X —34T7E (Identity Provider Issuer) ] : OneLogin /> 5
DHEITITTURL Z AN L ET,

« [X.5097FHAE (X.509 Certificate) ] : OneLogin 7>5 ¢ X.5093EBAEZ A /) L £7,

* OneLogin IZ X > TARINIZXML A X T —H 7 7 A )V ER—H)N AL Ea—HIRIFL
7284 (OneLogin @ Firewall Management Center h—E 2 7'/ A X — 77 ) r— 3
DFXTE, onpage 52D AT w7 4) | 7 7 A JL% Firewall Management Center (27 v 7 12— R
TEEJ,

a [XML77ANLDT v7ur—FK (UploadXMLFile) |47 v arih&Z a7 v LE
—gqo

b. BEOERIZEST, B—HAN AL Ea—F FOXML AZTF—X 77 A )UIKBE L
TERLET,

[k~ (Next) 127 Vw7 LET,

[A BT —Z O/EGEE (Verify Metadata) |4 A 7 1 27 C, #p/ ST A —2 8 L. [IR1F (Save) ]
7V v LET,

[Test Configuration] #7 U v 7 LE 9, VAT AT — A vE—URERINTHAIL,
Firewall Management Center @ SSO ##f% & OneLogin +— B R o (¥ — 7 7Y Fr— 3 v
WREHERL, =7 —2EBEELThoHRAITLET,

VAT LDRERNT A RO EWRE L6, EH (Apply) 1227V vy LET,

What to do next

A7 a T, SSOL—Y—Da—H—m—)Lv v T EHKTX £J, FirewallManagement
Center |2 317 % OneLogin DL —H —11—/L~ v &' 7 OFRIE, onpage 554 B L TL 72 &0,
n—L~y B T ERER L7 2 LA RN L2356, 7 7 4 /L b T, Firewall Management Center
a7 A 353 _TD SSO = —H—I(Z, Firewall Management Center |33} % OneLogin ¢
Z—H—nm—)Lv o BT DOFRIE, onpage S5D AT v 7 4 THER LTz —H —ma — /L 3E ) Y
THILET,

Firewall Management Center (2§ 7 % OneLogin D 1—H—0O— LYYy EV T DERTE

Firewall Management Center Web f % —7 = f A Ca—HW—nm—/L<vy B T EZHEETLH7 1 —
L RIE, SSO e A F—DEPUCER R FE LT, 72720, MT 2T, T2
SAMLSSO 7't/ A X —Da—F—n—IL~< vy 7 OHEALEEZZEETLLENDH Y 7,

Firewall Management Center L —+— .
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. Firewall Management Center [~ 35 (% Onelogin D 1—H—O— LY v EV ST DHRE

Procedure

ATy T

ATvT2
ATv73

ATy T4

ATy T5

ATvT6

Before you begin

¢ OneLogin D —H— & 7 L—7ZffEi L £ 7, OneLogin 7 KA A > O, on page 51
EERLTLIEEN,

» Firewall Management Center ® SSO #F—E X F'a A X — T 7 r—a VEHRELE
9, OneLogin ® Firewall Management Center F—E A 7' 0 A X — 7 7V r— 3 O
i, on page 52 B L T ZE 0,

* Firewall Management Center T3/ Z /LA A AN L THE L £, Firewall
Management Center T ¥ > 7 /L3414 > DAL, on page 384 & U'OneLogin @ Firewall
Management Center h—E A F'ma /A X — 77— 9 OFKIE, on page 52% S L T
<TEEW,

[V AT 2 (System) | (@) >[2—H— (Users) [>[> 2 F L84 27> (SingleSign-On) ]

EIRL £,

[E$#5%E (Advanced Configuration) ] Z /R L £,

[T bDaA—F—0O—)L (Default User Role) | Ky 77X oo U2 hnh, 22— —%

EY Y CT5HT 7 4 /v kO Firewall Management Center —%— & — /L& 38R L £ 5,

[JI—T A2 —EMH (Group Member Attribute) | 7 + —/L RiZ, 2—¥—F 7 iF7/L—7

@ Firewall Management Center == —%— 17—/l <= » £° .- 7 {IZ OneLogin CiX & S 72 B A A

73 LEF, OneLoginIdP IZB I} SN2 —W —D2—WF—m—)L~v v B2 7 OEE, on page 57

DAT v 71 £721F OneLogin IdP | BT 5 /v —TF Da—H—p—L~< v B2 7 DFEE, on

page 59 DAT v 71 B L T TZEW,

1O EDa—P—m— vy BT E2REL, TNDHE 1 DL ED RAAL AT F

j‘o

a) [JI—T A N\—[EHE (Group Member AttributeValue) ] C. [#RE (Edit) ] RZ
27Uy 7 L, IdP TEREINTWDBMME L BT 2 XCFFNEILEHREKH L L TR
EEADLET, BEOEEZ D~ TRY>TANTHZ L TEET,

b) [FAA Y (Domain) | Kry XU URARNT, FALUEBRIRLET,

c) [A—JL (Roles) | Fevy 7 Xy JUARNNL, 12U EOZ—F—m—LERRLET,

Firewall Management Center (%, JE&MAE %, 1dP 7% SSO = —H —{F#H & & £ (T Firewall
Management Center |ZX 53 52— — m— <~y U VBMHEEE KR L ET, —H1A
D7/ % & Firewall Management Center [X, # S/ RA A U ~DT 78R L LI, xF
ST bR — v Ea— I fP 5 LET,

d) A7vayv) [A—H—O—ILIvEUSIDEM (AddUser RoleMapping) [ % 7 U v
LT, a—HPF—nm— L vy e EILIBEMLET,

[Test Configuration] %7 V v 7 LE T, VAT AL =T — A v E—UNRRINTHEIL.

Firewall Management Center @ SSO £/ & Okta %V —E R T A4 X — T 7V rr— a Uk %

e L, =7 —ZEELTOrLHERITLET,

. Firewall Management Center L —+—
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Onelogin IdP [2E(+51—H—O—ILIY v EV Y DERE .

ATV T VAT ABHERT A NOREERE L6, A (Apply) 1227V v 27 LET,

What to do next

P—bERA TR E =T T r—r g Ca—P—a—bv vy U 7 LET, OnelLogin
IdP BT b —H—a—/b~ v B VOKIE, onpage ST L T E &0,

OneLogin IdP [CH 1T 51— —0O— LIV EV T DEE

{2 OFEFRF 7213 7 N — T OEBRIZFE-S T, Onelogin & B — % /L C SSO = —H —m—/L
vy BT ERETEET,

s HA L —HF—DHERIZIESNT~ v 79 5121%, OneLogin IdP [Z81F 2 H AN = —H—D
Z—H—nm—v v BT OFE, onpage STEEM L T IZE0,

o TN—T ORHERIZFES N T~ v 79 5121%, OneLogin IdP [Z81F % 7 /v—7 D —H —
10—/l B2 7 OFRIE, onpage 59% SR LT 7230,

SSO =—#—73 Firewall Management Center {22 27 >>J~% & | OneLogin |%, OneLogin IdP C
RIESNTZA AL ha—HF—T 4 =)V RPEZRGT 22— —FiI 7/ —" =10
M4 % Firewall Management Center (Z#£7~ L £ 9, .Firewall Management Center |, & @ J&MEAHE
Z[TIW—TAIN—DEME (Group Member AttributeValue) | 7 4 —/L RO IEHEHL & L
WL, 2—P—lIRESNTZr—E RESNIEFAL ~DOT 7 2L LET,
(—%+5% 0)75> BB 2054 Firewall Management Center (33% € FIREZ2T 7 4 /L b D
a—HP—n—nEra—P— |5 LET 22— —IIFE5ELET) .

\}

Note  Firewall Management Center B — T, Z /L —7 LHANL—F =Dl DO n—/L~ v 2 7 %
AR— FT& EH A, Firewall Management Center t—E A 7'a /A ¥ — T 7Y Fr—3 9 2%
LT1o0Oy B 7 HEZERL, Zhz—B L THERT20ERH Y £7°, Firewall
Management Center |%, OneLogin TiX/E X7z 1 DD B AH La—HF—7 4 —)L RO % F
LCa— vy B 72 R—FTEET, RIS, Z—T =20 -~y T
2D = —H —7H3\ % Firewall Management Center C & ¥ 2319, OneLogin 7 KA A >
BRTHNL SNTma—Y =L I N—TDEHREBETHLENDHY T,

OneloginIdP [ZH T2 EALI—F —D1—HF—0O—ILIVE VI DRE

OneLogin &R — % /L% L T, Firewall Management Center —E & /(X — 771
T=valDHAZDINGA—=ZENAL ha—F =T — L Rl LET, Zhbid
SSO 1 7' A > 7' AH1|Z OneLogin 73— —1 — L1 % Firewall Management Center |Z
TRERERELET,

Before you begin

« OneLogin 7 RAA & ZDa2—H—L 7 —T7%ffEi8 L £, OneLogin 7 KA A
DOHER, onpage SIE SR L T ZE 0,

Firewall Management Center L —+— .



Firewall Management Center1—+'— |
B oreoginiop c5 3 2EAL—F—D1—¥—0—LIYELTDEE

* OneLogin C Firewall Management Center #— A2 7'\ X — 77U r—3 9 VB L
TEE LEF, OneLogin @ Firewall Management Center h— &2 7'/ A X — 7 71 fr—
v a U OFTE, onpage S22 L TL &0,

» Firewall Management Center |Z43(F 5 OneLogin D —¥% —1—/L< v &> 7 DF%E, on page
S55OFMAITHE- T, SSO 2—H—n—L~vy B 7 Z2RELET,

Procedure

AT 71 Firewall Management Center V—E 2 7' NA X — T TV /r—a DA AL LRXT A—H %
ERC L £7,

«[7 4 —/V R4 (FieldName) |21, Firewall Management Center SSO #X & C [/ /L—7 A
N—@JE M (Group Member Attribute) JIZfEH L7z b D LR CARTZEH LE T (Firewall
Management Center {23531} % OneLogin D —H —1—/ /L~ v "> 7 DX IE, on page 55D A
Ty T 4 wRBH)

« [fE (Value) ]iZ1E, FMCUserRole 72 ED=—F=v 74 EZRELET, Zhid. ZOFIA
0)27’/72'@%552?‘5@753_47‘ T 4=V ROAHETE =BT HMERH Y 7,

AT T2 WAZ ha—H—7 ¢ —L KZ&{ER L T, Firewall Management Center 17 7 & A & FFO4%
OneLogin t—H#—Dax—HF —m — LIERE GO E T,

o 74—V R[4Hi (Name) ]IZIX, FMCUserRole R ED=—F = VA EZHRELET, T
X, ZOFIEOAT v 7 1 THHASNTWDLT IV r— gy BAZ L NT A—FITH
ESNTMEE =BT 20ERH Y 5,

* [#AE4: (Short name) ]IZIL, 7 4 — /L ROAMINT-RBELEZRELET (2
OneLogin 7R/ I~F v 7 A F—T A AMEHINET) .

AT w 73 Firewall Management Center —E 2 7'/ Xf X — T 7Y r—3 3 0 ~DT 7 AMEEFFOXK
=P —=IZONT, ZOFIED AT v T2 THER L2 A Z ha—F—7 4 —)L P& E Y
HTET,
Z—H—78 SSO Z il L T Firewall Management Center (22 7 A ' F 554, TDO2—H—|C
XL TZD7 4 —/ FIZE Y YT AHEIL, Firewall Management Center 7% SSO ##f% C Firewall
Management Center = — % — = —/L{ZE ) Y T2 & 3 2 fEi1272 Y £9° (Firewall Management
Center (23317 % OneLogin O —H—nm—/L< v ' 7 DFRIE, on page S5O AT v 7 5 5
LTLEEW)

What to do next

s XFEXFERT T 2D SSO &#H L T Firewall Management Center (22 271 > L, #]
fF L8V 12— —|Z Firewall Management Center = —% — a2 — L 3E| W {4 THNDH Z L &
BTHZET, BN~y BT AF—LET AN LET,

. Firewall Management Center L —+—
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OneLogin IdP (235143 7 b—TD1—H—a—nvwvErs0Ez [

OneloginldP [ZH 175 IL—TDA1—4HF—O—ILIVEV I DHRE

OneLogin &R — & L% L T, Firewall Management Center H— B 2 ' /31 X — 771
=2 alDAABLNTG A= LA ha—F—T ¢ —/L RE/ERR L £ T, OneLogin = —
P—% 7 N—7IZED Y TES, RIT, WRF L2—H =T 4 — ) FLa—PF—7 L —T Dl
W21 2O kD~ B 7 EER L, OneLogin 23— %—D 7 /L—"TF X L \—3 o FIZHS0

THAF La—HF—T7 4 — )L RIZEZHI VY THEIICLET, Zhbid, SSOur/ A 7 nr
& A H1Z OneLogin 23 7 /L — 7 _X— A D2 —H — 1 — LI #H % Firewall Management Center (2%
TFRERAREMELET,

OneLogin h—E A 70 A X — T 7V /r— a0, RO2FEEO T V—TDONT i
MT 2560860 £,

* OneLogin |2 R A T 4 T 72 T N—"T,

» Active Directory, Google Apps. LDAP 72 E D — K/X—F 4 77V r— g U bR S
z/[/f:’_ 7‘}1/__47"0

Firewall Management Center 2/ /L — 7 0 —/)L< v B> 72, WTNDDE A T O T N—"T%ff
HTEFEd, 20O ¥ =2 A FTiL, OnelLogin 7/1/»—7 PEHLI-e— L~y B ZITo0n
TiHALET, Y= =T o DOT7FV r— a7 NV—7%FHT 5121, MERCHEALT
WHY—RNR—=TFT 4 Oa2—Y—FET 7V r—a VHFBE L TCWDARERH Y 5, G
DUNTIL, OneLogin @ R¥ = A hEZRL TSN,

Before you begin
«OneLogin 7 KA A & ZDa—W—L TN —T %R L%, OneLogin 7 KA A
DR, on page SIE SR L TS0,

* OneLogin C Firewall Management Center Y—E 2 7'/ A ¥ — 77 ) rr— 3 U EERL
TEE LEF, OneLogin @ Firewall Management Center h— B2 7'/ A X — 77 /r—
T a VY OBRE, onpage S2E S L T 7Z 30,

» Firewall Management Center |Z33(F 5 OneLogin D —% —1—/ /L~ v £'> 7 DF%JE, on page
S50OFMPNUHES T, SSO 2 —HF—m— A~y B 7 ERELET,

Procedure

AT w71 Firewall Management Center %—E A 70/ A X — T 7V Ir—a LV DHAL LXT A—H %
ERL L £7

o [7 4 —/v R4 (FieldName) ]iZi%. Firewall Management Center SSO X E T [/ /—TF A
N—0D @M (Group Member Attribute) JWZAEMH L7 b D &R CARTZMEH LE S (Firewall
Management Center {Z35(F % OneLogin O —H% —11— /L~ v ' 7 DFXE, on page 55D A
Ty T4 mBH)

’[ﬂﬁ (Value) ] I, FMcUserrole R ED=—F = 74 HRELET, ZUE. ZOFIE
@x7/72fﬁﬁﬁéﬂ§3~% T 4=V ROARTE =BT OMERH Y £7,

Firewall Management Center L —+— .
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B rwemvzgmLEY LA v v EE

ATY T2 WA ha—H—7 ¢ —)L R&VER LT, Firewall Management Center (O 7 7 & A % Fi o4
OneLogin +—H#—D a2 —HF—nm— L fFREZEHET,
o« 74—V R[4H] (Name) ]IZiE. FMcUserRole 7R ED=—F = v V4 EZRELET, I
T, SOFIHOAT v 71 THASNTWET T r—a sy BAZ L NT A—Z T
ESNTAEE =BT D2X0ERH Y £,

* [JE##E4 (Shortname) ]IZIX, 7 4 — /L ROFMINT-RBLEZHBELET (2
OneLogin 70/ 73 ~F v/ A 2 —T A RAEHINET) |

RT9T3 12U D2~ =T 4=V R~y BT EER LT, ZOFEORAT » 72 TER LD A
B ha—H—T 4 —)L RIZTN—T _R—=ZADfEZE Y 4 TEJ, 4 OneLogin L —H— 7 /L —
7°ITIE LV Y Firewall Management Center = — % — 12 — /L A& ) 2 TH 72 DITHERE D~ v B
(5D AP0
e 2—H—D [F/L—T (Group) | 7 4 —/V RETNVL—TLLHEEL T, v v T7OEH
Z 1 DLV EERR L £,
EHDOEB AT 2HEIE. vy B 7 E2THTDIC, 22— —D T N —TNEMED—
BELITTRTUT T DU ERSLNE I DERINLET,

BT DT IVEERL T, ZOFIMEDOAT » 72 TER L2 A X ha—H—
74— RIEEEID Y TET, 74—/ F[4RT (Name) ] &, & LIZFHIC—BT
43 N TO—H—|Z%F LT OneLogin 8 Z DA AZ ha—HF—7 4 —)L FZE Y 4T3
LFHNEFRE L ET,

Firewall Management Center T3, Z @3 F-4l% . Firewall Management Center (Z331F 5
OneLogin O —H—1— L~ v B> 7 O E, on page 550 FE 5 T Firewall Management
Center = —HF—12 —/LZHIY H TR LET,

EEPETLIEL, $RTOIVEVITEBERALET,

What to do next

s SEIFERT AT D SSO ZfE L T Firewall Management Center (212 74 > L, #f
8 LB Y (22— —|Z Firewall Management Center = —— 1 — L 3E| D 4 THND Z L &
MERTHIET, B—A~w Y BV I AXF—LET A LET,

Azure AD Z{FRH L= 0TIV A A DEETE

Azure Z 1 LT SSO Z k9 D121, ROZX A7 B L TLEE,

. Firewall Management Center L —+—
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Azure T2 FDFERR .

Azure AD @ Review the @Configure an @(Optiona/)
Portal Azure tenant FMC service Configure

—p» provider app, user role

assign mapping

users/groups

FMC @ Enable single (‘D Configure the @ (Optional)
sign-on FMC for SSO, Configure

—»  test —p» user role

configuration mapping

(1| Azure AD AN — % /L | Azure 72k DFfEag, on page 61

(‘9))|Azure AD — % )L | Azure @ Firewall Management Center #— "2 7’1 /34 22— 7 7]
&/ lr—3 3V DF%E, on page 62

3 | Firewall Firewall Management Center T 3 > 7' /L1 4 > DAL, on page
Management Center | 38

4 Firewall Azure SSO H @ Firewall Management Center (D% i€, on page 64
Management Center

5 Firewall Firewall Management Center T Azure D1—H—n—/Lv v 7
Management Center | ;)27 on page 66

(6 |Azure AD N — 2 /L | Azure IdP |25 52— —nm —/b~ v £ 7 O E, on page 67

Azure TF > L DFEER

Azure AD IZ, Microsoft D~V /VFTF U N VT RR—=ADTAT T AT ABLRT 7R
Y —E X TT, Azure TlE, 2—F—RFELSSOT ATV FTT 7 EATELTTOD
T 2T L —T v RTFRALANEGENTNWDZ T 4T 4T T2 b EMFOET, Firewall
Management Center % Azure 77~ MZBIT ZR1IC, EOMMC OV T L EFEL T ZS
W, WOERZZREL T TEE,

* Firewall Management Center (27 7 £ A T 52— W — I N TT ) ?

e 2—Y—{F, TN—TD Azure T FD AL NR—TTN?

BT 4 L7 NN D=L T —T T N2

« Firewall Management Center 'C SSO # 7R — 572912, Azure 7> MIa—H—F 7
T N—=T ZBINT DMERDH Y 92

« ¥® X 9 7¢ Firewall Management Center O L—H — 1 — /L OE D Y TEITNETN? (22—
P—r— L& E| Y Y TRWEAIE, Firewall Management Center 23M# K FJRE/R T 7 4 /L kD
2P — L AT RTO SSO 22— P — |2 ABEIICE D Y TET) |

Firewall Management Center L —+— .
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. Azure O) Firewall Management Center Y —E X JONA A — 7T Ur— 3 VDHRTE

e B — Y- — vy B T YR — T HITE, Azure 7 PN —H—L 7
N—T% EOLIITRET DLERHY 3002

o N —H—F 721X 7 L— 712 E -5 T Firewall Management Center O 22— /L3~ » B
INDLHITHERTE EI 2, BH—0 Firewall Management Center O 7 7'V /r—3/ 59 T
X, ZA—7 A=V =Dl Forn—/~y B T FYR—T&RNZ LIZEREL
TLIEENY,

ZDORFa A ML, 22— =739 TIZ Azure Active Directory 78— & /LT EiE L TV T, Azure
AD 7T hOT T = a VEREWHREROT AT P EFFo TS T L aARE LT
VWE 7, Firewall Management Center (%, 77> MNEADO T I NP A o F BRI 74
AT T RO RRA L FTOHAzure SSO ¥ AR— F LTS Z LIZEE LTI ESW,
Azure AD PremiumP1 LA E DT A © o R & 7o — S)OUVEBLEHEIR N LB T3, B W T,
Azure D RF 2 XA FESZR LT ZE0,

Azure ) Firewall Management Center Y —E X AN/ A —F7 T H5—2 3 VDEKRE

Azure Active Directory IR — % /L Z{# ] L T, Azure Active Directory 7 7> h NIZ Firewall
Management Center #— B2 7'm /A X — T 7Y r—3 a9 U a{ER L, AR IREAGERE % ffe
SELET

N

Note  Firewall Management Center 7 7' U 7 —3 g NZa—H — L —F2E0 Y THZ L Z2FHE LT
WHEGEIE, ENOD T N—TAO2—PF—Z AL LTEHD B TRNTIEINY,

)

Note  Firewall Management Center (X, #%%® SSO B M Lizn—L~vy B 7 &R —FT&
FHA, a—F—m— vy BT ELFIN—T a v y T ONT N EEIR L,
OneLogin 7> 5 Firewall Management Center (& — ' — 0 — UIEH 25T 2 H— 0O @ &2 H ik
TOMENSH Y £7,

Before you begin

cAzure 7V P EFDZ—F—B LRI N—TIZOWTHEMLET, Azure 7 kDO
i3, onpage 61 B L T 723V,

e MBS U T, Azure 7Y MIa—W =T v b V—7%2 1 L F T,

. Firewall Management Center L —+—
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Azure O Firewall Management Center —E X TONA & — 7 T Yr—S 3 VDRTE .

A

Note > 25 ATIX, SSOTH VY hDa—HF—% L SAML R A
7' 1 & AH1|Z IdP 73 Firewall Management Center (22515 9% NamelD
BIEOT ST NENRBEAA—NLT FLATHLLERDHY £,
Z<DIPIF, r7A LIS E LTV La—F—Da—F—4
% NamelD J&PEE L CHBIRISA M L EI 25, T 1dPIZiE L
TV EHERTDMERH Y £9, AP TH—ERX S/ (¥ —
77— a v &EGE L, Firewall Management Center ~® SSO
T 7w AR EFFO WP 22— —T v N EERT 25 EE.
ZOZEICERLTLEE,

« #—7%"> b Firewall Management Center ® 2 27 A > URL # i L £F (nttps://
ipaddressiorihostname)
)

Note  Firewall Management Center Web f > % — 7 = A AZ# 557 URL
(To & 2E, BRI RAAL 4 EIPT RLA) TP 7 EATE
86, SSOa—H—id, ~HLTIDX A7 THKT L 17 A
> URL % ffi [l L C Firewall Management Center (27 7 & 29" % 4
ERHY £T,

Procedure

AT 71 Azure AD SAML Toolkit ZX— A & L Cflifl L C, Firewall Management Center F— &2 712 /3
AX—TTV r—va e ERLET,
ATv T2 [FARHZRSAMLHE (Basic SAML Configuration) | DIROBEEHALTT SV r—ra %
ELET,
. [%%C)DJIJ% (=27 47 4ID) (Identifier (Entity ID)) I SeIANGEN SCFH /saml /metadata
% Firewall Management Center 2 27 > URL IZiEBAI L £9°, f :
https://ExampleFMC/saml/metadata,

* I URL (Assertion Consumer Service URL)  (Reply URL (Assertion Consumer Service URL)) ]
W2V T, 3CF51 /saml/acs % Firewall Management Center 2 7'/ > URL(ZiB L £ 77,
B https://ExampleFMC/saml/acs,

« [ A A2 URL (Signon URL) ]IZ2WTIE, 3LFH /saml/acs % Firewall Management
Center 2 7' A > URL (2Bl Li‘?‘o ) - https://ExampleFMC/saml/acs,

AT T3 77V r—varo—E1—Y—HF4 (LRTID) EREHHE L T, Firewall Management
Center COY A A Da—WF—fra—WF—T v MIEEMTONTEFA—LT R
ANZHRA L ET,

Firewall Management Center L —+— .
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. Azure SSO FA® Firewall Management Center 0D 5% &

ATy T4

ATy TH

ATvT6

ATy 717

ATvT8

« [V —A (Source) ] T attribute Z R L F T,
« [V —AJEME (Source attribute) ] : user.mail ZEIR L 97,

Firewall Management Center C SSO & {Ri# T 572 O DAEHEZ AR L9, FEAFEIZITROA
Tra e LET,

«[B4 47 2 > (Signing Option) ] T [SAMLIGE & 74— 3 B4 (Sign SAML
Response and Assertion) | Z &R L £ 7,

<[4 7Y X2 (Signing Algorithm) ] {2 [SHA-256] Z &R L £7,

Base-64 /3— g VOOFEHEEZ B — DL a v B a— X |ZX v — K LE T, Firewall Management
Center Web 1 > % —7 = A AT Azure SSO LT 5 & TITHEIZ/2 0 £,

TV r—a D SAML RX—ADY A A UERT, ROMEEAELET,
«[B% 4> URL (LoginURL) ]

s [Azure ADF5I 1 (Azure AD Identifier) ]

Firewall Management Center Web 1 > % — 7 = A A C Azure SSO ZHpk 4 25 & 12, 2 HDHE
DL T2 D 7,

(A7v 3 ) Firewall Management Center TSSOt v F7 v 7 & B HIZT 572D, Firewall
Management Center ¥ —E 2 70N X — T 7 r—1 3 O SAMLXML A X5 —4% 7 7 A
v (AzurePortal TIZ 7T T L—2 3 U AZT—R XML EMHENET) 2r—H L ar Ea—
Iy rm— R T&EET,

BEAF D Azure = — W — & 7'/l — 7 % Firewall Management Center %— E 27 7' U r—3 3 L |ZH]

DYTET,

Note

Firewall Management Center 7 7° U 77— g NI 2 —H =7 N —T%EV ¥ THZ L &FHE LT
WHGEIZ, ENHD T NN—TNOZ—HF—ZHAL LTEHD Y TRNTIEIN,

Note

a—P—Dn—~vy BT ENT 550, MAL—F—HERE 21T 7V —THRIZES W
TE—ANT Yy BT IND &Ik TE £33, H—0 Firewall Management Center O 7~

Vor—varTid, =7 HANa—F—DilGorn— L~y B 73R —hTERNT
EICEELTLEEN,

What to do next

VTN A A BT LET, Firewall Management Center CO > > 7 LA A D
Wk, on page 38 S L T 7230,

Azure SSO A D Firewall Management Center D% 3E

Firewall Management Center Web f > % —7 = A A CINHLOFNEEZFH L 9,

. Firewall Management Center L —+—
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Azure SSO F3 ® Firewall Management Center O 5% & .

Before you begin

* Azure AD 78— # )L C Firewall Management Center — &2 7'm A X — 7 7 r— 3 >
ZVER L ¥ 9, Azure @ Firewall Management Center h— B &2 7'/ X — 7 7Y rr—3 5
v DF%IE, on page 62% S L T 72X 0y,

s VT NY A A EFMZ LET, Firewall Management Center TD > 2 7 /LA 4
DAY, on page 38 ML TL 72 & 1,

Procedure

ATy 1 (ZDAT v 7|IFirewall Management Center T > > 7 /L4142 DA WL, on page 387> 5
BEEfEET) . [Azure A ¥ T — X OF%E (Configure Azure Metadata) | %A 7 1 Z1Zi%, 2O
OB H Y F97,

* SSO WAk IF A FEIC AT 51213 :
a. [FTEIET (Manual Configuration) | A7 v arvARFZ %7 Uy 7 LET,
b. Azure SSO —bE X 7a A X — T 7V r—ra U b LIEEE AT LET,

NTATUT 4T 4T anNA Z—Dv TN A A URL (Identity Provider Single
Sign-On URL) ]IZi%. Azure @ Firewall Management Center #— B A 7' /3A &' — 7
TV r— 3 VOFRTE, onpage 2D AT v 7 6 TEEXED-OF /4 URL # AL
£

NTAT T 4T 4 T anA X —%4750 (Identity Provider Issuer) ](Zi%, Azure ®
Firewall Management Center %— B X 7'/ NA X — 771 r—3 3 OFXIE, on page
2DAT 7 6 TEXHDI- Azure AD ERIF+ AT LET,

* [X.5095EH3E (X.509 Certificate) ]1Z1X. Azure @ Firewall Management Center — £ A
TaNRA X — T TV r— 3 VORE, onpage 62D AT w75 T Azure )DL X TV
n— RL7CiEEEZERLET, (TXA =T 4 X2 L CGEHEY 7 14 V&5
&, NAEZ 2 — LT [XS5095EHE (X.509 Certificate) | 7 « —/L RIZAE Y i &
)

cAzure [C XS TERSNIZXML A X T =27 7 A vEma—T)LarEa—ZIfjffLiz
Y& (Azure @ Firewall Management Center %— B X 7'a /3 X — 77 r— 3 Ok
7E, on page 62D AT v 7 7) | 7 7 A L% Firewall Management Center |7 v 7’ 12— K T&

EJ RN

a [XML77ANLDT v7ur—FK (UploadXMLFile) |47 v arh&Z a7 v LE
j—O

b. HEHEDIERIZEST, B—HLara—F EOXML AZTF—F 77 A VICBEIL
TEHERLET,

ATFw T2 [k~ (Next) 1227V w7 LET,

Firewall Management Center L —+— .
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. Firewall Management Center T Azure D 1—H—O— LI v EV T DRTE

ATvT3

ATvT4

ATy TH

[A X T —H DOFGAE (VerifyMetadata) |44 7 17 C, fipk/NT7 A —X 22 L, [PR1F (Save) ]
27V v LET,

[Test Configuration] #7 U v 7 LE T, VAT AT — A vE—URERINTEHAIL,
Firewall Management Center @ SSO #%/E & Azure —E R 70 f X — T 7V r— 3 > &
WL, =7 —%BEELTroEMTLET,

VAT LDERNT A NORKEEWRE L6, EH (Apply) 1227V vy LET,

What to do next

7 arT, SSO 22—V —pu— vy B EEETE EJ, Firewall Management Center
TO Azure DL—H —1a—)L~< v B2 VOFKIE, onpage 66 SR L T3V, r—L=w oyt
VU ERBRELIRWTZ EERIRUIZYA. 7 7 4 /L R T, Firewall Management Center (22 27 A 2
953X TPDSSO =—H¥—|Z, Firewall Management Center T Azure DL —H —z—/L< v &
VT DFTE, onpage 660D AT v T 4 THRELIZT 7 4/ ha—HF—m—Ln3EH Y Y TohE
R

Firewall Management Center T Azure D 1—H—0O—)LIY v E VY DERE

Procedure

ATy I

ATy T2
ATvT3

Firewall Management Center Web { > % —7 = f A Ca—HW—nm—/L<vy B T ZHETLH7 4 —
L RIE, SSO e A A F—DERUCERRFE LT, 72720, MT 2T, T2
SAMLSSO 7't/ A X —Da—F—n—IL~< vy BV OHEALEEZEZEETLLENDH Y 7,

Before you begin

« BEfF D Azure =—H— L VL —T 2R LE T, Azure 7 N OHERR, on page 61 % 2[R
LTLEENY,

« Firewall Management Center ® SSO ¥ —E A A X — T 7 r—va U EHRELE
9, Azure @ Firewall Management Center —E A 7' /A X — T 7 ) r—2 3 VORE,
onpage 2L T IZE W,

« Firewall Management Center C > 7 /L4 A A L ZHNZ LTk iE L E T, Firewall
Management Center CO ¥ > 7 /LA L 4 DA ZE, on page 383 & U'Azure SSO H D
Firewall Management Center D&% iE, on page 64& M L T 72 &0,

[ AT L (System) | @) >[21—H— (Users) |>[ 2T ILY A >A > (SingleSign-On) |
IR £,
[E$#5%E (Advanced Configuration) ] Z R L %4,

[T bODaA—F—0O—)L (Default User Role) | Ky 7X o0 2 hnvh, 2—HF—%
F Y YTSHF 7 4 /L b O Firewall Management Center = — ' — 12— /L Z38&R L 7,

. Firewall Management Center L —+—
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ATvT4

ATy TH

ATvT6

ATy F1

Azure 1P (=353 5 1—¥—n—L3 v EvsoBE [

[FIL—T A 2\—EH% (GroupMember Attribute) | 7 4 —/V RiZ, 22— —F 737 1—7

@ Firewall Management Center = —%— 12—/l <= v &' 7 D722 Azure TRE STz BME%E

AN LET, Azure [dP 1B DAL —F —D 2 —HF—nm—/L< v 2 FDOFEIE, on page 68

DAT v 71 ElF Azure AP IZBITF 5 7 NV —7 Do —F —a—/)L< v B2 7 DOFKIE, on page

69 DAT v 71 #ZRMLTIIZEN,

1O EDaz—F—a— <y B TEHEL, TNUHE 1 DL ED RA A AZBEERMT F

R

a) [FI—T A 2N\—EHfE (Group Member Attribute Value) 1T, [#R&E (Edit) ] RZ
7YV w 7 L, IdP TER STV DJEMEAE & —ET 2 CFHNE /X ERKRB L L TR
EEADLET, EEOEE D~ TRU>TANTLHZ b TEET,

b) [FAA Y (Domain) | ey XX JRARNT, RAAL U ERRLET,

¢) [A—JL (Roles) | ke vy 7X v URX NG, 12U EOa—F—m— L &R L F7,

Firewall Management Center (X, JBPEfEZ . IdP 28 SSO = —H — 1§ & & H 1T Firewall
Management Center |Z3X{5 3 52— — m—L <~y o 7 BMHEEE R LET, —H A
272% & Firewall Management Center [X, f ST RAAL U ~DT 78R L L BT, %t
ST DR — L Ea—PF—IIff 5 LET,

d FFvay) [A—F—A—ILTvEYTDEM (AddUser RoleMapping) 1% 7 VU v
J7LT, a—F—m— vy EEHITBMLET,

[Test Configuration] #7 U v 7 LEd, VAT AL =T —RAvbE—URERINTZY

Firewall Management Center ® SSO f§ & Okta r—E R 7'm A X — T SV Fr— 3 /%EE%

g8 L, =7 —ZEBEELTrbHERAITLET,

VAT LT A N ORI RS LT b, [ (Apply) 1227V v LET,

What to do next
H— Ezfmﬂ4ﬁ TV =gy TCa——n— vy e LET, Azure
IdP (2B 52 —H—nm—/L~ v B2 VT DOFKIE, onpage 674 S L TS0,

Azure ldP [ZB+51—H—O0— )LV EV T DETE

AN —F— DR £ =13 7 — T ORERIZ ESN T, Azure AD R—#Z )L TSSO 2 —H— 11—

N2y U T EBRETEXET,
cfANZ—PF—DT 7 AHFIZESNT~ vy 7T 5120%. TAzure IdP I28B1F A A\ =—
P—Da—HP—n— v B TOHRE] EBR LTI,

c TN—T DT I AFAICESNT vy 7 T5I120%. TAzureldPIZBITH 7 —T D2 —
P—pg— vy BT DE Ej%ﬂ%bf<#ém

SSO =.—#—7 Firewall Management Center |22 7 A >3 % & Azure |X. Azure AD 7R — ¥ /L
TRESNTT SV r—rara—Anbia BT 52— —£7i3 7 v—"n— Lo Rk

% Firewall Management Center (Z#27~ L £ 9", Firewall Management Center (%, % O JEM(E %

[FIL—TF A N—DEME (Group Member AttributeValue) | 7 ¢ —/L ROIEHIFEL & bk

Firewall Management Center L —+— .



Firewall Management Center1—+'— |
. Azure ldP [2E T 2BEAL—F—D1—H—O—ILI v E T DHRE

L, 2= PR EINTr— & BESNTZRAAL ~OT 78 AMEE G LET, (—
T2 LONRRONE 24, Firewall Management Center (5% € FIRE72T 7 + /L b D= —
P—rm—nra—YP—fff5ELETEZ—F -2 LET) |

\}

Note  Firewall Management Center B — T, 7/ —7 LHANL—F =Dl Do —/L~ v & 7 %4
AN— FT& EH A, Firewall Management Center tF—E A 7'a/ A X — T 7Y Fr—3 9 2%
LT1o0O~xy B 7 hikaERL, thiae B L TENT28ENRH Y £3, Firewall
Management Center |, Azure TR S 72 1 DOBEROALEFHL Cr—L~ v B 7 &
R—bT&ET, —RIC, IV—TXN=2ADn— L~y U7 ZROZ—F—NND
Firewall Management Center T L V) Zh3EH)T9, Azure 7 MK TN S e —H— L 7
N—TDERXEEET DMENDHY £,

Azure ldP 2B A3 EAL—HF—D1—H—O— LT Y EL T DHRE

Azure T Firewall Management Center —E 27 7' J 7 — g VO A2—HF —Du—/L< v E
VT HMENLT BT, Azure AD R—FZ VA LT 7Y r—a UCESREBIML, 77
Vor—aOFgg~="7=xA MIa—/LZEBMLT, a—/lZa1—%— |28 Y TET,

Before you begin
s Azure 7V N EMERR L E T, Azure 72 b DR, on page 61 F B L T EE 0,

+ Azure T Firewall Management Center % —E 2 7' u /A X — 77 r— 3 VE{ERR L T
& LET, Azure @ Firewall Management Center h—E 2 F'm /(X — 77 Fr— 4
v DFXIE, onpage 624 S L T 7230,

» Firewall Management Center T Azure D —H—n1—/L~< v &' 7 DFXIE, on page 66D
BIZHE> T, SSO 22— —m— N~y B TERELET,

Procedure

ATY 1 ROFEZMHH LT, FirewallManagement Center —E 27 7' U /77— 3 > SSO
P—ERABEMLET,

* [4 7 (Name) ] : Firewall Management Center SSO 5% & C[Z/ /L —7 A L/ 3—D &Mt (Group
Member Attribute) [IZAS) L7zb D LR UCFHZEH L E T,  (Firewall Management
Center TP Azure D L— —11—/L< v "2 7 DFXJE, on page 66D AT v 75 LML T
<IZEW)

o [& BB DA (Name identifier format) ] : [ (Persistent) ] Z 3R L F 7,

EN—

e

o[/ —A (Source) ]: attribute ZIBIN L F T,
o [ —AJEME (Source attribute) ] : user.assignedroles Z &I L F 7,

. Firewall Management Center L —+—
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Azure P 1851137 L—TD1—F—0—nv v Er 508z [

AT w72 Firewall Management Center V—E A7 7' U r—r g dO~v=7x A (JSONFEX) ZimkEL,
TV r—varya—/LEBIMLT, SSO —H—{ZH|Y 24 T% Firewall Management Center
a—P—m—LE2RLET, BROEHEREL BMFO7 7V r—varn— L ERE I —
LT, ROTaNRT 4 B EBETTHT LTT,

* displayName : AD Azure IR — ¥ )L CERIND 2 — VD4 Hi,
* description : B —/ VOO HEZREIH,
c1d: =72 A MNDID T 0T f OFT—ETHDHMEN D DIHT,

s value : 1 DLL_E® Firewall Management Center = — % —1— /L2 £ 3 XF5, (F : Azure
T, TOXFINCAR—RZEODHZ LITTEERA)

AT 73 Firewall Management Center —E 27 7' U r—3 3 AZEID ¥ Toica—HF—TLiC, 2D
TV r—=varOx=7 A MOBMLETY 7 r—varm—no15%E 0 4 TET,
2 —H—38 SSO A L T Firewall Management Center (212 7 A ' F 534, £DO2—H—|C
B Y CTAHT Y r—rara—ud, Azure DY —ERT 7Y —3 3 »OFERK T Firewall
Management Center (225153 5 fE T9, Firewall Management Center |, SSO #%E C Firewall
Management Center =— % — 12— /L|ZE| Y 4 T/ & FR % kit L (Firewall Management Center
TO Azure DL—H —1—/L~< v B2 FTDOFEIE, onpage 66D AT > 7 6 &) | —T 57
~T D Firewall Management Center = — ' —11— /L& 2 —H—|ZEI ) B TEF,

What to do next

s SESFERT AT KD SSO ZfEM L T Firewall Management Center (212 74 > L, #f
£ B 0 |2 —H —|Z Firewall Management Center == —— 1 — L3 E[ D B CTHNDH Z L&
MBI H2ZLT, n— vy BT AFX—LETAMLET,

Azure ldP IZHBITH 0 IL—TD1—H—0O0— LI Yy ELTDHERTE

Azure C Firewall Management Center %' —E X7 7'V r— g o Oa—H—7 L —7FDu— /L
~ v BT HMENLT DT, Azure AD R — XV EER LTT 7 r—3 3 UCEREZBIL,
TV r—varyORE~ =7 = A MIe—/LEZBIMLT, m—V& 7 L—7ICH0 Y TE
‘d‘o

Before you begin
s Azure 7V N EMER L E T, Azure 72 b OMERE, on page 61 B L TL 72 &0,

* Azure T Firewall Management Center h—E 2 F'a A X — 77U r— 3 VE{ERR L T
HE LET, Azure @ Firewall Management Center h— Y A 7' /N X — 77 r—1/ 4
> DFEIE, on page 62 S L TL 72Xy,

» Firewall Management Center T Azure DL —H—nm —/L~< v &' 7 DFXE, on page 66D
B> T, SSO 2 —F—m— L=y B T ERELET,

Firewall Management Center L —+— .
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B raewr 54550 —F01——n—n7 v EL DR

Procedure

ATy 1 ROFMEEMH LT, FirewallManagement Center %— & 27 7' U /77— 23 > D SSO # EIT 2 —
PR ZBEML £,

« [4H7 (Name) ] : Firewall Management Center SSO 5% iE C [/ /L — 7 A L /3—D @M (Group
Member Attribute) [ IZATIL7=b D &R UCFHNEHEH L ET,  (Firewall Management
Center TP Azure DL —H—1—)L~ v &2 7 DF%TE, on page 660D AT v 7 5 LML T
<FEEW)

o [ZRFED] DO (Name identifier format) ] : [7kf¢ (Persistent) ] ZER L ¥ 9,
o[/ —A (Source) ]: attribute ZIBIN L F,

o [V —AEVE (Source attribute) ] : user.assignedroles & BN L F 7,

AT 72 FirewallManagementCenter h —E A7 7'V /r—> g v O~v=7x A b (JSONFER) ZHmEL.
TSV —vara—L&2BIL T, SSO —H—|Z#]V 24T 5 Firewall Management Center
a—P—n—LE2RLET, RLEERTEL BBFO7 7 ) r—rvarn—LEREaE—
LT, ROTaRT 4 &2ETT5HZLTT,

* displayName : Ad Azure R—=Z VTR REINDLHE—/LDA ﬁﬁo
* description : 1 —/ LDl HL72 0B,
c1d: V=7 x A MADID T 8T 4 DR T—ETH D LENH DT,

s value : 1 DLL L@ Firewall Management Center == —#'— 12— L2 &3 L 75|, (Azure T
T, ZOXFINAR=AZZHLH LT TTEEA)

AT w73 Firewall Management Center — E X7 7' U rr—y g AZED LY ToHNIZINV—TT LI, ZD
TV r—varOv =7 2 A MIUBMLET 7V r—varn—Aol1 2550 ¥ TET,
Z—H—78 SSO Z il L T Firewall Management Center (22 7 A ' F 554, TO2—H—0
IN—TIZEVECTHT T r—rara—uid, Azure B —E AT 7Y r—y 3 OER
C Firewall Management Center (255 4" 2 T9", Firewall Management Center (3, SSO &X&E T
Firewall Management Center = — " — 1 — /L2 ) 4 Tz A & Bk & ik L (Firewall Management
Center TP Azure DL —H—11—/L< v B2 7 OF%IE, on page 660D AT v 7 6 #5MH) | —
9% TP Firewall Management Center = —% — 1 — /L& 2 — W — (28D Y4 TET,

What to do next

SESERT AT B SSO i H L T Firewall Management Center (272 71 > L, #iFF L
Y 1= —H —I(Z Firewall Management Center = — % — 12— L3 E| D BT oL D 2 &L 2R T 5
LT, B ARy BT AXR—LET APLET,

. Firewall Management Center L —+—
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Pingld £ L1=> v o4 1 w4 0iE [

PingD ALV TS A VAV DEE

PingID @ PingOne for Customers 5t 2 L T SSO 2 ET DI121E, ROF AT SR LT
STEEW,

PingOne for @ Review the @Configure an
Customers ~ PingOne ~ FMC service

Administrator’s environment  —p  provider app

Console
= n
EMC (3 ) Enable single (4 ) Configure the
~ sign-on ~ FMC for SSO,
—»  test

configuration

/[ PingOne for PingID PingOne for Customers Bt 5E D=8, on page 71,
A CuStOmerS %fi% =
NSZAYI%
: (5\5 PingOne for PingID PingOne for Customers ¢ Firewall Management Center H— & X
| Customers FHE 2 | 7 X f H— T F Y r— 3 > OFE, on page 72,
=)
3 Firewall Firewall Management Center CD 3 > 7 /LY A 4> DH L, on page
Management Center 38,
4 Firewall PingID PingOne for Customers % {# f| L 7= SSO A @ Firewall Management
Management Center | Center 7% 52, on page 74,

PingID PingOne for Customers IR1E DR

PingOne for Customers X, PingID @7 7 7 RTAA k I % Identity-as-a-Service (IDaaS) #fh
C¥, PingOne for Customers Cix, =—H—RFELCSSOT7 IV N TT 7 EATELTXTD
T 2T =T RTNAAREENTWDEZ T 4T ( ZBRE L FEONE T, Firewall Management
Center % PingOne BREEIZIBINT D AN, ZDOMFRIC OV T IS HFEL T ES WV, ROEMA
BRELTIEI,

» Firewall Management Center (27 7 Z A CT& 5 2 —H — XM AN TT I ?

» Firewall Management Center C SSO Z ¥R — N 572012, 2 —HF —% BT HLE N H
URE S RIE

Z O R¥F = A2 M, PingOne for Customers & FEFH =1 0 Y — /VIDIEIE L TV T, MRS ELEE o —
WNEEDST T "o TWnWAHZ L ZRHRE L TWET,

Firewall Management Center L —+— .
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. PingID PingOne for Customers @) Firewall Management Center ¥ —E X O/ 54— 7 T 45— 3 D DHRE

PingID PingOne for Customers 0D Firewall Management Center —E X O/ 4 — 7 T
r— 3 VDERE
PingOne for Customers ‘& P& =1 > — /L Z i [ L T, PingOne for Customers B252 N Firewall
Management Center #— B2 7'm /A X — T 7Y r—3 a9 U a{ER L, ARG E % ffe
SLET, ZORFa A FTIE, ERICHRET 5 SSOBREE 2 2T 25 72 T %272 PingOne
for Customers D X TOMEREICOWVTHH L TWDE DI TEH Y THA, 2L 2E, 22— —
ZVER9 % 121X,. PingOne for Customers O R¥ =2 A > &S L T 720,

Before you begin

* PingOne for Customers gz & Z DL —HF — 2OV T IS HEL T E X0,
« MEZJR U T, BMOa—F—%FRlR L7,

A\

Note > X5 ATIE, SSOT A VY hDZ—HF—% L SAMLu 7 A >
71 & A H1|Z IdP 73 Firewall Management Center (22515 9% NamelD
BHEOm T NENRBTA—NT RLATHALILENDY £7,
%< DIPIF, v/ A LEH LTV DHa—F—Da—F—4%
% NamelD B L L CHBINIZEN LETA, Zhas 1dP 125 L
TWODEMERT HDMENRSHY 7, IdP TH—ER /o F—
TV —va rE#E L, Firewall Management Center <~ SSO
T U AMEREFFO AP 22— —T h 7 v b BERT DA 1T,
TOZLITEELTIEEN,

« #—/7 | Firewall Management Center ® 1 7' > URL Z i L £ 9 (nttps://

ipaddress_or_hostname)

N

Note  Firewall Management Center Web f > % — 7 = A AT URL
(Tl 2iE, BREM RAL A EIPT FLVA) TY 7 EATE
%6, SSO—H—ix, ~HLTIDX R THKTL2r /A
> URL % f# ffl L C Firewall Management Center (27 27 & 29 2% 4
b £,

Procedure

AT v 71 PingOne for Customer HHH =V —/LAMH LT, IROREZMHEH L TBRENICT 7Y 7r—
va v EERLET,

« [Web7 7'V r— 3> (WebApp) 1|DOT 7V r—a A7 aERLET,
s [SAML] D#fe Z A 75 IRL £ 37,

. Firewall Management Center L —+—
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ATy T2

ATvT3

ATy T4

ATy TH
ATvT6

ATy 71

PingID PingOne for Customers ) Firewall Management Center ¥ —E X O/ 54— 7 T 45— 3 VDRE .

SAML IR DR ELMEM L TT 7V r—va VEAERELET,

* [ACSURL]IZ DWW, XFF /sam/acs % Firewall Management Center = 77 > URL |Z;B
j][l Li@—o WJ : https://ExampleFMC/saml/acse

« [B4FEAE (Signing Certificate) ] T, [T H— 3 v EIEDES (Sign Assertion &
Response) | R L £,

« [B4 T L2 Y XL (Signing Algorithm) ]121%, RSA _SHA256 ##iR L £ 7,

«[=7 47 4ID (Entity ID) JIZ2WTiX, LFF /saml/metadata % Firewall Management
Center &2 7 > URL (Z:B N Liﬁ‘o {ﬁd ! https://ExampleFMC/saml/metadata,

* [SLO/3A > F (SLO Binding) ] T [HTTP POST] Z %R L £7,
o [TH— 3 HRNRM (Assertion Validity Duration) ] (21X, 300 & AL &,

7TV — a3 ® SAML BfiERICH D, IROMEIZHER LT EEW,
o TN A AP —E A (Single Sign-On Service)
« 174 ID (Issuer ID)

Z 6 DOfEIX, Firewall Management Center Web 1 % — 7 = A A C PingID @ PingOne for
Customers fft A2 LT SSO R ET H & TITMEIZR Y £7,

[SAML/&M: (SAML ATTRIBUTES) ] C, H—0OMEBMEIZH L TROBIREZITVET,
« [PINGONE—#% — & (PINGONE USER ATTRIBUTE) ] : Email Address

[TV r— 3 v EME (APPLICATION ATTRIBUTE) ] : saml_subject

BLFEAEE XS09PEM (ore) B TH Y u—RL, B—arEa—2 R FELET,

(7> 3 ) Firewall Management Center T SSO& v k7 v 7 A fHHIZT 5 7-HIZ, Firewall
Management Center ¥ —E 2 7' /NAf X — T 7V /r—1 3 O SAMLXML A X7 —4% 7 7 A
Naen—HNA L 2—FIF T = R TEET,

TAVr—va B LET,

What to do next

VTN A A AT LE T, Firewall Management Center COD ¥ > 7 /LW A A L DA
7k, on page 38 Z ML T E Xy,

Firewall Management Center L —+— .
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. PingID PingOne for Customers % { fii L 7= SSO F O Firewall Management Center 0% &

PingID PingOne for Customers % {#F3 L 7= SSO Fi ® Firewall Management Center O % 7€

Before you begin

» PingOne for Customers & ¥ =2 > >/ — /L C Firewall Management Center — & A2 7'1 /31
X—T7 7V r— 3 &EVER L E T, PingID PingOne for Customers @ Firewall Management
Center h—E R Fu /A X — 77V r— 2 OfFGE, onpage RS LT IZ3 0,

s VTN A A I LET, Firewall Management Center CD 3> 7 /LA A
DAL, on page 38F B LT 7251

Procedure

ATvF1 (ZDAT v 7 IIFirewall Management Center T 3> 7 /LA L 4 > DAY, on page 387> 5
EEX £7) . [PingIDA ¥ 7 —% D% E (Configure PinglD Metadata) ] %A 7 17 Z1Zi%, 2
DODERE R H Y F97,

« SSO MRt A FETA T 2121
a. [TEFEE (Manual Configuration) | A7 v a v R& %7 v 7 LET,
b. PingOne for Customers FHE 2> VY — AL EG L7-EE AT LET,

S TAT T AT A4 TN, Z =D 7 YA 4 URL (Identity Provider Single
Sign-On URL) ]{Zi%, PingID PingOne for Customers ® Firewall Management Center
=R TuNS =TT r— 9 OFETE, onpage 2D AT v 73 TEX
HOI TN A oF Y —EXE AT LET,

[TAT T 4T 4731 X —54T75¢ (Identity Provider Issuer) ]{Zi%. PingID
PingOne for Customers @ Firewall Management Center $— A2 7'm /31 X — 7 7Y
r—a Y DORKIE, onpage 2D AT v 3 TEXHDTERITEIDEZANLET,

[X.5093EAAE: (X.509 Certificate) ] (Zi%. PingID PingOne for Customers @ Firewall
Management Center %— B X 7' /A X — 771 r—3 9 DOFXIE, on page 720D
A7 75 T PingOne for Customers 7°H 4 7 > — R L7GEELZFEH L ET,

(THXFA T 4 XL CGERAE T 7 AV ER X, NEZ 22— L T[X.509
SERHE (X509 Certificate) | 7 4 —/b RIZRE0 AT F3, )

* PingOne for Customers | & > TAER SN XML A X T —4 7 7 A v —H)L a2 Ea—
IR TFE L7=54A  (PingID PingOne for Customers @ Firewall Management Center " — £ A
TR, L =TT =3 COFRIE, onpage 2O AT 7 6) | [XML Z7A4ILDT Y
70— K (Upload XML File) | 7 V4 R& > %27 Vw27 LT, 774 /L% Firewall
Management Center (27 > 7’10 — R T& £,

ATY T2 [k~ (Next) 1227V v LET,

. Firewall Management Center L —+—
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ATvT3

RATv74
ATvT5

ATvT6

ATy 17

ATvT8

ATvT9

SAML 20 410> 50 F0/31 ¥—Tnv v ILt4 oA onEE [

[A % T —H OWGE (VerifyMetadata) |4 A 710 7 C, /N7 A —X &M L, [f#17F (Save) ]

Vv LET,

[E¥#0E%E (Advanced Configuration) ] Z BB L %9,

[T+ bDaA——0—)L (DefaultUser Role) | Ke v 77X U R s, 22— —%

EID 24 CT%F 7 4+ /L kO Firewall Management Center = —% — 12— /L 28R L £ 7,

[FIL—T A 2\—EH% (GroupMember Attribute) | 7 4 —/v RiZ, 2—H—F 737 1—7

® Firewall Management Center =— % — 1 —/L < v "> 7 D72 |Z PingID PingOne TiX & L 7=

EYEE AT LET,

1O EDaz—F—a— vy B TEHEL, TNHE 1 DL ED RAA BT F

R

a) [FI—T *N—EME (Group Member AttributeValue) 1T, [#R&E (Edit) ] R ¥
7 Vw27 L, IdP TERSINTWDEMME L —BT 2 0CFFNETITERKRBLE L TEM
EEANTTLET, HEOEEY I o ~TRY->TANTEZ L TEET,

b) [FAA > (Domain) | Rey XU URRT, NALUEZBRIRLET,

¢) [A—JL (Roles) | Fue w7 X7 UR D, 12U EOZ—F—nm—LZRIR L E7,

Firewall Management Center |, JBM:fE% . IdP 2% SSO = — —1&F¥#H & & & (T Firewall
Management Center |25 22—V — n— vy B 7 EMHMEE IR L ET, —Eni
271% &, Firewall Management Center [X, S/ KA A L ~DT 7R &L BT, xF
et R — N Ea—F =I5 LET,

d) F7vay) [A—H—DO—ILIYvE2SIDEM (AddUser RoleMapping) [ % 7 U v
LT, a—P—nmn— vy 72 IbIBMLET,

[Test Configuration] 7 U v 7 LE9, VAT AT — A v —UNERINTZHEITL,

Firewall Management Center @ SSO % & PingOne for Customers h—E 2 ' /A X — 771

r—varEfEipl, =7 —ZEELTrLHERITLET,

VAT DHPRERLT A SO ERE LS, EM (Apply) 122U v 7 LET,

SAML 2.0 #EHLD SSO TANA Z—TD L VT A VA U DERE

Firewall Management Center [, SAML2.0SSO 7' & f a2 /LVHEPLD SSO T A 7> T 47 4 7 aN
AF— (dP) ICKD¥ TN A FA PR —FLTOET, IRIAVSSO 7 r/ A X —%
BT 72D DO—KERFIETIL, FATTH5X A7 OMEEZR S LERHV ET, ZORFa
A v hTEARRICH DR T T m s X —2 ] L TSSO S 3 %1213, iEIR L7 IdP
WCEHAL TV DRERSH Y 9, ZhDHDOX AZ7E, SAML 2.0 #EHLO SSO 7 1 /31 ' —%A{f
L=y WA 4 > O 71 Firewall Management Center % 5% €9~ 2 TMAZ W42 729
WL HET,

Firewall Management Center L —+— .
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"
IdP (1) Familiarize
Administration yourself with

o the SSO IdP
A2 and the SSO

federation

FMC

':\_2_ ) Configure an
FMC service
—p  provider
application at
the IdP

!

( 3 ) Enable single
sign-on

4 } Configure the

(8 )(Optional)
Configure
user role

mapping

A

/ 5 ?3 (Optional)

~ FMC for SSO, Configure
test —» userrole
configuration mapping

Firewall Management Center1—+'— |

IdP EET 7Y r—3 g v

SSOTAT T 474 7EN
AX—BLWSSO 7 =7 L —
¥ = v OBRiE, on page 76,

[P EHT 7V r—ya v

SAML 2.0 #EHLD SSO 7'r N
A X —HOFMC —t =R 7
BB =TS r—a v
DFXIE, on page 77,

Firewall Management Center

Firewall Management Center C 7
VTN A I DR,
on page 38,

Firewall Management Center

SAML 2.0 ##Lo SSO 7' /X
A H—ZAEH L7z SSO o
Firewall Management Center 7
%7€, on page 80,

Firewall Management Center

SAML 2.0 #E#Lo> SSO 7' X
A Z—[al¥ Firewall
Management Center C L —
P—m—L <~y B T ORIE,
on page 81,

[P EHT ) rr—ya v

SAML 2.0 #EHLD SSO 7'r N
A A —® 1dP T Firewall
Management Center - — % —
n—/L~< v B 7 OFRIE, on
page 83,

SSO 7ATUTA4T4 ZANAE—EXLUSS0 7T L— 3 NDEMR
WDEEZEBLT, AP RUF—D RF¥x a2 A FEFHATIIEEN,

+SSO 7 u A Z—F, 2—YF—NIdP AT DRIV —E RV T AT T A4 T E7213%
T DL EERLTHOET D,

. Firewall Management Center L —+—
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SAML 20 % 510> $S0 T34 §—AD IMC #—E R 701 5— 7Ty r—> 32 0iE [

+ SSO T u A F—F, —fxI72SSODESRIC ED X 9 7 HFEEEA LET s, 72 & 2IE.
T2F L —T v R —bE XM E—T ) r—a O NV—TFE2HRT57-DI2,
Okta 1% M#HHR) ZMFEHLUET, Azure1Z [T F > M) ZfEHLET,

¢SSO A Z—[LSSO DHEHR—F L TWETH, & b—HOMEE (ZEER
FEC R AA VEEARY) YR —FLTWETH (T, HERckagIns —5o=E
F. Bl —V =L TN —T ORI L 52 D AREENRH D £9)

SSO ZHERT 2 7= OIZ IdP 2 — Y —T B 7 o MO B A HETRI LT T4,

SSO 7 uNA F—F, Y—ERX Tu s, ZF =TTV r—a A LTED LD ik
BHESL T DMENH Y £90, 72 & 21X, Okta I Firewall Management Center & D if#{E %
TRiE3 272 01C X509 FEE 2 HEIRUIZAER L E 3728, Azure Tld Azure portal 1 > % —

T2 A AL TEOIAEFEL AR T D2LERH Y £7,

==L T N—TFEDOLIIERB L ORI NET ), 22— —F Dk Hi1s
N—FIZED B THENETH, 22— —BLOIL—T L, —ER o/ F—T7
Vir—ar~DT7 78 AZEDLIIZFHFTINETH,

SSO 7' r/3A Z—{, SSOH AT A T DRI, —ERTa M =TV r— g
NI EBL T AD—Y—ZE D BTHNLERDH D 3D,

SSO 7' m /NS F—Fa—P =T —T PR = L TWET)H, 2—F—FEkL 7 L—7
BPHEIXE D L D ITHER SV E T D, SSOMERL TJEM: % Firewall Management Center = — % —
0 —/UZ~ >y 7T B E D THUE IV TT D,

* Firewall Management Center C SSO Z% 7R — 9572902, 7=zT7 L—v a3 |la—%—
FNT TN —TZBIMT D2H0ERH D T,

e I — W I T N—T DT 2 F L —a AN —TT

o =P =L TN —TDERITIAPIZRA T 1 7 TTh, ZFive b Active Directory, RADIUS,
LDAP R EDa—H—EHT S r— g b A UR— FENETH,

c EDE I Ba—PF—u— L OED B TETVET D, (Z—F—m—L&EH Y TRV
A1, Firewall Management Center 73, = ——|Z X2 ENAIRE/RT 7 4 /L D2 —H—
m—L&, §RTO SSO 2 —HF—[CHBIMICHID K TET) ,

s Mo —P—m— vy B YR — T AEEICEBWT, 72T L—va YD
=P =L T N—=THED L IITRET DMENRH Y ET D

SAML 2.0 ##LD SSO TONA F—FHDMC H—ERX FONA ZF— 7T )5r—30m

B —]

G A
Wi, SSO A X —Tlk, 7=FLb—ary 7V r— g4I 1dP TYH—E R 7
ONA B =TTV r—2a VERETDHLERDHY £9, SAML2.0SSO #H% KR — hF 57
TOIAP TlE, =R T Z— T 7Y r— g A — ORGP0 3
23, —HEBO 1dP CIIMEAEE E D BB AR S, o 1dP TIET X TORES H 53 THEALT
HMEENH D T,

Firewall Management Center L —+— .
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B sami20:m0 s50 0/ F—BOMCH—ER TS F—F TU S~ 3 L ORE

\)

Note  Firewall Management Center 7 7" U 77— g NZa—H =V —T%E NV Y THZ L AHE LT
WOHSEIE, EFNoD 7 NV—THNOa—F—Z2 AL LTHD Y TRNTIEEN,

\)

Note  Firewall Management Center |%, #%k® SSO Bz L7izn— /L~y L 7P R—FTX
FHAL, 22— —a— vy T EIII T e ey BT OWNT N EEIRL, H
— DR LT, IdP 226 O —%—nm — L % Firewall Management Center |25 75
WERH D FT,

Before you begin

*SSO7 =T L=y a X 0a—F=BLUIN—TITONTEBELET, SSOTA T
TAT A TN F—=BLOSSO 7 =5 L—3 2 OHfE, onpage 76 B L TL 12 &
Uy,

AP T H T N, TDH AT BHRITT DT DI EBRMERNS D Z L 2R L ET,
e MEIZIN LT, SSO 7 =2 F L— g il a—WF—THr s R N—TEER L E9,

A

Note > 27 ACIX, SSOTH VY hDa—HF—4 L SAML R A
7 v ZHZ 1dP 23 Firewall Management Center (212515 3~ % NamelD
BHEOW T NENREBETA—NT FLATHLLERH Y £,
Z<DIPIE, /A LIS LTV Ha—PF—Da—¥—4
% NamelD Bt & UL CHBWIISHHET LE 925, Z408 1dP (20 L
TWODNERER T DHENRH Y ¥, 1P TH—ER T m/3 1 F—
T —va rEBE L, Firewall Management Center <~ SSO
T 7w AR EZFFO WP 22— —T v N EERT 2581,
ZOZELITHEELTLZIN,

« % —/%" > b Firewall Management Center ® 2 7 A > URL #f#8 LE T (nhttps://

ipaddress_o r_hostname)

N

Note  Firewall Management Center Web f > % — 7 = A A 2357 URL
(7oL 2E, BEREM AL B EPT FVA) TP 7 EATE
D%, SSOx—H—ix, ~HLTIDXRI TRET LRI A
> URL % f# ffl L C Firewall Management Center (27 27 & 29 % 4
ERHV ET,

. Firewall Management Center L —+—
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Procedure

ATy I

SAML 20 % 510> $S0 T34 §—AD IMC #—E R 701 5— 7Ty r—> 32 0iE [

IdP TH LW —ER Fasg ¥ — T 7Y r—ya v Bk LET,

AT T2 1dP I[CHME %% E LE 7, Firewall Management Center T SAML 2.0 SSO ##E % ¥R — ~ 9

ATvT3

ATy T4

ATy TH

LW MER, UTOT7 4=V RELTED TSN, (SAMLOBEAICIE, SE8Fh
SSO M —bE AT A A —TEEIEFRHAEMEA SN TWAHEZD, ZDOY A MTIE, 1dP 7
TV —a VCHUIRREE ROTHTEDIENLLDINED T 4 — /v ROREBL ZR LT
ij_) [e]

Y —ERT N X =D T 4T 4 ID, B—ERT BN T A—T =
A URI : —E A7 134 % — (Firewall Management Center) @ 27 12— /3L Z—E D4R
T, URL & LCT74—~<vy hERET, THEMERT DI,
https://ExampleFMC/saml/metadata D X 912, Firewall Management Center = 7’4 > URLIZ
X?ﬁu /saml/metadata %JEDD Lij—o

« VU NHA AV URL, Z(EHURL, 7H—vararyya—~vH+—EAURL: 77
TR DR D IZEWR A EET D — A7 131 £ — (Firewall Management Center)
DOFT R A, ZHalERT 511, https://ExampleFMC/saml/acs D & 95 1Z. Firewall
Management Center 2 74 > URL (Z3LF-51 saml/acs Z B L £,

* X.509 FEBE : Firewall Management Center & IdP O[] DiE(E # fRi# 9 5 7 O OFEHE, 1dP
OHFIZIE, FEAEFEZ BBIANCAERT 2 Db HIUT, IDPA ¥ —7 = A Az L TH
RNZAERT HDMER L DL H D FT7,

(T7Vr—2a Al N—7%E0 Y TLHHEAEITA T a ) HA=2—P —% Firewall
Management Center 7 7"V 77—/ 3 CHI D 2 TE 7, (Firewall Management Center 7 7"V /- —
AT N—TEEVYTHZ EEHEL TOWDIEAIE. TNOD I N—T DR N —%{F
ANELTEID Y TRNTIEEZY) o

fHNZ—F—%T 7V r—= 3 B0 B CTHEE1EA T 3 ) Firewall Management Center
TV r—va s la— =T —TEE Y TET,

(A7 ar) —EO P IZIX, SAML20REICHEIL T L L5 Ic 7+ —~y hahle, 20
S A7 CRELTNE#RZZTLSAMLXML A 27— X 7 7 A VAR T D8N H Y £7°, 1dP
12 Z OHEREDS & D 55A1%. Firewall Management Center C SSO i/ E 7' R B A ZMiHIZITH Z &
MTEXDHEIHIZ, B—INaA Ba—ZIIDT7ANEX T A— RTHIENTEET,

What to do next

VTN A A EEINZ LE T, Firewall Management Center CD L 7 /LA A DA
1k, on page 38 B L T Z &\,

Firewall Management Center L —+— .
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. SAML 2.0 #£#1L0D SSO ' O0/\A & —%{# [ L 1= $S0 F® Firewall Management Center O 5% €

SAML 2.0 #E#LD SSO A/ Z—%{EF L 1= SS0 FA D Firewall Management Center 5%
E

Firewall Management Center Web A > % —7 = 4 A TCZNHDOFIAZHEMN L E 7, SAML 2.0 %
#Lod> SSO 7'm S A K —%AfFEH L7z SSO HIZ Firewall Management Center % 5% &9 5 (2%, IdP
DB DIEFRPLEETT,
Before you begin

*SSO 7 =T L—va VOffkE, TO—F—L TN —TEHRLET,

+ IdP @ Firewall Management Center h— Y A 7 uNA X —T 7 r— a VR ELET,
SAML 2.0 ##Lod> SSO 7' m /3 A & —%Afi H L 72 SSO H @ Firewall Management Center (D&%
i, on page 80X Z ML T 230,

cIdP 5, =R TR X =TTV r— 3 o ORD SSO X EHRENE L £,
SAML OHF&ICIE., SFSFERSSOV—ERAT AL X —CXF IFRHEIMEH I
TWA7ZD, ZOYRARNTIE, IdP 77V r—3 a o ClblRMEs RO 5 72D &>
INHD7 4= RORBELZERLTWVET,

cTAT T AT A4 TR, Z =D TN A FURL, v/ URL: 757
73 Firewall Management Center DX V) [Z1E # % 12%{5 95 IdP URL,

TATUT AT 4 Tan,L—=FITIL, TAT T 47T 4 701 X —FFTILURL,
FITILURL : £ OHBAURL & LTI 4+ —~ v bEND, IdP D7 m—/ Ll —F
DA,

» Firewall Management Center & IdP O [f] Di{E A R T 5 72D X.509 7 ¥ # /L FEH]

Ho

TN A U F U EAMT L E T, Firewall Management Center CD > > 7 /LA A
DB, onpage 38 ML T IV,

Procedure

ATv 1 (ZDAT v 7 IIFirewall Management Center T 3> 7 /LA L 4 DAY, on page 387> 5
BEEHEEET) . [SAMLA X T —% DO%iE (Configure SAML Metadata) ] % 7 1 7121, 2
DODERE N H Y £97,

* SSO HpkE & FEI TALIT HITid
a. [TEFEE (Manual Configuration) | A7 v avRh& %7 v 7 LET,

b. SSOV—t X Fu XM Z—T7)r—arntb, RIS LZKOEZ AT L
7,

cTATUTA4T4 TANRA T =D VT YA A URL
cTATUTA T4 TANAFT—FITR
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SAML 2.0 ##L0> SSO O /\4 4 —[&] I+ Firewall Management Center TOD 1—H— O—JL Y Y EV I DRE .

« X.509 sERRE

« IdP THEMRESNTZXML A X T —8 7 7 A )VERLF LTc8E (SAML 2.0 #EH#iLod SSO 7' a3
AX—HDOFMC —E R T a g X —T 7 r— 9 Of%E, onpage TTDAT v 7
5) . 7 7 A /L% Firewall Management Center (27 » 7' 1 — R CTX F7,

a [XMLZ77AL®D7 v 7r—FK (UploadXMLFile) | 47> arvihyZ sy 7 LE
@—O

b, HHEOIETRICHEST, B— I a L Ba—H% FEO XML AXTF—X 7 7 A )VICKEE) L
TR L,

ATYT2 [k~ (Next) 1227V 27 LET,

ATV T3 [AXT—HDOKGE (VerifyMetadata) %A 7 02 7 C, /X7 A =X ZHER L, [FR1F (Save) ]
7V w7 LET,

AT 74 [Test Configuration]| 7 U v 7 LE 7, VAT AITT— A vt —UNFRINTHEIT,
Firewall Management Center @ SSO i% /& & IdP TOH—E R T/ f X — 7 7Y /7_“/5 NG 3
EEMER L, =T —HEELTHrLHERITLET,

RTYTE VAT LT A PO ERE Licb, DEH (Apply) 1227V v 27 LET,

What to do next

A7 a T, SSO a—F—Da—PF—n—Lvy BT MR TEET, SAML 2.0 #ELO
SSO 7'\ /3A & —[all} Firewall Management Center CODL—H%— o —)L <= v &' 7 OFKIE, on
page 1B L T 7Z&W, B— A~y BT EHRELRNI EEBRLIZGE, T 741
I C. Firewall Management Center |22 2 4 >3 %3 T?D SSO —H#—[(T, SAML 2.0 #EHLD
SSO 7 v /3o X —[A]l} Firewall Management Center CODL—— 1w —/)L < v ' 7 DR E, on
page SIDAT v 7 4 CRELTET 74N ba—PF—a— LR NEHH Y THNET,

SAML 2.0 ##LD SSO 7 O0/\4 & —[Al I+ Firewall Management Center T 1—H— O—JL
TYvEVTDHRE
SAML SSO @ —H#—n—/Lv v &' 7 %8 AF 5|21%, 1dP ¥ X O Firewall Management Center
TR EEENL T DLERDH D £,

-IdP“C‘ a—W—F I N—T DR AL L T, 2 —YP—o— I RAGEL, T
WEZEIY ¥CTET, IdPIX, SSO 2 —W—%FBRER L OKFET 5 &, 2415 % Firewall
Management Center ([Z1XE LE T,

« Firewall Management Center C, —H%—|Z#|V 24T %% Firewall Management Center = —
Y- — W& BT £,

IdP 23 KRR —F —C B 1T b 7e = — W —F 72137 L — 7 @4 % Firewall Management Center
\Zi%{§9 % & . Firewall Management Center |3 &£ 2 45 Firewall Management Center ~.— " —
2 —/UICBEf T bl g L, 2=V —%2—HT 2T X Tor—LZEHY H¥ T, 22—

Firewall Management Center L —+— .
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. SAML 2.0 #:#L0) SSO O /N« & —[&] 11 Firewall Management Center TO1—H— O0—)L Yy EV T DHRTE

Procedure

ATy T

ATy T2
ATvT3

ATv74

ATy TH

P—DHERLE 2 RA A NZT 7B ATESH X912 LF 7, Firewall Management Center [X, Golang
& Perl THA— K &3 TV % Google @ RE2 TEHFRBUEHERIE OFIRfT & X — 2 ZHEILL
TWHIEMERE LTHWHTOEZH S Z L&V, ZomkEeFEITLET,

Firewall Management Center Web { > % —7 = f A Ca—H—nm—/L~v v U T EHETDH7 1 —
U RIE, SSO 7'r A F—OBPUCEMRZ2 A U TY, 727 L, MRT 2T, EHT
SAMLSSO 7' /A X —Da—HF—a—)L< vy B T OEAGEEEETHLENDH Y £7,
IdP 1%, = —H—F 737N —7 B SCHIREZEA T 2560800 £9, TOEE, v—
N EENDDOEME L ERIEOH L EHKRREZEHLC, 2—F—n— L v 7 A% —
LEBRTHVLERDHY 7,

Before you begin

« Firewall Management Center @ SSO —E R 7' m N Af X — TSV Fr— g U ERELE
3. SAML 2.0 Lo SSO 7' m /A X —HD FMC —E A Fa A\ X —T 7 ) r—i =
v DFIE, onpage 7T S L T 7230,

« Firewall Management Center T3/ Z /LA A L AN L THE L £, Firewall
Management Center CD > > 7 VA 2 7 L DEF L, on page 3835 L TSAML 2.0 #EHLD
SSO 7' m /A X —%fE ] L7z SSO H @ Firewall Management Center (D% iE, on page 80% &
LT ES N,

[ AT L (System) | @) >[1—H— (Users) 1> [P ¥ YA A2 (SingleSign-On) ]

EIRL 7,

[FEMREE (m—~v B 7)  (Advanced Configuration (Role Mapping)) | Z &R L £9°,

[ 7 #/V bOx—% —1—/L (DefaultUserRole) | K2 v 7F o uing, 2—WF—%5 7 /L

ME & LCHIY 24T 5 Firewall Management Center == —H% — o — L& L 77,

[ZV—T A R_R—D @M (Group Member Attribute) | # AL E T, ZOXTFINE, =—H%—

ENTTN—T DONT N EEHT S 2 — P —r—/~ v ' 7 D72 H|Z 1dP Firewall Management

Center ' —E R T A X — T 7V r— a0 TRESNTZEMA E—BTIH2VLENRHD %

9, (SAML 2.0 #E#lLod SSO 7' & /XA Z—? IdP T Firewall Management Center = — % — 12—

L~ B T DORRIE, onpage 83D AT v 7 1 BM, )

1 OUEDa—F—nm— vy BT EREL, TNH%E 1 DULD FAA AZBEMT E

7

a) [FIL—T A \—EtlE (Group Member AttributeValue) 1T, [#w&E (Edit) | K&
7 Vw27 L, IdP TEHRSNTWDEME L —BT 2 CFANETITERRBLE L TEM
EEADLET, HEOEE I~ TR > TANTHZ EHTEET,

b) [FAA4Y (Domain) | RKey 7 X7 JRXARNT, RALUEZBIRLET,

¢) [A—JL (Roles) | Fue w7 X7 URA D, 12U EOZ—F—nm—/LZ@IRLE7,

Firewall Management Center (%, JEM{E% . IdP 2% SSO = —H —fF#H & & 1 (Z Firewall
Management Center (6T 22— —m— L~y L VEEEE KL ET, —ED A

. Firewall Management Center L —+—
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ATvT6

ATy T17

SAML 2.0 #3410 SSO0 7 O/3A 54— IdP TO Firewall Management Center 1—H'—H— /LY v E>J DEE .

271 % &, Firewall Management Center [X, S/ KA A L ~DT 7R &L BT, xF
et R — N Ea—F 5 LET,

d) F7vay) [A—H—DO—ILIvE2SIDEM (AddUser RoleMapping) [ % 7 U v
LT, a—PF—mg— L vy EILIZEBMLET,

[Test Configuration] #27 U v 7 LE T, VAT AL =T — A vE—URERINTZHLEIT.

Firewall Management Center @ SSO f#/i% & Okta % — Y R ' A X — T 7V rr— a Uk %

WL, =27 —ZEELThrbEAITLET,
VAT LT A P ORI A RE L6, [#EH (Apply) 1&27 U v LET,

What to do next

YP—ERTunf S =TT = arTa—P—n—Lvy 72K LEd, SAML
2.0 #EHLD SSO 7' v /A X' —@ 1dP T ? Firewall Management Center = — — 12— /)L~ v "> 7
DFXTE, onpage 83 L T 7E S0,

SAML 2.0 #£4#10D SSO 'O /31 4 —® IdP T ® Firewall Management Center 1 —+H—0O—)L

ITvEVIDETE

A=Y —n— by VT EMRT D0 ORI TR, IdP T2 £9, y—EX
TN, L =T TV r—a DAL ha—P—F I 7N —TRBIEE T D 5 RE
L, P TH2—P—F o @F 7 V=T OREICEZEY HTT, 2= —£LF 7 —T Ok
}€% Firewall Management Center (25X D ERH Y £9, OB EBE L TIZIV,

« IdP 23— FX—F ¢ O2—H—EF# T 7Y /r—3 3 (Active Directory, LDAP, Radius
BE) oA —Y—FLBFIN—TTuT A N VR= TG, Zhidu—b
~y BT OBHOHENGTIECEE L5 A D RN H D £,

+SSO 7 =T L—y g AR Ta—Y =L —TDOu— LEZEERL T TEE N,

« Firewall Management Center (X, #4%? SSO @tz Lizn— L~y & 7 &V KR — |k
T&EtAh, a—P—m— A3y BT ERFIN—T R~y BT DONT NG E
WU, B—DRMEEZHR L T, IdP 76O —3 —1 —/ /LI % Firewall Management Center
WARET DM ERH Y £7,

s —fRIZ, I A—Ta—~v v BT S5O 2 —Y—03\ 5 Firewall Management Center
TR TT,

» Firewall Management Center 7 7Y 7r—3 g N Za2—H =T L —T7%2E 0 B CTHEAIT, +
NOEDOITN—=TAOa—=PF—=Z2HANL LTEHY B TRNTI SN,

« Firewall Management Center =—— 12— /L & DO —F 2 H|Wr 75 7212, Firewall Management
Center TIXIdP O T~ 7o —HF —B X O Vv—7 v — L EMfEZ . Golang & Perl T
PAR— b ZFL TV D Google @ RE2 IEHIRBUFAEDHIR/ N —7 2 AL L 72 ERIERB &
LTHWET, IdP 1%, 22—V —F 7137 N — T B R E O SCHIIR 2 WA 4 2565
b ET, TOHE, B/ LEXTNLOEMEBREDOH L IERRIZLH LT, 22—
P—m— vy BT AX—LEBRTILEND Y £7,

Firewall Management Center L —+— .
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B weo sz azxBO1—¥—n—LohzETAX

Procedure

Before you begin
AP T AT NI, ZDOXAT HFATT DI DITHBERMERNH D Z L 2R LET,

« IdP @ Firewall Management Center " —E A 70 A X — T 7Y r—a v ERELET
(SAML 2.0 #4il> SSO 7' v SA X —FD FMC h—E A T a (X — T 7Y fr— g v
DFE, onpage 7T SR LT EEWY)

ATy 1 1dP T, Firewall Management Center (245 T D @A ER E/-ITfFEL T, HFa—Y—H 1

Arou—n<y U IEREEDET, X, 2—V—R i, SAr—T7EM. £7213 1dP
FI— PR —FT f Da—F—ERT T ) r— g Nl ko THEFF SN b —Y—F 72137
N—TERIZED Y —ANLEETRET2HORETHLIGENDH Y £,

RATw T2 BENTOMERSGT 5 HEEMER L £, B0 S 5H% . Firewall Management Center SSO 1

RO —H—a — VBT SN EE R L £,

Web1f U 2—J A AADA—YY—O—)LOHREFTA

2

Fa—BFTHTL ME, 2=V e L TERTLILENDY T, Z0kIva TR =2—
Y a— L EEET S HIEL . Web A LA —T oA ATV RAADOH AL b 2—W 0— L%
ETDHECOWTHILES, 2—F— m—LOFEMIc >N, T=2—Fre—1 3
N=V) | ZBRLTIESN,

AR L A—F— O—)LOERK

HAB Ba—PF—a— U, A=a—_—ADT 7 VAFA L AT LT 7 A OIEE
Dy MRl 2N TEET, £, BRICTV VT AOEDEENT L2 &0, ER
BHD2—YP—a—)LE IO N A X ha—P—a— b ab—3 52 LR, BI|OFirewall
Management Center?>H A AR — 5 Z LN TEET,

)

GE) HNEZT7T T L—RT520arT o YOEHF~DT VB AEHENCTHZ LITTEE

TR, FOH (2T Y ORWELE) IO TEXERA, OFN, WAX Aa—P—n—
VT SO T » 77 L— K (Product Upgrades) | Z AT 2561, [T Y OFH

(Content Updates) | bAMNIL T EEW, £ LgnWk, Ty 7T L — RNy r—T%F
BT v u— T HBRICHENRET D ATReENH Y £37,

. Firewall Management Center L —+—
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FIE

ATy T

H258 4 1—F—o—notks |

[ AT 2 (System) ] (@) >[1—H— (Users) |ZEIRL £,

ATv T2 [2—H—nrm—/L (UserRoles) |7 VU v/ LET,
ATV T3 KOWVWTIMOHFETH L2 —V— a— L zB8MLET,

ATy T4

ATy TH
ATvT6

ATy 17

o [2—H v —/LOIERK (Create UserRole) 1% 7 UV v 7 LET,
cat—FHa—F B LOBIH B[ E— (Copy) 1 () &2V v2r LET,
* BllOFirewall Management Center)> H 7 A ¥ A —HF—nm— L& A R — s LET,

1. Bl DFirewall Management Center C, [=2 A7 — k (Export) ] () %27 U2 LT
O—/L&Za b a—Z|IEEFELET,

2. 7 L\ Firewall Management Center C, [~ A7 A (System) ] (&) >[Y—)L (Tools) ]>
[4 Vi R— kTS RR— b (Import/Export) ] 23R L 97,

3 [Ny r—YO7T v 7u—1F (UploadPackage) 1% 7 V v 7 L. ¥ERICHE> TIRIFLTZ
2 —H—n — L% L\ Firewall Management Center(ZA{ > 7" — h LE 7,

FlLna—HF a—1o[4E] (Name) [Z AN LET, 2—F 2— LA TiX, KLFE/NLF
DS IET,

(EE) [ (Description) ] B L ET, #lIE 128 SCFITHIRS LTV ET,
HLna—1D[A=a—_"—ZADT 7 ¥ A7 (Menu-Based Permissions) ] Z &R L £9°,

T RAHAERIRT DL, TOTRUCH DT 7 B AFA LT~ TENS L, BEIEEFST
7B AFATIHRNOEAMER ENE S, o7 7 A 22 V7958, FOT 7%
AFFA BT _RT7 U T ENES, 77 VAFFAIZBERLTH, MLOT 7 B AFFAI 2 &R L7
WG, T EAFADBA LY v DT FARTRRSNET,

HAH L B—=LDRX—=R L L THEATIFRIERE— Y —n—1Z2at—35L, ZOFH
EFRO—/VICEEMT O TWDT 7 B AN EINRIR SN E T,

T AL I a—P—a— HIRT ERBEZEHA CEET, ZNOOMBE T, [ (Analysis) ]
Ama—DTFIZHET—TNOX—T TCa—FRERTE L7 —ZPHIR S E T, HIBRfT =
MR ZRXET DITIE, BN, T 74 X— NORIFEARBEIER L, 48T DHA =2 ——
ADT 7 A DO F T [HIRF &3 (Restrictive Search) | KR vy 7 XU A=a—hb %
DR A BR L £7,

(EE) HLnwa—LOF—2X—=27 7t ZAEREZFRET DL, PMFT —F =T
A (FiAHLY HAH)  (External Database Access (ReadOnly)) [T = v 7R v 7 A& A4l LE
T
ZOAT a2 & v, IDBCSSLEERUIKIIG L TV T 7 r—va VW T, 7—F~—
ANZHK U CHEAY BT 7 B AN FHEIC 72 © £ 97, Firewall Management Center DF8RE % 1T 9

Firewall Management Center L —+— .
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B =521 n—ro#m

ATvT8

ATvT9

Y= RKRXR—=FT 4 DT TV r—2 3 NN, VAT ABRENTT —ZRXR—AT VB A%H
INZTDMERH Y £,

B Hrilna—F—og—Lox2h b—3 g VHERZRET ST, 22— o—1 =
AHL—a rOFME 88X—) | ZBRLTLEEN,

[fR7F (Save) |27 U w7 LET,

AL b —LPRFESNET, AR HFHr—LTHD & AT L3 L5681, £
Du—/Z [(ReadOnly)] &5 T VLA HRET, Zhud, BRI HH2—— L3
KD [EE A= —DRIFFE v v a VEERET H2HAICEE L ET,  [(ReadOnly)| %
0 —/VAIZFETEML Tr— V2@ AR HHIZT 52 L IETEETA, FARFE Yy 9 Ul
ROFEIZOWVWTIX, =2 —F—DOREEZSHRL T LI,

1

TR ay ha— L BESRED N A X A a—F g — L EER LT, 2—F DT Y
R ar be—AB L OBEN T bR Y —0FoR, BEEROFELIEECE
7

WROFIZ, BABREZRS T 7822y bar—L R o —OFT X COMHEZHETE
LMBERD LTy NV — 7 EHE L RABEREOALAZRETE DLERD HREA
BHFELZXNT D HEEZRLET, [FEEREDOZEE (Modify Threat Configuration) ]4#
BRCIE, BARY v— ZHty b, BEOAV—ALANDOT 7 A VRY — KXy hU—
IR LOBARY V—0fA 7> a VORE, T/7®A 2y hr—LRY v—
DEF2VTAA LTIV AR V—ORE, BIOKRY) v—DFT 74V T 7
VarORAT 7 varEERTEET, VO T7T 7R ar hr—L R U—
FEDEHE  (Modify Remaining Access Control Policy Configuration) ]#ERRIZ, RV v — &
NN DOFTTOME (TER & BIbRZ &) 2 —LET, ZOfITiE, RY
> —K#8 (Policy Approver) (X7 7t A2 a2 ha—L KU —ELRARY —DF
ARNARETT (BHIXTEERA) » Fo, BV V= AKRBETREDER LT /A A
BT 5L b TEET,

R1:7OEREEDOHREZ LO—ILOY LTI

AZa—R—=—RDT7 IR | O—ILDA
a]
TOEAHEHIT 4 BABELUVRY FT—0 04 |R) O—RKEBH
IT443
T 9 Rl O O O
TrEZAaryira—LRY|O O O
:\/_.
TIEAaryha—L R X O x
—DEW

. Firewall Management Center L —+—
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1y o-rok7s7171t |

AZA—R=ZADT VR | B—ILDFI
T
TORRGHIT 143 BABELURY bT—=0 04 | R O —KER
IT44

B E DA (Modify x O x
Threat Configuration)
BOOT7T 7R a2 br— O x x
VAR U —RIEDER

(Modify Remaining Access
Control Policy Configuration)
BAKY v— * © ©
BARY —DEH X O X
BEEZT/NA RICER X X O

A—Y A0—ILDFETV T4 1t

FIE

ATy I
ATy T2
ATvT3

0—VEIET VT 47T HE, ZFOa—ARED B TLATNDEITRTOZ—WF—hb, £
O —/LEEET LT 7 AFFRAIAHIRESNET, FRIER2—T 20— LIFHIRTE EHA
D, T I T4 TIZTHIENTEET,

VT AL VRBTIE, BUHED RAA TR SENTE I A Z ha—Fr— Vi RRENE
T, ZAUIRETEET, BH AL U TIERESNIEAIAZ La—Fr— L bR RINET
B, ZHIRETEEHA, TLO RAAL DAL hAa—Fu— L awRKrBIUOWRET DI
X, FORAAL NTHIY 2 FT,

[ A7 2 (System) ] @) >[2—H— (Users) |Z@IRL £7°,

[—H— 1 —/L (UserRoles) 127V vZ7 L%x7,

TIT 4T EINIHT 7T 4 7T 2——a—VORIZHDLATA X E7 ) v LET,
L b= APNRERRENTWAEHE, RETEHNAAL VB LTRBY, REXZEHET D
FERRD B 0 F 8 A,

Lights-Out Management # 3 {2 2 —/L3E D B ToHhnTWbha—PF—nmrmn s/ LTnh & &
W2, 20— w2IET 7T 4TI L TCHOBET 77 4 72T 556, £lida—F—onr s
A tyvarficny s 7y Fnba—Y—fida—Y— -1zl 2546, £0
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B -vo-rzxn—vavornt

=P —[IWeb A L FX—T A AIFHET T A LT, IPMItool 2~ R~DT 7 & A% H
ERETHIVLENS Y 7,

A—4H aO—)LIRAL—a3 OEFEDIE

FIE

ATy T

HAB L 22— a— W ZT 7 AFA 5L, RAT—RERETHILET, X—RA 11—
IVORREICINZ, D F—4y b 22— o — L OFEE —BRICEUG TE 9, 2 OREREIC
IV, B2V —BRETHD EEXZZO2—V—%2RO2—Y — IR G ICEZHRZ D L
R0, R — RO AR A BRI BT 2 2N TEET, T 74N PO —F r—
T, AT L=V a Y R— S ERE A

72 20E, 2—TOR—Z2 0 — )LIZEFNTWDLEENIEFIZR LN TWDHEES, 02—
TEHT 72 a v EFTTHEDICERE e — LI A L —y 3 U TEET, 22— 2%
HONRAT— REMHT L0, ERIEEESNZNO2—F—DRAT— REMHT5 2 &0
TELHEIIC, ZOMRBARETEET, 2BBOA T v a v Tld, YT HTRTO2—H—
DI-HD 1 OO AT L— gy NAT— RERGITERTXET,

a—HP o—)L T AHL—2a UERETHITNE, ROUV—7 7u0—%25RL T EE,

TRAHL—var A=y b a—/LOFRE B8—Y) , TAHL—YarF—Fyro—
JWNZTHZERTED2—Y a— I EIlZ 1 27T TY,

ATFYT2 2AHL—a OB AX L 2—HF— g —LDEE (89 —) |

ATvT3

(B A HBOI—HF—DPL) 2—F—a— O A HL— 3> (90 2—)

IRAL—2av3—45y b O—JLOEKTE

FIE

ATy

FHOZ—Y—n—)L (FEBELITIIAFDL) 2V AT LAEERKTOZ A L — g0 H—
Fyo b m— b UTHEETLIEIICEHVYTHIZERNTEEY, 2, W AZL 0—1LD
TAHL— gl —LTT (ZmAHL— g URAERERES) , TAHL— g
A=y ha—WITHIENTEL2—F a0 — WI—EIZ1 27T, FZAAL—T3
Siiue A ey ia CHBIRREE S, BEAw ISR SN E T,

[ AT & (System) | @) >[1—H— (Users) |Zi=R L £1,

ATY T2 [2—H¥—nrm—/L (UserRoles) ] &7 VU v/ LET,
ARTY T3 [T/ BRAFAZ AN L—1 3 D% E (Configure Permission Escalation) %7 UV v 7 LE,

Firewall Management Center L —+—
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T2HL—2avAOHRE L 1—F— o—LoEE [

ATy T4 [2AH L — g% — v b (Escalation Target) | K v 77X U A MhHa—H g—/L
FIRIRLET,
ATYv TS5 [OK] %27V v 7 LTEREZRIFLET,

TANVL—var A=y b u—VOERFRIFICKMENET, TADL—Taran:
tyvaroa—HF—ZiF LW AL —ar B2—Fy NOT 7 EATFRNTEENE
7,

IRAL—YaVADARE L A—— O—)LDEKRTE

TA L= a Y ERNCT D= —X, =ABL—va VEANICLIE AL L a—HF—
=B L TWAMERHY F9, ZOFIETIE, IAXLA2—F—m—LOT AN L —
TarEANIT D HFIECOWTHALET,

HAL L B—)VDTAS L— gy NAT— RERET D L&, TMHO=—X%2EE L
TLEEY, EHOT AN L —Y a v a—FE2RGBICEHT DT, BlOoa—FE2BRL, £
DaA—HFDNRAT—REZAH L — g0 N2 —RELTHERHTLZENTEEST, 20
2= PFORAT — REBEET L0, ERREZO2—F52HT /T 4 7T DL, ZONRRT—
RELELTHTRTOZAN L—rara—FREREZTET, ZO#ECLD, Frlo—
TLEHCE 2INTRGE L — 2R LG AL, 2— P r— L 2 x B b—ra U KD
MICEECE £,

4R8O SRS
(22 Vv—=vary Z=0y b B—LOFRE B8 —) | IZ> THRAL—Y—n—1
ERELET,

FIE

ATV Tl [ HAZL 22— — a—LOERK (84 X—) | OIS T, WAX L 2—HP— 11—
NOREZBMGLET,

ATY T2 [VAT LR (System Permissions) | C, [ZDB— VAT AHL— g T ALVT v
Az —— (Set this role to escalate to: Maintenance User) | F = > 7Ry 7 A& A4 I LET,

WEODTZAD L — gy =7y ba—lid, Fzv IRy 7 AORICERRENET,

ATYT3 ZOu— AR ANL—varTHEEMERT LAV FEBRLET, KO2ODFT
TavinbERTE 7,

s DRI EFOI—YNRI AN L — a3 VIRHZEGDONRAT — REERT 2 X 9127 5
Wi, [#Ho Y Tonfea—PF DA T— REH L CGRAE (Authenticate with the assigned
user’s password) | AR L 97,
s 2O — NV EFOI—YFR[OZ—FONRT — REFHT 5 L5123 512%, BEL
Tea—HO/RAT— K& L CRGE (Authenticate with the specified user’s password) | %
BINLT, 202 —FHE2 AT LET,
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B 2v—o-rozzn—cvay

GE)

B DOZ—F—D/RAT— R THRIET D & &2, FEO2—V—% GET 7T 4 T 7pa—
P—FRIHFE L 22— —%5T) ZANTEET, TAHL—T a3 VNIRRT —F
WEREND2—VEZIET 7T 4 71T D e, TONRAT— RELBELT L0 —/L)ED
BTHNTWAZ—FDTAH L— g URRATREICAR Y £, ZOMREAHH LT, &
FOG U TCZAD b — a UHEREZ -7 BICHIBR T £ 77,

ATy T4 [{R1F (Save) |27 U w27 LET,

A—H—AO—J)LOIRAL—I3 Y

FIE

ATy T

ATy T2
ATvT3

TAHT VL= g UHMERDOH DI AR La—Y ao—LEE )Y Co5nza—E, WO THH—
Ty ha—/LOMERICZAIL—v 3 TEFET, TAHL—Va ida—VP—REITHKEL
RN EICHER LT EE N,

A=W —ZDFICHD Fay FE T YR NNG, [T 7 EAFAIOT A L— 3 (Escalate
Permissions) ] Z#R L £ 77,

ZOFT v a URERENRWVGEEIE, BRI o— Loz 2 b—ra VEARZICL
TWEFA,

PRFENNAT — RE AN LET,

[ZADb— 3 (Bscalate) |#7 Vv 7 LET, ZHNT, BUTe—Ilz, = AT L—
YarA—0y ha—LOFTRTOT 7 EAFANMFEINE L,

TAHL—varidnlAr ey raroE0iEichlzo TREEEINNET, X—X m—1
DORFMETICRERTIZNE, e/ 7 7 L ThbHiLnvkEy g VEBMMTINERSY 7,

LDAP ERSFEHD S I a—T a4 05

LDAPFEGEA 7Y = 7 D EAERR LT2A, @I LI — =~ D N R L2, £330 3
Ipa—HP—D U X FREGFSNRPoTHEIE, £OAT V27 POREEZHETEET,

Pt DT A N CHERDN RS 25 G 1L, RED N T TN a—T 4 U 7ICBT 2 IROHESEFIR
Zl LTS EE,

cWeb A VX —7 = A AWHE L ET A MENTREND A =05, REOKKA L
RoTWAA TVl FOEHSEMRLET,

ATVl MU L= = e XAV = R THDLZ MR L ET,
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LDAP B3 EHD FS T a—F 4> |

o —RKX—=F 4t DLDAP 7 7 U %] L CTLDAP — —IZHfi L. ~— A4
RENTWDET A L7 P BT DMERDPH D Z LB LET,

s 2—PF—£ LDAPH—"—DF 4 L7 FUIFRY ) —T B THD I LEMHAL
\i—g—o

o 7T A MHINZLDAP XA ¥ R =T — 49 PR SNHHGEFE, =2 —F—Da2—HF— 31
YTATBRRBLTOWET, Y= =T 77U r—va e LT —/—
WIALZRIT L, ZOBRCH BT, V7 4 v 7 BRI 500 8D na il L %

‘g—O

e P —R—ZELLIEELTWVWDZ L 2R LE T,
e —NR—DIPT RVAEFIIARARENDELWNI & 2R LET,

e A —HINT TTAT UANG, BT DL —/N—IZ TCP/IP CTTr 7 BATE5HZ
LEMERLET,

S PN DT I RART 7 AT =ML THF bRV & RO
Yy FCRESN TS K= bRF—T L LTD Z L R LE T,

o GEBEZ A U CTLS £ 721X SSLR I T 3 285513, fEEDOR R M40, —
N=ERAENTNBEHRA R E—HLTWEILERSH Y 7,

s CLI 7 7 B A&FIAET 25515, — _"—8HICIPv6e 7 RLAEFH L TV 2
R LET,

=R EATFOF TV R EHEALTWAEARIEL, ELWS—RZ A4 T THHZ &
EHER L. [T 74/ b EFRE (SetDefault) 12H 9 —E27 U7 LTT 74V MAE
Uty NLET,

o RX— R4 B AT LTe AT, [DNZEUE (FetchDNs) |22 U 27 L, $—/S—"Tff
HARER TR TOR—R@#HMNLETSE L, VA MO OARTEZERLET,

c TqNH L T RRBME, FRITGEHIREZMEH L TOL2581E. ThZhrA2THY
ELKANENTWD Z L2t LET,

s Ty NH . TI7REARME, ERITEEMEREEHEHA L TV AEEAIL. SREXHIRL, BT
BRLTAT V=l hETARMLTHET,

cHART A NHFETIICLIT VB AT 4 N EBFERH L TWDAEEIE. 742030 v aTTH
FNTWT, AV HREE T2 L TWAZ 2R LET (HAHOD vy axEd
TN 450 XF) o

s LVHIRSNIZRART A NV E BT A NTHITIE, FFEOL—F =TT E2RIET 5729,
T ANZICFDL—F —DR— AL R E LT,

R TR P R A

AEFE O LDAP H— 3 — DA RN, I T 08 A b e —HELTWD Z L &k
A LET,
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B R SN — N—355CIPv6 7 RL A EFH LTV D & R L ET,

¢« TAN =W —%MHTIHE, 2P —HLRXAT—-FKBRELLATENTNEZ L%
R LET,

« T A b a—F—2HTL5E, - —EREFRZHIRL A7 V=7 FE2T A FLE
—a’_‘O

¢ LDAP Vr— "— 28 L, ROBLEHEAL T, AL WA 7= 2T A MLET,

ldapsearch -x -b 'base distinguished name'
-h LDAPserver ip address -p port -v -D
'user distinguished name' -W 'base filter'

72 & 21X, domainadmin@myrtle.example.com Z—WP—LHART L (cn=*) ZEMA LT
myrtle.example.comPDEF 2 U T 4 RAAL NIRRT DIHEIL. ROAT— A &
ML THRET A FTEET,

ldapsearch -x -b 'CN=security,DC=myrtle, DC=example, DC=com’
-h myrtle.example.com -p 389 -v -D
'domainadmin@myrtle.example.com' -W ' (cn=*)'

BEHOT A MPEFIZET LEN, 7Ty b7 3 —LRERNY > —05 A% ICFREENHERE L 72
WA, HRTDIEE AT V=7 FOWEDN, T3 AZHWMAIND T T v N7+ —LF%
ETJ/~Tﬁwuﬁofwé_k%ﬁﬁLiTo

ERICER LIS, B ChEGENza—— U X 2B A2NERND D EAT. BAT «
WA FEIZCLIT 78 A7 4 VZ ZBINETITETE T 50, X—ZDN % X HIZHIFR 2 2
BaiEdb AT ENTEET,

Active Directory (AD) H—/S—~DOEHEZFRIEL T D & X2, AD Y — "—~DHERE 3 L)
LT%\%ﬁ%NVkﬂfﬂfﬂyﬁéMKHMP%774/7ﬁ%éﬂ5:kﬁﬁkhf%
DEHA, ZTORERERR 71T, ADYV—_"—2REELZ) Yy My hEERELZE X
IZ%4E L ¥ 9, Firewall Threat Defense 7 /31 Aid, 2FHD V&> v 347 v M EH LWV
RO—EELTHBIL, 7uv s 77 varz2EA L T2 Ik L £,

-— R TEDIRTE

a—HPF—g— LIS T, 2— P =TI FOBEORELIRE T T,

VILVF RAAL VERATE, 2a—V—REIX. THUY LN TT 7 EBATELTRTO RNAAL T
WHINES, F— Af\—v REE X v aRh— RRELIE ﬁébf_zﬂm\ BFEDR—T Xy
Val—R U4y RRRAALUDPOLHINESITDZEICEELTLLEEN,
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rzo—rozsE i

INAT—KDZEHR

FIE

ATy T

ATy T2
ATvT3

RTvT4
ATv7T5

ATvT6

L NINR T —

FIE

TRTCO2—YF—=TH 7 MINAT =R TRESNATNET, NAT—=REWOTHEET
HILENTE, 2—FTHU Y hOBREI L > ULEMIZ AT — REET LT b
BROEELH Y ET

INAY— RBEF = v 7 AN >TWDEE, /XA U — Ri&, Firewall Management Center
Da—HP—=7T1 7 FOEEFHELGFIFEE (10 X—) THHINTWDBIRNAT —
ROBELEIZE S LERH Y F77,

LDAP F£ /2L RADIUS 2 —H =D&, WebAf »H—T = A A% L TRV — R2LHET 5
ZLIFTEERA,

2—HHDOTFIZHD Fay 7 Xy VA RNPL, [—WE (UserPreferences) | % 3 L &
7
[NAT—=FROEHE %27 Vv 7 LET,
MEIN LT, [23ATU— RDFER (Showpassword) | T =v 7Ry 7 A&EF LT, 20X
AT T OFAFIZSAT — REfER LET,
[BRAED /XA Y — R (Current Password) ] 7 4 —/V KIZ AT LFE T,
WD 2 DOFMLIENRH Y £,
s [T LVWXRA T — K (New Password) ] & [/SA T — RO (Confirm Password) ] I1ZH1 L
WRAT— REZANLET,
« XA — RO (Generate Password) 1427 U v 27 LT, U A hINT-FMFICHERL 72
NAY— Ry AT LATHEHRLET (ERSND AV —FNE=—F=v 7 TiZdHY ¢
No ZDOF T a rBRIRULIZGEIL, SOOI AT—REAELTIEIN)

@A (Apply) 1227 VU2 LET,

NP Y]

2—P =T H T FORFEIZL > TE, RRAT— FRHIRENICR D 2 ERHY £5, ~X
U— ROAHBIL, 7TH Uy EBMER SN & ZIRESINET, AT — RRHIREINIC
ol a. [V3NA Y — ROAHMIROESE  (Password Expiration Warning) | ~X— VA ER S 41
ij_o

ISR T — ROFHHARDOEELEDSR—IZ1E 2 SDOBIRERNH Y £,
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B weros—zazzrozE

e T NIRRT — REEET HI21L, [/3AYU— ROZEHE (ChangePassword) 127V v 7 L
F9, KV OBEERENErOREIE, SRV RE2ERTLILENHYET,
Evk
NAY— RRETF = v 7 AN/ > TWDHEAE. 7SATU— RiL, Firewall Management
Center DL —HF—7 B0 FOEEFHLEHFIFE (10 X—2) THHAINTWDIHRT
IR/SA T — ROERIZHE D MERH D T4,

cETARAY = REZHESHITIE, [RT (Skip) 127V v 27 LET,

Web 1M/ 32— x4 ARTDER

Web A v X —T =2 A ADFRTEZEFRTEET,

Fg
=P —ZDOFICHD RayTXEo U R0, T—<&2BR L FET,
<K
« B—4
cLAY—
SSMie=
R—LR—TUDIEE
Web A v Z—T 2 ANDX—V5T TI3A T UV ADR—L_R—JIHETEET, Fvia
R— R ~DT7 72 2R N2—F—T H T b BT —F_XR—2A2—HF—7p L) ZHEN
T, 774N DR —L—=F, T 74NV ME vy aBR—FK ((BE (Overview) |>[F v
L aR— K (Dashboards) ]) T¢ (F7 4/ h vy aRlR—ROREIZHOWTIE, [F7%
IV By aR—RofEE (101 2—2) ] 22RLTLIEEN)
VIF RAALVBRETIE, BRLET 74V FOR—L_—VF, a—WF—THho o R T 7
TATEDLTRNTCORAAL NTHEASNET, HHDO NAAL NIRRT 78 AT HT U
FDOFR—LR—=T B BIRT HES, BEDOR—13 7 a0 — 0 RAAL VICHIBEND Z LIS
LTLEENY,
FiE
ATV Tl 2—PFLOFIZHD kv 77X R RNNL, [2—V&E (UserPreferences) ] 2% R L F

D
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42yt ea—gzEnEE |

ATY T2 [KR—2— (HomePage) 127V v 7 LET,
RTYT3 AL RX=V L L TERT LIV E Ry Xy VA IPLERLET,

Ky 77Xy VA NNOF T aid, a—F T vy vOT 7 & ZERICIESNTER
ENET, FEMcoOVWTIE, Ta—H o—L 34—=) | ZBRLTLIEEN,

ATy T4 [{R1F (Save) |27 U w27 LET,

ARV b E2—BREDETE

FIE

&

ATy T2
ATvT3

ATvT4

ATy TH

ATvT6

ATy 17

[f Xk B a—fRE (Event View Settings) ]~<— Y %{# ] L T, Firewall Management Center
DARY N Ba—OREERELET, A XV N Ea—RET, FFEOZ—F— a—/LTO
MEFAFRETH D Z L ICHEE L TL 72 &V, External Database User 17— /L Z £f-> o — % —| %,
ARV N Ba—FHEDL—Y— A H—T oA AD—EEFRTEETN, TNOLOREE
EHLTHEROD DFERITECERA,

2P —ZDOFICHD Ray 7H T U A RS, [—F—E (User Preferences) | %8R
LET,

[1 X2 b B2 —%E (Event View Settings) | %27 UV v 7 LET,

[ X2 Ni%E (EventPreferences) |Z27 23 > C, A XV M a—OHARFEZHRE L ET,

ARV PN BEa—RE (958—Y) 2R LTIZIN,

[7 7 A NVEXE (File Preferences) | v 27 v a > C, 77A VAU ra—RERELET, 77

AN Fyra—RRE (97X—=Y) Z8RLTIEI,

[7 7 4 /v FERERE]A  (Default Time Windows) &7 2 3 »C, 7 7 4 /L FOKFHH 255 E L £

T T 7 A0 PR (98 X—) EZRL T E SN,

[7 74/ U —2 7 r— (Default Workflow) | ©27 2 a T, 774V T —2 7u—%&ik
ELET, 77408 V=7 7m— (100 X—Y) 2BRLTIEIN,

[fR7F (Save) |27 U w7 LET,

AR+ Ea—ERTE

[f X2k B2—E (Bvent View Settings) | —® [ X2 "% E (BEvent Preferences) |
7 va &M LT, Firepower VA7 LADA XY b Ba—OEKRELZRELET, 20k
7y a3 RTOa—F a— L THEMARETT R, A~ FE2RRTERV2—PITE, 1F
ENEFTTE ST KERDH Y £ A,

PLFD7 4 — R3[4 X2 FE%E (BEvent Preferences) |27 v a VIZERINET,
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o[ [9°_T) OBEIEEMESE (Confirm “All” Actions) ] 7 4 —/V Kid, A Xk BEa—0DF

RTCDOA XY MIEEE G ZHBIEIZONT, T I7A4T VAR —Y — TR E TR T
LE I IERIEL ET,

el 2. ZOBRENENIIRIETA X b Ea—D [T _XTHIEE (DeleteAll) 127 U v
LIS G, T4 TV ART —ZRX=A05 2N ZHIBRT DENC. BIEDHIK &5
T T RTCOARY b (BEON—=VIZERINTWRNA RV M EED) ZHIRT D2
L a—YP—PHERTLIMNERH Y 7,

o [IP 7 R ADfER (Resolve IP Addresses) | 7 4 —/V K& 5 &, AlRERGAEICITH

2. TTI9ATVATIPT RLADRDVIZHRA MR AR b Ba—IlFEREND X
2T ET,

ZEDIPT RLANGENTWEEE., 20X T ara2FictsE, A XV Ea—
DFIRIZHEEB RN D AREMENH D Z LICHEBE LTS, £, ZOREEZAIITT
HIE, BIHA VA —T 2 A ARTEEFEHA LT, VAT LFZETDNS V— &N 5
VEPRHDHZ EITHER LTI,

s [X7 v b Ba—DREE (Expand Packet View) ] 7 4 —/L R TlX, BAA XY FD/ Ty

MEa2—%2EDOLIIERTEIVERECTCEET, 774NV ETHEH, T I9A4T 2 RITE
By b B a—OFRRIIIT0 - En - REEIC > TnET,

o[72L (None) ]: /37 v h E=—0 [ v ME#H (Packet Information) |27 2 a >
DY T va w2y TR Ll ATEREIZLET,

o[ hTHFA B (PacketText) 1:[37 > b 7TF A K (PacketText) |7 t&7 3
YRETEREFEALET,

o [/37 > b 231 b (Packet Bytes) ]: [/3%7 > b /31 & (Packet Bytes) |77 v =
YRETEREFBALET,

[T (AID) ]: TR_RTOEBZ v arEREELET,

FI 4NV NRTBICEFE L . Ny h Ba—0k 7 v aryE T oEMTAZLET, v
T SNy MCBETAEMERE IR TDHIENTEET,
(1 X—=UH72 0 DITE (RowsPerPage) |7 4 — /L NiX, RU L XD R—=ULF—T )L

Ea—|lClRKRT D, _R=U DA NOITEERIE L £,

o[BI (Refresh Interval) |1 7 4 —/v Rid, A X2 b B a—OFEBIE%Z 5 BAL TR IE

LET., Tol ZANTHE, B4 7> a oD B\ F4, ZORRBIZY v 2R—
RIZ#EHA SN2 N2 SIZEE LT E &,

o (FEEHEHROEHMIE (Statistics Refresh Interval) ] 1%, [{RAA X2 MEgl (Intrusion Event

Statistics) [<°[7 4 A H /N fEEt (Discovery Statistics) | X— 72 EDA X2 hDY~< Y —
NR=VOEHMBRERIE L ET, To) ZATTDHE, BAT > a R ENTRD £7,
OIS v aR— RICEA SR Z SITERELTIES N,

. Firewall Management Center L —+—



| Firewall Management Center1—+'—
sr4ns9va—rae

s V=D T 7T 4 74t (DeactivateRules) ] 7 4 —/L Rif, HEHETF X F L—IT X -
THERINDIBAAXR NOANTry b Ea—Il, EOV U7 E2RRIEDLINERD LI
HE L EJ,

o [TXTOARY — (All Policies) |: T XCTOHOR—H /)L TERSINIZ I AZ MZAKR
Vo —TCHEETXANNV—NVEIET VT 4 TIZTHH—U 7

« [BUEDAR Y 2»— (Current Policy) ] : BUERBHPORARNY > —721F TIEAET F X |k
N—NEIET VT 4 TIWCTDHE~V T, TTHNVEDRY —DN—IIET 7
T A TICTERNZLICEE L TLLEE N,

<[ERM (Ask) J: 2o Dfilx AT ar~D)

RTFy b Ea2—TIN6DY 7 2K xT HIZ1E,. Administrator F 7213 Intrusion Admin @ 7 7
T AMENHD2—T— T HU L FRKNETT,

TJ74IIL A o0—FR&RE

[f Xk B 2—f%E (Event View Settings) ] ~<—Y® [7 7 A /Li%E (File Preferences) | &7
VarEfEALT, n=A T AN F U ra— ROEARFEEBRELES., Zoks v e
1%, Administrator, Security Analyst, F72(3 Security Analyst (FEAHY HH) =—HF— o—
NaRiOa—F—DHBHPTEET,

XX TTFXYEINZT7ANDE T a—RETTITALT VAR HR— ML THRWEE, Zh
DI Ty a ATBNI2 D T EITERE LTSN,
LFD7 4=V KW [7 7 A V%€ (File Preferences) | &7 v a VRSN ET,

[ TT77ANVDETa—R] T ariiEtd % (Confirm ‘Download File® Actions) ]
Ty IRy T RAZ, Z7ANVEX Y m—RTLHENNT [ 77 AV X7 a—K (File
Download) |78y 77 v 7' U4 v RUBRKRIN, BEPRINTHITT H0F ¥ L
THONERIRT D200 0 T IRHEND X T 0 E I AR LET,

AR VAT, BERERDRBRETHZENH DD, AU T
AU a—RLEBEWL IR BEIO LET, 77 VEX Y
vu— RTHEIE, LT = T REEN TS ATREMEN H 5 DT
HEELTLLEXN, ZryAVEX Dy a— RT 50, XU
0— REZR#ET HDICLE R PHEEEZIT> TND I L&
BLET,

Tr7ANEHE o a— RRTL5I00E, WOTHLIOAF T v a 28I TED I LICEER
LTL7Z&EW,

XX STy INIT T ANET T — RTDHE ZOT 7 A NEEFL/NAT — MRS
NIz zip 7 — A TINVAT KK o THERENE T, [zip 7 7 A /L 7SATU— R (ZipFile
Password) |17 4 —/V R, zip 7 7 A IV ~DT 78 AZH|RT 57Dl —WF—n3 FEH T
HNRAT—REEHRLET, ZOT7 44—V REZEWRCTSHE, RAU—KRLOT—hA
T T FANPYAT DL o TERENET,
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«[Zip 7 7 ANV /XATU— KDFER (Show Zip File Password) ] T = v 7 KR 7 AT, [Zip
77 A ND/NAT — K (ZipFilePassword) |7 4 —/LV RIZT L —> TF A MEFRT 50
AARR L PR AT ONETVERAET, ZOT7 4=V FEF7ICTDE, [zip 77 A
Jv /XA T — K (Zip File Password) ] (ZIZRBAMRZR SCFRERSNVET,

e (KPP IR D 2L 6 H D) 1F AEEDA N b B a—TA X2 MR 2
AL FEJ, [Event View Settings] ~3— " ® [Default Time Windows] £ 7 > a > 2 H L T, K
PeDT 7 v N OBMEZ S L E 3,

ok arA~ADa—YF—a— L T I ERFILLTOEEY T,
 Administrators & Maintenance Users |X, 7 > a3 UV BIKICT 7 B A TE £,

» Security Analysts & Security Analysts (FEAH Y BEH) 1L, [Audit Log Time Window] LAS+
FTRTOAFT a7 7 EATEET,

* Access Admins, Discovery Admins, External Database Users, Intrusion Admins, Network
Admins, 3 J O Security Approvers (L, [Events Time Window | 47" 3 YD BT 7 & A

TEEY,

T 7 4V ORI EICEIR 2. A XU FOGHTHIZWOTH FEICEBIOA XV hEa—
DI E AT TEHZ LITERELTLESY, £, FEBOREIX, BEOE Yy v a viC
FIAENTHDZ LICHERELTLLEIWY, v/ 77 L ThoBERa A 75 &, R
i, ZOR=UTHRELEZT 740 MV Yy hERET,

PIFDOE I, T74N FORBRERETEDE3 20X A TDOAL X MRHY £,

* [Events Time Window] |%, FFH CHIFITEXDIZEAEA XU FNOTZOIZH—DT 7 4L b
DRFEPEZRE LET,

* [Audit Log Time Window] (%, B#& w7 D7=DIZT 7 4V F ORI Z R E L E 7,

s [~VA =X Y T ORI (Health Monitoring Time Window) ] 1%, ~/VA A x> M
DT 7 /v b ORI ZE L ET,

REEIMEL, 22— =T AV MR T I ERATEDLA RV N XA TICDOHRETEET, T

TO2—H— XA FE, A X FORERI R E TX £9, Administrators, Maintenance Users,
B L O Security Analysts I, ~VRE=HY 7 ORFEPEZ R E CE £9, Administrators &
Maintenance Users |3, B o 7 ORI ETE T,

FTRCDOA R PE 22— THIF TE 2 SR SR 0DO T, BlROREICL > T, FA
%\$XFE@\7797~V3V\7§47VF MegstE, =2 —H%—D D, =2 7FI3A47T
Y Rallow VA MERERRTDHA RN P2 — 3B EZ TRV EIZERE LTI,

BEHOEFMAHER LT, ERROKLXA TDOA Xy M1 OTomMAT 50, 3B -0
MFZEHA LT, ZNE2dT_XTOAL Xy MIEATHZ N TE £, B2 /A
HE. 3008 A TORMPERHORENIERRIZ/R Y . H L < [Global Time Window] 7% iE 733
IRENET,
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7o+ e [

LT3 oDZ A TOREMEENRH Y £97,

« BRI, REE OBRAAREZI 0> B RFE DR TR E TITER S NIZ R TOA N F2RRL
=7

« JEARIZ., $FTOBRBIEZ L HRAEE TICAERENTZTRTOA R M EaFoR LET, R
DOHEFT & LTI NEIE S, BrLWA R MR A R b Ba—ZBinaEhxd,

c ATAT 4 UL, BEDOBRMKEZ] (& X1 BRED) OLBAeE TCITEREINZT T
DARY NEFTRLET, BEOEITEILICERIT (254 F) L, REL-H#PEN
(ZOFTIXERIO 1 B) OAXy METRFRENET,

T RCOBEMPO R KREFHHEIZ. 197041 H 1 AFRT0E (UTC) ~ 203841 H 19 A 4FHi
31445 7RV T,

WDA T2 3 X, [Time Window Settings] K2 v 7 &> U A MIERESNET,

* [Show the Last - Sliding] &7~ 2 /LY, FEELLLREDAT A RT57 7 40 b Dk
Mz ECEET,

TFIAT AL, BEDOBEEA] (7 & 21T 1T OB E TICER SN
TOARY FaFRLET, ARV M Ea—0OZBHE LM, BT TX5 10 K] LT,
WACHRBED 1 BEENOA X R ETRENE T,

* [Show the Last - Static/Expanding ] {IZ KV | #5E L7TR S OT 7 4V b ORHIM A FR)E 72
ITHERDO E L L DICHETE T,

BRROIFIEIEIC T D 1TIE, [Use End Time]l T = > 7 Ry J A& AN LET, 77 I7A4T
AVX, FREOBAGEER (1 FefRT7e &) DOBEE CICAERSNTETXTOA R ek
ARLET, ANV M E2—Z2ZE L TCHRFEMIEE SN TEB Y §rHY7eRERM0O I3
HELTEARY NOBPRRREINET,

PRERISFFEINEIC T H121E, [Use End Time]l T = > 7 Ry V A& A7 LET, 77 7A4T
AUX, FEEOBMGREZ (7= & X 1RERIRTD 2O BUEE TIER SN T TDA X |k
ERRFLET, ANV Ea—aEBHT 2L, FFEPIBIEE TIRESNET,
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ERROIFIEIEIC T 5 12IE, [Use End Time]l T = > 7 Ry J A& F N LET, 77 I7A4T
UL, FRIOWED D =P =2 X R 2 TR LTZRFZ E TIZAR SN2 TXTo
AR FEFRRLET, ANV P Ea—2ZH L THRHMMMIEE S TR Y | #iy
IO FEE LT A X PDOENERINET,
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VL, FRIOREN G BIEE TICAER S NI TR TOA R MERRFLET, /X FEa—
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FRITILRDO EH HIRETE 4, SHEORIL, BTy a0 A LY —U&E
WZEEDWTIERTO HEH ORT 0 R E D £77,

EHRORFRIMEIC 2121, [Use End Time]l = v 7 Ry 7 A4 LEd, 7774 T~
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MO RAE LA X OB RFTRENET,
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ZA—

U—r7ua—X, TTUVAIBAXY VO T 27— B3RS —#HDOR—T T

T, TTITAT AT, KARXRY N ZA DR EB1IODEREHRDT —7 7 v —i3fF
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Ta—=0N, FAALXRX ST TN MRV ET, DFED, BAALRU N (HERHFHORAA
Ry hEED) 2FRTHEVC, T IA4 7T 2 AT [BERIEAE L OVEICHES WA X
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GE)  Zofmeid, HHR—ZA0RY —D#IEH SN 7 A LY =3B LEE A, [T
XA A (Devices) |>[77 v b7 4 —2L5%E (Platform Settings) | TT /XA ADH A L/ —
X ELET,

FIRr

ATV TN 2—=FLHOFICHD Fuy7HX oy R D, [2—% 71U 77 LA (UserPreferences) ]
EIRL 7,

AT T2 [¥A LY —>2 (TimeZone) | Kuv X ar 1 vr LET,
AT T3 EHTDLHA LY = ITxhibh T D REE 2IXE EINO LA FTZ IR L £,

—

FIAILEFyaR—KDIETE

[#ZE (Overview) |>[# v ¥ aR— K (Dashboards) | #%#IRT 5L, T 74V DX v a
R—RFPRRRINET, BHELARVEY, 3XTO2—F—DFT 74/ F ¥ v adh— NI,

[t~ VU — (Summary) | ¥ v aRh— RTT, 2—HF—a— L WEEE AT F R £z
XXV T 47TV A NOEEF, 774NV My v a R — REEETEET,

T AF FAAL VBT, BIRLEF 744 hOF v afi— Rid, 2—F—FH oo hBS7
JEATEDLTRTDO AL AT SNES, BED FAL AT 7825700
VEDE v aR— REBINT D, AL UBRKTEDH v arh— R4V MEHIRY
HTEITHERLTLIEEIN,

FIE

RT9T1 2—FLOTFIChD kay T Xy JA RS, [2—Y%E (User Preferences) ] % &R L E
b@‘o

ATY T2 [# v adr— Ke%E (Dashboard Settings) 127V v 7 LE T,

ATYT3 TN IELTHHTAIE v aRlR—RKe ey 7H oy UARMPLEIRLET,

ATv T4 [fR7F (Save) 122V v LET,

[How To] DERTEDIETE

How To (%, Firewall Management Center = C# 27 ]2 B8 T 572D D 7 4+ — 7 A /—Z 2l
TEHU4Y 2y NTT, Ut —2 AN—TE, FAZEZFTTLH7DICBET 208N H 50
b LIABRWETE UL BN E D &M T, 27 v FZIERERT 5 2 L TH A7 58T
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Bl IR AT v T2 FELTLET, [HowTo]l V 4 V= v MEIT 7 4L b THHIZ 2> T
‘ij‘o

Firewall Management Center TH 7" — N SIVTWAKEED +— 2 ZA/L—D U A MZTDOWTIEL,
[Feature Walkthroughs Supported in Secure Firewall Management Center] ZZH L T 7230,

\}

GE) CHHE, VA7 AN TTRTOUIR—YTHHTE, a2—¥ m—/HIRFl ST E
Hh, 272 L, 22— —OHBRIZ X - Tl Firewall Management Center { > % — 7 = A AT
FRINIEWA=Z2—THBLOV ET, TDLD, ZOLI72_X—VTE U+ —7 A)L—
TSN ER A,

FIE

AT TN 2=V LOFIZHDH Ry THZ T UR R, [2—WFEE (User Preferences) ] 2% L £
D

ATv T2 [How-To DE’RE (How-To Settings) | # 7 %7 U v 27 LET,

AT v 73 [How To®A%NME (Enable How-To) | F = v 7 R 7 A% 412 LT [How To] Z AN L £
j‘o

ATy 74 [Save RTF) 127 Vv 7 LET,

RDBERY

[How To] 7 « ¥ = v b &L IZIE, [NILT (Hep) 1> [How-Tos| Z3& R L £, BLOH D
B AR A How-To 7 4 — 27 A/ —%5 TR TXF4, ZEMIZHOWTIL, How To 7 4 —
I AN—DRFEEZB LTI LI,
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7.6.0

(Y=Y
(Any)

A aAPbOMRGER L OREERNICET 2 E®R, L) U —RiE
AD=a2—2A L Z— BIOZOMORGEEDOEREZET 57
HOEFA—/NT N ALt L E 7, % Firewall Management Center
Wi —H =L, MEADE T A —NLT RVRAEZROZENTEET,

/ARSI EE : [ RAT4 (System) [>[1—H— (Users) ]>
[#"&E (Edit) |>[EF+*—I/L 7 KL X (Email Address) ],

TRy hag—
JIVIRY —E—b
BERT DO
T U AR,
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(EEF=N
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HAR ha—P—o—LEEHRHRL T, 7T/7ERA ar ha—/L KR

VBLWL—ILDORAEREE., TOMOT 78R 2 ha—)L iR
V—BLUONL—LEZXHTEET, ZNE6OT 7 EAFFA 2R
THE, Xy M= EHF— L LRAEHF— L DOELE ST
%7,

a—HF—a— L EEHTHE X, [R— (Policies) |>[T7V &
A (AccessControl) 1>[7V XY bA—)LR1 — (Access
Control Policy) [>[72 Ry rA—)LKR—DZEE (Modify
Access Control Policy) | > [BEEREDZEE (Modify Threat
Configuration) |47+ a VA EIRL T, RARY >—, Z¥t v
F, BEOL—LANDOT7 7 A VRY — Xy NU—=I GBI
RARY —DF AT a VORE, 77E8A L hr—/LRY
DX VT A AT IV AR O —ORER, BLOWRY
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fa— R —DOEFHRZ SO FIIER SN2 —F —
o—/UE, BlERE TN TOYTHEREZ I R— M LET, FEMRHE
REEAT 2540, MEOD AX ha— L EZ{ERT D HLERH D
e

Y la—Y—LT
TL—hEHEIDY TS
T2ODFH LT 4 —)b
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