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TA B AOEHIRNGIND & AR OERIZ KT DRI ER M1 L, Firewall Management
Center (327 T4 7 2 RAENXDIREIZBITLET,
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SR ZADNILTEBLMERDVET, EXaT7 277478 DV E—RT 7 ER
VPN #5f¢ Z WESr 95 7= 912, Firewall Threat Defense (% L 0 58 172 Bk 2 EsR L £4 (Z i
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Firewall Management Center Virtual PID
* VMware :
* SF-FMC-VMW-2-K9—2 7 /34 &
* SF-FMC-VMW-10-K9—10 7 /31 A
¢ SF-FMC-VMW-K9—25 7 /31 2

* SF-FMC-VMW-300-K9—300 7 /31 A

«KVM :
* SF-FMC-KVM-2-K9—2 7 /3 A A
* SF-FMC-KVM-10-K9—10 7 /XA A
* SF-FMC-KVM-K9—25 7 /3 A A

* PAK ~— A D VMware :
* FS-VMW-2-SW-K9—2 7 /31 &
* FS-VMW-10-SW-K9—10 7 /XA A

« FS-VMW-SW-K9—25 5 /31 &

Firewall Threat Defense Virtual PID

sqe>zpn ||

FTDV-SEC-SUB #7142 & &%, Essentials 7 A B AL AT a LV OET A LA (12

» H OB 2R 5081 H Y £7,
* Essentials 7 A & & :

* FTD-V-5S-BSE-K9

* FTD-V-10S-BSE-K9

* FTD-V-20S-BSE-K9

* FTD-V-30S-BSE-K9

* FTD-V-50S-BSE-K9

* FTD-V-100S-BSE-K9

«IPS ., v U = THHEFB I ONURL 7 A & AOMAEHE
« FTD-V-5S-TMC
« FTD-V-10S-TMC
« FTD-V-20S-TMC
+ FTD-V-30S-TMC
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* FTD-V-50S-TMC
* FTD-V-100S-TMC

« %% 7 : FTIDV_CARRIER

» Cisco Secure Client : [Cisco Secure Client ZE{EH A K] 2R L T &,

Firepower 1010 PID
«IPS ., VU = TPl L OVURL 74 £ ADMAEHYE -

« L-FPR1010T-TMC=

EREDOPID OWFNNEEINEINT D & ROWTIHO PID TGS 2 B~ —2 D

TRV T a rEBIRTEET,
« L-FPR1010T-TMC-1Y
« L-FPR1010T-TMC-3Y
+ L-FPR1010T-TMC-5Y

» Cisco Secure Client : [Cisco Secure Client ZE{EH A K] #&H L T &,

Firepower 1100 PID
«IPS. v /LU =T RHEEB L ONURL 74 2 2DOfAE DY

« L-FPR1120T-TMC=
* L-FPR1140T-TMC=
* L-FPR1150T-TMC=

ERROPID OWFNNZEUIEMT D &0 ROWT DO PIDIZH IS L ~— 2D

TR T a o EBEINTEET,
* L-FPR1120T-TMC-1Y
* L-FPR1120T-TMC-3Y
+ L-FPR1120T-TMC-5Y
« L-FPR1140T-TMC-1Y
* L-FPR1140T-TMC-3Y
* L-FPR1140T-TMC-5Y
* L-FPR1150T-TMC-1Y
+ L-FPR1150T-TMC-3Y
* L-FPR1150T-TMC-5Y
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* Cisco Secure Client : [Cisco Secure Client ZiEH A K] #SR L T &V,

Secure Firewall 1210/1220 PID
 Essential 71 &> & :

s HEIMIZED S

«IPS ., VU = TPl K OVURL 7 A &> ADMAG O
+ L-CSF1210CET-TMC=
+ L-CSF1210CPT-TMC=
+ L-CSF1220CXT-TMC=
EFREOPID OWNF N EEIUTENT D & ROWFILHO PID I 2 MRl ~—A D
TRV T a v EBRIRTEET,
+ L-CSF1210CE-TMC-1Y
+ L-CSF1210CE-TMC-3Y
+ L-CSF1210CE-TMC-5Y
* L-CSF1210CP-TMC-1Y
+ L-CSF1210CP-TMC-3Y
+ L-CSF1210CP-TMC-5Y
+ L-CSF1220CX-TMC-1Y
* L-CSF1220CX-TMC-3Y
+ L-CSF1220CX-TMC-5Y

« 5577720551t (3DES/AES)
» L-CSF1200TD-ENCK9=, 7 /1 7 > MIBBN 72BN AR I N TV WEEIZ O BN
T,

* Cisco Secure Client : [Cisco Secure Client BE{EH A Kl 2B 1L T 72V,

Cisco Secure Firewall 1230/1240/1250 PID
 Bssential 7 1 & A :

c HEIWIZE D S

«IPS . ¥ =T PiflEB XL OV URL T4 & 20/MAE Y
« L-CSF1230T-TMC=
+ L-CSF1240T-TMC=

I FA4EURX .
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* L-CSF1250T-TMC=
EFEOPID OWFNDZEFEUTIEMNT D & ROWVT IO PID KIS D M~ — 2 D
VTRV T a v EBRRTEET,
+ L-CSF1230-TMC-1Y
* L-CSF1230-TMC-3Y
» L-CSF1230-TMC-5Y
+ L-CSF1240-TMC-1Y
+ L-CSF1240-TMC-3Y
» L-CSF1240-TMC-5Y
» L-CSF1250-TMC-1Y
» L-CSF1250-TMC-3Y
» L-CSF1250-TMC-5Y

* 5877720551 (3DES/AES)
» L-CSF1200TD-ENCK9=, 7 /1 7 > MIBEN 2B B AR I N TV WA IZ O BB
/C‘\j—o

» Cisco Secure Client : [Cisco Secure Client Ordering Guidel] ZZ&M L T 72 &0,

Secure Firewall 3100 PID
» Essentials 7 A & > A :

s HEIWICE D

<IPS . U =T RifElII L OVURL 7 A & ZADOFMBE DY
* L-FPR3110T-TMC=
* L-FPR3120T-TMC=
« L-FPR3130T-TMC=
* L-FPR3140T-TMC=
EFEDPID OWF N ZFESUTIEIMNT D & IROWVTHD PID XI5 MRl ~— A D
YTRA7 YT a VEBRTEET,
* L-FPR3105T-TMC-1Y
* L-FPR3105T-TMC-3Y
* L-FPR3105T-TMC-5Y
* L-FPR3110T-TMC-1Y
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* L-FPR3110T-TMC-3Y
* L-FPR3110T-TMC-5Y
* L-FPR3120T-TMC-1Y
* L-FPR3120T-TMC-3Y
* L-FPR3120T-TMC-5Y
* L-FPR3130T-TMC-1Y
* L-FPR3130T-TMC-3Y
* L-FPR3130T-TMC-5Y
* L-FPR3140T-TMC-1Y
* L-FPR3140T-TMC-3Y
* L-FPR3140T-TMC-5Y

« % U7 : L-FPR3K-FTD-CAR=

* Cisco Secure Client : [Cisco Secure Client Z{EH A K] #SHL TL &0,

Firepower 4100 PID
«IPS., v U =TS I ONURL 741 & ADOMAE D :

* L-FPR4112T-TMC=
* L-FPR4115T-TMC=
« L-FPR4125T-TMC=
« L-FPR4145T-TMC=

EREDOPID OWFNNEEINEINT D & ROWTIHO PID TGS 2 B~ —2 D

TRV T a v EBIRTEET,
« L-FPR4112T-TMC-1Y
« L-FPR4112T-TMC-3Y
* L-FPR4112T-TMC-5Y
* L-FPR4115T-TMC-1Y
« L-FPR4115T-TMC-3Y
« L-FPR4115T-TMC-5Y
* L-FPR4125T-TMC-1Y
* L-FPR4125T-TMC-3Y
« L-FPR4125T-TMC-5Y
« L-FPR4145T-TMC-1Y
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* L-FPR4145T-TMC-3Y
* L-FPR4145T-TMC-5Y

« X%+ U7 : L-FPR4K-FTD-CAR=

» Cisco Secure Client : [Cisco Secure Client ZE{EH A K] 2R L T &,

Secure Firewall 4200 PID
 Bssentials 7 1 & & :
s HEIIZE D 5

*IPS, w7 =TI LUV URL 74 & ZAOMAE DY
* L-FPR4215T-TMC=
» L-FPR4225T-TMC=
» L-FPR4245T-TMC=
EFREDPID OWFNDZEFEUTIEMNT D & IROWVTIO PID KT 5 MR ~— 2 D
VTR T a raBRTEET,
* L-FPR4215T-TMC-1Y
* L-FPR4215T-TMC-3Y
* L-FPR4215T-TMC-5Y
* L-FPR4225T-TMC-1Y
» L-FPR4225T-TMC-3Y
* L-FPR4225T-TMC-5Y
* L-FPR4245T-TMC-1Y
* L-FPR4245T-TMC-3Y
» L-FPR4245T-TMC-5Y

* %% U7 : L-FPR4200-FTD-CAR=

* Cisco Secure Client : [Cisco Secure Client ZIEH A K] #SH L T &,

Firepower 9300 PID
«IPS. U =TI KOVURL 74 & ADMAE DY
* L-FPR9K-40T-TMC=
* L-FPROK-48T-TMC=
* L-FPROK-56T-TMC=



http://www.cisco.com/c/dam/en/us/products/collateral/security/anyconnect-og.pdf
http://www.cisco.com/c/dam/en/us/products/collateral/security/anyconnect-og.pdf

| s1€>=
sqtvznskemzset [

EFDOPID DWT I ZESUGEMNT 5 & IROWT IO PID 2Kk T 2 HH~—A D
YT 20 T g U EERTEET,

* L-FPR9K-40T-TMC-1Y
* L-FPR9K-40T-TMC-3Y
* L-FPRI9K-40T-TMC-5Y
* L-FPR9K-48T-TMC-1Y
* L-FPR9K-48T-TMC-3Y
* L-FPR9K-48T-TMC-5Y
* L-FPROK-56T-TMC-1Y
* L-FPRYK-56T-TMC-3Y
* L-FPR9K-56T-TMC-5Y

%% U7 : L-FPROK-FTD-CAR=

» Cisco Secure Client : Cisco AnyConnect F&VEHN A K [#rE] B L T 72 &0,

ISA 3000 PID
«IPS ., v/ = TPifllEs K OVURL 7 A &> ADMA GO -

+ L-ISA3000T-TMC=

ERRDOPID DWFNNEEITIBEMT D & IROWFT D PIDIIET 2 IR ~—2 D

TR T a o EBEINTE £,
+ L-ISA3000T-TMC-1Y
« L-ISA3000T-TMC-3Y
« L-ISA3000T-TMC-5Y

« Cisco Secure Client : Cisco AnyConnect J{E 7 A R [JE5E] #ZML T 72 &0,

T4t RADEHR EFHREN

BETA B ATFROBEMHIZOWTIL, BFET A B ATFROEM LORHESRMS (45 L—
V) AL TLIEEN,

—RBY T AR R

* Firewall Management Center & & PRI R T /NA ATNTP DRE SN TNDH I L 2B L E
T, BERAKS S E LI, MAZFEWSE20EN DY £,

I FA4EURX .
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Firepower 4100/9300 + v — > D ¥541%, Firewall Management Center & [7] U NTP —/3—%
X —UVIHEAL T Y — VI NTP 2 ET D HERH Y 7,

HR—rShB ALY
Global, FIZEEN TWALEA XX 7,

aA—HDEHE
o P

S A%, 93 R2)T, RVLFA VDRIV ADEHDS41 Y
VIDEHE I URHREE
Zov T varTiE, & (T3 AE M & Firewall Management Center Virtual 5 AJ

FArE) . 79 2Z VT BEORSATFA AL ABBRD T A 2 ZABECHOWTEHA L £
K

Firewall Management Center SR RIED S/ > V5
KT A AIZIL, Hi—? Firewall Management Center |~ X > TEH I TWNDH 00, NA T XA F
YT 4 X7 (0= Ry =7 £72034E) @ Firewall Management Center (2 K - TEHEEL I 1T
LI LT FLT A ARNETT,
{5l : Firewall Management Center X7 CEELI LTINS 2 DDT /A ATk L TRER~ /LT =
T EAENCT 2HEIT. 200 AU =T A RE2ODTMY T X7 ) T g
Y EWEAN L. 72 7 4 7 Firewall Management Center % Smart Software Manager (Z88k L T/ 5 |
T A& A%T 77 4 7 Firewall Management Center =00 2 DD 7 /34 ZZHIY Y TET,

7 7 7 4 7 7¢ Firewall Management Center 0 %73 Smart Software Manager (Z8$k SV E T, 7 = —
WA —R—INFEITIND & AT AT Smart Software Manager &85 L C. 74 B ADff
Lg% &N T 7 7 4 772 7= Firewall Management Center 2> H AL L, Hi7=l27 77 4 71
7¢ % Firewall Management Center (2] 0 %4 CE 5,

FETA B ATHRIORMTIX, 77 A ~ VU Firewall Management Center D A 23 E 7 A & 2 A
FTRIZLEE LET,

/N—F 7 (Hardware) Firewall Management Center

INAT XA ZE YT 4T HNO/N— K7 =7 Firewall Management Center |2 55172 7 1 & A%
VLS A,

Firewall Management Center Virtual

[f] U7 A &> A ® Firewall Management Center Virtual 73 2 DB T,

Bl : 10 BEOT A A &EHT 5 Firewall Management Center Virtual /A 7 XA Z B U F ¢ T
DA, UTEHFHTEE7,
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| 51tz
Frqzaaprns 1ty y |

* 2 f#l® Firewall Management Center Virtual 10 => % A h/L A |

N0 HOT NA AT A 7R

INATRAZEVT 4T &2fird 5 &, B2 %V Firewall Management Center Virtual {2 B
HAF T 54172 Firewall Management Center Virtual =2 % A fL AV RS nEd, (2o
FTIX, 28D AKX > R 7 1 Firewall Management Center Virtual 10 23% ¥ 97, )

TNA AEAREDSA T
15 A YA O T 7 @ Firewall Threat Defense == b, A4 B ZANE L THDLILERZH D
ij‘o

ERAERERICIE 2 2D F A B ZAEK (RXT OET AL AT 1 OTD) BDULETT,

F AR NI T DRIC, EDOTA RV AR DT VAL L RL T AL AZED ETHR
TWDE D TR Y 8 A, S ATHEORESIZ, Firewall Management Center [ A
B a=y MZEIDYTORTWAOARERTIA B AL T XTHIBRL, FIA4~ /77
T4 7 2=y MZEIDVETHONTWLDOLFEILIA B ATEESHBAET, &L 77
F 4 7= M T Essentials 714 L AL IPS TA B ANE B TENTEBY, AX LA
= MZ Essentials 71 &2 ADHNPE Y Y THATWDHYE ., Firewall Management Center
I% Cisco Smart Software Manager &g L C, 7 Vv MinbH AKX LN f 2= NI AR
RIPS TA vV AERHLET, T4 VAT AU Y hTHRBOEHRMEEA S T2
FhE, ELWEBOIA B AEBATLET, 7 Uy MIFEEROREIC R Y £,

TNNARYSRAADZA4E2 VR

% Firewall Threat Defense Virtual 7 7 A% / — RiZiX, RIC N7+ —~<v  ARET A 2 A0
METT, TRTOANR—ZRCHDCPU L AEY ZFEATLHL2BEIOLET, £9
L2pnNE, NI —<VANRRNETIDOA NN —IC—HT 5T XTD ./ — RTHIFEE
£, AN—Ty bR, —ET L X0 ITHI ) — R e /T —% ) — FICER- I E

7

fEpD ) — R TR, 77 A2 BRITHET A B RAEEV S TET, EL, 7T AZD
F/— PRI Z L IC@D T A v AEEHLET, 77 A7) U 7BEAKRICT AR
FREDH Y FH A,

filf#l / — R % Firewall Management Center (21BN HFRIZ, 2DV F A ZIMEHT H8EET 1 &
VARRETEET, VT RAZEERTDHHENC, T—F /) —RIZEDTA B AREID HTH
NTWDONNIHBIZR Y XA, HH ) — ROTA B AREIL, &7 —% / — FICEREX
NET, 77220748 AE, [ AT L (System) | (@) >[54 2R (Licenses) ]>
[RR— kT4 2R (SmartLicenses) |>[T414 £ AD#wEE (EditLicenses) | £72iX[T/\1
A (Devices) |>[T/\f A& (DeviceManagement) | >[92 5 X4 (Cluster) >[4t
A (License) | =V 7 CEAHLTXET,

I FA4EURX .



S14tvz |
. BHAREVAERADS A VR

\)

(£)  Firewall Management Center (27 A &> A X BT 25 (B LOGHEE— RTEITT D) #ilcr 7
A B &8I L7256, Firewall Management Center (27 A & 2 A BUGT HBEICARY v —DER
) TALIEHTHE N T T4y I ORIDRRAET L ENHY ET, T/ B AE—FE
EELIEZLIZE-T, T RTCOT—F 2=y MBI FAZZ VS TZABNTNLHESNT 5
LR ET,

BHA ORI VRABHEDS AR

FTRTCOITA VAN TF A LVAZ VAT TIERL, X2 VT 40 =200 /vy —

(Firepower 4100 D355) F72idEx =2V T 1 £ =2 —/b (Firepower 9300 DIGH) T LIZff

HASnET, ROGFEHEREZSRLTIZI0,
eEssentials 7 A Lo AR X2 VT 4 TV a— )L/ Vy L2 DHBIMICEIY YT
nEJ,
HERET A BRI A VAF L RAIZFEITED Y TETR, X2 VT 4 BV 2—//T
VIUVICOEHMEEZ L1 o0 T A AR EMEALET, e xiE 300Xl
T A Y 2 — /L EEH L T2 Firepower 9300 O35, AP O A > 2% 2 ADEITBfR
L, FVa—NMZOX 1 DO URL 7 ANEZ VT SABUARYET, B3 505 1
T ANRMEZR Y FT,

YAz R LET

% 4: Firepower 9300 D > TF A DV RAAVADY U TILS A £ RAOFERRKR

Firepower 9300 A AR UR 4R
X2 UT7T 0 B2 1 A UARH A Essentials, URL 7 4 /L& U >
AN AV =T |
A VAHR AL Essentials, URL 7 4 /L% U
e
A LABZ RS Essentials, URL 7 4 /L& 1
e
XTI 2 A LAL LR 4 Essentials, IPS
A AL RS Essentials, URL 7 4 V& I >
7. =)L = TR, IPS

X2V T 4 FEV2—/L3 ALAHE ARG Essentials, ~ /L7 = 7[5l
IPS
AABERT Essentials, IPS

W S5t
I
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sza7nyy ot [

RE:TAEUADEBE

Essentials URL 7 4 LR Y >S  |RILD = 7IhHH IPS

3 2 3 2

DRAT O FOER

FIE

&
ATy T2

ATvT3

ATvT4

A<—R T HT L MEERL, VATB-EOTA B REZEETAIZIE, AT T MR
%‘g‘@@—o

URL https://id.cisco.com/signin/register ZBA&E | HTLWT 7 > M EERR L £,
THY bEAERT HITE, TRTOMHAT 4 —/L RICAD LET,

ROXFIH 2R L TWETS,
[&&k (Register) 227 V27 LET,

BAA—NT FUVAZMERT 2720, 77T 4=V ara— FRE#HSNEE S A—ANR
EEINET,

G¥)

BAA— VN EERN TV WAL, BEk A — hF—2A  (web-help@cisco.com) (287 A —
NEEFELTLIEEN,

[ET A —/LTORfERR (Verify withyouremail) | ~— T, 777 4 _X—Yara— Kz ANL
TRET m v AZ25%ET L, [ (Verify) 1227V v 7 LET,
BN IEFIZETT5E, v /A0 _R=VIZVF A L7 FEShET,

RDBERY

gl A _R=IC, FILMERLET O FOFEMEZAN LT, A— T h Uy FaER
LEd, [RA~—K T FOIERETA B ZDBEMN 272—) | #BRBLTLEE
Uy,

AR—bT7HIY FDERE T A ADENM

FTAV L RAEWAT DRI, ZOT AV NaeRETD2HLERHY £,

T


https://id.cisco.com/signin/register

S14tvz |

B x=—t7r9  rofmES 1w z0Em

FIE

&M

ATy T2

ATvT3
ATvT4
ATvTh
ATvT6

ATy T17

1R BHHEIIZ

THD L MEYEELITHREEN, 2= —DEDICAY— T I FERELTND D
ERHVFET, TOHAEF., ZOFIEEFEHTLOTIEIRLS, TOERYENST I b~
T IR AMLEREREBELTHD, THU Y MIT V7 EBATEDLZ LAHRLTLIES
/AN

VAAT AT e ETER L T RWERIL, L Aar7 oy MEERT 208N H
DES, FIEICOWTIE, v 2arh vy Fofik) 28R LT &N,

A~— K TH 7y MIET 5 —RIEHRIZ OV T http://www.cisco.com/go/smartaccounts % 2
LTLEE,

[A~— R T 0> FOERK (Create a Smart Account) ]https://software.cisco.com/software/csws/
smartaccount/accountCreation/createSmartAccount~—IZEE L £94, v RARar7hvr hTr s
ATHEITKRDENET,

[A~— KT B> hOER (Create a Smart Account) ] X—\Z, FEARMZRT o2 MEEN
FRRENET,

HEMIZFRREIND [vA T b MyAccount) | 7 A 2% 27 Vv 7L, [FrT77AL
DOEH (Manage Profile) 1 %7 U > 7 LET,

= Cisco Software Central "cll's'élé' Q @™ &

X

My Account

Frank Mark

CISCO SYSTEMS (INDIA) PRIVATE LIMITED
Create a SmartAccount 0 ritest@gmail. com

Cisco Software Central > Create a Smart Account

e a Smart Account so your organization can use Smart Licensing, and to organize your Cisco assets.
Logout

Confirm Your Cisco Profile Info

Manage Profile
The account will be associated to your Cisco.com profile.
Please confirm that it is up to date:

(& AR (Personal) 1 %27 VU > 27 LET,

[&4EDFEM (Your Company Details) 1227 2 > C, [t (Bdit) 1227V v 7 LET,
24 FE 72 13HEE  (Company or organization) | 7 4 —/L RiZ, ik xE AT LET,
SALDHERN T TV A IDT = RX—=RAMHET DA%, UV A MIERINET, Sth%
BEINTEET,

[fEAT (Address) | Ku v XU X NT, SALOERFZEIR L ET,

DN A ADT = R—= RS IV T WIEEIE, S &kt [t E 72134 (Company

or organization) | 7 « —/L RIZ&tiE@®AE AN TEE T,

a) [EAT (Address) | Ku v 74U A RNT, Ruay 77X rORME7 Y v 7 LT, [#
LWMEATOBEN (Add New Address) |27 U v 27 LET,

b) KOWTND [fEFTZ A 7 (Address Type) | A7 a v &#BINTX £,

. PA S
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ATvT8

ATvT9

ATy 710

ATvINn

ATvT12
ATy 713

ATy 714

27—t 51tv20Ez [

o [24E/4H#% (Company/Organization) | : fEfkDOEFTEZ AT LET, A2k, ZOFEFE
MR LET, EFESHANZDOETHER TERWERIL, HITCTERWVWATREERH Y £
T TOTD, ELWVEFRNANTINTNWD Z EAMERT OIMLENDHY 77,

« ME A (Personal) ]: {HADFEMZATILET,

AR BEETT BTN TR TOMHAT 4 —/V RIZAS L, [EH (Update) 127 U v L
£,

[&4EDFEM (Your Company Details) 1 £ 7 3 3 12, AN L7=B0EMBAEREINET,

SHEOFEFMPAHRE SN D &L A v E—UNFRENET,

[E#F (Update) 127V v LET,

SAEOFEHIR R SN D & A v E—URERIRINET,

HID X 7 CTRWZ [A~— FT 7 hOERL (Create a Smart Account) ] X— U & BI& £,

EENPKBENTORWGERIE, N—U2EH LT ESN,

£721X. URL
lhttps://software.cisco.com/software/company/smartaccounts/home?route=module/accountcreation

EEHLTIOR=VERE, /A U ffRefAL T o452 TEET,

[7 A bDOYER (Create Account) | %27 U v 7 LET,

[7 Y h¥~VU— (Account Summary) |X—IZT7 A7 FOFERNFERINET,

[58T (Done) | #27 U v 2 LET,

A —=hT AT FOREEFENTEL I LEMOELE L A—NANPESDOEFELET, &
A—=NVRENE D, FERICIE-> T, A= VZEENTWD Y 7 %7 ) v o7 LET,

BEVWODA~—K T4V T ThHU Y ML, BERTA B ANEGEN TS Z & Ak
AWLTLIZE,

FA L APIDICHOWNWTIL, A4 B APID (16 2—) ZHBMBL T EEV,

RDBERY

Smart Software Manager Z i L CTA~— 7 A4 B AZHET DHITIE, A~v—h T4 A
DFEE 29 X—2) 2L TILEIN,

AV—kSM 2 RDETE

Z Z T, Smart Software Manager ¥ 7213 Smart Software Manager On-Prem # i L TA~— |
TABAZMENT D HEZONWTHHLET, FFETA B ATPRIEZMEHT 2121, FFE 7
A B ATFH (SLR) OFE (44—) 2L TLIIEIN,

T


https://software.cisco.com/software/company/smartaccounts/home?route=module/accountcreation

S4tvz |
. AY— kS 422 I1ZBF 5 Firewall Management Center 0 & £

AY—bkZ4 >0 JIZET % Firewall Management Center 0 & £%

Firewall Management Center (%, - > % —> > M T Smart Software Manager (T [ELH2 54§k T &
£, Flo, =T XYy v IRy FT =27 ZEH L TV 554X, Smart Software Manager 7>
TUIAEER L TRETEET,

Smart Software Manager T @ Firewall Management Center 0 & %

Smart Software Manager T Firewall Management Center % &% L ¥ 7,

1R BHHIIZ
cBHEVWDRAT—K FTA BT T NI, BERIFA B ARG ENL TS &
FRERLTL7ZE0,
FTAE A, VAT EIINERBENS TN, ZAEEA LRI, A~v— T h T
MU 7 ENTWET, 2770, BETTA B 22 BNT20END L84 1%. Cisco
Commerce Workspace # 2B L E 3, 74 APIDIZHOWNTCiX, 74 APID (16
R—=) EERLTLIESN,

» Firewall Management Center 7% smartreceiver.cisco.com C Smart Software Manager (27 7 & X

TEHZ LB LET,

e NTP #5%E L TL 72 &0, BERFFIZ, A~— h>=—Y = b & Smart Software Manager [#]
THR—ZWNFETIND 20, HUZRBERITIIRFZ O RIS LB T,
Firepower 4100/9300 ¥ ¥ — D541, Firewall Management Center & [F] U NTP ¥ —/3\—%
V=V LT Y —VICNTP 2R ET HMERH Y 3,

o K% Z#EEL D Firewall Management Center 73 & %5 %5513, 4+ Firewall Management Center (2
WREIZHNTE 2 —BOARIMNTNTEY . RICA=F ¥y AT H 7 MIBERENL TN D
AIREMEDS & % ML Firewall Management Center & XBIIT& 5 Z L Z MR8 L ¥ 9, ZO4HRI
T, A~v—F T4 B AOHERM GOFHICE > TEETYT, HVEWVRAHETE L% TH
BDRFEAETHZ DD £7,

FIRr

AT 71 Smart Software Manager T, Z DT /A A& BT HMET o hOXERN—7 o 2ERL
Tav—LET,

a) [Inventory] #7 U v 7 L7,

Cisco Software Central > Smart Software Licensing

Smart Software Licensing

Alerts Convert to Smart Licensing
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Smart Software Manager T ® Firewall Management Center 0 £} .

b) [General] # 7 C, [New Token] #7 VU v 7 L7,

Product Instance Registration Tokens

The registration tokens below can be used to register new product instances t

Token Expiration Date Uses

OWFINTZiYTgtY2Ew... 2024-May-18 17:41:53 (in 30 days) 0 of 10

c) [B&kbh—72 > &1ER (CreateRegistration Token) | %A 7 0 /Ry 7 AT, LLFD
AN LTS [ h—27 %{ERk (Create Token) 1% 27 VU w27 LET,

Create Registration Token b

This will create a token that is used to register product instances, so that they can use licenses from this virtual account.Once it's
created, go to the Smart Licensing configuration for your products and enter the token, to register them with this virtual account.

Virtual Account:
Description: Description
* Expire After: 365 Days

Between 1 - 365, 30 days recommended

Max. Number of Uses:

The token will be expired when either the expiration or the maximum uses is reached

Allow export-controlled functionality on the products registered with this token @

Create Token Cancel

- E7ER
o [AZIIFR (Expire After) ] : HEXE{FIX 30 H T3,
o I KA FI4 (Max. Number of Uses)

BN %

[ZD b= g S LT B Tl A PRBERE 25T 9% (Allow export-controlled

functionality on the products registered with this token) | : @ ERFBS{LFFAI STV S
DHEEFEH 2 T IA T AT T 7R LET, ZOREEZHENT L TEDOS
B IO T a B ZTBRIRT DM ERDH Y I, BTIOREEZAICT %
I TAAREH LW o X7 bR —TCHRERL, 75 2% U r— N 20580
HVET, ZOFT v a VRRRENRVEE, T U2 NI e A YR —
FLTWEHEA,

f—27 o FA R R YICEBMENE T,

d b= OFEWMZHIRAITA 2% 2727 LT[h—2 2 (Token) | XA T RI Ry
JARBE, b= IDZ7 YV AR —RNIZat —CT&x5 Lk 9IZ2LFJ, Firewall Threat
Defense DB GEENP MBI L XIHEOTFIETHEHT L7201, ZOF—27 &8 HLTEX

ij—o

e



. Smart Software Manager C ® Firewall Management Center () & £%

ATvT2

ATv73
ATvT4

ATvTH

ATvT6

3: b=V VDORT

General Licenses Product Instances Event Log

Virtual Account
Description:

Default Virtual Account: No

Product Instance Registration Tokens

The registration tokens below can be used to register new product instances to this virtual account.

New Token...
Token Expiration Date Uses Export-Controlled
OWFINTZiYTgtYZEw_ 2024-May-18 17:41:53 (in 30 days) 0 of 10 Allowed

4: b—HmaE—

Token 0 X

MjM3ZjInYTIZGQ40500Yk2LTgzMGIMThmZTUyY]ky
NmVALTETMDISMTIT %60AMTMxMzh8YzdQdmgzMjA2V
mFJN2dYQjISQWRhOEdscDU4cWISNFNWRUtsa2wz %
NAMDANSTN%AINANA

Press ctrl + ¢ o copy selected text to clipboard.

Firewall Management Center C, [ A7 A (System) ]| (&) >[5/ >R (Licenses) ]>[R
Y—hr,S54 2R (Smart Licenses) | #E#UNET,
[&&k (Register) 1227 Y v 27 LET,

Smart Software Manager 7> HAERR S L7z b—27 V% [BfhA > A X o 2% gk h—2 > (Product
Instance Registration Token) ] 7 « —/ L FIZAE Y £HF F 97,

T X A FDFIZICANR—ARLZEH{DOITHRNZ & 2R L ET,

Management Center 1 > A X L ANT TIZA~Y— F T A B RTBERINTWDGETT, [BEF

DA FR K #Management Center{ > A X L ADA—s3—F A4 R (Override Existing Registered

Management Center Instance) | = v 7Ry 7 A% 4N L T, Av— T4 ADEHFD

Bk & Management Center f > A X LV A A —/N—F 4 R TEET,

EHARIRT — 2 2 A TERETHNE I NERELET,

« 22 TlX, Cisco Success Network OIREZ# LT, Y RAafiOH AL ~v—x 7 2~

T A K ESEL7OI, BEKOMERIDOA Y v 7 EHaHEHRaIE L TV E
T, ZOMEIX. T 74NV B TAX—TNMIZENTNET, A a~0 Cisco Success
Network 7 L' A U F—=F DREEAT F 70 b3 2120E, HARBO A B v 7 LHEGEE
% A L 395 729 O Firewall Management Center D% E & S L T 7ZEW, A2
DWEET DT VA MY T —ZDOFEMIZONWTIL, [P 7T —4% (sampledata) (%2 Y v
7 LTLTIEEWN,



management-center-admin-77_chapter3.pdf#nameddest=unique_60
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Firewall Management Center 00 Smart Software Manager > 7' L 2 A~ D &% .

« Cisco Support Diagnostics DFEREZ 1 U C, ¥ A IBEEED T /A A5 HE 7RG H % L
L, RELEY R - b7 AR 222 BEF LTWES, ZofREZ. 7741 b
TA RF—TMZENTWET, A T~D Cisco Support Diagnostics A h VU 7 Di%EE % 4
T RT U MTDITIE, TN ARFEET — & & v A 3 L F T 5 7% O Firewall Management
Center DEXEZZHL TS TZE W,

GE)
« Cisco Support Diagnostics Z A 22T 5 &, IRDFEMIY A 7 /L TT A ZTHEH S v E
9", Firewall Management Center & 7 /34 X & O[EMIE, 3043 T &2 1 BTSN E
‘g—O

+ Cisco Support Diagnostics = 2029 % &, T @ Firewall Management Center |Z 8§k X 41
LR LWT A ZRCHBICE S E T,

ATw 71 [EE %A (Apply Changes) 127V v 7 LET,

RDBERY

« Firewall Management Center |27 /34 X 4B/ L 7, Cisco Secure Firewall Management
Center 7 /3A AL AT A KD [Add a Device to the Firewall Management Center| % 28 L C
TZEW,

e TARVABET AN AZEIY G TES, HEOEBNRT NA A~DT A2 AOED Y
T @B73—Y) 2BRLTLEIN,

Firewall Management Center 0 Smart Software Manager 7> 7' L = A~ D& %

Smart Software Manager & OEMAYZREE (3 ~—) T I TWD KL DI, Firewall
Management Center [X, 7 A & ZHERZHERT 57201 2 2 L EMBICIERET 2 LERH
D EJ, WORMOWTINDOEE . Smart Software Manager & ##5i 3 570D 7 ¥ b L
“C Smart Software Manager 4> 7 L X A (IHFR [Smart Software Satellite Server| ) ZffH T %
D

« Firewall Management Center 347 7 14 T 5, HAHIR I TWD, Foid#n 72
W (DFEY, =T XY v Xy NT—J RSN TWD) HE,

(=27 Xy 72y NU—Z@TOREYY 22— 3 2050 T, =7 X v v TED
FGAB L ZADF T ary Q=) EHBLTLIFEEN, )

» Firewall Management Center (Z[EEB N 5723, Ry hT—7 D OHE—OEEIZ L - T
Av—h TA v AEHET 54,
Smart Software Manager 4" 7' L' I X T 5 &, FMAr Y a— NV ERE, £LEFA~—
k7 A & AFRFEA Smart Software Manager & FE) CRIISH 5 2 LN TEE T,

Smart Software Manager 4> 7 L I A OFEHIIZ DUV TUE, https://www.cisco.com/c/en/us/buy/
smart-accounts/software-manager.html#~on-prem # ZH L T 723\,

I FA4EURX .
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S4tvz |

. Firewall Management Center 00 Smart Software Manager 1> 7 L S R ~D &%

FIE

AT 71 Smart Software Manager 4> 7' L I A& B L T E L £,

* Smart Software Manager 4" 7' L' I AD R¥ 2 A v MESH LTI ZE0,

https://www.cisco.com/c/en/us/buy/smart-accounts/software-manager.html#~on-prem 7> 5 AF T

TET

« Smart Software Manager 4> 7 L X A® TLS/SSL fEBHED CN 2 A€ L 7,

« http://www.cisco.com/security/pki/certs/clrca.cer (2 &) L, TLS/SSL FiEEHE DAL 2K

("-----BEGIN CERTIFICATE-----" %> "--——-END CERTIFICATE-----" £ C) % . iXESPIZ
T REATEXLGICaY—LET,

AT 72 Firewall Management Center % Smart Software Manager 4> 7' L 2 A |28k L £9°,

a)
b)
<)

d)

2)

h)

)
k)

[#& (Integration) ] >[Z DD #HHE (Other Integrations) 1ZiER L E 7,

[A~v—K V7 T =T %7 F A4 b (Smart Software Satellite) %27 U v 7 LET,
[Cisco Smart Software Satellite ServerlZ#f¢ (Connect to Cisco Smart Software Satellite Server) ]
R ET,

ZOFNAOHTHRESA: TUNE L7z CNEAH L T, Smart Software Manager 4> 7' L I &
?D URL Z#IRDOEAXTATILET,

https://FQDN or hostname of your_ SSM On-Prem/SmartTransport

FQDN F /213K A b4 1, Smart Software Manager 4> 7' L I AT & > TR S V2 REH
EDOCNEE—HLTWDIRERDH Y 7,

B LU [SSLEEAAZE (SSL Certificate) ] 2B L, LAAGZ 2 B — L7ZFEBET £ A2 &b
DT ET,

[ (Apply) 1227 V> 27 LET,

[ AT L (System) ]>[7 A &£ A (Licenses) ]>[A~—F T A A (SmartLicenses) ]
R L, B8k (Register) |27 U v/ LET,

Smart Software Manager 4> 7' L X Z{ZH LW b—7 U Z2{ERR L £ 77,
h—rvZar—L%7,

F—2 U EERE L Z— X=T DT+ — A (T £ T,

[AF %A (Apply Changes) 1227 U v 7 LET,

BHE > ¥ —7)% Smart Software Manager 4> 7' L I AIZHER I E LT,

RTYT3 THRARAZTA | AEEY YT, Smart Software Manager 427 L X A % Smart Software
Manager |[Z[RI#I S &£ 7,

FL D Smart Software Manager 4> 7' L' I AD K¥ =2 A2 h & B L T E S0,

ATy T4 {7 R 2 Ay ¥ a— L LET,
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Fa— LEROBVT Ay ommmsseoant [

JO0—NILERDGEWT hY Y FOmEERHIEEEDR L

A<w— R T N TRABRKE BT R SN TW RNV, AR B b OE NI EN T
WD E R anflil Lizaa. BRI A v 22T o MCFEITENTE$7,

1R BHHIIZ
« B CE B R OEN Y R— IR TWVEWNZ L 2R LET,

JE BH Gl RS R OBERE N AR — R STV 5854, Smart Software Manager O [%68%
h—2 > DFERL (Create Registration Token) ]-~<— U2 BRI R OMEEZ AN TE S
FFa UBRRARINET, FEMIZ OV T, https://www.cisco.com/c/en/us/buy/smart-accounts/
software-manager.htmlZ ZH L T 7230,

s BEITCTIME 7 A o ADMEH SN TWRWZ L 2R L E T,

* Smart Software Manager ® [ N> k1) (Inventory) >[5 42X (Licenses) ] X—¥
T, Firewall Management Center (XS 57 A B AN DH T L 2R LET,

EERESA R Firewall Management Center €7 /L

Cisco Virtual FMC 3V — X D58 7) 7220551t | 97XT D Firewall Management Center Virtual
(3DES/AES)

Cisco FMC 1K > U — X Dii 11 ks 54k 1000, 1600
(3DES/AES)
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» Smart Software Manager ® 27 L' 7 ¥ VB3 H D Z L iR L E T,

FIE

AT 71 Smart Software Manager (21 > A > L ¥,
https://software.cisco.com/#SmartLicensing-Inventory
ATY T2 FETLEHEIT. X—VOLEENSIELWT U b EBRLET,
ATV T3 MEISUT, [ >_ hU (Inventory) 1227V v 27 LET,
ATy T4 [T A (Licenses) 157 Vv 7 LET,
ATYTE RO LR LTS,
c[7A B ADTFH) (License Reservation) ] A4 U NERRIIN TN D,

« T DAL, T 73 A D Firewall Management Center Virtual O+ 5-& 4% % & b TR
THT A ABLOEREICT DT Ty T — LT B AT AL ABH D,

RATYT6 ZNEDTATANRRN, FRIFR- TWAESIT. 77y MEYFICER L CRELY
y&biﬁéo

GE)
BEENETESNAFETII IO X 3T LANWTL XN,
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| s1€>=

BEEDS AR (Specific Licenses) 1 2 =1— 4 T3>0t [

FED T A 2 X (Specificlicenses) 1A —a1—7F T2 3 > OFERIE

FIE

ATy T

ATvT2
ATvT3
ATvT4

ATvT5
ATvT6
ATvT1
ATvT8
ATvT9

Z OFJATIX, Firewall Management Center ® [A~— h Z A 2> A (SmartLicenses) ] A == —
T a vk [EDT A &L A (Specific Licenses) ] IZAEF LE7,

USB ¥ —7A— K& VGA £ =% —%{#i | L T Firewall Management Center = >/ —/L|{Z7 7 & A
THh, SSHEZHHL TEHA LV X —T 2 A AT 78 ALET,

Firewall Management Center ® CLI EEBE T h v hcn /4 LET,

expert =2+ K& AJJ LT Linux ¥ = /L7 7 EALET,

FFEDTA B ADTRIOAT L 2 T 78 AT HICE, koa~vr REFATLET,
sudo manage Sir.pl

1 -

admin@fmc63betaslr: ~$ sudo manage slr.pl
Password:

R R R R Configuration Utility ER R R R R

Show SLR Status
Enable SLR
Disable SLR
Exit

o w N

R R R R R R R R R R R R R R R R R I R I E h E E b E I h h kb I

Enter choice:

AT ar2&2BR LT HETA B ATREZAMCLET,

A7 a0 &®R LT, manage slt 2—7 4 VT 4 8T LET,

exit EAJL, Linux V= V& TLET,

eXit av Y REANLTCEX 2T Vo hDavy R A v F—T oA AT LET,
Firewall Management Center ® Web A > % —7 = A AD [FFED T A £ ADTH (Specific
License Reservation) | “N— LT 7 BATE LT L 2R LET,

o[V AT & (System) ]>[7 A & A (Licenses) ]>[A~— bk F A &> A (SmartLicenses) ]
NR=UNBERR SN TWDEEIT, X—VZ2EHLET,

« ENLSDOGEIL, [ AT A (System) |>[7 A &£ A (Licenses) [>[FFED T A & A
(Specific Licenses) | Z#IR L 97,

T



S4tvz |
. Firewall Management Center ~NDHEDND T A £ XA FHABI—FDOASD

Firewall Management Center ~NDBHEDND S A U XA FHAZEI—FDA
7

FIE

RTvT1 PRERa—RFEAERLET,
a) Firewall Management Center C, [ A T4 (System) >[5 4 X (Licenses) |>[{EFIZ
14t >R (SpecificLicenses) | Zi®IN L £,
b) [4fK (Generate) 1227 Vv 7 LET,
) FHERa—FEAELET,

ATY T2 FRKRa—FEERLET,

a) Cisco Smart Software Manager (Zf%8) L & 3 : https://software.cisco.com/
#SmartLicensing-Inventory

b) MEILLT, XR=VOEENLELWT I MEBRIRLET,
c) MEIIISUT, [ XU (Inventory) 127 VU v 7 LET,
d) [ZA A (Licenses) 127V v 7 LET,
e) [F7A4 B ADTH (License Reservation) | %7 U v 27 LET,
f) Ak L7z =2— K% Firewall Management Center 7> 5 [ T#J%EK = — K (Reservation Request
Code) | Ay 7 A AN LET,
g [k~ (Next) 1227V w7 LET,
hy [HFEDTA B ADTH (Reserve a specific license) ] Z 3R L F 9,
i) TICAZ =L L TIA4 AT v REEREFRLET,
j) [T 5% (Quantity To Reserve) 112, BHIZHEERE T T v M7+ — L EHEREOE
EATTLET,
G2
EHHRT NARAZLIT (IATFA U AZ L AROE AT T IR
Essentials 71 & A ZWRIIICED HLERNH Y 7,

* Firewall Management Center VirtualZ i/l L TW 2 HE1E, FEV 22— (wAF A
VAL ARBINENT) RIFFEEART AN A (O T X TORRIZRENT)
27Ty N7 = LOEEEALIAT LR B Y £7,

< SR IRME BALBERE A 55513, RO LB T,

« A— bk T AU MR BEG SRR L TR RIS 5 TV D5
X, 22T TO0EIETH Y FH A

o FHM%k D& DY Firewall Management Center AL DAL, 77T 4 7 2 AT
WY T A A BRT DMERDH Y £,

Firewall Management Center|Zi# 172 7 1 & 2 A4 2@ IRT 521X, [7/r—AN
IREIRD 2T 1w o b Ot BIEE D A2k 35 ~—2) | OHiESRM:
ZZRLTLEEN,
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| s1€>=

ATvT3

ATy T4

EENRT A 2~DEENS (o 0B 4T [

k) [k~ (Next) 1227 YU 7 LET,
1) [7&G8 22— RZ 4% (Generate Authorization Code) 1 %7 Y v 27 LE T,

Z DR T, A 72 AlX, Smart Software Manager (Zf¢ > T T,

m)  Firewall Management Center [Z A )T 5720 DO#Efif & L TR a— K& X v o — RLE
R

Firewall Management Center|lZ7&i8 =2 — K&Z AT L E T,

a) Firewall Management Center C, [/ (Browse) ] %7 U >~ 2 LT, Smart Software Manager
MBER LTEARI—RFREELT XA NI 7 ANV ET v 7a—RLET,

b) [Install (A1 > A ~—) 1227V v LET,

c) [BHEDTA L ADTH (Specific License Reservation) | X— I\ [ DA&FE (Usage
Authorization) ] A7 — % A7 [AGR#EH (authorized) ] EFTRINTWVDH I L E2MERLE
D

d)

[THKIWE 7T A & A (Reserved Licenses) | #7427 Vv 27 LT, /K& =— F (Authorization

Code) | DARKIFICER L7 T A4 B A2 MR L 7,

VIR T A APFRSNTORWEEIE, BRI A AZBMLET, FHHIZONT
%, [Firepower Management Center D4FED 7 A B ADEH | 2B LT IZEW,

BEEMRTNAANDREDSAEVADEIY ST

FIE

ATy I

ATvT2
ATv7T3
ATvT4
ATvTH

ATvT6

ZOFIEZEH LT, HEOEIHRT NA AT B 22 —EITTIERHY Y TET,

o, ZOFEEZFERALTIA B RAZEHIIT 20, 20T 12DOFT 34 ALLBIOT /XA
ANZTA BV AEBITEET, TXAADTA VUV AZENIT DL, T4 AZEEST
T ONT-HEEEEZ DT A ATHATEEEA,

[ AT & (System) |>[7 -1 &> A (Licenses) |>[ff5]7 1 &2 A (Specific Licenses) | %1%
RLET,

[T 4 & 2ADfF%E (Edit Licenses) 1227 V v 27 LET,
K2 TH7Y 7 L, BREIZELUTT AL RITA B AZED Y TET,
A (Apply) 1227V >v27 LET,

[B0 Y THEASDT A A (Assigned Licenses) | X7 %57 Vv L, £T A ATT7A( &Y
AWELLSA VA R—=ALINTNDLZ 2R LET,

REZA R & BB L ¥, Cisco Secure Firewall Management Center 7 /N4 AT A RESM L

e


http://www.cisco.com/go/firepower-config

S4tvz |

B st x3n0em

HEIA BV AFHDEE

o7 varTE BETA B ATFREERT L HIECHO W THBLET,

EE RBEIAM U AFHNEROHE

R A AR BBICEAT AT — 2 LV 7 b =T 2EET I, 27Xy v 7RO
HeEFF) 22U CTL7ZE W,

T RTOMERENFHBETICEE LT A L 22T 5121, 748 20AG#RE ([(FR%
7»7 A& A (ReservedLicenses) 1% 7) TEAHLET, WINDT A & 2DFNBIRD
Bz & X REME A RTREE LV H K Z & | Firewall Management Center |3 [~iE & (Out
of Compliance) ]IRREIZ72 0 £,

HEDTIA B ADFHDERH

FIE

ATy

ATy T2

Firewall Management Center THFED 7 A & AN IEF IR S 72T, ZOFIEEZMLEH LT
T H5&EKZ WO THBEMEITHIRTE £,

SA YL AOAHIBENEINT-BIZTA L A2 EHTALERD Z5EA8T. = OFIEE#H
LET, BERTABUANRRWGS, ROT 72 a rBHIBSET,

o TNA ARG
e R T —DERH

Firewall Management Center C, Z @ Firewall Management Center O — & O8I A 2 2 & 2 RG]

FERGLET,

a) [YATL (System) >[4 R (Licenses) |>[HENT A R (SpecificLicenses) ]
ZIEIR L9,

b) [EfLA > AKX A (Product Instance) ] D% AE L E 7,

ZOHIXZ T et AP ENLEZ Y 9,

Smart Software Manager C, 79 % Firewall Management Center % 7/ L £ 7,
a) Smart Software Manager (ZF8E) L £7°,

https://software.cisco.com/#SmartLicensing-Inventory

b) MEITGLT, [ U (Inventory) 1%27 U > 27 LET,

c) [MLfhA > AH A (ProductInstances) 1 %727 U 27 LET,

d) [#4 7 (Type) 1% FP, [4#1 (Name) ]HIIC—f%AI72 SKU (452 b4 TidAew)) A3
EENTOLHEA P AZ U AZRLET, EMOT =T AINOEEEMT DL, ED
Firewall Management Center %3 IE L\ Firewall Management Center 7)>% fi|7 3~ % D&% 6 F
T, LEiEZ Vv LET,
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| s1€>=

ATvT3

ATy T4

BE05 12030055 [

e) UUID Zif=, AT L &L 5 & LTV 5 Firewall Management Center @ UUID 2> & 9 H % FifEad
L\i—a—(}

# 9 &A%, 1E LV Firewall Management Center 25 2022 £ T, 2N OO FIEZMEY KT
WELN DY FT,

Smart Software Manager Cii U] 72 Firewall Management Center 73 Lo »>72 6, FRILE T A4 &
YARERFL, LW — FEAER L ET,
a) ELWUUIDMERINTNDHLX—UT, [FTZ2 32 (Actions) |>[FHBEADZA Y
AMEFH (Update Reserved Licenses) | Z3IR L 97,
b) MBS LT, PRIFEALTA B RAEZEHLET,
GE)
 EHRIRT NA AT LT (VT A U AK AR OY L7 T LIZ) Essentials
TA B RAEWRMIZED DMERH Y £7,

« Firewall Management Center Virtual #ffi lH L TWAHEIX, HFEV 2 — L (AT A
AL ZREBICENT) ELFFEHENRT NA X (fOTXTORMIZENT) (1
77y b7 d— LOBERKEMBPATLLIERHY £,

« A 7o S RE 2 T 2 AR RO LB TE,

o Av— K T AT MM B GHEEE [ L TR o TV DA TR
T BT AMLEEH Y T AL

o %Hf8k O & #5238 Firewall Management Center AL DAL, 77 T4 7 2 AR
7254 B AERIRTOMLERH Y £77,
Firewall Management Center|Zi# Y] 72 7 A £ v AL 2 RINT HI12iX, [ZFr— L

HERRD 72T 1w v kol RS EEOANME 35 2—) | ORiREHtZ225
LT,

c) [k~ (Next) 127 Vv 7 LCiEMiZMR L E9,

d) [Ki=— RZ4pK (Generate Authorization Code) ] %7 VU v 7 L £,

e) FirewallManagementCenter (Z A1 T 27200 &L L TARa— 2 X v ua—RFLET,

f) [THROEH (Update Reservation) | X—T&#BHW-EFICLTEEET, ZOFIEDOEK Y,
TIZON—VITREY £,

Firewall Management Center CfE%] 7 A £ A2 HH L E T,

a) [YATL (System) 1>[F4 >R (Licenses) | > [fERAIZ A X (Specific Licenses) ]
IR E7,

b) [SLR OffE (EditSLR) 1227V v 27 LET,

c) [BM (Browse) |27V v 7 LT, HiillERkENARa— K27 v 7n—RFLET,

d) [A¥AF—= (Install) 1227 V7 LTIA B AZEHLET,

KRBT — RINIEFRIZA A h—/L & #1725, Firewall Management Center @ [ TKJ i 7
(Reserved) ] HNIE/REINTZT A 2 AD3, Smart Software Manager TTHI L7=T A &
AL—HLTWDLZ LE2HERLET,

T



B #2051t 20300%k75 5« TLER

e) ﬁgﬁ:_F%f%Lij—o
AT w75 Smart Software Manager [Z/KF8 2 — R & AT 511X, ROFIEEZFATLET,

a) ZOTFIEOFT: TRV F £1Z LTV 7= Smart Software Manager DX— VIZR Y £,
b) [V 3> (Actions) |>[fEZRI— FDAA (Enter Confirmation Code) | Zi&IR L £,

UDI_PID:FS-VMW-SW-K9:; UDI_SN:3; .
Dyarviaw EvanlLog
Description
Firapewer Thest Defense
General
Mama: MIDH_FADCF S-S KD, U0 SHES:
Product Eireprwer Threal Dafarss
Host Icdenlifiesr

MAC Addreas:

P FSA M- S0-HE
Sarial Numbes: 3
[518]] =] Bol481 200048118 -Daod-IMZ1 coabb 142
Wirtual Account: FTO:ENG-AST
Regisiratian Dags: 201E-Cet-11 17:08:24
Lask Conlact: 2018-061-16 094749 (Raserved Licenzas) - Dowmoad Reservation Autodzstion Code
License Usage These licenses ank fegened on this product ingtance Upals resenalion
Ligense Billiag Expires Requited
Threat Defenas Virtual URL Fisering Pregaid 2018-Dec-08
Prepaid 2018-Dez-04 10
Transfor
e Fantures Frepakl - i

Update Reserved Licenaes.

S all 8 F
Eniler Confirmation Cn:l!....!’ Homing all  Rows

Remova:

AETEN =

c) Firewall Management Center 2> H £ L7z 2 — K& AT L £ 7,

AT 76 Firewall Management Center T, 7 A ZU AN THI LI BVIZTHINTNDLZ &, BLO
EHGRT A ADEIEIIC FLvIR—9 (@) BHOTREDANRERSATND Z L
R L ET,
I OWTE TRETFA BV A TRIDAT—F ADE=4 Y 7 (55X—=V) | ZHEIC
JECTHLTLEEN,

ATy 1 RELFELER L E T, Cisco Secure Firewall Management Center 7 /3 AR A A &L
TLTEENY,

BREDSAELADFRIDET VT4 T &REA

BEDTA By ANREIL R o258, TOTA VU AR A~— T T MIETHEN
HVEFT, Av— K TRV T THUY NERET LA, FEDOTA B ADTH)
(Specific License Reservation) ] Z NI 202 H D £ (LLFOFIEDOFIEG6)
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BEDSA L AOFHOET o T« T e [

S

BEE ZOFEOTRTCORT v T E2FITLRNE, T4 AIMEHTOREDEE L7420, FH
HATxFEHA,

Z OFJNAT, Firewall Management Center & BEiEHAfT 1T HIL TN T _XTD T A 2 AMHERRD R —
FANT AT MIRSNWET, BEREMRRT DL, T4 2 AT SNTERE~O HH<
BHEPFA SN2 ET,

FIE

AT 71 Firewall Management Center ¢ Web f > % —7 = A AT, [ AT A (System) |>[7 A &2 A
(Licenses) 1> [FFED T A £ A (Specific License) | Zi&R L £7,

AT w T2 Z O Firewall Management Center ® [#/f 1 > A % .- A (Product Instance) ] DA% A€ L F
T

ATy 73 Firewall Management Center 7>5 U #—> a2 — R&EAERK L ET,
a) [SLR ®ix#H (ReturnSLR) ] %7 U v/ LET,

WOKIZ, [SLR OiH! (Return SLR) ] Z~ L E T,

Firewall Mal?aq?meli?fnter Overview Analysis Policies Devices Objects Integration Depoy @ @ #* @ adminv il

Smart License Status Cisco Smart Software Manager @ C*

Usage Authorization: @  Outof Compliance (Last Synchronized On Sep 09 2022) Re-Authorize |

Product Registration Registered (Last Renewed On Jul 16 2022)

Assigned Virtual Account: TechPubs VA

Export-Controlled Features: Enabled

FMG Virtual License Type: Perpetua
Smart Licenses Filter Devices.. X| | Edit Performance Tier ‘ ‘ Edit Licenses

License Type/Device Name License Status Device Type Domain Group

> Firewall Management Center Virtual (5) @ Out of Compliance

> Essentials (5) @ Out of Compliance
> Malware (5) @ Out of Compliance
> Threat (5) @ Out of GCompliance

FTONA AL T A | ADIRUVIREEIZ 72 Y | Firewall Management Center |38 SiEFRIRIE I
1TLET, VH—ra— RAER S, Firewall Management Center & SLR (Z 5 &k CT& £
—éﬂo

b) BEIO—FEZAELET,

AT 74 Smart Software Manager T, ¥#kfiff3 % Firewall Management Center % 57 L £ 7,
a) Smart Software Manager (ZFB8E) L £7°,

https://software.cisco.com/#SmartLicensing-Inventory

T
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S4tvz |

B #2051t 20300%k75 5« TLER

b)

d)

VENZIS U T, [ X R Y (Inventory) 1227 Vv 27 LET,

[BL5 A > A & > A (Product Instances) | %7 U v 27 LE7,

[Z# A7 (Type) 1%IZ FP, [4HT (Name) ] ¥ —fXH972 SKU (AR A M4 TiXZewy) 238
EENTWORLA AZ L AZRLET, RO T =T AFOEEERTL L, 0
Firewall Management Center 73 1E L\ Firewall Management Center 7)>% f|¥7 3~ % D% 6 £
T, LRiE7 Vv LET,

UUID Z&i~, ZH L X 9 & L T\ % Firewall Management Center @ UUID 7> & 95 7% Hfgid
LET,

9 % &1, 1E LV Firewall Management Center 73 i35 £C, 2 H D FNEZ 0 K3
WEN B Y ET,

AT w75 IE L\ FirewallManagement Center NFE SN H, T4V AEZA~— T HU Y MIRELE

—g—o
a)

b)

<)

IELWUUID RERENTZA—=DT, [727 33 (Actions) ]>[HIF: (Remove) ] % iR

LET,

Firewall Management Center 7> 54 L2 THI Y #—2 a— R4 [BlihA o X % o ZDOHIER
(Remove Product Instance) | %A 7 02 7R > 7 A AN LET,

[Remove Product Instance] 7 U v 7 L'E 7,

REDTHIFEHRT A R ANA~Y— T A0 hOFEHARET —/VIZREY | 2 O Firewall

Management Center /% Smart Software Manager D# A > A X L AU A MM HHIBRSVE T,

AT 76 Firewall Management Center ® Linux > = /L C, $¥ED T A B AW L7,

a)
b)

¢)
d)

. PA S

USB ¥—7A— R & VGA =% —%ffiffl L C Firewall Management Center = >/ —/L{ZT 7
TAT L SSHEMH L TEHA ¥ —T oA AT 7 BALET,

Firewall Management Center ® CLIBEEBE T v v Men /4 LET, kb, a~
YRIA A =T 2 RIT I EATEDL LT £,

expert 2> K& AJJL T Linux > = /WZT7 7B ALET,

makecall 7 4 L' N U T, IROa~<w> REETLET,

sudo manage dir.pl

1 -

admin@fmc63betaslr: ~$ sudo manage slr.pl
Password:

R R R R R Configuration Utility R R R R R R

Show SLR Status
Enable SLR
Disable SLR
Exit

o w N -

R R R R R R R R R R R R R R R R R R R R R R R R R R R R R

Enter choice:

F7vary3aBRLT, HEDTA B ADTREZEICLET,



| s1€>=

BESA 2 2FMORT—220E=2U>5 ||

f) A7 a0%BINL T, manage st =—T 4 V7 4 T LET,

g) exit EANL, Linux V= /VE2&TLET,

h) exit 2~ REANLTEFaT7 v z2lDavwr RIif Ly A —T oA AT LE
—éﬂo

BESJAEVAFHORT—E2RADE=S2) VY

WITRT L DIZ, [ AT L (System) |>[7 1 &> A (Licenses) |>[FFED T A & A (Specific
Licenses) ] ~— 121 Firewall Management Center T 7 A & > A D APIR IO E R R S
j/l/i ‘j_‘o

ﬁmo)nlh A
FRE7R AT — & Z{EITIRD L BV T,

B A (Authorized) ] : Firewall Management Center (%, 777 A4 7TV ADT AL AD
H”?‘ﬁ%%’i’% LT T A B AFFERICHEILL TR Y | EFICBREEINLTHET,

[T TAT AR E (Out-of-compliance) |: 7 A & AOHARNEINTWE 0, iz
I% Firewall Management Center 28 T L TWRWIZE 030D 6T 74 B A ZmBENIHEH L
TWBEA, [T T4 7 AR A (Out-of-Compliance) | 23 A7 — X AIHRK /RS NE
T, [FFEDTA 2 ADFH) (Specific License Reservation) ] (27 A & A DAF G AH
WHEINDZD, 77V arz2FITT50ER/H0 £97,

BB
FFTE D ER AT — X A & Firewall Management Center TG 2 — RBHKFZIZA VA h—/L S
7= FRERESHSN-BHMERELET,

i E A

Firewall Management Center O i I GG A G LIz E I EEEL T,

W H B SRR OFEMIC DWW T, TR OBEO 7 A2 (13 —) | &
ZRLTIZSN,

HWREAREUR

Z @ Firewall Management Center O = =3 — 4% /L— g7 7- (UUID) , Z OfEIX Smart Software
Manager CZ D7 /A A Zifhll L E 7,

EEa—F

BEDTA VL AZRHTH, £3ET 77 4 7L L CRAT H5A812 [MER=—F
(Confirmation Code) ] N E T,

T



S4tvz |
B sz05 1t 203080 5T0v2—F 425

[ElY L THEAHS4M X (Assigned Licenses) 1% J
ETNARAEEZNENDAT —HAZE VLB TOENTNETA B AEFRRLET,

[FT#FAS5 4> X (Reserved Licenses) 14 7

FEIEHSNTWDE T A B X EMATRER T A B 2D, BLUT A & ADHLBIR
ZFRLET,

BEDSAEVADFHDO NS TN a—TFa09

Smart Software Manager D& G4 > A2 X 1) X L H 5457 D Firewall Management Center % 35
AT BAEEHRATLIZE,

Smart Software Manager @ [#fh A > A % > X (Product Instances) ] ~<— T, 7 —7 /LD
DT DD TESN TR A 27 2 2D TE RWGEIT, FP Z A T OPH RS A
VAL ATNENDARE YY) v 7 T HRERDY £T, ZOX—TDUUID DfEIE T oD
Management Center & —EZ#kA L £ 7,

Firewall Management Center  Web { > % — 7 = A A Tl&, Management Center @ UUID /% [/
AT I (System) |>[7 A4 & A (Licenses) ]>[FFED 7 A 2 A (Specific License) ] ~<—3
IZFEREND [ A AKX A (Product Instance) ] DfE T,

Smart Software Manager D [ 1 2> X DF#5 (License Reservation) ]7R42 UhARRINFEEA,

[7A4 &2 AFK (LicenseReservation) 7R % NERENRWIES, BEWOT BT Tl

BEDTA VB ADTRINDARINTWEY A, Linux V=V TREDTA B ADTREZT

TICENMZL, BRa—FE4AEKR L TWEEAIE. ROFIEEZFATLET,

1. Management Center ® Web 1 > % —7 = A ATT CIZEBRI— FEAERL TWDEHAIL.
ZOERA—FEFYr 2L LET,

2. REDTA R ADTRIOHT 77 4 TLLH (52 =) | O®Z v a2 THM
LT\ X 912, Management Center ® Linux > = /L CHED 7 A B AD TR Z T L

£75
3. A¥—hKhF—=27 2 %&MHL T, #% E— KT Management Center % Smart Software Manager
CBERLET,

4. CiscoTACIZHAE LT, BHODA~S— K THT L " O@EBMTA B 22/ LET,

AR TOCRADFAICHENFEELE LIz, PHLIBEIGT A EEHRATLE
IR

HKF = — R4 L7223, Smart Software Manager 7> 5 £/ 4 71— KL TWeWEAT,
Smart Software Manager @ [#L ¥ > A % > A (Product Instance) ]-~<—IZBEI L, 8L A > A
B AR w7 LItk [TRARa— RO v a— K (Download Reservation Authorization
Code) |27 Vw27 LET,
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L 77 & — Firewall Management Center PAK X— X D5 1 £ > A DERTE .

7 /34 X % Firewall Management Center Virtual [C&Z 3 CTEEH A,

BEkT DT NA A% J1/3—F 25 D243 72 Firewall Management Center Virtual D& #7732 < —
T NMZHDHZ L a2MR L THDRMAZERL, NEREKAZBMLET,

BEDTA B ADTROEH (50 ~—) | 2ZRLTIIZEN,

BEDSAEURAZEAYMZLTHWWELER., [RT—F 5S4t X (SmartLicense) ] R— M
RREINGLHYFELE,

I TSN TWHEIETT, [FrED T A X (Specific Licensing) ] AT D &,
Av—hK T4 ATENT2 0 FF, [FHEDT A A (Specific License) | 2— % {#
LTIA B ZADBEEFATTEET,

A= b TR RAEHMTL2HEIE, FEDTA B A2 RAT HLERH Y 7, FHIC
DONWTIE, FEDTA B ADTFRIOHT 77 4 7L LIBA 52 °—) | L TL
ZE,

Firewall Management Center Virtual [Z 43D 5 4 > X (Specific License) 1 R—UMNRFTEHh
FH A,

[FFED T A & A (Specific License) | N—YZEKRT DITIEL, FFEDTA B AZHITT
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