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MDOFE) . ~4F— QFBDOFES) . AT FUrA BFDOEFE) N—TYaroV
ThO2T WA VA R=NLENTWDELENHY FT,

e NA TRAZTEY T 4 HERA D 2 DO Firewall Management Center (21, [H U/N— = &
DIRAN—=NVDFEF A A =L T HRBENDH Y £T,

e NA TRAZTEY T 4 RN D 2 DO Firewall Management Center (21, [F U/N— = &
DWEINET —Z X—=ADEH 2 A VA M= T HBEBRH Y T,

e NAT XA ZEY T 4 KRN D 2 DD Firewall Management Center (Z{%, R U/X— 3 D
LSP (Lightweight Security Package) %A > A h— /LT 20BN H Y 7,

o FRTHMERERCD 2 SOF R X —I1ZIE, BEDTZDIZAR— |k 8305 BENL DRI TT 7
TARBETHLIMLERDH Y £T,

"
m | B>

MTEEEA,

i 5 @ Firewall Management Center CY 7 b =7 /N—T 3 | ZFANL—/LOEFHFNA—T g >
BLOWFNET —F XR—=2AOEF A= 2 URE—TRWEEIZ, M TXA T8 T 1 &l

Firewall Management Center /\{ 7R S E T4 BBED AV RE

53

KT N4 AIZ1X, Hi—? Firewall Management Center (2 J. > TEE I L TWND M, NA T XA F
YT 4T (0= KU =7 £720134E) @ Firewall Management Center (2 K - TEEE S 1T
Db LT, RLT7A4 B ANRKETT,

{5l : Firewall Management Center X7 CEELI L TN D 2 DDT /A AZx L THRER~ /LT =
TR AEEDCT HEGE, 2200 vV =T 748 AL 20D TMY T A7 ) 7 s
&AL, 777 4 7 Firewall Management Center % Smart Software Manager (Z 58k L T 5 |
FA ¥ A%&ET 7T 4 7 Firewall Management Center =0 2 DD T /3 A AZE Y 4 CE,

7 7 7 4 7 7% Firewall Management Center D #+73 Smart Software Manager (288 3N FE T, 7= —
A= R—NFITEIND &, AT AT Smart Software Manager &85 LT, 74 B ADff
H &M A I WIN T 7 T 4 712 5 7= Firewall Management Center 7> S fig ik L. #7277 7 4 7
7¢ % Firewall Management Center (ZE] 0 24T E 5,

FsET A B ATRIOREMTIX, 774 ~ U Firewall Management Center D #3FfiE 7 A & 2 A
FRIZLEE LET,
/N—F™ 7 (Hardware) Firewall Management Center

AT XA Z YT 4T HNO/N— K7 =7 Firewall Management Center [Z ¢35l 72 7 1 & > A%
VD £ A,
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Firewall Management Center = o] FAT£ D AR5 .

Firewall Management Center Virtual
[fl U 7 A & > A ® Firewall Management Center Virtual 7% 2 D3 T9,

BBl - 10 BEDOT 3 A A ZEHET % Firewall Management Center Virtual /~A 7 XA Z &Y 7 ¢ X7
DA, UTEHFHATE £,

* 2 f#l® Firewall Management Center Virtual 10 => % A h/L A 2 |

N0 HDOT A AT A 7R

INATRAZEVT 4T Z2fird 5 &, B2 %V Firewall Management Center Virtual {2 B
HAF T 54172 Firewall Management Center Virtual =2 % A f LAV Rk nEd, (2o
FITIZ, 28D AKX > 7 1 Firewall Management Center Virtual 10 23% ¥ 97, )

Firewall Management Center = 7] FA {4 D RIIE 54

Firewall Management Center 15 ] {7 ZFES2 3 D AIIC, IROBIEZITVNE T,

s MEEARRY —% XROE I & Y Firewall Management Center 7> H X4 D 75 A < U
Firewall Management Center {Z =27 AR — s LET, FFHIZOWTIE, REDT 7 AR — |k
BB LT EEN,

s Xt5: D& 71 4V Firewall Management Center |27 /34 ADNEM STV W & AR L
F9, xG:D&H > # VU FirewallManagement Center 7> 57 /34 AZHIFR L, ZDT /34 A
w5077 A ~ U Firewall Management Center (Z%&k L £ 9, EMIIZ DUV T, Cisco
Secure Firewall Management Center 7 /31 A&7 A KD [Delete a Device from Firewall
Management Center] 330" [Add a Device to Firewall Management Center] ZZ ML C< 72
Sy,

« X507 Z A < Y Firewall Management Center (Z7R U > —% A AR — h LET, sEMlzON
T, REDA VAR — FEZRLTIEIN,

« X577 A ~ Y Firewall Management Center C, A A — F IR Y O —%fER L T,
VBTG U TR L. @727 A ZIZEBA L E 7, FHMIZ-OUy T, Cisco Secure Firewall
Management Center 7 /XA A% 4 A K [Deploy Configuration Changes] =& L T<L 72
S,

« X527 A < U Firewall Management Center C, #@t)72 7 A > A& H LB LT
A ZTBEMTT £F, FEIC OV TR, DT RA 2D T A B 2DED 4 TEEH
LTL7EENY,

IIVT, A TRATEYT 4 OREIZHET Z E N TEET, FEMIZ OV TIX,  [Firewall
Management Center®D /A 7 XA Z B U7 ¢ OESL (14 X—) | 2L T EE0,

| samt I


management-center-admin-77_chapter17.pdf#nameddest=unique_384
http://www.cisco.com/go/firepower-config
http://www.cisco.com/go/firepower-config
management-center-admin-77_chapter17.pdf#nameddest=unique_385
http://www.cisco.com/go/firepower-config
http://www.cisco.com/go/firepower-config
management-center-admin-77_chapter7.pdf#nameddest=unique_339

saAl |

. Firewall Management Center®/\{ 7 N4 S E 1) T 1 DL

Firewall Management Center®/\{ 7 XA S E ) T 4 DFE

AYA

FIE

ATy T
ATvT2
ATvT3
ATvT4
ATvT5

ATvT6

E R AMEZ ML T 2121, BT ORIERIE & AR Y > —OFUTE UTove D OFFF D000 |
KD 2 & b0 3, F7-. AZ 131 REED Firewall Management Center & [FI#l S 5
WED D, T 7T 4 7 Firewall Management Center (2 88k S L7273 AT K > TH B
DEJ, [N T4 ZE YT ¢ (HighAvailability) | X—T%2E£RTHE, N TRATE

VT 4 BT DAT—H AZHERTEET,

458 DRI
* [t }7 D Firewall Management Center 23N 7 XA Z U 7 ¢ VAT LEEZE LTV D

L MR L ET, FEMIZ OV TIX, Firewall Management Center s A FPE D EA/: (10 ~2—
V) HRLTLIEIN,

AT RATEVT 4 ML DO DHMHRRMEZTHR L TWD Z & 2R LET, 6/
\Z 2T, Firewall Management Center /= A JHPEDORIFESAE (13 X—2) 2L TL
720,

s INT RAAL VBB TIOX A #FITTHI21E, 70— SV AL VB L TN D ME
N ET,

v Z ) & LTHRET 5 Firewall Management Center (212 27 A > L £ 9,

[#8& (Integration) ]>[ZDHD#HEE (Other Integrations) ] Z @R L £4,

[ AT A (High Availability) ] 233K L £,

Z @ Firewall Management Center DHEFR T, [£ > 4% U (Secondary) ] ZiERL £7,

[FZ54<) 774 7F2+—)LManagement Center R X k (Primary Firewall Management Center
Host) ] 7% A R v 7 AT, 77 A ~ Y Firewall Management Center DR A "4 E£72I1XIP T R
LAZ AT LET,

t°7 Firewall Management Center 7> HE|FER[GE/R IP 7 KL A (N7 Y v 7 E1X7 T A4 X— |k
IP 7 KV R) D7 F A1 Firewall Management Center (272 WVGEIL, 2N EZEOEFIITE
F79, ZOLAEIE, Bk — (Registration Key) ] & [E® NATID (Unique NAT ID) ] D
FDOT7 44— REFEHALET, HAEFREZ AT HI2iX, D722 < & 6 1D Firewall Management
Center D IP 7 RLVAZIEET H2MENH Y £,

[k — (RegistrationKey) 17 F A bR v 7 A2, 1EIRVEHTE8ES—2 AN LET,

BEF—1T, 2=V ERORKIT LTFOFBTETT, ZOBERFT—I1TEI XV BV
Z A <V Firewall Management Center D& &RIZHEH SN FE T,
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ATv 713
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ATvT15

ATy 716

Firewall Management Center®/\{ 7 XA S E ) 5 4 DL .

TIA~VIPT RLAZRRE LR >Te86, £721377 A < U Firewall Management Center
TEHFVIPT RLUAZIEELRWEAIX, [~EO NATID (Unique NATID) ] 7 —/V
RIZ—BOHRETID Z AN LET, sEHICO VT, NATEREZZSH L T ZE0,
[Register] #7 U » 7 LE7,

BHET IR AMEREFFOT AT NEEH LT, 774~V & LTBET % Firewall
Management Center {Z R 7' > L £ 7,

[#8& (Integration) ]>[ZDHD#HESE (Other Integrations) ] Z IR L £,

[ A M (High Availability) ] 23R L £,

Z @ Firewall Management Center D[R T, [T A4~V (Primary) | Z3RL £,

[Eh &) 7747 9+—IL Management Center 7R X + (Secondary Firewall Management
Center Host) | 7% A b v 7 R|Z, &4 4V Firewall Management Center D75 A M4 £ 72 1%
IP7 FLAZ AT LET,

£’ Firewall Management Center 2> HEZEF[RE/R IP 7 KL A (RXT U w7 E72T 7T A4 ~— |
IP7 RV R) 2EH KU Firewall Management Center (272 W 51X, T EZEOEFIITE
£9, ZOLAIE, [BEF— (RegistrationKey) ] & [ ® NATID (Unique NAT ID) ] D]
D7 4 =N REMHLET, HASR A ANIT 511X, 272 < & b 120 Firewall Management
Center D IP 7 RV AZIRET D MERH Y £7°,

[B#kF— (RegistrationKey) | 7F A MRy 7 X2, A7 76 TAH LI 1ERYFEHTS
BiEkx— LR CbOE AT LES,

MBNZJGE U T, [ED NATID (Unique NATID) ] 7% A F Ry 7 ZAIZFIET THEHALEZD
LR CNATID Z A LET,

[Register] #7 U » 7 LE7,

RDBERY

Firewall Management Center /5 F] 1%~ 7 %195 &, 77 7 « 7 Firewall Management Center
BB ST T /N A HBIIIZ A X > 731 Firewall Management Center (2% §k U E T,

)

GE)

BERIE A DT 34 AINATIP 7 RUAREI D Y THNTWDIEA, 754 A0 BENEERIELK
L. &5 &Y Firewall Management Center @ [/& f] P (High Availability) ] ~3— 121,
EDTNAAPNB—HIVTRET TH D EFRRSNET, KRIZ, AX 731 Firewall Management
Center D [~A 74 Z U7 ¢ (High Availability) ]~X— T, /225 NATIP T KL A%F
PNARZEID B THZ ENTEET, HEVEERN A X > /34 Firewall Management Center C 2
LTCH, T/ ANT 77 4 7 7% Cisco Secure Firewall Management Center (28 &k I TV 5 &
IR ZD%A 1L, [Firewall Management Center 15 7] Fi 4 C CLI 24 L CF /31 A 865 % iR
RT 5D 21 "=2) | 2ZBRLTIEZEN,
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. INT Y w9495 FTHRAR k &h 5 Firewall Management Center = ] At

INT ) w9557 KTHRA b Eh 5 Firewall Management Center D = 7]

FATE

N7 Y w7 Ty RTHRAKNSIHLTWD Firewall Management Center [ C i Al % 2 N9~ 5

g, LR Tt %77 A4~V L& 4 U O Firewall Management Center O [P 7 K L A F 7=
IR A NG OMAGDEIZE D, EAAEZ EFICER L, MFOETIZT N, A H e TE
£9, [EATA% (High Availability) 1 ~— ([#t& (Integration) ]>[ZDthD#HE (Other
Integrations) 1> [E®AM (High Availability) 1) T. ROWTINORELFITL T, T
Uy 27750 RTHRANEZIL TV 3 Firewall Management Center 6] O 5 7] A M: 2 IE#IZIEL L &
R

T54 <) &tH 5 1) D Firewall Management Center DA (/8T ) v o IP7 KLRF =&
KA MEZFERT S
1. &%V Firewall Management Center C, KD FNEZFITL £ 7,

1. ®Hh2%&% Z O Firewall Management Center @ O—)L & L GEIRL £3,

2. [FZ54 <) Firepower Management Center 78 X k (Primary Firepower M anagement
Center Host) | 7+ —/V FiZ, E# > % U Firewall Management Center D7 A N4 £ 7=
EIP 7 RLAZ AN LET,

3 BEF—EANLET,

4. 774~V Firewall Management Center T ] L72D &R U NATID # AJJ L £,

Choose arole for this management center and specify the peer management center details to set up high availability.

For configuring high availability for management centers in the public cloud, follow these instructions

Role for this Firewall Management Center:

(O standalone (No High Availability)

O Primary

@ Secondary

Peer Details:

After Firewall Management Center high availability is configured in the virtual or cloud environment, each registered Firewall Threat Defense device consumes an

additional Firewall Management Center Virtual Device license.
Primary Firewall Management Center Host:

[ 192.0.2.0 ]

Registration Key: *

( )

Unique NAT ID:

Register

1 Either host or NAT ID is required.

2. 7Z A ~ Y Firewall Management Center C, RO FNEZEFEITL F 7,
1. 754<')%Z® Firewall Management Center @A —)L & L TEIR L £,
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IXT Vw9495 KTHRA b &N Firewall Management Center ) = 7] FtE .

2. [h %) Firepower Management Center 78X b+ (Secondary Firepower M anagement
Center Host) | 7% A bR v 7 A2, & & U Firewall Management Center (D78 A k
HEZIFIPT FLAZANLET,

3. BEgEF—HANLET,
4., —EBODONATID ZASLET,

Choose arole for this management center and specify the peer management center details to set up high availability.

For configuring high availability for management centers in the public cloud, follow these instructions

Role for this Firewall Management Center:
O Standalone (No High Availability)

@ Primary

O Secondary

Peer Details:

Configure the secondary management center with details of the primary management center before registration.

After Firewall Management Center high availability is configured in the virtual or cloud environment, each registered Firewall Threat Defense device consumes an
additional Firewall Management Center Virtual Device license.

Secondary Firewall Management Center Host:

[ 198.51.100.0 ]

Registration Key: *

[ )

Unique NAT ID:

Register
1 Either host or NAT ID is required.

+ 71> %) Firewall Management Center (X9 5/8XT Y vV IP7 FLAFIERR FEZDFEMH
1. &%V Firewall Management Center C, KD FNAZFEITL E7,
1. tHUA)%Z D Firewall Management Center ®O—JL & L CGRIRL £97,

2. [ZFZ54 < ')Firewall Management Center7R X k (Primary Firewall Management Center
Host) ] 7 4 —/V KiZ DONTRESOLVE & AH L9,

3. BEkX—H2ANLET,
4. 77 A~V Firewall Management Center CfiEHH L7=D & [A U NATID # A LE T,
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. INT Y w9495 FTHRAR k &h 5 Firewall Management Center = ] At

Choose arole for this management center and specify the peer management center details to set up high availability.

For configuring high availability for management centers in the public cloud, follow these instructions

Role for this Firewall Management Center:

(O standalone (No High Availability)

O Primary

@ Secondary

Peer Details:

After Firewall Management Center high availability is configured in the virtual or cloud environment, each registered Firewall Threat Defense device consumes an
additional Firewall Management Center Virtual Device license.
Primary Firewall Management Center Host:

[ DONTRESOLVE ]

Registration Key: *

[ ]

Unique NAT ID:

Register

1 Either host or NAT ID is required.

2. 77 A <V Firewall Management Center C, XD FJH%Z FIT L E7,
1. 754 <)% Z® Firewall Management Center @ O—)L & L GEIRL £3,

2. [h %) Firepower Management Center 78X bk (Secondary Firepower M anagement
Center Host) | 7% A bR v 7 A2, &4 & U Firewall Management Center D78 A k
HEZIZIPT FLAZANLET,

3. BEEF—2 ANLFET,
4. —EODONATIDHZ AN LET,

Choose arole for this management center and specify the peer management center details to set up high availability.

For configuring high availability for management centers in the public cloud, follow these instructions

Role for this Firewall Management Center:

O Standalone (No High Availability)

@ Primary

O Secondary

Peer Details:

Configure the secondary management center with details of the primary management center before registration.

After Firewall Management Center high availability is configured in the virtual or cloud environment, each registered Firewall Threat Defense device consumes an
additional Firewall Management Center Virtual Device license.

Secondary Firewall Management Center Host:

[ 198.51.100.0 ]

Registration Key: *

[ )

Unique NAT ID:

Register

1 Either host or NAT ID is required.
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Firewall Management Center S ] ¥ X T —2 A D XK

T I T 4 TEBLOAHZ 31 Firewall Management Center % ik L 72#&. ©— 7% /L Firewall
Management Center & Z D E T IZET AR AR R TEET,

\}

GE) ZDaAYTXARTHEH, a—HNL ETIE, VAT A AT —HREBERTDLT IIAT VA%
ZHLET, VE—FETIE, TIT AT AT —ZAMAZ L INA AT —F ANTER L,
FOMDT TI7AT AR LET,

FIE

ATV TN A TRAFTEVT 4 AL TT Y 7 L7z Firewall Management Center DN 94U 0—J7
a4 LET,

RATw T2 [#HE (Integration) 1>[Z DDA (Other Integrations) | &R L 7,
AT 73 [EA Y (High Availability) ] 28R L £9-,

ROMRERTFTEET,
<) —IEHR
« AT DAV AT — B R
A TRAZEYT 4 XTOBUEDRM AT — X A
« MR E CER SN H A LY — 0 TERIND HEOFRMIR M & | FExBY e,
7ok 21X, 1843R T,
DRATL RAT—R X (System Status)
W OETICHRESNIZIP T FLA
W FDOET DY T Ny =T N—=T g
« )5 ¥ 7 @ Lightweight Security Package (LSP) /X—3 =
« 5D T D Snort L—/LEH (SRU) S— 3

« W5 OET ORfeFET — % X—2 (VDB) O/N—V = v

G¥)
T AR—= MBI T T4 TV AAT—HX AL, T 7T 4 7 Firewall Management Center
TOAFRTEET,
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ATYv T4 [VE—FBLUVB—HIILT/INA RDZEE (Remoteand Local DeviceRegistration) 1T, Firewall
Management Center CIREE FH E 7 XBEN KR L 72T NA ZADY A N EFRRTEET, T34 X
2kt L CIROEIEZ EITTE £,

e TNRAALEOH WX =V Y BHIRTHICIE. T ADF =y IRy 7 A AL
T, [¥x—T v DEMIE (DisableManager) |27 Vv 7 LET, ~%—Y¥DIPT K
LAZ AN L, [EME (Disable) 127V v 7 LET,

cTNAADZ R =YX ZBINT 21203, T ADF =y VR y 7 AxA LT[R
F—T v DEM (AddManager) 1227V v 7 LET, v~ 3= ¥ DIPT KL AZ AL,
GEM (Add) 1227V v 7 LET,

GE)
THRA A LD F—V v OHIRETZITEMNE, —EIZ1 DOT A A TORIATTEET,

Firewall Management Center S R 4R 7 TRIEI SN 5 3%

e
[l
Ny
[
Ny

2 2@ Firewall Management Center Dff] T/NA T XA TV T 4 i3T5 L RO
DESET,

« TA B ADNHERK

T BRI IR—ILRY —
o 2 AL—L

XN =T BRLOT AR —
*DNSRY —
cTATUT 4T 4 RY v—
+SSL ARV —

s LT 4 NE R v—

« X FT—7 Rt L—L

T TV = ary T4 TIH
FHEARY v— —v

« 77— (Alerts)

* A% ¥ 7F (Scanners)
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& ® AR 7 TO Firewall Management Center 7— 2 R—X~DHNET 7 2 X DEEE .

AN PEFET DO Y —ADaT XA 7 u XEH)

« (EEERE, 7272 L. i} ® Firewall Management Center (Z 5 A X AN E Y a—) LA A h—
N DUENRH Y £, BEREOFHFMIOVTEL, BEEY2—1OEHZZRL TL
EEN,

= 8] AR 7 T Firewall Management Center 7— 32 N —
ANDHNEBT U2 ADEHETE

BATHAMBRETIE, T2/ T4 7 RET OREHA LT, T —FRXR=A~DIET 7 & XA Z2E
THZEEWRLET, AT —FRXR—AT IV AMCAZ A BT BRET H &, HEIC
TSN D KO0 £9, BERtaErd 2123, AZ A BT ORME —RHF1E L THhb
FBT 205 23% D £9°, Firewall Management Center ~DANHT —H RX— 2T 7 & A H NI
T HHELDNTUE, T—FRX=ADIET 7 B A ESZR L T TEE N,

Firewall Management Center S ] 4 T CLI AL TT
INA REFERRT D

HET /A REEEMN A X /34 Firewall Management Center TR L= DD, 777 47
Firewall Management Center (28 $k I 72 L KRR SNDGE, ROFIELZFEITLET,

A

& &4V Firewall Management Center ® RMA % 32179 %2>, &5 % U Firewall Management
Center Z BT 2 & | BHHIRT A ADNBEMRSNET, LORR, HEEART A AD
RIENHIRESN D Z EBH Y £7,

DI

FIE

AT w1 72T 477 Firewall Management Center 7> 57 231 A ZHIFk L %9, Cisco Secure Firewall
Management Center 7 /3 AFXEHN A K @O [Firewall Management Center 75 D7 73 A A DXk
fRERAIER CRERAEER) | 2ZMRLTIEE0,

AT w T2 AH > /3A FirewallManagementCenter T7 /34 A0 HEPERGRAZ U H—7 5121%, ROFIEZE
FITLET,

1 WEZFHTF A AOCLIICEZ A v LET,
2. CLI =~ K @ configure manager delete = %17 L £,

Zoa~wy Rk, BIED Firewall Management Center % #5512 L CHIBR L £,
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. Firewall Management Center D/\1{ 7R S E T4 RFIZHEFTEHETDOLUIYVEZ

4.

CLI ==~ K @ configure manager add % %17 L £,
Zoa<y RiE, T3 R &EFE LT Firewall Management Center ~D#5¢ % BiAG L £ 7,

B2k

TNAADY ®— NEBE | T 2 7 4 77 Firewall Management Center D3585 O A% E L &
o WA HMEERENLT D & TN A HBIRYIC A X /31 Firewall Management Center (Z
BEkSvET,

7 7 7 4 7 Firewall Management Center (272 7' A > L, T /3 A& L ET,

AT wF3 AKX /34 Firewall Management Center 7% NAT O #%IZH D5 E81E. RO FINEEZFEITLTAH
>34 Firewall Management Center D 7R A M4 Z it L £ 97,

1

Firewall Threat Defense >/ = /L{Z 7 7 A L. show manager 2~ R&EFERH LT, A& N
4 Firewall Management Center D> ~ U F5I7DMELZ S L E 3,

Firewall Threat Defense > = /L C, A & > /3A Firewall Management Center D7 A h &, % /37
Uy ZIPT7 FLAICHIRELET, = FUEBIFLEARA NPT RLAZEH L T configure

manager edit <standby uuid> hostname <standby ip> I ¥ Ve ]\%iﬁi L/iﬁ—o

Firewall Management Center D/\{ 7RA S E ) T4 R7
ICEITHET7DUYER

VAT LTIE—EROMEEAR T 7 7 « 7 Firewall Management Center [ZH]fJR L T\ 572, DT
TTAT U ATREENEA LTIZGAIL. A ¥ 2734 Firewall Management Center %7 7 7 (7
AT =R AT BT~ T BELERH D F7,

FIE

RTYT1 A TRAFZEVT 4 %2 L TXT U7 LT Firewall Management Center D\ N9 4103 — 7
a4 LET,

ATv 72 [#E (Integration) ]>[ZDHD#HE (Other Integrations) | Z iR L £ 7,

RATv 73 [EA A (High Availability) ] 23R L E9,

ATy T4 [¥T v—LOY]yz (Switch PeerRoles) | #HIR LT, v—/V a— V&7 7T 4 Th5
AL N FTNIAZ NN T VT 4 TICERLET, 7794~V EiFeh 4o

fi
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A7 1Z & 1 1= Firewall Management Center [ T D@{E D —{=1E .

R 7 [Z &1 1= Firewall Management Center [5l CTDE{E D —

= 1k

FIE

ATy T

ATy T2
ATvT3
ATvT4

— WA 5 A A N2 9 5 85 A X, Firewall Management Center [8] O 1#(E F v /L & BT
TRZENTEET, 77T 4 7T ERITAZ AL TSR EZHERATEEI,

A TRAZEVT 4 BFEHLTRT U 7 L7z Firewall Management Center OV NT 4L —J5
e 74 LETS

[#& (Integration) ] >[EDHDHE (Other Integrations) ] Z R L £,
[ AT A (High Availability) ] 23R8 L £,
[[FH#A > —IRpf= 1k (Pause Synchronization) | Z &N L £,

R 7 |Z & 1= Firewall Management Center (5 COBEEDHE

£

FIE

ATy I

ATvT2
ATv73
RTv74

— WA AT YE 2 0 LTV B 45A0E, Firewall Management Center [ O35 F v * /L & 4
T HZ LT, MAANERHT I ENTEES, 77747 ETEREFAF A ET
NHRMIZHHTE £,

NA TRAZEVT 4 &ML TRT U 2 L7z Firewall Management Center O VN T 4L —J5
e A4 LET,

[#%& (Integration) ]1>[ZD#D#EE (Other Integrations) | R L £7,
[/ AT (High Availability) ] 23R L £,
[FHEADFBH (Resume Synchronization) ] %I L £ 7,
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. SR A% R 7 O Firewall Management Center D IP 7 KL ANDEE

= A AT~ 7 ® Firewall Management Center D IP 7 K L

ADEHE

FIE

&M

ATvT2
ATvT3
ATv74
ATvT5
ATv 76

ATy 17

ATvT8

B AR T O—FHOIP 7 R AZEEL LA, £ OEE Ll ArERMZ T L Th,
L)~ HFOETICHEMICEHT SNDZ LiEdH Y FH A, VE— hET Firewall Management
Center bHEATSNDLOICT DL, IPT FLRAZFETELT ZLENDHY 7,

o TR —Y ¥ DIP T KL A% FEICEE T 5 E T Firewall Management Center (22 2 A
Y LET,

[#8& (Integration) ]>[Z DD S (Other Integrations) ] BN L £,
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