kSO a—FTa 08

LLF® R ¥ 71X, Firepower ¥ A7 L THAET HA[REMD & 2 REZ 2K 5 HiEIZ 2T
AL E 9,

s NTTNTa—=T 4 U TDORANT T 7T 4 A (18—)

VAT A yE—Y (2—Y)

« KRRV AT MMEFHROR R (5 =)

VAT LA vE—VOEH (6 3—)

NV AE=H =T T—hOATIUHARLEVE (11 2—)

fEEE=XY T (12°8—)

e T4 AIERREAR N RLA VDEEEEE=Z—TF—F (133—)

T YAIKREO7 VT (17 3—)

e "I TN Y a—TF 4 THDOAVA F=F— LAR—F (18 2—2)

» Secure Firewall Management Center T k7 7 /L 2—7 ¢ 7 Syslog D (21 ~—

V)

* Cisco RADKit I K D@ER N T TNy a—T 47 =27 AR A (23 3—Y)

RN N T TN 2T 4 T (2T D)

RN —AD N T TN a—T 4 7 (28 8—)

s Secure Firewall Threat Defense /31 ZADEER N T TNy a—F 47 (29 _X—)

HEBEEA D N T TN a—T 4 T (44 R—2)
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SOOI a—T 42T DRANITSTIT4R
e MEDEEARLAT-DICEEENZ AN, NI TN a—FT 4T 77 A NVEERL

TIOlE XYy 7F¥ LET, NI Iy a—FT 4 THONLVA F=F— LiR— |k
(I8 X=) BV 77 a 2B L TLEEN,

PR — h D=1 Cisco TAC IZERE T HMENELZHRIC, 2O T TN a—T v
T 77 ANPUNENIRDZ EBHD F9,

PA YT EUI DT T A e VLB = VERAT, WEL IS L ET
VAT AAE—Y 2A4=Y) EBRLTIESD

FSINYa—TFaT .



B ox7axve—2

rFSILYa—F108 |

e BFE VORI O KE o2 X ~2— 0 [Troubleshoot and Alerts] &9 BH LD FIZ
D, SETAT I =N ) — b EFEOMD N T TN a—T T ) —AEELE
TO

s NTTNVa—T 4T Fav AL, HEOa~v Yy RRRFHIEI TSNS 729, CPU
DFERENRELRVET, NI TN a—TFT 4o TE, Xy hNT—27 "NFT7 497 B
=PRI NIINCAT Y T L AR L £,

SARATLAyE—D

VAT LATCTHRAELEMEEEZ LD DIVERNS D56, REOHBRLERDIDITIA vE—TF
VE—TF, AvE—VB A —TIE, VATFTADVATLADT VT4 ET 4 L AT —H AT
B L CHERERIC AR T DA v — VB FRTEET,

Avt—Uv X —%B<IZIE, AS P A=2—0 BB (Deploy) | A ==2—0DBkCH S [~
AT LAT—H A (SystemStatus) |7 A2 %7 Vw7 LET, ZOTA3NE, VAT LD
AT —H AL > TUTO XY CFERENET,

I (0) 1 OLLEDTT = LEROROUEN VAT A RIAFET D 2 L AL E
j—O

o [%% (warning) ] (Ah) : 1OL EOEERS AT A RHET DL AR LET, =5—
FFRAELTOER AL

s % (success) ] (@) :#LELT— 3 TNH VAT A RIZHFEELTWARWI & &R
L\iﬁ—o

TA AN TFRFERIN TGS, TORTFIEFHIEOT T — A vt —TUFE3EER v
t—YoMERLET,

A=V X —FAL DT, Web Al v Z—T =2 ANTA v =% 02 —08MillE 7
Vo7 LET,

Ay — X —IMMA, WebA v H—T =4 A2, 22— —DT7 7T 4 ET 4 BLW
HAITHOV AT AT 7T 4 BT 1S CTCRIRRCAR v 77 v N R EINET, Ay
Ty SO IRNIIE S HRET S L HEIICHERRICAR D L0, REEHET () %27
Uy 7 LTHRMIICETRZEIRITUIR LR TAT 4 vx— ] #@mbdo 9, @y A
MO ETICHD [FREHET Dismiss) (Vo727 v 73588, T XTOBMEELD
THERIZTDHENTEET,

Je

Evbt 2T 4 oF—LSNORY TT v THWAD LI T ADT— Y )VEsbEb e, FOHEAILA

B rsorva—F424

T4 xR FET,

VAT MIA—Y—DIFA B LA, RAL Y, TIZEAR—UIESNT, FORvE—TU%
Ry Ty THHRA v E— B —|ZRKRTHEPRELEET,
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o O
Ayt—I 247D
Message Center TlL, AT LADT VT4 ET 4 L AT —FAZLR—FTDHAvE—VR3
DD H TR SV TERSNET,
ER (Deployments)
DRI, VAT ADET FIAT L ADRERBICE# T ABIED AT — X AN R
AA VPN T N—T SN TEREINET, VAT LA TIE, ROBHAT—X ZENRZ O

27 TLR—bhENET, BEDOER (ShowHistory) 1227V v 27 LT, BT a 7
B9 2 BIE#R A IF cE £7,

o [3Z17"H (Running) | (ElEzH) : FREIFEHOWUIEF T,

o [%%) (Success) |: RTITEFIZERINE LT,

o [#45 (warning) | (M) EERAT —X AT, BEIRTLRT—ERATALAY
EEBIZRREINDA v E—VRICEENET,

o [&H (Failure) |: R EITEBICHKLE L, EBEAMNERFELEFZBR L TL
72EW, REELZERT, T5— VRATLART—ERATFTAa EEBITEREIND
Ave—YHICEENET,
TvIFTL—F

ZOXTNE, BEHHRTANAADY T v =T Ty ST L— K XA (ZBET L HAE

DAT—HANFREINET, VAT ALATHE, WOT v 7T L—RAT—X AMEBRZ DX

TTLR—bFEINFET,
s [T+ (Inprogress) 1: 7 v 77 L — RERXAINETHTHLZ LE2RLET,
«[527T (Completed) 1: Y7 b0 =7 777 L—RKZAINIEFIZHET LIzl &%
ZT—\‘L/\ij—O

o [KEX (Failed) 1: Y7 b0 =T 77T L—RKZRINET LIRhoTcZ L&KL
£,

ANJLR (Health)
TDETNNE, VAT LDET FIAT L ADBAED NIV A AT —Z ZERN R A A R
W N—IEENTRREINE T, ~N R RATF—HZA|F, ~VRAET=HY 72N T
ICREH SN THWD LT, "MNAEY 2= UZE>TERSNET, VAT ATIE, KD
EFEAT =2 2R DX T TLR—FENET,

e [%45 (warning) | (Bh) : 7T IFGA T LU A LDV AED 2 — LN EEHIR A B Z

RENER SN TWenWZ 2R LET, [~V AE=X U 7 (HealthMonitoring) ]
R=VITE, ILORENERVEZAR () TRINET, EERAT X AL,
BEIRATLRAT—RRATAAVELBIIERENDI A vE—VHICEENET,

S[ZVF 4 (Critical) ] (@) : 7T T4 T 2 A EDANVAE Y 2 — LN KHIIR
BBx, BB SN TWARWD AR LET, [~ A =427 (Health
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Monitoring) 1S —IZiE, ZHHDIREN[Z VT ¢ B/ (Critical) | (@) 7 A 2
TRENET, BERAT—Z AL, T3— VATLART—RRAT7A4arEEbilk
RENDA Yy E—VRICEHEENET,

e I5— K) TTFIATUALEDANAE=RY T T a— VTREERRE L.
TR, EFICEFI TSR T RWZ 2R LET, [~V AET=4V 7 (Health
Monitoring) | X—UIZiX, ZNHDRENIS—TFA AV TRENET, =T —R
F—HAE, TFT— VARATLART—ARTFAAVELHIIFREND A vE—IK
IZEENET,

[~VA (Health) | # 7DV 7% 2y 7 LT, [»~VAE=FY 7 (Health
Monitoring) ] ~X— ¥ TR OFEMIEHMAZ KR TE ET, BHEDO LA AT —H ZREENR
OGS, [~V A (Health) | ¥ 712 A v —VEFRINEEA,

BRY

FEDX AT GREDNY I T v TREHDOA A M=V ) 1L, 52735 E TREN
WINDAREMERH Y £9°, ZOX 7IiE. ZHEDOERMEITHY AT DAT —Z ANFoR
SR, BN L2 A 70, WYIRT 78 AN HHBAIT. VAT A0 2—
PR LT Z A DNEENDLZENHV ET, ZOXZ 7L, A v E—TOKHO
HHHERICE DWW THRERIIDOMNEIC A v 2 —UNEREINE T, DX AT AT —H A
AvlE—=IZlE, BEL 2> TWVDEZ AT ITONWTOEMER~DY 7 N EFEN T\ E
Ty VAT AT, WODHX AT AT —HAENZ DX T TLR—FSNET,

o [FER%H (Waiting) | : BIOHEITHO X A7 INFE T35 E TRITEZHFEL TV DX 27
ERLET, ZTORXA = AT TIE, EHORBERA—DERINET,

« [Z47F (Running) |: #ITHOX AT 2R LET, ZOAvE—Y XA TIE,
HORGRFRAN—=NERENET,

« [FRA1TH (Retrying) ]1: HEIWICHRITL CWDHH AT 2R LET, 2B, T3TCD
HAT OFBRITHRHFAESNDIDITTEHYERAL, ZOA =V XA 7T, B
DFIBFRA—NFRENET,

o [5%Zh (Success) |: IEHIZTET LI A7 R LET,

o (KL (Failure) ]: EFIZTE T LABRNSTFZ AT R LET, RRLIZFAZE, T
FT—VRATLRAT—RATAAVELLBIIERENDIA v E—VHEIZEENET,

o« [#21E (Stopped) ] £7-1X [ (Suspended) ]: v AT AT v 7T — FDO=DIZH R
SNTZHRTERLET, BIELEX AT EZHATLZ EIETEEFA, BFEOEBME
DEITLEINTED, b —EX AT ZHBL TSN,

«[AF¥ > 7 (Skipped) ]: #ITHOTmE AL ST, ¥ A7 OBMBBHTFOREL
oo Z A7 ORIEE S > —BERITL TSN,

HLWEZ ZTRFEENDE L, FTLWA =R IOF TR RENET, AT DE
TT5E (B, R, FR3ELEORT—F2 ) | ZATEHIBRTLET, DX
IIEIEAT —H A%’ T A v —VRE| & ERRINET, [#AZ (Tasks) [ ¥ 7E X
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VA =Y T = R=ZAR0 S [ TR BRVE I, A=V REIRTS 228
B LET,

Ayt—TEHE

A=V H =5, UTEFEITTEET,
IR T TR DFRREER L FE T,

¢ VAT LT —BER—AMMEDE AT AT —HARA v =TI 0ELSFRLET HIRE
TS O THHAMERLDONH H5%E) .

cTRTDH AT F =V BAMOLKR— & F Y7 n—RLET,

L DIATDAT—H A Ay E—VEHRLET, (2L, HiBRESnizA v E—V%
MR TE DT NTO—FITHELET) .

e XA DAT—HA A=V —ETHIBRLE T, (Zhud, HIBRSNIZA vE—T%
TR TX AT _RTO—P|ITEELET) |

Bk

HEICHIBR S ET

VAL, FRICNZ CTT—H RXR—=ADRHE 2T — X EHIRT 572012, BREINZXATD
AT —H AR y—Tk([H AT (Task) ¥ 70O EMMICHIBRT D Z E2HERELEST, T—
HR—=AD A =803 100,000 1CBFET D &, BIRLIZZ AT DAT—H A X vB—UN

BEARNGE AT LIFHROERT

FIE

[N— a3 U (About) | X—VIZiE, VAT ADSESERA VA=K FDET L, ¥
UTNEE, X—=Ta L, 777947 A ZETAERP~EINET, /2, v R =
DEFHEFHR b RINET,

ATFY T X=Y DY — L R—T, [~V7 Help) ] @ %227V v27 LET,
RTY T2 [N—=Va fE# (About) ] ZEIRL E5,
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T TS54 7 REHRORTE

FIE

[ A7 . (System) ] (@) >[#/ (Configuration) ] Zi&RL £,

DARATLAY

FIE

t—TUNEHE

AT w71 [Notification GEE) 1227V v/ LT, Avk—Vvr¥—%2F£RLET,
ATV T2 ROBBRENRSH Y £7,
B (Deployments) %7 Vw27 LC, KEDERICEHT HA v -V FRLET,

A v E—VDFRRT (T_—=2) 2ZBLTILESWN, BA v E—VE2RFTHIC
X, BEHEL—VFTHDL0, TINA REREDORRERSLE T,

[Ty 77 L—F (Upgrades) %7 Vw27 LT, TXAARAT w77 L—RKXRA7|ZBHET

HAYE—VhEFERLET, [Ty T L —FRAvtb—V0OER] 2B LTLIIEE N,
(7T T —RAvbE—VDFER] 2R LTIV, INHDORA vE—VEFRT
HiZix, EEHEL—Y—ThH D2, [EH (Updates) |HERBLECTT,

FLOHERT v 77 L— RR—Va U3FRSnEd, BT 5 (RemindMe) |47 3
VEILFEM (Details) |47 Y a v 2HALT, U~A X OREEITFEMERDOE
REZNENIRTE £,

o [IEH M (Health) 1% 2 U w2 LC, Firewall Management Center & Z4UIZ% Gk L7727 /A

ADWRPUZEHEST DA v =V 2R R LET, EFEAyE—VORR (9—) %
ZRLTLIZSN, BEA yE—VE2ERRTHICE, BHEFE—F—ThHoH, [IEFHE
(Health) ] HEFRDSLECTT,

[E#MEE=4— (Healthmonitor) |V > 7 %7 U >y 7 F 5L, [IEFMEE=4%— (Health
Monitor) | _X—VICBETE £,

[# A7 (Tasks) 127 V> 27 LT, RRHRFATHZAZIZEET S A v =V 2RRERIT
FHLET, FATZAvE=VOFRR 9O"—2) FFFAZAvE—VOFHR (10
N—=) EZRL TSN, LR DASDOX A 2R R TEET, o —FoHx =2
7 EFOoRT DT, FEHEL—VTHDL), thDI—F DR XY DRTHERDPMLE T,
[52T L7z&# A7 OHIER (Remove completedtasks) [V > 7% 27 V) v 7 §5&, 587 LicH
A7 EBAMNPOHIBRTE 7,

[LAR— DX — K (Download Report) ] 74 2 %27 V7 LT, #AY 23—
UXIZBIT AT RTOWMMDOLAR— MEERLET, [CSVOX T a— R (Download
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CSV) 1 £7/-IX[PDFO X 7> 1— R (Download PDF) | ##R L CLAR— hE2 XU m—
RLET,

o« (1% & (Show Notifications) | A7 A ¥ %27V v 7 LT, Ry 77 v T@MOEKRE
HNETITESH L E T,

BEA vE—DDOXRT

BB A v =V ERRRTDITIE, BHEA—YTH L0, T/ ABREDREMERNLET
R

FIE

AT w71 [Notification GE#) |27V v/ LT, Avk—vVvr¥—%FKrLET,

ATFv T2 A (Deployments) | %7 U v 27 LET,

RT9T3 ROBRENRH Y 97,
cBHEDTRTORMAT =2 22 FR T 2123, [total] 227 U v 7 LET,
ALEORBAAT — X AT B A /‘1?“““/@771%?%/7“?5 3. TDOAT —H ADfE%R

Vw7 LET,
o JEBH ORI R %%ﬁﬂ%i@%iﬁﬂ%iTTé X, AvtE—VORERREA Y
r—%& (=& 21X, [Im5s]) OEICH— Y Vv EEETET,

ATy T8 BT 3 7 ORMIEHRZF R HI21E, [show deployment history] 27 U v 7 LE7,

[JEBADJERE (DeploymentHistory) 17— 7 /ViZid, AMIOFNIEBY 2 7038 LWIEIC U A k
SNTVET,

a) BB a 7EABRIRLET,

FROFNDT —T ZiE, P a TICEENTWIEETSAL R L THRAL AT EDRBAA
T—H ANERENFET,

b) FTAAL ZAMBDOIRE, BIXOREETICT AL RCEEEN-a~y FEFRT5I120F
NA AD [Transcript] 77 MMZHHX U a— KT A a7 ) v 7 LET,

Koo 2 7 PRI, ROEBZ S a oD EEnTWET,

* [Snort Z 3 (Snort Apply) ] : Snort B Y & —nBEEEISENEET H &
AvE—UNIORT vaFRSNET, BE, Z0otr a3z TT,

« [CLIZ# M (CLIApply) ]: Z20® 27 a i, Lina 7e®RE EEni-a< o R
ZREH L CERIE SN OB Z T RICL TVET,

s [AT7TARNT IV F v AvE— (Infrastructure Messages) | : D7 3 i,
SESEFREAEY 2 —LDRAT—F ANFRENET,
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B 777 —rrvte—voxs

[CLIZ@ A (CLIApply) 1227 v a > Tk, BB N7 227 U7 MTE, 73 AZiEE
SINTcavr R, BEOT AL ZAPDIRINTIGENEGENET, T 6D, @
Ay —=URTT A vE—VOBRERHY ET, KEMLEEMATIE, a~vr Fegi=
TR AvE—VERELET, DT — %nﬂ’\é L%, FlexConfig RV v —
AL THOAZ~ A ZESNTERRZRE L TWAEEICHFICERIZR2GA1H D F
T, INLOTT L, av L Rai HELJZ SLLTWD FlexConﬁg?l‘7 T MDA
U7 NEAEETDDITRNDHENRDH D £,

GE)

BTHEXSRERRICHE SN D a3~ RE,| FlexConfig N Y v —M oA IS a~wr RED
IO RZ A7 )7 NMIIZEWEH Y A,

72E 23X, RO —r XL, imEE4 DS outside O GigabitEthernet0/0 X ET 5 2~ f\
% Firewall Management Center 75‘33% L7zZ & ZRLTWET, T3 AL, BEINIC
X274 LV EOICRE LT Z & && LE L7, Firewall Threat Defense I3, il ;xi'
LThEF2U T 4 LV EERALEEA,

FMC >> interface GigabitEthernet0/0
FMC >> nameif outside
FTDv 192.168.0.152 >> [info] : INFO: Security level for "outside" set to 0 by default.

TFyvTTL—FAvE—CDRT

B A v —U R FRT DI, FHE 22—V —TH 2S5, [EH (Updates) | HEBRASMFET
‘@40

FIE

AT F1 [Notification GEF) 227V v/ LT, Avk—Vvr¥—%2F£RLET,

AT T2 [Ty 77 L—1F (Upgrades) |7 Vv LET,

ATV T3 WEFITTEET,
CHBUEDTRTOT v 7T L— RE A7 2 FRKoxT 5121F, [Ait (Total) 1227V v 27 LE
R

EEDAT =R ALFEFOR v =V DHERTTDHITIE, TOAT—XADMEE TV v
]\/i—g‘o

B rsorva—F424
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EHEAYE—

FIE

ATy
ATvT2
ATvT3

RRY Ayt —

FIE

ATy T
ATvT2

extrve—vors I

T T L— RE AT D EFRTT DI, [T 35 ADOEF (Device Management) | %
70y 7 LET,

PADE e

BB A v b=V EFRT DHITIE, BHEA—Y—ThH o0, [IEFHM (Health) ]HERNLET
‘3—0

[Notification GEE) 1227V v 7 LT, Avb—Uvr ¥—2FRLET,
[E#HME (Health) 1227 U v 7 LET,
ORI H Y £,
cBIEDOTRTOEFMERT =X A2 FRT HITIE, [FFF (otal) 1227V v 7 LEF, ¥
E77 4 (EKE) ONR (0F0, BE, 2V T7 1000, BLOZT—) bRRINE
7
AEBDAT=ZAIETHA v =V DOHERTTHITIE, TOAT—FADEET Vv
7 L/i‘ﬂ‘o
c A —UNELREIERENINCRLA 2R AT DL, 20X vE—VOMRREHA ¥
=4 (lzL 21X [3BAT (3day(s)ago) ) O EICh—Y Vv EESET,
RFEDA v =V OFFMRIER AT — 2 2MEREFRT O, Ave—V227 ) w7
]\/i—é—o
o [~“"VAE=HXY 7 (HealthMonitoring) ] X—YDREERIEFEAT —H A KR T5H
21X, [~V AE=%— (HealthMonitor) |% 2 Y v 7 LET,

BEErEYY
ANIVA TS Y L TIZONT

DR

HEOLDNADGDI AT #FKRTEET, MOZ—F DX AT Z2FKRTHITIE, FHEEL—VT
HoHIN MDI—HDE R DRFHERPLETT,

[ (Notification) | %7 U w27 LT, AvbE—YBUFZ—2RRLET,
[Tasks] &2 U » 27 LET,
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ATV T3 ROBRENH Y 7,

RRY Ayt —

FIE

CHIEDTRTCDI AT DAT—HX ARFRTHITIE, [Total] 27 Vw7 LET, AT —H

A (Fppkrh, SHTh. ERATHL REh. RO %OVT&Z&%%T?% (S g
27Uy 7 LET,

MEEDAT—EZADEZATIZEATHA v —V DR FHRT HITIE, FORAT—F ZADHE

o Vw s LET,

GE)

BILLEAATDA vE—UlF, ZRATDAT—HARX =08 U R MCOBRFER
ENET, BEIELEARITIE T4 NVE Y 7 TEEH A,

« Ayl— /#ﬁ%mﬁﬁﬁéhtﬁﬂ%%rﬁé X, FDA v E— O MR A Y
r—4 (7=t 21X [3 BHAT (3day(s)ago) ) D Lich— Y LEEEET,

e ZAVIZHT AEEMAEEZ T HICIE, AvEeE—YRNOY 7% 7Y v 7 LET,
c IBWEHATDAT—HA X v—UNERAERGAIT. A vytE— UA MO TENIC

HD[SHICAYyE—VEFIST S (Fetchmore messages) |27 Vv 7 LCTHIGLET,

CHOEHE

HELDBBEDIDOH A ZFRTEETS, MOA—VF DX AT 2FRT HI1T1F, FHEL—HYT
B, MDI—FDE R DRFHERPLIETT,

RATwTF1 [SystemStatus] 74 2% 7 Vw7 LT, AvkE—Uky¥—%FRLET,
ATy T2 [XAZ (Tasks) 1227V v 7 LET,
AT9 T3 ROBPRIERH Y £,

s IBICH AT DAT—H A XA yv—UNFRATGERGEIT. AvE—Y VA FDOTEIC

HDB[EDHICAYyE—VERET S (Fetchmore messages) |27 Vw7 LTHELET,

BT LTEH AT (AT —XARNELE, &), 23 REOX A7) IZBET5 150X

TV ERHIBRT DI, AvE—COMICHD EIBR () 7Y v  LET,

s T RTOETLTNWEH AT (AT —XANMEIE, &K, F3RBoX2 2 7) 2B+ 5

A=V TXTHIERT 2121, [ (total) | TAvE—TE2T7 00 Z Y T LT,
[T _XTO5ET ¥ A7 OHIEE (Remove all completed tasks) 1 %2727 U v 7 LET,

c TRTOIEFIZFET LIeH AZIZET DA v =% T _XTHIBRT 2121, [E) (success) |

TAYyE—=VZT4NEZ Y 7 LT, [TRTOMNFZ AT DHIER (Remove all successful
tasks) |27 U w7 LET,
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T RTOKIMLTZZ AT B A v —V 2T THIBRT B2, [k (failure) ] T
Ay —=UhETANE) T LT, [TRTORKL A7 OHIBR (Remove all failed tasks) ]
27 Vw7 LET,

ANNAEZA—TS5—FDAEYFERELZLVE

AR IUFEHBANAE2—UE, TTI9A TV ALEOARVEHERELZEY 22— VICERES L
T-HIRRE L L, HHARNZD L~V EB25ET 77— e LET, ZOET2— T, &
PRI 57 3 A A% X O Firewall Management Center H KD T —# 2 E =4 — L £ 7,

AEYV—EHEO2OOREFMERLEVETHSL (7 VT 000 & 185 1%, s
HAEYON— LT —VELTHRETEET, TNOHDOLEWVEZBAD L, FBESNTZE
KELVSIVTANVAT T —=ARAERESNET, 72720, ~ANVAT F—LAV AT AIINHLDL
TUVMEZ EREICEHA LER A,

AT T AL AT, BATV 7y R T RTARARLD G, BREDOT BB ARV AT A
AR RIEDOREREEEZERT LN TRENET, ZOREFHTIE. WHAETY 2 TE S
P FERL, M7y et 2N VED AT Y 2R LE T,

7l ziE. 2GBDAEY ZHWH LT A AL AGBDAEY HHH LT-T A A& il L
F9, MR T 0 ADTEDITHMEND 5% DAEY X, 32GBDAEY 2 L7-F A
A ATIX1.6GB, 4GB D AEY Z#H L7=T /31 ATIX200MB TH Y, HiIEDOITHILD )
WCRERMEIZR Y £7,

BEDT7Tutv AL DV AT LARAEY OMEHAFERE N L 2B L T, Firewall Management
Center|X, BRMIEIAEY LEFH AT v T AEY OMGEEHTH uﬁ‘)‘:E)%?#%ibiﬁ‘ &
DD, 2—F—NRET D L EWEAT LXTLT@HEJ SNAHAEY LEVHEIZ ARy
o i) Z7s, Bl LS VEZRFE ST D720 A S s ﬁb&wi9&«wx4N
v NISRAET HATREMER B D FT,

N—T g0 741 P, AFVERRERHEEY 22—, FHARERZEE AEY | #HHE
&27/7%%)\%;UA/77%«//1%%ﬁbf%%)ﬁ%4%ﬁﬁbifo%%U
FERRIEFEET 7 — FORTEH4AEMEREET 572012, BEBIONZ VT A VT T —20
LEVMETH D 88% & 90% X2V EHICTHZ 2RO LET,

WOFIL, BT LHVATLAAEV IS L, 2—P—ANOLEWEEEHEIND LEVE
OBz~ L TWET,

)

GE) ZoOROEIT—HITT, ZOFREAFHL T, ZIIWRENTWEHEH RAM & —F LARWT
NRAZDLEVVMEZHET A2 ENTEET, £7/2, LV EfE2 LEVEDOFEIZ-OVWT Cisco
TAC IZIWEDbEAZ L TEET,
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A—H—ANLELME BEHTSH5AE) (RAM) TEDERALELME

4GB 6 GB 32GB 48 GB
10% 10% 34% 2% &1 %
20 % 20 % 41% 75% 83 %
30% 30% 48 % 78% 85 %
40% 40% 56 % 81 % 88 %
50% 50 % 63 % 84 % 90%
60 % 60 % 70% 88 % 92%
70% 70% 78% 91 % 94%
80% 80% 85 % 94% 96%
90 % 90 % 93% 97% 98%
100 % 100 % 100 % 100 % 100 %

A\

SE®  Firewall Management Center 287 U 7 4 WLV AT A AT VIRIEICET D &, VAT AL, AE
VEABEOZ N T a v A& T LD, B0 AT UEARMLS HE

Center % FHELEN T 2 A[REMENR H U £ 7,

|21 Firewall Management

BEE=421Y2T

Firewall Threat Defense DfFEE~ R —T ¥ L, TAM A I F I ERFHOMELE=F— L,
PEENRHAE LIZBRICT A 2% LE T, BEIL, FlexConfig =~ REMMH L THEEE=
F—HREL, TRy OMBEE=F—LT, 70y 7 OEBNLT A A%EETLZ L
INTEET, 7734 AT FlexConfig Y > —ZEk L Tl 32 HIEIZ 20 TiE, [Cisco
Secure Firewall Management Center 7 /31 A4 A N] @ [FlexConfig Policies] D FZ S ML

TLIZEN,

HA CTiX, 7A A TOT 0y 7 OWENERIND &, T 7T 4 77 34 AREEREICE
T, MDRZ AR BB ZHEET, CORA v FA—N_—CL), XTI B DLy
O Ra Yy 7RNBD LET, BEENRAELZETIIn 72 5ET 5D T, showtech 2 L
T7uy 7 OBORKNEZKHBLOT Ny 7 LET,

Ty OBDOE=LY 7 ERNELITENCT DI, kO3~ RE#H L T FlexConfig

F7V=7 FERERLET,

B rsorva—F424
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FAROBAREARY LA vOEEEE=2—75—F [

fault-monitor block-depletion recovery-action {none | reload}
fault-monitor block-depletion monitor-interval <monitor-interval>

T/\/]’XO)IEI1§Z“7 varERETDHITE, Ve — R 50 LRV % FlexConfig 47 > = 7
FCEHRLET, T ATT Ry = LOMERRHESNTSGE, T30 A0 B— )
Me— @lﬁl?ﬁﬁYﬁT%éf_&) T 7/ hDEIET 7 ¥ a vidreload T9, none A7 3 &
HALTFAASL 2D Y o— ]\%lﬁlﬁﬁ“é E1X. Cisco TAC F— L DFERIZHEV, [EEIZIT O &
ERHO ET, W@EIL SERoTm /7*5/%&%‘?9)57/;7::\ FET A ATHEBY r— %
1T 9 BiIZ TAC F— A753L73ﬂ7‘ X UET DN D512, none MEH SVET,

EET =X —NREINNTWNDIGEE, T DZEET oy 7 MEWRZZI, VAT LERD
300 DF =X —lRIChOlzo TEeDEETHIGAIC, BESNZT vy 77— IkE L
Twékﬁﬁéh\@@77VaVﬁ£ﬁéﬂi¢o_@ﬁ7ya/ . EBE R SN
AT = — RO 2L ET 57 DI TACIC K> TERH S 7,

Bl

fault-monitor block-depletion monitor-interval 30

BEEZ 7 VT T HIZIE, WOa~<wy R&Eff LT FlexConfig 47 V=7 hEEZRLET,

clear configure fault-monitor block-depeletion

TARIFERAREARVINRFLAVDEREE=42—7

5=}

Disk Usage [EHHEE 2 2 — /LT, BHHRT AL ZADN—FRRIA T LA T =T XA hL—
Rl EOT 4 ATHHAFREEY 2 — VICREINLHIRE L, ZOFEHEREY 2—L
W E SN =t v T — VR B TRRTT 7— a2 LET, £/, V2L LEWHE
WZHADNWT, VY RAT APRERNBEOT A A7ERI T I VNO T 7 A )V EEEIC M@?éﬁ
A FEE, oo T T #RT 4 A7 ERENM BRI LSYWVZELEGRICLT 7 —
FEHLET,

Z® MY w7 TlE, DiskUsage EFMEE Y 2 —/MIZ L > TERSNDRLE A X D KL A
VIEFMET T — NOIERE N T TN a—T 4 T DOHA RTA O T L £,

?4177* TxDTat AL, TNANAADT 4 ATHERAREFHELET, T4 AT F—

YILE S TE=H—ENDELXATDT 7 ANMTIE, A aRnEY Y TonEd, VAT A
TE%T BT 4 AV RKREICHESNWT, T 4 A7 32—V X385V A v Ofm/KAES (High
Water Mark, HWM) & Ak #ES (Low Water Mark . LWM) #FH&HE L £,

VAT LDETRT DT 4 A7 HFEHROFEMER (A 12, LWM, HWM 72 ¥) 2FE KT 51
I%. show disk-manager =~ > RZH L E£1,

151
WIZ, T4 AT ==X IFEROFIEZRLET,

FSINYa—TFaT .
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> show disk-manager

Silo Used Minimum Maximum

Temporary Files 0 KB 499.197 MB 1.950 GB
Action Queue Results 0 KB 499,197 MB 1.950 GB
User Identity Events 0 KB 499.197 MB 1.950 GB
UI Caches 4 KB 1.462 GB 2.925 GB
Backups 0 KB 3.900 GB 9.750 GB
Updates 0 KB 5.850 GB 14.625 GB
Other Detection Engine 0 KB 2.925 GB 5.850 GB
Performance Statistics 33 KB 998.395 MB 11.700 GB
Other Events 0 KB 1.950 GB 3.900 GB
IP Reputation & URL Filtering 0 KB 2.437 GB 4.875 GB
Archives & Cores & File Logs 0 KB 3.900 GB 19.500 GB
Unified Low Priority Events 1.329 MB 4.875 GB 24.375 GB
RNA Events 0 KB 3.900 GB 15.600 GB
File Capture 0 KB 9.750 GB 19.500 GB
Unified High Priority Events 0 KB 14.625 GB 34.125 GB
IPS Events 0 KB 11.700 GB 29.250 GB

EEET7 53— DK

Firewall Management Center O IEFEE =4 =7 nwARNE I 7ans e ST &IiZ1F, £
FFEIFATH NI T—ENDE) | T4 AT ERMRIE ¥ 2 — /L d diskmanagerlog 7 7 A /L %
BN AT LRSS L, EEWET I — R MY -k,

EFMET 7 — N OfEEIX,  [Drain of unprocessed events from <SLO NAME>| T,

7= & 21X, [Drain of unprocessed events from Low Priority Events| @ X 912720 £,

| B

ER A~ YA v @®FHD Drain of unprocessed events from <SILO NAME> IEF M7 7 — h &4k L
£9, 207 T — FOERE L VLTHEIZ[EX (Critical) ] T,

77— NS DZDOMDIERIZIT, ROLDOBH Y £,
« Firewall Management Center =—%—A % —7 = 4 A D@L T
« A N2 hOTER

—fRBE FS TN a—TFa0F oF)F
Drainof unprocessed eventsof <SLONAME> IEFMET Z— M, A X2 MBS X DR VxR v

7 BRRTHRELET,
INLDOT 4 ZAZMMET 7 — MIBEA LT, IRO3ODR MRy 7 BFEET D RN H Y
\ij—(}

o 1 72 7 27 : Firewall Threat Defense @ EventHandler 7' 2 & AR A — X—HP T 27 T A
TENTWET (Snort DEZIAL LY HFHARY 238

o Sftunnel N "R v 7 ARV NHA LV H—T 2 A ANRREEETZIFTA—NN—HFT R Z
A TIRBETT,

B rsorva—F424
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FAROBAREARY LA vOEEEE=2—75—F [

« SFDataCorrerator O 7R kL% » 7 : Firewall Management Center & & HEX%I R T /A A DT —
FARIET ¥ RNVINA— =% T X7 5 A TIREETT,

BEGOXY
ZDEATOIEFEWT 7 — b Ok b —MRIZRIFEIKR O 1o1%, 72 A7) T, showdisk-manager
Ay PR SN RBEKER (LWM) &K mﬁnGmm)®% ES R =D

LWM CGF7ZIZ R LA ENTREE) 220 HWMEICBIT T2 E CIEH TE 28842 R LT
WET, RIEOA R D RLA URHL5E81E. XU IRELHERL T EEN,

« X7 N X g9 % ¢ Firewall Management Center C=2 V) L— % perfstats Z 49" %
L AT X DOV A EREETEET,
admin@FMC:~$ sudo perfstats -Cq < /var/sf/rna/correlator-stats/now

cACP DU XU VT REEWRTDH T/ A a3 ba—/LKRY— (ACP) DX /i
EEMERLET, X VREICHRO [Bih & T OmGREEN T L 5HE
IF. AR NOEEWO T2, TOHREZR JICFEFT AL OICHREEZEELET,

BHOOX L T ORARNT T 7T 4 ACERHMENTWERZR NS T 7T 4 A ->TWD
ZEEHERLET,

BIEDR LAy : Stunnel
Sftunnel (%, Firewall Management Center & & B} 57 /A A OB SALBEAHY LET, 1
A2 ME bRV &S L C Firewall Management Center 23518 SV E T, BEXMRT /A R L

Firewall Management Center [ D i#{E T v /L (sftunnel) DEEGIEDBESCARZEM L, RO
NEZHLIET,

o Sftunnel NH T L TWBEN, REE (77T LTWVWD)

Firewall Management Center & & B8 7 /3 A A3, TCP A" — b 8305 O ELA v ¥ —T =
A A TEEETHD Z L 2R LET,

sftunnel 7’ 2B ZILEL TWARLENH Y | THIHETHEE T2 080> TUIWITE
Bl TNEMFET DX, Ivar/llog/message 7 7 A /L 2B L, SCT4 sftunneld % & Te
A=V ERBELET,

o Sftunnel WA —/N—HT 27 T4 T INTW5B,

EFEEE=2 =160 M BT —X ZfEiR L, Firewall Management Center D& FE A
B—T 2 ADF— =BT A7 )T a rOREELELET, ZoMET, LT
TA DT DANATRE LA ==Y TR VT a R ERHY £7,

AR NDEHHVERA LB —T 2 A AL L THEHLEST, 2O F—T A A%
f# 19 % 121X, Firewall Threat Defense CLI C configure network management-interface =~
VREFEHLT, IPT RLAREDRT A—=F B ETHLERDH D 7,

FSINYa—TFaT .
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B - x2eRETI 7 LOF« RV ERE

BIEDR FJL w4 : SFDataCorrerator

SFDataCorrerator (%, Firewall Management Center & & HLXI R T NA A OT — FmkZ BB L
%9, FirewallManagement Center CiX, A7 AMMI Lo TERR S LToNA F U 7 7 A V& 5547
LT, AR b, 8T —4, BLOXRY NV =~y TEERLET, BHOAT v 7T
I%. diskmanager.log 7 7 A V& FHST, IRO K 5 REERIERZNEL T,

« NLA OB,
o RILPRA N N BT 7 ANV KA ST H
o RAFLA R MZED RUA v DFAE,
TAAT A=V T REANFTENDTZNNC, EFA vy NI BRMAOR T 7 7 A )V

AR SIVET, =~ UL, [/ngfw]/var/log/diskmanager.log FIZF#E L £, diskmanager.log
(CSVIERA) MmOUE S FiiE, BIROMBEZ Y AL fEHNTE £7,

TOMD ST TN a—T 4 T FIE

« 2 R dats unified.pl (%, Firewall Management Center (22539 2 M BN B 5HT — X NE
BXGT NA RNZH DN E I D EHET DI LB E T, ZOREEIL, FEXGT A
A & Firewall Management Center CHEfE D NN U755 128 AT DTN H Y 5,
FEHHIRT ANA AT, v /7 —=82% "—FNRFI7ATIRFLET,

admin@FMC:~$ sudo stats unified.pl

» manage_proc.pl =< K, Firewall Management Center fll(> =2V L — ¥ #HEAETE E
R

root@FMC:~# manage procs.pl

Cisco TAC ~D HE L EHE DI

Cisco TAC [ZH#AET D AN, IROBEHZNET 5 Z L 2m < HELE L 97,
cFRENDIEFWET F— DRI Y = a vy b,
« Firewall Management Center 2> b4 SN2 T Ty a— 7 7 A /L,
c WBEZ T HEBMBT A ADDERINTZ N T TN 2a— T 7 AL,
« FIED BN S 472 B,
s R Y U—ITRIEMZ BN ETICET 21E®R G4 T 558) .

« BfE DA hVR » 7 : SFDataCorrerator (16 ~*—3°) Tl &4 T3 stats_unified.pl =
~ v PO,

FTINA RREBEBEI7AILDT 4 R ERAE

[7 4 A7 i fiE (Disk Usage) | IE#EE Y = —/L1L, Firewall Management Center D5 /31
AREBIET 7 ANDY A ZT=F— 1L, A ADRHFRGIREEZ D L IEHET 77— b2k
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BLET, 7 ZAREBIET 7 A VORIFEIZEHT DB KIFET 4 A7 A X1X20GB TY,
Firewall Management Center O /& Al FAPEREBI Clid. ZOEFMET 7 — M. & AMERM —FF
EIESN TV DEEIZDIHA S 734 Firewall Management Center (277~ SAVE T,

TNA ARERIE T 7 A N DY A ANRFFRGIREZ B % % & Firewall Management Center D7~
T L= RZT v 77 L — ROUWHIT RIS 5 ATaEMEA & V) £97, Firewall Management Center
OE MR TIE, T ARERE T 7 A VOV A XHIREZB LD L& &l R
PRI DrRetEnd v £4,
TNA ARERIET 7 A VA AOIEFWT 77— N fET 512X, [BR (Deploy) 1>[ERH
FERE (Deployment History) | > [EBRIERE (Deployment Setting) | > [BRE/N—P 3 VDRTE
(Configuration Version Setting) | iR L, [frFFT25/3— 2 D% (Number of Versions to
Retain) |ZJ 6 LET, N—Ya rOFEWOT L, BRLIAA—Va v XE—HKT5 K
INTERB T VERENA—T a VBHIBRSNE T, [REN—Y 3 Y OHEEY A X (Estimated
Configuration Version Size) ] 1%, RFFT 25 2 L ZBIRN L 72— 3 U OEUZEES W T, Firewall
Management Center FORXEBERE T 7 A VDB LZDOY A XL ES, HEEMEEZHEHL
TAN=Va v OBEEF L, FEN—Y a OV A XeFFEHIRARIZE S LET,

FEHIZ OV TCIE,  [Cisco Secure Firewall Management Center 7 /XA AREH A K & [FRE/S—
ValrEBEHFORE] EBRLTIIEEN,

TARIBEDY )T

T4 AT RENDINE | FHE X —B KOS ROBBEET A ADIRT p— A
PMETTHREEMERNH D T, T4 ATEENDRL D E, XT3 —~< U ANKTTHZ L
R T T T = ROWFIZR L FREENH Y, FEZFEELLS L L TEERY 7 AV E
o THIBRT A Y A7 B LET, B ¥ —FI3&BVIEHT A ANHRO—7 7
ANEHIBRL T, T4 A REEEHRTEET,

NI TITITFAIL BB ENTNR Y I T v TRET 7 AT, FEMITOWTIE
Y v X —F T B R T ANA ZADONRNY I T v 7| BERLTLLEEN,

caAVTUYDT Y TT— bk SRU, VDB, BLUGeoDBEH 7 7 A LGN E T, £
WIZOWTIE, VAT AT v 7T —RMIOWNWT) 2B LT EEN,

k=111

e FSITNYaA—TF AT IT7AIL: ZNHIEFE T TNy a—T 4 TOHMTAEREN S
0J 7y ANTY, FECOWCIE, [h ooy a—T 4 0 THOANVA =X — L
A—=F] 2R LTITEE0,

TARIEENI VT SNDE VAT DIEHDO7 7 A NVEREEL, W7 7 A L2 T T
HIbR L9,

FE O TAAIREOIZITICEY, BIRENZT7 7 A VITEEICHIBRESNET,

FSINYa—TFaT .
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. FSITLYa—T4 2 TRADALR EZ8— LiR—

FIE

ATy T
ATy T2

ATvT3

ATvT4

ATy TH
ATvT6

[ AT & (System) | (@) >[EE®M (Health) ]>[E=%4 (Monitor) [Z®RLE7,
EROFEesr—a 4 RUT, TAARAIREEZ VT TDHT A A&7 ) v 7 LET,
BHE L X —DT A AVKREE 7 VT THHGE, [Z7ATI94A—ILEBEYZ— (Firewal
Management Center) %2 V v 7 L£7,

[T RAV{ERAE (DiskUsage) |V« Y= v hT, [T4RV5EEDY )T (Clear disk space) ]
7V v LET,

Frxv IRy I A% F AZLT, HIBRT D=7 7 A NVDE A TZERLET,
[T4RVEBEDY )7 (Clear disk space) .

[2Y7 (Clear) 1227 Vv 7 LET,

Ay =V BUH =TT AR 7 V=T w7 XA OETRWAEKRLET, ¥ A7 DB5%E
TT2E, [T4RVERKR (DiskUsage) | V4 V= v MIEFENTZA ML —UF =N
FREINET,

kS JILa—T 42 OFHODAILZ:E R— LiR—

T TAT U ATHENEAE LT & X2, MEOZWNIESLSLSIZ, PFR— b N T 70
y;~%4yﬁ774w%%1¢6£9 KIS D Z &#%Di# VAT ML, FEE DR
OB ENRE LEEREEGL N T TN a—T 4T 77 (Ve BERIN I TNV a—
TATT7AN (ZOT77ANVEYR— N EELTERELET) 24K THIENTEE
T, WORITRTA T a O TNUNERIRL T, FFEOHWED N T TNV a—T 47
T ANVDORNRE AR~ A X TEET,

—WHOA TV a NFRESROT —F ORTEELTCWVETN, NI TNV a—T 4T 77
AMIE, A7V a vOBRICBERRLS IRV —IZEG T Tt A,

R2GBRAIGER FSITNLVa— A Toay

Performance and Configuration)

TFoay MENE
Snort D/ 7 4 —< 2 A LEE (Snort TTIA4T A LD Snort IZBE T BT — X LR E

N=RT 2T RT7p—< Al Hadware| 7 7T ATV AN—R 27 ONRT 3 —< AHETL2TFT—% o

Performance and Logs) 7
VAT LDFE, HY —, 77 (System TFIAT VADBIED Y AT MR EICE T AR E., T — 4.
Configuration, Policy, and Logs) RGN =874

B rsorva—F424
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BEDYRTLBED N5 TN 1—F 125 771 004ER [

T ay BENE

MESEEDRERL., AU —, v 7 (Detection |77 T7A T A EOMMISEEICEE T AR E., T —%. BXUn
Configuration, Policy, and Logs) 7

AEBE—T 2 A AL Fy NI—V BT —% | TTI7AT L ADA Ty bRy NU— 7 REICEET 51
(Interface and Network Related Data) KX E, T—4%, BIO®u s

Wexn, Bk, VDBT—%, BLO'n s TTTAT A LOBEORKRHERE & iR E BT DGR E .,

(Discovery, Awareness, VDB Data, and Logs) F—x_ BlIaes

Data and Logs)

TFT=ABLORTDT v 7T L— R (Upgrade| 7 774 7 LV ADLEIOT v 77 L— RIZEET 7 —ZBL0n 7

All Database Data

FNTTNYa—bh UR—MIEENDTRTOT —F X—AHHT —

7
All Log Data TTIAT VAT —=IXR=A Lo TEEN T XTORr T
Fv bU—2 =y TEHR BEOR Y NU—2 bRy F—x

BEDURATLEBED NS TV a—TFT4209 J274ILDER

FIE

ATy T
ATy T2

HAABZRARLIZ N T TN a—=T 4T 77 ANVEERBLOF Y n— LT, £D7 7
ANEYR—MIFEETEET,

458 HHEIIZ

ZDZAZ ZFATT HI2T, EHEFEL—Y— AT RAa—V— Flidtx2U747
FTURA b 2—=¥— @GR EA) THLILENDY 7,

TN AEFHE=F —DRROFIEEZETLET,

[ AT L (System) ] (@) >[EE®M™ (Health) |>[E=% (Monitor) ] ZiR L, M/
FNVCTTNARET Y v 7 LT, [YVRATLBEUV NS T a—T4 0T DFMERT (View
System & Troubleshoot Details) 1. [FZ TN a—T 42T T74ILDER (Generate
Troubleshooting Files) | ®IEIZZ U v 7 LET,

()
» Firewall Management Center Web { ' % — 7 = Af AMOLAERINIZ VT TNy a—T 47
7 7 A JViX Firewall Management Center (ZIRIFENE T, HT7 S T7A TV ADEHDO NT 7
N a—=T 4T T ANDHEPREFISNET,

cCLINBARENT N T TNy a—T 4 T 774 WTan— W EEN., EEXEN
AHZ LB FH A,

FSINYa—TFaT .
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B ==xr5o0v2—509 7740089 0—F

ATvT3

RTv74
ATy T5
ATvT6
ATy FT17
ATvT8

ATvT9

e

FIE

ATy T

ATy T2

ATvT3

ATy T4
ATy TH

HAY A=V OFER (9—Y) THHAIN TS EHIZ, [£T—4 (AllData) 1%
BIRLU CAERAEERT R TCO NI TN a—T 4 VI TR EERTDH L, BRIOR Y2
REeXd T HIELTEET,

[4£f% (Generate) |7 YV v 27 LET,

Message Center CH A7 DA vtE—V 5K RLET, XA A vE—TVDERR (93—)
EZML T EE,

EREINTE N T IN Y a—T 4T T7ANIRIET DX A7 R LET,

TTIALT VAN NI TN a—T 4T T7ANEER LT, HAT AT—H AN [5ET
(Completed) | IC&EboTebn, [Z7V w7 LTERKSNE T 74 /VEEFS (Click to retrieve
generated files) 1 %7 U v 27 LE7,

TIUVDOTa T M-S CT A NVEE Y a—RLET, (R TV a—T 4T 77
AT, 192D tar.gz 77 ANTHE v E— RIS ET),
PAR—=bOERINEST, NI TNV a—T 17 757 A% Cisco lIZEfF LTI IZEN,

EELL NS TN aA—TFa409 I74ILDOEHoA—FK

NoGTNYa—T g T T7ANVEX T A — RTEET,

1R BHHEIIZ

TDHRAT BEITTHINE, BHEL—Y— AT F AR~ — FidtX2 VT4 T
F U R 2—V— (FHHLHEVEMH) THALENLY £,

TIIAT VP ADEFWE=F —2RRLET, . T A AEFEHE=F—DRFESZRL T
{TZEWY,
[ AT L (System) ] (@) >[E®EM (Health) |>[E=4%— (Monitor) | DIEIZER L, £
IDONRFNVTTNA A% T ) v 7 LT, [VATLABLOR NI TNy a—T 0 7O E R
7~ (View System & Troubleshoot Details) |, [/ b T 7L 2—7F 1 > 7 (Advanced
Troubleshooting) 1 DIEIZZ U v 7 LET,
[Z7ANVDX 7 a— K (FileDownload) | T, VAR — Fhbigfishiz7 7 A VA2 AL
i‘é‘o

[#7 > m—F (Download) ]#7 V v/ LE7,

TI0FEOTa T M-S T T 7 ANEL Y m— RLET,

GE)

BHXRT NA AT, Y AT AT 7 A VHDOHNST A AL MM TT 7 A v 2 EE
L/i‘g—o
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Secure Firewall Management Center TD + 5 JJLL 2 —F 1 2% Syslog DE R .

ATFYT6 VR—FOERIINEST, NF TN a—F 47 774 0% Cisco lICEE LT F XU,

Secure Firewall Management Center TD k5 JJ)LS a1 —
T« >4 Syslog DK R

Firewall Threat Defense 7 /31 A C kT 7 )L a—F 4 7 syslog % 1 7|27tk L. Firewall
Management Center [ZE[ECEET, 7—XE2nX /352 LT, xy NUV—7OMEEE
IT A, AREDOMELFE L THBECE 3, nX 72 HIT % L. Firewall Threat
Defense 7 /34 A7) Firewall Management Center {Z VPN Syslog 23 126(5 & 41, /04T S THRE
WET,

% —77 > K7 /3A A D Firewall Threat Defense 77 v b 7 4 — AR EAR U 2 —? [Cisco Secure

Firewall Management Center ~® 7 % .7 (Logging to Secure Firewall Management Center) |4 7"
CAVEMRETHILT, uX Tl Avk—VDYETT 4 (ERE) 2ERTXET, o
X T OHPE. syslogh—N—DFRE, BLOV AT Ln 7 OFRROFEMZOWTIL, Cisco
Secure Firewall Management Center 7 /N A A4 A K @ [Threat Defense 7 /3 A A ? Syslog =
XTI ORE] 2ZRLTIZEN,

FTRTDO LS TN a—Fa250Y

Firewall Threat Defense 7 /31 A &% E LT, TXTDORWr syslog Z Management Center (Z 585k
L. N5 % [HiHA 2 & (Unified Events) | 7 —7 VDDA X2~ (EEHIZ[NTFTN
v=2— A X b (TroubleshootEvents) 1 & L CE/RLET ([H4 (Analysis) [>[#iedA N
>k (Unified Events) 1) . [#& 4 X2 b (Unified Events) | 7—7 V&AL T, h7 7L
Va—T 4y /alEVTNEAL LATHRL, NI TN 2—T 4 VT DFITRIIEND 2
WTDTNA AFREOEFE LT N TEET, RUT—T OO A X NH AT
07 %7 4 0E ) 7B IOYHr LC, Firewall Threat Defense 7 /34 2D A A k& Hf5
L. FITNva—T 4 0 T RFETTEET,

[NZ TNy 2—hA 2k (TroubleshootEvents) ] DF/RDFEAMIHOWTIL, HAEA XV D
i 22 LT EE0N,

[EEX (Critical) ]. [77— b (Alerts) ]. [B& (Emergencies) | DT _XTDO R TF TN a—
7 1 v 7 syslog % Firewall Management Center|Zi5(5 % Z & #INTX £,

VPN rS TS a—Fa050Y

VPN k7 7V a—F ¢ 7 Syslog D&% 5347 FIZ Firewall Management Center (Z15{5 9% X
9 |Z Firewall Threat Defense 7 /31 A %3¢ & L £7, VPN Syslog i, 774/ O ETT ¢

(ERE) LAV THD [T — (Brrors) | FIXEVEWIETT 4 LU L L HICERE
NET EESNTVWARWIEY) , VPNrZOuaX 7 L% [=F— (Errors) | IZRET
HZlEBEHIOLET, VPNRX U L~UL% 4 U FTOERE (%% (Warnings) . [JBA

(Notification) ], [f&¥ (Infromational) ], F72iX [T /3> 7 (Debugging) 1) IZHET D &,

Firewall Management Center 23188 af (272 2 FIREPED 8 0 F 77,

FSINYa—TFaT .


http://www.cisco.com/go/firepower-config
http://www.cisco.com/go/firepower-config
management-center-admin-77_chapter23.pdf#nameddest=unique_548
management-center-admin-77_chapter23.pdf#nameddest=unique_548

rFSILYa—F108 |
B 500257 ssgnmr

\)

GE) YA MEVPNELIZVE— R 7 EAVPNEZREL CT A RAERETDH L, 774/ T
H#fJ1Z VPN syslog 7% Firewall Management Center (2268 SAVE T,

FS TV a—T 1 7 Syslog DR
Firewall Threat Defense & /3 A A%, T /34 AR EDRE VPN OREO R KBS 4 % :80E

WRENET DDA X MEBRESF Y 7T ¥ LET, T 740 5 TIE, 170 (B
(Time) 1% TY—hFENTHET,

15D B
« Firewall Threat Defense 7'7 » b 7 % — A% E T [Secure Firewall Management Center ~®D
0¥ >4 (Loggingto SecureFirewall Management Center) ] Cisco Security Cloud Control ™
Tr7AT VA= NAT v araETHILICED, nXr 7 2fic LEd, e
VW CIX, Cisco Secure Firewall Management Center 7 /34 A4k K [Enable Logging
and Configure Basic Settings] &ML T 7230,

cIDEATEEFTTHIZNE, V=T AL LV OBEREL—F—THIHVLERH Y 7,

FIRr

ATvT1 [TINA R (Devices) | >[bT TN a—TF 124 (Troubleshoot) |>[ ST a—TFa v
404 (TroubleshootingLogs) | Z&#R L 7,
AT9 T2 ROBPRIERH Y £,

R BEDORA v —UERE T N X ) T BITIE, [BEOHRE (Edit Search) ] %
70 v 7 LET,

« FOR R L7E A v —VICBE AT Sz VPN OFFl A2 B 2 —ICFR T D Iid, [FER
(View) 1227V w27 LET,

¢ TRTHER : TRTDOA v E—VD VPN OFffflia B2 —IZFRT DI, [TX3TER
(ViewAll) 127 U v 7 LET,

CHIBR : BR L2 A v =V % T — X _X—=Z2 L HIBRT D121 [HIER (Delete) 1227 U v 7
ToH FERTRTORA v =V Z2EIRT 51203 [T THIER (Delete Al) 1227V v
7 LET,

RDBERY

T_TCDNTF TN 2—7F 47 syslog & Management Center |25 9 2546, v 7 ICRHS
NERS TN a—TFTA T ARV EVTANIA LT, MOEX2T 774 T U —/b A
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Cisco RADKit S5 1= & BEL ST a—F4 27 T92RYTVR |

Ry b A TEEBICFERT DI, [ (Analysis) | > [#i& 4 N> kb (Unified Events) ]
7 Vw7 LET,

Cisco RADKit #i S Ik AEEL ST a—Ta 29
THOANI)IT R

Cisco Remote Automation Development Kit (RADKit) (£, YA IZDHR—F V=T R R
TAORBEEDBWBI NN T TN a—T 4 V7T H12DITH Yy MU —7 TNA RZRELT
JREATED LHITKGHSNIZ, Ry VU= BKOF—/ A S L—2T¥, RADKit% U E—
hp—ZA VA =)L L, ZOH—E A% Firewall Management Center 33 J. (N O 4E Bk 5
Firewall Threat Defense 7 /3 A A L A3 25 2 & T, MEOZWNIILERT — X % HEIIZH A
TEDHLEIICTDHZIENTEET,

RADKit & Firewall Management Center #5925 &, IRD Z E R AREIC /e D 7,

» Firewall Management Center 33 J. U Firewall Threat Defense 7 /NA A2V E— hTT7 7 &AL
\i ‘g—O

c REDAR—FoN— R0 =7 OREZZWT 572912, Firewall Management Center 33 JX TY
Firewall Threat Defense 7 /NA A~DOHH ST T 7 B AL FFOom L D=7 2E D Y TE
ﬁqo

- BEMLBEREATEM LT, W7 — 2 2L L TRIEEZ O L £ 7,
LD vy v a BB L, TRTORER 7 2FRL, T—AIAT7 774 VL LTHY

vu— KL%,
RADKit —E X D& 5%
RADKit —E 2% SSO IZ&4k LET., 2k . RADKit 7 T4 7 v k& ORI X
ET,
1R B

HTTP o X v 2T 55481F., —EAZIEFEIZEET 572D RADKIt h—E XA & HHIZ
T LN, BHE LA —TTaF 2R ELET,

FIE

ATvT1 [T/A4 R (Devices) | >[5 T a—F (Troubleshoot) ]1>[") E— FZl (Remote
Diagnostics) &N L £,

AT w72 RADKit 7 7 7 RIZH—E R &%ET 521X, [RADKitH—EXDA#EL (EnabletheRADKit
sarvice) | N/ AVREZ B 7Y v 7 L, [SSO THEER (EnrollwithSSO) 127 U v 7 LET,
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B raokicv—czxmBOEE

ATvT3

ATvT4
ATy

ATvT6

BIA—NLT FLR (RAA U AEET) ZAHL, [EE (Submit) 1227V v 27 LET,

GF)
7l BT A — L ID %A L CHEMIRIC IR iRt 5 = L1 T& £ A, BT B2 ONC,
BEA—AID 77y MO LTH LRSS AR S nET, FLa—y—T7hvr hie
kLB 2 1R 5 ORI TlEd Y £t A, LA T, RADKit 7 57 KT
[, 2 DL ICRATS W BN EORE 6 1 AMIT 12 0% LV—E 2 IDICHIE L %
T,

SSO 7mtEA&EFET LET,

[Cisco RADKit 74 R (Cisco RADKit Access) | ~X— T, [&ER (Accept) |27 VU v/ L
\iﬁqo

Bgkts, RV A v =YL b7 ID BFRENET,

(A7 v ay) P—vREEHIT 51T, [RADKit H—E ZDESE (DisabletheRADKIt
service) | NIV RHE U E I ) v LET,

AR

=Rz T DL BET LT XTOT = ERFOF AN DONET,

RADKit —E R &K FED EHE

TACTZU V=T N T TN a—T 4 T DEDIIT A AV E— N TI7BATES LD
T 52 LT, ARBEEHTEET, £/, VE—bax—F -2, FFEOHMIT, TXTo
TNAADA X MVIZT 7 8ASHEDLZ S, BIRLET A RALEFIZT 7 BASIEDHZ
EHLTEET,

)

GE)  JKBoBMEFRIL, Fa—rUL RAALUNLDORITH ZENTEET,

FIE

ATy T

JR 8 BRI

RADKit —ERIZEGK L £7, BEFEOFNEIZOWTIX, RADKIt —E ADEE (23 ~<L—
V) EBRLTLIEEN,

[7/814 X (Devices) ]>[ b5 7L a— bk (Troubleshoot) ]>[') E— 2T (Remote
Diagnostics) ]& &R L £,

[V E— FZBr (RemoteDiagnostics) | ~2— 2, BEDOEKRNF RENE T, RADKit —t
A EFRLTNDLZ L2l LET,
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ATvT2

ATvT3

2ATFvT4
ATy TH

2Ty T6
ATy T17

rapkit #—Ex&k20EE [

B UWERBEVERT 5121, [T LWEERDIER (CreateNewAuthorization) | # 7% 27 U v 7
LET,
[RBDtEY b7 v T (Setup Authorization) ] C, ¥ R—h =2 V=TOETF A —/LT KL A
EANSTILET, BT AN T L ADRKEITLI0LFTT,
GE)
cHAR— b V=TOBEFA—NT RUAE, AR L a— RICKLT—ETT, Liedio
T, FKROIERRICZOEEEET 5 Z LT TEEE A,

cFICEFA—INT RLACK LTERBT Ay FafET 2 2 LIXTEEE A,

[k~ (Next) 127 U v 7 LE7,
[T/31 ADFEIR (Device Selection) | T, $R—F ZU V=T N7 7 EATELT/NA R &
Firewall Management Center Zf§E L £ 7, B# T 54 7T 3 2 @IRL £7,

[TRTDTNARAANDT V2R %EFFA] (Grant accesstoall devices) |: 2D T U F K& v
Vw7 L, [TRTDTNAAANDT Y 2RXIZEET S (1 agreeto provide accessto
al devices) | Fz w IRV I REFUICLT, T3TDT /31 A & Firewall Management
CenterlZ7 7 B A ZFFA[4 56 Z LIZAELET,

BEEDT/INAANDT Y A%EHA (Grant accesstospecificdevices) |1: Z DT VA R4
YEIZ U7 L, [T/ ADFER (SdectDevices) | e v 7 X7 U A RNDL, Hl—
NV ETNTIREATE DT /3 ADIP 7 R LA L Firewall Management Center % 13
RLEFT, [TRTOTNARAADT I ERIZRAET S (I agreeto provide accessto the
sdlected devices) | F = v 7 Ry 7 ANF N2> TND I EEMHER LTI IEEN,

GE)
W= a3 V1T EEIT L TNDT S, ADHZNRYR— FZNTEBY, BIRFREIC/R > T
WET,

[R~ (Next) 1227 Vv 27 LET,
(7O E2ADR P 21—)L (ScheduletheAccess) | T, HAR—h Zo V=T RT N, RIZT 7
TATEDLFA LT, v EfELET,

‘(5 (Now) 1: 2T UARE %2 v 7 L. [ (Duration) ] 74—/ KT7 7%
A& OMMARELET, MOV Yy FERET DT, [FEOTUEY kb
(Timepresets) | U7 (1 W[, 6 Kefll, 12ef, 1 A, EX18EM) 227V >v2 L
i‘j‘O

o TNA ANDKEENIRT 72 A %73 51201, [RYBTETT I EREHAT (Grant
accessuntilrevoke) 1: ZOZ VA RE %7 ) v LET,

GE)
77 vAEBYHETICE. [FBEDESE (CurrentAuthorizations) ] 7'V v KT, [7Y Y3
> (Actions) 1FIDO FIZHHENENOWMVBE LT A av &7V v 7 LET,
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B 7 zxosuo 7o x0EME

ATvT8

ATvT9

ATy 710

ATvIN

[H<!— (Summary) | T, AT BT MK LT T2 BIRNAE A 7L Ea—LET, ®
WLEANEFEZEETDI2E, [WE (Bdit) (74202270 w7 L, e dT 5EFEEZITVET,

G¥)

YR—h V=T OEFA—IL T RLAZ, AR Z—RIZKLT—ETT, DD,
BIA—INT RLAZERTTHZ LIZITETERA,

[fERK (Create) 1227V v 27 LET,

BT 4 R 7IZ, RADKit 7 7A4 7 v b TR SN2 22— —DEFA—NVL T FL R L
RADKit —E 2 ID Z & o LUVIKFEOfERA v — VU RERRINET,

(A7 var) PBOEBEERT DL, [AIORZBOIERK (Create Another Authorization) ]
Vv LET,

U4y ROERTT 53, L3 (Clos) 122U v 2 LET,

RDBERY

[V E— FZBr (Remote Diagnostics) | 7V « > K2, HIEDEBD Y 2 BN FoRENET,
ROBAELFETTEET,

o TEDIRE
KAV E L E T,
+ 7 /34 R L Firewall Management Center @ sudo 7 7 ¥ A & H T 5,

FINA AD sudo 77 EADEMIE

FIE

ATvT1

ATy T2

sudo T/NA A T 7 B RAERMT B L W@H O~ — (2T A ZA~OEHEREZFEH5TEE
T, a—P— a— IR TAAL ZAD sudo T 7B AEZHNCT DL, TAALZADF R
TOZ—YF—RNZOHEREZFATEET,

18 H B HIIC
Firewall Management CenterlZ 4B 727 /S A ANBIMINTWD Z & ZER L ET,

[T/31 X (Devices) 1>[ b3 I a— b (Troubleshoot) 1>[') E— FE2HT (Remote
Diagnostics) ]& &R L £,

TNA A~Dsudo 7 7 EAEFINZT HITIE, [T/31 ADsudo7 ¥ 2R (DeviceSudoAccess)
147%270 7 LET,

Firewall Management Center 33 & (" Firewall Management Center [Z &l S V72T 3 AN —EHR
INET,
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ATvT3
RATv74

ATy TH

tyvavasosyon—k |

TNNAAD sudo 7 7 B AEZANIT HIZIE, [Sudo RT—H R (Sudo Status) ] D FOxfhind
DBRNITNVERE T 7 LET,

(FTvay) —fET77ar T TAAADHEIZH LT = v IRy 7 A AL, [B#
it (Enable) 1227 Vv 7 LET,

(A7 a) sudo 77 AZEENNZT HI21E, [Sudo A T—4 X (Sudo Status) | FiZdH
HENEND NTNRE L HT ) T LET,

Ly ga>oAasmAorAa—FK

FIE

ATy T
ATy T2

ATvT3

—HRRY 71

[BID+E v 3> (PreviousSessons) | # 7\Z1%, Firewall Threat Defense 7 /34 A 35 & X Firewall
Management Center C RADKit 7 74 7> MZ X o> TEfTSNTBEOR T 77 A LD Y A |k
DEREINET, ZhoDotyvaraZid7r—A47ELTH¥ Y rr— RFTXET, RADKIt
v a oL, FirewallManagementCenter 2 7 0 —7—3 3 > A B = X LB S i,
fth.> Firewall Management Center 2 2 7 7 A L L [RERIZT 74/ bDu 2y m—F— a2 A
= ALDFRITIRY £,

[T/814 X (Devices) |>[ b5 7L a— bk (Troubleshoot) ]>[') E— &2l (Remote
Diagnostics) | Z#iER L. [AIDtE v 3> (PreviousSessions) | #7427 U > 7 LET,
BEDEvYI 3> 0% (Past SessonlLogs) | EEN—IZIRBEXTHNE AT LT, FFEDOE >
varulZiEmRLET,

[TRTORTDAI>a—FK (DownloadAllLogs) |2 LT, v a7 —hA 7L LTH
vra—RLET,

G¥)
7 7% [BREDEFA] (Current Authorization) | X—Y b b ¥ vy — R TEET,

— N ~ — ~ N
SIINa—TFT428
NEEREE (N— Ry o7 EE, BRY—72) CHESEFROEE (a— ATV

D) ICEoT, ZLV—=RTNANTR\WY Yy MU CERIIHEHNEETLZL0NH Y 7,
CNZE - TT— RT3 d Y £7,
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B ss~—=zor5I0v2—740y

BRA—ZAD S TNLYa—Ta0T

i N—AD N T TINY 2a—TFT 4 VT ERIT Ay 72BN T, EVa—AHT-HLET
Ny TSI, FREDOHERIZ W THEY 2 n 72 [ELET, £, LILRN—2DT
Ny TEERIVSAVETHR—FL, TV a2 VHT—EBLIEu INEA DT =X LEHEHT
EET, BERAN—ADT Ny 7 TE, ROBEN YR —FEhTHET,

« Firewall Threat Defense OffEZ b T TNV 2 —TF 4 745 — R EEGX— A DT /X v
THT VAT A

c BV a— VO T Ny TRyt — U TE A

« V7 — MEDKBIRT Ny 7 A vtE—

c BEAFOHEGRICE S BV a—ABO= Y Y =2 KOF Ry 7
TR OB DT Ny

B D N T TN a—TF T OO, B NI TNy a—TF 17 (28 2—
V) BEBRLTLLIEE N,

BEHRO LS IV a—Ta0T

FIE

ATvT1

ATy T2

ATvT3

RATv74

ATy TH

debug packet-condition =~ > R&MH L CHEEATRBIT 572D D7 4 V2 25 E L E T,
il

Debug packet-condition match tcp 192.168.100.177 255.255.255.255 192.168.102.177
255.255.255.255

RREY 22— VEBLORET DLV DT Ry 72 Hhz LET, debugpacket =~ K& A
JILET,
il

Debug packet acl 5

RDOa~ FEMEALT, "7y hOT NNy Z2BBLET,

debug packet-start

TR R=ANLT NNy T Ay—VEREL, ROa~v FEERALTT Ay T A vtk—
CEINTLET,

show packet-debugs

ROa~ FEMALT, "7y hOT RNy 72k LET,
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Secure Firewall Threat Defense 7/\f ADEELZ ST a—F4 25 .

debug packet-stop

Secure Firewall Threat Defense 7/\1 ADEELZ ST )L

~ — »

va—T427
Secure Firewall Threat Defense 7 734 A TliX, /X7 v b FL—VHKAEL N7 v F v 7 F v iRe
EHESOTEHMAR N T TNy a—T 0 TN ARETT, Ty hhLb—H&fEH> &, 774
T —NVEREITI X2 T 4 T T IA TV ARIEARry hEFEAL, A IIET
D7ua—%FBIfCEXET, ZOLE, Xy NIT7ue—BIUOLAL—T AT VI T v,
ACL, 7'm hajb A A7 g NAT, RABRAEICHS LCRHMlicnES, Z02—7 1
VT 413, BETBLOSMEDT FLAL 7o habBLIOR— MERAIRET 2 LIC K
D, EBEO KRNI 74 v 7% Iab—FTEAH720, RHTT, Xy bFr7FF¥IiZi3 b
L—RAATFarndbh, ZoXTvarEERTI. Ny MR Ray Sz hks L
T OHIM MDD Z E N TEET,

NI TNY a—=T 4T T A NDFEMIONTIE, BER NI TN a—T 47 774
ILDOFE T a— K (20—2) 2L TLLEE N,

INTY b XY TFyOE

Mo—2AFFvarwzGhcLiory bXxxy 7 Fy#ETiE, A/ ¥ —7 2 ATHhy
TF X SNEEBEONRT Y eV AT ANTRL—ATEET, bL—AFRIIZLTERIN
FT, ¥ 7Ty LTy ME, EEOT—X XA NT T 4w 7 THDH=D, A2 —
T xA ATRE v 7ENFEH A, Firewall Threat Defense 7 /XA A DN k3% ¥ 7 F ¥ 1L,
F—HRXry D RNT TNy a—T 4 T BIXOOER—FLET,

Ny NeXxx 7 FxT 5L, Snort 33y NTHNIZ/> TS FL—AT7 7 V&L
F9, Snortix, X7y FREBETE FL—HV LA hNEEXRALET, Ty bRy T Ty
OFEFR. Snort [TRDOWTIOHERBFEEZ M L ET,

% 3: Snort DF|E

$|5E £ EA

B (Pass) ST ESNT Ny FEFRILET,

Z7'v w7 (Block) Rk SRV v b,

&t (Replace) BRI Ty R,

7l 7 m— (AllowFlow) A VAR v a IR LTIHEIND 71—,
7'a 27— (BlockFlow) Ta—nruyvs InE L,
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HIE SRER

AL Ju—mTuvylEINnNFE L, Ny TA v
H—T 2 AT70—=RN7 0y 7 EINTWN5H
vty arTOREALET,

BT 7 —3M2 kL, enamelware £ 721X URL B 7

TY/LEaTF—arro ) 2L TWE
T, XA LT U NNRELZEGS., BT
1ITEH, FERITARAICZR2 Y £9°, enamelware
OEE. 77 ANV EET, URL BT
Y/ 2T — 3 OES, AC/L—LLy
ITy FIIRGEOAAR L 2T — a3
THITSNET,

Snort DHEIZEEDSNT, N~y MI ey PTEFTFFAI SN ET, 72L& 21E Snort DHIE DN

[ZOv% 70— (BlockFlow) | TH 55

Ry MEIRey T Sh, By v a v NO%E:

D3 M Snort [ZBIEET AHIC R v 7 SET, Snort DHIEN [F 727 (Block) | F
721X [FBay%s 70— (BlockFlow) 1 D4, [Fu v 7HH (Drop Reason) ]IERDWFH»

12720 £,

#£4: Koy JER

JaOvsFEEoo0—7JOv I NETT

R&A

Snort

Snort 2337w NEAMETEX FHA, L X
X, Xy EBEE L TW A D, B
THD7-8, Snort23 %7 v M EEFLTE
A,

BB E N7 7Y r— 3 ID

7TV r— gD EY 2 —/VETELE R
=7 7V r—a v IDIL, EREEE A
NerwayZ LEdhA, 72720, ZHUL. 7
T r—va VIDBHEARIK CTHOE Y 2 —
N (AT I+ —N7RE) RoTayxor
= —FT D Z L &R LT D A EEMEDS
b0 FET,

BiTALEE & #7172 SSL

SSLARY —IZ T T 4w &—HTH7ay
710 %y h—LnN 0 £,

T AT T H—)b

T7ATIF— VR =TT T4 &
—#+57 a0y /)y b—ARBHY ET,

BB S NI= % v 7T 4 TAR—H )L

o740 E—ETH, IDRY v —%FH
T57uv /)y "= NHEY F£9,

B rsorva—F424



| F3o0va—F104

Nry b5 TFvDRE .

JOovsEkF7Oo—JOv S DETT

R&A

ALER S e — 7 h—F

NFG T4 T E—ETD, TrAT T —Ib
R —Dv—7V—FiiexEHT 271 >
710y hA—ARNHY 9,

B & U7z ST

ACKRI =D X2V T 4TIV
A (Security Intelligence) 1% 712, b7 7 4 v
JhkTay 357y /Uy hL—/LR
HV £ (DNS E/ILURLSIL—L72E) |

RITALER X 47~ filterer

ACAKR Y v—d [filterer] ¥ 72, NTFTT7 4 w7
=T o7y /)y FML—ANRHY F
75

AL S L7z A U — 24

BANV—LDOTayX /)y h2ARY —
LGN H Y £9 (TCP EH b= T —#D 7
0yFTRE)

AL SNty a v

oy va I OEY 2 — iz ko T
TIZ7 Ry 7 ENTWAHTD, BB S
torvarnECty v a rOLUBONT
FE7wry 7 LTWET,

AV ES N7 T T AT —a v

FT—=HDURIDT T T A "7 ay 7 &N
TWAHED, 7ay 7 LTWET,

HITALER X FU7= snort It 7= 2 E, BEDHTTP b T 7 4 v 7 TIEE
R—=THFE(ET B, reactsnort /L —/L03H VD F
‘d‘o

AIALEE X U7~ snort Jin2F KT B/ v M, BAZ LB %

EET D snort L—L3H Y F9,

B XN L EaTr—3 a2

Ny RB L E 2T — g v b—)L (FED
IP7 FLADT x5 E) I—%L<T
WET,

BiTALEE & 1u7= x-Link2State

SMTP TSNy 7 74— "—T m—
DEFIEIC LD 7 m v X7,

RITALEE X 417~ back orifice

backorifice 7 — % OfRHIZ L 57 0 v ¥ 7,

HALEE X 7= SMB

SMB v 7 4 w7 &7 1w Z$ 5 snort L—
RHY ET,

BB SN T7 7 AL 7T atE A

TrANET Ay I THT 7 ANEY —N
HV £ (enamelware 71 v ¥ 772 L) |
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B =77+ r—zoEm

JovsFEEFEoo—7J0v I NETT [REH

HITALER S u7= IPS IPS Z{f 32 snort L— LB H D 94 (L—
N7 4NBZ)TRE)

NWry B XY TF BB HEHATLIE, VAT A AT VIREEINTWAERY Yy hEaF v
Fr¥ L THyra—RTExET, 7L, AEVOHKICEY, No 77 ¥4 XL 32MB I
fRENET, KEOXT7Zy b FXx T F Y 2B TEX DLV AT MITITHRRNNYy 77 A
Ru @i 570, X7y Xy I F v ORIREAECTHERH Y £3, ZhE{TOIE,
Y ARVEFERALET (7 ANLVEERL TRy S Fx T 2EZIAL) , THR—
FENTWBERKZ 7 AV ¥4 XL 10GB T,

filedzeZ R ETHE, ¥ T v EINTZT —F N7 7 A VIRTES L, ¥+ 7T v 4 recapture
WZESNWT T 7 A NVARED B THENET,

T7A4IL YA X AT aid, 32MB UL EDY A XHIRBD N7y F &% v 7 F v 4 20N
HOGAEIFEH I ET,

FEAIIZ DUV TIX, Cisco Secure Firewall Threat Defense 2~ KU 77 LV A&Z S L TL 72X
AN

¥ TFy¥ FL—RADEHA

Ny hERY FF v, EBREINTEECESWTT AL ZADIRESNIA v Z—T =4 A%
WRTAHRY NT—F7 T T 4w I DIA T AT T ay haefitdia—F 4 U5 4T
T, ZO7aER L, —FHELELTWRWERYD | E23H0 Y Ton AT BNMEVNEZIN
TWARWRY . X7y FOF ¥ 7 F v Z2Hilr LET,

Ry b XY T F ¥ T—XITiE, N7y NOWBEFIZ AT AN THOITEET 72 a3 IZE
T 5 Snort & 7Y Tty nLOERNREGENLTWET, —EIEEDO Ny b Fy STy
FEITTEET, F¥ITF Y OLEHE, Bk, 7V 7., REEZFEITIDLICVATLAEZRET
xFET,

\)

GE) Ry bhTF—H20XFx7FXI2E. X7y bOab—nNETT, ZORECL-ST, Xy
N OMMEEFIZERIE N A U A AR H Y £, o, Ny hORL—T"y EME T 5 AHe
HbHOET, BEDT—Z N T T4 v I Xy TFXTEHEDIT Ty b7 4V Z
HZLEBEOLET,

theb BEIIZ

Secure Firewall Threat Defense 7 /N4 AT/ y Xy 7 F ¥V — Va2 HHAT 51203, FHESE
AT o A= —THILERH Y 7,
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FIE

ATy T

ATvT2
ATv73
ATv74
ATvTH
ATv7T6

ATy T17

ATvT8

FvTFr FL—RDER .

Firewall Management Center C, [T/34 R (Devices) |>[/\7 v k&% ¥ TFF & (Packet Capture) ]

Vi D= S

TN, R R E T,

[¥+ TFrDEM (Add Capture) ] 227V v 27 LET,

M —Z2DF ¥ 7F ¥ O [4H] (Name) | ZAJILET,

Mo—A2ADF X 7F D[ ¥ —7 A A (Interface) ] 2R L F7°,

LIF O [ (Match Criteria) ] OFFflZ45E L7,

a) [7'v h=b (Protocol) | ZEIR L 97,

b) [X{57EAH A b (Source Host) | IP 7 KL AZ A LET,

c) [#E4cA A b (Destination Host) | D IP 7 KL A% AN LET,

d) 7T =) [SGTHES (SGTnumber) | F =y /Ry 7 A%AF AL, X2V T4
TN—"T" 27 (SGT) # A LET,

LFD [Ny 77 (Buffer) | OFMAFE L ET,

a) (FFvay) mK[2X7 > kAKX (Packet Size) | Z AN LET,

by FFvarv) &[Ny 77 AKX (BufferSize) | AL ET,

c) HHWrEFICRN T 74 v 72X 7T ¥ LIZWGAIR, ¥+ 7 F % (ContinuousCapture) ]
EBIRL, RNy 77 A XZEGE L LX ¥ 7V F X 258 1L LIEWEEEIE, [Woldwn
(2725 7= B 1k (Stop when full) ] Z 3L E 37,

G¥)
[HfE ¥+ 7 F v (Continues Capture) ]R3 A NI7R2 > TWDHEE, BB THNIZAETY N
W ENZR D L AFEVADRLENF Y T F v iFHL ATy R LTy T F v &
Ny hCEEXINET,

d) &7y FOREMEX v 7 F v T 55T [FL—A (Trace) 1T = v 7 Ry 7 A%
WZLET,

e) [hL—A% (Trace Count) | 7 4 —/V NITMEAZ AT LET, 77 4+/0 ML 128 T, 1
~ 1000 OFIPHCEAE AT TEET,

[fRTF (Save) 1227 U w7 LET,

Ny MR TTF Y EEIC, N7y Y T TFyOFMEZDAT —FARKRINET, A
Ty XY T T N—U R HEEEHT 512X, [BEEHOA R (Enable Auto Refresh) ]
Ty IRy AEF AL T, HEEHHREZMEMAmTAT LET,

Ty hFRYTTF XTI, ROBIEEZIATTE ET,
(Mt (Edit) |1 (@) : Fv T F v BELLT TS ET,

FSINYa—TFaT .
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o« [HIBR (Delete) 1 (L)) : "y hX¥xTFr Xy 7 FvInio sy hEHIBRTE
7T

YT (Z) 1200 Fy XY TF4nbd, v TF v ENTEZTRTORTY Y b ETH
ETEXFET, BEOTRTONRYy b2 TFF b, Fv 7 F v SN Fry Mk
THIZE, [TXTONRT Yy F&2 27 UT (Clear All Packets) %7 U v 7 LET,

o [—HHEIE (Pause) ] (M) b7y FOF v 7 F v & —BICEIETE £,

RE (@) Xy TIFryINT STy O —% ASCI E 721X PCAP R Cu—h 1~
VUIRETE ET, BEARRRA T a U EBIRL, [IR1E (Save) |27 U v 7 LE
T, REENE ATy bR Y T FyRNa—r~y il Fvrn—REnxd,

s X ¥ T INTWNDHNNTry NOFEMERTITHITE, BEBERXY T Y727 Vv oL
F9,

Ny b FL—HDOE

Ny ML= — VBT L E BEILBIOEDOT LA LT m ha LoOREIC
KXo T ry b2ET LT 22 812KY, RV V—REEZTAPTEET, ML —RATIH,
R =y 2T v TNETEN, BEFLDT 7B A L— NAT, V—F 47, 7ok
ARV T—, L— FHIRAR Y =2 TRy BFFAI S5 0ESR S D D3RR S
FT, Xy bhTvR—F A X —T A A EFILT NVA, 58ET FLA, A—, 7'u
haizE o Ty Iialb—branET, ZTOFNTTry hETANTHILEICE-T, K
Vo—DahMEEME L, BEIDS U T, FAIERIESE T8N T 7 0 v 7 DX A TR X
NANEIDETAPNTEET,

BREDOWERIIINZ T, PL—HE2ERA LT, T78AZH T RERN Ty MBRHEGEIND R E
DOFERENEELT Ny I TEFET, Ny bRV IaLb—sT572012, X7y M b
L= E T =2 (K ASAEY 2 — /L E@HENRAEY2—)L) Z L —ALET, 47
L, BN, By v a VAL ERIEINTy NEAO R T v a L LTIThILTVNEL
o 77AT T —NANEy T a rBALERIZ Yy NEALT/r Y RS ABIE, /8
o bhbhb—=HY—Lb ML —RZLDEFY T F v HEICLY, X7y FEfTHRL—2A
F—a2Na eI NnNE T,

PCAP 774l

PCAP 7 7 A VAWM LTS b b L—H&BITEX 2T, ZhIckV, 58n7n—p%
BRENFET, BEATIE, B—DOTCP/UDPR—AD 7 12— L OUE K 100/3%4 » k TODPCAP
OHBF R FENTVET, /87 b hL—HY— L%, PCAP 7 7 A L EHHIRY . 7 7
AT b —=—R"=DV TV AT 4T 4 OREEMWIL L LT, V—iE, Bl -
FIROTHIZPCAP IO/ b b L— A # I L CRAET 5 2 & T AR TS
oy DY F LA EBELET,

PCAP ) LA

Ry N F A%, PCAP 7 7 A NVNDOAYry hOY—r v Ak > TEITENET, VT
VAT 7T 4 ET A ~DTEHERHDIE, VILAT 7T 4T o3RS, VLA NKT
LET, HESNTANA UV H—T A ABLOHNA ¥ —T = A AZHIT 5 PCAP DT X

B rsorva—F424
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ok rv—vosER [

TONRT y MZOWT =2 ANEREN D720, 7o —iHliDERR 2T F A F g
et g,

PCAPV 7L AiE, UL AHII Ny MBI AER T 5 —HDEE (IPsec. VPN, . HTTP
a7 L) Tl R—rENnEHA,

NAT 733% 7 & #17= Firewall Threat Defense 7 /31 A DA, PCAP /X7 » ME Y 7L A thick
WEIN=T RLAEKT 5720, 207 RLAF Re y 7SN T EIET, =720,
PCAP U 7L A1, TIPv4 225 IPv6] F721% TIPv6 225 IPvd] O NAT A PP KR — KL T
WEHR A,

RE MR —YTTAT U T AT ABLIOTLSEEEED N L —2AF#RE2x vy 7 F v 15
Wi, TAAAL AT Snort 3 BT VU & LTREENTWD Z L 2MRTHIMLENDH Y £
7,

FOHENRARZF Y P VT LA Ialb—2arDldil, 2OV —LTiE, 7y hOFE
BEDOZ A IV TR TEET, PCAP 7 7 A VSRS SN Z A LAZ IS TNT v
FRY T A ENET, FALAZ L TE T a U EHNTT HITIL, packet-tracer 2~ > K
C honor-timestamp ¥ — 7V — RZ& i H L £,

N

GE)

DHRKEWVWEES., PCAP DX A LAAR VT EZ T ANAREENHIBINE T,

Firewall Threat Defense 7 /34 A THO U 7' LA ENT2/37 » N OB A7 o R OERAE X

show packet tracer =~ > KT export-pcapng ¥ — 7 — R &9 % & . Firewall Threat Defense
TR ATHEBREND STy N L—RAF =X %ZPCAP 7 7 A LD—H & L TIRIFTE T,
TRAF ST peapng 7 7 A ViE, MMDOSNER R T y hE 2 —T7 Y —/L (Wireshark 72 &) ZfEH L
THRRTEET,

Ny b FL—YOER

FIE

&

ATy T2

ATvT3

ATvT4

Secure Firewall Threat Defense 7 /34 AT/ v b b L—Y AT 5121, BEHEEZIEA
T ALY —THIVLERH D T,

Firewall Management Center T, [T/%4 X (Devices) |>[ k35 7L a—k (Troubleshoot) ]>
[/X7y bk L—Y (Packet Tracer) | ZER L 7,

[T /34 ZDBEER (Select Device) | Ky FX 7 U A b, ML—RAEFEITTHT /34 X
IR E7,

[0 3 LOER (UseProtocol) | 25848 L CikE %A FETITH 7>, [PCAP 77 A ILDT v
JO0— KEIX#mE (Upload or Edit aPCAPfile) | ##R L T/%%7 v b ¥+ FF % (PCAP)
TrANET v T u—RLET,

PCAP 7 7 A N%ET v ua— KT 5548, ROFEEZFEITLET,

FSINYa—TFaT .
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b)

c)
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[PCAP 774 )LD 7 v FO— KFFEIZ#HE (Upload or Edit aPCAPfile) | ke v 74
%27 w2 L, [PCAP 774 IILDO7 v FO— K (UploadaPCAPfile) | 47 a v %%
WLET, AT v 7B — Rl 7 ANVEFEHATIICE, VANDDLTZ7AVET Uy
7 LET,

()
peap BE W .peapng 7 7 A VERDOHB AR — RSN TWET, ZO7 7 A0, FU
A =YX MEFE, £721ZE UHE— VLAN Th 7 & /b & iz TCP, %7213 UDP Bk
HDOHRRKI00EDNNTy NeEHH I ENTEET, v/LF7a—PCAPT 7 A /LR —
FENTWEFAL, B—D 70 —PCAP7 7 A NVDHZET v 77— RLET,

PCAP 7 7 A NVDT v 7 — REEIRLIZGEIX, PCAP 77 ANV EXA TR T Ry T A
W RI w77 Ry d5h, 7Y 27 LTPCAP 77 A VESRLET, 77 AL
PERTAE, Ty Fue— e xRN HENICEEESNET,

GE)

WkZ7 vy 7n—RLE#%TiE, [ZFa kajl (Protocol) ]. [EIETHZ A 7 (Source
Type) ]. BLO[3B%SE A4 7 (Destination Type) | 7 4 —/LV RN 7 L—FR S, WET
TRV ET, INOLDT 44—V REEESTHITIE, HTLWPCAP 77 A VET v
0— RTDUNERHY £3, FELEMEEDIPT LA, HELEsHLDR— . VLAN
ID, %855 MAC 7 RL A (BBET—RO77A4T7 74— H) . BLUPCAP 7 7 A )L
HETRETEET, si

FNETIZHEA £,

ATy TS5 FEMWERAITOSGEIE. ROFIREZFITLET,

a)

b)

<)

(A4 5% —7 =A Z (IngressInterface) | K2y FZ T U A RNMD, 2~y b RL—
ARDANA v =T = A AR L ET,

GE)
[VTI] Z#IRLR2NTL7EEW, X7y N ML —%TiE, AWM FZ—T A AL LT
DO VTHIV AR — SN TWEREA,

R —2ZRT A =R EEFKT DI, [FA AL (Protocal) | Fa vy FH T A= a—
PO ML —2AONRTy NEATERINL, v ba VRpEE2EELET,

« [ICMP] : ICMP # A4 7', ICMP =1— F (0 ~255) . 3L U4 7+ 5 o T ICMP #5l
TFTEANNLET,

+ [TCP/UDP/SCTP] : £ LB LU DOR— hEFEATILET,
« [GRE/PIP] : 7’1 | =)L (0 ~255) # AL ET,

* [ESP] : X550 SPIfE (0 ~ 4294967295) # AJJLET,

* [RAWIP] : 7' h a &R (0~255) #AJILET,

X7y B R L—AD [EETLX A7 (Source Type) ] IR L, EE1LIP T FL A% A
HLET,
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ATvT6

ok rv—vosER [

BRI ESEDZ A 7L LT, IPv4, IPv6, FERMER A A 4 (FQDN) Z@ERTE %

9", Cisco TrustSec i [T 25354, IPvd £721L1Pv6 7 KL A & FQDN 2§ ETX £

TO

d v b bL—RAD[EFLA—F (Source Port) | ZER L E 7,

e) 7w bk hL—RAD[5%k (Degtination) | ¥ A FZ#®IRL, 585 1IP T RLAEZ AT L
Er AN

oA AT DL T g 0L, BIRLIEEELH A TN Lo TR 9,

f) Ny b R L—AD [5E5EAR— I (Destination Port) | 28R L 97,
g TR BRL—VTEA L E =T oA AANTD BBTHITA L H—T = ATV H
A Lv7 hand) BAlL, [VLANID] # AT LET,

A B =T 2 A ABZATITTRTCY T A Z—T =2 ATRETHHO, 2T 7A
VE—T oA AR LRWIEE T ITTOF T g T,

hy 7 vk FL—Z® 5% MAC 7 R % (Destination MAC Address) ] Z#8E L £7°,

Secure Firewall Threat Defense 7 /31 A% N T VAT Lo N 77 AT U4 —/LE— KT
FITLTWTC, AN H—T x4 ANVTEP Th D L&, [VLANID] IZfEEZ AT 5
BAIE. [Fi5EMAC 7 F LA (Destination MAC Address) JIZMZEIZ72 0 £, —J7. A
VR—T 2 A ANT N P =T DAL NR—Th %L X, [VLANID]IZfEAE AT 5
B AIX 55 MAC 7 R LA (Destination MAC Address) ]34~ 2 > T34, [VLAN
ID] (28 & AT L7283 Z]IC 72 0 9,

Secure Firewall Threat Defense /v —7 v K 77 A 7 U 4 — /)L E— RTHETL TV D L X
2o ANMA LV E—=T 2 A ART N v P N—TF DAL N—Th 54, [VLANID] & [45E
FMACT R LA (Destination MAC Address) ] iZ4 7> a 272 F£9,

i) EE) Xy b hL—%T, YIab—bENEAAT Yy NOEXF2 VT 4TI %
AT 2583, [VIab— &Ny hOTRTOEXF 2V T 4T =7 3o
/XA % (Bypass all security check for Simulated packet) ] %27 U v 7 LE9, ZHIZEL
D, Ny bR —HiE, INERELRNVEVAT AZEBT S EXIC Ny S
LNy PO ML= &R TED LT £,

j) LR TAAMBHNA =T 2 A AN LTy hEEETEL LTS
W, [ a2 b= FENTRXT Y EIRT AL ADNLIEETEDLLOICT D (Allow
Simulated packet to transmit from device) ] %27 U v 7 LE79,

K) EE) 7y RhL—%T, £ V=7 NET2/37 v k% IPsec/SSL VPN T 5 X
Ny hERRTESICT DI, [V =2 b— S/ v k% 1Psec/SSL VPN
HE L LTHH (Treat simulated packet as IPsec/SSL VPN decrypt) 1 %227 U v 7 LET,

N7y B RL—HTPCAP Y 7' LA 2T 221X, ROFIMELZFATLET,

a) [PCAP” 7 A )L D4R (SelectaPCAPFile) 127 U 27 LET,

b) HLWPCAP 7 7 A V%7 v 7 r— RT 5%, [PCAPZ 7 A /LDT v 7 r— R (Upload
aPCAPfile) 127 Vv 7 LEd, ii7 v 7 u—RLz7 7 A VEHRHATHI2E, U A
BT 7 ANET Y v LET,

GE)

FSINYa—TFaT .
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ATvF1
ATFvTS8

ATvT9

rFSILYa—F108 |

pcap B LW .pecapng 7 7 A VFERDH B YR — F I TWET, PCAP 7 7 A /ML, i
K100 /%4 > @ TCP/UDP R—AD 7 —% 1 DI EaH5 2N TE£J, PCAP 7 7
AN (77 ANEREEGTe) ORKICTEIL 64 30FTY,

c) [PCAPDT v 7m— K (Upload PCAP) |27 AT, PCAP 7 7 A V& RT v 7350,
RNy 227 Vw7 LTT7ANESREBI YT v 7 a—RKTH5ZE0RTEET, 774
NEBRIRTHE, Ty 7uo— R o ARHBNICBENET,

[FL—A (Trace) |27 Vw7 LET,
EEEETHHAEIL. ML —RA%&HA1TT DI [PCAP DREFE (SavePCAP) %27 U v 27 LT
fEZPRAF L TL 72 &,

(MR r&EOY (Events&Logs) 1> [4#7 (Analysis) |>[BE&EDOY (AuditLogs) ]V 1> K
UCRL—ADAT—H AZBHTEET, ROMEZEBHCTE £,

* PCAP 7 7 A )L DIRAF
«PCAP 7 7 A NLDT v Fr—F

e XA b R L—Z DM

[ b —RAKER (Trace Result) 121X, PCAP /X7 v AT AT Lzl L7247 = — X Df5 R
DERRINET, fx D7y hO N —ZAFERZRRTDHITUEL, ZORFry v &7 U w7 L
EF, REFATTEET,

e FL—RERE 7 ) v FR—FiZabt— ((2t— (copy) |I) LET,
s FRENDERAEFA LIV 2270 (BEELIZIAD272420) LET,
o b U —RRERBEHZ KRR (R{b (Maximize) 159) L £,
BT ABRRE ) OWE IR SE ORI S, 7 2 — AT IR REINE T, AA v F—

T2 A APBHNA L H =T 2 A 2Dy b7 B =R o TR b BT
VariZFRRESNET,

[ F L —RJEIE (TraceHistory) ]34 »IZiL, PCAP h L — A Z LIZRIF ST b L— R DFEH
DERENET, K100D37 Y b L —RZRFETEET, RESNTZ L —ZAZTIRL
T XYy N Mb—RAT 774 T 4 HBHEFTTEET, REFTTEET,

AEED P L—ANTA=Z O LT —2AZBRELET,

cRATA L@ RE L EFERALT, BE~D ML —2AORGFEEDHLET,
FEED N L —AFEREHIBRLE T,

s T RTCORINL—REZIUT LET,
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cru7oTr1s50mE ||

CPUJO774SDE

CPU TR 77 A TX, "7y hBREDHA LT L— AN TR I TWDREIZ, Snort 3 O
ERE Y 2 —/VE T A AT 2O CPUMMRICET 27— ZIE L £J, Snort3 7'
T ADEFI CPUMHRICEE L T, £EY 2 — L HE T %5 CPU K DO EIZEIT 2 1EH 2 1
fLEd, CPUT T 74 T EMTLHL, RELXZY B— LY, Snort3 ZFEEIL72Y
THLERRND, XU Z A ARRADRICIZONET, a7 74U TORERITIE,
BHOTa Ty A ) ey g VHICTRTOEY 2 — ARE L - U R ER R &S E
9, CPU a7 74 Y 7Ok F1%, Threat Defense 7 /3 A A2 JSON JEX CTIRIEFE T,
Management Center CRI¥ & F 7,

A\

b3

BE CPUTuETZ7A 0TIk, VAT LR T 43— ARKIZNIETTHHREMENH Y £,

CPUTOTD74SDER

FIE

ATy T

ATy T2
ATvT3

ATvT4

1R BHHEIIZ

CPUTT 77 A4V 7 HMFHAT A1, Snort3 25 L7 N— 3 U 7.6 AEDT XA Z R0
g‘?ﬁ‘o

Management Center 705, [T/34 X (Devices) |>[Snort37R 774 ') >4 (Snort3Profiling) ]
IR E7,

[CPUZr 7 74 V> (CPUProfiling) | ¥ 7 %7V v7 LET,

[CPUT T 7 A )T DT A ZADTEI (Select device for CPU Profiling) | Ka v 7 # v U
ARG, CPUTRT 7 AU TDT A AZERLET,

GE)

RRDTNARATHEBOT 0774 ) Ty va  ZRKICETTEET,

CPUT 77407y arzlltht 510, [BAth (Start) 1227 Vv 27 LET (kv
Ta F 120 SRICHBMCEIELET) |

({51 (Stop) 1227 Vv rdbL, wWoTHLTrTZrA ) TRy araEETEEd, 2
L, AT a— b ENE1ROSEIORNZF ¥ 25 &, EHERFERENMSE LN WIEESE N
HvET,

GE)

CPUTR T 7 A U7y varOfEfTHIZ, ¥ AT PERSNET, A TR T 5121,
[#%0 (Notifications) |>[2#RX%Y (Tasks) | #7 Vv 7 LET,

BHOTa 774U U TRERN [CPUT B 7 74 U v 7 OfESE (CPU Profiling Results) ] 7
vaVICHEMICERENE T, ZOT—7NCE, KEOTu T4 ) Ty v a U

FSINYa—TFaT .
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ATy T5

ATvT6

ATy T17

ATvT8

rFSILYa—F108 |

T _TO Snort 3 FY 2 — /L FETNTA VAT F B LB O EF NS F TV ET,
CPU ZRr 77 A Z7OHNIIE, ROFBIKXTHRRITETET,

[EVa2—/ (Module) |: EYa—/LEmlidA v AT X DL,

* [CPURRI DA (%) (% Total of CPU Time) ] : Snort3 23 b7 7 4 v 7 Z T 5728
ICELIZIFHAEICxT 5, V2 — AR BLERHOEE (%) . ZOEMLOEY 22—
NOEX Y HRIBIZEWEEIX, £DOEFET 22—/ Snort 3 D/XT 4 —< 2 AL TFIZKE
SEEBL WD EEEWRLET,

[ (= 7 2 f)  (Time(us)) |: HET2—ARE LG (w4 7 o fPHAD |

« (E#/F = v 7 (Avg/Check) |: Y 2 — L3BEON SN A= ONCE Y 2 — LR E L 72 F
PIRE(H

« [%FIEHE (%Caller) |: AL EY 22—k E, B T7EV 22— EESNTWDHE
B) BELUZEE, ZoEiET Ny ZHBIERSET,

UEE) [AFvTvay hoF v a—K (DownloadSnapshot) 1227V 7 LT, 7u~77

AV ITREREF D= RLET, U= REnd7 744 WECSVIERNTHY, 7'
TZ7A VU TREROR=DIZHDLTXTOT 4 — )V EBEFENLTOET,

(fEE) [Snorthff] D% T~ L Z WLER (Filter by % of Snorttime) | N7V ARX &7 U w7 L
T, FHT7m 774V RO N 2B CELEE Y 2—vE 7 4 VX ABIZ X - T
SLET,

(L&) [ (Search) |7 4 — /N REMHA LT, [CPUT BT 74 U7 DfEF (CPUProfiling
Results) | 7 —7/AD7 4 —L REHBBELET,

GE)
[EY=2—/b (Module) 1ZFRE, fDOEDFI~Ny ZF—4 27Uy 7 LTT—2%&Y—FT&XE
—g—O

EE) [Fue7 74V 7@k (Profiling History) 122 v a > (EMANZH DTV 7=/~ AlhE
IR N) B Yy LTERL, BIRLET NS RAOURIOT a7y A ) o Ty var%
KT O —RE2RRALET, BRENOI—FNE2Z7 Vv F5L, [CPUYe 77 AU
DOFER (CPU Profiling Results) | &7 ¥ a NIFEHINF RSN E T,

N

GE)

CPU TR T 7 A ) ZTOFETHRICERMZHGT L, 7ur7r7A4 ) 7 vy g MR
KIS TDIZDICBINCK T LET, LT 78R a2 ba—L R — b—LBLUt
X2 T4 AT IV AT HERICLDEAEREE T, T4 ADCPU TR 7 7
AV T EHEEITTHOILERDD 77,

B rsorva—F424
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L—=LT7aJ745OBE .

IL—IL7a7 74 5DEE

Snort 3 /L—/L 717 7 A Fi%, —HO Snort 3 1R AN —/ /LD o TR T 57—
&%W%L\Eﬁﬁﬁ%%%%ﬁﬁrbf\A7j~7/xﬁT+A@w~w%%%Li?o
Snort3 =2V UNTIE, =7 a7 74 F0 Snort 3 RARHA I =ALEHHLT LT

T4y T ERELET, VAT T 7 AT, %I/7’%%Ewﬁﬁégbtkﬁum®
IPSL—NEFRRLET, =T 77A470O M) IT—IZIX, Snort3 DY 1m— FE/IIfHE
BILEH Y ERFA, L—NATa 77 A TORERIT. Threat Defense 7 /31 A |Z JSON ¥
X CHRAF X, Management Center CTRIBIS U E T,

L—NLTa774S5DEA

4RO SRS

=TTy AU T BT 520, Snort3 X 72/3— 3 U T.6 LIEDT /S A AN
BT,

FIE

AT 71 Management Center 7> 5, [T/34 X (Devices) |>[Snort37 B 774 1) >4 (Snort3Profiling) ]
IR £,

ATy T2 v—n7u77 407 (RuleProfiling) 1 %7 %27V v/ LET,

AT T3 =77y, 0 TDOT 34 ZDER (Select device for Rule Profiling) ] Ka v 74 7
YA LIRS, =T aTZ 7 A ) TOTNA AR ET,

G¥)
BIRDTNRA ATEEOT a7 74V Ty a  BRIICEITTE X7,

AT T4 V= TurdryA ) Ty a el T 5120, [Bish (Start) 1227V v 7 LET (v
Ta T 120 pERICEEMICEIELET) o

[k (Stop) 1227 Vv 2rd5E, WoThLTur7ZyA U Ty iarzEETEEd, -
7L, ATV a—nENT 120580/ F v o256 & ERERERPGELNRVEGEEN
HFET,

GF)
N—NTuTZy A YTy a ryOBITHIZ, FAZPMERESNET, FEMiExRRT 51T
L. [E%1 (Notifications) >[4 A% (Tasks) 127 Vw7 LET,

%ﬁ@fﬂ774)Vﬁ#%ﬂmﬁw7h774)yﬁmﬁ%(mmmﬁmy%mm]ﬁy
VaCHBICER TR ENE T, 20T —7MiE, LB E B EE S o T L — L DR
0. BRMEE (v 7 vk (us) B Z&i Mﬁf%réniﬁomsw—w7m774§
DT, WOEFRA TR R TEET,

* [Snortl#fE] D% (% of Snort Time) ] : Snort 3 BIEDAFHREMIC KI5, NV— /L ONBRIZH
R I T2 RERH,

FSINYa—TFaT .
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B o007 450mm

c[VEYar (Rev) |: b—DY Va0 &KE,

«[F =7 (Checks) ] :IPS /L— L NFELT ST [mI%L,

o [—E (Matches) |1: N7 7 14 v 7 TIPS L— /L RNEEIZ—F LTzAlEkL,

«[7F7—1h (Alerts) ]:IPS/L—/NIPS T T — h%& b U H— L7-[E%,

« [#[#] (Time) ] : Snort 23 IPS L —/LDF = v 7 (TEL L] (w4 7 n BPHNL)
s PE¥)/F =7 (Avg/Check) : /b—/L®D 1 [AIDF = 7 (2 Snort A3 E S L 72 G,
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