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Firewall Management Center T30/ 28127 77 R L EHFINET,

ZDFY 2 —/VE, FBELEHBNICT S, A TZOR/FRNEFR SR
BT I— MNEERLET,

T=S = SNDEHTTROEDPEENET,
*B—ANVURL AT AV BLO L EaT—Yay 7—4

ctX2 VT4 ATV AURL Y A MBEIOT7 4 — R (Threat
Intelligence Director 7°H D7 m— 307y 7 YA M7y 7 LY
A MBI OURLE &)

kX2 VT4 ATV V2 ARy NU—=7 UARBEORZ 4 —F (P
7 KL A)  (Threat Intelligence Director 735 D7 a— L7 vy 7 J A K
L7y LY A MBEIOIP 7 L AEET)

ctFX2 VT4 AT VY2 ADNS YA RBEOT 4 — K (Threat
Intelligence Director 72H D7 m— 307y 7 YA M7y 7 LY
ANBIORRNAL E2ET)

o (ClamAV 726®D) m—H )L <)L = 75D EL

« Threat Intelligence Director 705 ® SHA U A k ([4# 7Y =7  (Objects) ]
>[4 7Y =7 NEH (ObjectManagement) |>[EXx =2 U7 4 A>TV V=
A (Security Intelligence) ]>[% v T —2 VA MBLNRT 4 — K

(Network Lists and Feeds) | X—JIZU A R STV 5)

s [#4 (Integration) ]>[AMP]> [ENHY /3 HTHERE (Dynamic Analysis
Connections) | ~~— ¥ TR E I BIHI AT DR E

e ¥ v 2 ZiL7z URL OHIREIAICEEE S 2 (& Bk E (Threat
Configuration) ] DF%XE ([#& (Integration) ]>[ZDHDH#EE (Other
Integrations) |>[2 5 FH#—E X (Cloud Services) | X—Y D [F ¥ v
v 2 SNZURLOMIMREIN (Cached URLs Expire) ] D% E & &ie) (2
DEY2—/LTlE, URL ¥ ¥ v aDEHFITE=F—SnNFEHA, )

ARV NERET DDA 7Ty REOBEORE, [#E
(Integration) > [Z DD #EE (Other Integrations) | >[7 7 7 K —
B A (Cloud Services) | X—Y D[ A227 Z F (CiscoCloud) R v 7
A ZfER L E T,

Gx)
2 A7 LT Threat Intelligence Director 3iX E SN TEY . 74— Kb 55
BIZDI, TID DEFHNEG ENET,

T 74/ T, ZOEY 2 —/E 1 FHBRICESE Z25E L, 24 FFR%ICHE
RIBET 77— baXE LET,
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VPN it A4 1Y w7 |Firewall Threat Defense 7 /3A A OH A Ml LY E— K 7272 VPN |
VAN EE=Z—LET,

XTLS 71 7 v % A MY w2 |XTLS/SSL 7r—, A€V, BLOF vy v a0ttt Et=F—LETT
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Secure Endpoint D A7 —
A A

77—Fh

ZDOFE Y 2 —/LiX, Firewall Management Center 23 #J##t D plk£h % 12 AMP 7
Z v R& 7213 Cisco AMP Private Cloud (2t CTX 2 W55, 713774 X—
NIZTURBATY w7 AMPZ Z 0 RICHRECE RWERICT 7— bz L
F9, F72. Secure Endpoint FEFL= > Y — L ZFEH L TAMP 7 7 v Rk D
BEP RSN GAEIC ST 7— hEHLET,

AMP for Firepower A
T—H A

Alert

UFTOHBEICT 77— LET

» Firewall Management Center 78 AMP 7 7 U K (N7 U v 7 7213774
~— ) | Secure Malware Analytics 7 7 7 RE 72137 77 A 7 A8t
TERVWD, FTFAMP 774 RX—=F 770 KRBT Y v 7 AMP 7 7
T RICHEHETE 220,

« ERCH T DR AL — DB TH D,

» 7 734 A/ Secure Malware Analytics 77 7 7 R & 72 1% Secure Malware Analytics
TITAT o ATESE L TR T O 7 7 A WV Z2EE TE 220,

¢« 77 ANRY V—REILESDNWTRy NT—7 T T 4 v 7 TR
D7 7 AIVDBH I,

Firewall Management Center D > % —x v NMEGNGIM S NTZ5E. ~L A

T 7= FOERRITIR KR 30 3D 2D £,

TITIAT A N— |
E— b

Alert

TOFEVa—NE, TTIAT VA N—FE— BT I T ANEEND
TWAMNEINBHER L., T IAT LV AD/N N— FE— N AT —X A |25
WCT7I7—hrEHLET,

FAEREOE=4Y 7
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ZOEVa— VL, TRTOaT O CPULHENBARIZ/> T &
i L. CPUMHENEY 2 — /MR EINTE LEWEEZBZ AT
Z— h & L E7, [Warning Threshold %] ™7 7 #+ /L MEIZ s0 T, [Critical
Threshold %] O 7 # /L MEiL o0 TI, ZDEY 2—/LiLT 7+ /L b Ti3A
NI oTWET, ANy 7 OIEEZTWTLZL2<, ZOEY 22—
DIEEWET 7 — FOZELEZANEITENTEET,

Critical Process Statistics

AN wo

7T AN T 20RE (VY —2HEEEFHEIEK 2E2=21
JLUET

CSDAC XA FTIv /R
thaxs 4

T g R

Alert

RIET —H_X—=ADYV A APKRETEBHEHICT I— eBITLET, i,
7~&/\~xxﬂe~—7it IRET —H (Eokﬂ?iﬂé_&%%@i@“) D
BAEMOREN VN E=F—LET, ZOFET2a—ABT 77— heRLT
BAIE, CiscoTACIZBRIWELEL ZEn, Zhicky, 7y 77— R
Bk S vE T,

T A AA NV IR A IR

Alert

Z DFY 22—/ VX, Firewall Management Center 23E =% — T 5K A MA
FIRIZIT SN TN DN E S PERRR L, TV 2 —/VICREShZER 1L
ZHESWTT I — h2 I LET, SOV TIR, A MR (Host Limit)
EHRL TSN,

FURT RTF—H A

Alert

COEYVa— I, N—KRTFT 4RI TTIAT A LDV T 2T A B
L—U Ry 7 (BEINTWAELE) ORT 44— AERHELET,

:@%V;—Wﬁ\A—F?4xﬁ&RMD3V%D~§(%%éhf“é
) THENBETLIENWDD IS, E,. £, ~ VU =2T7 A RL—Y
/“/7Ti&bmﬂwwvﬁkk74?%)E%éﬂTMéE”\H’E%(Eé)
NIVAT T—"EAEKRLET, £, RESNTWA~ LY 2T A ML—
Ny 7 BB TE enol-ty :tT?%I\ () ~VA T T —hEAERL
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TOEYa—MI, TTFAT LU ADN—RRSGA T LY T AL —
ORI FOF 4 AERAREE Y 2 — VICRESNTHIRE ik L, Z0
FHRNEY 22— VICRESNTZ LEWVEEABA KA TTr 79— b2 LE
T, Fo, BV a— L LEVMEICESNT, VAT ABREHRYEOF 4 AT
R TIVNOT 7 A VEBREICHIBRT 256, £00E. Zhboh7a
VERS T 4 A7 EHREPBER L UGE LG AL T 7— hEHLE
T, TAARIEART T — DN T TN a—TF 4 7 2 F U FIT2O0 T,
FUAATEHBRLA RN RLA VO ERETE=X—T 75— &KL TL
72,

TN, ARTEBIE T 7 A VDY A ANRFHEGIRYT A XZB2HE, [T 4R
fE & (Disk Usage) | EY a—/VInLIEFEET 72— MREEEINET, T4
AIWHART T— b DT TN a—T 47 F IV FIConTE, 52
A AREREZ 7 ANVDEFWE=2V 77 7= DT 4 ZA7il&E] %
ZRL TSN, ZOEHEMT 7 — MME, Secure Firewall Management Center
D/N—5720~725, 73x, BLOT740 TIEFAR— RSN TWEREA,

F U ATEHBANNA RATF—H A Ea—UE, TTIAT VA LD ) 75—
Tavard volume N—=T 4 a DT 4 ATFEHAREZER LT, FLA v
B A2 BT 27D LET, 74 AZHEHFEEY 2 —/ME /voot /13—
Ty a v EERAHRR—T 4 a L LTHIELETN, FO—TF 4T
VOV A ZANFEEDTZD, ZDOFY 2—UEI T — bk =T 4 g TESN
TT7 77— hEHTZ T LERA,

[T« RVMEEDY )T (Clear disk space) | 47+ a > &M L C. Firewall

Management Center 7> 5 —Wf 7 7 A V& HIBR L CTT 4 A 7 fEIR A fR i L £,
FHIZOWTIE, [T x2FREO7 VT 2ZRLTIES,

eStream AT — & A

Alert

Firewall Management Center ¢ Event Streamer % i i 92— R/ 8—F7 4l 5
AT T TV r—var~OEfEE=4Y 7 LET,

VA WAL AT
Tk %

Alert

7 /NA A )26 Firewall Management Center {23518 S5 D EFHE L TV DA X
Y T=EDONRy T T OV A XP 30 EEATHER LT S AT
T—hERLET,

Ny 78 Z OIS, HHRE AR L. v 2SR DA N MR
By ZLamatLTEEn,

Event Monitor

ANV w7

Z DOF Y 2 —/ViL, Firewall Management Center ~DERDEFA X FL—
FE=F—LET,

T 7 AN AT KDL
MWF

Alert

ZDEY2—/LiE, VAT LTCCE— RE/IZUCAPL E— RREIT/2 -
TWAEA., FIEV AT ANDEV ¥ —TEL SNT-A A=V EFTL T
HPEIT, T7ANV AT IOBEENF 2 7 2FEITLET, 20TV 2—
JET 7 AV R TIEBEDIZ> TWET,
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Firewall Management Alert Firewall Management Center (5 f] FIPE D& =% —HA X7 BFEP T, 77

Center ® HA A7 — X% A T4 T 2=y N AZ NS o=y METEHIRT S A 2D AR—En
HAHGA, ZOFY2a—/WET T— b EAERLET,

Firewall Threat Defense HA | Alert Threat Defense & A] FIERT W AT U » F T A L ENTWBREESIZTF5—h
ZHLUET,

N— R = THEHESHR | A bY > 2 |Firewall Management Center /N— R =7 #E=X—LFT (77 #E, &
FE. B o EARERER LEVMEEZBA GG T 7 — M E2ER L E T,

ANIVAFE= L — T rk % | Alert EHETr v 2AREE=2—L, fAE Lo BUEWHE) WICIERTEA
N RRREL T RWERILT I e LET,

ISE #ftDE =% — Alert Z DFEY 2 — UL, Cisco Identity Services Engine (ISE) & Firewall Management
Center [A] DY —"—HHHD AT —F AT =4 —LE£7, ISElL, BMDL—
W= T =L THARGAT T8 TAAAur—ar 7—4%, SGT

(BX=2VUT g ZV—"7"%7) | BILOSXP (Security Exchange Protocol)

PR L ET,

H—H <y = T Sy HT | Alert ZOEYa—/MFu =A<y =T 55O ClamAV Bz =4 — L £ 7,
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Alert

TR a—)WE, TTIAT UV ALEDOAFVEHEREZEY 22— VITRES
NTHIPR L el L, HERE Y 2 — MR EISNTE LR B A ET F—
FEHLET,

AEVEHAREZHAET 5545, Firewall Management Center A <€ U fifi fl S8 1E 5
PEY 2—E RAM, ZRTU v 7 AEY | Fvvia AT OffHIRELE=
Y7L, FBHRICEDET,

AEYNBNAGBEZB2 DT T IAT L ADEE, 7Vky bEn=7o7—k~1L
TUVMEIX, AT AMEEZSIEEZTAEEOH D AT ) HERFEOEIG %
ROLAHESNVTWET, 4GB EBADLDT T4 T U ATIE, BELX
UME & BER L & WMEORFFRFREAIET 12V 95 L &V ME% (Warning
Threshold %) ] DfE% FE) T s0 ICXETHZ EEZHLREL E T, 2LV
REEINIZT 77 A4 T ADAEY 77— M B> TRIBEZMFRTE 5 F]
RRMENEHIZEEY £9, LEWEOFHEFEOFHEMIZ OV TL, ~LAE
=A=T 7= FDAFVMEHARLEVEEZSZRL T ES VY,

N— 3 v 6.6.0 LAETIE, /S— 3 > 6.6.0 LI~ Firewall Management
Center Virtual ©7 v 7'/ L — RICHE 2/ RAM A RIT 28 GB TH Y |
Firewall Management Center Virtual D EBICHELE X115 RAM A &1L 32GB T
T, T 74 FE (FE A E O Firewall Management Center Virtual A > A ¥
ATl 32 GB, Firewall Management Center Virtual 300 T/ 64 GB @ RAM)
DIEIFNS S LN Z & aBBD LET,

pe =]

Firewall Management Center Virtual JEFHIZHI Y 4 THAN7Z RAM 3 A+ Th
LYt NVAE=H— iof&)T%ﬁw77~%ﬂ$Wéﬂi?o

Firewall Management Center 237 U 7 ¢ I /LY A7 A AE VIRAEBIZET D & |
VAT AL, AFVHEHEOSZN T awRAEKT LY, @m0 AT MR
235 < B3B8 121X Firewall Management Center % FFECEI 3 2 AlEER H V £37,

R T 78R arhr— L R —0—)L ik, BERY YV — A HE
L. N7 —~ L AERELY 52 D[R H Y £77,

MariaDB #t 7t

AU T

ZDEFEY a—)VE, MariaDB 7 — X X— 2DV A X T 7T 4 T I HER.
AEUMHRERE, MySQL 7 —F R—ADAT —H AT =4—L %7,

MonetDB#t &t

AU T

MonetDB (X7 7 A 7 U A —/L A X b BLOERH~ V) —72 DA X b
BT — & OF — 4 _R=2 T, ZOEFEEE 2—U, A4 X, 77T+
TIEGE. AT VAR S, MonetDB 7 — X R—ADAT —H AT =
Z—LET, IHIZ, WHENTWELET —XEROHKEE=F—L, KiEE
ITOEREFETHI L L TEET,
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Ry 7IDE—Y = b
T H—

Alert

Firewall Management Center &, £ A A h—/L I TWDLH v ¥ M DHE
feTT —ZFRLET,

Ry 7 ID ==V = M IEMIZEHE 4 Firewall Management Center
WEELET, ZOIEFEMET 7 — M, Firewall Management Center 7% /X > &/
TIDxT—Y ko T—%%(5E LIcEa . £721% Firewall Management
Center 78 5 73 A LB E 721G E 225 L TV RWEBIZERINET,
2ODMOBHE AR L, Ry YT IDE—Vxr b YT by =T HHEHL
T, BORICEFEET 7 — M HERR L TIEE0,

RIEDNMRIE L2 WA 1E. [#88 (Integration) > [ZDD#A (Other
Integrations) |>[74 T>T 4T« Y—X (Identity Sources) | CixiE % b
LTL7EEN,

Process Status

Alert

TTIAT L ALEOT v ARNT OV RA v F— % DI CTIEIEE 213K T
LIemaic7 79— e LET,

TREANEEICT v A v X =Ty ODIMBTIEIL SN HGEIE, £V 2 —
ANEHL T e ARHFEETHE T, V2 —/b A7 —H X3 Warning
WCEFESH, ~VAARY N Ave—URELsnZ7 e A 2R LET,
THEANTBERA v R =Ty DINFCTREK T E137 7 v a2 LIcGh
i, BV a—ANERL T ARFHESHTILIET, TVa—L AT —4
AN Critical IZEFEE, ~NVA ARV N AvbB—URRT LI a2 %
RLET,

RabbitMQ A7 — & &

AU w7

RabbitMQ #istZ =XV 7 L, INELET
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Alert

LV AE A= —DAR—BDRD K 5 EE LEWEEZRETE ET,

e =P —DR—F  a—F L, Fvrun—RFand I L< Secure
Firewall Management Center |27 &AL E 7,

=P —DR—FO— 7B, = —¥ —73 Secure Firewall Management
Center ~D X 7 v — KNLEAASNI 7N —T IR LTS Z & TT,
Review the information discussed in Cisco Secure Firewall Management Center

7, AMHA A K.

s LIV ADAR—E 1 —P—n3, FirewallManagementCenter IRk ST
RNV AIZHIET D RAL e A v LRI AN E £,

FEMIZ DU TIE, Cisco Secure Firewall Management Center 7 /34 AfER A A K
ERBL TSN,

ZDEFEYa—/VE, VIAZ LI R—PENTWBEZ Y a— Ra——
DEARBEV bEL Da—F—%2F T un—RLEHET5L, EFEETT—
FbFERLET, B—OL L LAOF T a— Ra—W—Dx KL, Btk
VHE—DEFIICE S THRRY F4,

FEAMIZ DUV TIX, Cisco Secure Firewall Management Center 7 /34 ARERL AT A R
Da—H—HflfREZHL T ZE 0,

RRD #—/"— 7 & A

Alert

RER AT — &%%%ﬁéﬁvaDEV? 4 (RRD) H—/ S—A3FijmEID T
FTUARBRICFRE) LA 7T 7 — b2 LET, Hie L-FENC 3 558
m@%it&)74ﬁwmbéwﬁ% RETEFET,

X274 A7)
¥z A (Security
Intelligence)

Alert

X2 VT4 ATV AREHF TH Y | Firewall Management Center
N7 4 — R TERVD, 74— N7 =P LTV, £7237 41—
R 7 —Z BB ATRERIP T FLANEENTORWERICT 7— ML E
‘a‘o

Threat Data Updates on Devices E 2 —/V H SR L T E S0,

AR—hFr I BV AE=
A —

Alert

2 —hK FA BV ADAT —ZAZEF=ZY 7L, LTFOESIZTI— K
ZXELET,

* Smart Licensing Agent (A~ — h=—I = ) & Smart Software Manager
(SSM) DI DBFIC=T =2 d 5,

B A AL RGN — T L ORIIIRPA TN TN D
e A==k TA R ADHRUDR 2 T T AT 2 ZERL LTV D,

« A= TA B ADMHERE— N EZITEHEE— FOAZEIR I T
W5,
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T ZADVEB ORI ﬁ%ﬁé%m®4/7)/m/17 Z LRRE
Firewall Management Center T30/ 28127 77 R L EHFINET,

ZDFY 2 —/VE, FBELEHBNICT S, A TZOR/FRNEFR SR
BT I— MNEERLET,

Fo X —ENDHEHNITRO SR EGEENET,
=)V URL AT AV BLOP 2T —var 7—4,

et X2 VT A AT U2 AURL Y A RBLO T 4 — K (Threat
Intelligence Director 7> 5D 7 v —/ L7 vy 7 UANE Tay 7 Ly
UARBLEOURLEET)

X 2VT A AT I V=2 ARy PU—=27 VR FBIOT 4 —F (P
7 KL A)  (Threat Intelligence Director 735 D7 a— L7 vy 7 J A K
L7y LB U ARBIOIPT FLRAZED) |

X2 VUT 4 ATV 2 ADNS U A MBELOT 4 — K (Threat
Intelligence Director 225D 7 02—/ L 7y 7 YA RE Ty 7 Lign
UARBLIORAAL U EET)

e (ClamAV 225D) m—Hh )L =)L = TS DOE4L,

« Threat Intelligence Director 7>5® SHA U A b (A7 x¥ k (Objects) >
[#7>x4 FEE (ObjectManagement) [>[E¥al)TFos A>T P
R (Security Intelligence) 1>[#y bT—2 YR +ELU T4 —F

(Network Listsand Feeds) | ~—JIZU A hSfuTW%) o

 [#8& (Integration) ]>[AMP] > [EIB92 &% (Dynamic Analysis
Connections) | ~— ¥ TR E S W2 BT O E,

s ¥ v v &z URL OHRREIIICEEE 3% [ZEEXE (Threat
Configuration) | O E ([#i& (Integration) ]>[ZDtD#fEE (Other
Integrations) 1 >[¥ 5 FH—E X (Cloud Services) | X—T D [F¥ v
v 2 SP7ZURLOYIFRYIAL (Cached URLs Expire) ] D% Ex &ie) (2
DEY2—/LTHE, URLF ¥ vy a2DEHTET=F—ShEHTA, )

ARV PERMETDOOI AT 7Ty FLOBEOME, [#HE
(Integration) ]>[Z DthD#KEE (Other Integrations) 1>[7 7 7 KH—
' 2 (Cloud Services) | X—Y D[ A7 Z 7 K (CiscoCloud) 147~
AxHER L ET,

GE)
2 A7 AT Threat Intelligence Director 235% E SV TCEHY ., 74— KR dH 5
BIZDI, TID DFEF NG ENLET,

FIT A RTIE, ZOFY 2 —/biE 1 FfBICEE L2 RE L, 24 F%ICE
KT 77— bEFELET,

et B
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Firewall Management Center % 72 (3T 0D 7 A A TREFNRFEAEL TV D
ZEHEZDEYVa—IPR LTV DA, Firewall Management Center 737 /3
A ACEETEDLZ L 2R LET,

R #2457 —% (RRD) &
=K —

Alert

ZOEYa—ME, BRIIT =2 (FEA X b v bael) BMrfFESh
574V NINOWIRT 7 A VOFIEZBII LT, 77 A VDMEHE LT
77T b, HIRENTEEETT 7 — b LET,

B A DY —R— AT — 4
A

Alert

ZDFEY 2= VENTP b —R_"—DFELXE=F—L, NTP ——2fF T
TRV, ETIENTP = "— O EDN BN R2GE5ICT 7 — M LET,
ZDEY2a— )b ERRT 77— NEZEFE LS AIE. [ AT A (System) ]
@) >[&%%E (Configuration) ]>[BZIDEHL (Time Synchronization) ] %
BIRL, 77— FTHESNTWA NIP —"—DRELXHERLET,

EELI R A 7 — & A

Alert

ZDFY 2 —/ VL, NTP = L CRAZ G d 57 /31 A 7 1 v 7 & NTP
P—R—FtDr7oy 7 ORMZENL T, 70y 7 OEN10WEZBI-HE
77— hraHLET,

R T N — T = —

Alert

RV —THEHAZND 7 V—7"Td 5 Foreign Security Principal (FSP) % i1
LET, X274 7V 09U, 77823y ha—LK) v—Tk
¥ 2V 7 4 2 TE DREEE A —F— 7 —T772 £ D Active Directory A~
7Yz NTT,

ZOEVa—/UE, FEL TV HODORY & —THEA S TORWARAER
IN—TIHT2EET I — e, R —THEASHTW D RMR 7 L —
TOERRRT 7 — b aAERLET,

URLZ7 4 V2 ) T E=
&‘_‘

Alert

URLZ ANZ Y o I F—EZDF 7 a—REURLZANEZ Y Ty 7T
FOFEATICHER Cisco Cloud & O DEkidE=4%—L_F7,

Web ¥ — S — it at

AU w7

H—@IP 7 FL A7, Management Center @ Web H—/3—~DJa]lf HTTP £
721X HTTPS #£ft O E T RE R filfR 2 2 5 L EE L ET, H—DIP 7 N
AMBERYE 2 =TT DT DITR KD T 7 U 2 TR ND &
BEPFRINE T, ZHUTKY, RERANT 4+ —~ U ADBERSNET,

Yoy FIorva=
N

Alert

U TNFEGEMEM LT A ZAORGEPICEENEELIZGEIIT 7 — b
ZHMLET, £, @uitkEo ey v F 7 ey g =7 i Firewall
Management Center (ZP#E T 5 =7 — b FREINE T,
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ANIVA T 2—)b 3—Y) THHIN WA XEHC, TE=F—FTE3NRAEV 2—VE
RELET,

Firepower ¥ A7 A THEHA L CWAET 7 I7A4 7V AQFE I L ICEAOR) > —%ty T v
TLTC, TEOTFIA T ACHEY T A N T E2AEN TN TEET,

ek

FT=Z ) TIMEE D AS~A RTHZ LR TSIV AE=H Y U T B/ITT HITI
FOEDICHEENTET 74V s R —Z2EHATE £,

EFEHERY —DER 26 =) THIHEIN TS X I, ~IVA AT —HZ A& BT %
TITIAT VAT EIWCIEFEERY U —2#HLET,

(AFvay) ~"NVAE=H—TT7— bOER @23—=2) THBHAIAL TS L HiC, ~b
AF=H TTIT—FeRELET,

AIVA AT — AR LrYLIRED ALV A BV 2 — VOB EDBERE L~V LT R
U —ZHET A=/, Syslog, £/ILSNMP 77— a2ty N7 v TEET,

i/__
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[# vy 2R —ROiENM (Add Dashboard) 1% 7 VU v 7 LET,

ATV T HAZLFHEAY v aR— REERT HITE, [ARY v 7 70— ORI (Select Metric
Group) | Ru v 7 X oo nb T NA—7%2FR L, [A bYU > 7 ORI (Select Metrics) | Ke >
TETMBRIETHA MY v 7 2R ET,

PFHR—FINTNDET A AA N 7 OaFERZe U A MZDOWTIE,  [Cisco Secure Firewall
Threat Defense Health Metrics] # &M LT 72 &0,

ATwv T8 [AddMetrics] 7 U v 27 LT, BIOTNA—TBA MY v 7 2BINL GRIRLE9,

ATy 79 fERORA MY v 7 ZHIRT 2L, HEOLMIZSH S [HIBR (Remove) | X 7 A a2 %7V
JLET, HIRT A 20220 v 7 LTI A—72EKEHIERL £,

ATY 710 [FvyiaiR—F0EM (AddDashboard) |27V v/ L, ¥y akh— REEFEEE=4—
B L £,

AT TN FRHIERINTEXL v aR—REDAXLMEY v aR— Rid, WEZZITHIBRNATRET
D

DSAIDNILAEZR—

Firewall Threat Defense 7327 7 A % Oifilfil / — KT 5354 . Firewall Management Center (X7 /3
AAAN) w7 F=2 AL I ZPEESEIERA L) v 7 Z2EMICELET, 7T RF
D ANNVAE=H =T, RO R —F 2 N THEEINLTWET,

MLy aR— R 7 TRZ MR Y 7 TAZRER, BEOA N v Fy— MZH
TOHRMERRLET,

s hRBURZVa TR, VT REDTA T AT —H A, fllx OEBEORIE, &
BB ) — RO X A7 (i) — REZET—% /—F) | BIOT A ZADOWREN
FRSNFET, T 2AOKREIT, [HES) (Disabled) | (73 207 T A F ZfEh -
& X)) | [WIHIRAETIENN (Addedoutofbox) | (/X7 U w27 7T T K7 5 A K T Firewall
Management Center {ZJ& L CWRVVEN/ — F) | £7203 2% (Normal) ] (/—F
DR Z2REE) OWT N TT,

o VT AKX DREIE 7 voa i, CPUMHE, A UMK, AHL—h, HAL—
N T 277 4 7. BEXONAT BT 57 JAXZOBHEDOA Y v 7
NERINET,

et B
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E#tt |
B /5x50~122=5—0%F

A
GE) CPULAEVUDANY vk, 5—FFL—r L Snort DfEHE
Ol & DIH %~ L ET,
e ANy I F¥—b, DFEYD, CPUFEHE, AEVMFEHE XL—T7v N BILUOE
BT, BESNT-HMIZB T 27 7 AXOFHERETRLET,
c BRI A 2R — R 2007 4V KT TAX ) — REKROARITREFRTL

i‘a_o

MV 4V ey MTE, 7T AZ ) — FERORF R Té$ﬂﬂ&/F%iU
B mnERrINET, ZOT7 XL, /= RCEoTAMPRED L IZHHIh
TWE2aRmLET, 2OV Y=y el 5 E, ARMDHRORT ZMRICRE
LTEETE X7,

o J—FE U4V zy MTIE. J—FRLULD XA MY v RERERTERENET,
7 F A% ) — RBED CPUEHZE, A€ VHEHE, ANL—h HAOL—F 77
VAR GRS S T %I@Mﬁw@ﬁ BT XA N v TF—nEREnNET, 2
DF—T N 2—Tlx — 2 ZBEMT T, A B EHRICRETEET,

AR NI =<V ARy aR—R: JTAL ) —ROHBEDOA M) v 7 BFRL
T, BLIXEFHALC/  —RET7 44XV 7L, F5E/ — ROFEMEFRRTE
T, ANV 7T —XIZiX, CPUEAE, A€ VUMHEHAE, AL —h HAL—Fh, 77
T4 TG BLOINAT BN G £,

cCCLF v v aR— R 77 AZOHEY) 77 —4% DEVAhL—FeHhL—1%27
77X TERLET,

s NI TNYa—T 4TV T HBEIERASNA N T TN 2T 4 DNy
L FIHE~DERR Y o 7 AL 97,
o WEMEH : SEIFERITAF AN v X alR— KUYy MIEREIND
155 2 1 [R 9~ 2 72 6D O SR & AT RE 72 e R A,
CHAFLE V2R =R JITAIBRDA N w7 L ) =R~ bDRA N w7 D)7

BT 07 =4 &R R LET, 2L, /— FORFUTEEBIE A Y v 7 IZOBEH S
. /—FET 227 7 A BRIITEN SN EE A,

DSRABADMDANILAEZRA —DRT

ZOFNEEFEITTHITE, BHE—Y—, AT Ra—Y— FREFEXUVT 4TS
VAN 2—HF—THIHLENH Y F7,
JITGABNNVAT=H =X, JTAALED ) — KONV ARAT —H AOFEMR Y 2 — % 21t

LET, TOVFAFZANNAE=F —|L, —HEOX v abh— RTTTAZDAIVARAT—H
A LHmERAL L ET,




FIE

ATy T

ATy T2

ATvT3

ATy T4

ATy T5

vs52580~L2E=45—0%% I}

1R BHHIIZ

» Firewall Management Center ® 1 DLL ED T /SA AND 7 T A X BAER L T D0 &R L
iﬁ‘o

[ AT L (System) ] (&) >[IE®EM (Health) ]>[E=% (Monitor) | ZER L 7,

[E=% U7 (Monitoring) | 7Tt/ —Tarusr RUusALT, /— READO~LVAE
=HF =T BALET,

TNA A A N CEB (Expand) ] () & [#TV727-% (Collapse) 1 (V) %27V v LT,
BERRD I T ALZTNAAOY A N B E TP 2= Ez T,

T TAFDNVAFEHERRT DL, 77 AZL4 %7 )7 LES, 74V T, 77
AZEF=SH =T, WS ODPOFEFIERSINIZY v 2R — RCEFEBLIUORT7 +—< 2 AD
ANV w7 ERELET, ANV v I Xy vaf—RIIROLOBREENET,

s EZE (Overview) ]: MLOFRIER SN F v 2R — KNP0 EERA N v 7 KR
LEd, /=K, CPU, #EVU, ASjb— b, HAL— b, et i, NAT Z 8l
RENEENET,

« [Afii5# (Load Distribution) ]: 7 7 A% /) — RED NF 7 4 v 7 Loy hO53H,
o [A L /R—=T p—=~ A (Member Performance) ]: CPU A=, A £ U HHEK, AJA

N—Tv b, HHANV—T" ~, T27T 4 7B, BIONAT ZH#ICE+T5 /—FL
L DHEEHE

*[CCL] : A v H—T 2 A ADAT—HZABLOEN N7 7 1 v 7 OFEHEHR.

FXNET NV IThHE SEZIFERANI I XV aR—RIIBHTEET, TAR—FX
NTWDBETTAZ AN v 7 O@EFERZR Y A MIOWTIE,  [Cisco Secure Firewall Threat Defense
Health Metrics| 22 L T 720,

FEEO R vey 72y, RE#SHAZZRECE T, KETIRKMEM (7110 8) b,
KETCIZ2 BMai» oMM A K CcCEE T, Fry XX oo )5 [Custom] IR LT, B
AL LDORMHH EETHERELE T,

BHTrAarzs )y LT, BEIERZ 5 2ICRET S0, HEEHRZA 7IZU B E
RS

BER L 7P IC W T, P LU R T 7 ORMA—AS—VADORHT7 A2 %227 ) v L
ij‘o

BEAT A 2 0%, SR L-FRHEANO RS2 R L E7, BMEOFIL, EEADOBIGEEAL & &
THEAZRLET, BHOBEROEA., BEOWEELITMNFRENET, BIHOHEMZ IR
T 511, RO Eich a7 M arE2 7 ) v LET,

et B
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Extt |

B xzz8—25—5z20n573Y

ATvT6

ATy 17

(/= FEAD~NVAE=L—DGFE) =Y L OT A 24 OEMNH 5T 77— his
T, /J—FOEWWET 77— MR LET,

EFET T— M MIRA 22585 E, /J— FOEFEHEOMERFEREINET, Ry 7T v
T4 RS, NS ODIEEFEET 79— FOWEO AT REINET, Ry FT7 v %7
Voo 35E, EFEETI— MEEOFME =2 —23 & 7,

(/) —FREBHD~NVAE=ZZ—DA) T 74/ FTlE, T ZEF=F—F, W OnhDHE
MEREINTX v aR— R CEFEMEBIOR T4+ —~v o 2A0OR N v 7 2HELET, A b
Uy 7By aRm—RIZEIROLEOREENET,

* Overview : CPU, AEV A X —T A A, VfpmattE#e ., MOERBBFALY v =
R—=FRPOLDOEERA N v I EFRLET, T4 AZHEARLEER e X FRLE
FNET,

«CPU : CPUH=, o ABBIUOWH =750 CPUMHREE L ET,

* Memory : 7 /3 ZDAE VMR, 7—F 7L —1 & Snort D AEVHEHREZHET,

e Interfaces : f VA —T 2 A ADAT—HABIOEK T 7 4 v 7 HEHER,

« Connections : #Efciiat (=L 77 h7va—, 777« 77, ©— 78l L)
BIXONAT £#ah 72 b,

* [Snort] : Snort 7' &2 & AZBHE T B REEHE

*[ASP K1 > (ASPdrops) ]: SEIFRHET R vy 7 ENT/ » MCREHT 5 HiGT
1% o

SRVEI) v I THE, SESERAN) v I/ Xy aR—NCBBTEEY, yR—b &
NTWBETNRA ARA MY v 7 O@EFERZR Y A MIOWTIE,  [Cisco Secure Firewall Threat Defense
Health Metrics| Z#ZHB L T 7E 30,

RT9T8 EFEE=4—0fEMIZHD 7T ALE[H LA v 2R — FOENM (AddNewDashboard) ]

() 227V LT, HHARERA N w7 T A—TNBMAOE Yy MR L., A
By ah— RafERE LET,

TITARBEDE v 2aR—RDGEEIL, FITAXZDANY v 7 T —THRBIL Thb, A
MU w7 ZRIRLET,

ANILR EZARA—RT—RADATIY

AR AT—H A AT dAV %, YET7 4 (EKRE) HNITROFITRLET,


https://cisco.com/go/threat-defense-health-metrics
https://cisco.com/go/threat-defense-health-metrics

RAUNVRRTF—BR A VS —4

vz axvtea— [

RAT—R R LR

ART—RRATFAaY

ASSODRATF—2 R
ne

Bl

x 7 — (Error)

I5— (&)

B

TTFIAT LA LED 1D O~V =X
Uo7 Eda— /)L TREENEEL, TN,
EFICHITLTWRWI 2R LET, T
7 =H) AR — MELEHITHERK LT, ~IL A
FoH )T a— VOEH I T LR
AFLTLLEEN,

70T 41V

(7 VT 4 v
(Critical) ] (@)

TIIGAT A LED1I DU EOANLVAFEY 22—
JVINEEKHIRRZ B % . RIBEN R ST
WZEtHERLET,

s
i

[#45 (warning) ]

("

~

TTFIAT VA LED1DOL EO~LVAEY 22—
JUNVERE IR 2 2, RIEEDMIFER S U T
WZ L EIRLET,

CDAT—=Z AL, T8 ARERLDZE 735
KT, MERT —Z R —RRHHTE 220
DRLBE T E Jpino Tz & 5 W IER 7R EE &R
LTWES, E=F2 Y TH A7 /UIELET,
ZoBEEREBIIHEBEESLE T,

[#=#E (Normal) ]
(@)

T =

TIIGAT VA LEDTRTONLVA TV 2—
WINT 7T AT v A5 Sz IEFTER Y
T TCIRE SINTZHIBBANTEIEL TWah Z &
ERLET,

Recovered

[[E115 5 A
(Recovered) ] (@)

TIIGAT UV ALEDTRXRTONLVA T 2—
WINT T AT A SN EFEER Y
T TRE SNTZHIRNTEMEL TWwWao 2 &
o LET, ZHUTIE, BIE Critical 721X
Warning IRRE7Z 72V 2 — L b G ENE T,

B

mxm ()

T

TTTAT AN ETNIRIN SN TN D
TTIAT L RZIEEMWERY =R S
TV, FET 7 T4 7 v ANBAERE
REEIL > TWAZ EERLET,

ANILR AR KN Ea—

[~VA A~ | E2— (Health Event View) | X—Y Tld, ~V A BE=470 1 JITiidk L7
~JVA A~ k% Firewall Management Center 2 77" ~ LA A X N TR TEX E9T, BRI

et B



Extt |

B rzx1~xrromr

HAL <A ZAHEIeA N2 b Ea—ZfATE ~ A T=F 0L o TSN~V A
AT —=H A AR DEREPOBRGIIIN TEET, A b T —F2RF LT, HAETO
AN MIBHRT D AR D H DM OIFHRICHHICT 7 A L) TEET, ~AEYa—
N EILT AR ENDEMZHM L TOIUT, ~VA AN MIHT 27 7 — h & L0 2haR
ICRETE £,

NVAANY N Ba— N=UTE OSSN Ba—HiEZ RITTE £,

NILRA AR FDORT
ZOFEEFATT HIE, BHEF2—Y— AT FrRra—¥— Fdkxa V7477
VAR 2—PF—=THoOUENHD £7,
[~VA A X NOT—T ) ¥ a— (Table View of Health Events) | ~~— 2%, fEEL7T 7
TAT VA LEDTRXTONVA AR FDY A INPRRENET,
Firewall Management Center £ [~/L A & =4 — (Health Monitor) | “X—HA~NLA ARV
MZT 78 A LTESHAE, TRXRTOEENRT 774 T LV ADTRTONVA A R MRER
SET,

Je

Evhd ZoOva—%Tvrv—73TnE, AV D[~V A A b (HealthEvents) 17— 7 V%
@@wa4ﬂyb7~&7n~mm&~vrﬁé’kﬁf%i# Ty I~— Ll a—
WZiE, BUER CO D RFMEIFHN O A N P RERRSAVE T, HEIS U CTHRFEHPHZZE L

—

TT—7 N ERIEHRTEN T ENnTEET,

FIE

[ AT & (System) | (@) >[IE®M (Health) >[4 N>k (Events) [#&R L ET,

EYk

ANVA AR NDOT—T ) Ea—RNEENTWRNIAZ L T—7 7a—%FHL T\ 5HH
HiE (V=7 7u—0YvE2z) ((switchworkflow)) 127 Vv 7 LET, [T—F7 7 a—0D
I (Select Workflow) ]-X—C, [~V A A X2 | (HealthEvents) [#7 V v 7 LET,

(6=
AR IR T OBFRSNRWVIGEE, FREHZHE ST ZL2BE LTSN,




EC2—T IS4 T7VRHDANZ ARV togT B

EDA—IWTITSATUVRHMDANILA AR CDORT

FIE

ATy T

ATy T2

ATvT3

RTvT4

TTITAT LV ADNVAT=F—%2 KR LET (TS ZAEFEE=F—DFRR (52 <—
V) BB

[EY 22— AT —H ZADOHE (Appliance Status Summary) | 77 7 T, 95X h A
T—=HABTIVDOOEET Y v LET,

[7Z— hEffl (Alert Detail) ] U A R T, FREUIVEZ TA Xy MR REIFIERRICL
£,

AR DY A NEFRTDHT 77— O[T 7— hatfll (Alert Detail) 1477C, [£ X2 b
(Bvents) 127 Vv 7 LET,

[~VA A X2 b (HealthEvents) ] X—U0WBHWT, HIRE LCT 774 T v ADLHILIEE
LIe~VA T T— R BV a— VOARTE GV ) —OFENFRINET, 41XV A1
DHLERINRNGE I, FEHEEFAZ TS 2 2L 2BEL T Z30,

BELET T I9AT LV ADTRTCDAT —Z AL R M aFRTDHHEAIE, [EHIFK (Search
Constraints) | #JEBI L. [EY = —/14 (Module Name) |#ilfR& 2 Vv 27 LCHIBRL £7,

ANILR AR b T—=TILDOXRTR

FIE

ATy T
ATy T2

NVAA R NT =T N ERFBLIOERTEET,

[ AT L (System) ] (@) >[IE#EM (Health) |>[41 N>k (Events) |&Z&#IRL £,
WORBRERH O £5,

s T Iw—27 FTICBHEDN—VIRND L 212, BUEDX—V % T v 7 ~—7F 5T
X, [Z2OR_X—=V DT v 7 <—7 (Bookmark This Page) |27 Vv 7 LTI v I~w—2D
LHIEfEEL., [PR1E (Save) 127V v 7 LET,

e T =07 —0EE  ONVAA X N T =7 T7a—5@RIRT 512, (V—7 78—
DIV %) ((switch workflow)) [ &7 UV v 7 LET,

o ARV FOHIER 1 SV A AN R EHIBRT DI, HIBRT 24 R FOBICH DT = v 7
Ry 7 ZAzA LT, [HIBE (Delete) 227V »27 LET, BAOHKINTWAE 22—
TTRTOA XY FZHIBRT A2, [TXTHIFR (DeleteAl) 1227 U 27 LThbH, T
RTDOAXRY NIRRT D2 &R LET,

s LR—=FDERK : 7—T NV Ea—DOF —F SN TLR— FEERT DT, [LFR—
kA (Report Designer) | %27 U 7 LET,

et B



Extt |
B 2 4x2 b (Health Events) 17—

‘%E:“wx?%7WEﬁ%K§%§ﬂé4NVF@ﬁ%&EH%H%%EL?TO4

Ry M Ea—ZFHTHIIL TV DHEEIE. (Fa— L ThoHA XU MNIFFAETh D
K%%&<)7?547yx_&ﬁéﬂfwéﬁﬁﬁm AFHAMZ AR S ALTA R R

AR N Ea—IZERREIND T ERHD I LIEELTLLEIY, TTI7A4T AR L

TATA RT LR ZRE LSS TH, ZORUDBETLHZ ERHD £7,

BE AN Ea— R=VEHEALTBEILET,

T =0 OBE) : Ty I w—V EES—VIIBET 512, [EEOA RV R Ea—h

57y ~—2DF5 (View Bookmarks) %27V v 7 LET,

ZOMIZBE oA R T—=T MIBEI L CREE A X FEFRORLET,

o V— bk BRENTEARV NEY—FTDH, ARV N T—TNVIZRKRT DN T LEERT

D, FREFERTHARN MEHIBLET,

c TRTER  TRTOAXRY DAY NOFME B 2 —IZFKRT HITIE, [TITER
(ViewAll) 1227V vyZ7 LET,

CFEMIOFRR DAL A A Ry MIBRETT DL FEMZ R R T HITIE, A X FOE

N2 FREIOY 7% 70 w7 LET,

-@ﬁ%ﬁ:@ﬁ@mwx4&yk@4xykﬁﬁ%%r¢é X, MR ERRT AR
MZRHET2ITOREICH DT = IRy 7 A4 N2 LT, [#Frn (View) 227V v 7 L

EJ a8

e AT =B ADER  FFEDAT —ZADTXTDA Xy NeRRTHIZIE, TORT—X

ADANR O [AT—F A (Status) [FNDOAT—Z 2% 7V v 7 LET,

[NJLR £ X2+ (Health Events) ] 57— JJL

EFEERY —NTHINZENTZ~ANA TS — F2— LR, SESERTAMEETL
CTTITAT UV ADNVA AT —HABR/FEELET, ~IWA AT —X ANBEINT- LR
W L TWAEASIE. ~LVAR ARV MBS ET,

WDFET, ~NVAANRY T =TV TERBLIOHRETEDL 7 4 — /L RIZOWTHBALET,

REANILAARU N T4—I)LK

TZ4—ILF B2l

Module Name FRT HANNAARY NEER LT 2 — VOLARIZEELET, =&
2L, CPUNT 4 —<  AZWPET HA X MaR AT HIZIEL, Tepul
EANLET, BRBIZE-T, 55495 CPUFEMHEA X & CPU E
AR NPRRGFSNET,

T A M (Test AR MEERLTEZAVA Y 22— L D4,
Name)

(R )




vz Ezsy v 0BE |

J4—ILF

B

FE4] (Time)
(FREEHH)

NIVA AR NDEALDAE T,

Description

AR MEARLIZAVAEY 2— VO, 7-& 21X, 7t ANFELT
TERWIGAIZAERR I D VA A~ MMIIE [Unable to Execute] &9
TR B ET,

Value

AR EPERSNTEA VA T X SN LELNIERIROME (B

ol 2IE, B —RRT NA AN 80% LA D CPU U Y —A%EH LT
W5 & XA S LD~V A A Xk % Firewall Management Center23 2%,
L7258 OfElE 80 ~ 100 T,

HLAL

WEROBAMNTR A, TAZIRZ (%) AL TIANV NI — KRR
ERR CT& £9,
e zIE, F=X—RBTFT AN AN 80% LLED CPU Y V— 2% LT

W5 EXIZAERSIND LA A X | ZFirewall Management Center 3 42 i
L7 a 0BG i s—k v FEs (%) TI,

Status

TTIAT v ACHESND AT —X A ([ VT 1« H/v (Critical) ],
@ (Yellow) ]. [Fkfa (Green) ]. F£7-1% [%) (Disabled) ]) .

[

Device

ANIVA AR NBRRESNTET TTAT A,

ANILREZR)TDER

=6:
Hae =/ =/ i
Firewall Firewall
Management | Threat
Center Defense
AEE OSBRI | 7.7.0 WEALAY | Firewall Management Center 35 JX O Firewall Threat Defense 773 A Cfifi

DN L XIZTI—
ZlELET,

HEns— v ARGREHEOANWIREE=4%— L., iEHEDOHZ)
HIBRP T SN2 & ZWCHFNCT T — " EZITRA I ENTEH L1
720 FE LTz, ZoERIX, WIRUNADSESWTWAIEHELRET S
DIZENLHET, ZHIC KD, GEAEEZFFNICER LT, FHL2Y
P—EROF AR ENTEET,

FEAEE =X Y VU TR E AN T DL, [ AT A (System) ]
@ >[RY— (Policy) ] Z#IRL, EFEMERY v —DRIZH S
[ (Bdit) |1 (&) TAarw=r7) vy 7 LT, HAEE=X1 7
(Certificate Monitoring) ] €Y = — V& HNI L E7,

et B




| RSP 1

Extt |

HERE =/ =/ 0
Firewall Firewall
Management | Threat
Center Defense
AR F—=HZ_X—2|7.7.0 WLy | Firewall Management Center [X, 7 7 4 7 U 4 —/b A X B X OB
DE=H P ) =722 EDA X FNEET — # |2 MonetDB 7 — # X — 2 ZAfi [
LE3, # LV MonetDB #tat IEFMHE Y 2 —LiX, 7—FX—X
AR, TIT 4 7, ATVMHERE, EFREE=4—Tb{E
BCEDLT —H_R—AFHENELET,
NTTNYa—=TFT A TDORARNT T IT 4 AL, TOEY2—/VE
BHOEFIZTHZ L TT,
BBUAR S [P R T L (System) > [EEEM (Health) 1>
[R1) >— (Policy) ].
Y= RAAf v Z2p 761 (EEVEY VNF RAALVBEETIE, V=7 RAL LV EZDOHRAAL Ol T
BEAL COWETT TNNA ADANVA AT —H AOMEZF R TEET,
INA ADIEFEPEA T —
S A2 FR L ET
T 7 4V N OIEFVER |7.6.0 (=¥ =P —=IMER L2 IEFEERY > —%T 7 4V FOEFERY v— L&
U —DRE (Any) LTHRETEL L9720 ¥ L=, 773 A% Management Center (Z
BII9 5 &, Management Center [T BRI R T /A RZT 7 /v hDIE
TRV —EEH L ET,
T 74N NOEFEWERY — & ET HITIE, [ AT L (System) ]
@) >[R)>— (Policy) |#IRL, T 74/ & LTHETDHIE
WHERY o —DRICH D [ZDMDT 7 2 2> (More Actions) ] ()
TAarEI7 Vv L, [T 74V MIEE (SetasDefault) 127 U v
7 LET,
EFWRY —%2 2 2760 (R FT—AWEEEIETHZ L, CPU, AEV, BLOASP Fa v~
AwARXLT, T—4 (Any) EFEMEEY 2 —VNOfE 2 DBBMEOTEFEY 77— Mkl TE %
DI 2 fikfge L7223 & X0 ELE, BEOREOEFET 77— N+ bZ &
EHMET 77— &/ T, EFEWET T — DO A4 X& /MR A, &b ERRMEICES
FRIZINZ £ TEET,
BB S [P R T L (System) > [EEM (Health) 1>
[R1) >— (Policy) %2 VU w7 L. [Firewall Threat Defense IEE R
1) & — (Firewall Threat Defense health policy) | % 7=iZ [Firewall
Management Center IEE 4 7K1) & — (Firewall Management Center
health policy) 1 DE{IZH 5 [#w&E (Edit) | 7 A2 %227 Vv 7 LE
75
Talos ¥ DIEHF T |7.6.0 7.6.0 FEE ST MIRINIC Talos ¥t 7 — €V DNZE D IEFMER T — & 2%

7—h

E Lo 2854612, ManagementCenter 237 7 — M & %795 L 5127
VE L7,

B oEsn



vz Ezsy v 0BE |

HERE &=/ &=/ 0
Firewall Firewall
Management | Threat
Center Defense
Firewall Management | 7.4.1 £& Management Center ® A € U FHEOEL LEKT 7 —LDT 7 +/L bk
Center A€ U il &€ DLEVVMED, ZHZEI 88% & 90% IZFRE SLE LT,
T a— DT T F VK N
@L%wﬁgﬁ%bi BT Sz [P RAT L (System) | > [EEM (Health) 1>
L [/ — (Policy) 1> TI&. [Firewall Management Center IE& 47K
- 1) & — (Firewall Management Center Health Policy) |>[E®EMES 1—
JU (HealthModules) [>[AE ") f#EFAE (MemoryUsage) |4 #atk L &
ﬁ_o
Firewall Management | 7.4.1 TE Management Center D A & U i f&E Y 2 —/Lik, AEVHAELHEA
Center O A & U {11} B THLXICHEAFAREARAT vy 7 AEY Ld v v a2 E Y OREEE
DEtFENEEESNE L LT, AEUMARZEMRICHEL, EWET 77— FE%ELET,
77 . .
BOBAE S E : [P AT L (System) > [IEEM (Health) ][>
[E=%— (Monitor) ]>[Firewall Management Center] > [FT L L\ 5 v
S 27R— FD3BM (Add New Dashboard) .
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