BRAAAND L

UTFDORE Y7 Tk, BAA XY MERIET D HECHO W TIALET,
cBAA R MTONT (1 8—Y)
ARAA R N EERB LU 67200y — 1 2 =)
RAAR FDTA B AEE (2 =)
RAA N2 N OB EFHESRE 2 R—Y)
ARAANRY FDOFER (3 R—D)
RAAR NDT— 7 Ta— = (25 )
 FAA R N OREHEROEK R (48 ~—)
ARAANR FDIRT F—< R T T TDFER (50 2—)
ARAAL RN T TOFER (55 %—)
ARAA R NDOBRE (57 =)

BRAAAND FIDONT

Firepower ¥ A7 Ald, HRA N EZOT—Z ORI, BEME, B LOBEMEICET 5 THE
WDHD NT T 4 I RRONEID, Xy NIV 2E=F—FT50IIFNLHET, EHEAR
Fy MU= BT AL MIEBXMRT A AERETHE, BEOOLAT /T4 T 4% B
EL TRy NT—2 %BBT D37y NERETEET, ZOTVAT AT, WEENFHFREL
IEIERTI AT OA NERBTLHOIEHTEDLNS DDA N =ALNHY £7,

VAT AE, BENRBAERET D ERAAL R N (HWHRET MPS A X2 b &FETH
HZELHVET) BAEKLET, ZHUL, =7 AT A FOHM, K, ¥4 7 BLOK
BLLZDZ—Sy MIBT a0 THR A MEROT =2 TT, ~NFry hRXR—=ZADA X D
G, ANV RN T—L LT LAYy hoabv—bitgkSinE T, BEXIGT A
A%, Secure Firewall Management Center (21 X2 h & #fFE LET, Z 2T, E£07 — ¥ 2R
L. Xy hU—27 Ty MIHT2HBEZMFRICHEETE £7,

EHRBT A A% 0 TA 2 AL v TF R, £REFV—T v RORAV AT L& LTERT
HZEHTEEY, ZHICKY, ARELFER LTy b Fuy PE3EBHRT L2897
NAAZRETEET,

| gAY+ I



BALRU L |
B er~yramRs s UHET 200 Y—L

BRAAARL M ZHREELUVFET =D Y—IL

RAAXRY MERFIL, ZNODBARy NU—JRESEX 2 U7 40 R O— OB b EE)
EO a0, ROY — L a2ATE LT,

AR T S ATOBUEDT 7 T 4 ©F 4 OEBEIC VTR 51 <> R B~ —

GBRIRLAEBEOMBICAERTEAT I A NR—ZABILONS T 7 s BV LAR— K, JHAD
LAR—hEERHL, ATV a— L SNTEMRTCEITINDGLIRETHIEHLTEET

cWBICBEHE LA N N T =X OIEIZHEHATE D4 T v MUY — L, (HESRCIRE
DT XTI DEREZEBNT AL TEET

* SNMP, & A—/L, BLWsyslog TCRRETEHHET 7—h
c FREDRAA XY MK 2ISEPEEIHEM T 2 BB SN IAHREAR Y v —

cT—HERYALFT LT, ELICTHELZNA XY PERET 2 DIEHTE 2 ERFE
HHAZ LT —7 71—

« TR EEHB X OOHT 572D DFNEY — L, syslog. eStreamer ZfFH LT, ZhHD
V=W T =2 BRETE LT, MOV, SN — L E M LA N oo
BTSN,

FE72. [73#7 (Analysis) 1> [F£#l (Advanced) ]> [HRPLUZIS C7oAHAES) (Contextual

Cross-Launch) ["X—UC, FRIERINTY V=R EONREHREZFEHL T, BEObHDLH =
VTATALOWVWTHLL DI ENTEET,

FEDRA =V LTFHNERBL, AN FEARLIZL—NLO KXo 22 NERST 51
IZ. https://www.snort.org/rule_docs/ ZEH L TL 72& 0,

BAAAN DAV RAEH

Threat Defense 514 > X
IPS

BRAAARNY FOEH LRHRES

ETILDHHR—
=}

YR—bEhBH ALY
(ER=3

B ErrRr
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| BAaRUH
grsxvroxz |

RANEBE

RAANRNY FORTR

BAANR NI, Xy P =2 X2 U T 41T 2BBRH 508 9 0a T 57200k
R~LET,

WIHIOBRBAAR P Ea—ld, X—=JIZT7 27 82T 5Dl TLU—r 7 — |2 k> TR
BROET, 1 DU EORIAT Ty X=T BAALXRIOT =T/ Ea— BILOKET
sy M Ba—%ETr, EXEAT—V 70— 1 O%ERT A0, MEHOT —27 7 a—5Ek
TEFET, DA LT —TNWIESNWCT—I 7a—%5FprTH52 L TEET, NI,
BAARMEEDDZENTEET,

REDIPT RUAREEILTWDHIRIET, [IPT R L ADfFER (Resolve IP Addresses) ] X2
b Ea—RERAIR>TNDHE, AR+ Ea—OFRFBNEL RLILEAVDH £7°,

< NTF RAAL VBBHRETIE., BIEO RAAL VU ETFRINAAL VDT — 2 2R THILENTE
F9, Ef LNV DRAAL FEFRIIHB RAAL DT —ZE2ERTHI EITTETERA,

FIE

ATw 1 [5# (Analysis) [>[BA (ntrusions) 1>[4 N>k (Events) |Z3&R L £7°,
AFw T2 ROBIRKRH Y £,

o FRRIHEEPH OFRE - BRI O ZEOFIIIES T, A X2 b Vo —OFRFMHFHZ % L E
R

= Ta—DEE  BALRY NOTF—T N Ea—RNEENRVH AL LT —F Ta—
EHEMLTOBHE, V= 7n—044 M OBICHS [(V—2 7 2—0G ) #2)
((switchworkflow)) 227 U v 27 LT, VAT AERHOT—T7 70 —DWNTNNnE RN L
£75

I BRT DR BRI B TEERRAL N MDD, BAL S | V-
v 7u—0ff 7 <—Y) ZBBLTEEN,

« A XU ROEIBR : T _R= 2B A N R ZBIBRT ST, (BB (Delete) 1227V v
7 LTERRLTWD ATy bOA N REHIERT 57, [T THIER (Delete All) 1% 7
U7 LCLARNCEER L7237 » hOFRTOA R M EHIBRLET,

« R D~— 7 AT D ARAA XY MHERE D~ — 7 21T DIl BAA NV
PERRERE LTv—2 Q1 <—) 2BBLTIES,

C BT — 5 DFOR  BAAL S MBI bR BT — # 2 RRT BT, BAAL N
v MBI BB — 4 DFoR (20 2—Y) ZBRLTL ZEW,

gAY+ I
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BAARYE |
. BAARU DT 4 —ILFIZDNT

CTHEDER BAANR DN 74— F (43—=2) OIS TT—TNVDHh T LD
NREFRRLET,

EENEY D
BAANR I Ny b Ba—DfH (30 —)

BAAREFED T 4—ILKIZDINT

VAT AT, BENRBRAERET D ERAARY FEAKLET, 2T, =7 A7 aA b
OHfF, B, 47 BLXOKBLEZOX =7y MIET L a0 T3 A MEROT—X T
T, Ny hR—ZADA XV FDEE, ARV BRI T—ELTHEHALEZ XYYy hOab—
bk s E T,

RAA XY b 7 —21% 5387 (Analysis) ] b>[{2 A (Intrusions) ]>[A X2 (Events) ] C
Secure Firewall Management Center Web f > % — 7 = A A CIZFE R T 9, T34 —v
ZAEH U CREARIL D syslog A v B =V DRFED T 4 — /N Rinb 7T —2 %Iy FLET,
Syslog D7 4 — /L RIZTDO U A MIRENET, REDsyslogB VY A FINTWRWNT 4 —/L
RiE, syslog A vE— U TIIEAFTRECE £ A,

BAA XY FERET DL &E, BROA R R CRARRERE#RIL. VAT L0302, 7
B, EFOLICLTARY MERRERLIENC Lo THERARD ZEICHEEBELTLLEZ N, ez
F EAbESNE T T 4 v 7 TR T —SNTRAA R M2 TLS/SSL 1§ A& AT
WET,

)

() Secure Firewall Management Center @ Web A > % —7 = f ADRAA X hDT—T )L B a—
D—HD T 4=V RIZT 7 4V FTEHZR>TWET, By a Iz 7 04— REFZIC
T DI, BRI ZIR L THD, [ DS (Disabled Columns) | D FDFI4 %27 U v 7
LE7,

BAARET4—ILK

[72+X a2 kO—JL R < — (Access Control Policy) ] (syslog : ACPolicy)

ARV MEAKLEZEBALV—I, T T ay Y —)b, 3T a—F — LB HHZ/e->
TWARARY —IZBEMT N TWET /A ary ba—L R v—,

F7OtXar bka—JLJ)L—J)L (Syslog : AccessControlRuleName)

AR NEERLIERBALV—VEZFRH LT 782 a2 ba—Lb—), [T 74V T2
v a v (DefaultAction) |1, V—ADBEMEIINLTWLRARY —NREDT 7 A
fE— L — W N TE LT, bV, 778X ar ba— LK) o—DF 7+
WET72arb L TRESNTNDZ EERLTWVET,

B ErrRr I



| BAaRUK
grrrvr 71—t B

WOGE. ZDO7 4 —/L RIXZEIZ72 0 3 (7L, syslog A v =V DGAITEMKINLE
ﬁ—) o

BN — VT TN T T a iR L RAAL VAR g Uk, T e Al — v
WCHT 7 ANV T 7 v a b O TWhERA, xR VAT LAREHTS
=V ERTET HRNEIE T A ME NS H /37 v NEBT 57 OIZHE SR AKRY
VLR o Ty RBBREINTEGEPEY LET, (ZORY —iE, 77 & RHI#E
AU —d [F£# (Advanced) 1 ¥ 7 CHEINET, )

o [BEEAT T BTV DR X R 72 L (No associated connection event) ]: & v 3 |Z
FLER SN A N PR T — A R=ZANLHEEINTWBEEA, 728 2, Bl
MIBAALNRC FEID LEWSE =0 F— =B DHEERETT,

[7 74— 3> 7A ka)L (Application Protocol) ] (syslog : ApplicationProtocol)

(FERARERGE) BAAN M MU= LTHMALIE N7 7 4 v 7 TSN TZA A B
MoEEs&RT, 77V r—rar 7a bhan,

FFUr—arvFarka)ll h7a)E&U424 (Application Protocol Category and Tag)
7TV = a yOEREEBMET D DITRILD, T r—3 g r ORE ARSI

F7TUr—a>®1) X% (Application Risk)

BAAR N2 NI AT—LIE NI 7 40y TRESNTET 7Y r— 3 CBEf T HTun
5U A7, [FEFEIZEV (VeryHigh) 1. [ (High) 1. [ (Medium) ], [{& (Low) ]. BLW
[FEFIZIRVY (Very Low) |, TR SNAT 7V r—2a 0¥ A4 72 LICEET 5 R
IMRHVET, ZOT7 44— RIE, FNHEDIbERLEWVWI AT EFRLET,

ESHRRXEDREEM (Business Relevance)

RBAAXN b2 NI HT—=LTIE T 7 0y 7 TRESNTET 7V r— a SCBEEMT HivTn
HEVFR AL OB, [FEFEICE VY (Very High) 1. [& (High) 1. [ (Medium) ]. [{%
(Low) 1. BLUPBEFITMEVY (VeryLow) |, #fit RSN TV r—va 04472
CICEET A E DR AL DOBEMENH Y £, ZDOT7 44— RiX, TAHD ) b bk (4
HENRE HERD) bOERRLET,

[445 (Classification) ] (syslog : Classification)

ARy N EAER LT V—LN @ D50,

ZDT7 4=V REMRETDHE XL, BRTHAR MEER LIV —NVOGEESEANTTT 5
D, FEAETLTFHOT R CTERLIT-MEATILET, £lo, F. 4Rl FEEHO=
PREEID U A NEANTHI L TEET, KRS, WAZLGHEZBINLIZSEE, £04
ATE 7T OT R CTELIT—HZ2HEHA L THRETLHZ LB TEET,

| gAY+ I



B er~oro—nr

BAIRYE |

[254 7>k (Client) ] (syslog : Client)

(BERRERYE) BAAXC b2 MU= LTHEHLIZ N 70 v 7 TSN T-E=
A= RBOBRANTEITEINTNWDY 7 Ny =T 2R, 7I9AT TV r—va,

9247 ATT)ELUEAE S (Client Category and Tag)
T = a COBRRE BT 2 DIESL D, T r—a v ORI A R R,

Connection Counter (Syslog D #)

b DR L BIO R E Z XBITHH T2, ZO7 40—V Rk, TRERITITE®RRSH Y F
A,

[DeviceUUID]. [First Packet Time]. [Connection Instance ID], #5 & U [Connection Counter] 7 4 —
NV ROIERERET D& FEDRAA N MIBEAT b oA~ M &b T& £
ﬁ‘o

Connection Instance ID (Syslog M #)

BEgiA X R EMPELTZ Snort f VAKX A, ZDT 4 —/L Rk, THHKRICITE®RRSH Y £
A,

[DeviceUUID], [First Packet Time], [Connection Instance ID], 33 & UF [Connection Counter] 77 « —
N RDERERET D L. FEDRAA N MTEEMT b7 N F 2Bl T&
R

A 2 \—# (Count)

FTATICFRSNDHEHRE BT 24 X FDO¥, IV b (Count) 17 4 —/v ik, #HED
F—1TER SN DHIRZEH LR TORFERIND I LITEEL TS, 207 41—
NV RIIRTE £ A,

CVEID

DT 4 =)V RIFRET 4 —/L FEATT,

MITRE @ Common Vulnerabilities and Exposures (CVE) 7 — 4 ~X—Z (https://cve.mitre.org/) D
HEgsPE Iz BIEAT 1T B AL TR BT K DR,

E{EF D KME (Destination Continent)
BAA R MIEET D ZER A D KRE,

#E{E%DE (Destination Country)
RAA R MY 532 FHR A hOE,

8RR FEEE (Destination Host Criticality)
AR IPERSNTC L EOFSEARA NEEE ST 58X FORA NEEEBIEOMH)

B ErrRr
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| BAaRUK

grrrvr 71—t B

RAFODBEEENEFTINTH, 207 4— /L REFEEFHRENLRNI EICHERELTLEE N, =
2L, LAy MIHLWEEEDOHEICRY £9,

[58% IP (Destination IP) ] (syslog : DstIP)

RAA XY MIBEET 2ZERA MBERTLIP 7 FLA,

A=V —ZVARCZ | REIUHEEE, BROREE/ZEE 74—V RICET2EE LS
L TLSIEEN,

[585£7R— F/ICMP 23— K (Destination Port/ICMP Code) 1 (syslog : DstPort. ICMPCode)

NI 74w %ZETHHRARNDKR— R ES, ICMP b7 7 ¢ v 7 OBAEIE, A— hEZR2R
Wedh, TDOT7 4=V RIZIZICMP 22— RRFERINET,

5851 —+ — (Destination User)

oA X POV AR F— TP ICEEMT bz —Y—%, ZDOKRANMI, =727 0L
NaeZETHHRARNTHLIGEEE D) TRWEENRHY £3, ZOHEIX, @F, *ry hU—72
toax—F—7=Ficms snEd,

A = m—RVARSH EETHEERE., BLOREE/ZEE7 4 — NV FICETLIEELS
LT IEEN,

Device

TR arbr— R =R REINTERENRT N A,

DeviceUUID (Syslog ®#)

AR NEER LT 77 AT U4 —b T3 ZAO—E DA

[DeviceUUID]. [First Packet Time], [Connection Instance ID], ¥ & U [Connection Counter] 7 « —
IV RDIERERET D & FFEDRAA X2 MIBEHE T b B A N M &ilBl T& %
T

KA A4 > (Domain)

BAZBRHLET AL ADRAL g ZOT7 4=/ RiE, vV FTF v —D729HIT Firewall
Management Center Z 5%/ E L7722 LN HHLGAICEREINET,

[BAhA4 % —T 4R (Egress Interface) ] (syslog : Egressinterface)

AR e U A= LT LAYy hOWA v F—T =2 X, Ry T A F—T =
A ADEE, ZOA U F =T A4 ZADINIIAN S EH A,

gAY+ I
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B er~oro—nr

BALRU L |

[HA+EF21) T« Y—> (Egress Security Zone) ]: (syslog : EgressZone)

AR E NI L THERA LNy hO1EXF2 T 4 V' —r, Ny U TRERREKT
F. 20X VT4 V=0 D7 4= RIZFIATIShEREA,

[H A28 /)L—% (Egress Virtual Router) ]

BAEN—T 4 T BT 2Ry U= TlE, R 7 49 7By NU—2nbH D E X
BT A AR — % D4,

BFA—ILDHFTT 74 )L (Email Attachments)

[MIME =2 > 7 > - fif{[i] (MIME Content-Disposition) ] 5.t L 2> B & 4172 MIME iR/~ 7
AN W7 7 A NVOLFITEFRRT HI21E, SMTP 7Y 7'ut v %0 [MIME i&f; 7 7 1 /v
£ dwv 2 (Log MIME Attachment Names) |4 7' a VA BT HMERH Y £, EEOIRK
77 ANABFR—FSET,

BF A—ILDOA v S — (Email Headers)
ZD7 44—V RIFRET 4 —/V FEHTT,
FBARA—ID~N E =L LT — 4,

BFBARA—ID~Ny H—%SMTP b T 7 4 v 7 DIRAA N b LA T 5121X, SMTP 7Y 7
ntytd [~y —0r (LogHeaders) | 47 a AN T HHENDHY £,

*—)L%{E%& (Email Recipient)

SMTPRCPTTO =~ RMLBBENTZBETFA—INZELZDT FLA, ZO7 4 —/L ROfE%
FRTHITIE, SMTP ) 7y H O [ZEHT RLADu 2 (LogToAddresses) 147 =
VEHANITANEND Y £, BEOZEET RLARYR— NS ET,

A—)LZEEE (Email Sender)

SMTP MAIL FROM =~ & RO HGF S NZEF A —VIEEEDT RL A, ZDT7 4 —/L RD
EAEERTHITIE, SMTP 7' 7'rt v H o KEEHET RLADR Y (Log From Address) |4
TrarERMTORERDY T, BEOFEET FLARYR—hIhExd,

First Packet Time (Syslog D)

VAT DBNEAIDST b B LT R,

[DeviceUUID], [First Packet Time], [Connection Instance ID], %3 & UF [Connection Counter] 77 o —
N RDIERERET D L. FEDRAA N MTBEEMT S8~ b 2Bl T& %
R

Pz L—% (Generator)

AR MEERLTZa U AR—xR2 b,

B ErrRr
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ROBAAR b 74—/ RIZETLERBB LTI ZE W, [GID], [AvE—¥
(Message) 1. 33 & U [Snort ID]

GID (syslog D& )
xRl —HID, A XV NEER LIV R—3%2 FD ID,

ROBAA R N 74—V RICETDHERBSRLTEI, [V R b —4 (Generator) ],
[AvE—Y (Message) ]. ¥ LU [Snort ID]

HTTP 7R X k4 (HTTP Hostname)

HTTP EROARA FRHE LA LEBE SRR N (TFETHESL) . Bk 7w MIFA b
AREIZEHEENTODDITTIEARANZ LITHEE LT &,

RANGEHTIP 7 AT 8 T 7 4 v 7 DIRBAA XY b EBEMT 51213, HTTPHRAEY
V7uaty¥o[FRA MO (LogHeaders) | A7 a v EHMITHMLENRDY £7°,

T—T) Ea—T, ZOFNZiE, BFENTZHRA M ORYID 50 LFENRFRINET, KA
N DEMEL DFRIREHFNIRA 2 bbb L, RK256 31 NETORERARIERTRT D
ZENTEET, Fo, mK25631 hETORERFA N E/Try M Ea—ZRRTHZ
EHTEET,

[HTTP [5Z& 33— K (HTTP Response Code) ] (syslog : HTTPResponse)

AR N2 NYH— LA T LTT 54T O HTTP ERIZIEZE L TEE S5 HTTP
AT —HA a— R,

HTTP URI

(FETIHE) BAAX b2 ) H—E UCHEAL/ZHTTPE R N » MZBEEMIT 5
721IEHA L URL, R X7 MZURIBPFEICEENTWIDTTIHEARNVWI LICEELTLEE
Uy,

URIZHTTP 7 747 N T 7 4 v 7 DRAA N R EBEST T HI121E, HTTP 7" U 7
ot vHYD[URIOEZ (LogURD |47 Y a v EHNCT20ERHY 4,

HTTPIGEIZ X > TR U H—& LTER SN EAAL XY N OBE HTTP URI 2 2 4 5 121X,
[MFDOR—FTOA MY —AFHEKOFEIT (Perform Stream Reassembly on Both Ports) |47
T a VIZHTTP Y — O R— "N ERETLHILENRH Y £, 72720, Zhicky, vF77 1>
IOV TRTNVHDY Y —RABRNBEMNT 5 Z EITEBE LT ES0,

Z 0N, B S7= URI DEAID 50 SCFENFERINET, HBE URI OFRREPIITHRA
HrBbEnhe, K248 31 FETOREEZ URIZFRTHILENTEET, £, &K
2048 NA NETOERRURI 2Ny b Ba—{lRRTHILEHTEET,

522 (Impact)

DT 4=V ROFREL VL, RAT =2, Fv MU—7 BT —% MegatkiEd & o Bk
ZRLET,

gAY+ I



BAARYE |
B er~oroi—nr

DT 4=V RERBRTHL XL, BET A a2 ORFITEOESNEBELALNWTL
S, 2L 21X, blue, level 1, F72F 0 #HLARNWTL W, AKX FEE /NI
FERXBLZVEITRD EBY T,

* Impact 0, Impact Level 0
* Impact 1, Impact Level 1
* Impact 2, Impact Level 2
* Impact 3. Impact Level 3
* Impact 4, Impact Level 4

* Impact 5. Impact Level 5

NetFlow 7 —# b %y NU—27 <o FIGEMENTZAA MOERRERA XL —T 1 v 7
AT DOERITIRND T, VAT AL, TNHDOKRA MHERT DRAA X MMoxh LIET 72
A7 LK) A28 R LB DY THZENTEEEAL, ZDOL IR
AL, BAMASEEZFEAL T, AA MDA —F 4 7V AT LD #FETRELE
7

ARNA 2B —T 4 X (Syslog : Ingressinterface)

ARV NE NI =L LTHEH LIRSy "OANA v Z—T oA R, Nyv T A H—Tx
A ADYEE, ZOA v H—T A ADFNIZFICATISNET,

[AAtF )T 4 J—> (Ingress Security Zone) ]: (syslog : IngressZone)

ARV I RNV A—E LTHEHALERY Yy FOANEF 2V T 4 V=V ERE b rxn y—
Ve Ny VT RERETCIR, 20otx2 T4 V=0 74—V REFICADEINET,
[AAR#EI/)L—% (Ingress Virtual Router) ]

BN —T 4 TN T o8y NU—=7TlE, 774 v RFy FU—ZIZAL L&l
W3 ARV — & D4,

[41 >S4 %58 (Inline Result) ] (syslog : InlineResult)
U—r7ua—t7—7) Ea—TlE, ZTO7 44—/ RIZIFRONTNONRRINET,

£1:7—9 70— Ea—b+rTF—TILE2—D [ 254 %R (nline Result) 17 1 —IL FKORAR

Vi =D =17 S

9 =V N =Ly hev AT Aan Ry 7 LELE,

B ErrRr
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T4y

=k

(Mo T4V FRHZ Ry (Dropwhenlnline) 1BRARY —F 7 a

(1 T4 VIEBBRE) Z2AENLIEHmE. £V AT ART L—=
YZLTWHMIC[Fry 7 LTA R ]\%EB}Z?‘&B (Drop and
Generate) [/L—/ANA X2 R EAR LSS, IPSH Ny bae Ra v
Tl ERLET,

IPSII/XT v N &SESRITIRE 1 TRUE L2 ATREMEDRS S D £923, 2
Ny bEEUERIZIET B v 7 STV ET,

TA vl (2
H)

Ny =S — I [Ray 7 L TA Xy haE4ERT 5 (Drop and
Generate Events) ] IZiEINTWEREATL

RORIZ, A TA UFRERDEZ OGN LADO—H AR LE7 ( Twould have dropped] 35 X
O [lpartially dropped] ) o

1054 ViR

HH 7 B

would have dropped

Ny TEH—REREFX T (AT DH v TE—RKFE
EF—RDA U H—T AR 723Ny v T E— R TA
H—T A AR LTNE

TO
) BRET— FORAR [BARY o —0OREE— K%
y— BHICHEE L TWET,
BEGOXA LT T b TCP/IP 5N Z A LT 7 L

72728, SnortHEET ¥ 0%
WAL —REl LE L,

partially dropped

Bk T LE Lz (0x01) [ BTy o —dfERcic
DU THNE 7o —RNTFA &
niz7ue—HEBz 554,
Snort i&E— > L, b
HBEEORWT v —% 7 L —
=7 LET,

PR T LE LT (0x02) | Snort = > ¥ v 2 FitAil
KT BHE, ATUDNHES
. =V T b AR
DIEWTu—% T —=7
LET,

BEGE & T LE L7z (0x04) | Snort RFE T 2 ¥ BIEF T
Yy v MNEOUTHE,
CNITRTOT I T 4 T
Tu—% =Y LET,

gAY+ I
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B er~oroi—nr

Ny T RETIE., BARY —D/L—)LOIREERCA T A v Fa v TEEICEfRRL . 41~
TAVAVE—T 2 AANE v T T— ROLEEEZD T, VAT AINNTry hae Ry 7L
FH A,

ZOT7 4= RERFETDLEIE, ROWTNE A LET,
edropped : /> 74 VIERHERE TNy N Ny 7350 EInERELET,
«would have dropped: A > 71 VEHEEE T 7y M Fu vy 745 L9 ITRARY
VeRRESNTWDEEIC, Xy M Rry 7T 5083 0ERELET,

« partially dropped : /N7 v F3EEICEE EITRE SN N E I DERELET,
L, ZORTy PEEGURERIIBET 0y 7 STV ET,

B AR 1) < — (Syslog: IntrusionPolicy)

ARV RNEERLTZBAV—V, T Tayh b—), ERETa—F L—ABERCE
NEFRAR)—, TI7®¥A o=V R —DF 738 T2 art LTRARY
—HRBIRT B, TR 2 b — L =L EEARY —REEAIT A N TEE
7

10C (syslog : NumlOC)

RBAAXR b2 P T—L LTHERLIE N T 7 4 v 703, BERICBIRT 58 2 M3 212 A
OEEF (I0C) & FUT—E L TR L2 E 50,

D7 4=V REMRFET HE XL, triggered £7-iEn/a ZHELET,

[Avt— (Message) ] (syslog: A vt—2)

ARV RNEBHATLETFA N, = R—=ZADRAA X FORGE, A XV R AybE—UF
N—ANEREENET, Ta—F_XR—=2BL07) 7oty X—20 1 X hOFEIL,
ARV AyE—VFIN—RKa—FT 4T ENTNET,

Vrx L —2EB LW Snort ID (GID & SID) & SID N—Y 3 v (E]) 1Ih vy aTHARE anm
VEEY OFIRRTE A v —ORRBIMIMENFE T (GID:SID:version) ., i :
(1:36330:2),

MITRE

70 v 7 LTE—FNEZEITE AHMOE, Zhui., ZOMENIZSH D MITRE O & %
o) A MERLUET,

[MPLS 5 ~ )L (MPLS Label) ] (syslog : MPLS_Label)

BAANR M NU =Ly FEBEMT LTS <LT T r ha) T~ 21 v
Fo T Tl

[y FT—%2 594K < — (Network Analysis Policy) ] (syslog : NAPPolicy)

A XY NOERICEEMS T ONTWA Ry NT—Z7 05 FR Y v— (BbDA%E) .
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DT 4 —)L RIZit, BB ENT- URIORIIO 50 TFERFERINET, EWE URI OFREL
WCRA VBB bEd L, HRK2048 A FETOREERURIZR R THZENTEET, £
72, K2048 XA FETORERURIZ/7r v b Ba—{lFRT22LETEET,

92472 b®DF) PFILIP (Original Client IP)

X-Forwarded-For (XFF) . True-Client-IP, E£7213 7 A% AEFED HTTP ~v X —MLEE S
7o, T AT NPT KL A,

ZDT7 4=V ROEEFRTDHITIE, Xy NIV TRV o —THTTP 7'V 7Yut v¥ [
DI FAT NPT R ADOHH (Extract Original Client IP Address) ] A4~ 3 AT
LZMENHY ET, A7V a T, Xy NT—JfHTRY U —DRLETY 7T, K6ODH
ABNTTAT U RIPRHLEREL, VAT LN [Z AT bOAY F /L 1P (Original
ClientIP) 14 X2k 7 4 —)L ROMEZIEIRT L EINANL 2 5% E L E 7,

[Z5EE (Priority) ] (syslog : Priority)

Talos f T VP =V AT )N—7 THEINZA X FOEE, BREIL, priority F—

U— F@{ﬁi flﬂi classtype 3’\"—]7‘_‘ ]*@’Tﬁc:;dﬁ; Liﬁ‘o %@ﬂﬁ@{%]\/]}/\:/ ]\@%/ﬁ\\ 70

TAF VT 13T a—FEE37) ety hicloTRESNE T, BRMEIZ. [&
(high) 1. [F (medium) ], BLO[ME (ow) ] T,

[Z’B kaJL (Protocol) ] (syslog : Protocol)

Secure Firewall Management Center ® Web A & % —7 = A AT, ZDO7 4 —/L NIIHRET 1 —
L REHTY,

http://www.iana.org/assignments/protocol-numbers |2 —ER RINTND, R THEMTH L7
AR— k7 haAVOLFTEITES, iUk, BEILE X 0%EEAR— NICMP OF & BEff
Y 4N A= = G

#:2%& (Reviewed By)

AR NERER L2 — D4R, ZDO7 4 —)L REHREKTH L XX, unreviewed & AT
He, FEHERENTWRNWARY FERBTEXET,

Revision (syslog 0 &)

AR NOERIHE SN TZBEL D=V g v,

WDRAANR N 74—V RIZETAEHROSHL T EE, [Pk b —F (Generator) ],
[GID], [#A vE&—Y (Message) ]. [SID]. ¥ & ¥ [SnortID]

W= nN—7

70Uy 7 LTCTE—HNLEREITE L5IEMITRE V—L 7 L—70¥, i, v—iLr 7 L—7F
DY A MERLET,
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BALRU L |

[tF2UT 4 22TF X+ (Security Context) ] (syslog : Context)

NI Ty 7 NI LTIARR T 7 AT U =N TN—THNT DA T =5, VAT LR
D7 4=V RICT = FaRET HDIE, v~ VF 3T F A FE— FD ASAFirePOWER 721J T
bdAO

SID (syslog D)
ARy R EAEM L=V OEL D (SnortID & H1N5)
RDOBAAXR N7 4 =)L FICETLHERBSBRLTZS, [V b —4 (Generator) ],
[GID], [# vE&—¥ (Message) 1. [GT (Revision) ], 33 O*[Snort ID]
Snort ID
ZDT 4=V RIFMET 4 —/L FEHTT,
(syslog 7 4 —/L RIZ2OW T, SID #ZML T Z&EWN, )

MBREETT IS ANV FEEK LTZL—A D ([Snort ID|SID) Zi5ET 5, 473
VT, =N DOEEY =X L —XID (GID) BLOSID ZHELET, T T, GIDEBLON
SID/Zz=rmy (1) TRUEUIGI, GID:SSID DRI F3, WOBROEBEDEEIBETE F

R
5 2:[Snort ID] 23 1E
& 151
H— SID 10000
SID i 10000-11000
SID LY K& >10000
SID Ll | >=10000
SID i <10000
SID LA F <=10000
SIDDOH <X U A K 10000,11000,12000
B —0 GID:SID DA 1:10000
GID:SID DAHEDLED T o~ KGIY U 2 K 1:10000,1:11000,1:12000
SID 5 & U GID:SID OflAGHED A o~ XYY U A k 10000,1:11000,12000

FRLTNBA X D SID B [A vtE—T (Message) [ FNCFKREINFET, dEMIZONT
E. ZOHD [A v E— (Message) | 7 4 — /L FIZOWTOHMHAEZSRL T 7EE N,
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Y —ZAMDKEE (Source Continent)
BAA R MIEET L EER A DD D KPE,

Y —ARADE (Source Country)
RAA R MCBEHET LEXERA O dH DIE,

#E{ETLRR FEEE (Source Host Criticality)

AR IPERSNIZE EDOFEEITLARA NEEE T 28 A FORA M EEEFEEOMH)
RARNDODEBEENEEIN TS, 207 4 — /L RIEHFINLNVZ LICHEELTLLEEN, =
L, LAY M LWEEEOEICR D £,

[E{ET IP (SourceIP) 1 (syslog : SrclP)

RAA XY MIBEET LERERA MBMEMRTLIP T RLA,

A= —H VAR UK EEmAERE, BIOEEE/ZEE 7 — NV RICETEELS
L TLSIEEN,

[E{ETTAR— RICMP 2 1 7 (Source Port/ICMP Type) ] (syslog : SrcPort, ICMPType)
FEILHRA RDR—FES, ICMP N7 7 4 v 7 DREIT, R— FE SRRV, D7 41—
U RIZIZICMP # A T3 ERR S IET,

[E{Exa—4H— (Source User) ] (syslog : User)

B B LA A RO IP 7 RLRICEEMT bhi-a—HF—4, =7 27 a4 FOREET
RAFTHDLIHELL ) TRVWEENRHY £, Zoa—F—#EE, @F. xv FV—7 Lo
oS SRET,

FETHGE. 22—V =L DOHITIE <realm>\ BfFVTWET,

SSL Actual Action (Syslog: SSLActualAction)

Secure Firewall Management Center O Web 1 & % —7 = A A TiX, ZTDO 7 4 —/L NIIRET 1 —
NV REHTY,

VAT AR SALSNIZ N T T 4 vy ZICEA LT 7 a v,
Javy/tey MiEITA VY

Tny s Sl sbEe R LET,
s (BEAR)

HEAY— FEAEZEH L TES SR EERE R LET.
BE (F—0OxH)

B SNIZAHF—IC LB CBEA T — GEHEL M L TE s SR EER e £ L E
o
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BAARYE |
B er~oroi—nr

B75 BEHmox—)
BEHmowExr—2MH L TESSNEGEERERLET,
TIHIWETOaY
PN T 74V N T v a ik o T SN L ERLET,
‘s Lin
VAT ABNEE Lo T B A R LET,
74—V FEIE, RV —27 7 — =D [SSL A7 —HZ A (SSL Status) | 7 4 —/V KiZF
RENET,
[SSLEFEAZ1E%R (SSL Certificate Information) ]
ZDT 4=V RIIMET 4 —/L FEHTT,
N7 7 4 v 7 HREEALT D 72D OB F —FEHEFIIRAE S LD IROEH
e TV N TILHES  (Subject/Issuer Common Name)
« 7Yy MEATICH (Subject/Issuer Organization)
« TV NFITIEARR AL (Subject/Issuer Organization Unit)
« FEMIR OBAAA/A& T (Not Valid Before/After)

« > 7% 5 (Serial Number)

REBAE T 1 —7"U & (Certificate Fingerprint)

« NBF— 7 40—V | (Public Key Fingerprint)

SSL cBX3EH (SSL Failure Reason)
DT 4=V FITRERT 4 —/L FEEHATT,
VAT LS SNTE N T T 4 v 7 DS L TR,
* Unknown
* No Match
* Success
* Uncached Session
* Unknown Cipher Suite
* Unsupported Cipher Suite
* Unsupported SSL Version
* SSL Compression Used

* Session Undecryptable in Passive Mode
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 Handshake Error

* Decryption Error

* Pending Server Name Category Lookup

* Pending Common Name Category Lookup
* Internal Error

» Network Parameters Unavailable

* Invalid Server Certificate Handle

* Server Certificate Fingerprint Unavailable
* Cannot Cache Subject DN

* Cannot Cache Issuer DN

» Unknown SSL Version

* External Certificate List Unavailable

« External Certificate Fingerprint Unavailable
* Internal Certificate List Invalid

* Internal Certificate List Unavailable

* Internal Certificate Unavailable

* Internal Certificate Fingerprint Unavailable
* Server Certificate Validation Unavailable

* Server Certificate Validation Failure

* Invalid Action

74—V FEIX, BTV —2 70— =D [SSL AT —4 A (SSL Status) | 7 4 —/L RIZF#
IRENET,

SSL X 7—#4 X (SSL Status)

Mot S =i 2 fedk L7z, [SSLOEEEOENME (SSL Actual Action) | (5 /L—v, T 7+
NRT 7 vay, $TFESTERW NI 70w 2T 7 ay) ICBHELETY 7 ay,
VAT ARRE AL SN T D SALIC R L7285 A, EIT SN [SSL OFEBEDOT 73 a3 v

(SSL Actual Action) | (EB/LTEXR2W T 7 47 T ay) L [SSLEEEDOEH (SSL
Failure Reason) | BWERINFET, 72 2L, AARKEZAAL — M Lo TSz h 7
T4 T VAT AR L, FRUEDA AR g v EEPIC I NETF A LSS, o
DT 4 —)V RIZIZ[E S Ly (RBZeE 5 A4 — k) (DoNotDecrypt (Unknown Cipher Suite)) ]
NFRENET,

AEHE O Z KR 21T [my 7 (Lock) 1742 () 227V v 7 LET,
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ZDT 4=V RERET HE XX, [SSLDFEEEDT 7 a2 > (SSL Actual Action) |3 LW
[SSL FEEOH M (SSL Failure Reason) | Dfiz 1 LA EAZ AT LT, VAT AR L =K 5
{bENTZ b I 740 v 7 FTRITESALICKR LT NG 70 v 7 2FRRLET,

[SSLY T2y MFEITTE (SSL Subject/Issuer Country) ]

ZDT7 4=V RIIMET 4 —/V REHTT,

W SRR IS BEEAT T STV AL £ - 13T E OEICET 5 2 3050 1SO 3166-1 7L
7y 2Ea—K,

BEZl (Time)
ARV NORFMMFERZ, 207 40— )L RIIBRRBRTXFEFE A,

[VLAN ID] (syslog : VLAN_ID)
BAAXR M U H—& LTER LT v b & BEMT Bz NE VLAN ID,

[Web 7 71)5r—< 3 > (Weh Application) 1 (syslog : WebApplication)

BAAR PR M= LTHERALEZN S 740 v 7 THRHENTZHTITP F T 7 4 v 7 ORNE
FITEREINZURL #E T, Web 77U r—va v,

VAT LANHITP OT7 7V r—vary 7a halzZ gL, BED Web 7 7 r—a %
B TE o258, VAT IR IC—%E72 Web 7T U0 FiREZ#REE L 97,
Web 7 74— 3> AT3UELU4SS (Web Application Category and Tag)

T = a  OERE R BRI 2 DI D, T ) r— a v ORI R R TR,

Zero TrustR (St 1—4H—
TIAR— b TSV = a DT I AEER Lz a—HP—F A AOREA D,
BENEY Y

PROANY +

LA

AN IRF Y NU =I5 2 D582l 5 72012, Secure Firewall Management Center |
BAANY FDOT =T N Ea— TNV ERRLES, AN FILIT, VAT AIRE
LALVT A avizBML, RAT =%, Xy MU= BT —4% | WggtiEm e opfkx @T
~LET,

B ErrRr


management-center-admin-77_chapter28.pdf#nameddest=unique_514

| BAaRUE
YD T IV |

A\

6=

NetFlow 7 —# b3y NU—7 < v FIGENMS AR MIERFREe AL —TFT 4 > 7
AT LAOERITZIZND T, VAT LT, ZHHDKRA MUERAT DRAA RV M LMETS 722
(ART Bl R) AR FL_LERIDYTHZENTEERTAL, 20X 7Y
BlE, RAPATEEZHHAL T, AA MDA —F 4 7V AT LD #FETHRE L

B

RO, B~V THHTREREZ R LET,

A

®IFELRL

BN SN nS5— ErL

[ KB Jr— RAZTEARR R LSaSe AR IS & bRy k

(Unknown) ] U— B Lo TE=ZENRTWS Ry b

(o) U—7 FIZHFELE A,

(38 5 Ly R WOWT I EITVET,

Vulnerabl

<'W e ] FEETEAR A b E ISR A LR b

() U2 <y 7RICH Y . WEEEMEIEAR R BT

vy BV SRET

EFETEAR R MERIFFEREFA ME, vAL
A, bvaADOKRE, FRIMOEZOH D
V7 MU =TI Lo TRES NS ATREMEN

bvET,

[BERICHE | BRI T Ty EETTAA PERITSEARA NIy hU—7
GE < 7HIZHY . RONTRAMNTYTIEEY £

(Potentially 5
Vulnerable) ] O D
(&) e IR— MEMO T T 4 v 7 OA, R—F

=TTV r—ar e haliyE

ITLTWET

o R— MEMTIZRW RN T 7 1 v 7 OB
ARAMITa harvzEHLET

gAY+ I



BAIRYE |
B arq~orcmEdoh-EET—2 0%

EZELAN) |MEE ho— SRER

(BREMRBME | HEIIMH Cidh | Ha BEETEARA N EFLITSEERA MIRy hT—2
DL A <y FHRICHY . KOVTRINTYTIEEY
(Currently +.

Not

Vulnerable) ] «R—=MERDO T T 1 v (&2 TCP
(3) F 7213 UDP) %A, A— FBEAWVTNE

A

e R—MEMTIIRAWI T 74 v T (I2k %
£, ICMP) DA, RAMIT 1 harzz

EHLERA
[?%ﬂ@— R Z =5y b | T — EEILARA M ELIFEERA FBRE=H —% 5
7y b DXy NT—=27ZHDETH, xvy hT—7
(Unknown < THIZEDRA MO MY RHY 4

Target) | Ao
(%)

BRAAANY MIEEMITONEERT —2 DERFR

VAT AIE, BAAXRY I ENER AR TEET, ZouXr L, TR
k=L = VBT T BTV AIRAR Y —I26 L CHEBIRICITORE TR, 5741
hT U a AEET DT — X AR A2, BEn X0 7 2 FE AT D MEN
HoET,

BT — % OFRRIT. AR FOTF—T )L Ea—MaBET 35850 EFICRLL T,

~IVTF RAAL VEBRBRETIE, BUEO RAAL VTR NAL L OT =2 2 RKRTHI LN TE
F7T, B~V D RAAL VEITIRH RAL DT =22 RKRZT DI LITTEEEA,

FIE

ATv 1 [54 (Analysis) [>[®A (ntrusions) 1>[4 X2k (Events) |Z3&R L £,

ATV T2 T=TNOF = IRy 7 A%MHLTURAALRY REZRIRLTHD, [Yv 7 (Jumpto) ]
Koy 7H o J A RS [B6 (Connections) | R L £,
ek
[ U HIET, FFEOHERICEE LIRBAAL XY haRRTEET, e Tk, [v—7
Tu—MoFesr—var] EBRLTIESND,

EELEY D
s hicgEsion X7
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grr~vregREasLte— ||

BALSRY N U= 7a—0fH 27 2—)
Pl L O X 2 U7« BhEOE A X b T — 7 VO

BRAAANY bZHERFHELTI—Y

FIE

BAARY EBREEOHDH LD TIIR NI ERbhol=b, FDOA Xy FAfERFEL L LT
=7 T&ET,

BAALR FEFHART, ZOAR IR Fy NT—7 X2 U T 41Tk L TEBTIE RN &
NWhoholzb (21X, Xy "V —7 EOFOFRA M EINT-= 7 X7 A MIk LT
MEB TN ENbMoTNDERE) | TDOA X M aERFERE LTy —r TEET, R
BEHDOA R MIA RS N T —=FRX=RRFES, A Xy FERREHZE ENETH, 7
T ANV NDIRAA R F R_R=TNEFREN2 LR F9, BOOLARINLEa—T L LTH
IRENET,

~VIVF RAAL VREBATIEL, A XY MOEERF DO~ — T 215 &, DA X MR RATHE
2T RTCDRAAL LV TUVAT AL > TA Ry MIHEREA D~ — 27 BT 5 ET,

N I T T FAT LT LHEREADRAAL X N 2—ZHIBR LTSS, Xy 7T v 7%
BT 5 &, HIBRESNIZBAANRY M Ea—3HxEINE TR, HREADAT —F AIHE5T
SINFEHA, T LTEHILSNIREAL N ML, [#EBEH~A X & (Reviewed Events) ] D
TTIiE7Ze< [IBAA X2 b (Intrusion Events) | ® FIZRRINFE T,

RBAA R ERRRENDHX—V T, RO2ODFELZFIRTE LT,

e AR EDY A RNNPL I DEFITEEORAAL X MI~v—27 21T 5121, 41XV bD
BRCHAF = 7Ry 7 A% F AT LT, [LE2— (Review) |27 U v 7 L¥7,

e AR EDY R INPETXTORAANRY MIY—27 T 5120, [TTHEGR (Review
Al) 122Uy 7 LET,

EErEYY
BAALSRY N U—r7a—0fH (27 2—3)

LHIICHER LERAAARNY FORT

<IVTF R AA VRBITIE, AV MIERB LD~ —7 BT H L, DA X2 FaFIRA[EE
BRERTDORAAL L TYAT AL - TA Ry MIHEREFEHAO~—7 DM 5 ET,
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BALRU L |
B #zrseaq~y rcxBROY—Y 26445

FIE

RATv 71 [2H (Analyss) 1>[BA (Intrusions) | > [FEREHAHA N> b (Reviewed Events) 1%L
gijﬂo

ATV T2 WOBRENRH YD 7,

o FEFE D H OFBCHE - T, FEMHEHEEZFRE L 5,

RAAXR DT =T N Ea—RNEFENRNWAAZ LT =7 7a—%fH L TWAH5E,
J—77ua—0DXA MVORIZH D [(V—27 7a—08) 0 x) ((switchworkflow)) % 7
Vo7 LT, VAT AIRMDOU -7 7o —onFhnad @R LET,

s RIRINDHA XY FOFEHIZOWTIE, BAARU N 74— F @xX—=2) 258U
TLIEEW,

BEENEYD
BAARY N U= 7a—DffHE 27 3—)

FEARABFABAARNY NMZKEEZDOT—Y 21115
AR MIRWERD~—T T D2 & T, HRELAA RN VT 740 hOREAAL NV b
Ea—IlZRTZENTEXET,

VIF RAAL VEHTIE, ANV MIHERBBADO~Y—7 2F1F7 5 L, ZOA X2 N EFRRAHE
RTRTDORAAL L TYARAT AL TA Ry MIHEREHRDO~—7 BMFTHh £,

FIE

EFBFE A N FINRRENDH =TT, RO 2 OO HEZRINTE £,

« HERRBE A N b U R EDBEBIORAA R S EEIBRT HI2E, FFEDA N2 h ORI
OHTF v IRy I A F AT LT, KR (Unreview) 127 U v 7 LET,

« HERRE A X N U R RO TRTORAAL N MEHIFRT D1TIE, [T TRMER
(Unreview All) 1227 VU 27 LET,

JyJaoteyH ARk

7Y T aty bR RET SEERIZ2oH 0 £, 100, Ty MR LTRESNET 7 v a
¥ (HTTP N7 7 4 v 7 2805 L CEHILT 570 E) 2FTT 588, o 120F, ~7 v b
PREEOT ) Taty A7 va vz NI T—LEXIC#ETA7 ) Fat v L—LHR
AN TOWDEGRIEFICA N NEERT HZ T, fFEDOT ) Fuky A7 a0
FITEMETDEVWIEIETT, L xiE, 7V Yoy RIS O _HEICza— REhk-
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| BAaRUK

Jygnevynszar—4an ]

NF T4y B LTSI N RER SIS X D12 HITiE, HTTP Inspect D [ -H
x> 22— R (Double Encoding) 147 a > &, HTTPInspect Generator (GID) 119 335 & U [Snort
ID] (SID) 2 RFFESN-EHE#ETHTY 7k v¥ L— L EZHHT L £7,

TNy OFETERET DAV MEEKTDHE, BRER e harz s/ A7 e A b
BT DI EZNLET, e 20X, WBRFTZEHEHL WD IP 7T 7 A FEER LT, &
A N ET DoS WEAMHIT D AMEMENRH Y 3, IP KLV 7ty Lo X A 7D
BEABREL, TUCETLEBAALANY FEAERTEET,

TV Tatyh A X NME, Xy N T A AT LA R N OFEM7R L — LV DR N E R
SNIRNENSRT, = A XN EFRDET, bz, Xy b T AT LA
X, 41XV F AyE—Y GID, SID, "7 h ~yX—FT—ZBLUry h X/ r—F
DERINET, ZHUITED, XTy bO~y X —FEREST L, ZO~y X —F 73 0
FRPTHLINEEI DB LT, FRNRV AT AETT AT 0 A NT L AREERH LA
X, Xy b B RERETEET, ) 7aky FCL D857y hOSINETT 5
L =V T, FORERITE U THEE R — L EFATL (T ey BRE Ty
Mkl L, Aty a rO—EE LTI CE2GE) | BENRa T Y LL
DB DN T E LI EITV, FNHDO/R7r Y MZOWTHE L ET,

J)JatydoozrL—42 1D

K4:>zxL—421ID

&7V Tty Hicit, MAOY 22 L —F% IDFS (GID) BAHY., ZHI 7 v hicko-
ThUV A= LTHEASNETY ety dzrlEzd, —HOTY ety HIFEE Lz
SIDHH VY, ZAULEEMNKEE HFET 5 IDESTT, L—D ([SnortIDISID) 73, /L—/b
ERUAT—ELTHEHATEZ Ny hoaryT A FatcEx 2 5ELIFERLT T, 201D
TR VAR NDEATEDNFETHZLITE 5T, AR ML VIRIHITT 5D
TN BHET, BAR) == DORXR—=TDF ) Tat oY T4 NH— T N—TDTY S
o ZEicF) ey =BV X NTEET, £, STyt ety
Y =T TYNE— TN—T Oy b Fa—R T/ —F%) A TEE
7

\)

GE)

WA X D SID ITRENET,

FEHEF 2 2 N L— X s THEKRENAAR M, P2 —Z D1 (Fa—r3L R A
AVFEFIXV A —GID) F£720131 1000 ~2000 (FFa KA A V) T, HEAT V=7 b L—
NDOFE, A POV 2L —FIDIE3 T, EBHDHEEL,. P TA—LERKEDOL—

WDOFRTIL, & GID ZAEKTHA X FDOZA FITHONTEBHALET,

aviR—2 bk ERBA

R T ¥ A M L—L Ny EDMVEHET XA N L— B N T—E LTHEAL

T2 EWCAR IBRERENFELE (Fe—rUr RXAA
VEFIZVAI—GID) .
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ID aAVER—F2 b+ SRER

2 B TFE R b I EE Yy arnb Xy VAT HEEZ T VX
L—HIZLoT, AV MBERINE L, 2T,
tag b=V A7 a UIMER SN AGAICEAELE T,

3 HEHEFT T N —L Nro vindkEEA T2 b =B N - LT
ALz EEITA RNy M ERSNE L,

102 HTTP ¥ o —4% Ta—K PN, Ny MNO HTTP 77— % 218 5
{LLE L

105 Back Orifice 7 4 7 7 # Back Orifice 7 ¢ 7 7 Z 33, 737w MIESEAF T 5472 Back
Orifice WEAZFTE L F L1,

106 RPC 5 a2 —4%& RPC T a—X0ry Nt LE Lz,

116 Nry b Ta—H Ry b Fa—FitloTAX_y MB4ARKRENE LT

119, 120 HTTP Inspect 7'V 7't 4 HTTPInspect 7'V 7' mt v HIZ Lo TA Xy FBERK S
* L7, GID 120 /L —/LiL, $— X—[EAGD HTTP b T
T4 v 7T AL— T,

122 A= AXY L T 4TI H R—=hAX x> 70—FT 4TI XL >TAX M3 4E
BREE Lz,

123 IPTF 777 A H Wb SNT-IP 7 — & 75 A AU FRER T X 2o
eIz, ARV ERINE L,

124 SMTP 5 22— 4 SMTP 7' U 7ut v 4N SMTP X—7 X457 A7
A FERELEZEEC, AV MREREINE L,

125 FTP 5 o —#& FTP/Telnet 7 2= — X NFTP b7 7 4 v JINTZ I A7 A
FMEBH LZEEIZ, A0 POVERRENE LT,

126 Telnet & = — 4 FTP/Telnet 7 =2 — &N Telnet ~F 7 4 v VN T/ A7
A FEBRELEZEEC, AV MREREINE LT,

128 SSH 7'V 7ut v SSH 7V Zutvy¥NSSH hF7 7 4 v J7NTZy A7 1
A FEBRELEZEEIC, A MRERENE LT,

129 AN =AY Fak i AN —A 7N Tuaky LB AN —AORHLEH
W2y AV MR ESIVE LT,

131 DNS7'Y Fuat v DNS7V) 7ty il Lo TARy MBERRENE LT,

133 DCE/RPC 7'V 7t v DA ME, DCERPC 7'V uat vtz Lo ApkS

nE L,
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T2 EWTARY IR ERSNELL (FRIEALY)

BAARDT—Y 70— K=

HIEORARY O —THHIR>TWAEF Y TakyY, FTa—4%, BLIOMEAL—LIL, £
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[RUAZ T ] LTI EDFE R — NOFMEREBRET LI E, 25D X2 MNIH
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AR SO, AN F A=V R EDFERPRINET,

ARV FEBRLTCY—7 70 —DRON—VE2FRTH5RDVIC, T—T N Ea—TA
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EVE ot AOEEORET, fIERESREOEYy FELTIRETEET, &2, xv b
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FHEOEYy FELTRIFT D ZEITTEERA,
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RAT9T3 ROBRIENRH Y £,
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NOFTvaid, T—FFATRVAT ACERESNTWVOMAEIC L > TRRY 5,
FERHZOWTIX, WebX—2AD Y Y —=ZAZfH] L7cA N FORFEZSZH LTI ZIVY,
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RPBESNDEENH Y £3, HORFHEIHIPE 245 T‘Ebt . T ORFREFEPHN O A Nk

NHIBRENAZ ENHY T, L—LDLIVEDE E%ﬁ%#é&\4«/b#$&é
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Ba—llRREINET, 7T ITAT VALK LTATA RTLHERRERE LT

by ZORUDBETHZENHY £T,

CHBEDT— T a— R=TVDAR "V — TS, FRTBEOY—7 Ta— =Y

WTEBEIT A2, V—27 70—0ffA%25B LT EEN,

 BIEDHIIEHEEE LR OBEDO Y — 27 70 —0_X— U TREIT A3, V—2r 7a—

NR=VOELIHLIELET OV Va2 ) v 7 LET,

AN T — 5’/\~7<7J>f‘o4/\/1\75:#]ﬂ[5%ﬁ‘6 . HIBR T 24 X FOMIZH DT = v

TRy 7 AEA AL, [HIBR (Delete) | £72iX [T THIFR (Delete All) 1227 Vw27 L
ij—o

o AR MIHEGRHE S D~ — 27 T T, BAANRY FOX=Unb TR b ZHIBRL, A

YR T ER=ARLIEFHIBR LRV E DT 2R BAA NS P EEREAL LT —
7 Q21 ~—=Y) EZRLTIZSN,

cBRLIAN ME N T—LTeTy hor—Jae— (libpecap ERD/ ST b F ¢

TFx TrAN) XU — R 5T, 57/D—F?6A7/% ZXoTRYH—
SNTARY NOHIZHDATF = IRy 7 A% F LT, Xy hoX T ra—R
(Download Packets) | £721X [TXTDO/Nry hDA 17 v — K (Download All Packets) ]
7 Vw7 LET, Fv 7 TF v iy M libpeap ETIRIEFSNE T, Z DK
X, EHEO— T e hav T I AP eEREIRET,

MDA NN B2 —ITBE L TR N FARRT DI, V2 T u—oT s —

valEBRLTLLEE N,

BIDOYU—7 T a—E—FICERT DI2E, [(V—7 7 a—0bl0Ez) ((switthworkflow)) ]

Vv LET,

cHBUIEOR=VICT SIEREND KHCR—VET v I/ ~v—0 T 52, [Z2OXR—VET v

7 ~—2 (Bookmark This Page) | %7 U v 7 L&,
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BErEY Y
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WOFRTIE, RUAXT T R= OB OV T L ET,

K5 FYLTIY R=STOARY FOFHIH

B 1B#1E

WDV —r77u— = iz Vv 7 LET,
DRIV NE T HHEEDE
WZHT 5
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TRTOAR DOy FERRLET,

BAARE Ny Ea—DER

Ry hEa—iF, BAARY MEERLEL—LE N H—E LTER L7y MZBET
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D). TL—AEROT 4= K (40R—Y) | T—X VU IEEHRT 4 —L R (4]
N—=) EZRLTIEIN,

c Xy NI BOBERDOFR : *v M-I BIEROFR (42 3—) 2R LT
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Ingress Security Zone

AR 2 N T—E LTHER LIRSy FOATIEX 2V T 04 V' —2 Ry U7 REARKT
X, 20XV Ty V=2 74—V REFICAESNET,

HAh+E+a21)FT 1 J—2 (Egress Security Zone)

ARV NE RN LTHER LAy b EX2 )T 0 ' —r Ny 7RI TI,
ZOT7 44— RIZIIATSNERE A,

KA A4 > (Domain)

BHARET NAZABBETDRAAL Ly ZOT7 4=V X, vV F7TF v —D79DI|T Firewall
Management Center Z 5%/ E L7722 LN H O A IR R INET,

Device

TrEA Ay hr—L R Y SRS LIRS A

tX*xal)T4 a2TF X+ (Security Context)

N7 4w @B LI T 7 A T O — v TN—T BT DA X T—H, v )LF 3
7% A h F— FD ASAFirePOWER DBEIT, AT LANIDT 4 —)L RIZTF— X ZRET5H
ZEIZERLTLIIEEN,
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ARV ENERNIAT—L LTHERALEARY Yy "OANA o E—T 2 A R, Ny T A F—Tx
AADYE, DA H—T A ZADFNEFICATENET,
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o
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B AV ABLOORGLET =4, B A=V ARHLIIRASL SV FOT =TV Ea—
CIFRRSNEEAN, BFA—LBHL 7= 2 I3RREMEL LTHATE 2 2 TR L
TLZEW,
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ntytd [~y —0r (LogHeaders) | A7 a  EHENTHHLENSHY T, /
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HTTP Hostname
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RA NG R T 521X, HITPHE ) 7ot o9 R A Mo 27 (Log Hostname) ] 47
VarEADNCTLHMLENRDD T,

HTTPER /N7 MIARR RARFIZEEN TV A DT TIZIR NI LIZEE LT EE N, L—
NR—=ZDA X MDA, ZOITHE/Nr v MZHTTP AR A M E72IZHTTPURI A E £ 5
LallfKraInEd,
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(HFETDHHE) BAAX b2 MY H—& UTHEMA LZHTTPER N » MCBER T B
721IEHE URL, Z OFfTICE, K 2048 A FO5EL7 URI BRFEREINET, URILN 11TED
EWEAIL, 5827 URI 2B T&E £,
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TR0 ERHY 5,

HTTP 3R/ MZURINEIZEGEENTWVDE DI TIEEARAWVWI EIZHEELTLEE N, L—b
R ZADA Ry FOBE . ZOFFIE 7 MZHTTP R 2 M4 £ 721X HTTPURI B & Fh 5 5
BIZFEREINTT,

HTTPJGEIZ L > TR U A —& LT SNTZBAA N2 FOBEHTTPURI 2245 1213
[T DOR—FTHORBNY —LEHERDOFIT (Perform Stream Reassembly on Both Ports) ] 4~
¥ a VICHTTP Y —"—DR— heRET OMERH Y £9, L, ZhTEY, FF7 71>
IOV TR TNAHDY ) —RERPEEINT H Z L ITERE LTS E SN,

AR — (Intrusion Policy)

(FIET HHE) BAAXY FEAERLIRA, ) et yd Ta—XOL—LngGic
INFRARY)—, 778 Z2ary b= RV —DF 74V s T 7 aré LTURAR
U —ZBIRTH0, 778X arha—L b— LV BARY —%BEMITH 2 LN T
ij—o

B ErrRr



| BAaRUK

iyt ea—mcogAL—Lozz [

7YX ar ka—)L KR — (Access Control Policy)

AR NEERLIZRALV—, U Tat vt b—b EET a—F L— L RFEHS
NEBAR) D —DNEENET 78R ary ba—LR) r—,

72X a2 tA—JLJL—)L (Access Control Rule)

AR NEERLIERALV— VLT ONTZT 78X ar be—v b—)b, [T 74/
7 7 v ar (Default Action) 1%, M—ABENIESNIZEBARI =BT 78R a2y trn—
V= VIZBHEHT B ns b b7 78X ar ba— L R —DF 7
NETI7vary L TRESNTVWSAZEEZRLET,

JL—JL (Rule)
FEAET X A N Jb—)b A X2 MDA, 4 X2 FEERLIEAV—L,

AR, EFT 2T v =, Ta—F, F37) ok vy HIESHTWAESE
1. V=V EHATEARVWZ LICERE L TLEE N,

VTSI R Y MU =7 ST AR E TN D00, BEE T — Y- n—
V=V DFRFHEREEA LTSy b Ba—TL— I ERE R R TE DHELY, =2—V—
O—/)L T 4 X TYVEZ D ENTEET,

772 <3 (Actions)

YT X2 N JL—)L b B AH B =L DA X OB, [7 27 3 (Actions) ] % B
LT AR FE2 Y H—E UTHEA LI L—VICTIROBIEO TR EFAT L E T,

=)V ERET D

=DV g D RF2 AL M ERRLET, BERNRT F A N A—LDHOLE
[7 73y (Actions) 175 [RaF = A2 FDFR (View Documentation) 1% 7V v 27 L
T, RX2 AV MDORYTT v 7T U4 RUO [b—/v F¥ =2 Ak (Rule
Documentation) | #7 U v 7 45&, L0 AR —LVOFEMERTRTHIENTEE
R

=Lz a Xy N EBEINT S
=NV DREELFES D
=D LEWVEEZRET S
o =L EEIT S

AR IR, ELFT V27 bA—, Fa—F, 37U Fatkt v ESW TN AES
1T, V= LB FHTE RN LICEE LTI &N,

NTY F Ea—ATOERAIL—ILDHRTE

BAALR ROy B Ea2—NT, AV bE M) A= LTHERA L= USx L THEE
DT 7 aviFITTEET, AXVIY, EAT 27 b—L, Ta—& £737Y
Tut vl SNTVBEAIE, L— A AFHTEXRANT LIZEELTL XN,

gAY+ I



BALRU L |

B orei—meorAL—LOBE

FIE

ATV T BANL— LS TEREINTZERBAL RS Oy b BEa—NT, [4X2 ME#R (Event
Information) |22 a2 ® [T a > (Actions) | ZREELET,

ATv T2 kD

B ErrRr

BRI DY £7,

TRAUR EET XX — L A X MDA, /v 2 A~ (Rule Comment) | %
TV LT, ARV MEER LTIV —UITHFA N 2 A MEBMLET, 2K
D, V=0, FFESNTZZ I A7 v, NELIIRY —ERKIZET 220 7F A B X
ERAIRETXET, S50, BAL—LZF 4 X TL—LDa A2 FOBEME L O0FE
REATHZEHTEET,
BELL : ZON— NV EBEHCT DL, ROFTvarontTinrnes )y LET,

« WADSnort 2781 — (<policy_name>) TZDIL—)LZFEMIZLFS (Disablethis

rulein the current Snort 2 policy (<policy_name>))

s A=A THEEENF=ITRTOSN0rt 2R O—TIDIL—ILEEHMICLFET (Disable
thisrulein all locally created Snort 2 policies)

ZDA R FPERET XA R L— I Lo TAERSNEAIT, HBEIDE D TOV— L%
MZTEET, B— DAV TRETEDITRNTCORY V—IZV—VEHRETEET, T

X, BUEORY v—%a— WV TRETEH5E1E, BIEOKRY v— (DFH, A X2k
BAERLERY V=) ORIINA—NAVEBRETHIL L TXET,

BAEDORY) —F T a0d, BIEORY V— a2 RETELIEBRICORFREND Z &IT
HEELTLEE Y, e z2iE, WAF LR U—%RETETETN, VAT 205
FI7FN N R —IIRETEETA,

GE)
Ny h Ba—MMmbitFAr7oc7 F b—LZ®EHz LY, T 74/ ORY —T
=NV L35 LT TEERA,

Nry bRy T AR NOER : N =l ole\ 7y b Rry 7 LTA N
Y hNEAERT AL AERETDICE, ROF T aronTnnzs vy s LET,
s bYA=y rE Ry TL, BEDSNOrt 27R1) & — (<policy_name>) TA XY
FEAERMT HICIE. CDIL—ILEEFE LFET (Setthisruletodropthetriggering packet
and generate an event in the current Snort 2 policy (<policy_name>))

s M)A=RTy rERFAYTL, B—ALTHERIAIZTRTOS0rt24 54 Uik
JO—TARY PEERT BIZIE, ZDOIL—ILEERTELET (Setthisruletodropthe
triggering packet and generate an event in all locally created Snort 2 inline policies)

BHHNRT NAANR Y NT—7 ETA U T4 VBBESNTWDEHEE, A XV &2 R
H—E L THEALEL—LEREL T, B—H L TRETELZTRTORY > —T/L—/L
NI —F5y e Rrny 7 TEEd, £iE, BUEORY o —% 0 — UL Ttk
TELHEEIE, BUEOR Y v — (DFED, A XV FEARLIZARY V=) ORIN—V%E
WETHZELTEET,



| BAaRUH
Kyt Ea—ncorAL—LoiE [

BAEDORY o —F T a i, BUEORY O —ZRETE HHEBICORFREND Z LI
HEEL TSN, 2ExE, IWAX AR U—%RETEETN, VAT LANREMT S
FI7FN N R —IRETEETAL, ZOF TV aiF A TAOEE Ry T
(Drop when Inline) ] BEAEDR Y & —THMI > TV DHAEDHERIND Z LITHE
BELTLEEN,

Mt « BEET 2 fL—b A X b OYE | [ (Edit) ] (Snort2 ZiRET 55:5) £
721 [Snort 3/L— /L Dff4E (EditSnort3Rule) 1% 27 U v 27 LT, A X2 h&EARKLIZL—
NemELET, AV, EL TV b—, Ta—X 3TV aky
FIZESN TN DA, V— A ZHEHTEETA,

G)

VAT LI Ko TR EN T (WA X LFHET X X R L— )L TIERW) v— L ERET D
e, FRIZIIEFHOe — L L=V EAER L TWH T EIZR Y £3, v—hL L—)L
ERELT, ARV MEEKL, BIIEORARY O —TrONL— L EBEHIZLTWNDL L
FHERLTLTZ& W, 72720, T 74/ DR Y —Da—H L )b— UIHETTE 20
ZEITHEBR LT EEN,

AN FOAER  [R— AV TIERR ST X TDSnort 2R Y & —TA X b &AM T 512
L. ZON— VEFEE LET (Setthis rule to generate events in all locally created Snort 2
policies) %7 U w7 LT, A XY hEAEKRTHL—NVERELET,

TDANRY FPERET XA R L— U Lo TAERRINZEESIT, V— L EZRELT, a—
HILTHRETEDLTRTORY —TA R AR TE £ T,

BEDORY) o —F T a id, BEOR) V—a2RETE HEAICDHFEREND Z LI
HEELTLEIY, LEXE, PAFLRY —ERETIETRH, VAT LANEMETS
TV E R —IIRETETEEA,

GE)

HEA T2 P A=V TTy b Ba—bA Xy FEERLEY, TT740 8 R
=T — LB ER LT HZ LIXTEER A,

WA 7> a VORE Ny b BEa—NTOMEIA 7 v a CoRE 39 X—) O
BRIZHE > T, [l A7 > 2 D% E (Set Suppression Options) ] % R L, el L 7,

ZOFTarEHHALT, n— ULV THRETELTRXTORY V—T, ZOA XV %
Y=L LTHER L= L2 i T ET, Fid, BIEORY v —% o — /LTl
HETXDHHEAE, BIEORY v— (0FD, ARV INEARLERY —) OHRTL—)L
R T AL TEET,

BEORY) o —F T a ik, BEOR) V—a2RETE HEBICDHFEREND Z LT
EELTEEN, 7 2iE, BAZ LR v—%RETETETN, vAapiss7
TR R I RETE AL

LEWEA T a Y ORGE : N7y b Ea—HNTOLEWEAS TS g ORE (38—
V) OBIICHES T, [LEVWEA 7Y 2 O E (Set Thresholding Options) % R L.
FATLET,

| gAY+ I



BALRU L |
B orea—moolznErivavoss

ZOFTvarEHEHALT, n— A THRETELTRTORY —Th, Zhzxz Y
=L LU THERLIZA—LD LEVMEZERTE £, £, BEORY v—%2a—7
IVTCHRETE D551, BITEORY >— (DFED, A XU FNEAERLTERY >—) TOH
LEVEEIERTL b T T,

BAEOR) > —F T a i, BHEORY) U —%2RETEIHAICORFREND Z LT
HEELTLEIW, LExiE, PAZLFRY U—IRETETETR, VAT LANREMETS
T 74NV EORARY —IIwmETE EHA,

K¥a2 XA FOFER: [FF¥= A FOFER (View Documentation) | %7V > 27 LT, A
Ny MNEER LT A= VOB ZEER LET, KIS, REIZSCTL—L Fxa X
7 —3=  (Rule Documentation) | %7 U v 27 LT, L—/LOiEMAERRTLET,

NTY P Ea—RNTOLEWNMEA TS 3V DERTE
BAAR DTy FE2—TCTLEVWVMELS 7S a V2R ETHZ LT, —ATkiC
FEf OB & & BITAERSNA A X boOFETIETEEdT, n— DAL THRETZ BT ITO
R —iZ, FREe— NV TRETZ 2GEITHAEORY v— (OFEV, A XV MEAKL
7R =) ORI, LEWEAS T a v E2RETEET,

FIE

ATV T BALV— LS TEREINTRBALRS hORT v b BEa—NT, [4X ME#R (Event
Information) | £ v a > ®D[7 7 a2 (Actions) | ZEH L £,

AT T2 [LEWEAT > 2 > D% E (Set Thresholding Options) | Z BB L. RO 2 ODOFRhA T =
b 1 OEBERL £7,

s BIFEDSnort 27K U — (<policy name>)  (in the current Snort 2 policy (<policy name>))

o B — AV THERR S L7237 TPDSnort 278 U 2»— (in all locally created Snort 2 policies)

ATV T3 BETHLEWEOX A T HRINLET,
cHHEBIM T LITHRE LA XV b A AX U ADEICHIBRT 5 5A 1%, [HIFR (limit) ]
Vv LET,
cHIMZ EITHRELIARY b A U AZ ZBZET H - NTEIM AT O HEIE, [LEW
i (threshold) 1% Vv 7 LET,
CHEINTIEANRNY N A VAX U RAEITE LR T, MIlH-0 1 BFommiziT o 5ae
%, (M7 (Both) 1%27 U > 27 LET,

ATV T4 L THLEVMEEZZ U v 7 LT, A b U AX U A% [IE7C (Source) JIPT KL & &
[564¢ (Destination) |IP 7 KL AD EH 5 TBT 20 2EE L £7,

B ErrRr
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ATy TH
ATvT6

ATy 71

ATvT8

Ky bk Ea—meomitr7vasoge |

(7 (Count) | 74—V RIZ, LEVEE LTEEHAT LA XU A AZ 2D AE AN
HLET,

[# (Seconds) ] 7 4 —/V RIZ, A XV b AV AX U A& BT 28R Z2EET 58 (1~
86400) # AL FET,

BEFDRARY 2 —TZONL—VOBIED LEVMEE A —/ =T 4 R T8, [ZD—
NOBEFOKTE % A —/N—T A4 K9 % (Override any existing settings for thisrule) ] T = v 7 78 >
T AT AT LET,

[LXVMEDMRSFE (Save Thresholding) 1% 72 U v 7 LET,

Ry b E2a—ATOMEA T 3> 0%E

FIE

ATy

ATy T2

ATvT3

RTvT4

A7 a v B2EHLT, BAAMRXC 2 FE LT, FREEETLIP T RURAE=13565%
IP7 RLAZHESHNCTIHITEET, a— DV THRETEDTRXTCORY »—TMfil4+ 7> =
VERETEET, £003. BEORY V—2n—h L THRETE 2581E. BIEORY »—
(DFEY, ARV PEERLIERY v—) ORIHHIA T > a VERETHZEHLTEET,

BAN—INZ X S5 TERENTRAAL X Oy b BEa—NT, [/ ME#R (Event
Information) |27 a>® [T 7 a > (Actions) | ZE L ET,
[#lA4 7> a > DOF%E (Set Suppression Options) ] Z B L., D2 SOER AT a ok
51 2%EIRLET,

« HIFEDSnort 278 U 2— (<policy name>) (in the current Snort 2 policy (<policy name>))

o T — AV THERR S 729X TPDSnort 278 U 2 — (in all locally created Snort 2 policies)

GE)

BWEDRY) —F 7 aid, BEORY) —aRETEDIHEEGICORFERINET, &2
. HAZ LR —ZfRETEETN, VRaNBETAETF 740 N R o —IRETX
FH A,

WDONFNIND [BHEHE (TrackBy) |47 a U EBEIRLET,
HRE LGP 7 RLANLEFEEIND N v M X o TEBRIND A X2 k&I
T 5EE1E. [E1ET (Source) 127 U v 7 LET,
FRE LIS IP 7 RLRIZEFESIND T v ML o TAEKR IS A X2 M &+ 25
BAIx, [#i5 (Destination) 1227V v 7 LE7,
c ZDANRY b B UH=LI— DA R b EFEECHEIT 55 81E, b—/b (Rule) ]
Vv LET,

[IP 7 KL A (IPaddress) ] £721X [CIDR 7' = v 7 (CIDRblock) |17 4 —/V RiZ, EELEL
5P T RL AL LTHRETAHIPT RLAE/ILCIDR 7y 7 /7 V7 4 7 AR&# AL
i‘ﬂ—o

gAY+ I



BAARYE |
B 58071k

ATy T5 [l OLRTE (Save Suppression) ] &7 U v 7 LET,

BErEY Y
Firepower > A7 LD IP 7 R L AFK itk
TL—LERDIT 1 —IL K

Ny b BEa—T, [Z7b—2A (Frame) | ORRICHDHRAIZ 7V v 7 LT, ¥ 7 F ¥ Ihiz
TU— AT AEREFRRLET, Ny P Ea— 3T LA E R EE T L — o %
FRTEET, £7 L —AZE, lrxDFxy V=27 Oy MIBETAIERNFRINE
T, TtE X, FUHEAT Yy NERITFER S TCP A NV —AHWNORT v FOE,
DT L —ANFRENET,

7 L—JLin (Framen)

X ST ENTETL—A, nNITHE—T L —A 7y FOBEAIT1L, BT L —L 7y b
BRIIES 7L —L2FFTT, 7L—LHNDXF ¥ 7 F ¥ S A M7 L— 2F 5B
SNFET,

B3EHR  (Arrival Time)
T L— AN X X T F v Iz HE,

F¥ TFvEAHADT L—LOEERETILAZ (Time delta from previous captured frame)
BT V— 25 Xy ROEE, BIOT7 L—ARF v 7T ¥ SN THL OB,

REREFHD I L—LOEERMTILZ (Time delta from previous displayed frame)
BT V—2Lb Ty FOYE, BIOT7 L—LARERR I T D ORI,

SHELUBEIIEE I L—LMSORM (Time since reference or first frame)
BT L— A5 Ry FOBRE . BHDT7 L—ARNF ¥ 7 F ¥ SHTH S ORGER,

7 L—LZS (Frame Number)

2T L hE R,

7 L—LE (Frame Length)
TL—AhDRS (A MHALD

*+ JF v & (Capture Length)
XY I TF ¥ ENETL—LOES (A ML) |

B ErrRr
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| BAaRUK
DY ] -l PRENS |

7 L—ALlE<—2 & (Frame is marked)
T L =AM —7 INTWNBENE I (true £7213 false)

JL—LRAOZA 3/l (Protocols in frame)
TL—AZEEND T e ha,
BEErEYY

tag ¥ — 7V — K

TCP A U — A DOFHER

T—R)OBERI 4 —ILE

NRry b Ba—=T, =%V 7@ 7a hani (& ziE, [ —% %> b1 (EthernetII) |
) ODRUICHDRINE 7V v 7 LT, A7y MIBET 27 —2 Y v 7 @EREERTRLET, Zh
WZiE, BEEA A PBIUO%EEA A D48 B v kD Media Access Control (MAC) 7 KL A3
GENET, N—Fvx=T 7a bR LT, Ny MIETAMoERb RIS Z &
N0 ET,

\}

B ot A—Fxy b Y ZEERICOVTHIAL TN D Z LICER LTI ES W, o
7a halbRRINHIENRHY T,

NRry bhbBa—iIy—2V v rBCRHINS e bala K LET, ROV A FTiE, R
oy b Ba—TA—P Ry FITEIZIEEERR3 A —HV %y b &7y MIOWTERTE S
THEIZOWTHBAL £,

[#£%:% (Destination) 1]

SEHEAR A RO MAC 7 R LA,

\}

GE) A—PFxv bME sBET FLRLELTAFFXYA MBI T e —FRE¥ A 7 FL AR
TAHZELTEET,

J—X (Source)
EEITLHRA D MACT RLA,

247

A —Hxy NIRXTy hOBFE, A —V Xy b 7 L—AThH T BMLEIND N v S OFESE,
72 21E. IPV6 F/IZARP T —& 75 L, ZOWHABAIZA—Y %y N %7 v ROBEIZDIH
FRENAZLICTEELTLIEEY,

| gAY+ I



BALRU L |
B < ro—vEEsoRT

£ & (Length)

IEEE802.3 A4 — %> h X7y NDOBE, Ty 7V LEEBERNATy FO F—F2LE (X
A FHALD) o ZOBHEIXIBEES023 A —H Xy h 7y FOBARIOALFRSND Z LITiE
BELTEEN,

*v k=7 BEBRORT
FIE

Ny hEa—T, Xry MIxy hNU—2@7n banr (X, (A1 —xv 7nm
k=L (InternetProtocol) 1) DORAIZHAHKHIZZ UV v 7 LT, Ny MIBEELEZRXY hU—
7 RO MOFEMERER T LET,

G
ZOFITIE, Py MZOWTHH LTS ZEIZEBELTLES W, o7 v har bk
RENDT ERHY FT,

IPvd Ry FT—OBOERIT 4« —IL K
PLFDOYU A M, IPVvA/Nry S TEREINDAREME NS S 7 0 b a/VEA ORFHROFH T,

IN— 3> (Version)

A B —Fy hFa halori—g KR,

~vw & —F& (Header Length)
TRTCOIPA TV arzagie, RHLONAL ML, A7 a D0 IP A LOE &1 20
NA FTT,
ZAeH—EX 7 4 —JL K (Differentiated Services Field)
KA IEAR A M OSBURIVEERLEA (ECN) YA — M2 HikZ w3 kO ZERHE Y — B 2 DFE,
* 0x0 : ECN-Capable Transport (ECT) #HAHR—FLEEA
c0x1 BELWox2 : ECT # Y AR—hLET

* 0x3 : Congestion Experienced (CE)

F—#4JLEK (Total Length)
PRI LZZLSIWEIP Xy FORE (N MHEAL)

B ErrRr
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pva oy k7—sEoERT—LE

PEETLRA RDNBLEESNDIPF—% 25 Adk—E0CEu+ 2, —OEIZFR T —% 2
SAKNTIGTALV I E FL—RTAEDIHEHEINE T,

75% (Flags)
IP 757 AT — 3 ZHiEd 5E,

[tk D77 7 A b (Last Fragment) | 7 7 7 Offix, T —% 77 JMZBEEAT S -BMo
TITA N FETDENEIDEROIIITRLET,

c0: T —H 7T AIEEMTONTBMOT Z 7 A MIFELRND

c1: 77T ALIBEEMTONTBINDOT T T A SINFEET D
[7F 7 A2 b25IE (Don’t Fragment) | 7 7 7O, T— 47T L% 777 A METE 5
ME D IPERO XD ITHIE L ET,

0 TR T T LT T T AL METE D

1T H T T LT T A MELTIEE SR

755+ kZA 7€y + (Fragment Offset)
T =TT ADRENSDT T T A N F Ty FOfE,

IR ATRERERE (tt])  (Time to Live (ttl)
T =X 7T ANRHIBEIIIC R BRI T — X 77 AR —H W TIER TE Bk v 7 0%,

Jokaj

IPF—&Z TSR TEMEEND N T AR— K Fu haji, =& 1. ICMP, IGMP,
TCP. F7-1% UDP,

ANy A —F vy, (Header Checksum)

IPF =y 7V LBENNEIDERTA T —%, T IV IRENIRGE, T—H2 77
LEEFITHHE L7220, BAEBOFITICBW AT TH LN H Y £,
EIETTE-(XXIES (Source/Destination)

BEITE (Emidside) RAFDIPT RLAEITRAAL 4,

RAAL A HRRT DT, IPT FUARREZBENCT DM0ERHLHZ LIERLTLLES
AN

T RUVAFEFIERAAS 4% 7 ) v 7 L TCaryTHFAMA=a—%2F R L ThE, whois Hi%R
ZFATT 2% E 1 [Whois] 2, R A MEREZETTLLEIL[HRA N T a7 7 A )LDFER (View
Host Profile) 1%, 7 KL A% u— L7y 7 A NEREFET vy 7 LAWY 2 MIEMN
THLE TV arEBIRLET,
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B rexoro—sBOEHRT—LE

IPv6 ~y FT—V BDEHR T+ —IL K
PLFD YU A KX, IPv6 /37 v N TEREINDAREMENH D7 a b /VEFOEFROMRIA T,

>4 w9 23R (Traffic Class)

IPv4 TR SN D ERUE Y —E AEREL R U K 512, IPv6 X7 v b 7 T AET-IMEIE 2 4
ET 5 IPv6 HLH LIND Experimental 8 B b D7 4 — )L N, KREHOEHE, 07—/ Rk
PollZESnEd,

7208— 5 X)L (Flow Label)

HEF T H NV FDQOS ET-1LV TNAZA LY —E R EDORI 7 0 —Z2KE$ 5, 175 FFFF
EFTO, A7 aro208y FOIPv6 16 HEEE, REHOEHZE., 207 4 — /L NIZEB a5
EINET,

~R4 A— K& (Payload Length)
IPv6 XA 2 — ROF 7T v hOBEEETLHI6E Y b 74—V K, 2T, fEEOILET R
HLEETe, IPv6 R LICHI TXTONRT » N THERSINE T,
K~y — (NextHeader)
IPvd 7 ha)b 74— )L RERUEZMH A LT, IPv6 LH L3 <HICkHE< . A LofEE
PEETH8EY b7 4 —IL K,
ARy Z )2y b (Hop Limit)
Wiy ek d D) —RZTLIZ1DT5F 7V A T58 8y b 108, 57U X
Y RLEERERIZD E, RNy MIESNET,

J—X (Source)
EETLRAND 128 By FD IPv6 7 KL A,

[$#%%5t (Destination) ]
SEYEAR A R 128 B RO IPv6 7 KL X,

b3S U AR— FEBIEROKRT
FIE

RTFYT1 Ay hEa—T, FT7yAR—K g7 n ha (7L 2IE[TCP], [UDP], £ 7=iZ[ICMP])
DOHEICH DR EY Y v 7 LET,

B ErrRr
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ATy T2

ATvT3

TPy b Ea—o7—1k ]

F T ar T, FHETLHE, [T—% (Data) |27V LT, "y hbBa—0D [Ty
ME#E (Packet Information) | &7 > a > C, v barod < EZHEM v— ROKID
2434 NERRLET,

TCP X7y b BEa—D7 4—/LK 45_—=)  UDP X7y b BEa—D7 —/)L K (46
N—=) | EFLIIICMP N7 v b Ba— 7 40—V K (46 _—) OFHIZHES T, TCP,
UDP. ICMP a2 ba/L®D b TV AR— MEORNEZF R~ LET,

GE)

N HOHITIX, TCP, UDP, ICMP /N7 MZOWTHHA L TWETN, o7 e haird
FRENDIERHDZLICHERE LTSN,

TCP XYYy F Ea—DT4—ILFK

ZZTIE, TCP Xy hd 7 a b a3 /L[EA DOFERIZHOWTEH L E9,

Y—2R R—F
HETXOT TV r—ray 7a havEililT o5& 5,

#E#ise/R— ~ (Destination port)
ZEWMOT 7V r—ay Fa havE#ET 5%,

—4r U X%ES (Sequence number)

TCP A U — 2D — 7 AFE LEET S, BED TCP v 7 A v SDIRAID/NA D
fE,

RD—7 > XA%ES (Nextsequence number)

JSEART y MBI D, EIETDRONT v bDT—7r v A%,

RIS EES (Acknowledgement number)

VRNZZAZ SNIeT —# D2 —7r o A5 2 E) L7z TCP B

~vy & —EF& (Header Length)
Ny L =D M,

757 (Flags)
TCP & 7 A v FORRRIREEAZTRT 6 B b,
s BERA U EBER
«a MERRICEE AR
e ZEHFIIT X ET v aTHNERDD
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B vrisorei—o0r—nr

‘r:IEEREVEY FTD
o5 =T U AE G & AL COl LW 2 BRAGT D
cr FEHFITIT—AREEKRTLE

4> K9 Y4 X (Window size)
ZIERA MDZITAND, ERIESNTWARWT —XDE (5 MM

F v 4YL (Checksum)

TCPF = v 7V LEHIINE IR T AP —4, T 7 b LN E T—4%7
T LINEE IR L2y, EEORITICB W AT TH D /REMER H Y £,

E2/R4 >4 (Urgent Pointer)

BET—IPKETTDHTCP BT AL FOME ((FETLIHA) . v7 77 EHITHLE
j‘o

A7 3> (Options)
TCP A4 7'Y a v DfE (FIETHHE) .

UDP /X7y h Ea—DT74—ILFK
ZZTHEL UDP /Sy y b7 m b L EAOERICOVTHI LT,
Y—R K— b
HIETXOT TV r—ary 7a b arEisy+d o5,

&R — ~ (Destination port)
ZEMOT 7V r—ay Fa harE#Ts% 5,

£ & (Length)
UDP A L & T —Z HfAGbE TR X,

F v Y.L (Checksum)

UDPF = v 7 DISHNINE D v d A V=58, F oy 7 LNEYRYE, T—52 7
T LR REHITHEE L2 vTREED B D £,

ICMP /8%y k Ea—274—JLK
ZZTIE, ICMP A7y RO e b aLEG OFEHRIZOWTH L E T,
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icMp <5y kEa— 70—k [

247
ICMP % vt —Y DX A7,
«0: TR
3 SUSEEIEARRE
c4: V=R 7T (hEINHIER)
5: VXAV b
¢ 8 ma—HR
c 9 —F T RARZ AL XX |
< 10 : L— X EFER
o 11 : Ry EE
c 12 NT A —=Z DRE
c 13 XA LAK THER
s 14 A DAL TIEE
15 : fEHESR (BEIR)
16 : HHIGE (BELkL)
«17: 7 RL A w27 B

18 : T RL A v R WA

a—Fk

ICMP A v — A FIfthiET 53— R, ICMP XA vt — 2473, 5, 11, BLEOR121C
IZ. RFC792 THHHEN TV A5 — K23 H 0 £,

F w45 HY L (Checksum)

ICMP F = v 7V ARENNE DD armT A T —58, Fxy 7V LANENRGE, 7T —4
7T LDSEE TR LI "TREMEDN B 0 £,
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B g rEmozR

Ny kN MEBRORTR

FIRr

N7y BB a—"T, Y7 v 231 & (PacketBytes) |OREICHDRAZ TV w7 LT, /7y
FEHERRT DA PO 16 EBB L OASCI N—V g VEFRLET, YATLANNT T 4w
7 EEEA LIemaid, Eefbs e sy b A NEFRIRTEET,

NEY —ADLDEAAANY

BRAAANY

FIE

ATy T

ATy T2

NE ) —ADEDIRAAL R ME, Xy T —7 FOBRBEEZZITZARA MERLTWET,
V—=AIPT RVARRy NU—7 RIZHDHIHEHEIT. TORAMNeRHETILERNHDZ L%
AL TUVWET,

F DIEEHFERD R T

[RAA X2 b OFEHES (Intrusion Event Statistics) ]-X— 1, 7774 7 2 AOBHEDIRAE
OB L 2y U= THERESNTZTRXTORAAL R hEFRRLET,

TONR—=VIZEREINDBIPT FLA, "—k, Y halr, A XV Xobe—UREEFTZEN
FRY 7o TET, BEA XY FOFRERRT DI AEEDOY 27 %27 ) v L
T3, e xE, B 10 HOsE R — FOWT A 80 (http) /tep THDHA, DV v
TV I TBHE, TTIHNVEDRALRY N U= 70 —DRHDOR—TUBERREI, £
DR—=bE2Z—Fy NEeTDHAXRUEIRY R NENET, BEORLFEH TERIND DA
RN (BEXOA R FEERT D2EHEIGET N R) OB THDLZ LIZEEL TSN,
IHIT, MERFEH~—7 BT TBAAA N MY REHI | EE RSN ET, 2 xiF, B
TEORFZIGFEFA N E 1 R CTH Y | IO A N2 h3 5 RERIRNZ AR S =56, [IRPIDOA
N b (FirstEvent) (V> 27 %2 Vw7358, Z2OAXNY MIKAGHHAZZEELT T 5 E TA N
v R=VIEFEREINEE A,

VIVF RAAL VREBRETIL, BIEO FAAL VTR RNAL VDT — R 2Rz RTHIENTE
9, LNV DRAAL VFEFRIINB RAAL DT — 252w THZ EITTEERA,

[#E (Overview) ]>[#ZE (Summary) 1> [RBAA XY kst (Intrusion Event Statistics) ]
BRI L ET,

R=VDEFBICH D2 ODFRE v 7 AND, Mt RRT DY —VBILOT A RAZ®RINT
L0 [TRTOEF2Y T 1 V' —2 (All Security Zones) ] B LN [TXTHT /34 2 (All

Devices) | ZBIRNL T, RAA N FENET 5T X TOT A ZAOHEHEFR R LET,
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Az ratEs ]

ATY T3 [MEtOEIE (Get Statistics) [ % 7 U v/ LET,

Evk
T AL KEL GO T — X 2 RRTHIE, FEORXR—Y VTV 7% 7 )y 7 L,
MO ZEFIZH DFaRIENE T,

KRR MREHER

[RAA X MEHE# (Intrusion Event Statistics) ] X—3 0 [R A MEEHE#S  (Host Statistics) ]
v a i, TTIAT o ABRICET A RE R L £ 3, Secure Firewall Management
Center ClI. ZDOEZ T a NI T R TOEHERNET A RZEETABER LML F 9,

ZOFRIZIT, RONBEDEZENET,
Time

TFTAT v ADBAEDRH,
7w T2 A L (Uptime)

TFTAT ABERPEEE) LT bRk L B, R, 3B XYL, Secure Firewall
Management Center CTlL, [7 v 7% A 2 (Uptime) | IZ&KEBEXRT /A A DL E B
A, v A Llca—FoH, BLIOAREYLRINET,

T4 AV EMAE (Disk Usage)
AR OT 4 27 DEIG,
AEYFEAZE (Memory Usage)
FHAPOY 2T L AE) OEIL,
B FE (Load Average)
HHIO 145, 54, 15 5B CPU % =2 —NOH 7 o & 25,

AN FOBME

[ AA X b#EEE (Intrusion Event Statistics) ] -2— 0D [4 X h D ZE (Event Overview) |
B va it BAARY N TR HLEROMEL R LET,

TN D OMEHTIE, KOFHEPFERTOET,
ARk
BAALRY N T—=HR=2ADA X DK,
BREEERAD A X b (Eventsin Time Range)
BUEBIR STV 2 RFEIEIPH & | RpEENICINE 27 — 2 X— 2D A X F OEIE,
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BALRU L |
B~ st

BUIDA X2+ (First Event)
AR N TF—=ERXR=2ANOEHII DA X DA R N A yB—,
BEDA X2k (Last Event)

AR N T = RXR=ANOREDA X FDOANRS N A yE—,
Y

() Secure Firewall Management Center TR AA X b 77— 2 RRHIEHR G T A R BRI L
A, TOT A AD [ X FOBE (BEvent Overview) | &7 v a »MUbV IZERE
WET,

AN MRE

[1EAA < REat (Intrusion Event Statistics) 13— ? [f X hfEt (Event Statistics) ] &
72 a TR, BALAANY b T =2 _R=ZNOERICHET 2 AR A R SNET,
Z OIS, KICBT DR S L LT

« EAZ10fEHDA ~ b 2 AT

« BAZ 10 EOEEITLIP T R LA

o BAZ 10 D55 IP T F LA

« A7 10 D55 AR — b

AR MR RTHL T hal, ATV AL =T L ADEF2T 4V —0, B
LOF 3 2

GE)  ~AF RAAL VBT, VAT AF U —7 RAAL RO R Yy NT—7 <~ v 7% 1E
BLET, ZORER, V=7 RAALIE, Ry hY—JNT—ETHLIPT RLAZED
HZENTEXETHN, MDY —T7 RALUHNOIP T RLALFRICICTHZ ENTEXET, %
MRAAL U TARY MOKEERERRT D E, VAT AT, ZOIPT RLADEHDA
AL AP B LBRINDIGERHV ET, —AT25L, = MIPEBELTND LT
HzAZRmb0ET, 270, HKIPT FLADFA N 707 7 A UIEHRETCRI AL X
TAHE FNORELBV—T RAAL IR LTWAZ ERNbLMNY £97,

BAARINDINTA—I R TS ITDRT

MRAA X2 D7 5 —=< > A (Intrusion Event Performance) ]-X— " Ci. Secure Firewall

Management Center & 72 (3E BT R T S A A DFFE SN ORAA XY hDONRT fp—<
AREHERE R T T T T EERTEET, VI T7EERTHZEIZLY ., 1 BHTZY DRAA
WO IBHIEYDATE Y NI 137y bHT2Y O SA ML Snort 12 K- Th

| RN
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BALRY kDR T+—7 o 2HEHERT S T0iEE [

BEENTWRWAY Y FOEIE, BEIOTCP FHEORERE LTI ay 7 N7y F D
BERKMTXET, ZNO6DOZ 57, BETER., §iH. 268, FI134%8H 0BEDHZ%
FRTEET,

\}

GE)  HLWT =S EICHG 7 7 7IicEEsnEd, Lo T, 7797231V r—

FIE

ATy I

ATy T2
ATvT3

ATv74
ATvT5
ATvT6

FLTH, ROSHOEDEHFNFATENDETT —FIFERINTWRWEENH Y £,
%77 7 i, @RUCRRER (FTA, 8, B, E230R) (S LembE (B, KB,
F2E55) TEHENRFIRESET, PHED | REOEAIE, MMETEREET,

VIVF RAAL VREBBRETII. BIEDO RAAL VBN AL DT —HEERTHIENTE
1, i~V DRAALEFIIRB AL VDT —FH2HEZRTHZEIXTEER A,

[BEZ (Overview) |>[#E (Summary) |>[BAA R F/NT+—< 2R (Intrusion Event
Performance) |Z&#R L E7,

[T 34 ADER (Select Device) | U A D, T— X HRRTDHT A AZBEIRL T,
RBAA XY FONRT p—~ U AREHERZ 7 7 O (51X—) TlahTns X oic,
[7'F7 7 DR (Select Graph(s)) ] U A Mo, {ERT 57 7 7 OFEAZEIR L £,
[FEfE LA D3I (SelectTimeRange) |V A Rve, 7T ZITEAT 2 R #FH 2 3R L £ 7,
[7Z7 (Graph) |7V 27 LET,

I 75RAFT DR I T7ELEZ Y v L. TT U TA A=V a2 RAFT 5 TN E
ﬁAO

BAARY FDINT+—T U RMEHERYT 5 JNDIELE

WORIZ, FoRA[fER 7 7 7OEEHEZRLET, Xy NT—I R v —D [ TA v

E— K (Inline Mode) | REDHEBEEZ T LT — XG0T 77 ¥4 7 TlX, RN DHD
THEELTLEEY, [ T4 F—F (nlineMode) M EZNZ72 > TWBHEA, Web A o
B =T 2 A ATT AR YA (») DWFNTNWDT T 7 X A7 (FraOFETITFN [T (yes) ]
LEEHED) IiE. [f T4 > F— L (Inline Mode) | A2 > TWAEAICER £72I1% K
2y TEND T T4y AT LT =R EENTVET,

RIBAMRY DN TF—I VR TS TDEE

T—RADERRRELD | RITT H18ME EL)E] LS54
752 E—FIT&

28
Avg Bytes/Packet n/a BNy MTEEND BN A M, no
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BALRU L |

Pv4) ] & [TOS £ FOTE
Hift. (Normalize TOS Bit) ]
EHMICLET,

T—RADERNRELD | ETT DIk EREA 124>
557 E—FIZ&
HEE

ECN Flags Normalized in | [B/REGEFEEEE %1 (Explicit | % T m—3 a9 VIR, 737 v MBI T | Yes
TCP Traffic/Packet Congestion Notification) | % |ECN 77 7R 7 U7 ST/ v b DOHL,

AZLT, v B

(Packet) 1 ZEIRL £,

ECN Flags Normalized in | [W]/= i E%1 (Explicit |ECN O R T2 m— b &fieh o 7oA | Yes
TCP Traffic/Session Congestion Notification) ] % | A U — LB TECN 7 7 737 U 7 Szl

AMZLT, [A MU —4 ¥,

(Stream) ] ZIER L £7,

Events/Sec n/a TN ZATHERINIZ N HTZD OA X2 Mg, |no
ICMPv4 Echo [ICMPv4 O IE#iL, Toa— (ER) FRldza—g& XA vkb—T0 | Yes
Normalizations (Normalize ICMPv4) 1ZH (8 By b aa— R 74— /L RRZ U7 Sz

o LET, ICMPv4 /X7 |~ DHL,
ICMPv6 Echo [ICMPv6 O IEHL. Ta— (FR) FRlIma— 5 A vy E—T0 | Yes
Normalizations (Normalize ICMPv6) 1% [8 B>y h 22— K 7 4 — /L RB37 U7 iz

o LET, ICMPv6 /X7 v |~ DHL,
IPv4 DF Flag [IPv4 OIEHL (Normalize |[IPv4 75 27 (IPv4 Flags) ]~ & — 7 4 —/L | Yes
Normalizations IPv4) & [DFE Y FOER| RO 7y M7 T 7 A2 MEIE (Don’t

{t. (Normalize Don’t Fragment | Fragment) 1%~ 7 4 —/L K37 U 7 &7 IPv4

Bit) | &A% LET, N7y N DO,
IPv4 Optior}s [Normalize IPv4] ZF N L | A7 a4 277 v b T1]  (NoOperation) |yes
Normalizations E ICRRESNTZ IPVA 7 v SO
IPv4 Rgseryed Flag [IPv4 OTEHL (Normalize |[IPv4 77 2 (IPv4 Flags) | ~v ¥ — 7 ¢ —/L |Yes
Normalizations IPv4) 1 & [TRBEHE Y b | RO 70 By b [TRIFEH (Reserved) |

DOIEHE (Normalize TT7 4=V BT U T ST IPv4 7w D

ReservedBit) | & A/ LF | 4%,

—g—O
[Pv4 Resize Normalizations | [IPv4 O IEf{l (Normalize |1 o — RMBIP~v ¥ —THEIN7=T — | Yes

IPv4) 122G LET, B 7T MEIZYI D EED STz IPv4 237 RO

,

IPv4 TOS Normalizations | [IPv4 O IEf{. (Normalize |1 /34 b® [ZEHHL—E X (DS) Yes

(Differentiated Services (DS)) ] 7 «+—/V F (IH
(A7 &7 % —EZ (ToS) (Type of Service
(TOS)) 1 74—V K) D37 U T ZiLiz IPv4 2
iy NOH
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BALRY kDR T+—7 o 2HEHERT S T0iEE [

Stripped Normalizations

M LET,

WIEAIZ, SYN Sy hinb T —Z RHIBRE
7=y R DK,

T—ADEBRRMRELD | ETT DR % EREA 1A234Y
732 E—FIZ&
L%E
IPv4 TTL Normalizations | [Normalize IPv4], [Maximum |IPv4 77#5if# (TTL) 1ERMbLD3K, yes
TTL]. B XU [Reset TTL] &
B LET,
IPv6 Options [IPv6 O IEHL (Normalize |[& > 7 /NA 7w 7 472 a2 (Hop-by-Hop | Yes
Normalizations IPv6) 1 &AM LET, Options) ] £721% [58554 7 = > (Destination
Options) L~y X —D [A T2 a v AT
(Option Type) ] 7 4 —/LV KA, 00 (AF¥ o7
U CRBRAHEAT) IZRRE ST IPv6 /3T > R D
5,
IPv6 TTL Normalizations | [Normalize IPv6], [Minimum |IPv6 7~~~ U X » k (TTL) EHLOEL, yes
TTL]. B XU [Reset TTL] %
B LET,
Mbits/Sec n/a TNRA A /NAAN—FT25H 8T 7 47O 1Fp|no
HIzVDOATE Y ML,
Packet Resized to Fit MSS | [Trim Data to MSS] Z 20 | <A B — R TCP 7—4% 7 4 —/L LD bR |yes
Normalizations LET, Molzled, _Am— RKRFgRET A hHA
RIZEN Y 5D BTN R DL,
Packet Resized to Fit TCP | [Trim Data to Window] & i) | Z{EMIA A FDTCP ¥V 1 > K 7T A TTCP |yes
Window Normalizations | iz |_ g, F—8 74— KR FED BTy RO
i&o
Percent Packets Dropped |n/a BIRINTZT RTOFT A RIS ARBAED |no
Ny NONYEEIG, T2l 2 2007 A
AR LTS E, IR 50% THDHEWD
DX, 1DDOFT/RA AD K v 7HFN90% Th
D, I 1DODT A AD K v 7 HN 10 %
ThHZEERLTWLAREERHY £+, £
To. WMGDTSRAAD Ry THRPR50% Th D
ARG H Y ET, 7771 1 20T A X
ZER LG EICOHRGF Py TRERLE
‘j‘o
RST Packets With Data [Remove Dataon RST] # 4% [TCP V&~ b (RST) /347 > hinb 7 — X 3| |yes
Stripped Normalizations W LET, BN <7y O,
SYN Packets With Data | [Remove Data on SYN] Z 4 |TCP AL —7 ¢ 7 A7 A7) Mac OS T7z |yes
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BALRU L |

HEz LT
aITRELET,

. any Usko A7

T—RDERMRENGD | ERITT DR % &R 1034
732 E—FIZ&
3
TCP Header Padding [Normalize/Clear Option T a v OEDIALSNA "0 IR E I T | yes
Normalizations Padding Bytes] # A2 L | TCP /347 v 0¥k,
B
TCP No Option [Allow These TCPOptions] & | Z A LAZ T AT ra URA Y w7 Il |yes
Normalizations AT any DISADFT | A R DS
/a/%jﬁfbifo
TCPNS 7 7 7 O1ERAL | [BH/RAUEEEE%D (Explicit |ECNNonceSum (NS) A7 = VIEHLDO%R, |yes
(TCP NS Flag Congestion Notification) ] %
Normalizations) BRZLT, Xy b
(Packet) 1 Z=IRL £ 7,
TCP Options [Allow These TCP Options] % | 47> 2 > 7 4 —/L F73 [NoOperation] (TCP |yes
Normalizations BINZL T, anyISADFTT | AT a 1) TREINTWALE TV a D
va ICERELET, ¥ (MSS, VAV Ry Ar—)L HADNAKY
7. BROWTRMICFFA SN AT v a &R
<) o
TCP Packets Blocked By | [Normalize TCP Payload] #f1 | TCP £ 7' A > h&ZEHIZY 7Y 7L T&E 7 |yes
Normalizations MZLET (BZ7 A MO | ol Ru vy 7 EnN 7y ok,
V77 VITRILE
)
TCP Reserved Flags [Normalize/Clear Reserved THIE Y F37 U T Z7- TCP 34 v ¥k, |yes
Normalizations Bits] Z A%z LE 9,
TCP Segment Reassembly | [Normalize TCP Payload] % 1 | 1345 7 — % O —HME 2 etk 45 72012 TCP | yes
Normalizations ML ET (BT A ID | T—% 74—V RBEHIbLENTZ 7y FO
V77 VITEIILE ¥, (ELLVUTEHVyIATERWVEST AL b
) FF_Thrry7ahET)
TCP SYN Option [Allow These TCP Options] % | SYNHIfHI "> R AERE I TWRW 8, ik | yes
Normalizations HINZL T, anyBAOAT | £ 7 A b Hf ZEFET 42 R Rr—L
va /Laﬁff LET, 4733 H No Operation] (TCP A7 =
Y1) ICEREINICA TV a D
TCP Timestamp ECR [Allow These TCP Options] % | #7824 (ACK) il £ > hA3ERE 4L TU 7 | yes
Normalizations

W, XA LARE T =a— 5% (TSecr)
FFar 74—V R U T STy b
DL,
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A1~y 5705 |}

X% 2 U7 (Clear Urgent
Pointer if URG=0) | % H%hiZ
L/i‘g—o

727z, TCP~v X —D [BR2AKRA > % (Urgent
Pointer) | 74—/ F (16 > k) B7 VT X
NIz s D%,

TS DEBHREL S | RITT HiRME 59 1v54Y
732 E—FIZ&
Y7
TCP Urgent Pointer [BARA & DIE#E TCP~ X —O [B&27A 4 (UrgentPointer) ]| Yes
Normalizations (Normalize Urgent Pointer) ]| 7 4 —/V K 234 ) XA u— R NEZ#HZ
A LET, TWeled, ~f n— FRIZEDETRESN
7oy O,
Total Blocked Packets [Inline Mode] E£721% [Drop [/L—/b, Ta—X, BLOTY et vHo K|no
whenInline] #x%XELET, |By7Z2EOT, KRy TSN Ty FORk
.
Total Injected Packets [InlineMode] Zi%E LT, | HEGFANCY A XAETINT T v hDOKL, no
Total TCP Filtered Packets | TCP 2 U — ADRFLEE % | TCPAR— K 7 4 L F U 2 7 DI2DIZA B Y —2L |00
RELET, &> TRAFy FENTAT y FOHL,
Total UDP Filtered Packets |[UDP A ~ U — A DRFILELZ |UDPR—k 7 4 L H Y L T DIZ0HIZA h U —L4 |10
RELET, IR TAFy FEINTAT v FOH
Urgent Flag Cleared [Clear URG if Urgent Pointer | B3Z7R 1 o Z N E SN TV T=7-%. TCP|yes
Normalizations isNotSet] Z AN LET, |~y X —D URGHIFHIE > "2 U T Shizs8
7 DO,
Urgent Pointer and Urgent |[Clear Urgent Pointer/URG on | =24 & — R2372 o =72, TCP ~v ¥ — D& | yes
Flag Cleared Normalizations | Empty Payload] & A20Z L% | Zf A > 4 7 ¢ —/L K& URG I & > 1732
Kl U7 ENTry FOK,
Urgent Pointer Cleared [URG=0 DIEIZREARA > | A (URG) ey RAREINTWho [ HY
Normalizations

BMELEYY
A T4 VIERULT Y Tat vt
AT ENTOT ) Tuat Ik D N T 7 0w T OEE
A T4 VIEBTO Re v 7E#E

BAAARNDEYT

=

WADE L

VAT AT, BREEIMBRAAL R MO ERT S T 7 EE R LET, 1 0T R ToOE
PSR T N A RZHOWT, \EIRFMN B £ TORBAORIFHRMBRAL RV N 7T 754
KCTEFET,
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. BAMRY L TZITDRTF

FIE

ATy T

ATy T2

ATvT3

ATy T4

ATy Th

VIVF RAAL VREBBRETITL. BEO RAAL VB RNAL DT —H 2R RTHZENTE
1, i~V D RAALEFIIRE AL VDT —F2FHRTHZLIXTEER A,

[BIZ (Overview) |>[#E (Summary) 1> [BAA X2 k457 (Intrusion Event Graphs) ]
B9,

[7 /34 2D (Select Device) ] T, [T3T (all) | ZIERLTITRXTOT A ZEEZDD
M T ITTICEDLRFEDT ANA AR £,

[T 7 D (Select Graph(s)) 1 T, AT 57T 7 OMEZER L £,
o BA7 10 B OFEHAR— K
o BAL 10 EDEEILIP 7 R
o EAZ 10EDA XN Ay —Y

[REREIHEEPH D3R (Select Time Range) | T, 77 7 ORFEHIHZ SN L £ 97,
o 2 1 FRE
<EE1H
o EZE 1 R
« %2 H (Last Month)

[777 (Graph) | %27V w2 LET,
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RAAANY FDER

grsxvrogE |

tHae AN =/ i
Firewall Firewall
Management | Threat
Center Defense
IPS A <Xy b7 —x 2 |71 (G- BALUTVT UM, BAMRU R T R=R BLOT 7+
T DR (Any) IWNDAAZE LT =T (FAA X N (GEETCEBEE A FFD
RAA X2 b (Intrusion Events with Source Criticality) ]33 X O [%6
SEEEE 2R ORAA X | (Intrusion Events with Destination
Criticality) ]) ZfEHT 27 —7 /MIFEIEESNTHET,
[t — (Copy) | R&Z & [T_XTat— (CopyAl) ] RHZ %
FEHALTZ ) v 7 R—RIZA Xy FEBMTER R0 E L,
BEIlES o —
« [4#47 (Analysis) 1> [ A (ntrusions) 1>[2 U v THR—FK
(Clipboard) ]
s [4#7 (Analysis) 1> [&A (Intrusions) | >[4 VT2 b
(Incidents) ]
s A VDIRAANRY N T =TT, HEILHAA NOBEEEE (Source
Host Criticality) ] & [585C7" A RO EEE (Destination Host
Criticality) ] & WO H LW 2 2D 7 ¢ — /L KBNS E Lz,
PR—=FINTWETT v M7+ —2A @ Secure Firewall Management
Center
Syslog DA <2 |k |6.4.0.4 TE syslog @ [DeviceUUID], [First Packet Time], [Connection Instance ID],
D EA DT (Any) ¥ X ' [Connection Counter] 7 4 —/V ROIFRERET D & Bl A~
VR EREICGHENTEET, IhHD7 44—V RiE, BRALAXU O
syslog IZE £ E T,
[IntrusionPolicy] 7 1 — | 6.4 (E=N BAARY FDsyslogB, A X h& N T—LEBEARY V—%f
Jb RS syslog 28 £ (Any) ETHLIICRY ELT,
HE O L
FLWRAA R g |64 (ES=N MITRE @ Common Vulnerabilities and Exposures &5 CMRETZ 5 L 9
74—/ R :[CVE (Any) 2720 L,

D]

EW @ : [92% (Analysis) 1> [®RA (Intrusions) | >[4 N>
b (Events) |>[#ZRD#wmE (Edit Search) ]

YR—=IRRT T b7 H—24  TXC
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CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



