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[7—H 4 74 (Archive Name) ] (syslog : ArchiveFileName)
NI 2T T7ANNEENTNT =47 7740 (BHDHHE) DL

T—=NAT 77 ANONEERRT DL, T—HAT 77 AP —BEINTND [
(Analysis) 1>[Z 74 )L (Files) |>[Z7A4IA X2k (FileEvents) | DIEEDOT—T /LT
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BET AR R EDBEENHY £, 207 40— FTiE, ThbHD 9 b bEns o
(BE R e HIRVY) BRI SNET,

A3 (Category) /77 A 24 T H5 3 (File Type Category)

TrANIZAT O T Y (Office RFa A b, T—=IAT, ~VFAT 47, £
fTA[REZ7 7 AV, PDF 77 AV, = a— R Ty A ) TT7T7 4907 VATALT7ANIR
le‘) o

[©254 7>k (Client) ] (syslog : Client)

1 DDRANCTEITEN, 77 ANEEET LD —N"—IKFTH 7 F7A T R TV
r—3a s,

9S54 F7> b ATFI)EIEEY (Client Category or Tag)

TN = a COBREE BT D DI, T r— 3 v ORI A R R,

Connection Counter (Syslog D &)

b B LB DO RN Z KB T2 v 2, ZO7 4 —/L Nid, TREEFICITEREH Y
A,

[DeviceUUID]. [#AID /3%~ RHEfE (First Packet Time) . [#i1 > A & > AID (Connection
Instance ID) . B O [#Efesh v > ¥ (Connection Counter) ] 7 4 —/L KOfEH %ff’\ T %
L REDTZ 7 ANETNIYNT =7 A X MCBEMT B vz X b E— BT
TET,

Connection Instance ID (Syslog D)

BEgi A X N EAPR LT Snort A VAKX A, ZDT 44— NI, FRUEEBICIZIERRZH Y F
A,

[DeviceUUID], [#AID /3%~ RREfE (First Packet Time) ], [#Efi1 > A ¥ > AID (Connection
Instance ID) ]. B I O£ v % (Connection Counter) ] 7 4 —/L KOIEH 78%’\ 4%
ELFEDT 7 ANVETNIIN T =T A X2 MIBEEAT DB A X b & RIS T
TET,

T7AIWNARKILVNDIT ARVEERY NI T7AIL k5D H MY .
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A 2 /\—#1 (Count)
HEOR CATEERT ARl Z2EA L2 O, SITOFERIC—HTH14 2 Ok,

#H 4% (Detection Name)
B Sz~ <7 OL4TI,

\}

CE) T—WATT77ANNEENDI~NT 2T A X ME, VT 2T N7 =017 77 A1H
(ZIP RZDRMENET 7 A V72 ) THRIHENEZBICRELE Y, 7T—h A 7THETEZEDOH
HLEETIZRNWZD, LSO T =0 A T A XY MIREANE RSN NEAERH Y £
T BRHAIE, T—HA THNOEGE L7 7 A VICOBREID Y ToHNET, T—IATD
SHA-256 /N ¥ a £ 12ET7 — A T 7 7 ANAEHEH LT, BT —DA T A X FEEG LT
T I77ANE~Y BT UM £,

T4 T4 (Detector)
~ VU =7 %l L7z AMP for Endpoints 7 « 7 7 % (ClamAV, Spero, SHA 72 &)

Device

T7ANARVIEBIR 7 7AT 4= T AL o THEREINZ~LVT 2T A X2 b
DFEF. 77 A NEBRE L2734 AD4Hi,

T2 RaRA > MAT AMP IC L o> TSNz~ T =T A XU MEAMP 7 70 RiZk-T
ERENTZLV AT T 4 T <y 2T A2 DAL, Firewall Management Center D
A4 il

DeviceUUID (Syslog D #)
AN NEER LI 77 AT U4 =V T, AD—FDHF,

[DeviceUUID], [#AID /3%~ RHEfE (First Packet Time) ]. [#EfiA > A & > AID (Connection
Instance ID) ]. B X O£ v > % (Connection Counter) ] 7 4 —/V ROERERET D
ELFEDT 7 ANVETNII N T =T A X MIBEEAT DB A X2 b R —EISERRI T
% i ﬁ—o

[/ T 7 A JLDH%AIE (Disposition / File Disposition) ] (syslog : SHA_Disposition)
77 A NVOMWE
Malware

AMP 7 57 RTEDT7 7 ANB~NLoT & LTHEINE, a—h <bT =700
TwNAo=T E LTSN, 37 7AN0VRY U—TCTERINZL T T LEWN
BETZ77ANDEBAATNBLZ-Z 2 RLET,
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Clean

AMP 7 59 RTEDTZ 7 ANNBT Y= LTHEEINTWDED, 2—FRT7 7 A L%
V=Y AMIBMLIZZEEZRLET, 2V =0 DT 7 ANBINT =T T =T
BOONLDIE, ZEDT 7 ANNRT ) =B INIGETET T,

Unknown

VAT ADAMP 7 T U RIZWEDETZH DD, 7 7 A JMIZEHENEID YT H N2
2. DFED, AMPVZ T RN T 7 A NESHELEN-T-Z 2R LET,

Custom Detection
=PRI AZ LY A M7 7 ANV EBMLIEZ EE2RLET,
Unavailable

VAT AN AMP 7 50 RICEWEDEAZ ENTERDST-Z 2R LET, ZOFN
ERFOA R FOR— T —UNMELS ERENDBANH Y £, T, BESNhZ
F;ETT,

N/A

[7 7 A Wt (Detect Files) | £721X [7 7 A/ 7 1 v 7 (Block Files) | /V— /37 7 A
JVERLER L. Secure Firewall Management Center 25 AMP 7 5 7 RIZfIWE bR 7ano7-2
EERLET,

T ANDHBLEL, AT AN AMP 7 70 K27 2 Y 23T LT 7 A MIZOWNWTDORRE
RENFET,

syslog 7 4 —/V RIZIZERA OB DO LB NS NE T, L br AT T ¢ 7708 & K
LHEDITITEH S NERE A,
RAALY

T7ANARVEBIR T 74T 4=V TNNA R Lo TERSINTZwLVT =T A X2 b
DAL, 77 ANVERMLIET NA AD RAAL v, =2 RARA 2 Mald AMP 12 X - TR
SNV T 2T ANV IBEXOAMPZ 77U RIZX o TAERSNOGBME~ LT =T A X
FOGA. A X M ERE LI AMP 7 T U REERCREEMIT Oz KA A >,

ZDT 44—V FiL, v NTFTF T —D7= DI FirewallManagement Center 52 E L7122 L 35
HHEICEREINET,
DstlP (syslog M &)

BRI ELEZARA ROIPT RV A, Ziux. FileDirection 7 4 —/V KOfEIZ L > TT7 7 A /L
DFEBFEFITIZEEZEDOIP T RLALRAEERH Y £,

FileDirection 7% Upload D&, ZiIULTZ 7 A NVZEHEDIP 7 KL AT,
FileDirection 7% Download DA, ZIULT7 7 A NEEEHEDIP 7 KL AT,
SrclP B LTS 7ZE W,

A=V —H VAR H FETTBERE. BLOREE/ZEE T «— VW RICET2EEDLS
LT EEN,
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DstPort (syslog D& )
DstIP TR SN TV DR THM SN DR — K,

[ Ax7E/)L—% (Egress Virtual Router) ]

BENV—T 4 T HRMEHT 53y NU—7TIE, b T 7 497 B3y NU—IMhbHDEXIC
W DR AL — Z D4R

A2 kY% THAT (Event Subtype)

<L = T I D72 - 72 AMP for Endpoints 7 7 3 = > ([{E% (Create) ]. [FEAT
(Execute) ]. [#B#) (Move) ]. [AF¥ ¥ (Scan) ]72&) .

AR k447 (EventType)
NI 2T AR DY T HA T,

[Z 74 L% (File Name) ] (syslog : FileName)
77 A NOAH,

774 )L /3R (File Path)

AMP for Endpoints (Z X > THRIHENTZ~LV T =T 77 A NVDT 7 ANV RA (T A NKEE
EZYAVN

[Z7 4K > — (File Policy) 1 (syslog : FilePolicy)
T ANERHELET 7 AR —,

[Z7A4ILR bL—UHRTEFEH (File Storage / Stored) ] (syslog : FileStorageStatus)
AR MIBEMT N T 7 ANVDA L —Y AT —H A
Stored

BT 57 7 A VIRBUERFE SN TN DT R TOA XY FEIRLET,
Stored in connection

MG 7 7 A ARBIERE STV D0 E 9 IR, BT 77 A v v 2T
ARF Y T F X BIOREFE LT RTOAL XY FEELET,

Failed
BT 27 7 A NE VAT ABMRIFCTERDPOTZTRTOARY M ERLET,
syslog 7 4 —/V RiZiZ, AIHIOAT =2 ZADHPEENTWET, TNHDOART—F A TER
BDAT =2 A% KMT 5 L) ITITEHFSNERE A,
T7AINDE A LRXSE 2T (File Timestamp)
AMP for Endpoints 235 L7~ /LD =7 7 7 A VBMERL S #U72 H IR,
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FileDirection (syslog D #+)

B 7 7 ANVBE T ra— RENTh, EET vy 7r— RENTh, HIFROEEY T
ﬁAO

» Download : 7 7 A /LiZ DstIP 7>& SrclP ([Z#zik S E L7,

 Upload : 7 7 A /L& SrcIP 75 DstIP [ZH#E% S E Lz,

FileSandboxStatus (syslog ) #)
T 7 A NP DH DT DIZEE INTENEZDOHEDAT —F A 2R LET,

First Packet Time (Syslog (D #)

VAT BRI O o N B U RER,

[DeviceUUID]. [fAID %~ R (First Packet Time) . [#fi1( > A Z > AID (Connection
Instance ID) ]. B I ON[#Efis v > % (Connection Counter) ] 7 4 —/L ROFEREHRET D
ELBEDT s ANFEIRITNT 2T A X MBI T ST A X R BRI T
% i‘j‘O

FirstPacketSecond (syslog D7)

TrANDE T a— R 7a—%37 v Fa—F 7 oa—03ihS -,

AR MIRBELTERLANRA =T N X —DF A LAR T ICH T TF v SNET,

HTTP 5% 32— K (HTTP Response Code)
77 ANVDERERFIZ 7 T AT 2 MO HTTP E RIS U TIEESND HITP A7 — 4 X2 22— K,

[AA{=*E/L—% (Ingress Virtual Router) 1]
WHEN—TFT 4 VT EGRHT DRy MU= TliE, N7 74 v RFy NU—ZIZAD L EITHE
T B RAR L — & DA,

10C

VN =T AN M, BEICEE LR A M 2R ADER (10C) & U A— L
£ 973 AMP for Endpoints 7 — % 28 10C /L—/v%& k) H—LIz84. # A 7 AMPIOC T, 5%
BRI 2T AN MNERENET,

A vt— (Message)

T 2T ARy MIBEEMT b5 EMEHR, 77 ANAR MBI R T AT U A —L
TNRA AL TEREINTZZALT 2T AR RTIEE, 207 40—/ Rid, BOAENEE I
2. DFEVEEMTONTZLV P ART T 4 TARVIRHD 7 7 A4 MIFFLTOHEATIEN
7,
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MITRE

7V w7 LTE—FINERETEDHENOE, ik, ZORENIZH S MITRE Ol &
o) 2 FERLET,

Protocol (syslog D& )

Wl FER S n=7a haL (TCPUDP &2 F)

Z{E@IDKFE (Receiving Continent)

T ANEZETHERA NOKEE,

Z{EAIDE (Receiving Country)
T ANEZETHRANOHE,

={E181 IP (Receiving IP)

Firewall Management Center ® Web f ' #—7 = A AT, 77 A NVMAXU I BILOY 7747
VAT AL R R0 TEREINTEIN T =T AR FOGE, 77 ANVEZET DR
DIPT RV A, A =vx—F VAR Z FMamspde, BELOHMEH/ZEET 1 —/V FIZ
B4 2EELZRLTIZIN,

TV RARA LV MAT AMPIZ & o TERSNIZI VT =27 DA X2 bORE, IR ZRA X
v hERE LD RBEA Y hOIPT KL A,

syslog DEEDA XN (T7 AT U r—/ THAAL ZATHEBRINTZA X FDOFH) 1220 T
X, DStIP B L SrclP 2 L T 72 &0,
Z{EDHR— + (Receiving Port)

Firewall Management Center ® Web A > % —7 = A A TiX, 77 A NVDBBREINTZ T 7 1 v
JIZE o THER SN D565 R — |,

Syslog & [A%5E72 6 DIZOWTIE, DstIP 3 LU SrclP & DstPort 3 L Y SrcPort 22 LT <
7ZE0,

% {EM@ D KEE (Sending Continent)

77 ANEEGETHHRA NOKEE,

% {E@IDE (Sending Country)
Ty ANEFETHHRA FOME,

XS] IP (Sending IP)

Firewall Management Center ® Web A > % —7 = A ATlX, 77 A NVEEETDHHEANDIP T
RLA, f=v—H/VARZ, EETUAERE. BXOREHR/ZEE 7 +— L FIZBET5
EELZRLTLIEE N,
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| Z7ANARVKRLIIT ARV RERY FT—Y T7AN FSDTH R
Jranssveryz7 4Avk 74—k |

[Al%: 72 syslog IZ DWW Tid, DstIP & SrelP # &M L T 72 &0,

E{ERIDR— + (Sending Port)

Firewall Management Center ® Web A > % —7 = A A TiX, 77 ANV BEINTZ T 7 4 v
JIZE o T ENDEE LA — K,

[A]%: 72 syslog {2 DWW Ci, DstIP 3 L UNSrelP & DstPort 35 K UV SrcPort 22 LT 72 &0,

[SHA256/ 2 7 - JLSHA256/ (SHA256/File SHA256) ] (syslog : FileSHA256)
7 7 A )LD SHA-256 /N 3 = fH,
SHA256 fEZ152121%, 7 7 A ABRONT NN L > TSN T LIBERDH Y £,
«[7 7 A NVDLRIE (Store files) | DA/ >TNDL T 7 A MR T 7 A L L—/b,
o [7 7 ANVDORLE (Store files) | AN/ >TWDLT 7 AN Tayd 7y A b—)b,
NI =T VIR I T T Ty AN —)b
N T Ty Ty AL —)b
« AMP for Endpoints
Flo. TOFNEIRBIRHENTZ T 7 ANV A X FBRIOT7 7 A L OBRMEEZRL, v b
V=0 774N V=27 NIV IRy NI—=0 T7A N b TIV =7 b TAaw
HERRINET,
[4 X (KB) /77434 X (KB) (Size(KB)/File Size (KB)) ] (syslog : FileSize)
Firewall Management Center ® Web f > % —7 = A AT, 77 A LDH¥ A X (KB HL)
In syslog messages: The size of the file, in bytes.
T 7 ANVDPRECKESNDANI Y AT DINT 7 ANDIA TEFFELIZGAE. 77 A0 Y
AZXRHBEINRWEERHY 3, ZORWTIX, 207 14—V FIFZEATT,
SperoDisposition(Syslog M #+)
SPERO B4 N7 7 A NWAMI THEA SNIZME D kR LET, AR
« 77 A L TELT S I Spero D

o 7 7 A NVTHEIT S0 72 Spero Dt

SrcIP (syslog D #)

Ve LA A NDIPT KU A, Ziud, FileDirection 7 o —/L ROEIZ L >TT7 7 AL
DEGBEELIZEEDIP T RLALRLGAENHY £7,

FileDirection % Upload DA, ZHUX7 7 A VEEHFDOIP 7 FLATT,

FileDirection 7% Download D¥E. ZiUXT7 7 A VZIEHDIP 7 KL AT,

T7AIWNARKILVNDIT ARVEERY NI T7AIL k5D H MY
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DstIP H 2R L TL 72 &0,

A=V —H VAR H | RET/ERG. BLOREEZEE T +— LV RICET A EELS
L TLEEN,

SrcPort (syslog M #)

SrclP TR S CW DRt CREH S DR — |k,

SSL Actual Action (Syslog: SSLActualAction)
VAT ABPESALSNIZ F T T 4 v 7 ICHEA LT 7 v a v,
Block & 7=[d& Block with reset
Tuy 7 ShciE S bERie £ LET,
s (BER)
BEAY— FEHELEH L TES SN REERER L ET,
'S (F—n3xi)

B SN ARF—IC LD BCBA Y — FEAELZ N L TR SR EERE £ L E
j‘o

'5 BEmon+—)
BN ORE F— 2 L TS S BGEE AR LET,
TI2HILbETHOYay
BT 74V N T v a il lo TR ERZZ EERLET,
'S LGL
VAT APEEL Lo TR AR LET,
74—V R, MBEY—27 78— X—T® [SSL A7 —# A (SSL Status) ] 7 4 —/V RiZF
RENET,
[SSL ZEBA=1%%R (SSL Certificate Information) ]
N7 T 4w 7 AT D7D DR F—FEEF IR S D IRDIEHR -
TVl M TILHEA  (Subject/Issuer Common Name)
TV NAEATICHAR (Subject/Issuer Organization)
o TV NEAT U AL (Subject/Issuer Organization Unit)
« B DO BG4 T (Not Valid Before/After)
« v U 7% E (Serial Number) . FEFAE” 4 >4 —7"U > (Certificate Fingerprint)

« NBF— 74—V | (Public Key Fingerprint)
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| Z7ANARVKRLIIT ARV RERY FT—Y T7AN FSDTH R
Jranssveryz7 4Avk 74—k |

syslog D;E1%, SSLCertificate # & LT 72 &\,

[SSLBAMIEH (SSL Failure Reason) ] (syslog : SSLFlowStatus)
VAT ABBEALS I N T T 4 v 7 OEBARICRI L 7B,

* Unknown

* No Match

* Success

* Uncached Session

» Unknown Cipher Suite

* Unsupported Cipher Suite

* Unsupported SSL Version

* SSL Compression Used

* Session Undecryptable in Passive Mode

» Handshake Error

* Decryption Error

* Pending Server Name Category Lookup

* Pending Common Name Category Lookup

* Internal Error

* Network Parameters Unavailable

* Invalid Server Certificate Handle

* Server Certificate Fingerprint Unavailable

* Cannot Cache Subject DN

* Cannot Cache Issuer DN

* Unknown SSL Version

* External Certificate List Unavailable

« External Certificate Fingerprint Unavailable

* Internal Certificate List Invalid

* Internal Certificate List Unavailable

* Internal Certificate Unavailable

* Internal Certificate Fingerprint Unavailable

* Server Certificate Validation Unavailable

« Server Certificate Validation Failure

T7ANARYKIILVIZT AR LERYRT—=D D741 5D R .
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* Invalid Action

74—V FEIX, MBRU—27 70— =D [SSL AT —H A (SSL Status) | 7 1 —/L FiZF#
RENET,

SSL X 7—#4 X (SSL Status)

WAL STl 2 fidk L7, [SSLOKEROBEE (SSL Actual Action) | (H7Z/L—/b 77
NWET 7 vary, $RERTEXRWNTI 7 v T 7 vay) ZHELET 7 vay, Ry
2 (Lock) 17 A @ () 1%, TLS/SSLiEBAEOFEHIIZY 27 LTCWET, fEAELZ R T
A (Tl z0E, TLS/SSL NV Ry =A 7 =T —IC X VN7 a v 7 SnHEH) |
0y TAaALET V—FRITR D FT,

VAT AP BL SN TR OE BALIC KL LT A . FAT SN [SSL OEBEDOT 7 v a v
(SSL Actual Action) ] (EH{LTERWNT 7 4 v 7 77 ar) & [SSLEEEDHE (SSL
Failure Reason) | &R RINFET, 72 2L, AR ZAAL — MZ Lo THE{baniz h 7
T4 T HVATABRBE L, FRUEDAL AR g AP I NETF A LSS, o
DT 4 =)V RIZIZ[HE S Ly (RBAZeE 5 A4 — k) (DoNotDecrypt (Unknown Cipher Suite)) ]
DERRINET,

ZDT 4=V RERFT HEEIE, [SSL OEEEOEE (SSL Actual Action) ] & [SSL i
(SSL Failure Reason) ] D 1 DLL EDEEZ AL, VAT ALE L7-, 3 EBICRKL
W5 b b7 7 4 v 7 2 FRLET,

[SSLY T2 9 b/F1TE (SSL Subject/Issuer Country) ]

5 5L RER I AT 1 B 7o 4 £ 721338 T e E O 2 3L 0 1SO 3166-1 alpha-2 [HHE -,

SSLCertificate (syslog (&)
TLS/SSL H— _—OFEHED 7 4 T—7 VU > |,

[ZED4HET (Threat Name) ] (syslog : ThreatName)
B SN~y = 7 ORI,

[EB A7 (ThreatScore) ] (syslog : ThreatScore)

ZDT7 7 ANVICEHEMT OGN TWDERFTOEBRA 27, Ziux, B hIcBlEZ I EE
N D AHENED & B ENEIZIES 2 0 ~ 100 DIE T,

BEA T TA 2%, (B0 ER (Dynamic Analysis Summary) ] LAR— M2V > 7 &
Tb\ij—o

K%l (Time)
AR IBERSHEZAR, 207 40—V FIIRETE A,
syslog A v ¥&—ClL, FirstPacketSecond & L T 72 &0y,
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(24 /7745247 (TypefFile Type) 1 (syslog : FileType)
77 ANDHE AT (HTML X° MSEXE 72 &)

[URI/Z 7 4 JLURI (URI/File URI) 1 (syslog : URD)

TrAN ST UV T g SZEEMNT O TCWAEROURL - 2 iE, 22— =077 AL
A a—RL7ZURL 72 &,

[2—+— (User) 1 (syslog : User)

BBt L7 IP 7 RV AICEEMT N TV A —Y—4, ZDOIPT RLVARNRy hU—
7 DIEBIZH DBE . BEMT SN TV B — Y —& 3@ R T,

YT HEE. 22— —ZOFNIIE <realm>\ BTV TWET,

Tr7ANARVEBILOR 774 T 04— T34 AL TEREINTZ~VT 2T AR b
DEFE. ZO7 4 =)L R, DRV > —FHITHEROH LI 7 A Nl Lo TIREESN T2 —
P—ZNERINET, IDRY =BG, BRIV ELH Y FEALEREINET,

TV RARA 2 MaF AMPIZ L > TAEKR SN~V T =T A X hOGFAE, T2 RKRA 2 b A
i AMP BRa—HF =LA &2 HHILET, ZhbOx—W—% 2 —V —HHE 7= 1 THE B E AT
HZLiETEERAL, TNHIE [2—F— (Users) | 7T—7MZE&ENT., T HD2—F—
DifMEFRTTLHIELTEERA,

Web7 7'1) r—< 3 > (Syslog: WebApplication)

Pelgt RISV HTTP R 7 7 4w 71220 T, WEEZRTEIXURLZER LT 7Y 77—
va v,

Web 7 74— a>0AhT3)£z1&2 4 (Web Application Category or Tag)

TN = a COBRRE BT 2 OB, T r—va v ORI A R AU,

IINDITTFTARINDYTERAT

WORIZ, SNVT 2T AR INOVTEAT Xy hT—ZF AMP ( Ry hT—27 _—
ADNT 2T AR BM] ) I RARA 2 MaWFAMP ( T=> RiRA V FR_R—ZXD< /LT =
TAXRYE] ) OELLTEDOYH T EATEHRETELONEIME, TOV T2 A TE2EHL
THEY NT—7 T34V b IV =7 NUDBPERINOINE I DE—ETRLET,

RARILIZITAREDRAT

TILYITAR DY TRAL TER|JILITTHE |TVoFRAVME|T7AILESDT

fi& [+ AMP g kY
Iy NU—27 77 A MEEERHCBRE S | O X O

7= (Threat Detected in Network
File Transfer)

T7AIWNARKILVNDIT ARVEERY NI T7AIL k5D H MY .
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Failed)

TILITTARY DY ITAA TR |V THE |[TUFRRAVME | T7AIL ST

& [+ AMP 28

Xy NT—27 77 A VEEERFICHRE S | O x O

g E (%) (Threat Detected in

Network File Transfer (retrospective))

it X472 (Threat Detected) x O O

FRAVE B N TR &2 & B (Threat | > O O

Detected in Exclusion)

WPE I 7= (Threat Quarantined) | X O O

AMPIOC (1RFEDJEMEE) (AMPIOC |* O x

(Indications of compromise))

7y 7 Tz FEAT (Blocked x O x

Execution)

fREED 7 Z o K U 22—/ (Cloud Recall | * O x

Quarantine)

fREED 7 70 KU a— L OFITIZHM | > O X
(Cloud Recall Quarantine Attempt

Failed)

WD 7 77 K'Y 2 —/LOhs (Cloud | * O X

Recall Quarantine Started)

Wi D27 20 R U a—LoEix |X O x
(Cloud Recall Restore from Quarantine)

WREED D27 Z 7 KU a— /LTI | X O X

S (Cloud Recall Restore from

Quarantine Failed)

WREEN DD 27 T T R a—LofEeo | X O x

Bi%& (Cloud Recall Restore from

Quarantine Started)

FEEfE— < — (Quarantine Failure) x @) %

fREE S NT=7 A7 LDET x O x
(Quarantined Item Restored)

FREEDE L2 (Quarantine Restore | X O *
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| Z7ANARVKRLIIT ARV RERY FT—Y T7AN FSDTH R

TFALBEUTLYTT A~k 74— reRATeEsEs [

RILIIT AR MDY THRA THEFR | RIL 97 | TVRKRA VMR T7AIL RSO
{[E] (+ AMP 7|

fREEDIE D BEEE (Quarantine Restore | % @) x

Started)

AF¥y UET, B2 L (Scan x O X

Completed, No Detections)

AXx RSB Y TFET (Scan x O X

Completed With Detections)

A ¥ NZH (Scan Failed) x O x

A ¥y B4 (Scan Started) x O x

T77ANLEELUVIILDIT ARV~ T 4—)L FTHIBARTRELEEHR

WDOFEIZL, VAT IENE T 7ANBLOR~N T =T A XN 74—V ROEREERT DN
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BLO7uy 7EREEHLT, NIV =2 M) EERLET,

BREBRHEEIN=TILD I T7EIUVSHEFA LSO RY)
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icExEd, 77 ADSHA256 [EAMRBET D0, [y NU—2 T7A40 FF7¥ =2 K
(Network File Trajectory) ] U A N®D [7 7 A /L0 SHA 256 (FileSHA256) (V> 27 %7 VU v
7 LT, EOT7 7 ANMIET L5 IZ KR LET,
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TR PEE 2B Y TSI OV T H R LET, v v 7 TTF—4 RA 2 FERR
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T ARVE (2 RBRA Y FR—ZAD AT 2T AR K] )
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72T R_RTDOT 7 A VifiRkE

cHIDIP 7T RUABER L CWGE, ZOMEDOIP 7 RUANREFRT LI RRA b
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cFUBBAAT TRY T F Y ENET 7 ANEERTD  BEAaT V7% 7)) v 7
Hi, FOEBAAT TR I F v SNEZTXTOT 7 ANADBERENET,
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DALTFRAN B ARMAT Y g UPEINTEDNI R > TS Z & 2B LET, Web
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a) [#& (Integration) ]>[AMP]>[AMP& (AMP Management) |4 &R L £,
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Syslog #Jr L C7 7 A |64 (=% ZDEDT 4 —)L FOFBIL, syslog A vE—JIZEEND T 4 —Ib
AR MBIV (Any) FaEfFRLTWET,

T xT AN NEEE
LET,

HERERICOWTIE, 77 AN E~AL T =7 A2 FDsyslog DR TE
BETESRL TSN,

. T7ANARYKIILIIT ARV LERY ET—=D D741 k5D H Y


management-center-admin-77_chapter26.pdf#nameddest=unique_829
management-center-admin-77_chapter26.pdf#nameddest=unique_829

BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



