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FHAOTEELTLIEIY, & 2E, EROMBICENINIERIZITY 74 7 2 ME#®R
DA SN W=, 37 547 MERITEENEE AL

BT — X R ERT A S ORI O 2 FILL FICERM RO v > a VINE TN BEE . F OB
ITERREE L RSN E T, Bt~ U — O A ST BRI, BRI BIMA &
Nz s oiEkRoBloHI T b LET,

o, RRFHBHEICREWTRIGM & RBEMAEE LIc Ty MIEAA MEREFHR T DB,
VAT DES R OBRITEBRITERE SNTAT Yy MIE NS MEHRE LEEA, DY
IZV AT AE, FEENTEFH AT Y PEREGFAA ML EROR S, 5 DRI O4 R TH
fe D E DR BATONTZINTEESN T, —EDREREZFE L, EEHELET,

NERISERID D DB ERT <

Bt 7 — Z DIRIFICBBEIRAR—=A 2 O L, #7770V 2 o 7@ s 5720
2. YAT DIROGEIE Y~ Y A LET

« PR ICBIET DR A RO 1 OBRERKGEDO R v N U —7 LI WGE
AR A RO IP T RUALUSNT, B~V NOEER N~ VIERNSKMG 2056
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B 7 7 72T 56 VAT AFIFEE=LAHRAANDIP T RLADORDY T
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BRIV tEXa )T BEDERKANFT4—ILEF
A\

CE) BB T bhio A N2 b ORSRIT, #iet ¥ = U7 o Bl O#RA N b OB~ —
VI TE A,

[72t&Xa> bA—)LKRY) >— (AccessControl Policy) ] (Syslog : ACPolicy)
e E = — LT 78R ary ha—L K —,
[7 2 & X&lfEL—IL (Access Control Rule) ] (Sydog : AccessControlRuleName)

Wik VB L2772 a2y ha— L b— VETZT 74V N T avl . FOEs:
WC—H LR 8 ODE=F— L—)L,

Bl s 1 DOFE =4 — L— Ul —E L7554, Secure Firewall Management Center | 34%#¢ %
WL LIV = VD4R ZFRR L, TORICE=S — =N FoRn LET, B EEO
FT=H— U B LA, BT T4 — = LOBNFRRENET (Default
Action + 2 Monitor Rules 72 &) |

Bl — LD 8§ SDDE=H— L— LDV R NERy T T v 7 W4 R7ICFKR
T 25121%, [NE=%—/L—/L (NMonitor Rules) %227V v 7 LE7,

[72 3> (Action) ] (Syslog : AccessControlRuleAction)
Pz n X0 7 LEREICEEMN T O THWDT 7 a v,

X2V T A ATV V2V AL S TESH — SN TV DEROELA, TOT 7 ay
I, Bl Lo TR A —ENDRPIDE=Z —LISDT 782 a2 ha—/L L—LD
TIvaryThoiN, FREFT TNV T a T, RS, T2 — —LT—
BIDET77 4 v 7B CERGON—NETZEIT 74NV ST 7 a Ao TR SN D
e, BE=H— =L o TRF U7 SRR EBEEMf T ONET 7 v a vy R [E=
4 — (Monitor) 12725 Z LixH D FHA, 272 L, FE=F N—)WZ—ET HEHOFHE
R —iER % N =T 5N H D £,

FTHoay Bz

Al (Allow) T7RA Y ha— W Ko THRIICEFAT &7, Floida—%—
WA LVBETIT 4T T80y I kA RA LT T2 DITFF AT S A7 828,

B #6505 7 HEOBEHA < b
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A=Y/ WaEieT a vy 7 SNT-EE
mb“)‘? LT ANE R =l E s T Ty 7 Sz bR AB L UE
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reset) X 2T 4 ATV VAT T ey T STk
«SSLANY v —iz ko TT a vy 7 Enns{bik,
BFARY =tk oTZ I AT 0 A R T v 7 STk,
e T FANKY —IZEoTT 7 AN (AT =T &G N7
SRRV (Wt 58
VAT AMMEAE I T AN ET Oy VAR TR, TR
Vb= OF RNV EFEALTCT 4 —T A VAT Vg VAR
HEBAIch, YAT AT ey 7 2R R LET,
R A LT 4 NHE R = Lo CTEBEAAREH IS LIy
(Fastpath) 720N b VB LOVE O o,
AVETITLTNVATLINA AT IT 47 Ty d b—LEFERLCa—F—0
A= HTTP ERAZHRWNC T 1 v 7 Uiz & &on ZICEE S iz, v A
(Interactive TFTAIIVFERINAEES - TCa—P—n 7Y v 7 A)L—TF 5
Block) . V& |&, OBy g Tulllidk SN b FD%OBRICHAIT 7
MIEALEZT 7 | U fFEET,
T4 Tavy
(Interactive Block

with reset)

fE4H (Trust)

TI7RA aryiu— Il o TREEISNER, 73 A T VI
U T, VAT AMIEEENT- TCP B2l e 73 LET,

FIFINK T
>3 (Default
Action)

TR aryra— A RY)—DF T H VN T I a Nl ko T
I D8k,

=N =T B DIZ+5372/3r » RN ESNAENZER AL 5
F L7
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NAGEIZDOBIEELET,

[7F7U4—3>7a bajL (Application Protocol) ] (syslog : ApplicationProtocol)
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FFVr—arJaorall hT3UEKIUAZY (Application Protocol Category and Tag)
TV = a OB BMET D DITRILD, 77— a ORI AR R,
FFVHr—2a2m) Ry (Application Risk)

gttt TR ST T =2 a sy b7 4 ZIZEEMT b7z Y A7 ¢ Very High,
High, Medium, Low. Very Low, #fi TSN/ 7 7V r—a 024 72 L1,

M#ET 2V 2A7N8HVET, ZOT7 41—/ T, ZNH6DI bibENbONRERIN
£7

[FBEEY —R (Authentication Source) ]
FHENTWDBIED X A FIZHESNT, ROWTNLOENEG TR ET,
NIV T TAT T AT 4 2=V =2 NONY VT FATUOTATA JV—R
XY T T 4 TAHR—HN L UTHRE SN2 Azure AD (SAML) L /L AD SAML ¥+ 7
T4 TR—=4)L
FEABIZ DU TIX, Cisco Secure Firewall Management Center 7 73 A AR A R &S ML T
<TEEy,
ESHRREDBEEM (Business Relevance)

PR sn=T 7 = ar N7 7 4 v 7 ICBET S B YR ABSHEUE ¢ Very High,
High. Medium, Low, F72l& Very Low, #ft TSNz 7 7V r—ra 02472
LT, BT HE R L DEEERHY ET, ZOT 44—V RTIE, ENHDI bk
Bt o (BER R BIEV) BNRRSNET,

(D54 T72 D SA4T 2 FA—2 3 > (Client and Client Version) ] (Syslog : Client,
ClientVersion)

B TR ENTZ I T4 T O IAT U N TV r—var =Yg,

BRIV CWARETED I TAT v "L AT AINFETE RS T2GE, 207 4 —
U RIZILAB A7 E LTT P r—3 gy 7a ha 4o Telient] &9 EEA T
MU TFETPclient 2 & & FRR L ET,

D34F72 b ATIVEELUVAEY (Client Category and Tag)
TV = a v ORRREBET D DI, TN r—a VORI AR R TR,
Connection Counter (Syslog D #)

& D45 L B O RR R 2 XA o v 2, 207 4 —/v &, ZREEICITER? &
D EHEA

[DeviceUUID], [First Packet Time], [Connection Instance ID], 3 & U' [Connection Counter]
T4 = ROIFRERET D & Bfi A N M@ TE T,

Connection Instance ID (Syslog D)

B A N FEAIR LT Snort f VAKX LA, DT 44—/ RiE, FRUEEIZIIERR S
D EHA,
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[DeviceUUID], [First Packet Time], [Connection Instance ID], 3 & TUf [Connection Counter]
74—V ROIEREMRET D & B A N M@ TE T,

ConnectionDur ation(Syslog M #)

ZDT 4 —/v Ridsyslog 7 4 —/L K& L TORGFAELET, Secure Firewall Management
Center O Web A > ¥ —7 = A AZITHV FH A, (Web A F—7T = A AL, [EHID/X
7> & (FirstPacket) 151 & [Fctk @ 3 v b (LastPacket) 5% LTI OEHRE(RE
LET, )
ZDT7 44—V RiE, ERORRBIZa X I 0EAE LTEGEIZOR, lERMEDL > TOET,
BRI D syslog A vy =V TlE, 207 4= NI ShEE o, £ ORATIIAH
ThoHTDTT,
BEits T D syslog A v B —V Tk, ZO7 40—V ERRHIO Ny NEgEDO N ry NE
TOMENFREINET, BHIEEMOSER CIIBellihd 2 30 £9, 72L& 21X, syslog
DH A LAH T )3 12:34:56 T ConnectionDuration 28 5 DA HAID /37 Mid 12:34:51
IR S ivE L,

%t (Connections)
et~ V) —lIZE o, RS (BRI OB~ U —RIRIC £ 7208 58
i) OBEE. PO~ ) —BRO5 72N L £4, [#5#¢ (Connections) ]5:f%
R LIERBTEROH HFERER T HITIEL, i~ ) —R—U 5RO AF LT —
7 7n—% AT L0ENHY £,

A 2 \—# (Count)

BATICR R SN DRI B 288, Fl— OIT IR S o & H L7211
DI, [Count] 7 4 —/V RMFEREINDZ EICHEEBELTLEE, DAX L T—7 70—
ZUERC L., RUAX DL RXR=Z[H D> b (Count) | 7T LZEBILARWES, KBk
WEERNC R R S, N7y MIEASA MIUTRFF SN EE A,

E7D#ES (Decrypt Peer)

BEAT T S8 Dy FEEST S VPNETDIP T FLA (ET7DIKET R
X > o

VPN E7 D IP 7 RLURAZRRT HITIL, HEREOBRIGEE & Bt O THRC v 7 A2 Fldkd 5
TrEAX aryha— L RY— — O TREXENCTILERHY £1, HEX
NIZNT 74077 78R 2 ba—)L iKY 2 —D/3A3Z (sysopt connection
permit-vpn) A7 a Y EANNILICGE, SN N T T 4 v 7 OFFiAFORTE E
A,

#B5R") >— (Sydog : SSLPalicy)
B A ALFE 7= SSL AR U o—,
TR aryra— LR —DHMHEETTLS V= "—DT AT T 4T A HENA
NI o TWABEAET, FOT 78 ary ba—L R —ICEEMIT O TWDHIES
RYT—RNRWEE, 207 4 —/)L RIZIFZEDOHRAICOWTHM b RFENEE A,
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B5J)L—JL (Sydog : SSLRuleName)

B e W L2 EH S — NV EET 74V T 7 v a vk ZOERIC B LIZRYOE
=X —)L—)b, BN =S — =B LT E. 74— RIS 2 AL L7
=L DEFINFREIN, FORITE=Z— L— AL NERINET,

BWH A2 4 7 (Sydog : DetectionType)

ZOT7 4= RIE, 24T T 7V = a ORISR RINET, [ApplD]
F 72X B b SNz al#EME  (Encrypted Visibility) ] Wi C9,

[538%7R— F/ICMPa— K (Destination Port/ICMP Code) | (Syslog : ERID 7 4 —JL K -
DstPort. ICMPCode)

Secure Firewall Management Center DA > % —7 = A A TlL, ZNOOMEITMEL /T 7%
L £,

tyvary VARCVEDMERT AR — FEITZICMP =2— R,
DestinationSecurityGroup (Syslog M &)

ZD 74—/ FIZiE. Destinationsecuritygrouptag (ffi f ATREZRA) DRI BEEAS 1
LILTWD T H A MERRFFSNET, JA—T4% 7T ¥ A MEL LTHEATE e
By ZD7 4 —/L RIZIL, [DestinationSecurityGroupTag] 7 « —/L K & [7] UEEEAE N &
£,

[DestinationSecurityGroupType] (Syslog D #)

DT 4= RIE, EX 2V T4 IN—TEZ T BEE LT EE TR ERRENE T,

fE& FiEA

A1 I74 HEIC SGTEIZ T v E 2 BDH D TY

Session Directory | 34{550 SGTfiIX, £y ar 74 L2 MU FE Y ZIZK D ISE D
HDHOTY

SXP BEIETE SGTEIL SXP hE v ZICL B ISENHDH DT

5E4E SGT (Sysdog : DestinationSecurityGroupTag)
BEe I Bt T 250X 2V T 4 I v—T 27 (SGT) @tk

5570 SGT fifii. [DestinationSecurityGroupType ] 7 « — /b K CHE S 72155 o b IS
SINET,

[ 4 14 7 (Detection Type) ]
DT 4=V R, 7747 NORBIENFERINET,
TINAR

Secure Firewall Management Center ® Web A > % —7 = A A TlX, ZOEIIMEL 777
Zd L £
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i

Bz i L7257 81 X, F£721E, NetFlow 77— 2 BAERL S V-8 O 5 &l 3.

T H B LT E B R T N A,
DeviceUUID (Sydog D)
AN NEER LIS 77 AT U 4 —/b T A 2D —F O,
[DeviceUUID], [First Packet Time], [Connection Instance ID], 3 & TF [Connection Counter]
74—V FOIFREHRET D & A N bl TE£7,
[DNSZ T 1) (DNSQuery) ] (Sydog : DNSQuery)
RAAL 22 RIS DI OITHERE TR — L =" —ITEE SN DNS 7 = U,
DT 4=/ RITIE, DNS 7 4 V& U v IR > TWDHAED URL 7 4 L& U v

T—EDRAL A BRFETEET, ZDOHA, [URL] 7 4 —/L RIZZEAIZ72 D . [URL
Category] 7 4 —/L K & [URL Reputation] 7 o —/b RIZiE F A A BT HALTEN 5

EFNET,
DNS 7 4 V& U > T OFERIZ DWW TIE, DNS 7 4 /L Z U7 :DNS/V Y 7 7 w7 HOD
URL LE 27— a7 30 o@nl (R—=2R) #ZMLTIEI0,
[DNSLa— K% 4 7 (DNSRecord Type) ] (Syslog : DNSRecordType)
Pt Ci8E SNT-DNS 7 = U 2RI T 5 7= DI SHZDNS U Y — A L a— RO ¥ A
7
[DNSIi:% (DNSResponse) | (Syslog : DNSResponseType)
WG DR RFICHERE TR — b P — /=TI E 72 DNS L AR A,
[DNSY >4/ R—JL4 (DNSSinkholeName) ] (Syslog : DNS_Sinkhole)
VAT ANEHE VA LT N Liev I AR— v = D4,
DNSTTL (syslog: DNS TTL)
DNS #— 3= DNS U Y —2 La— K& % v v ad 504k,
FAA > (Domain)

VG AR LB RT NA AD RAAL 2, £21E, NetFlow 7 —# 02 H AR S vz 8
BOEARIE, T BNBL L2 EEAHBT ASAADRAAL vy 2T 4 —)L KL, </ F

L

7 F v —D 7T Firewall Management Center 5% /E L72 2 E R H LG E IR RIS NE
‘é—o

E7 DSt (Encrypt Peer)
BT DIV DT B EE S LT D VPN ETDIPT RV A (E7OIKET Rl
Z) o

VPN E 7D IP 7 RLURAZRRT HITIL, B OBRIGRE & O TRC e 7 25T 5
T A aryhag—LRY T — L—Oua SREEENCTHILERNHY F9,
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EVE 74 > H—71 >k (Sysog : EncryptedVisibilityFingerprint)

tyvaroslbashicifift=2r Y (EVE) IZX>THRIHSNITLS 7 4 T —7
U > b, [Cisco Secure Firewall 7 7" U 77— 3 > #ittigs (Cisco Secure Firewall Application
Detectors) | ~X— Y TBMOFEMEZ R RTH2OOT 7 AMIT, BIE, VA aIDOE
FA—=NLT RLAZFO -V —IFHTEEE A,

EVE 7O+t X% (Sydog : EncryptedVisibilityProcessName)

e EN-aHET Y (BEVE) IZL > THENZTLS 7 54 7 2 b hello 7347
foFatvxE37 747 b,

EVE 7Ot XEEM A7 (Sydog : EncryptedVisibilityConfidenceScore)

R SN Nl e 7T et 22 BE LTV A0 %5530 — 100% O
NIRRT, 7L 21X, 722 A4 5 Firefox T, [FHA 27 7880% DA, =2 VU
Bt L7712t 2/ Firefox THDH L 80% B L TWA I EEZRLET,

EVE ZBOMEEM (Sysog : EncryptedVisibilityThreatConfidence)

b SNt VN Lo TR SN 7 0 RACEBN G ENDHERD L
vy TDT 4=V RiE, BEEHEA 27 OISV T, #8 ([Very High]. [High].
[Medium], [Low], F7ziX[Very Low]) Z/R~LET,

EVE BB OHEEMR 7 (Sydog : EncryptedVisbilityThreatConfidenceScore)

b SNt VA L s THRIEN T BB RACEEREENTND Z & AR
0 — 100% OFPANOEHEE, ZEEFEA a7 REFITEH OGS (90% 72 L) | [Hr
fb &N rliEE 7 1= 24 (Encrypted Visibility Process Name) |7 4 —/V RIZIX[v/V T =
7 (Malware) | L ERSNET,

I FRA4 > b Ba%sr—2 3> (Endpoint Location)

ISE CHRE &Nz, 22—V —OFFEZISEZFEH L=y hU—7 TRRALZADIPT KL
xo

IV RHKRA2 bDOTAT 74 )L (Sysog:Endpoint Profile)
ISE CHRE SN2 —P =D RRA 2 b TNRA A XA T,

Event Priority (Syslog @)
Pafoi A N2 EDMBREOE WA X N THLNE DD, @ELE (nigh) A XV M, &
A X2V T4 ATV A, Ty AN, £~V T 27 A X2 MIBEEMT S
Nl A < T, tOTRTOA Ny MIMEELE (tow) X2 FTT,

7 71 JL (Syslog: FileCount)

12U ED7 7 A0 A Xy MIBEMIT O TW AR TR E X7 ry 7 Shi-7 7
AN (=T 774 NEEHEL) O,

Secure Firewall Management Center ® Web f > % — 7 = A A TlE, [7 7 A NV DFER (View
Files) 1| 742> ) X7 7AVDOIVARNIY 7 LTWET, 74 3 OEFIEX, 0
B CHRINERIT T ny 7 SN T7 7 AN (VT =T T A Vv eEdle) R LET,

B E6ssU0EF2 )T BEEDERARY b
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[BRVD/Nry FFEFRED/N Y b (First Packet or Last Packet) ] (Syslog :
ConnectionDuration 7 1 —JL K &S H&)

Ty va CORMEITREO STy R S e B,
First Packet Time (Syslog M)
VAT LA DT b B kR LT R,

[DeviceUUID], [First Packet Time], [Connection Instance ID]. #5 & TN [Connection Counter]
T4 =V ROIERERET D & B A N M@ TEET,

HTTP Referrer (Syslog: HTTPReferer)

B CHRHEENZHTTP h 7 7 4 v 7 OBERURL DV 77 T %54 HITP U 77 7 (il
D URL ~D VY 7 Z4gft L7z Web A K, filldd URL 226V 27 %A L 3"— h L7 Web
A bR L) .

HTTP [&& 22— F (Syslog:HT TPResponse)
7 T4 7T R b OFEGEREH O HTTP ZRIOIG U TEE S LD HTTP A7 — X% 2 a— R,

[AABAA B —T 4R (Ingress’Egressinterface) | (Syslog : Ingressinterface.,
Egressl nterface)

B lZ BT T O NI AN E IR IO A v B2 —T =4 A, JBBICIESFRONL—TF v
RENEGENTWAIEEIL, AMEHIIOA v HZ—T 2 A ZANFECA T4 XTIZET
DEHENHY FT,

[AAEAEF2) T4 J—> (IngressEgress Security Zone) | (Syslog : IngressZone.
EgressZone)

Pt BT T DT A E T o X 2 VT 4 V=

HEASENTEI TR T, TOATEXF 2V T 4 ) —rofbvic, YTk
For v = BATTT 4= RIZFEREINET, HI17 4 — IV RIZZEATT,

ANDEREL—2/HH{RIEIL—4 (Sydog : Ingressvrf, EgressVRF)

BN —T 4 VTR T 2%y NU—2 28BS, T 74 v 7 Bxy NU—ZIZHA
V35 L@ DR —F DA,

14 = IT—4/Responder /N1 k (Syslog: InitiatorBytes, Responder Bytes)

tyvar A=V —IRRELEAS FERITE Yy Y a v VARV ERZAE LTAA
~ DI,

A= T —R/ILRKRU S KEE (Initiator/Responder Continent)

—F 4 T ARERR IP MRS NEEEAED, By ar A= —FFERIFLARSH
D IP 7 R L AR T 572 KB,

A= T —RILRARUSE (Initiator/Responder Country)

—F 4 VT AEERR IP MRS NEEED, By var A= o — X FEHRIFLARSA
DIPT RUAIZBEMT S E, VAT ALY, EEOTA 2 &, EDISO3166-1
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alpha-3 EFRENRFRINET, EIET A 200 RIZHRA v 2 2BE#T5 L EOEER4
PR FIR SN ET,

[41 =T —4/LRKRUA IP (Initiator/Responder IP) ] (Syslog : SrclP, DstIP)

Secure Firewall Management Center DA > % —7 = A A TlL, ZHOHDEITMEL /7 7 %
L ET,

tyiar A=y Z—FFEFIFLARVEDIPT FL 2 (BLODNS fRRAEEL S
TWAHGEAIEFRA M) o

A mvE— B VAR AT, B L ORI T 1 — A FICHT I
(26 ~—2) LBMLTIZE N,

Secure Firewall Management Center ® Web A > % —7 = A A TlX, FA N7 A =238k
N7ay 7 SNHRKMERSTZIP T RLUAZRLET,

TVUVIT 4 NER) =l oTT7ry 7 Inb0, EREEmEANANEH SN T L—
THEARNDNAANL— R FALTIE, A= —HEVARSEDIP T RLAT h X
NEY RIRA D (FRAVDOFAIOFR Yy NT—T FTNA ZADN—T v KAV H—T = A
) #RLET,

(M= —F/ILARAE D4y b3 (Initiator/Responder Packets) | (Syslog :
Initiator Packets, Responder Packets)

tyvar A== NFE LIS FERITE Yy v a VARV ERZE LA Y
I DFEL,
[4 =T —% 31— — (Initiator User) ] (Syslog : User)

Secure Firewall Management Center ® Web 1 > ¥ —7 = A A Tld, ZTOfEIIHPE L /T 7
ZHIRL £,

tyvarAf=mvz—Flunsf L TWea—Y—, ZDO7 4 —/L RIC[FRIE/R L (No
Authentication) | ASISNTWAEELE, 22— — M T 7 4 v 73RO L H 12720 £,

c BET ONTETAT T AT 4 R —NRWNWT 78 ZX ar hr—LRY I —(Z
—HLE L

TATYT AT A4 R T —DONTHOL—MIZHE—HLEFATLE,

YT AHEE, 22—V = DOHNIE <realm>\ BTV TWET,

A =V —H VAR F | REIMERE, BRORBEE/ZEE T 4 — NV RICET R
(26 =) HBBLTEEL,

RZEHAR (Sydog : InspectionMicroseconds)

PR BT STy P ERE T D DI o2 X U BEALORH, Z OWIFIT,
RANDONT  FOZEINORET m A% T ETORBTHIESNET, ZOMEE, 585
FeDs37 kDA E L SN D BRI 2 IR E T 2 DI D £,

®E/X4 v k (Sydog : InspectedPacketCount)
K€ OB TR Sz v b O/

B E6ssU0EF2 )T BEEDERARY b
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[BAA R> k (Intrusion Events) ] (syslog : IPSCount)
BT DR AL RV b (BHDGE) D,
Secure Firewall Management Center ® Web 1 > % —7 = A AT, [RAA X2 FDFER
(View Intrusion Events) | 71 2> ) ZA X FDY X MZV 7 LTWET,
l0C
VNI 2T AR I, BERICBES LA A MR AR AOER JoC) & Y —L
7= E D),
MITRE ATT&CK
ARy NP OAEE DS TO ATT&CK 7 L— LT — 7 1231F 5RO TR A2 =3 i
TR T 7, B LA U TOIEEY 2 —% %R — K L, MITRE O#fli, FiE, BX
OMEATIRIL Y T 7 OFEl 2 Fon TE £97,
TR T 7RV v T DHE, A D MITRE ATT&CK DOFMAE R S E
7. [MITRE ATT&CK] ¥ « » R DIZi%, ¥, FiE, 7 FE BLOMITRE ~—
DY) I MEIRENET,

AR T DT 4 RO T, [FEM (Details) 127V v 735 &, FHEO XA
AN E R I ET,

1|

[NAT Source/Destination IP (Syslog: NAT _Initiator | P, NAT_Responder | P)]
tyvarDf = = ERILV AR L O NAT BHEO IP T RLA,
[NAT Source/Destination Port (Syslog: NAT _Initiator Port, NAT_Responder Port)]
Ty arOf =vm—FEIF L AR O NAT B OR— K,
[NetBIOSK # 4 > (NetBIOSDomain) ] (Syslog : NetBIOSDomain)
Ty va U THEH S NetBIOS B A A
NetFlow SNMP A 71 (NetFlow SNMP Input/Output)

NetFlow 7 — % I LARIN TR OGE. B N7 7 1 v 7 B NetFlow khisT 7341 A
Ao7=D, NetFlow &7 ZAR—EZ NSO HZBEOA v —T =2 ADA LV B —T 2 A A A
T A,

NetFlow X {ETT/FEEND BE S A T4 (NetFlow Source/Destination Autonomous System)

NetFlow 7 — & MO AERR SNV HH OGS #6D b T 7 v 7 OIREICE 721336581046
3% . Border Gateway Protocol ® BT A7 A& 5,

NetFlow £ {ETT/FEFHED T L 7 1 v X (NetFlow Source/Destination Prefix)

NetFlow 7 —# ) B AR SN2 DA, BELEIZSEDOIPT KL RIZ, EELé
SEEDT VT 4w 7 A= AT PBIMENT-H D,

NetFlow £ {E7T/58 % TOS (NetFlow Source/Destination TOS)

NetFlow 7 — & 2B AERL SN RO Y&, #5587 7 4~ 2 73 NetFlow i 7 /3 Z (T
Ao 72, NetFlow =27 AR —Z )5 Tz & % @ Type of Service (TOS) /N1 FDERTE,
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[y bD—5 94K 1) — (Network Analysis Policy) ] (Syslog : NAPPolicy)
AR MOERIZEEMIT N TWDE Ry RU—=T458RY &— (NAP) (H2D5EE) .
D54TF7 2 b®DA ) OFILE (Original Client Country)

DT TAT L DOIP T RUVABRETHE, ZOELZIGT 57202, AT AFTxd
7747 MIPT KL A% X-Forwarded-For (XFF) . True-Client-IP, F£7213h A% LAE
FOHTTP~y X —0bfIH L, Ea BT EE#RT — % ~X—Z (GeoDB) % LT
Elcwy X LET, ZO7 44—V RIZANTAHIZIE, L7 T7A T2 NMIHESINTTaFx
VRS T4 I EMET AT IER 2y b — L — L EENCT ALERNB Y F3,

[TEDY 547> F®DIP (Original Client IP) ] (Syslog : originalClientSrcl P)

X-Forwarded-For (XFF) . True-Client-IP, E£7-1ZH7 A X LAEFD HITP ~v X —Mm5H D,

TDITTAT RIPT RLA, ZDOT7 44—V RICATTT DX, D7 T4 T v Mk
SNWTCTaxy NI T4 v 7 BT AT 7R v ha—L b— )L BN T DB
NHYFET,

TOMDTIU) yF AR
JERE 2 —% VR — b T 254 X2 MCBEM T b7z IF MITRE 16,
TL 7442 K1) — (Sydog:Prefilter Policy)
B R LB L= LT 4 W H R —,
'8 k3L (Syslog:Protocol)
Secure Firewall Management Center ® Web f > % — 7 = A AL, IRO X H 12720 £,
 ZOMEIIMEL 77 72 MmH L ET,
DT 4NV RIFRET 4~V RELTCOAERTEET,
BRI SND b T U AR— 7 ha T, fREOT R L ERETHICIE. 4

Az 32 7>, http://www.iana.org/assignments/protocol-numbers |ZFo#i /=7 1 k=21
DEFEFEEELET,

QoSHMBERHEINT=4 A2 —T x4 X (QoS-Applied Interface)
L— MRS 7288 T, L— MERZBEH T 51 % —7 =4 2AD4H,

QoSHAFAYy TENtz4 =T —2D/\14 +# (QoS-Dropped Initiator Bytes) /QoSAY KO
TENFLRARUF DA 3 (QoS-Dropped Responder Bytes)

L—hHlIfRICE Vv ary f=vz—FFidtyrary VARV NG Fr v /&
=31 MR,

QoS KRRy TENfzA =L T—2D/\ 7y L (QoS-Dropped Initiator Packets) /QoS A% K
Ay FENzLRKRUAD/4 v 3 (QoS-Dropped Responder Packets)

L—MHIRICE Vv ary A=va—2Fidkyrary LARUVEANL Ry 7 E
N M

B E6ssU0EF2 )T BEEDERARY b
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QoS K!) — (QoSPalicy)
D L — R ZHIRT 5 QoS R U v —,
QoS JL—JL (QoSRule)
Rt D L— bz filfRT 2% QoS /L—/1,
QUICtwv<avID
77 AT U —/AAOD QUIC ki & —EIZHAT D 64 £y hONIE v ¥ 3 R,
QUIC R FY—LID
QUIC #HiN D A F U — Lz — I % 62 By DA b Y — L@l
[E2H (Reason) ] (Syslog : AccessControlRuleReason)

2L DBAICERN X 7 SN 1 OERITEROREN, 2 A Mo T, #
oA N2 FoOHEE (26 2—) EBBLTIEEN,

IP7ryZ,  DNS7 v/, BXOURL 7 v v 7 OEMBICE D8I, BHag0A =
T—H VARV E X7 ZEIZISBOLEVERS Y £, VAT LBINLDONT N
O 7Ty 7 Lictk, A XV FEARLEZRSEND IS0, 202508 A M
TN Ty 7 SN LTH, A— b7 m haLo@EWIEb LT, Bl < b
AR LER A,

[BBB%ARR kb (Referenced Host) ] (Syslog : ReferencedHost)

oo~ v b 3Ly HTTP £ 721X HTTPS O%E. 207 4 —/V RiIZixFENEho 7 e ~
IAPFEH L TR NARFERENET,

SeclntM atchingl P(Syslog M #)

EDOIPT RLAR—FKLTWDH,

£7%)72{E : None., Destination. ¥ 7-|%Source,
[E¥aUTsa2>TFRX b (Security Context) ] (Syslog : Context)

ASA FirePOWER TY /L F AT HF A ME— FCRBISNLHER T, 77 1 v 7 Wil
LRI T 7 A T 94— NI N—T I ETHEAZT—H,

[Security Intelligence Category (Sydog: URL Sl Category, DNSSI Category , | PReputationS| Category)]

it uy 7 SN URL, RAA Y, £RIFXIPT RLAERT ), £RIEEE2ET
FTV 2V FOLR, EX a2 VT 4 ATV 2 RO TIVIE, Ry NT—TFT
Yl MNERRIA=T TRy I VAR AAZLEF 2T A4 AT YV =V AD
UANERIZTZ 4 — R, BHRICEETL2TID AT Y, EE3A T IV A7 40— K
DAT Y DWTIVNDAANZT DT ENTEET,

Secure Firewall Management Center ® Web A > % — 7 =4 ATlL, DNS, ®*v hU—72 (IP
TRLVR) . BERURLEF 2 VT 4 ATV V2 AR A N MI1oOhT 3
U 74—V RITHEAESNET, syslog A v =TTk, ZRHDA X2 MEIK A THNCIE
AT,
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X2 VT 4 BEOBEA X M, ¥FX2 VT4 ATV V2 A ARV RRED
OB N b BAAL R FRIAT 2T A XY b R A =L 0RY) B’aE
NET, [EXF2UT 4 A7 VT = AOWE (Security Intelligence Summary) ] 7 —7
7r—2F, TRTCOEXF2 VT4 AT VT2 AAXRY IR DT IV LTk
RENFET, ¥X2 VT4 ATV V2 A AT ITVDRNARY M, F—Fb&
. BEoHhFERINET,

AT IV AT 4= ROAT AV DFHEMIONWTIE, EFaUT 4 ATV V=
27 AT #BRLTIIZEN,

Source Device

Secure Firewall Management Center ® Web A > % —7 = A A TlX, ZOEIIMEL 777
il L £

P DARRICEH ST — %% 70— R¥x A 75 NetFlow =7 AR—ZDIP 7 K
VA, EHEHRT S AL o TR N SN2 56. 207 ¢ —/L NiZlXFirepower
LFRIRSINET,

[ZE{ETTR— FICMP%A A4 7 (Source Port/ICMP Type) ] (Syslog : SrcPort, ICMPType)

Secure Firewall Management Center D1 % —7 = A AT{X, ZNOLOEIIME L 7T 7 %
L ET,

tyvar A== PERTLR— FELIZICMP Z A 7,
SourceSecurityGroup (Syslog D& )

Z D7 4 —)V RIZIX, [SourceSecurityGroupTag] (i FIGE/ G A) DOEMEIC B EAHT B
TWAHTFA MEBRRFSNET, ZNV—T4%2T XA MEL LTHEATER2VWES, 2
D7 4 —/v RiZiE, [SourceSecurityGroupTag] 7 + —/V K & [A] CHEEMEN G ENE T, ¥ 7
E. A TA T AR GEEILSGTAREE SN TR F72IXISE GEETaEE
LTW5) PHERTEET,

Sour ceSecurityGroupType (Syslog D )
ZDT7 4=V RIZIE, BEX 2 VT4 IN—T 2 7RG LEEE R ERINET,

f& B2l

A4 BEEIC SGT I N v b D HDTY

Session Directory | 24{57C SGTEIZ, v a> T4 L2 bU hEYZIZLBISEND
DHLOTY

SXP BIETE SGT 1L, SXP hE v ZIZXHISENLDE DT

#E{E5T SGT (Syslog : SourceSecurityGroupTag)
BRI BR T2y bO® X2 VT 4 I —T %7 (SGT) JBEOEUEEE, SGTIL,
By NU—JNTO, T 747 OREIXOMREEELET, EX2UT7 4 7
JL—"7"7 7+t A (Cisco TrustSec & Cisco ISE O J7Ici@ORERE) 1X. N4~ R v b
T— WAL X IZBMEEAEALET,

B E6ssU0EF2 )T BEEDERARY b
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TLSEBD 7Y 3> (Sydog: SSLActualAction)

Secure Firewall Management Center ® Web A > % —7 = A A TlX, D7 ¢ —/ RIiIHRHR
74—V REHTY,

VAT MI, MBI — 7 a—_R— DO TLSHREE 7 — LRI T 4 — /L Rz F R LE
KR

VAT ANSSLARY DL N T T 4 v ZICEA LT 7 v a v,

T3y | A

Tuay /Y| T ay s SR s bR AR L E T,
ty ME
A=
(Block/Block
with reset)

e (BE | BEAYV— G EZEHN L TES SR EEREZR LET,
%)

By (F— | ERINIZARF—ICE B CEA Y — GEHELMEH L TES SN2 3
DAZHR) B zR LET,

1G5 (B [ BEEmoMExF—42H L TE s SN EEGERE2FELET,
DF—)

FIFINVKNBEGERT 74V T 7o a ko T EINT-ZEEZRLET,
TIa v

BE LW | VAT LABE AL Lo ek e R LET,

TLSFEBAEE#R (Syslog : SSL Certificate)

Secure Firewall Management Center ® Web A > % —7 = A A T{X, ZTD7 14—V NITHRE
74—V REEHTY,

NT T 4w 7 BREALT D7D DARRF —RE B ICRAF S LD RO
e 7V M TICHES  (Subject/Issuer Common Name)
TV NALT LKA (Subject/Issuer Organization)
« TV 7 NIITIOMMEAT  (Subject/Issuer Organization Unit)
« HRVMIHI DO PG/ T (Not Valid Before/After)

o« ) 7 F S (Serial Number)

REAE T 4 T —7"Y & (Certificate Fingerprint)

s ANBl¥— 7 4 H—7"U & (Public Key Fingerprint)
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TLSEEBAEIKAE (Syslog : SSL ServerCertStatus)

ZiUE, FEBHEA T — X ASSLA— /L ORMEHRE LG AICOREHA INET, Bk
SN NTT7 4 v I MWSSLV—E—ET D856, ROV — GFEHEDO AT —X ZED 1
DLLERZ DT 44—V FIZFERENET,

- HOEA

- H%h

« BANEYTT

« FATE DMEZ) T

« RGN

« 1B

cEEAEDTIEHY FHA

R e
WETERVENT T 4 v TP SSL =L e —FT DHE, 207 4=V FIZE [RF = v
2 (Not Checked) | L& RENET,

TLSEES XA — bk (Syslog : SSSL Cipher Suite)

et WAL T 2 DIHEHN SO 5 AA — e~ 7 nfE, BE5A A — hDOEOTEE
IZ2WTIE,  https://www.iana.org/assignments/tls-parameters/tls-parameters.xhtml 2 2 il L C

<TZEV,
EfHICER SN TLSEES1E

Z D7 4 —/v R, Cisco Secure Firewall Management Center @ Web 1 > % — 7 = A A Tk
KT 4=V RELTOREHATEET,

yes £7-1d no % [SSL] MR 7 1 —/V RICAST 5 Z & T, TLS/SSL M5k S /- &
TR AL ST R WEER N E RSN E T,

TLSHEET7Y 3> (Sydog : SSLExpectedAction)

Secure Firewall Management Center ® Web A > % —7 = A A TlX, ZD7 4 —/b FIFER
74—/ NEHTT,

H&hpSSLIL—/LTHRESN-, ek F I 74 v Z7ICEA SN L FRENDT 723
>

TLS DEBEDT7 I o a il —EINAEEOEEZ AT LET,
TLSkBEDEH (Sysog : SSLFlowStatus)
VAT LABEFICENTE N T T 4 v 7 DEBARIZRI LT H R,
- R
« No Match

B E6ssU0EF2 )T BEEDERARY b
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* Success

* Uncached Session

« FHZRIEE A A — |

e PR—FENTVRVEFSAA — |

* Unsupported SSL Version

* SSL Compression Used

* Session Undecryptable in Passive Mode

* Handshake Error

* Decryption Error

* Pending Server Name Category Lookup

* Pending Common Name Category Lookup
* Internal Error

s RFET DN R =A 7 (Incomplete Handshake)
* Network Parameters Unavailable

+ Invalid Server Certificate Handle

* Server Certificate Fingerprint Unavailable
* Cannot Cache Subject DN

* Cannot Cache Issuer DN

* Unknown SSL Version

+ External Certificate List Unavailable

* External Certificate Fingerprint Unavailable
* Internal Certificate List Invalid

* Internal Certificate List Unavailable

* Internal Certificate Unavailable

* Internal Certificate Fingerprint Unavailable
* Server Certificate Validation Unavailable

« Server Certificate Validation Failure

o M4h727 72 3 > (Invalid Action)

74—V NI, BBRY— 7 —_— O TLSHREE 7 ¢ — L RIZFERENE T,
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TLS7A—xI5—

=T —TLS/SSL v v a VHHIZEAELZGARIT= T 4B LN 6 #Eia— R, =5—
DA LR WGAIEL [%ED (Success) ],

TLS7A—2754

BEAL SN ORYID 10T Ny 7 Ly 757, U—r 7a—_—IJTlE, +C
D7 T T EFRRTDHIIE, BT () 227Uy 7 LET, .

EHS G T A ADNEAR OIRREIZ 72 > TV D HA 1L, OVER _SUBSCRIBED &9 A v
T=UNRERENET, FEICOW T, TLS/SSLA—N—HT 27 VT a DT
Ny a—T 4T aBRLTIIEIN,

TLSZ7BR—Ayt—o

KOF—T—RiZ, b 877 4 v 7R TLS/SSL Y Ry oA JIEIZ Y 74 T b &
PN TR EINDIFESNTA v =V F A FICBEMT O TSI &R LE
T, FEMICOUVNTIE, http://tools.ietf.org/html/rfc5246 % PR L T 72 S0y,

« HELLO_REQUEST

« CLIENT _ALERT

« SERVER_ALERT

« CLIENT HELLO

« SERVER_HELLO

« SERVER_CERTIFICATE

« SERVER_KEY EXCHANGE

« CERTIFICATE_REQUEST

« SERVER_HELLO DONE

« CLIENT_CERTIFICATE

« CLIENT KEY EXCHANGE

« CERTIFICATE_VERIFY

« CLIENT _CHANGE_CIPHER_SPEC
« CLIENT_FINISHED

« SERVER_CHANGE_CIPHER SPEC
« SERVER_FINISHED

« NEW_SESSION_TICKET

- HANDSHAKE_OTHER

« APP_DATA_FROM_CLIENT

« APP_ DATA_FROM_SERVER

B E6ssU0EF2 )T BEEDERARY b
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* SERVER NAME MISMATCH

Yoy a r TRRIND = R=FEAEIZIL, F60C R A A LIS Liandims £
721X SANEARH D F9°,

« CERTIFICATE_CACHE_HIT
500 R AA AN BT DFEEN X ¥ v a N TR £ LT,
« CERTIFICATE CACHE MISS
S RAA VAT HEHER X ¥ v 2N TROND FHATLE,

TFYr— a3 CTLS/SSL v— hE—h =7 257 g UMER STV AEATT
HEARTBEAT &\ 9 A vt —UNRRINET, MOV TIE, TLS— FE— HL
WTEZHL TS IEEN,

TLSEvI 3> ID (Sydog : SSLSessionID)

TLS/SSLNNY Ry =2 A VBEIC 7 TGA T v b —n—lTxdvo— a6
v a3 v ID,

TLSIKEE

AL SN -8tk L7 TLSOEBEDT7Y 3y (SSLA—L, T7HNV DT 7
varEkiF, HEETERW N T T v T v ay) KHEEMTONET 7 v a
A= (Lock) 174 2> () 1%, SSLAFHEDZEMIZ Y ‘/7 LTCWEd, FEAEZFRIH
TERWES (2L 21E, TLS/SSL N> Ry =A 7 25— |2k N Ty 7 S
e . rﬂ/ﬁ TAANIT V—FRRIZRY E7,

VAT AP AL SN OE IR L5 E ., FATSNICTLSOERDT 7 & 3
Y (ERTERNIN T T4y TV ay) BLXOTLSKBOBAMSKRSNET,

el 2 ARG AL — Mo ko T kSN b7 7 1 /7%‘/7\5‘Aﬁ§*ﬁtﬂb\
TR LEDA ARy v a B PICINEZFA LSS, 207 4=V RT3 [EFL
20y (RB7elE 5 A1 — 1) (Do NotDecrypt (Unknown Cipher Suite)) ] 75>?%Téi}’biﬁ‘o

i“fbéhf:a%fﬁmssu\‘/ Ry =2 INKRETTHY, VATLENNT 7 4 w7 DIES
WCRIR L7256, TLSHKREE 7 4 — /L RIC TR (RETONY Ri=A7) | EFRS
NET,

TDT7 4=V REMRBRT DL XL, TLSOEBOTI 3y BLUSSL KBOEADH
Z1OULEZAILT, VAT AP LIRS LS b T 7 1 v o7 £FESIC
RELTIE T 74 v 7 2FRLET,

TLSH T2z METTE

Z D7 4 —/v RiX Secure Firewall Management Center @ Web A % —7 = A ADH T, IR
K74 =/ RELTOREHTEET,

WS EEBAEIC BRI SN TV AL F I3 RITEOEICET 5 2 05D 1S03166-1 7
VT 7 2 FHa— K,
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TLSF4 v b ID (Syslog : SSLTicketID)
TLS/SSL N> Ry = A ZIFZEE SNty v a vy F7 v MEROD 16 D/ N> 2
([

SSLURL Category (syslog D #*)
55k ©7 7 B A X7 URL @ URL #7 3V

ZDO7 4 —)v RiLsyslog 7 4 —/LV K& LTORGFIELET, Secure Firewall Management
Center O Web A > X —7 = A ATlL, ZD7 4 —/L KON URL 7 = U FNHAIA F
NET,

URLZZH L T 7Z&W,
3> (Sydog : SSLVersion)
B DR BAIAF F S/~ TLS/SSL 712 h 2L R—T g o,

* SSLv2.0
+ SSLv3.0
« TLSv1.0
* TLSv1.1
* TLSv1.2
* TLSv1.3

[TCPZ 5% (TCPFlags) ] (Syslog : TCPFlags)
NetFlow 7 — & 7 B AR Sz 8t lc\VC, Bfe TRl &z TCP 7 7 7,

DT 4=V RERRBRTDHGEEIL. TCP7 77D r~XKEIN Y A M2 ANTHZ LT,
INGDOT7 T TN 1O EHDT R COERNERINET,

Bzl (Time)

AT A A~ U — ISR T AT DI L s O RIROK TS, o7 41—
IV RITMBECE A,

TLS% 547> b SNI (Syslog : SSL ServerName)

Z D7 44—/ RiZiX. TLS ClientHello X v 7—® Server Name Indication (SNI) fE23 %
RENET, TLSClientHello A v &E—Y DO SNIEIX, 7747 bR L LS & LT
WHRA M ERLET,

Bt/ y b (Total Packets) ]
TOT AN RIEIMET 4 — L RELTOLERATEXET,
B CIRE S ARt v M

B E6ssU0EF2 )T BEEDERARY b
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(274w 2 (KB) (Traffic(KB)) ]
DT 4=V RIIRET 4 =L RE LTORERTE £,
B R ENT=T —Z ORE (Fu A ML)
FoRILITLT 4L JL—)L (Sydog: Tunnd F =& Prefilter Rule)

fox v—v, L7 4 VHE =)V FETERANME LT VT 42 R —D
FIHIN T I a v,

[URL. URLAFTY . 8LUURLLEaF—> 3> (URL, URL Category, and URL
Reputation) ] (syslog : URL., URL Category & & U SSLURL Category. URL Reputation)

o g UPICES A —RRBORA M E o> TERESNZ URL &, BET N HT
IYBLIRNLEaTr—a3y FIFTEIES)

URL 7 FY V2T —valB2FRTHAX M TlE, %% 95 URLAV—LVET Y
T2 arybra—L R Y —IZEH, [URL]#7ICURL #72Y L URL LE 2T —v 3
VEMBHAL TNV ERETILENDY £7,

URL V=V & —ET HRICERNUEINDSE, URL AT IV L a7 — g 0k
ARy MIEREINFEREA,

Umu§M>*c1m574w&)/7bﬁ@ ZH > TS EE. [DNS Query] 7  —/b K
IZ KA A 3R E L, [URL Category] & [URL Reputation] DfEAS K A A AT H S vk
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