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Ta VEEM Y A & (Application DetailsList) 1%, E=#%%xy NV —7 TRiichs%&7 7
Vor—vaOfE) 27, #HEECORAMEE, 7Y AR MOERERTERTT,
TV = a i, BEARA MIOBIETY A R ShET,

[TV —3a iy A N (Application Details List) | 7 —7 V%Y — 52 LIXTEE
AN, T—TNVNOHEEBEA2 27V v 7 LT, ZDIHERTTIANEZ Y U TELITRIAZT T L
720, EETHLE0) 77V r—ral flfazRnr L3562 eRnTEET, 207 —
TNDOT—HIFFEIZ [TV r— a3 (Applications) | 7 —7 A NHESIILET,

2DV A MIHBERFIFICBERZR LS, BHRR TR TOT—F 2 KT 52 LICERE LT
SN, Explorer DRFH#HIPHZZE L TH, UAX MIZ(LLEEA,

14T ') xR (Security Intelligence) 129 3>

AVTXA I AT —TD[X2 VT 44T Y P A (Security Intelligence) |72
Tall, 30DA VBT I T 4 TS T INERINET, INHDT T 7L, E=H—
MRy NT—T ETEXa2 )T 4 AT IV V2 Ao TT a7 it —3N5
N7 74y OMEEZRLET, INOLOF T 7T, »73Y, EEFLIPT RLA, BX
VS IP 7 RLAIZEASWTENRGD N7 7 4 v 7BV — S, N7 74 v 70O (KB/
) LM T HEEROBMOE T RFRRINET,

[ATFTVREXL) T ATV VR 57497 (Security Intelligence Traffic by

Category) 1957

(7T VREXF2 VT 0 AT VY2 A T 7 4 w7 (Security Intelligence Traffic by
Category) |1 77 7137 7 7T, E=FXZxy NV—V LD NI T7 4w 7 DEF 2]
TAAT IV ADENOH T AVIZETL, Ry V=2 F 7747 AU+ (KB/
) CEASEREEERTRLET, VARSI T IV LI, FAOBEI N T T4 v T—
Z . RO T — 2 R LET,

777 LOEBOESIIARA Z 2ES & FRMERPRRSNET, 77 7DEREDOEHS &
7V w7 T HE TOHERTRI AT UNIATENET,

)

GE)

A NZ 7 4 w7 (Security Intelligence Traffic by Category) |7 7 7 1XFELRIT/R Y 97,

RAANY FOIERTT A VAR EFIATTH L, (AT FVREF2 T4 ATV V=

IDTITITOT—REEI[EF2 VT4 AT VT A A K (Security Intelligence
Events) | 7—7 /Wi EGSNE T,
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REETIPAHEXFIVTA AT UP TR 57499 (Security Intelligence Traffic by Source IP) 155 7 .

EETIPAHEXFIUTAa AT YPT VR 5T 494 (Security Intelligence Traffic
by SourceIP) 1957

[EEXPHExXF=2VT 4 AT VP22 8T 74 v 2 (Security Intelligence Traffic by Source
IP) 177713877 7T, F=4{Lxy b= ETEXa2 VT4 AT VPR
R TE=FINTE T T4 v VDO ERLORETLIP T FLAICET S, Ry FU 7 +7
T4 7 AU b KBF) CEAEGHARRTLET, VA MW7) &2, H6
DI NTZ T4 w7 T—=5, ROOHBIIERT —2 2R~ LET,

777 LOEBOWMDIIRA 2 EL L FFERNRRENET, 7T 7OEREOH &
7V rTHE %®fﬁ$&f RUNED U RFEITSNET,

\}

GE) RBAAXRY NOIFERTT 4 NEZ IV TTHE, [ERILIPHOEX 2V T4 AT V2R
k27 4 w7 (Security Intelligence Traffic by Source IP) | 77 Z1XFEF/RIT/R D £,

DT T ITDT—HIEIEII[EXF2VT 4 AT VP2 A A2k (Security Intelligence
Events) | 7T — 7 A mbEESHET,

BEEIPRIEXF22)To AT R 57497 (Security Intelligence Traffic by
DestinationIP) ] 455 2

BEEPHIEX 2T 4 AT VT2 A NF 7 1 v 7 (Security Intelligence Traffic by Destination
IP) 177 703#H7 77T, E=I/HERXy NV =7 LTEXF2 T4 ATV R
RS TE=FENTZ T T 4 v 7 D ELOSEHEIP T FLACET S, *y hU—2 7
T4 7 AU (KBF) CEAEGEEARTLET, VA NI TT) L2, F&
DI NT7 747 T—5, ROOEIERT — 22~ LET,

777 EOERBOMBITHRA L Z 2B & FFMERAERRSNET, 77 7OEEORT %
7V w7 FHE, TOHERTRI AT UNFEITEINET,

\}

() BAAXVIOEFRTTZTANEZ V7T DL, BEPHOEX2 VT 4 ATV VA b
Z 7 4 v 7 (Security Intelligence Traffic by Destination IP) ] 77 7 ZIEF/RIT72 D 7,

DT TIDOT—HZIEIEI X2V T4 AT U TP A AR (Security Intelligence
Events) | 7—7 /Wb EESLET,

[I2A1E%R (Intrusion Information) ]t~ < 3 >

Context Explorer @ [{Z Af&# (Intrusion Information) | © 7 3 LZIiX 6 >DA 2T T 47
777 E1ODORERY XA IRFERINET, ZNUHDTT7T7 LY R NMNE, £=F—XFRxy
T =7 DRAA R FOBE (RAA XY MIBEEMAT O TWARE L~V W8I, K
BB, 22—V — BRELVL BROEXa VT 0 vk BALSU RO, B
. Aoy NersT R A N) ZRLET,

avyFxzrzoz7o—35 |}
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. [B22 7B A4 X2 & (Intrusion Events by Impact) 155 2

SERBAA X2~ (Intrusion Events by Impact) 155 7

AR AA <> & (Intrusion Events by Impact) |17 7 7137 7 7EATHY ., E=F x4
Xy FT—=7 DRAANY FEHEEREL L (0~4) DI NL—TZTLDEGTRRLET,

777 EOEEOHDIHRA 2 &iEL & FFERDERTRINET, 77 7 DEEOHS %
TV I FTBHE TOFRTTANAUBEEIIRI N X0 UNRNEITEINET,

D7 T T7OT =%, EIZRABAE (IDSHF (IDS Statistics) | 7 —7/V) BIXO[RAA
~> b (Intrusion Events) | 7—7 A bEGSHET,

[ERIDEEZE (Top Attackers) 1455 7

[ [EAL OB B (Top Attackers) | 77 71387 7 7T, £=4%%xy hU—7 Lo (R
AA Ry hEFRASIETR) BV OBBETLARA NPT RUADIRAAL X MEEFRLET,

777 FOEBOEZTHRA X BEL &L FERIERNEREINE T, 77 7 DEEOEHS E
Vw73 BE, TOERTTZANZUIEIIRI L T UNRETEINET,

ZDOTTT7DOT—HIE, EIZ[IRAAX b (Intrusion Events) | 7 —7 A BHESILET,

[EGID 21— (TopUsers) 14557

[[EALD=—H (TopUsers) 177 713#/ 7 7T, TE=4R*y hU—7 LORKEA
Ay MICEEM T bR — e AN M EERLET,

777 EOEBOEIICRA v F 2@ & REMERNERSNET, 77 7OEROMS %
7V w3, TOHMTT A NZRBETEI R IV XU URFTSNET,

ZOTTTOF—HT, FIEAME (IDS) © [—H—#EF (User Statistics) ] 7 —7 /L5
KO MRAA X | (Intrusion Events) | 7 —7 /WL HEGSINET, 207 T 7121%, HERO
boHra—YP—DT —ZRERINET,

[BEEREAA X2+ (Intrusion Events by Priority) 1455 7

[ESEERIR A A X | (Intrusion Events by Priority) 177 71X 277 7 TH Y, E=4x%f
Gy NI =T DRAA R e, HEEELE LV (& High) 1. [ (Medium) ], [{&
(Low) 172&) OIN—TTLDOEETERLET,

777 EOEBEDWIIRA 7 2ELS & FEMERPFRENE T, 77 7 DEREOMIT %
7V FHL TOHRTT A VFRBEFEII R L XU RFTENET,

DT T T7DT—HIiL, EIZ[HRAA 2k (Intrusion Events) | 7 —7 A bHG S ET,

[EFID A —4 + (Top Targets) 155 7

[EfLD % —7% > & (Top Targets) | 77 713#7 7 7T, £=4x4xry hT—2 LD
(RAA R N B3 ST CHRxI G L 725 72) O X —47 » M ARA N (KBS K

AR) ODIPT RLADRAA N MIaRFLET,

777 EOEEDOEZIRA 2 &EL & FFERPERINET, 7T 7 OEEOHS &

IV I THE, ZOERTT A NVANEEIZ R L X7 URETSNET,
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[AAMMBADO LX) T4 Y—> (TopIngress/Egress Security Zones) ] 5 7 .

ZDOTTT7DOT 2L, FEIZ[RAA 2 & (ntrusion Events) | 7 —7 A NHE&EINET,

[AA/MAD ELItEF ) T4 J—2 (Top Ingress/Egress Security Zones) 15 5 7

[N Btz = V7 ¢ ) —2 (Top Ingress/Egress Security Zones) ] 7 7 7137 7 7
BT, E=FKEFXY PV =7 ETRESNTWDLIE X2V T 1V —r (V7 TREITL
CCANELEZIH)) IZBEEMF T N THDRAL N FOKEFR R LET,

777 EOAEBOEZIIARA o Z 2@ & FERMERPRRSNET, 77 7DEREOEHS &
2V w7 3HL, ZOERTT A NFRBEETII NIV XU UREITSNET,

Je

Evh UI7ICHREEHALC, HhtxXa )74 V=0 DI 74 v 7 OBNRERIND LT
BT, T 7H A AR EE, BRIND NIV RE OIS (Bgress) 157U v 7 L
£9. 774N Ea—ZRETITIE AT (Ingress) 14527 U 2 LEJ, Context Explorer />
SAB~OBBTH, 77 7HF 744 hOIAS) (ngress) | 2—ICR S 2 L IR LT
7ZE0,

DT T TDT—HFIXEIZ[RAA XK (Intrusion Events) | L HESE I ET,

IOV T 7E, MBS LT, AN (TN BX 2 VT4 UERELIIH IR 2
VT g = HERONWT NN ERTITHEIICHEETEET,

BAARY FEMY R B

2 AfE#H (Intrusion Information) |77 > a » FEUZFERIND [4 X b U 2 & (Event
DetailsList) ]i%., E=ZX%Ry MUV —27 TR INTZERBAA X MO, HEEELE,
AR MEDIERERTT—TNVTT, AN ME AR MEORIETY 2 FEhET,

[~ RiEMIY 2 b (EventDetailsList) 17 —7 /Wi Y — FCEEHAR, 7—7NVOHEHA%
U7 LT, ZOERTTIANZY L TERLZIRINE T FTHZENTEET, ZOT—
TINDOT —Z T FIZ [FAA 2 b (Intrusion Events) | 7 —7 A0 bHEG SN ET,

[Z7 74 JLIEER (Files Information) | &5 < 3>

Context Explorer ® [ 7 7 1 /U1 #H (Files Information) | &7 > a IZiX, 6 DDA XT3 7T ¢
TITITINFRENET, DT T 7L, T=F—JExy NIV —27 EOT 7 A E~)L
VT AN FOWMEETRLET,

DB SODT T 72, (LA AMP for Firepower & FEIZALTUNZ) ~ /b = 7 BEE (2
B4 27 —4% (Xy NU—2 NI 74w TRIHSNTE 7 7ANVDT 7 AN ZAT T7
AN, AT =T OWE, ZNbD77ANVEFE (Ty7r—FR) BLO%E (Fvo~

2—R) L72ARRA M) BRERINET, &EDOZ T 7I12E, /7 = 7B £721% AMP for

Endpoints ® &6 6 TR S AL 720C b 67, N TR SN =T X To~ Ly =T %
TR SIET,
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B o740 547 TopFile Types) 1557

\)

G RBAEHTTZIANEZYT7TDHE [77A0EH (File Information) |7 ¥ g KN IER
RIZ7R ) ET

[ERED T 74 )L 24 T (TopFile Types) 1557

[EArD7 7 A4 v %A (TopFile Types) 177 71Z R—FY 777X T, *v hU—7 b
T4 v TRHSNZTZ 74NV A TOEEOE2— UMIOY 7)) L. 77 A4V BT
FVOITN—TTLOEEOE2— (Nl > 7)) #FRKRLET,

777 EOAERBOESIIHRA 2 2B & FEMERPERTRENET, 7T 7 DEROHS %=
IV w7 FHL, ZOBEMTTANIUBETII NIV ZTURFEITINET,

DU I =NY =T Ui T = 2RO, AT =TT A B ABRMETH
52 EITEE LTS,

CDTTITDT—=HITFEIZ[Z 7 AN A b (File Events) | D EASNET,

[EGZDT 74 L% (TopFile Names) 155 2

[EALD 7 7 A V4 (Top File Names) | 77 7137 7 7T, Xy NIV —F b T T 47
THRHENT MiO—ED7 7 A N OERRLET,

757 FOEEOEZTHRA X BEL &L FERIERNEREINE T, 77 7 DEEOEHSE
I U FTBHE, FOBERTTANFUBEIZIRI L X UNETEINET,

COTT TN 2T T2 EFRT DR, AT 2T HEHT A B ANRNKETH
HZEITHEBLTLIEEN,

DT TDF =TT [T AN Ak (File Bvents) | £ HBRGSHET,
[EE %2 7 4 JL (Files by Disposition) 1455 7

[LfrDZ 7 A4 v % A7 (TopFile Types) 177 71EM 77 7 THY ., (LLATIX AMP for
Firepower & FEINTUW) w40 = 7l e TRl SN2 7 7 A VD~ VT =7 OWED
HAEDOE 2 —%FK/RLET, Secure Firewall Management Center 23~ /L7 =7 7 77 Nig#E%
Tl 7 7 ANMIORMEENRERESIND Z LICEBLTLEEN, 77U KR#EE M) H—L
ol 7 7 A MR, v E WO WENERE SILE T, unavailable & WO PEEIX, Secure
Firewall Management Center 23~ /LD =7 7 77 NREREZFITTERNP-TL I L EZRLET,

777 EOERBOESIIHRA 2 2B & FEERPERRENET, 7T 7 OEROHS &
IV w7 F 0L, ZOBERTTANFUBETII NIV ZTURFEITINET,

DT TN 2T T2 BRRTHIE, AT =TT A B ANRKETH
HZEIWHEELTLIIEEN,

IDTTTDT—ZFEIC[Z 7 ANV Ak (FileEvents) | #NOHEGINET,
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77 A LBEMDKR b (Top Hosts ReceivingFiles) 1557 [}

EET7AIILEELEDRR + (Top Hosts Receiving Files) 175 7

[EE 7 7 A V& EALD R A b (Top Hosts Receiving Files) | 77 71387 7 7T, xv b
T—7 N7 74y THRIEENTE, BET7 7 ANV ENOKRARDIP T RLURAIZET S 7 7
ANDE TR LET,

777 EOEEOEGICHRA A2 EELS & FERERDETRINET, 7T 7 DEEOHSE
Vw73 BE, TOERTTZTANAUIREIIRNI L T UNRETEINET,

Je

Evb I 7EHREBEALC v AU =T ERETHHRA PEIRFREND LHICTHITE, 7
FNRA 2 HEE, FRSNDFNINVRE D[~V =T (Malware) 1%227 ) v 27 LE
T, T7ANEDT 7 ANDE 2—IZRZTIIX[7 7 A/ (Files) 127 U2 LEF, Context
Explorer 22 BDAMA~DBENITEH, V7 7NT 74NV DT 7 A VDE2—IZRD Z LITEEL
TLIEEW,

ZOTTTE N =2 TP T2 #RRT HITE, AV =TT A B APLETSH
HIEICERLTSIZEN,

ZDTIFTTDOTF—RIZEI [T 7 A A (File Events) | FE2bE&S S ET,

[ZIET 74 LB ELDARR ~ (Top Hosts Receiving Files) 155 2

[Z1E7 7 A NV EALOAR A & (Top Hosts Receiving Files) |1 77 713#7 7 7EA T, %> b
V=2 T 7 4y TRINENE, ZET 7 AV EMORR RO P T RLRICET ST 7
ANOEEFRLET,

777 EOEEOHDIHRA U Z &iEL & FFERD R TRINET, 77 7 DEEOHS %
IV IFTBHE, FOERTTANZUHEELIZIRI L T UNETINET,

Je

Erb IIT7ICHRAZBETI LT, AU =27 B2ZETDOIRA MNIIREREIND LT DT 7
TINCHRA U EEEES, BREND NI NVARZ D[~V =T (Malware) (227 Vv 27 LE
T, 774N EDT 7 ANDE 2—IZRZTIIX[7 7 A /v (Files) 127 U2 LETF, Context
Explorer 2> GANB~OBEN T, V7 I7BT 74NV N7 7 A VD2 —IZRD Z EIZHEEL
TLIEEY,

DT TNy 2T T — % 2 FoRkT DI, AT =TT A B ARKLETH
HZEITHEBELTLIEEN,

DT TDF—=HIEIZ [T AN A b (File Bvents) | #SBIGSHET,

[EEID< L) = 7H#H (Top Malware Detections) 155 7

[EAZD~v D = 7 ki (Top Malware Detections) | 777 71327 7 7T, ~ /v = 7 [h#
& Secure Endpoint DWW HUZ K 5 6 OMNTERZR <, Mk Tl Sz ELo~ vy = TR
DEEFRRLET,
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avFFRbTovRT0-5 |
B ut=@EEs (Geolocation Information) 1443 >

777 EOEEOHDIHRA U Z EiEL & FEERD R TR INET, 77 7 DEEOHS %
Vw73 BE, TOERTTZTANFUIELIIRI L T UNRETEINET,

DT TN 2T T =X 2RRTDHIE, AT T HETA B ARKETH
HZEITHEBELTLIEEN,

ZDTTT7DT—RFFEIL[Z ANV A b (FileEvents) | F & [vAT =T A2 b
(Malware Events) | &L HfFSVE T,

[#hIBI B EER (Geolocation Information) 149 < 3>

Context Explorer @ [HERALE 18 (Geolocation Information) ]2 v a L, 3 2DA ¥ F
7%4?&P%%yﬁ?7ﬁﬁﬁéﬂi¢o:n%®7?7i\%ﬁ&%ﬁ%z/hv 7D

ANBT =L TCWDLEOME (= =—XEEIT VAR AET & OE AR
iﬁ( BETELIIHEDE I L DRAAXRY ML, BLOEEUELIZEROEZ DT 7
AN AN M) ZRLET,

[41 =T —32/LRKRADEGIES (Connections by Initiator/Responder Country) 14 5
T DRXR

[f = x=—H%/L AR ZOERBER (Connections by Initiator/Responder Country) |27 7 1%
K=t 757 THY, Xy hT—7 ETOERICA=vx2—% (F7x/V ) 230
ARHEELTHLLEORHED 2 —%2RK R LET, WDV 7Tl Zih DED Kk
BN N —T S TWET,

777 EOEBOESIIARA 2@ & FEMERPRRSNET, 77 7DEREDOEHD &
7V w7 FHE TOHERTTANFRUHETT RNV XU UNETISNET,

Je

EYh ZI7ICHKEEAL T, B CL ARV Z Lo TWAHAEEZTNRERREND L OIZT DI
X, 77 7ICRA 2 BEE, FoREND NI NVARZ D[V AR Z (Responder) %27 U v
JLET, 774NV Ea—IZETITI[A == —% (Initiator) |27 U v 27 L'¥ 7T, Context
Explorer > LA ~OBENCTH, V7 7N T 74V D[ == —4 (Initiator) ] E = —IZFRE
HTEICEELTLSEEN,

DT T TDT—HFILEIC [~ Y — 7 —% (Connection Summary Data) | 7 —7 /L5
PG Ed,

LEET/FEEERRERA A N2 k (Intrusion Events by Source/Destination Country) 145 2
[543 7e/58 e EBIRE A A X K (Intrusion Events by Source/Destination Country) | 77 7% K—
FTYTIT7RATHY, Xy FT—7 EORAAL R MIANY FORET (F740 ) %
i3 s LTHELIEOREIEEZFR T LET, WOV 7Tk, Zh b OENKEERNIZ Y
N—FInNTHET,

777 FOEBOEZTHRA X2 BEL & FERERNEREINE T, 77 7 DEEOEHS &
Vw73 BE, TOERTTZTANZUIEZIIRI L T UNRETINET,
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LEER/ZERDER 77 4L 4 X2~ (File Events by Sending/Receiving Country) 1455 2 .

Je

Exb I 7ICHIEEA LT, BAALNY FOSEE L 72> TV AETEIT AR RIND L OIZTHIT
X, Z 7 7R A A REES, FornEND M VERZ D[54 (Destination) 1227V v 7 L
¥, T4 Ea—ICRmTICE EEC (Source) 1% 2V v~ L¥9, Context Explorer
MO ~OBEINTH, 77 7N T 740 O [EETT (Source) |E=—ITRED Z EITHEEL
TLIE&E,

ZOTTZT7OT 2%, EIZ[RAA XN (ntrusion Events) | 7 —7 ANHESFSLET,

LEER/ZEROER Z 74 J)L 4 X2k (File Events by Sending/Receiving Country) 145
7

[EEM/ZEMOER~ 7 A /v A X (File Events by Sending/Receiving Country) | 77 7

R—=FY 777X THY, Xy NT—7 EDOT 7 ANV AR N TT 7 AVOEGER (T 7+

VR) FEEZEAE L TRESNEZEOE GO 2 —%2FoRrLET, Nl 7Tk, =
NS DOENBKENNC 7 V—F b I TWET,

757 EOEEDOHZICHRA 22 EL &, FFRERVPFRSINET, 77 7DEEOH %
IV FTBHE, FOERTTANZUEZIZIRI L X UNETINET,

Je

EVh I 7IHREEALT, 7y ANEZETOELETRRRINDG LT DHITE, 7771
RAVHEBEE, ZARIND MITNVERZ D [%EHF (Receiver) |27 Vv 7 LET, T 74
vk B a—lETIZX EEHE (Sender) 1 %7 U w7 LET, Context Explorer 75 /M5~
T2 TH, FTT7RT 74 FO[EEH (Sender) B =—IlRDZ EIZEELTLE
S0,

DT TTDOT—HIFEI[Z 7 AN A b (File Events) | XN OLHEEINET,

[URL [5%% (URL Information) ]9 > 3>

Context Explorer ® [URL {&# (URL Information) | &7 > 3 IZiX, 32D X T 7T 47
BT T IINFERINET, TRODT T I, E=2%GRry N —7 EOKRA RRT—
H e BT D 72O fEHT % URL ORKOE (URL ICEEM T HNTWD T 74 v 7 b
Eﬁ%ﬁﬁ%@b@ﬂE\mﬂﬁ?ﬁU\%i@m&VEz?%VHVTV%FLﬁ%@)
DRENET, URLTER T 4 VAR EEITTHZ LT TEEHA,

\}

(B RBAALXFOERTT 4 VX NEEEITT 5 L. [URLTE#H (URL Information) ]2 3 3
BRNIERRITR D £,

IOV T T7TURLAT I LB ar—yars—2%a2Ead52ik, URL 74V Z ) 75
AL AEFIAELTWARLERD D Z LIZHEE LTI EEN,
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avFFRbTovRT0-5 |
. [URLBI 57 4w % (TrafficbyURL) 1557

[URLBI F5 24 w% (TrafficbyURL) 1552

[URLBINZ 7 4 v 27 (Trafficby URL) |77 71387 7 7T, £=4%%Fry hU—2
FORLEREIND ELISOURLO XY NU—2 v T 7 4w 7 ho v b (KBRY) &EAH:
AR RLET, VARSN/AZURL 282, HOOHEINT 7 47 F—% RO
BT — 2 Er LET,

777 EOERBOMBITHRA L Z 2B & FFMERARRSNET, 77 7OEEOMS %
7V w7 F5HE, TOHERTRI AT UNFEITENET,

\}

GE) RBAAXRYIOERTT A NZUEZETTSHE, [URLAI T 7 ¢ > 7 (Traffic by URL) ]
7T ZIREERRITR 0 £,

IOV TIT7TCURLAIT I L Ead—arr—42%2ED512i%, URL 74 VEZ ) 75
AL AEFIHELTWARERSH D Z LIZHEEL T EEN,

DT T T7OT—HiE, EIL[HEFA < ;b (ConnectionEvents) 17— 7 /Wb EEGSVET,

[URLATTYRBI 574 w4 (Traffic by URL Category) 1455 7

[URL 77 VB ~T 7 4~ (Traffic by URL Category) |7 7 7347 7 7T, £=4
ﬂ'%* v NT—7 L@%%g*éﬂé URL A7 =3V (Search Engines '?3 Streaming Media Vs
E) Oxy NI—7 NI T7 v v (KBF) CEAHEBERRLET, VA RSH
7ZURLA T TV 28, BEOBEINT 74 v 7 74, RAOEITERT — 22" LET,

777 FOEBOEZITHA X wEL & FERERNERINE T, 7T 7 OEEOEHS %
IV FTBHE, FOERTRIAT D URFITEINET,

)

GE) BAAMXYIOHERTTZ A NEZWEZETTHE, [URL AT IV T 7 ¢ > 7 (Traffic by
URL Category) |7 7 7I13EERIZR D 7,

IOV T7TURLAT IV L L aT—3arr—2%52EH5203F, URL 74 LVE2 )75
AL AEFAELTWARLEND D Z LICTHEE LTI EEN,

ZDT T T7OT—Hk, EIZ[URLHKF (URL Statistics) 17— /L & [##5i1 <> b (Connection
Events) | 7— 7 /b EASNE T,

[RLLEaxT—> 3 VRl b5 7 4 w4 (Traffic by URL Reputation) 155 7

[URLLVE 27— a3 Rld h7 7 4 v 7 (Traffic by URL Reputation) | 77 713477 7
Thy, E=F—dGxy PV —2 LORHFERINDOURLL E 27— 9 7 /L—7 (Trusted
X Neutral 72 &) OFy NU—2 "I 74y 7 B b (FFag M) BELOREAERK
ERARLET, VAMSNEURLLE 27— arTEil, HROBINT T 4 v 0 T4,
RO T — 2 2R LET,
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avrxz ko 2Tn—50s# ezt [

777 EOEEOHDIHRA 2 EiEL & FFERDERTRINET, 77 7 DEEOHS %
IV rFThHE, FOBFERTRIAT D URFEITINET,

\}

GE) BAASXRUMOERTT7 4 VXN EFEITTHE, [URL VE 27— a Bl T 7 47
(Traffic by URL Reputation) | 7" 7 7 XIEFRRIC/2 D £7,

IOV T T7TURLAT I LB aTr—yars—2EEad52k, URL 74V Z )75
A B RAEFHALTWALENHD Z LITHEE LT EEN,

ZDTTT7DT—HiL, FIZ[URLHFH (URL Statistics) 17— 7 /v & [#E6iA X2 b (Connection
Events) | 7—7 /ML EEILE T,

AVTFEXFRANIORTO—SOEH LFHREE

ETILDYR— b+
&

YR—bENDEFALY
&

A—HD®RE
o P

etX=2UT7 1 7 YU AR (Security Analyst)

Context Explorer D E #

Context Explorer [Z, &/~ L TWDIEHZ BEIICER LEE A, HiLWT —F ZfHA0ATeIT
I%. Explorer # FE)CTHEH T H2LENH Y £,

Context Explorer H{A%# Y vn— K95 & (77U 7'n s T AOFEH % 721X Context Explorer 7>
DA~ LT RICR DEIER L) | TRTOFRRERDEFRSNE TN, 7 v a URE
(Ingress/Egress 77 70 [7 7'V -r— a3 UfE#  (Application Information) |22 ¥ 3 72 &)
W6 LT o e B E IR ST, ETo, SRR Z DD 5 RICIEE LT

7EEW,

TIVF RAAL VREBRETII, BIEO FAAL LV FRBRNAL VDT — A 2EHRTHILENTE
T3, FiL VD RAAL FEFRIEIRB RAAL DT —F2RRT D EIETEEE A,

AVTFEXER ISR TO—5 .



avFFRbTovRT0-5 |
. Context Explorer 0D B £ 5 0D 5% €

FIE

ATy 1[4 (Analyss) > [T TFRMIHRXRTA—S (Context Explorer) 1Z3&R L £7,
ATvFT2 HECHH[VE—FR (Reload) |27 V7 LET,

[Ur—F (Reload) 1%, BHPHETTLE T L—FRRIIRY ET,

Context Explorer O B €5 FH D %

WEIEER (740 ) HiREEE TOHME KT 5 X 512, Context Explorer (D HE[H]
FPHARECE £9, FEM&PHAZ AT LT, ContextExplorer | & H EhIC 28 5 & SCML9~ 2 BT
ZLBRWZ EICER LT IZE W, B LRGP 2 38 H 9 5 121%. Explorer & F&#) CHHT
HVERDHY ET,

IRFFAIEREPH O ZE BE1E, Context Explorer 22 HAMBICKE L2V, nr A By v a2 T LE

D LThifERFSLET,

VIVF RAAL VREBBRETII. BIEO RAAL VB RNAL DT —H 2R RTHIENTE
4, i~V DRAALEFIIRB AL VDT —F2FZRTHILIXTEER A,

FIE

ATv 1 [44 (Analyss) [>[aTF A IV RXTO—S (Context Explorer) (&38R L 7,

AT T2 [UAFEFR (Showthelast) | ey 7 XU A Rn, K& EZEIR L ET,

AT9 T3 A7 a T, HLOEMEHEO T — % 2FoR3 512, [Ve—F (Reload) 127U 7 L
£,
ek
[7 4 V%D (Apply Filters) 1227V > 7325 & REGHOEHNEH S ET,

Context Explorer Dt ¥ 3 U Dm/MEE L UVUH&KIE

Context Explorer TIZ 12U ED® 7 v a v Zi/ME L CIEERICTE £, Zhd, FEotk
7 va T EERTOHASC, Ea—% TS LTEWGEARIERNTY, [h T 71 v7
BIMRAA R My (Traffic and Intrusion Event Counts Time) |77 713/ Mb T& 8
/l/o

. AVTFXR ISR TO—5



| av7%zxbxH9270-5
Context Explorer T—42 D K JLF 5> .

ContextExplorer D27 2 U TCld, X—=VZEH LD, TTXIA T AhburrT U MLk
DLTH, FELTRMEE T IFRKIEDIRBEDSHERF S L E T,

~NVTF RAAL VRBABRE TIE, BUEDO RAAL V EFHRRAAL VDT =2 R RTHIENTE
FT, BV ANAD RAAL VETTRB RAA DT =2 2R RTHI LI TEEREA,

FIE

ATv 1[4 (Analysis) > [T TFR IV RXRTO—F (Context Explorer) 18R L £7°,

ATFvT2 ¥ arER/METDHICNE. B2 arDE A MAR=IZHD Y EEAER (V) &7
Vw7 LET,

AT9T3 B varERERLT DL, BMeshict s v a DX A4 M R—I10H L KR BEKED
) 27V LET,

Context Explorer T—2 D ) LA OV

Context Explorer TFFA STV AFML L LD b I BICFEIC 7 7 72T 0T —2 % 1
ARNLEVTBHIZE, YT — DT TN Ea— I RIAF T LET,  ([Traffic and
Intrusion Events over Time] 77 7 CIZ KU /L XU TERNWI LITHERLTLESWY) , &
Z X, [Traffic by Source IP] 77 7D 1P 7 KL ATRY X325 L [Connection Events] 7
? [Connections with Application Details] £ = — A E /RSN ET, ZOE 22—, BINLIZEE
TIP 7 RURICHES 57 — X DHNRERRINET,

HWRDET—HZ DA TIUELT, AV THFA RN A= a—GEBNMOA T v a UREFREND T &
DoV ET, FFEOIP T RLUAIZHEEMITONTWDET —F RA v bOBHE, BRLEIPT
RLADKRA R E- T whois [ A2 FKRTHT-0DA TV a U RERENET, FFEDOT 7V
T a NIEEMTONTNDET —Z KA bOYE, BRLET 7Y r—yva 2T %
TFV = a U EREFRTDHEODOF TV a UInERENE T, BEOL— — | BEEAf
THENTWET—% KA v hORE, 22—V —Da—HF—Ta 77 AV =V E2ERTDH
OOF T ardFRENET, BAAXRY FORA vE—IIZBEMNT O TNDT —Z KA
Y hOBGE, FDOAXNY MIBEET LRANL—IIET OV R¥ a2 A NEeRRT LT
A URERINET, BEOIP 7 FLRICEEMAT bR TWEF—2F AL FOBEe .
DT RLAZETay 7 VA RNEREFTay 27 L) A MGBINT 572004 7Y 3 L indkoR
INFET, ZNHDU R FOFEMIZOWTIX, Cisco Secure Firewall Management Center 7 /A
ZHEHTA RD 70—V BLRRAAL L DEXF2 VT4 AT VP2 A AN 25
LTS EEN,

VIV F RAAL VRERETIL, BIEEO AL VTR RNAL VDT — R 2R RTHILENTE
9, LNV DRAAL VFEFRIINB RAAL DT — 2 52FRR-THZ EITTEERA,

AVTFEXER ISR TO—5 .
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avFFRbTovRT0-5 |
B -7xxr19270-50711%

FIE

ATy 1[4 (Analyss) > [T TFRMIHRXRTA—S (Context Explorer) 1Z3&R L £7,

AT9 T2 REFNT 7 4 v 7 BIOMRAA X b (Traffic and Intrusion Events over Time) | LAZADIEE D
v/ arT, WETLT—FRA L EI7 Y I LET,

ATYT3 BRT LT —F KA MUSL T, RARSNDAT v a U RRRY £,

T —T ) Ba—TIOT —FDitMaER T HI21E, [FEM7e o 2K~ (Drill into
Analysis) | Z#IR L £,

cFFED IP 7 KL AZBHEA T BN TNDHT —H KA MEBRL TWAIEEIC, B
LR A MCBT 23EMIEHREZ ST 2121%, AR MEROFTR (View Host Information) ]
ZERLET,

cFEEDIPT RLADT —2 KA > MEEIRL TWDHEHEIZ, £D7 R L AT whois 5%
24T 9 121%. [Whois] Z 3R L £,

EEDOT TV —a VICEEMT BN TS T —Z RA U R EEIRLTWAEAIC, £
DT TV r—a JCETLHEMERESRTOIE, [T =2 a SEROFRIR
(View Application Information) ] % 3% L £ 9,

s FFEDL—PF—ZBHMIT DN TNDT —F KAV FZBIRL T D HEEIC, TD2—
P2 T 2 R E ST 5 12%, [2— Y —1F#®RDOFER (View User Information) ] %
EINLE,

HFEDIRAA R N A ve—VICEEMT L TWNWDET —4 RA V FERIRL TV DG
W2, BIET R AL— VBT DEEMER A SRS 5123, b—v FFa A FORR
(View Rule Documentation) ] Z 3R L £9°, WKIZ, LHEIISLT, b—/b RFa A b
(Rule Documentation) | %7 U v 2 LCX Y B4R L — L OFEMZFR R L ET,

cFEEDIP 7 FLRIZBHESIT N TNDT —HRA U FERIRL TV AELAIC, X a
V74 AT IV AT a— " D7 ay 7 VA NERIZTr Y7 LW R MZE
DIPT RURZBIMNTDITE, 4T 547> a v aRIRLET,

AVTFRNIVRTA—5DT 4 ILA

AVTHAN BT AT —TIIRINCE R SN DEARNTIRGE T — X274V Z )T L
T Xy b= EOT 7T 4 €T 4 O XV FEMRRR 2RSS R TEES, 74 H
I% URL LIS DT~ TOFEFHD Firepower & AT L T —Z TG L, o EEE R R—
hEHTEY ., Context Explorer D777 T —X RA LV b2 Vv 735720 T IEAT
&, Explorer 2RICKMINLET, —EITRK20D7 4 VEEZEHATEET,

AUTHFAN T AT =T TR T 4 NEEBINT BTN OB 7,
[Z 4 NVZDEM (AddFilter) 1 A4 7 7% HHT 5,
AT XANRA=a—% T L (2 AT =07 =% KA v NeEIRT H58) .
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| av7%zxbxH9270-5

785847 74—nt47v3> |

BREDOFEME A=Y ([T 7V 7r—3 a3 Ol (ApplicationDetail) ], [FAA k7 u 7 7
4 /v (Host Profile) ]. [/L—/VDFE#ll (Rule Detail) ]. [2—W% Z'm 7 71/ (User
Profile) ) IZERREINDTFA RNV 72T D, oDV 227 w35,
AUTHRA NI AT u=FRHENICEE FEIERRN— Y OEET —H A OV T
VIRARNTZI AT —=FRT 4B Y 7 ISNET, 7ol 2E 22— jenkins D —
PEEAR—T T[T H A =7 A7 v—7 (Context Explorer) |V > 27 %227V v/
L, 2 AT =T \FXOA—PFIEET LT —F T BERSNET,

Ty ANE AL TORIE, AHEIZHBMEN WA TR 9, T2 20E BAANC NE
HD 7 ¢4 (Device X InlineResult 72 &) %, #i A~ ME#E~ /L% (Access Control

Action 72 &) LRIBHCEAT2 Z L3 TEEH A, Z1UT. VAT A TITESRA XV b T —

HERZANA R N T —=HZE AT/ —FTERWNWZDTT, BEMEORNT VX ORI
FEV AT ML > THEBWICH RS E T, BREORENFET 546, LV %RICEAIh
TeHDT A NE BATEHBIED I NZ A T DT 4 VEIFFEFIRITR D £,

BEOT ANENT 7T 4 TE, RIUT—% A4 7OfEIX OR Mg &L L TifbitE
To DED, WINPT ODEE T 27— FNT_XTCRRENET, BRrT7—F2 447
DEIF AND BRGMEL LTHRDNE T, DEV, T— 23K T AN T—=2 ZA T D158
LO)@&*@H’%%%Z‘P% ) iTo =& /;\_@Zf\ Application: 2channel, Application: Reddit,
B L Wuser: edickinson EWNH 7 4 VX v M CERENDT—X X, a2 — edickinson IZ
BT 5 TRY, ™MDT U —3 9 2channel £1=1E7 7V 7r—3 3 2 Reddit (B
IO TWDLIRERDH Y £7°,

VT RAAL VBT, B RAAL > TarTFA NI AT 0= %2FRLTWDHHEIC
BEDOTHRRNAL LTI NE ) 7 TEET, ZO%A, IPAddress”7 V4 BT 555
AFEELTLEE N, VAT A, V=7 RALAEABIOR Yy NU—2 < v T E/ERK
LET, EBEOIP T FLAZMEH L TCZOREZMHETH L. THILARWRERIZAR S rTREM:
BHFET,

FREINDT— XL, BB T AL ADT A & A LR FIERCT — 2 2 #4 A Hhe
EHETHENE IR EOERIZ L > TR 14,

\)

GE)

T ANEIE, MEE LT HIEHETR Firepower 7 —4 27T XA R EWOTHRIGTE 5 7L
DOBBHEEN Y — L L LTHREL £, REICRET 5 b0 TR, 2 TF A b
T AT =T PLINRICBET 5, By a v ERTTLEMEESRET, B THEMATS
DI T A N BRELRFETHITIE, 74NV 2L ENT-a L TFA NI AT 0 —F B a—
ORFFE (28 X—2) ZBRL TIIEEN,

T—RBAA T IJ4—ILF AT a3y

WRORIZ, Z4NZELTHNTELT =X ZAT L KT =% ZATOHILHIHERLE

ﬁ‘o
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B 55177 —nrr70a>

R2:TANWE T2 8447

avFFRbTovRT0-5 |

847

ED B

o
EFE

Access Control Action

Allow, Block

NI T4y 7 EHAEET Ry 7T HEDICT 7k
A arbp— R —=ICEVIITENDT 7V 3
:/o

TV r—vary Ty
(Application Category)

web browser, email

T r—a O EEERED %A,

TV r—va s

Facebook, HTTP

T r— g DT,

TV —varpy Ry
(Application Risk)

Very High, Medium

TV r—varOfEEX VT 4 VR,

TN =g BT

encrypts communications, sends

TV = a T BB, T s

(Application Type)

(Application Tag) mail ANNHMEBDOED 2 V2 TEEd (F72 AL
RN EBARETT) o
TV r— 3 XA |cClient. Web Application TV —vary ZAT (T r—vary Fu b

an, 7747 b, FRITIWeb T Y r— g
:/) [e]

B R L oM
(Business Relevance)

Very Low, High

(EETIERN) BEVRRA T I T4 ET LIZxT 5
T r— g o OHEE B,

K[z (Continent)

North America, Asia

Fo =R xy NU—T TRESNIEAN—T 4 T
FREZR IP 7 R U A BE AT ST 5 KR,

(Country)

Canada, Japan

Fo =B Ry N — TR STV —T 4
FREZR IP 7 N L RAIZEEAT I b TV A E,

Device

devicel.example.com, 192.168.1.3

T —HBRy T =7 EOT A ZADLFIETIT
IP7 RL A,

KA A > (Domain)

Asia Division, Europe Division

TIGITERTDFRY NT—T TIT 4T 4 21T
FRAADRAAL YV, ZDOF—F XA FlI~LF R
AA VEBOGEICORFELET,

A X kD43 ¥E (Event
Classification)

Potential Corporate Policy

Violation, Attempted Denial of

Service

RAA X ORI, BAALX &2 N T—
Liz—)v, Ta—& F37) 7akyhicky
IEINET,

A X b AytE— (Event
Message)

dns response, P2P

AR ML TEMIND A =T, ARV E
NV —L—v, Ta—F F37V ety
FizkvkEEInET,

7 7 A Em (File
Disposition)

Malware, Clean

Secure Firewall Management Center {Z 55~ /L =7
770 RIRERDEITRHR T 7 A VOME,

. AVTFXR ISR TO—5
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785847 74—nt47v3> |

247 BDH E&E
77 AN Packages.bz2 Xy bU—=27 T T4 v THRIEHSNIZT 740D

4 il

7 7 A L SHA256 (File
SHA256)

B 32 By NS

Secure Firewall Management Center (Z X 5~ /L DV =7
777 FRERDFATHEG T 7 A /L0 SHA-256 7~ 3/ =
i

(File Type Category)

77 AN X AT (File GZ. SWF. MOV Iy NT—27 T 74w THRHEENRTEZT 7 ALD
Type) 2A 7,
77’/]’/]/ 57/1) 70 7771:9 Archive, Multimedia., Executables }\f\ b4 ]“ ]7*‘7 ]“ '7 74 7 T*ﬁﬂj éﬂf:7 7/fll/@

ZATDRAT Y,

[IP7 KL A (IP Address) ]

192.168.1.3,
2001:0db8:85a3::0000/24

IPv4 £721XIPv6 D7 RL A, 7 KLU AFEE. 721X
TRLVA Tay 7,

IP7 RVARAZRFTDHE, DT RLAREETLER
VISR D NT NN TWB ARy RNRENA D
LIZEELTLIEE N,

B L~V (Impact Level)

Impact Level 1, Impact Level 2

TS =By T =T TOA R FOREER B L
~)L

o

AT A UFER (Inline
Result)

dropped, would have dropped

N4 TN Ray 7 Enizin, FaeyrEnik-nqf
RN B0, ERETAT ALY T 7 40 v 7R
MBI N TWARNDOWNTTT,

I0C 7 =2
Category)

(10C

High Impact Attack, Malware
Detected

MU A =& L THERAESNZREEDIE JOC) A X
foAHTIY,

I0OC A X ks #A47 (I0C
Event Type)

exploit-kit, malware-backdoor

FrE DRE OB (10C) (ZBIEAT b TV ID,
ZOMGEE N AT — LA Xy FERLET,

<~V =T R4 (Malware
Threat Name)

W32.Trojan.a6bl

<)V = T D4 I,

0S 4 (OS Name)

Windows, Linux

FRL—F 4 T VAT LD,

(Priority) ]

OS Version XP, 2.6 IR —F 4 T VAT AOEEDNN— g
[FT7A4AA) T« high, low A X2 N OHETE RS,

X2V T4 40TV V=
YA 17 AU (Security
Intelligence Category)

Malware, Spam

X2V T4 AT IV AR RSN D fE
Wie v7 7 4w 7 DT,

AVTFEXER ISR TO—5 .



avFFRbTH2TI0-5 |
B o 1s0@Em difiten 1912 KOB 07 1 L8 DR

247 ED I E&E
X2 UT 40 = My Security Zone. Security Zone | N7 7 A4 v I WD INTA LV X —T =4 ADE v
X bo AV TAVEBOEEIX. VT 7 4 v 7 RN EIET

HAUHE =T A ADE Y b,

SSL yes. no SSLIFHIb 87 7 4 v 7 ETIXTLSHE 5L b7 7 1 >
7o

:L‘—"j_‘— (USGI‘) wsmith, mtwain %:‘&‘—i—f%*/ ]\ U—7 FoERA ]\QCD 7/( LTz
2 —H%F—0 1D,

[Z4LZDEM (AddFilter) 194 FOMNSDT 4 ILRADIYER

ZOFIEEMEH LT, [7 4% OB (AddFilter) 17 4 > K7 T7 4 VZ Z i) BERL L
¥4, (AVTHFAPA=a—5FHLTC, 747 TANFEBERTHZELTEET, )

SVTFFR NI AT O —TDE FICH B [T 4% (Filters) |OFD TSR (7)) 22U v
IFHEFREND [7 4 /VZ DB (AddFilter) 17 14 > R, IRD2ODT 4 —)L K
FOBERINET,

«[T—% %47 (DataType) ] Kwu > 7% 7 A ~MZiX, ContextExplorer (il % 1 7
LIOIEATELEEDOT 2 ZATNEENTWET, T—% XA TOERFZIZ, £
DXL TOEFOME [7 4% (Filter) 1 74—V RIZAHLET (7=& xIE, Kb

(Continent) | # A 7 OHAIMMA [T V7 (Asia) | 72&) . =—WF—ED7=, [Filter]
T4V RTE, BIRLT2T =2 XA TOESEIEREOBFN T L—FRTRINET,
(Z4—=NRZT =2 ATTTHE, ZRBITHESNET, )

o [7 4 vH (Filter) 17 4 —/L RIZiE, A X2 MRBEFRBEIZ, « 01 72 EORRRFE VT
A—=BEANNTEET, T4 NE RTRA=FORNZ e &5 2 & T 7 1 L
X EAERTE £,

\)

GE) Bl 7 o v ZITEBMCITEA SvEH A, ContextExplorer T7 4 /L4 & FoRd 5121,
[7 42D (Apply Filters) 1% 27V v 7 T 5 0ERH Y £7,

VIV F RAAL VRERETIZ, BIEO AL VTR RNAL VDT —F2ERTHILENTE
F9, VLNV DRAAL VFEFRIINB RAAL DT — 2 52FRRmTHZ EITTEERA,

FIRr

ATy 71 [9# (Analysis) |>[aATFRX I A TE—S (Context Explorer) [#EIRL £,
RFYTF2 fELCh D [7 4% (Filter) |OFT, T353R (7)) 22707 LET,

. AVTFXR ISR TO—5
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ATvT3
RATv74

ATy T5
ATvT6

ATy T17

AVTERX b

FIE

&
ATvT2

ATvT3

S Y S N Y Y P R |

[F—% %47 (DataType) | KRy 7 E U R RNE, 742 ) TO%MEE L THER
TEHT—H XA TEERLET,

[Z7 4% (Filter) | 74—V RIZ, Z4NVZ V) TOEME LTHERT LT —% 4 7 i%x
AN LET,

[OK] %27 Vv 7 LET,

A7 a T, RO FIEEZBY KL, LR T 4 VZ Yy MBERESNDIET, 74 V¥ %
BALET,

[7 4% DiEH (Apply Filters) 1227V v 7 LE9,

EErNEYD
F—R BT T = R F T g (2323—)
F 57 DK

AZa—MoDIA4 VT T4ILZADER

Context Explorer D277 7 L U A N F =2 %23 LD L&, T—F RA L &7 ) w7
L, aV7TFAMA=a2a =L TEDOT—FIZESNTT 4L ¥ (AEETITRN) A1
BIZERCEEd, arT7FA A A=a—2H LT, [77 U — 3 (Application) ].
[—H— (User) ]. IRAA X kA >+— (Intrusion Event Message) | 7 — % % A 7 D1
W, HOLNVNHEEOMEBIAR NTTZANZ Y TTLEHEE, 74020V 4 Yy MIE, 20
T =B AT OELET L M= (TFV =2 a7 —2OERIX [T )V r—a o
FHE (Application Detail) 172 &) 12V 7550 4V y MERPERINET, URLT —4
TETANZ Y T TERNIEIZERE LT &N,

RMEDT T 7EITV A MOT—=Z %2 LRET LB THFA N A =2 —2HT
%i‘j‘o

T AL VBHBRE TIX, BUEDO RAAL Ve TR RAL DT —F 2 RKRTHZ LN TE
FT, ELLA_NAD RAAL VETNIRES RAA DT =2 2R R-THI LTI TEEEA,

[4#7 (Analysis) |>[aYTFFRX IS R TFO—5 (Context Explorer) |Z3&R L £,
[—EHIHD T 7 4 v 7 BIOMRZAA N K (Traffic and Intrusion Events over Time) &7 3 3
YEURLT—#&Etev s v a SO Exploter 87 > a > C, Z4NF Y TTHT7—4
KA N7V LET,
KD 2 HDOORUIENR S 7,
« DT —HIZT A NVE EBINT DX, [ 4/ Z DBH (AddFilter) 15227 U > 7 LE
R
« ZDOT —HRIZERINT 4 VB ZBINT HIZIE, [BRIN 7 4 v Z DENT (Add Exclude Filter) ]
IV LET, TOT74AEREHAIND &L BRI S B BEEAT T S0 TR

AVTFEXER ISR TO—5 .
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avFFRbTovRT0-5 |
B o vspEsneavsxxrzo270-5 Ea—0RE

FTRTCOT=INFFENET, BI T AV Z TR, 7 4 VZEDORNTEERF (1) B
RENET,

T4 LA EBENF-00TXFANIVRTA—5 E2a—DOFRE

AVTHFAPNZI AT =TI BEI L%, Flhidty v a v BT LRI, v
THXANZI AT =T DT 4 VERELRFFT HIE, @R 7 v 2w L T2 T %
ANTZIATa—=FDT TV Ty I<w—0EBERLET, AN 7NV ITarTF
A NI AT —F X—=Y URLIZHAAENTNDEDT, TOX—VDT v I ~—7 &t
At WISTDH T 4 E bERAENE T,

FIE

WO 7 ANV EZRERENTZa TR AN I RAT 0 —F—DT TV 7 v 7 ~—7 2Bk
LET,

TJ4ILE2 T—3DXRT

~NVTF RAAL VRBABRE TIE, BUED RAAL LV EFHRNAAL VDT =2 2R RTHIENTE
FT, EZVANAD RAAL VETTRB RAA DT =2 2 RKR"THI LI TEEREA,

FiE
AT9 71 [44 (Analyss) [>[aYTFRXA IV RXTHO—S (Context Explorer) | Zi&R L 9,
ARTVT2 FATLH74NME 04Ty hOBREZ Vv 7 LET,
7 14 L2 DHEIE
FIg

ATv 1[4 (Analyss) 1> [a 2 TFR NIV RXRTA—F (Context Explorer) | &R L £,

ATV T2 TANZNHY ¥ xy NEERNCHIBRT 512X, 2 Eicdh D [7 4 v H (Filters) ] D F T,
[FAC S (Close) 1 (X) 227Uy LET,

ek
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P TN |

TRTOT7 4 VZ % —FEHIBRT 212X, [Z7 V7 (Clear) 127V v 27 LET,

AVTFEXER ISR TO—5 .
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BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



