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THRESNTWBEE

CiscoISE A, HTTPS £1=1Et
F 17 LDAP H—/\—H 5 CRL
#A4Ho0— K4 388

Cisco ISE it F 217 7% LDAP &
SATURELTHRESATINS
HE

Cisco I SE H¥ CoA @ RADIUS
DTLSY 547 hELTHES
hTW3i5E8

TLS 1.0 ®H 7R — k

TLS 1.0 AT ENTW B A

(DTLS #—/3—{E DTLS 1.2 D& Y AR —
)

Cisco ISE 2.3 LA ECl&, [TLS 1.0% 75 AT
(Allow TLS 1.0) 147> a v inT 7 4 /v
h TN > CWET, DL T g
N DYGA . TLS 1.0 Tik, TLS ~N— 2
® EAP 78t /770 (EAP-TLS,
EAP-FAST/TLS) X U802.1 X %7 U 7
VIR R—FINEREA, TLSX—Z2D
EAP #ZGE % TLS 1.0 TEHAT 5121,
[EX= VU7 ¢3%iE (Security Settings) |7
> R @ [TLS 1.0 ZFF 7] (Allow TLS 1.0)
1 F =y 7Ry 7 Rt 2 LET, Cisco
ISEGUI C[A==— (Menu) ] 7A 2
(=) 227Uy 27 1L7T, [EE
(Administration) ]>[> AT L
(System) ]>[&%E (Settings) ]>[7A +
aJL (Protocols) 1>[tFa ') T4 F%E
(Security Settings) |DIAIZIEIN L E -,

TLS 1.0 RFAT ENTW B A

(DTLS 7 A 7> ML DTLS 1.2
DI F P R— )

TLS 1.1 DY R— b

TLS 1.1 NFR SN TV HEHEE

TLS 1.1 NHFA SN TV DHHE

ECC DSA 7552
ECDHE-ECDSA-AES256-GCM-SHA384 | x%}ix X
ECDHE-ECDSA-AES128-GCM-SHA256 | )it XF i
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ECDHE-ECDSA-AES256-SHA384 P XF i
ECDHE-ECDSA-AES128-SHA256 X is Xt

ECDHE-ECDSA-AES256-SHA

SHA-1 BFFAf SN TWH5AE

SHA-1 DNFFf SN TWH5A

ECDHE-ECDSA-AES128-SHA

SHA-1 ’FFa] SN TV D 54

SHA-1 ’FFr] SN TV 554

ECC RSA W55 5=

ECDHE-RSA-AES256-GCM-SHA384

ECDHE-RSA D3FFr &SN TV B 5E

ECDHE-RSA 2FFAf &N T\ 55

AN
=

ECDHE-RSA-AES128-GCM-SHA256

ECDHE-RSA BRI ENTWBEAE

ECDHE-RSA FFrR] STV 5

AN
=

ECDHE-RSA-AES256-SHA384

ECDHE-RSA RHFRIENTW B A

ECDHE-RSA 2RI &N T\ 55

AN
(=}

ECDHE-RSA-AES128-SHA256

ECDHE-RSA WFFRI STV B56

ECDHE-RSA MFFR] SN TV 5

AN
=

ECDHE-RSA-AES256-SHA

ECDHE-RSA/SHA-1 NFFA[ SN TV A4

ECDHE-RSA/SHA-1 NI EN T
WAGA

ECDHE-RSA-AES128-SHA

ECDHE-RSA/SHA-1 N FF A SN TV A4

ECDHE-RSA/SHA-1 NFFRI &N C
WAEE

DHE RSA K252

DHE-RSA-AES256-SHA256 FEXFI BTN
DHE-RSA-AES128-SHA256 RIS %t

DHE-RSA-AES256-SHA X SHA-1 BFFA & TW D55
DHE-RSA-AES128-SHA x SHA-1 "FFR SN TV L 5E
RSA 5573

AES256-SHA256 I PP

AES128-SHA256 K PIPIN

AES256-SHA

SHA-1 A SN TWHEE

SHA-1 2357 ] STV B 5A

AES128-SHA

SHA-1 NFFA SN TV B HEE

SHA-1 ’NFFA STV A HE

3DES K55 5=

DES-CBC3-SHA

3DES/SHA-1 BNEFRI &N TV B HEE

3DES/DSS # X OF SHA-1 A
o TWAHEE
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DSS fif 7577 2

DHE-DSS-AES256-SHA

3DES/DSS # X Y SHA-1 A
o TWDHEE

DHE-DSS-AES128-SHA

3DES/DSS £ L OF SHA-1 AN
oo TNDHIEE

EDH-DSS-DES-CBC3-SHA

3DES/DSS # L 0N SHA-1 A
o TWAHIEE

55V RC4 I 75 )73

RC4-SHA

[FAlEShTWs 7 k=L (Allowed

Protocols) | ~X—C [Ma55 72l 5 % 7 Af
(Allow weak ciphers) | 4 7' = VDN R)

272> CWT, SHA-IRFFARI STV 55

AN
=

RC4-MD5

[FFarsiiTnbd 7 e b=k (Allowed
Protocols) ] ~X—C [ME55 72 K5 75 % &7 7]

(Allow weak ciphers) | 47> a VA%
(272> TV BEE

EAP-FASTE4 Fr v ya=2 7D
DA -

ADH-AES-128-SHA

XFhis

FHXFIE

B RENTE Ol R

KeyUsage DFRFE

7747 FREHETIE, BUFORE 5%t
L. KeyUsage=Key Agreement 33 L}
ExtendedKeyUsage=Client Authentication 73
VBT,

* ECDHE-ECDSA-AES128-GCM-SHA256
* ECDHE-ECDSA-AES256-GCM-SHA384
* ECDHE-ECDSA-AES128-SHA256
* ECDHE-ECDSA-AES256-SHA384
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ExtendedKeyUsage DRIE

7747 2 FREHETIZ, LT O 5 I2x)
L. KeyUsage=Key Encipherment 35 JX O}
ExtendedKeyUsage=Client Authentication 73
MEETY,

* AES256-SHA256

» AES128-SHA256

« AES256-SHA

« AES128-SHA

* DHE-RSA-AES128-SHA

* DHE-RSA-AES256-SHA

* DHE-RSA-AES128-SHA256

* DHE-RSA-AES256-SHA256

* ECDHE-RSA-AES256-GCM-SHA384
* ECDHE-RSA-AES128-GCM-SHA256
*« ECDHE-RSA-AES256-SHA384

*« ECDHE-RSA-AES128-SHA256

* ECDHE-RSA-AES256-SHA

*« ECDHE-RSA-AES128-SHA

* EDH-RSA-DES-CBC3-SHA

* DES-CBC3-SHA

* RC4-SHA

* RC4-MD5

P —FEE T
ExtendedKeyUsage=Server
Authentication 73 %3 T4

TRELFH OpenSSL D/A\—2 3 >
Cisco ISE U U —2Z 3.5 %, OpenSSL 3.x ~— A ® CiscoSSL 3.x THFE ST\ E T,

BIEEA D TGAT ORI UDARL—T A VG VRTL, HT)VAV M, LU

I—oxok

ZDOBITar T, RIEENTZI TA TV b~V v DARNL—FT 4 VTV AT A TT UV BIOE I T T b
TUAAT D=2 "= T g ERLET, TRTOT A ATIE, Web 77 7T cookie 3 N7 > T
WHELS & D £3, Cisco AnyConnect ISE DH A" — hF v — I, ROHAFETEET, https://www.cisco.com/c/en/
us/support/security/identity-services-engine/products-device-support-tables-list.html

WDI T AT vk~ H A 7L, Bring Your Own Device (BYOD; [HAFTH T /31 AFFHIAL) BIXOKRAF ¥ U —

77 —THGRESNTWET,

* Apple i0S

* Apple macOS

* Google Android

* Google Chromebook
* Linux

* Microsoft Windows
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https://www.cisco.com/c/en/us/support/security/identity-services-engine/products-device-support-tables-list.html

Cisco ISE I%, Windows, MacOS, Linux XL —7 4 > 7'+ 27 LH @ AnyConnect & Cisco Secure Client O i J5 %
A= LTWET,

T RCTOEAE-21X T U H > M, CiscolSE TH R — b SN HEHERIET 2 ha Lz HR—F L TWBHRY ., Cisco
ISE2.4 LIEDOIERER L ONEERBEE AT £9, VLANZEHFAEEZ Y A v L AR TEES Y5121, 7
UG P CVLANZEEROIP 7 RLAOEHNYTR— FENTWBAILERH Y £4,

RAF v BLOEAFTET AL 2 HAZ (BYOD) D7 a—|%, EHORAF ¥y 74— R T v 75— MoHEoIx,
CiscoISEULIZY A RSN TWAEFRL—FT 4 VTV AT LO— et ) YV —ATHAR—FanEd, "AF¥BLY
BYOD 7 2 —{%, CiscoISEUI(ZY A F ENTWVEX—FFD macOS V V — A THLEMET D A[EEMERH Y 9, 72 &
ZIE, macOS12R—A kg (FRXT) M CiscolSEULIZY A F N TWHEE, AAFT ¥ IBLOBYOD 7 2 —|%, macOS
12 RXR—=Z ROy RARA » FTENETDAREMER S D £3, X—=FRARXVL—T 4 TV AT LD U —R%, FI#
VU =242tV —ZAOM TRIBIZEFEIND Z ENZNTD, PAR— MIRA P74 — FPRX—A TR I
£7,

TNV =T 4TV AT (0S) ZHLWA—Va NIEFTTH L, RAF v 74— R —"—THEFIN/Z0S/ —
Va0V R— FBIOEHEICEE M ERITLR) PRETIHE1HY 7,

Apple i0OS

DI IFAT v B AL BYOD BLUORAF ¥ UV —27 70 —CRIESNTWVET,

Apple i0S 7 731 AIZ Cisco ISE F 7213 802.1x C FRFEILERGEY = h =2/ (PEAP) ZfEH L. N7V v 7 FEEICIX
i0S T /3A ADMGEFET 2D B A8 5 CRL 57 ﬁf%xhﬂaiﬂi#ﬂ X NT—=I T 7w AR LTIEENEEITT
XFEHA, Fxy MU—ZIZx L TCERRET D I21E, i0S 7 /341 AT [#eE/&G# (confirm/accept) | %7 U v 27 LET,

Cisco ISE THiZEHE 7D Apple i0S D/3— g3 Ik D LB Y TT,
* Apple i0S 26.x
* Apple i0S 18.x
» Apple iOS 17.x
* Apple i0S 16.x
* Apple i0S 15.x
* Apple i0S 14.x
» Apple iOS 13.x
* Apple i0S 12.x
* Apple iOS 11.x
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A\

GE) « AppleiOS 122 LABED/N—2 5 U L TWAIGEIE, ¥V rn— RLIEZRENE/ v 7 7 A V& FE#TH
VA R=IVTHRMENRBY £9, ZEITOIZIL, AppleiOS T NA AT[RXE (Settings) |>[2f% (General) ]
>[Fu 77 A/ (Profile) |ZEIR L, [A A b—/L (nstall) 1227V v 7 LET, ADOTa 77 ALD
AVA =N, A A M= ENT-T 17 7 A /LD[Settings] > [General] > [About] > [Certificate Trust
Settings] > [Enable Full Trust For Root Certificate] Z 3R L £,

« Apple iOS 122 UUBED N —2 5 UM L TV D 5E, RSA F—H A X132048 By ML ETH LM ENH
WET, THUSDEAIZ, BYOD7 2 77 A VDA VA —LHFICET—NERENDZENHY £7,

* Apple iOS 13 LIED /R — 3 V2 L TV D55 1%, [SAN] 7 ¢ —/L RIZ <<FQDN>> % DNS#4 & L CiE8
mL<, A—Zrn—LOECBELERELFARLET,

« Apple iOS 13 LIFED/N—2 2 U A L TV D5ATE, SHA-256 (72132l b)) RBA T LVITY XA L
LTEBBRINTWDZ 2R LET,

Apple mac0S
WD/R— 2 D Apple macOS (£, BYOD B L WNARAF ¥ UV —7 70— CTRGEES I TWET,

3 3: Apple mac0S

D9SAFT U RIOUDARL—TFT A VT VAT A AnyConnect

Apple macOS 26.x

5.0.04032 LI

Apple macOS 15.x

5.0.04032 LLIE

Apple macOS 14.x

5.0.04032 LI

Apple macOS 13.x

4.10.05111 L%

Apple macOS 12.6

4.10.05111 LI

Apple macOS 12.5

4.10.04071 LL%

Apple macOS 11.6

4.9.04043 LI

Apple macOS 10.15

4.8.01090 DL

Apple macOS 10.14

4.8.01090 VL%

Apple macOS 10.13

4.8.01090 VL%

Cisco ISE I&, AnyConnect4.x DLARTO Y U —ATHEWWELE T, 72720, HrLWEREZ VR —FLTWDHDIE, FHrLwn

AnyConnect U U —ZDHTY,
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\)

G£)  ApplemacOS 11 D35, Cisco AnyConnect 4.9.04043 LAfE & MACOSX 21 7T A 7 0 AE Y 22— /1 4.3.1466.4353
VI AT 20BN H Y £,

Apple macOS 11 Z{# ] L T\ 2554 Cisco Network Setup Assistant DA > A h—/LHIZ T 0 7 7 A L% FETA > R
M= TBEIRKDDLTa T IRERRENDIZENHY T, ZOHE. ROFIREZFETTHLERHY £,

1L Fora—R74VZCBELET,

2. cisco802dotlxconfiguration.mobileconfig 7 7 A V& X T /NI Y v 7 LET,

3. [ AT L (System) > [BREEEXE (Preferences) ] Z1#RN L 7,

4, [Fua7 7 A (Profiles) 1227V v/ LET,

5, 7uT7yANEA A=V LET,

6. Cisco Network Setup Assistant TE/RIN/-7 27 FT[OK] 227 Vv 7 LTA VA M—LZFITLET,

\}

GE) MACOSX A=z r3.1.010%F Yk Freya=rr v PF— R0 RE, 73T Cisco ISE VU
) — 2 ZHBm T,

CiscOISE'RAF ¥y = — = h THAR— h ENSD Windows & MACOSX O</L 0 = TxE, RNy FEH, 54 AT
. BEORT 74 7 74— BIRIZOWTIE, Cisco AnyConnect-ISE 7R AT v DY R — hFESH L T 72X,

\)

&) T RTOT T UHT, MG S5 Apple macOS /13— 5 273 10.15.7 ETITHIR SN D L 912D =2—
P—TF AR =R HELTOET,

e 7mbEYa =7 HiTApplemacOS 11 DT RARA » Akl CEEH A, ZHUL. 7747 R Apple
macOS 11 ZF/TL TV D HAIL, RAF vy BILOBYOD 72 —IZ81}5 CPRY »—DMECTRIEIZRY
F9, [AEEEK & LT, ApplemacOS 11 DR AF ¥ I LUBYOD 7 2 —I(Z2OW\W T, CPARY v—D~ v B
T &3 _TO macOS IZ L THATLET,

o 77BHIE Apple macOS 11 D RARA & b &l CE £ A, £DI2H, 7T A7 )3 Apple macOS 11
EEITLTODHEEIE, 7o 774 ) 7R Y o—OREG TR Y £,

PR—=FENTNDETRTDApplemacOS V) J —ATE—V =0 b L ARAF vifEZ I CT& £9, CiscolSEV U —
A @ [Cisco |SE Administrators Guide] @ [Compliance] MDD k&~ 2~ [Agentless Posture] # &R L T 72E0,
Google Android

DI TAT b EATIE BYOD BLOWARAF ¥ V—2 70 —THGEESNTWET,

Cisco ISE I%, BEDT /XA ZATOD Android EIEDA—F 7 7 & AMEEIC LV . HED Android OS /X— g & F
A ZADMIHEDLEEYR—F LRWEERH D £,
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Cisco ISE THIFEH # D Google Android D /3— g IR D £ B Y T,
* Google Android 16.x
* Google Android 15.x
* Google Android 14.x
* Google Android 13.x
* Google Android 12.x
* Google Android 11.x
* Google Android 10.x
* Google Android 9.x
* Google Android 8.x
* Google Android 7.x
VA TrEeYa=rs 7 v =R (SPW) ZBAT DA, Android 9.x BE 10X T A A TR — 3
P—EZABHEHCAR o TND Z L ERERL T ZSV,

Android (%, #@4 (CN) ZfEH L72< 720 £ L7z, & A MaldsubjectAltName (SAN) #EIEFIZE £ TV D HLEEN
HYFET, T TRVWES, BHEHOMNICKKLEST, ACBEAEAEEZEH L W A5E1E, R—%/LDSAN K v
TETUNARDE RAAL VA ERIZIPT RUAFT 7 3 &R L T, CiscoISE H O BAFEHEZHAR L £,
ZOU 4 RUERRTDHICE, [A==2— Menw) |7 A2 (=) 227V v 7 LT, [BEE (Administration) 1>[%
AT 1 (System) ]>[ZEBAZE (Certificates) | > [ R T LFEAZE (System Certificates) | Z# IR L £ 7,

Android 9.x Z ] L TV 554813, CiscoISE D RAF ¥ 7 4 — R&HH LT, Android 9 D NSA #Hf53 5 M2 &
D i‘a—o

Google Chromebook

DI AT v B AL, BYOD BLORAF ¥ UV —27 70 —CRIESNTWVET,

Google Chromebook (X EHX LT NA A THY | RAF ¥ —ERAZHPFR—F L THEFA, FMIZONTIX, [Cisco
Identity Services Engine Administration Guide] # &M L T 72 &0,

% 4: Google Chromebook

DSATFTU I UDARL—T A VT VRTF L Web 75945

Google Chromebook Google Chrome 73— =1 > 49 LIfF

Cisco ISEBYOD F721Z7 A hiR—# /L%, URLDBZIEFIZU XA L7 P& TH, Chrome XL —F 4 VT AT A
73 CHRENCRIET AEERH Y £9, Chrome 2L —F 4 VL AT A T3 TR—FZ)LAEETHI2IZ. ROFIEL
EITLET,

1. [H7 ¥ =2 FOjI4 (Subject Alternative Name) ] 7 o —/L RIZ AT 5 Z & T, ISEGUI D B8 LW E B4 RIEY]
EEAERLET, DNS & IP T RLADW G & AT D018 H ) 7,

2. fFAEZZ I AR—FL, = K7 T A7 b (chromebook) (2=t —LFE7,
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3. [%E (Settings) ]>[#FMl (Advanced) |>[7 7 A /Nv—LEX= U T ¢ (Privacy And Security) ]> [FEAE D& HE
(Manage certificates) ]>[%/5 (Authorities) ] Z 3R L E 7,

4. FEAEEZA L AR—FLET,

5. 77UV EKTL, K—=F1LDY XA LI heRkAHET,

Chromebook 76 LAWK Tli%, EAP DN CA % {8 i L T EAP-TLS B E A% E L TV D HA1E, SAN 7 4 —/L R&&ie CA
FAEAET = — 2 % Google BHla >V — /L ([T /34 A& (Device Management) ]>[*~ bV —2 (Network]) > [FEMH
# (Certificates) ]) 17 v 7B —FRKLET, CAT=—rRBT7 v 7 u—REIN>dE, CiscolSEFFAENGETESH D

ERZp IS K 91T, [Cisco ISEAY SANTAERL L72GEIZE (Cisco ISE generated certificate with SAN) ] 7 ¢ —/b K%
[Chromebook#E[R (Chromebook Authorities) |7 v a v D Fiz~vy B 7 EnEd,

PR R—=T A DCAZMBH L TVDHHEIE, Google BHl 2 V) — /LI CATF =— %A VR— bTOXLEEH Y £H

Ao [BRTE (Settings) 1> [a£#ll (Advanced) ]>[7' T4 " —& X =2 U T ¢ (Privacy And Security) > [fEFAEDEE
(Manage certificates) ]>[—/3—38FE/R (Server Certificate authority) | #RIN L, Fr v 7FHX T U X Fhb [V A2

DT 7 4V b OFGER & (Use Any default certificate authority) | 23R L £,

Linux

TV TAT b= A E, BYOD BEORAF ¥ U —7 7o —THRIFESNLTWET,

% 5: Linux

DIAFTU RIS oDFRL—T 4 45 L XF | Cisco AnyConnect
N
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Red Hat EnterpriseLinux (RHEL) Cisco AnyConnect J U —X 5.1.2.04 LA

%3
RHEL 7.5 VL%

RHEL 8.1 L%

RHEL 9.0

RHEL 9.3

RHEL 9.4

RHEL 9.5

RHEL 9.6

SUSE Linux Enterprise Server (SLES)

SLES 12.3 DL

SLES 15.x

Ubuntu

Ubuntu 18.04

Ubuntu 20.04

Ubuntu 22.04

Ubuntu 23.04

Ubuntu 23.10.1

Ubuntu 24.04

Microsoft Windows

& 6: Microsoft Windows

DA77 RIRODOAR [ HTYHh kb (802.1X) Cisco Temporal Agent AnyConnect*
Lb—T4 VIV RT LA

Microsoft Windows 11




DI3ATURIRIUDAR
L—FT A4 VI RTL

HJF1yAh2k (802.1X)

Cisco Temporal Agent

AnyConnect

* Windows 25H2

* Windows 24H2

* Windows 23H2

* Windows 22H2

* Windows 11 Enterprise
* Windows 11 Pro

* Windows 11 Education

* Windows 11 Home

* Microsoft Windows 802.1x
7747 B

* AnyConnect > hV—
P TIRA R —Ty

4.10.04065 LA

4.10.5075 LA

Microsoft Windows 10
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DI3ATURIRIUDAR
L—FT A4 VI RTL

HJF1yAh2k (802.1X)

Cisco Temporal Agent

AnyConnect

* Windows 22H2

* Windows 21H2

* Windows 21H1

* Windows 20H2

* Windows 20H]1

* Windows 19H2

* Windows 19H1

* Windows 10 Enterprise

* Windows 10 Enterprise N
* Windows 10 Enterprise E

* Windows 10 Enterprise
LTSB

* Windows 10 Enterprise N
LTSB

* Windows 10 Pro

* Windows 10 Pro N

* Windows 10 Pro E

* Windows 10 Education

* Windows 10 Home

+ Windows 10 Home H[E|3E

» Windows 10.0SLP (/>
TIVEFE/NY )

* Microsoft Windows 10
8021X 7 7 A4 T b

* AnyConnect > hV—
P TIRA R —Ty

4.5 LI

4.10.5075 LA

" AnyComnect % v hU—2 77 E 2 v%—T% (NAM) B4 2 h—A STV HE. NAM I Windows * A
TATH TV RED 802X T U hE LTESLINL, BYOD 7r—% %A — hLEHA, NAM %58

BT, FRIIRFEDA v F—T = A ATENIT H2MERH Y £4, FEMIZONTIE,

Mobility Client Administrator Guide] #ZM L T 72 &0,

BYOD., YA, BXOIIA4 T N FrbYa=F R—Z LD Firefox70 TOTA Y LAV E A LT a B
W51, RO LI LET,

1. CiscoISEGUI C[A==— (Menu) |71 2> (=) 27V v27 LT, [E¥ (Administration) | >[> X T L

(System) ]>[ERTE (Settings) ]>[tF ) T4 8&RE (Security Settings) ] 2R L £,

[Cisco AnyConnect Secure

2. [SHALR5E%FFA] (AllowSHAlciphers) | T = v 7Ry 7 A% A N2 LE T, SHALKFEIIT 7 4 /b b THEHIZ/2 -

TWET,
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3. Firefox 77 ¥ T, [A# T3> (Options) 1>[FTS54 /3 —&&TE (Privacy & Settings) |>[ZEBAZDRT (View
Certificates) ]>[H—/\— (Servers) 1> [fI5DiEN (Add Exception) ] Z#8&R L £7,

4. hitps//<FQDN>:8443/ Z 54t & L CBINIL £,
5 [REMEDIEN (Add Certificate) ] %2 U > 7 L, Firefox 7 7 U HFZ#HH L E7,

PR—FENTNDTRTOD Microsoft V J—ATT—V x> h L ARAF Y EREA M C& £9, CiscolSE Y U —*A
@ [Cisco ISE Administrators Guidel] @ [Compliance] D ? k& 7 [Agentless Posture] S L T 7ZE0y,

ARVY—, TR, BEUVTATNARKR—FIILDORIEFAHA
No—=TA VT IVRTLETSOY

ZNHOD Cisco ISE R—ZViE, DAL —FT 4 VIV AT LET T IFORLEDLEEYR—FLTWET, Zh
SDOR—H )L TIE, Web 7T 7 T cookie WA > TWALENRH D 4,

RIBEEEHARL—T A VI VRTLETSIOH

YR—bEINDBARL—F A VI VRTL TSHHEDNA—T 3y

Google Android?16.x, 15.x, 14x, 13x. 12x, 11.x, 10x, CFAT AT T T

9.x, 8x, 7x » Mozilla Firefox

* Google Chrome

AppleiOS26.x, 18x, 17x, 16x, 15x, l4x, 13x, 12x, * Safari
11.x

Apple macOS 26.x, 15x, 14x, 13, 12.6, 12.5, 11.6, * Mozilla Firefox

10.15, 10.14, 10.13 « Safari

* Google Chrome

Microsoft Windows 10, 11 * Microsoft IE 11.x
* Microsoft Edge
* Mozilla Firefox

* Google Chrome

% CiscoISE 1T, #EEDT A ZTO Android FEHEDF—F 2 T 7+ AMEEIC LV . BED Android 0S N—T 5 o b
TN ZADBE LR EY R —FLARWEENHY 9,
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TroR—FELUVHAETOE

1R

o

v3a—

VT D=HDREEEHT /N

BYOD FHEIZ X, Cisco Wireless LAN Controller (WLC) 7.2 ARED VR — DM EE T, BEENOMEE /- 13EEH Iz Ho0n

Tix. [Release Notes for the Cisco Identity Services Enginel]] ZZ M L T 72X,
)
GE) v RAap R R— R T 2EHDOI TA TV N AR —T 4 VT VAT ADON=V 3 U EAFTLHITE, RAF Y

DEFEREMER L E T, FIHIKRDO LB TH,

1. CiscoISEGUI T[A==2— (Menu) |7 A2 (=) 27V v 7 LT, [BE¥ (Administration) ]>[ R T
(Settings) 1> [RAF+ (Posture) |>[E# (Updates) ] IR L £,

2.

L (System) ]>[ERE

[4 3 <HEH (UpdateNow) ] &7V v o LET,

RE:BYODA UR— FEIVIAAETOED a =0y BIAFHAT NI RABEUARL—FT A VTV RT LA

TINA R ARL—TFT42T |2V SSID | TaFILSSID |#oR—T4 VT |YR—bShdT5
(Device) VAT L (open > PEAP | A= va
(nocert) F£izI&
open>TLS)
Apple iDevice Apple i0S 26.x, | xtis POy Apple 707 7 A | HiR— bx% -
18.x. 17.x. NOFETE (A | Safari,
iiz ii T47) HH— ks -
T Mozilla Firefox &
2x, 1lx Google Chrome,
Apple iPad OS 13.x
Google Android 16.x. 15.x. shd K hea Cisco Network HR— FxIE : Firefox
14.x, 13.x, Setup Assistant” & Google Chrome,
12.x, 11.x,
10.x, 9.x, 8.x.
7.x
Barnes & Noble — — — — —
Nook (Android)
HD/HD+%
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