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<polUni>

<fvTenant name="tenantl">

<13extOut name="StaticExternal'">

<13extLNodeP name="bLeaf-101">

<13extRsNodeL30utAtt tDn="topology/pod-1/node-101" rtrId="190.0.0.11">
<ipRouteP ip="50.50.50.0/24">

<ipNexthopP nhAddr="40.40.40.102/32"/>

</ipRouteP>

</13extRsNodeL30OutAtt>

<13extLIfP name="portIf">

<1l3extRsPathL30utAtt tDn="topology/pod-1/paths-101/pathep-[ethl/15]" ifInstT="ext-svi" encap="vlan-3843"
addr="40.40.40.100/28" mtu="1500"/>

</13extLIfP>

</13extLNodeP>

<1l3extInstP name="ExtInstP">

<1l3extSubnet ip="50.50.50.0/24" scope="export-rtctrl"/>
</13extInstP>

<1l3extRsEctx tnFvCtxName="tenantlctxl"/>

</13extOut>

</fvTenant>

</polUni>
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<vnsMFunc name="Firewall">
<vnsMFolder key="ExIntfConfigRelFolder" dispLabel="External Interface Configuration"

description="A list of additional interface parameters for external connector"...>
<vnsMFolder key="InIntfConfigRelFolder" dispLabel="Internal Interface Configuration"
description="A list of additional interface parameters for internal connector" ...>
<vnsMConn name="external" ...>

<vnsMConn name="internal" ...>

<vnsMFolder key="SecurityPolicyAssignment"
dispLlLabel="Security Policy Assignment"
description="Assign the security policy in the named file to the service-graph">
<vnsMParam key="ConfigFile"
dispLlLabel="Configuration File"
dType="str"
description="Specify the name of the file that contains the out of band configuration specific to the
service-graph"/>
</vnsMFolder>
</vnsMFunc>
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Click row to edit value

Contract Name: |dahai “w @
Graph Name: dahai “w @
Mode Mame: N1 W @
Features y
Basic Parameters All Parameters
All Folder/Param Name Value
E v [ Device Config Device
E] * [l Bridge Group Interface
E * Bl Interface Related Configuration externallf
E > B Interface Related Configuration internallf
E ~ [ Function Config Function
E * [l External Interface Configuration ExtConfig
F * Bl Internal Interface Configuration IntConfig
D ~ Bl Security Policy Assignment
ID Configuration File ConfigFile |rTw-5erviL:e—graph.cf;.1
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access—-group <acl-name> [in|out] interface <nameif>
nat (<nameif>, <nameif>) ..

service-policy <policy-name> interface <nameif>
crypto map <map-name> interface <nameif>

crypto ike2 enable <nameif>
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access-group access-group external access_acl in interface externallnt
nat (internallnt,externallnt) source static real obj mapped obj
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access-list

object network
object service
object-group network
object-group service
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