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THE SPECIFICATIONS AND INFORMATION REGARDING THE PRODUCTS IN THIS MANUAL ARE SUBJECT TO CHANGE WITHOUT NOTICE. ALL STATEMENTS,
INFORMATION, AND RECOMMENDATIONS IN THIS MANUAL ARE BELIEVED TO BE ACCURATE BUT ARE PRESENTED WITHOUT WARRANTY OF ANY KIND,
EXPRESS OR IMPLIED. USERS MUST TAKE FULL RESPONSIBILITY FOR THEIR APPLICATION OF ANY PRODUCTS.

THE SOFTWARE LICENSE AND LIMITED WARRANTY FOR THE ACCOMPANYING PRODUCT ARE SET FORTH IN THE INFORMATION PACKET THAT SHIPPED WITH
THE PRODUCT AND ARE INCORPORATED HEREIN BY THIS REFERENCE. IF YOU ARE UNABLE TO LOCATE THE SOFTWARE LICENSE OR LIMITED WARRANTY,
CONTACT YOUR CISCO REPRESENTATIVE FOR A COPY.

The following information is for FCC compliance of Class A devices: This equipment has been tested and found to comply with the limits for a Class A digital device, pursuant to part 15
of the FCC rules. These limits are designed to provide reasonable protection against harmful interference when the equipment is operated in a commercial environment. This equipment
generates, uses, and can radiate radio-frequency energy and, if not installed and used in accordance with the instruction manual, may cause harmful interference to radio communications.
Operation of this equipment in a residential area is likely to cause harmful interference, in which case users will be required to correct the interference at their own expense.

The following information is for FCC compliance of Class B devices: This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to part 15 of
the FCC rules. These limits are designed to provide reasonable protection against harmful interference in a residential installation. This equipment generates, uses and can radiate radio
frequency energy and, if not installed and used in accordance with the instructions, may cause harmful interference to radio communications. However, there is no guarantee that interference
will not occur in a particular installation. If the equipment causes interference to radio or television reception, which can be determined by turning the equipment off and on, users are
encouraged to try to correct the interference by using one or more of the following measures:

« Reorient or relocate the receiving antenna.
« Increase the separation between the equipment and receiver.
 Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

« Consult the dealer or an experienced radio/TV technician for help.

Modifications to this product not authorized by Cisco could void the FCC approval and negate your authority to operate the product.

The Cisco implementation of TCP header compression is an adaptation of a program developed by the University of California, Berkeley (UCB) as part of UCB’s public domain version of
the UNIX operating system. All rights reserved. Copyright © 1981, Regents of the University of California.

NOTWITHSTANDING ANY OTHER WARRANTY HEREIN, ALL DOCUMENT FILES AND SOFTWARE OF THESE SUPPLIERS ARE PROVIDED "AS IS" WITH ALL FAULTS.
CISCO AND THE ABOVE-NAMED SUPPLIERS DISCLAIM ALL WARRANTIES, EXPRESSED OR IMPLIED, INCLUDING, WITHOUT LIMITATION, THOSE OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT OR ARISING FROM A COURSE OF DEALING, USAGE, OR TRADE PRACTICE.

IN NO EVENT SHALL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR INCIDENTAL DAMAGES, INCLUDING, WITHOUT
LIMITATION, LOST PROFITS OR LOSS OR DAMAGE TO DATA ARISING OUT OF THE USE OR INABILITY TO USE THIS MANUAL, EVEN IF CISCO OR ITS SUPPLIERS
HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

Any Internet Protocol (IP) addresses and phone numbers used in this document are not intended to be actual addresses and phone numbers. Any examples, command display output, network
topology diagrams, and other figures included in the document are shown for illustrative purposes only. Any use of actual IP addresses or phone numbers in illustrative content is unintentional
and coincidental.

All printed copies and duplicate soft copies of this document are considered uncontrolled. See the current online version for the latest version.
Cisco has more than 200 offices worldwide. Addresses and phone numbers are listed on the Cisco website at www.cisco.com/go/offices.

Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates in the U.S. and other countries. To view a list of Cisco trademarks, go to this URL:
https://www.cisco.com/c/en/us/about/legal/trademarks.html. Third-party trademarks mentioned are the property of their respective owners. The use of the word partner does not imply a
partnership relationship between Cisco and any other company. (1721R)

©2025 Cisco Systems, Inc. All rights reserved.
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Statement 2018—Class B Notice for FCC

Modifying the equipment without Cisco's authorization may result in the equipment no longer complying
with FCC requirements for Class B digital devices. In that event, your right to use the equipment may be
limited by FCC regulations, and you may be required to correct any interference to radio or television
communications at your own expense.

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant
to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses, and can radiate radio frequency
energy, and if not installed and used in accordance with the instructions, may cause harmful interference
to radio communications. However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or television reception, which can
be determined by turning the equipment off and on, the user is encouraged to try to correct the interference
by one or more of the following measures:

* Reorient or relocate the receiving antenna.
* Increase the separation between the equipment and receiver.
* Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

* Consult the dealer or an experienced radio/TV technician for help.

"
m | B>

AF— kA2 bk O001- B DRESE
ARELEL DAL 1E, FEOT R TOEHEB LT OHGNHE > TIT-> T 7E &0,

*4 ==

B IEDGLE

EFEFESHOTD WO R @I 724, ESDRA L., MR ELCEL MK OME A5 & =
FTRFEM N H Y £9°, ZOFEE., EEOMHRAEE - IImeitEm el sk LET,

e OHLY S U E I35 2AT 9 & &3, BPHEKPIEFIRICHE > TS, vy —U»
BERANCT — AR SN TND Z & 2R LT ZEW, FEXBILENY AN AT v 7%

HUCEESHTEHALTLEIY, T—AZ7 Vo7 h2 vy — 7 L—ADWEI N TV RNE

kD T, FERNLZEIIT — AN D L9 LEd, HEREICL2BEL gy 7%
Bilkd 21213, VA MR v 7L a— N2RMIHERNSELH8ENHY 4, UARA R
7y TBRRNERIE, Yy — VOGBSI T, FiEEE L TR E,

freesy

R T D722, FESKPIIEAA T v 7 OEGHEZ EHANCTF = v 7 LTI ZS VY,

BHUEIZ 1~ 10MQ THALERH Y £,

Cisco Provider Connectivity Assurance Sensor SFP 16 6/ \— FU = 7EREH A F .



1R b= Lo%EE |
B s=mzonc

. Cisco Provider Connectivity Assurance Sensor SFP 16 6/ \— KU = 7REH A F



==
=% =R

HE. AVTTFUR, TYITIL

— k
FT oy —RED 2 — LY S (9 2—)
s FT U= REV2—LORVHAL (11 =)
SV —NEDa—)LOEY FIT
AN
EE

RARPOENBPMEIGES D L
AHIT

T Y= ROERE PRI RS
I Ot D BRITEE N LB T,

AERHY £, —t
A
=L ¢« ZDTNAA AT LY =B HINTWET, RETA FICREH I TWRWHETO
fER<, EH, HfITHEEE5 Xz #T ﬁw%@
L —W— i~ DGR 7 BRI DN D

FER L L CHICRZZ2WIRIMR
ENHY ET,
BWTWANR—F2DOFEZERNTLLEEN

e FT UV RSN T WA —T VOB AT A0, Y a—/L O+
TIEE DAL EIT ORI T RTOr—T7 N Z RN TL &N

o NI U= NEEY FHT DHIC
HUENRHY FT,

W, E7z,

TV DEFKBEET T TA T ADR TR
A\
G¥) T o= RER Yy NI TTRIBERT N ATY, BV a— VAR T 5 F 23 ED Fh
TRV, RARNT FIA T ADEREATNHLETH Y 8 A
« DO FNETH R

B D Wi 23 B

INDBET, T —MBEA AR v 7ERVAIZNTLEE
AET, 77 AN —TNaxs ZIiZ
FrEFIZLTBWTL &N,

IHZANXy v T Eft

Cisco Provider Connectivity Assurance Sensor SFP 16 6/ \— FU = 7EREH A F .



BE. AVTFFUR, Ty ITL—F |
B s v—nEvanomunr

NRANT vFNE, R—b I Ty bOR T —REV 22— LEBEELET,
RIANRAINISRTSYFRHEDSFPES 21 —)L

RS R —IZH N T —RNED a— VAR TR0, ROTFIEEFEITLUET,

FIE

AT XUV TvFRALTWDZ & EMERLET,
ATFYT2 "R —=UD ) v F L VDN ESLSTND I EEMR L, FTEDNEICIZIEDETEY 2 —
N RNT o= —=DICE LIABRET, W F v EWVIENRLEL, BV a— N RICEEINET,

4: S 0—NED2—IILDELAH

ATV T3 T 7 AN —TNDO—FOHT, axX T ENLHLA RNy v TZMOHNLET, YA Xy v T35
OFEFIH A THRE L TN TL7E S,

ATV T8 BODPISNToa R ZOKT 7 A A HEEGO LK A S KOVER LET,

ATYTE FTUV—REVa— WL HLA RN Y v TZRONLET, XA NSy v T35 %O 2 TRE
LTEBNTLEEN,

ARTYT6 T 7 AN —TNDaARy Ze NT 2 o—NEY a— VIR LET,

. Cisco Provider Connectivity Assurance Sensor SFP 16 6/ \— KU = 7REH A F



| &8, *>7+vR FyFTL—F
rsvo—nEsa—nomysl ]

FSUU—NEDA—IILORERYSL

KT — RN =B T oy —NEY a— LB AT, ROFNEEZEITLET,
FE

RTFYT1 T o—REDa— b —7 N axrs X204 LFET,
ATV T2 KHr—TNaRxs ZIZH A MRy v FEHERY AT ET,
=HLET,

5: b5V —NEDa—-IILORYSL

ATYTE _ANT v FEHLET,
ATFYTE FALK Yy v T o N T —NEY 2 — VICHERY 1 ET,

Cisco Provider Connectivity Assurance Sensor SFP 16 6/ \— FU = 7EREH A F .



B sov—nEva—rnomysL

. Cisco Provider Connectivity Assurance Sensor SFP 16 6/ \— KU = 7REH A F



BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



