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BIRENTWAES., —EI2200WH |y g TORIBETEET,
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Ticmra—RERET,

Jl NX-APICLI



I NX-API CLI
sve—okz |

Cisco NX-OS U U —2Z 9.2(1) LAFE, NX-API H8EIX HTTPS A" — |k 443 TF 7 4 /L h THZHIC
725 CWET, HTTP A— b 80 1Tk STV ET,

NX-APIiE, &NA N ETRXAT 4 712, 7RI FT AN Vo VNTEITENDT TV r—a v
DUNIX RAAL > V7w haERLTHR—hSLET,

NX-API /Ny 7 = R{INginx HTTP =2 L £9, Nginx et A& 203 _XTOF7
nt X, CPU & AU O HENHIR X TV 5 Linux cgroup Fi# FiZdh W £9°, NX-API
Z'm& A%, cgroup ext_ser nginx D—HTH V| 2,147,483,648 /31 D AE VIZHIR I TV

9, Nginx D AE VEHED cgroup DHIR A X 5 & Nginx 7' 2 & 2 TFEES) ST,
NX-APLA#RK (VRF, A— b, GEBEMR) NETS £,

Ayt—OR
NX-API IZ, XML /1% ¥R — 3% Cisco Nexus 7000 < U — & CLI 3 A2 T L DOYPLIERERE T
T, NX-API /X, BFEDaZ~ FOISONH 17—~ FHHAR—FLTWET,
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BEDa~ FOISONH 7 +—~y hb P R—FLTWET,
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G¥) « NX-API XML i, 1H#RAHE LT W7+ —~ v FTFERLET,
« NX-API XML /%, Cisco NX-OS NETCONF EA|ICEHE~ v U I ENEH A,

* NX-API XML Hi/71%. JSON ([ZZ&H#iC& £9°,

ttXal)T4q
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AT —= RFKREENTVILERDH Y £4,
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GE) a—V—oul A U ERIERZIEH#ET DT, HTTPS O 2 at 2 LERH Y £47,

[#AE (feature) | ¥ —Y ¥ CLIZa~ > RZMH LT, NX-APIZ AT L2 ENTEET,
NX-APLZ7 7 4 /L h CTHHIZ /2> TWET,
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NX-APLIL, —H—DNRPNFEREICKPI LTz & X2, By v 3 »~_—Z®D Cookie, nxapi_auth
RMELET, By a v CookieZHEHT D &, T34 RTEE SN D HHED T TDONX-API
FORIZa—PF—H L XA = FREFENE T, 2—PF—H AT — NL, BRERHIET 1t
ADEEITENANRZATEHI-0IZ, By g Cookie TSN ET, v a3 Cookie 2%
Bt DERIZE TN TORWIEAIL, Blot v g v Cookie BMLETH Y, BiE7 1k R
KoTHRitsnE T, AT ADORULERMFEHELRTLHZ LT, T ADTY—I 11—
ERHCX ET,

\}

GE)  nxapi_authcookie |3 600 (1043) THIRRGIALIZZ2 Y £9, ZOEIFEESNTEY, KT
XEHA,

\)

(F)  NX-API (., AA v F D Programmable Authentication Module (PAM) % f ] L CREFEZFTV
F£77, cookie Zfli ] L T PAM DFEGEEZ IS L. PAM DA ZHD L E T,

NX-API CLI o) {3 FH

Cisco Nexus 9000 > — X 2 A v FDa<vw K, a~v K ¥A4 7, BIXOHIZ A 7%, CLI
% HTTP/HTTPSPOST DA IZ Ty a— RT5Z LIk, NX-APIZ#EHLTCAODEINET,
BRI T B0 ZIL. XML £7213 JSON HAER TCIREN £ T,

\}

CE) NX-APLJEZE a— ROFEMIZHONWTIE, NX-APLSEa— Rosk 372—) 2L TP
éb\o

NX-APICLI X, v—H ) T 7 BRIZH L TUIXT 74V F TEHZR>TWVWET, UE—F
HTTP 7 7 & A1zt LTIET 7 /0 N CTHERNT /2 > TWE T,

WDOBNE, NX-API CLI 4k L CilEEgh4 5 5EE2 R~ L TWET,
EHA L H—T oA AN LUET,

switch# conf t

Enter configuration commands, one per line.

End with CNTL/Z.

switch (config)# interface mgmt 0
switch(config-if)# ip address 10.126.67.53/25
switch (config-if)# vrf context managment

switch (config-vrf)# ip route 0.0.0.0/0 10.126.67.1
switch (config-vrf)# end

switch#

NX-API nxapi #8e %4 A L E 7,

switch# conf t
switch(config)# feature nxapi
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WOENL, VA RNEFDLARL A% XMLERTRELTHET,

FR:

<?xml version="1.0" encoding="IS0-8859-1"?>
<ins_api>

<version>0.1l</version>

<type>cli show</type>

<chunk>0</chunk>

<sid>sessionl</sid>

<input>show switchname</input>

<output format>xml</output format>
</ins_api>

<?xml version="1.0"?>
<ins_api>
<type>cli show</type>
<version>0.1</version>
<sid>eoc</sid>
<outputs>
<output>
<body>
<hostname>switch</hostname>
</body>
<input>show switchname</input>
<msg>Success</msg>
<code>200</code>
</output>
</outputs>
</ins_api>

WDOFHNL, JSON FERDOER & Z DA Z R L TWET,
TR
{

"ins api": {
"version": "0.1",
"type": "cli show",
"chunk": "0",
"sid": "sessionl",
"input": "show switchname",
"output format": "json"
}
}
{
"ins api": {
"type": "cli show",
"version": "O.1",
"sid": "eoc",
"outputs": {
"output": |
"body": {
"hostname": "switch"
}7
"input": "show switchname",
"msg": "Success",
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"code": "200"

GE) =2V —ZHIRLES ETDHLRML, ROELIBRET— A vb—U0 12 KF# 2 L I2FKR
SNDHEVOBERORMENH Y 77,
user delete failed for username:userdel: user username is currently logged in - securityd
ZOMEIE, NX-APLZ N LTAAS v FiIZun 74 LTnha—F—%HIBRL L5 & LeGE
ZRETDARMER DY £, Z0HEE, Roaxr Fe AN LT, klica—F—orn 77
U hERATLET,
switch(config)# clear user username
D%, 22—V —OHIREZBRIT L E T, BEERZ R THRIEP MR L0613, Cisco
TAC ~BWEbEIZ S0,

NX-APl CH#EEZ root [CZT XA L—2 309 5

NX-API TiL, HHHE 22—V —DOHERZ root 727 £ ADHERICZ A L—y 2 U TEET,
LLFIX, HERRE T A L—a T 5720DHA K74 T

« FRHEZ root (LT AN L— g U TEDDOITERE 2 —F—DHTT,

e 100t ~DITAT L—3 3 NI RAT— RSN TV ET,

KOHNT., EHEOHEREZ oot |IZZ AT L—3a 035 5EE, m AL — 3 L 2iRT A
FiEERLTHET, root iZ72-> T, whoami =~ > K& 3745 L admin & L TEREN
HZLICEBELTLIEE Y, #2771, admin 77 7 > MIIE$_XTD root HERNH Y 4,

DB

<?xml version="1.0"?>
<ins_api>
<version>1.0</version>
<type>bash</type>
<chunk>0</chunk>
<sid>sid</sid>
<input>sudo su root ; whoami</input>
<output format>xml</output format>
</ins_api>

<?xml version="1.0" encoding="UTF-8"7?>
<ins_api>

<type>bash</type>

<version>1.0</version>

<sid>eoc</sid>

<outputs>

<output>
<body>admin </body>
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<code>200</code>
<msg>Success</msg>
</output>
</outputs>
</ins_api>

2F&B DOH

<?xml version="1.0"?2>
<ins_api>
<version>1.0</version>
<type>bash</type>
<chunk>0</chunk>
<sid>sid</sid>
<input>sudo cat path to_file </input>
<output format>xml</output format>
</ins_api>

<?xml version="1.0" encoding="UTF-8"?>
<ins_api>
<type>bash</type>
<version>1.0</version>
<sid>eoc</sid>
<outputs>
<output>
<body>[Contents of file]</body>
<code>200</code>
<msg>Success</msg>
</output>
</outputs>
</ins_api>

NX-API a7 > K
WORIZY A FEINTWSHCLI 2~ REHA LT, NX-API ZHZNI L CEHETE £,

=R 1:NX-APIEEO<T U R

NX-API <>V K A
feature nxapi NX-API %= H b L £,
no feature nxapi NX-API % 20k L £,
nxapi {http | https} port port R—hZfEELET,
no nxapi {http | https} HTTP / HTTPS % fExh{b L £ 7,
show nxapi A b EREAEFRAE R R LET,
GE)
['show nxapi | =~ > Ri&, network-operator 2 — /L
AEAEAEE M E TR LEEA,
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NX-API EEa< >k B
nxapi certificate {httpscrt certfile | |7 v u— REHEELET :
httpskey keyfile} filename ) ~
« httpsert M EE SN TV DA D HTTPS fEAE,

» httpskey 2348 E STV 554 O HTTPS F—,

HTTPS FEIEDHI
nxapi certificate httpscrt certfile bootflash:cert.crt
HTTPS F— D :

nxapi certificate httpskey keyfile
bootflash:privkey.key

77 A NHINAT L— X nxapi Wb S LT R F — 2] U C NX-APLGERAE A 1
certificatehttpskey keyfile password | 2 p—, L L5,
GE)

et SNIWE X —Z2 5T 20D T L—X
Id pass123! T,

1)

nxapi certificate httpskey keyfile
bootflash:encr-cc.pem password passl23!

nxapi certificate enable REREEZAEME L £,
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nx-apigEav ok

NX-API EEa< >k

Bl

nxapi certificatetrustpoint <trustpoint
label>
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NX-API EEa< >k

Bl

CiscoNX-0S U U —2 1023)F LAETIZ., T A hiRA
VAT T RMHH LT NX-API OFFBHELY A L AR—
25, CARERAEZFHCE L5120 £ LT,

GE)

c ANCFEAEE A AR — T 5 K912 crypto ca
import 7 A hARA » FERET HIZIX, [Cisco
Nexus 9000 Security Configuration Gu1de,i| ML
TLTEEN,

< BIE, ZOBA T pkesl2 FEFAED A R — + D
HPPAR— F S TOET, NX-APIFEHEDHZ)
mMXAHE%i®h§th4y%tNXAHm
BE D SUDLIFA AICHEAI TH b | KR EIC
TAEAE/ X —N EEX SR ET,

* NX-API GEBHEO AL TH R — b SN DFEAE/
X —D KV A XL 8k TI, WA XN 8k =%
D86 1%, NX-APLGEIE R 7 X FARA > &
LCREELZ A VU R—FLET,

¢« FTFARKRA LU N AT T HRMHLTNX-API T
HAH LFEAEEZRE L7254, reload ascii =~
VREANTDE, RENKDNET, T 74V
k@ day-1 NX-API GEFAEIZR Y £97, reload ascii
av Y REANTLE, A, v TFRVe—FKEh
FT, A v FRHOER) L7, NX-APLEEZE
NZANKA Y NOREEFHRETDLERH Y
EJ AN

* Cisco NX-0S VU U — 2 10.3(1)F LAF:Tix, ASCII k
FARMKRA L R a— ROV HR— FREMST
WET,

cHBIEDFEITa 7 4 Fab—va i T A MR
A heAUR= b ESNTERERG EN TV
W, A—Fybhar7 4 Xal—vaihT
A RARA > b Terypto catrustpoint] DOYERKZNF F i
TWAHEE, 27 4 Fab—ra UEBRITRKR
L %7, <trustpoint name>" 5 & TN "nxapi certificate
trustpoint<trustpoint-name>"CLI Z &R L 9, +7
A RRA Y DBFELZ2WEE L, BN R T A
MARA Y DEER L, GEEEZ A AR — T 54
EMRH Y F9, <trustpoint-label> ",

~NXAH’%LHf%ﬂTw DHIFHAEEZITI T A
rARA  FHIBREND & . NX-APILOHIAED A
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nx-apigEav ok

NX-API EEa< >k

Bl

AB L ATBI & ERE L E T8, U o I3k
INET, NX-APIHERROAE T F 72 13/ EE)C X
V. NX-API (37 7 4 /L h OFFAETHET S,
show nxapi 1T 246 DFEM AR R L ET,

NX-APLIC AT T DN TWDHIEAEL R 2 bR
A2 FRAFEEBNESND L, NX-APLIZHEIRIICH
EEh AL, gl& e L 7,

B BLFEAE A L7z ASCIH Y v — RE 721
ISSUDHA, v AT LAOYEHRIZT T ORI E
WETTEN D F T, NGINX OFF B2 5 m% 4k
THAREMERH Y £9,

NX-API # T A 7= DIZFEHEN BTSN D%
HHhET
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NX-API EEa< >k

Bl

nxapi certificate sudi

Z® CLI I, Secure Unique Device Identifier (SUDI) %
R L TT A A LIRS o Fika Rt L7,

ngmx @ SUDI ~— A DFEFEIX, CISCO SUDI #E#iLod =
Yhe—=JilkoTEHSNET,

SUDI %, X.509v3 FERA&EIZE £415 IEEE 802.1AR #EHiL
DX 2T 731 ZFHBIF T, CiscoT /3A A D LGk
BIF LU T NE T EHERF L ET, ID ITRLERZ 58
. APZERIFTRE 72V — RRERERIZ D72 v E T,

GE)
* NX-API 7% SUDLGEMi & &2 T 256, 77 7
Y oeurl R EOY—RKR—F 4 T U r— g
MOIET /A TE EHA,

+ Inxapi certificate sudi| 1%, FXE I TWNDHELAIC
T AL LFEAE/F—% FEE L, A X LAGERE/
XF—Z IR T HIEEZH Y XA,

+ [nxapi certificate sudi] & [nxapi certificate
trustpoint] & [nxapi certificate enable] 3FH A IZHE
A TH Y, —HERET DL H I —HOREN
HiR S ET,

NX-API (%, SUDIGERAESR—Z2D 7 4 7 Mk
BHERFEE YR — L TWERA, 7747 1
REERGEN L ERGEIE, TAT T 4T 4Gk
AELFEHTOMLENRDHY 1,

NX-API ZEW]E CLI 1% show run O H HITAE(E L7
Wb, BIfE, CRIm—/L 8y 7 OEATE. Tnxapi
certiﬁcate sudi)] 7 arTEEXINBEDA
Z LFEHEIZRED 8 A,

.

.

Cisco NX-OS U U — 2 10.5(2)F LAF&.  [nxapi
certificate sudi] % Cisco NX-OS A A v F @ FIPS
ET—RTTry 7 ENET,

no nxapi certificate sudi

ZHIT LY, SUDI MERIZ/AR Y . NX-APLIZIZT 7 +
VOB CEATEHENMB L E T,
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nx-apl oo K

NX-API EEa< >k

Bl

nxapi ssl-ciphersweak

CiscoNX-0S U U —29.2(1) AR, 8517 7 4 )V
N CENZ 2> TCVET, Zoa~vr REFETT5H L,
T 7 AV N OBENETL IHL, NGINX QWK 523
R E£4, ZOa<r RO no BRAHHT5 &,
TI7HNMIERINET (F7 40 M T O
XN £F)
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NX-API EEa< >k B

nxapi ssl-protocols{TLSv1.0TLSv1.1|Cisco NX-OS U U —Z 10.2(4)M LA, TLSv1.3 73 Cisco
TLSv12TLSv1.3} Nexus9000 > U — X 75 h 7 4 —2h AL v F THR—
FEhTnEd, Zoavr REETTLE, XFHIT
BEESNZ TLS X—T 3 UBNENZ Y £, Cisco

NX-0S U U —293(2) AR TiE, TLSVI.2 DHNBT 7 +
VR THMZ 2> TWET,

Zoa<wy ROn BERXEMHEHTLDE, TLS N—T g v
WT T4V R N=Va MNIERERET,
« FFED TLS N— 3 U EANCT A8, Th
FHDOTLS A= a v DHhrisELET,

72 & 21, TLSVI3 N MELREAIE, koa<w KN
AL ET,

switch (config)# nxapi ssl protocols TLSv1.3

« R DOBPETH T EHNED - DI DO TLS N — =
CVERANIT AEGATE, AR — ST TRER
FTRTOTLS N—Va VY EELET,
IR L ET,

e TLSv1.1 ~ TLSVI.3 NMERIGEAIT, kD=~
UREMFEHLT, HERTXTOTLS N—T =
YEAMZLET,

switch (config)# nxapi ssl protocols TLSv1.2
TLSv1.3

o B HHMENVERGAX, ROa~ s Rafl
ALTEDOAR=V g v LET,

switch (config)# nxapi ssl protocols TLSv1.2

GE)
o TALHEHMED - 12, TLSv1.2 B L RTLSvL.3 &1
AT a8 LFET,

switch (config)# nxapi ssl protocols TLSv1.2
TLSv1.3

ROGEEFNZLET

« TLSVI3 Z&RET DA, TLSvI3 ZH AR — 5%
eI ==L 7 T4 T FOFFHEEZWRGEL
i‘a—o

« NX-API ¥-— Millo> SUDI FiFBAE (X, TLSv1.3 TiX
PR—FENTHEREA,
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nx-apigEav ok

NX-API EEa< >k

Bl

nxapi use-vrf vrf

57 #)V k VRF, E¥ VRF., F7-134Hiff% VRF Zf5
ELET,

GE)
Cisco NX-0S U U — 2 7.03)12(1) Ti&. NGINX |% 1>
D VRF TOHY v A LET,

system server session cmd-timeout
<timeout>

Cisco NX-OS U U — 2 10.2(3)F LLF&, NGINX H—/3—
T, I~ FEFERITTIEDDT T H NV DHA LT
U MESHTT, 2—HiE, RBISLT, BLYa~v
¥ ROFEATIZO N BREMIZIGE T, XA AT 7 M & 60
B (143) 225 3600F (1KH]) OIEEOHEICHEST Z
EWTEET,

ip netns exec management iptables

T B ARRBEFEE L, EH VRF TEITTEET,

GE)
F%HE bash-shell ZHZNZ L TH 5, Bash /L =
~ U REFATT LM E R H Y £7°, Bash ¥ = /LOFEH
IZOWTIE, Bash DFEAZSR L T E 0,

Iptables (%, RNV v —F =—CZFHLTrT 7 4 v 7
AR EII T ey s Bavr RIA4 Y T AT
UA— N 2—T 4 VT 4 THY, 1TEALEDYA, Linux
FAARN I Ea—Ya il F VA VA =L ENTWE
7

GE)
iptables 73 bash ¥ = /L CAEHE SN/ L X2, Vr— &
% iptables Z K 9 2 HEOFEMIZOWTIX, [ %
ZHLTLZE, U a— RNHT Iptable % 7kt 35
(34 =)

nxapi idle-timeout <timeout>

U U—2R93(5)LIETIX, 7 A K/LIRAED NX-API & >
Ta VNN D E TORERETEET, BET
X DT 1 ~ 1440 53 CTF, 7 7 4/ h OFE[IL 10 43
T9, 774N MEIZETIZIE, Zoa~<w>y RO no
A& H LEJ, nonxapiidletimeout <timeout>

wIZ, SUDI @ NX-API H A1 o# %~ L £,

switch(config)# nxapi certificate sudi

switch# show nxapi

nxapi enabled

NXAPI timeout 10

NXAPI cmd timeout 300
HTTP Listen on port 80
HTTPS Listen on port 443
Certificate Information:

Issuer: issuer=CN = High Assurance SUDI CA, O = Cisco
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Expires: Aug 9 20:58:26 2099 GMT
switch#
switch#
switch# show run | sec nxapi
feature nxapi
nxapi http port 80
nxapi certificate sudi
switch#

WIZ, NTAIRA L FOREFIZRLET,

switch (config)# crypto ca trustpoint ngx

switch (config-trustpoint)# crypto ca import ngx pkcsl2 bootflash:server.pfx ciscol23

witch (config) # nxapi certificate trustpoint ngx

switch (config) # show nxapi

nxapi enabled

NXAPI timeout 10

NXAPI cmd timeout 300

HTTP Listen on port 80

Trustpoint label ngx

HTTPS Listen on port 443

Certificate Information:

Issuer: issuer=C = IN, ST = KA, L = bang, O = cisco, OU = nxpi, CN = %Susername%@cisco.com,
emailAddress = %username%@cisco.com

Expires: Jan 13 06:13:50 2023 GMT

switch (config) #

switch(config)# show run | sec nxapi

feature nxapi

nxapi http port 80

nxapi certificate trustpoint ngx

AN, HTTPS fFFAED ER 2T v 7 a— RKOBITY

switch (config)# nxapi certificate httpscrt certfile certificate.crt
Upload done. Please enable. Note cert and key must match.

switch (config) # nxapi certificate enable

switch (config) #

)

CE)  FEAEFZAMCT LN, EHEL X —2RETILENDH Y 7,

AN, HTTPS $— D EF T v 7 a— RO TT

switch (config) # nxapi certificate httpskey keyfile bootflash:privkey.key
Upload done. Please enable. Note cert and key must match.

switch (config)# nxapi certificate enable

switch (config) #

WIZ, B b S 72 NXAPI — R —3EEEZ A VA =T 5 HEOFIZRLET,

switch (config)# nxapi certificate httpscrt certfile bootflash:certificate.crt
switch (config) # nxapi certificate httpskey keyfile bootflash:privkey.key password passl23!

switch (config) #nxapi certificate enable
switch (config) #

HROUZ K-> T, GEHEPER THLH L 2R T oI — A vt —VRFRENDLZLBHY £
R

switch (config)# nxapi certificate httpscrt certfile bootflash:certificate.crt
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NX-API R4 v 554547 2z ko [l

switch (config)# nxapi certificate httpskey keyfile bootflash:privkey.key

ERROR: Unable to load private key!

Check keyfile or provide pwd if key is encrypted, using 'nxapi certificate httpskey
keyfile <keyfile> password <passphrase>'.

Z D%, filename passphrase Z il L THi5{bF— 7 7 A VDA T L— X% fRET DHME
MY F£7, nxapi certificatehttpskey keyfile password
INBMEDFRKTH D56, iEHFEZEFIZA VA =L TE 53T TT,

switch (config) # nxapi certificate httpskey keyfile bootflash:privkey.key password passl23!
switch (config) # nxapi certificate enable
switch (config) #

NX-API R LT=4M V259747 a3 FDEE

Mo~y ORI o 7 FEEHICL, =T —a— 50010k 2 %4 L7 0 b ZEkE
HI2iE, dEE o~ ROFNZ[IREKD dont-ask (terminal dont-ask) ] ZBMML £, %f&E
A, BHOXER T FERYBICZIE, ZNEND, 1TH—DOTF7 7 LFTHENLTVE
b@‘o

TT7— a— K500 COXA LT D NZEEGEET S 720ICHARD dont-ask 2 H T 5 %560 =<
Y ROBZ N ONRITRLET
terminal dont-ask ; reload module 21

terminal dont-ask ; system mode maintenance

NX-AP1 V S5 4 7 > hEEGE

NX-AP1 U 54 7 > b ERFRELE

NXAH7747/Fi SSL/TLS %I L= FEARFRFEZ I L CTAA v F £ NGINX +—/_T
PAECE T, ZORGESIRNIE. AL v TFOT—F_R—RURFEEIND =P —Z L RAT —
REWERRT D2 & THR—PMENET, NX-APIZ T4 7 b, BEEREBET D & &I,
A—P—Z L RAT— REEGTeHello A vE—V A2 EELET, 22—V —£ LA TU— KRF—
B R—=ANIFET DA, A v T 7 v X —%2 G Hello)bE 2 BETHZETINELET,
ZORMDONY R A INETTHE, BEEyaryBlE, 77472 MIAAL v F~
D APl 2—/VOEFEERBTEET, FFMc VL, EX=2V 71 3—=Y) &ML
TLEE,

A A /%T@:L""H“’“Zl ERAT — Eﬁ{ffﬁk FEAGRFED uﬁflﬁmﬂ:/)b‘fﬂi\ Cisco
Nmm%va~XNxo&t#;)74%WW4h%ﬁ%bf<téwo

NX-API DY 54 7 > ~EEBAERREE

NX-0S 9.3(3) LABE, NX-APLIXZ 74 7 > FisBAbGET 2 REMHN— A OFRREL VAR — F LT
£, FEAER—ADFRIETIL, TLS N> Ry = A ZHFICEHETE 2&E. % 0 &iH
(CA) ZHEHLTCIIAT Y F eV —R—DliFEZMEICEIET 22T, EX2 VT 4%
L LET, FEAER—ZADOFEIAETIE, NX-0S A v FIZT 7B AT H-DD~ 2 U iBiEE
FT< . AMIC X DFEEED FTRE T,

NX-APiCLl [
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B sssmranss

NX-APICLI |

7?4?Vﬁ%% PRFEIE. A%h7e CA GRAER) 2L CEI Yo, NX-AP1Z 947
%ﬁéﬂfwéxw9$L£%%%@mbf%T~béniﬁo&%%i\%NXAH
n~#~% U THNET,

NX API 7547 M Hello A v E— % L CREGESR 2B 5 & . —3—d Hello
WCHNRCADY A RNEDHNET, 7T7A4 T bOIEICIE, NX-APL1Z 747 > k
ﬁﬁ%bfwé%m®i~% L OFEHER S, BIOEREZENEGENET,

NX-API 7 5 4 7 > MIFERFEGE, GEAEFREOWT N2 EHTH L9 %W#é*kﬁ
FET, FRIFEAEZELT DI L OO, GEHERGETA0MEH T 2 WA 1T R AGRGE
Tr—NNRNo I FTHLEICERETHIELTEET,

AERFEHEEHNEE

FAEAERRREIC IR OIFEEFHE L HNFERH Y 7,
eNX-API1 Z S5 AT ¥ MZIZ, 2—HLH LR T— FERETALENHY FT,

*NX-API 7 AT hE AL vFIE, T74/NV I TT /L) U R—BMTHTTP 2/ LT
%Ebi# T A E D D720, HTTP X O R — F THHR— & Ed, 7277
L BIoFR—MERETEET,

« 7T AT v MERAEFGED Python A7 U 77 4 VMY AR—FERTWET, 7947
v NEAER SR T L= X TR L ST D56, python |3/3A 7 L— XD A J) % IEH
WCESRLE9, 72720, PythonERT A 77 U OHEDHIRIZE Y, RATL—X%E 27
U7 MIETZEIEITEERA,

eNX-API1 7 FA T hE AL vFiF, MU TAMRA U "EFERATILENHY 97,

cFEBEETZIT R T A PARA U FAHIBRS LTS, NX-APL 7 T A 7 & M ERAED K
Z B RIICE T 9 250>, nofeaturenxapi 2~ > RZHH L72WRY | Z OFEAEDO NX-API
(Tol EHeEBERE L £ 37, FEPIED NX-APLICRIEAHT Hiz F 7 A RRA v MCHFIET D
Z EERMER L TLZEV, £ 9 TRWEA . reload ascii Nnxapi [XBAAGIC KL £9, 2

X, KdDshow nxapi 2~ FEFEH L THERTEET,

NX-APIL{ZBEAHT HNZFEHESE P T A MRA v POAFEEBMEND &, NX-APIIXH
A B L, EEA ML L £,

FALGERREZ MM A L Cascii £721XISSUEZ YV r— KL TW5 L &2, VAT ADHERE
_ﬁmf@mﬁiﬂﬁménéif‘Mmmﬂ@ﬁﬁﬁtﬁﬁé%A#%DifoNxmw
AT D OICGEHENE TSNS DB £,

s R—FZND FTAMKRA Y POERKREIZ, A4 vTF T EIT16 TT,

fEHHTEXACADY A NI, T _XTONXAPIV FA T FeAAL v FTRILTH B ME
NHYFEI, EHEHTEXD CADOEMDY 2 MIVR—FERTWHEEA,

o FERAERRGEIZ, NX-APIH > KR v 7 A TIEY AR — SN THERE A,

e MDFAIZ L T, NX-API V> FR v 7 ANRAAL v FICa— RENDIZNE IR REY
iﬁ‘o
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sesresnsE ]

e NX-API > RAR v 7 A%, FEFE BFEEINLTND ZOHr— FINET,
nxapi client certificate authentication optionalno nxapi cllent certificate authentication

“ NX-APLY > R w7 AU3, BREOMIHCATN R 7 T4 T 2 MREWERS T T 7 F1C
T%/?éi}’biib‘fﬁ@ N BLOEEFE— N2 — R Liﬁ_‘/\/ stricttwo- step

o A4 v FITIENGINX = _—RfHARAENTWET, HEO N T A MR A V FRHRES
NTWA, FEBAELZY 2~ (CRL) N1 OD T A MRA Y FOIRITA A F—/L X
NTWAHEA, NGINX OFIFRIC L Y NX-API 7 T A 7 o FiFAESRGHI LR LES, =
DOHIFREZFEHET HICiE, TXTO RN T AMKRA Y MZCRLZRELET,

AEAE IR 5720 . HIBRUINIC R >72 0 T 5 MR H Y, CA (FT7 A PR
AV F) ko TERESNTZ CRL OENEICHEE 5 X D REENDH Y 9, A vF
DA CRLZFEHT DL 9ICTHICE, RESNTNDLTRTO T A RRA Y MZ
%fau%%yxb—wa<ﬁéwoF7zbﬁ4ykmiofﬁ%%ﬁ%ﬁbﬁﬁo
TeHalE, BOCRLEARK, A VA b=, BLOEHTLHILENRDY £9, =& xiF,
1 B 51 4 Sl G

WAL CLIZfH L CCRL A BT Lo, 25T LT, #H L < EH =47z CRL % i H
L %9, nxapi client cert authentication

*NX-AP1 7 74 7 » FAEERGERSE N2> TN D L ZIZASCL Y v — REEMT 55
Bl Ve— RORETHRIZEZRITTHLENRH Y £9°, nxapidient certificateauthentication

REAAE R A EHERE A CAGEBETK T L TWAXLERH D £,

TLS HIZ#Err S D h— 3 —FEBEIZ I, extendedKeyUsage 7 ¢ — /L RIZH— X —FFGEH
# (OID 1.3.6.1.5.5.7.3.1 ®id-kp 1) 2NM%E T,

* TLS HiZi#manb 27 74 7 2 FiEAEIZIE, extendedKeyUsage 7 « — /L RIZH—/—F&
FEHAY (OID 1.3.6.1.5.5.7.3.2 @ id-kp 1) 2AME T,

« ZOMEEIZ. CRL GERAERZHIV A N) 2V HR—bMLET, T4 VEAERAT—HX R
7a bz (OCSP) XV AR—FEINTWETA,

+ [NX-OS Security Guide] DEMD AT A K7 A > EHIRFHIZHES TS0,

AERE L AGRIEOM G2 A LET, €995 2 & T, iEAENMITLNOBH TR
EXINTZHBETH, ELWVW2—WF—L XA TU— RRLEIZRY FT,

3

P = R—DONFAF— IR 2L D TR TCO2—F—RNT VA TE L5770, B
—IWBEIZLTBE £,

CRLIZHF R CANLHX U r— L, FHOREBIZEROMLENRSH Y £, H\ CRL
X2 VT4 U RATITORNDAREERH Y £ 9,

7 A FARA P EEHOREIRD, BT A PRA L FER %,% 28 W NRERA AR

SRR Z DA, B SN ERE Y n— KT 572012, Z OMEE R
BINCT 4= N LT HEAS R—7 VI LET,

« nxapi certificate httpscert certfile bootflash: = #1iZ Day-1 D[R T,
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* [NX-API Management Commands] % 1 T, =~ > I nxapi certificate {httpscrt certfile | httpskey
keyfile} 7 7 A V4 OHAE, AR — b EN D certfile DI KA X1 8K Kiili ¢,

NX-API DU 54 7 > MEEBASREEDRTIR &4
REUIERRAL L BROET HHIC, AL v F CROBIER FATHA T 5 2 L 2B L T W,

L 7747V b Ca—HF =4 LA — e LET, FiconTE, T2—¥—7n
7 FBEU'RBAC O] 2L T EE 0,

2. CA (FFAFRAL L) & CRL (FFETHEE) ZHERLET,

FFZRRA Y M Lo TR UZARAENRNESIZ. FT A MRA L R T EICZEAOCRL

FYERE L E T,
ZEANZ OV T, TCiscoNexus 9000 2 —ANX-OStX 2 UF 4 BEHA F] 2B L TL
7230,

NX-APl U 5 A 7 > MEEEREREIDHERK
g~ REEH LT, NX-APLAERERRREA B E CE £9°,  nxapi client certificateauthentication
g~ RiL, RREFEZGNT AHIRA 7 > a v 2 AR— b LET,

Z OPEEEIZ. no nxapi client certificate authentication 2 f L THEhc 2 2 LR TE £,
NX-AP1 7 Z A 7 b OFEAERIEZ R ET 21213, ROFINEZETLET,

FleDHE
1. ZOMBEORHERMEDNMT-ENTVWDL Z L 2B LET,
. configterminal
3. nxapi client certificate authentication [{optional | strict | two-step}]
FIED %
FIE
ARV KRFERETY a3 Y BHY
AT YT | ZOMBEORHREENHIZ SN TND Z L2 MR L | INX-API D7 T4 7 > bIEERREO AR S
7 20 =—2) | ZZRLTIZINY,
Z 5w 7 2 | config terminal Ay 4F¥al—aryE—RIIADET,
1 -
switch-1# config terminal
Enter configuration commands, one per line. End
with CNTL/Z.
switch-1 (config) #
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_IEE.E = At nEFH@ Python A9 70 I“o)ﬁ“ .

AU RFERETIVa Y

B8

ATvT3

nxapi client certificateauthentication [{optional | strict
| two-step}]

1

switch-1# nxapi client certificate authentication|
strict
switch-1(config) #

WDONTNIHDE— R CTREAERIEE A 2 — 7 LiC

l_/\ijﬁo
«optional 137 74 7> FEEHEAZ TR L £,

I TAT Vv INEREEARSET . 7T
AT b Y= — DR THAEMRFEDTD
NET,

- J '7/1’ 7‘/ N N 2R RE AR A AL U 724
=y TR L, EAFRGE~D 7 +— /L

= AN N'L‘IJ

Ny T IHATONEE A,

7 ’74’7‘/ F DNEEAE 2 L L2 WG G,
FRREITFATEGE (2 —H—4 LR T —
R) I27 44—y 7 LET,

sstrict 7 74 7 > MEBHEOKRFEEZ G L
SREEDT= OB 727 T A4 T v FEEHEZ IR
THVENRHY 7,

e two- Siep j:\ %Kuuuﬁjﬁt k HE%%;{?\HEEJEO)
W7 DA BT 2 BB RE A AN LT,

G

AA Yy FIZ T A PRA L FBRRESNTORNG
AlL. ZOHREEZ A X —T M TET, AL v T D
BEIZT T — A vy E—URERRINET,
No trustpoints configured! Please configure
trustpoint using 'crypto ca trustpoint

<trustpoint-label>' and associated commands, and
then enable this feature.

I:I.l.T:Eﬂ = n:unl—tﬁﬁo) Python X7 1) 7 I‘O)ﬁ“

DA

import requests
import json

wun

Modify these please

mwwn

switchuser='USERID'
switchpassword="'PASSWORD'
mgmtip=

I, BREEH D7 74 7 > MiEAEAZMEH L7z Python 227 U 7 &R L TWET,

'NXOS MANAGEMENT IP/DOMAIN NAME'

client cert file='PATH TO CLIENT CERTIFICATE'
client key file='PATH TO CLIENT KEY FILE'
ca_cert='PATH TO CA CERT THAT SIGNED NXAPI SERVER CERT'

NX-APiCLl [
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url="https://' + mgmtip + '/ins'

myheaders={"'content-type':'application/json-rpc'}
payload=|[
{
"jsonrpc": "2.0",
"method": "cli",
"params": |
"cmd": "show clock",
"version": 1
}I
"id": 1
}
]
response = requests.post (url,data=json.dumps (payload),

headers-myheaders, auth= (swi tchuser, switchpassword) , cert=(client cert file path,client key file),verify=ca cert).json()
VIS LT, AZ VT REERTEET,

« 7747 MEAERIEET— RZLoTE, A v F RAT—=REXUEIZRET DT L
< (switchpassword=) N X/f ‘)‘9: /QXU“—F‘%%H}%T“%E?O

« optional B L W strict E— FOHE | switchpassword= [FZEHDE FICTEET, ZD
YE. NX-APLIZ2—HW—£ &7 T4 7 2 MEBHEORIZIESNWT I T4 T M &R
RELET,

» two-step &t— KOS, /NATU— RBRNERT=80, switchpassword= DIEEFEET 5
VBN B ET,

*POST =~ KT verify=-False ZFRET H I & T, NX-API V— ROFEHAENFZITH 5
T DWERENRANRNZATEET,

cURL ZEEAE ER D
RIZ, NX-AP1 7 A4 7 > FRFEHDIE L < #id&E{b 4172 cURL GEAEEROH 2R L £7,

/usr/bin/curl --user admin: --tlsvl.2 --cacert ./ca.pem --cert ./user.crt:passl23! --key
./user.key -v -X POST -H "Accept: application/json" -H "Content-type: application/json"
--data '{"ins_api":{"version": "1.0", "type": "cli show", "chunk": "O", "sid": "1",

"input": "show clock","output format": "json"}}' https://<device-management-ip>:443/ins

BXER

ROFIE, ZOERTHM SN DT A—=Z 2R L THET,

INTA—4H B
--user a—¥pRa A T Ha—FLEIGELET,

Z AU, userert OHEA &R U TH DN
b0 ET,

=P —D/RAT— RERETHITIE, an
VOBIZNAT— REFEELET, H: --user
usemame:password
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gm0 |

INTHA—4 SiBR
--cacert NX-API %— R —FEHEICE 4 L7 CA~D N
AEFERALET,

P — N —FERAE A AT D BN WA,
(insecure) A7 =3 & LT cURL %47
ELEI, ] : /usr/bin/curl -k -k

--cert 7747 v FEAESNDONRAEEH L ET,
7 747 v MNEFERRE S LS TWHEE
E, an DRI AT—FEEELET,
i : --cert user.crt:pass123!

--key 7747 v NEEORE T —~D /SR EAH
ALET,
SERRE SR DAREE

ELLHERENTWBEHEA., FEHERERTON., NX-API 7 747> MIAAL v FIZT /&

ATEET,

NX-API1 7 AT 2 FIRAA v FIZT 7B ATERWEEIE, ROHTA RT A4 A>T HT

TN a—T A4 TETHIZENTEET,

FlENOHE

1. 22—V —FHI 7 v F—D T —% R L F1,

2. FFHAEICED N WDHER L TL &,

3. =7 —2AL=YA1E,. nonxapi client certificate authentication . 417> nxapi client
certificate authentication # 31T LT, RF A RARA > . CA. CRL. F7-1% NX-0S 3L
EHRICHTAEE LY n— R 59 I¥iEE 77 v 7 LET,

FlED A
FIig
AV RFEERETIVa Y Br
AT TN | a—Y—FHT7 v F—D T — %R LET, KONWTNNDOT T —NFHEAEL TWEA

FEE~y X —lla—P—ANFREINTE L
T BRI v XF—NEESHTVWARN

FEENy X —TCHESINZ2—YF—NELL R
|7

RN vk —ELE N2
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ARV RFERETIVa Y

B8

o RFENY X —Da—YF =4 L7 T 4T FEHA
EZDCN 74—V FO2—HF—LZ 05— L7

EAH SN TWANX-APLF RIS C T, FFED= T —
NERINET :

« JISON/XML DA, 401 RBiEmT— : =2—PF—nH,
OPLRNWET—NREELET, WIIHEZRLE

R

{{{

"code": "400",

"msg": "Authentication failure - user not
found."

11}

JSON RPC 2.0 DA, -32004 Hh7ex—F—4 %
IS AT— T —NREE L ET, I Z R

LET,

{{

"code": -32004,

"message": "Invalid username or password"

+}

ATvT2

SEAEICEE D RV iER L TL 2 &0,

WDONRKZRT HTTPs 400 =5 — AL £,

cMENETITRB LI Y T4 T M AEAED R
STV RWHERE L £

o« A FITERIE SN TV D CRL DAZhHIFE 28]
TV ER LT,

Wiz~ LET,

<html>

<head><title>400 The SSL certificate
error</title></head>

<body bgcolor="white">

<center><hl1>400 Bad Request</hl></center>
<center>The SSL certificate error</center>
<hr><center>nginx/1.7.10</center>

</body>

</html>

ATvT3

T 7 =R LT2YA 1L, nonxapi client certificate
authentication . #172>5 nxapi client certificate
authentication Z %17 LT, M7 A MARA 2~ CA,
CRL, F7213 NX-OS FEHIEMREICK T 2L HE % Y
n—RT5 K9 ICHEE 7T v 7 LET,

AEERBREZ N LT, BEAMICLET,
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NX-API ) U TR FEHR .

NX-API )V TR FEFHR

NX-API UV 7 = A FEFHRIL, XML 74—~ v FEZIFISON 7 —~< v b TT /3 RTEE &
NET, VIZ/ZAROHTTP~Y X —%, VI A DaryT Y XA T ZiE+T 5 08EN D
D E£9,

WDOFIZY A FENTWD NX-API EE#FHL T, CLIa~> FERELET,

N

G¥) =—¥iZiE, [configure terminal] =~ R& AT HHERN L ZETT, JSON-RPC 25 A J) %
KIEXDOEE . Tconfigure terminal] =2~ R, <A m— FAD a3~ RRFET I HHIIC
WIZEITEINET,

R 2: XML FE1=13 JSON T2 XD NX-API EREHR

NX-API 1) 2 TR FER SiER

version NX-API X"— g U AFREELET,

NX-API CLI
I .“



B vxaryozzrEn

NX-APICLI |

NX-API )Y T X FEFH

Bl

type

BT Ta~vr ROZA TFTHBELET,
WDHATDa<y R R—KENTHWET,
* cli_show
E S 3B Clishow 22w > K, o<
Y R XML 1 Z2 3R —F L TOHRWEEAIZ, —
T—RAvb—UNEEINET,
e cli_show_array
R b S - AN %37 CLIshow =< > K, show
a2 REMH, di_show [ZRITWET 23,
cli_show_array i3 2% &, 7 —ZITMAFHIMN[] T

BHENTZ 1 OOEZEDY X MEFIFESIE LTIRS
ﬂ\iﬁ—o

» cli_show_ascii

ASCII 3723048872 CLI show =2~ > K, Z U,
ASCII W /) Z it 3 2 BEFDO A 7 U 7 & —H L %
T, 22—V —Ii%, RNROELCEEFEDOAS U7 K
EEHTEET,

e cli_conf
CLI#gR 2~ K

* bash
Bash =~ R, (3¢ A EDOIEXEEE Bash 2~ K
I¥. NX-API THHR— b EHTWET,

G¥)

o Ko<y NiE, BIEDO 22— — DR TOAFELTA]
BETT,

e Ayt — XA FRASCIH DS, HI1 T/ Tk
ERHAR— M ENFET, 17328 XML ERXDLGE,
A THEEZ Y R—FEN TV ER A,

« K 10 DT 5 show 2~ > R AR— b & T
WET, show 2~ FOEN 10 B2 5546, 11
FBEHLUEOa< L NIZEEINET,

MEEl o< v NI R— &R T EtA,
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NX-API ) U TR FEHR .

NX-API )Y T X FEFH

Bl

Fx 7

—io show =~ > Rk, KEOH A ZIETHERH Y %
T, a2 REERBZETIT DRI NX-API 7 F A 7> b
NI OIRZBIAET 5 7= D12, NX-API (% show 1< >
rFoOWI1F v 7 YR —FLTWET,

WOFRE 2 HNETITEC TEET,

GE)

0 Frr 7 LEEA,

1 Fx 7 7,

GE)
e F ¥ I Y R— T HDIE show =~ R7ZEIFT
T, —H#EODO show I~ KRB ATTEND L, YD
a<v VU RETRF Y7 ENTIRENET,

A=V DA TV g . XML 720X
JSON T,

« XML 71 A v 2=V IBROGA< 21T > EOFs
BT, AR XML A v —VEERTH720
WCEHBESNET II<ICEBHRENET> T > 108
BEhnEd) .

XML SAX ZfEH LT, Fv 7 Shi=tt &
TEET,

s B A v =T ISON DA, F v 2 7 HhE
SN THZRISONA 7 V=7 FMER S ET,

GE)
F v T INEIN > TWBEE, BIEYR— &N T
WARRA vy E—2 YA XL, Fv 7 H0 200MB
<7,
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NX-API )Y T X FEFH

Bl

2—/)LNw 7

a7 4 X2l —3arCLLICH L TORAENTH Y,
show 2> RIZX L TIFATIEH Y FHA, =74
Xal—vara— ANy +7varsE2EELET,
RONWTNINDA T a v ZRELET,

» Stop-on-error : FANZ R L7z CLI TEIE L 9,
« Continue-on-error : fth> CLI Z M L THIT L E 9,
* Rollback-on-error : 3 A7 AFRTE Z LAHIOIRREIZ 7 —

NNy 7 LET,

GE)
ANFERIFEZAD XML £ 7213 JISON D4, m—/L3y
7 BT cli conf E— RTHEHTXET,

sd

oy a VIDERIL BWEAvE—UNRT 7 INT
WAEEILDBEHTT, Avb—YDROFT ¥ 7 %
BT 21201, AIOIEA vE—Y 0 ¢sd & —FT 5 dd
IRETDOMLENH Y 7,

NX-0OS U U —=x 9.3(1) TIX, SdA 7> 3 2 clear DNEA
INTWVWET, sdZ clear ITHRTELTHLWF 7V
7 A MBS & BIEDOTF ¥ 7 U7 A B
TARTHEEITEINET,

JEBE T — N 429 2% MoTBE AT Y7 V72 ROk
K#ut 2 TF, sidclear ZEHA LT, BIEOF v 7 U
JTAPNEBRIEELET, Sdclear ZFEH L2, BD
JIEEa—RIE, VOV 7 =X MIxLTEE B0 )
fELE,
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NX-API ) U TR FEHR .

NX-API )V TR +EFR B

input AT 1 20a~vy RERFESRDa~ > KT, 7272
L, B2 A 9=V XA TIBTHa~vy RERIES
IRV FHA, 72& 21X, show =< Ridcli_show
A=V HZATTHY, cli confE— RTIEHA— KX
NEE A,

GE)
bash # &, o a~> FiE I TREIWE4, (
X, H—07 707 XFTHLLERH Y 97, )

TT—a—R500THA LT FLRVWEIIC, av»
R ORIZHGA D dont-ask Z ML £9, WIZHIEZRLE
D

terminal dont-ask ; cli conf ; interface Eth4/1 ; no
shut ; switchport

bash D4, B¥oa~r Fix ) TRV E4,  (;
WTHE—DT7 707 XFTHENLTWERA, )

LIFE, #Hoa~y FoplTtd,
(&=3)

cli show |show version ; show interface brief ; show
- vlan

cli conf |interface Eth4/1 ; no shut ; switchport

bash cd /bootflash;mkdir new dir

NX-API CLI
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NX-APl )Y TR FEFR AR

output_format ATFTREAR I A v =PRIk D LB Y T,
G¥)
xml XML R EHEL T,
Json JSON FER CHI I &$aE L £7,
GE)

CiscoNX-OS CLIIZ XML i 1 #HR—Kr L TWE$, o
£ 0. JSON H/IE XML )OI E -+, ZBHITA
A v TFTHUEEEINET,

HEDOF ==~y REEHT 572012, ISON H i
HAOoEIZE>TRESNET, HONIMB 225
e, WA XML B CiRENE T, HANTF vy 7
SNTWDEGE, XML /OB YR — FZvET,

HTTP/HTTPS -~ % —® content-type «~ > Z —|%, IH&
B (XML £7213 JSON) O X A T &R LET,

JSON-RPC N A1V 7 = A MEXTH D55

LT, CLlLa<> F&EEELET,

% 3:JSON-RPC ;XD NX-APIEREZ*R

WDFRIZY A N ETWA NX-API B %

NX-API )Y TR FEFH

Bl

jsonrpc JSON-RPC 7’12 h )LD /R— g B HRET 5 3074,
NR=T a3 0320 THDHZ ENVLETT,
method FEOMH S35 AV w ROLRTE & TeSCF,

NX-API i, ROWTNrEYFR—FLET,
ecli : show F/-i3tEpka~ K

e di_astii : show £ 7213z~ K, 74—~ v b
TN
e cli_array : show =~ FEH, cli iIZEITWET A,

cli_array I37 —# 245\ ([]) THENTZ 12D
BEOVA N, DFEVEFIELTRLET,

Jl NX-APICLI
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NX-API ) U TR FEHR .

NX-API )Y T X FEFH

Bl

params

AV ROMOH LI SN T A = Hz fREF
oG L S T fE,

UTFTHREENTWAHILENH D F9,
ecmd : CLI =< K

eversion : NX-API U 7 =& h D X—3 g L ikRI+

= — LN v 7

a7 4 F2l— g3 CLIKH L TORENTHY .,
show 2~ RIZXf L CTIXERTIEH Y A, ke —
NNy 7 T g P IROWNWTNIDOA T a v BIRET
xF9,

« Stop-on-error : HANZRM L 72 CLI TfEIE L £,

» Continue-on-error : 8 L7= CLI Z# M4 L. o> CLI
ZHeAT LET,

« Rollback-on-error : o AT LR TEZ LIFTOIRBEIC 7 —
NNy 7 LET,

TR

WERMRGERR & Z DBEREMHEHT D&, A4 v FIT#EAT
HENCa~Y RERFECE E£7, JAUTL D, BRELH
M 5H0c, REOEEM (WHERLNN—Fy=T7 JYV—
ZADF MR E) R TE £T, 2 17

(Validation Type) ] Ra v 7 X U X NNOLIRREY A
TR ET,

« Validate-Only : 3¢ E & fE L £ 92, @EFmEH L %
A,

* Validate-and-Set : 3% & Z FRalE L, FRAEDSEKE) L7255
WIAAL v FICREEHEH LET,

"7

RO v 7 2fECcE 4, 2Tk, Zory
I BRI TWAEAE, thoBHx—T o FERIT
TarS5Iv s — ey MNIEREEETXEY AL

IIAT v MZE>THSLEND AT a v O,
BEINTWAEAIE, XTI, £l 7203 null fE%
EMENSH Y 97, HIT null 1272 52WET T,
EIZI R E SO EHA, 2—F =B id NTA—HF %
BE Lo lzihe, —"—2V 7 A MR HZ2 D@
HThHHERRL, IWEITILERA, 787 A—FTid: 1
REDXIIITHELET,

NX-APiCLl [
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NX-APICLI |

CLI 2= NIZISET 5D NX-APl BHE AR OEITRLET,

= 4:NX-APITGEESR

NX-API [GEER £ BEA

version NX-API N — 5 U,

type FEITTHa~v s ROXAT,

sid ISEDE Y v a VBT, ZOERIL, REAvE—VRTF ¥
VI ENTWLGEBRICORANTT,

outputs FT_RCoa~vy FHENZEFHTeZ 7,
D a~ 2 R cli_show F 721X cli_show ascii (ZH HHA. &
g~ RHTHE—0M ¥ 7 CHENET,
A v—Y ZA 7D cli_conf £ 7213 bash DA, cli_conf 35 X
Wbash =~ RIZIZa 7 F A MPLERTD, §XToaw
Y RICH—OHNZ TRHY £7,

7 H—oavr MHhothzMie 2 7,
cli_conf & bash A vE—Y A TOEAE, ZOERIZITT T
Davr ROMANGENET,

input Y72 NTHRESNT 1 o0a~y ey 7, Z0#EH
X, BRI ELR 2 U) 72 0B ) BRI BT T D DAL
HET,

AL avy RINEDARIL,

a— R av ROETPLIRESNIZRRK 22— K,
NX-API [, NA /=T F X Mk 7'm k2L (HTTP) A7 —
HAa—RLYARY

(http://www.iana.org/assignments/http-status-codes/http-status-codes.xhtml)

T IN TV HEAERKE O HTTPHIK = — R&2#H L E 7,

msg EENTRE =z — NI onz=d— XA vt—,

NX-API ~D 7 U & X DR

ACL IZ. VRF PMERENTE ST, & VRF 23 NX- API M IR SN TV A AT b E A

ENH Lok E LA,
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iptable D E # .

T 74 FBLOHI A Z L VRF O7 7 & AHIBRIT iptable 241 L T{T72 4L EJ, iptable AT
. VREAZIEETHZLICko TEITENET,

iptable D 5 37

&

ATy T2

ATvT3

ATvT4 7

iptable Z 9% & . VRF 23 NX-APLiff{E FIICREE SNV TWDIGEIT, T /31 A~ HTTP £
721X HTTPS 7 7 ¥ A ZHIRTE £4, 2D 72 a3 Tk, BEFFED iptable ~0 HTTP 35 L X
HTTPS 7 7 B A% 7 1 v 7 ¢ 5 /—/L&iEN, G, BLOHIBRT 2 FiEE R LET,

FIE

HITP 77 ® A% 71 v 7+ 50— VEERT HIZE, WOTFNEEZETLET,

bash-4.3# ip netns exec management iptables -A INPUT -p tcp --dport 80 -3j DROP

G¥)
Z OFIEIZFEE STV 5 management (X VRF 4 T3, management | default | custom vrf name % {3 C
TET,

HTITPS 77 v A&7 0 v 7 5 /—/LElERT 21213, ROFINEEZFITLET,

bash-4.3# ip netns exec management iptables -A INPUT -p tcp --dport 443 -j DROP

W SNV — IV EHERT DI21E, ROFNAEZFATLET,

bash-4.3# ip netns exec management iptables -L

Chain INPUT (policy ACCEPT)

target prot opt source destination
DROP tcp -- anywhere anywhere tcp dpt:http
DROP tcp -- anywhere anywhere tcp dpt:https

Chain FORWARD (policy ACCEPT)
target prot opt source destination

Chain OUTPUT (policy ACCEPT)
target prot opt source destination

AN— k80~ 10.155.0024 V7% " EFOTXRCD N T T 4 v BT 1 v 7T B 00—V EAER L TR
TAIZE, WOFNEEZFEITLET,

bash-4.3# ip netns exec management iptables -A INPUT -s 10.155.0.0/24 -p tcp --dport 80 -j DROP
bash-4.3# ip netns exec management iptables -L

Chain INPUT (policy ACCEPT)
target prot opt source destination
DROP tcp -- 10.155.0.0/24 anywhere tcp dpt:http

Chain FORWARD (policy ACCEPT)
target prot opt source destination

Chain OUTPUT (policy ACCEPT)
target prot opt source destination

NX-APiCLl [
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B o criciptable £k BT 2

ATy TS5 LIENCEA Lz b— L 2 HI L CHEERT A I121E,. ROFIEEZEITLET,
ZOHITIE., BN —L% INPUT D SHIEE L ET,

bash-4.3# ip netns exec management iptables -D INPUT 1
bash-4.3# ip netns exec management iptables -L

Chain INPUT (policy ACCEPT)
target prot opt source destination

Chain FORWARD (policy ACCEPT)
target prot opt source destination

Chain OUTPUT (policy ACCEPT)
target prot opt source destination

RODBRY
iptables O /L—/ L% bash ¥ = /L CER L7=5E, Ve — FEIIRFEESNET A, L—/L &Kt
BIZT 2121, 2L T 7ZaV, U r— N T Iptable Z kil 9% (34 ~—2)
|) O— KR T Iptable %k #%1E3 %
iptable /L —/ L% bash ¥ = /L CEHE L7286, U er— FRIIRFFShEETAL, Z0kEZ T 9
YCIE, U e— FELER ST iptable 2 K b3 2 HFIEICOW TR L £,
15D HHIIC
iptable #Z2H L7z & LET,

FIE

AT v 71 iptables initlog & WILRTDT7 7 A V% letc T 4 L7 b UITHER L ET -

bash-4.3# touch /etc/iptables init.log; chmod 777 /etc/iptables init.log

AT v T2 iptable DEE ZLRTFT D Jetc/sys/iptables 7 7 A V& AERK L E T :

bash-4.3# ip netns exec management iptables-save > /etc/sysconfig/iptables

ATY T3 RO—#HOa~ RaEMHA LT, fetc/initd 7 4 L7 k VIZ Tiptables init] WO EEIRZ U7 F&ZER L
ESc
#!/bin/sh
### BEGIN INIT INFO
# Provides: iptables_init

# Required-Start:
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# Required-Stop:

# Default-Start: 2345

# Default-Stop:

# Short-Description: init for iptables

# Description: sets config for iptables
# during boot time

### END INIT INFO

PATH=/usr/local/sbin: /usr/local/bin:/sbin:/bin:/usr/sbin:/usr/bin
start_script() {
ip netns exec management iptables-restore < /etc/sysconfig/iptables
ip netns exec management iptables
echo "iptables init script executed" > /etc/iptables_init.log
}
case "$1" in
start)
start_script
stop)
restart)
sleep 1
$0 start
*)”
echo "Usage: $0 {start|stop|status|restart}"
exit 1
esac
exit 0

ATy T4 KBV Y T MIEOSHERZHRELET

bash-4.3# chmod 777 /etc/init.d/iptables_int

AT w5 chkeonfig 2 —7 4 U7 ¢ ZfifH LT, [liptables int] fE A2 U7 h% [ ) ICEELET :

bash-4.3# chkconfig iptables init on

liptables_init] #EIZ 7 V7 ME, Ve — RE2FATTLH72OICIATINET, T4 T iptable /L— /L% 7K
PN T D2 EMmMTEE LR,

Hh—=xxIL X432 ACL

H—=FV AH 7 ACLIZ, £ X RaviR—x3x heT7 U MU RaryR—xr haEH
572D ACL 2T 2720 0— i CLIA > 7 7 A NT7 7 F % TT,

NX-API CLI
I .“
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H—F) AH 7 ACL I, NX-OSACLCLI #fEH LT, FEHBIO7m v b 2SR/ R— b
toBEBRT ) r—va B RE#ELET, BH—DACL 2R ETH I LT, NX-08 DT T
DEBRT 7V r—a U ERETEIVENHY £7,

=NV AL 7 ACL X, =2—HF—DFIHN ALZEEL, ACL 23 mgmt0 A > ¥ —7 = A A
WCEM EN 5 & & iptable = N 2 HEBNIC T 0 7T AT 5arR—R 2 T,

LRI, —x)v A% v 7 ACL ¥ 26 T7,

swtich# conf t

Enter configuration commands, one per line. End with CNTL/Z.
switch (config)# ip access-list kacll

switch (config-acl) # statistics per-entry

switch (config-acl)# 10 deny tcp any any eq 443

switch (config-acl)# 20 permit ip any any

switch (config-acl) # end

switch#

switch(config-if)# interface mgmtO

switch (config-if) # ip access-group acll in

switch (config-if) # ipv6e traffic-filter aclé in
( ) #

switch (config-if

switch# sh ip access-lists kacll

IP access list kacll

statistics per-entry

10 deny tcp any any eq 443 [match=136]
20 permit ip any any [match=44952]
switch (config) #

PAFIE, #ERIC IS Wz iptables = R U D —R)V AZ 7 T 4 Vv HZ Y T TH,

bash-4.4# ip netns exec management iptables -L -n -v --line-numbers
Chain INPUT (policy ACCEPT 0 packets, 0 bytes)
num pkts bytes target prot opt in out source destination

1 9 576 DROP tcp -- * * 0.0.0.0/0 0.0.0.0/0 tcp dpt:443
2 0 0 ACCEPT all -- * * 0.0.0.0/0 0.0.0.0/0
3 0 0 DROP all -- * * 0.0.0.0/0 0.0.0.0/0

Chain FORWARD (policy ACCEPT 0 packets, 0 bytes)
num pkts bytes target prot opt in out source destination

Chain OUTPUT (policy ACCEPT 0 packets, 0 bytes)
num pkts bytes target prot opt in out source destination
bash-4.4#

B —F ) AH 7 ACL iiR— hO#HIRIZRD & B0 T,

« ZOBREIE, mgmtOAf X —T = A ATOHYR—FSh, O RN R 2 —T =
AZATEHYR—FEShEEA,

*ACL=> N U D5 >DH 7V (protocol, source-ip, destination-ip, source-port, F3 &N
destination-port) |, iptables (7' 1277 LS TWET, ACL=> VU TIRIEEZ 55D
DA T > a idiptables TT R T T AINTEL T, O X9 RBEITEL O syslog & A
r—LET,

7= & z20E, EEE —fd ACL A 7Y 3 vidkstack TIEHAR— FEINTWER A, T5HY
IRN—IVDIPA A=V INET, |
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¢ TNA R =P —NKRA Fbash 77 B AWML FF> TV D55, —V —LFH) T iptables
ZEHCTEET, ZOEHLY, 17T AZH TV 5 iptable /b— /LM 9 2 FTRENE
N ET,

« RAE S 31D ACE O KREIL, IPvd N T 7 4 v 7 DAL 100, IPV6 T 7 1 v 7 DA
TNz TEBIZ100TY, ZOAFr— VL EEZEHTDHE, AV—Ty NMZEEBLHE 2 5
AREMESH Y £9,

NX-APl [G&E3— FDR

WIZ, NX-API[GEDEZ LND NX-API=F—, =5 — a—F, BIOAvE—VERLE

7,
RIZ, NX-APIJLEDEZ HND NX-API=F—, =5 — a—F, BIOAvE—VERLE
7,

U7 A MBS XML £7-1XJSON 74—~ FOEA, NX-API=5—, =T5— a— R,
BIUONX-APLIGED A v =KD EBY T,

\)

GE)  FE¥EDO HTTP =7 — 22— KX, "A =T F A hMEk7'm b 2L (HTTP) A7 —% A 22— K
LA KU (http://www.iana.org/assignments/http-status-codes/http-status-codes.xhtml) {2 & ¥ F 5,

%= 5:NX-APITEZE2—F

[NX-API 5% (NX-API Response) ] a—F |[Aye—o

R 200 i,

CUST _OUTPUT_PIPED 204 FRICE Y . HAERIOBEEIC AL &N
£7,

BASH _CMD_ERR 400 Bash 2~ K =5 —,

CHUNK_ALLOW_ONE CMD ERR 400 Frr Vi, 1o0a~vy RETFEZIFA
WET,

CLI_CLIENT ERR 400 CLI DFEIT= T —

CLI_ CMD_ERR 400 CLlLz2~v> R =7—0DOAJ,

EOC_NOT ALLOWED ERR 400 cocflil, VZ/ A rDEY 2D &
LCHASNTWERA,

IN MSG_ERR 400 BB A v B—V NG TT,

INVALID REMOTE_IP_ERR 400 kDY T— FPERETE £H A,

NX-API CLI
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MSG_VER_MISMATCH 400 AvbE—T R—=T g L OR—F

NO_INPUT _CMD ERR 400 ANNa=>y RRHY £HA,

SID NOT _ALLOWED_ERR 400 v arID & LTCAN SN FNE
2T,

PERM_DENY_ERR 401 MEBRDMEAR SvE L7z,

CONF _NOT _ALLOW_SHOW_ERR 405 HERE— RIL [RR (show) | Z#FA] L &
A,

SHOW NOT _ALLOW_CONF_ERR 405 FoRE— R CIIMHER TE EH A,

EXCEED_MAX_SHOW_ERR 413 BT 5 show 2~ RORKE AL %
L7z, JKfEIX 10 TT,

MSG _SIZE LARGE_ERR 413 JEEY A ANRRKETEFET,

RESP_SIZE LARGE_ERR 413 JISETA ZXBRRA v =2 A Xa
2T, WP EZEIE L E L, R A
A% 200 MB T,

EXCEED MAX INFLIGHT CHUNK REQ ERR | 429 FEF v 7 V72 NORKREITEZ
TWET, mKIFT2 TY,

MAX_SESSIONS_ERR 429 IRkt v HICERELE L, HLL
2—WP—/7 T4 T FOBEIE, LIES
SLTibs ) —ERBRLIEIN,

OBJ_NOT_EXIST 432 BR LA TV "RFELERA,

BACKEND ERR 500 Ny oy FET S —,

CREATE_CHECKPOINT ERR 500 F oI RAL FOERAETHT T —,

DELETE _CHECKPOINT ERR 500 F = v 7 BRA L FOHIBRTICT T — 54
LELE,

FILE OPER_ERR 500 AT LWNET 7 A NVEBRET T —,

LIBXML NS ERR 500 VAT LAOWE LIBXMLNS =5 —, Z1
FER7 +—~> hOZTF—TT,

LIBXML PARSE ERR 500 VAT AOWHES LIBXML fiffr =7 —, =
TER 7 4 —~ v O T —T7,

LIBXML PATH CTX ERR 500 VAT LADOWNE LIBXML /XA 227 % A

h=T—, ZHEFERT7 4+ —~> O
?\.—"C\‘j‘o
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MEM_ALLOC_ERR 500 VAT AOWNEAEYEID Y CTTT—,

ROLLBACK_ERR 500 TSy 7 DEFTRICT T — RN L%
L7,

SERVER BUSY_ ERR 500 Y= R—NE—IREDT-D, VI A b
TS S E L,

USER_NOT _FOUND_ERR 500 APEFITH Y v ahba—F R E
N EHE AL

VOLATILE_FULL 500 HERNME AT U 1 Z—HCF, AT Y A~
AR L T, FRITLTLE &0,

XML _TO JSON CONVERT ERR 500 XML 75 JSON ~DZEHiT 5 —

BASH _CMD NOT SUPPORTED ERR |501 Bash =~ RIIHHF— F S TWEHA,

CHUNK_ALLOW XML ONLY ERR  |501 F L 71 XML A OB 2T LE

CHUNK_ONLY ALLOWED IN SHOW ERR

501

INEDTF v 71X, show A< RTOH
S inET,

CHUNK TIMEOUT

501

Fx T ISEDERPIIZA LT NLE
L7,

CLI CMD NOT SUPPORTED ERR 501 CLIZ<Y FIZHE—F SR TWEREA,

JSON_NOT SUPPORTED ERR 501 KEOH D AREM 2 B 5 7= . JSON IE
PR— I TOEEA,

MALFORMED XML 501 AIE72 XML 77,

MSG_TYPE UNSUPPORTED ERR

501

A= XA I R— I TWE
HA

OUTPUT REDIRECT NOT SUPPORTED ERR

501

HITVHAA VL7 MIVER—FENTWERE
/\/o

PIPE_XML NOT ALLOWED IN_INPUT | 501 Doy R4 7 XML I A Tk
FFAf S TnERA,

PIPE NOT _ALLOWED IN_INPUT 501 STDOANEA FINI A TEE R
/Vo

RESP_BIG_USE_CHUNK_ERR 501 SRR A2 TOET, Bk

I0MB CT¢, F¥ 7 ZHFMIL T XML
F 721X JSON A1 &R L ¥,

STRUCT_NOT SUPPORTED ERR

501

HIE(LHDIE TR —F ST EREA,

NX-APiCLl [
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ERR_UNDEFINED 600 R T —,

JSON 5 & U XML &b A

NX-0S i%. kofEE b an=ZH N7 +—~ v T, &FIFE74 show 2~ > ROEAERKKH
DIVEZA VY e R—KFLTWET,

« XML
« JSON. JSON i h® FRI% 60 MB T,

« JSON 7 #—~ v MHIJOEHERIME 7 v v 7 & §Hi#a09 < L7z JSON Pretty HH 0 97,
JSON @ LfRI% 60 MB T,

*NX-0S U U—293 (1) Ti#AZ#7- JSON Native & JSON Pretty Native (X, iBMMD =~
VREIR L A XY — 2 AR FH T EITE D JSON % L0 EndE O =RANIC R R L

%9, JSON Native 33 JX OV JSON Pretty Native |Z, /1O T — & B2/ L E 3, HOHD
CFHNEWT H R0V IC, BEEEHRE L TRRLET,

NX-OS CLI C, FE#ED NX-0OS H /1% JISONFE 721X XML A % —7 U X —|Z 1314 THEki) +
HE, INHDOTr—~y hAOEBPTONET, 7-& 21X, showipaccess =~ K& %
7T DB, WA 7 () & T, 20RICHIBEAETRETEET, 2575HL. NX-0S
a~vr ROMAnEicEElb s, 2o Tcora—FashEd, ZoKEICEY, 7o
TT ML DT =X ONINFREIC Y, Y7 =T AN =07 FLANIZNLE
AA v TFPEDARN) =T F =N R—FEZNET, CiscoNX-OSDIFEAEDa~
l\“bi\ JSON, JSONPretty JSON A 7 ¢ 7, JSON KA 7T 1 7 Pretty, XU XML /)%

‘—hLTCWET, BEMTF = h— av Y, —#oa<r Nt I _XTCoOELEY
— FLTIIWERA, BEMF v — a3~ FIIXML ZHFR— L TWET A, JSON

0)/*‘U Ty MEENBYAR—FLTWERA,

\}

GE)

MGRET 7 —ZBES 51213, 77 AV D F A V7 R L TISONH I Z 7 7 A /WiZ ) & A
L7 L, ZEOT7 7 ANV R LET,

1l

Switch#show version | json > json output ; run bash cat /bootflash/json output

ZOEREDBIRS NI Bl LU ISR R LT,

JSON D#FE (JavaScript 77> & FRED)

JSON X, B AIRERT — X DI OIIHFH SN ET F A PR—ADA—T L AX o H— K

SN

XML OfRFFIZ72 0 £97, JSONIEH & & & JavaScript 22 Hikal SHVE L7272y, SEBITKAF

IZIDEI

LT —42 A TT, a~r FHEITIE, JSON B ELWISON 7 U 7 4 X, BILUISON
FATATBIPISON 7V T 4 XA T 4 TR R— I TWET,
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xmL s £ U asoN o ]

FEETRTOEFOT 0T 7 I VST OENDFETYHR—FZTWD 2 ODFHE;R
T2 EE RO LB T,

JIEFFATE U R b BUA

JEFATT T RNWY A N (ZLEIMEDRT) o AT V=7 b

2= RO JSON £771% XML H 21T, NX-APIH > RAR Y 7 ANnH 6T 7B ATEET,
show

CLI D%EST

switch-1-vxlan-1# show cdp neighbors | json

{"TABLE cdp_neighbor brief info": {"ROW_cdp neighbor brief info": [{"ifindex": "

83886080", "device id": "SW-SWITCH-1", "intf id": "mgmtO", "ttl": "148"
"capability": ["switch", "IGMP cnd filtering"], "platform id": "cisco AA-C0000

S-29-L", "port id": "GigabitEthernetl/0/24"}, {"ifindex": "436207616", "device

_id": "SWITCH-1-VXLAN-1(FOC1234A01B)", "intf id": "Ethernetl/1", "ttl": "166

", "capability": ["router", "switch", "IGMP cnd filtering", "Supports-STP-Disput

e"], "platform id": "N3K-C31320-40G", "port id": "Ethernetl/1"}]}}

BLR-VXLAN-NPT-CR-179#

XML & & U JSON H A1 D15l

OB varTE, XMLEBLOISON H71E LTEREIND NX-0S =< FOBIZ DT
FEAL £,

WKOFNZ, "—F =27 T—I D2 =F Y A BIVNTLTFXFY AN L—FT 47 =k
U % JSON JE N CRRT 5 HEEZ R L TWET,

switch (config)# show hardware profile status | json

{"total lpm": ["8191", "1024"], "total host": "8192", "max host4 limit": "4096",
"max_host6_limit": "2048", "max mcast limit": "2048", "used_ lpm total": "9", "u
sed v4 1lpm": "6", "used v6 lpm": "3", "used v6 lpm 128": "1", "used host lpm tot
al": "O", "used host v4 lpm": "O", "used host v6 lpm": "0", "used mcast": "O", "
used mcast oifl": "2", "used host in host total": "13", "used host4 in host": "1
2", "used host6 in host": "1", "max ecmp table limit": "64", "used ecmp table":
"0", "mfib fd status": "Disabled", "mfib fd maxroute": "0", "mfib fd count": "O"

}
switch (config) #

WRIZ, "= RO =7 T—TND2=2F% Y A MBIV THFY AN V=T 4T = M) %
XML X CERT 20 2R LET,

switch (config)# show hardware profile status | xml
<?xml version="1.0" encoding="IS0O-8859-1"?>
<nf:rpc-reply xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0" xmlns="http://w
ww.cisco.com/nxos:1.0:fib">
<nf:data>
<show>
<hardware>
<profile>
<status>
< XML OPT_Cmd_dynamic_tcam_ status>
< XML OPT Cmd dynamic tcam status  readonly >
<__readonly >
<total lpm>8191</total lpm>
<total host>8192</total host>
<total lpm>1024</total lpm>
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<max_host4 1imit>4096</max host4 limit>
<max_host6 1imit>2048</max host6 limit>
<max mcast 1imit>2048</max mcast limit>
<used lpm total>9</used lpm total>
<used v4 lpm>6</used v4 lpm>
<used v6_ lpm>3</used v6_ lpm>
<used v6_ lpm 128>1</used v6 lpm 128>
<used host lpm total>0</used host lpm total>
<used host v4 lpm>0</used host v4 lpm>
<used host v6 lpm>0</used host v6 lpm>
<used mcast>0</used mcast>
<used mcast o0ifl>2</used mcast oifl>
<used host in host total>13</used host in host total>
<used host4 in host>12</used host4 in host>
<used host6_in host>1</used host6 in host>
<max_ecmp table limit>64</max ecmp table limit>
<used ecmp table>0</used ecmp table>
<mfib fd status>Disabled</mfib fd status>
<mfib fd maxroute>0</mfib fd maxroute>
<mfib fd count>0</mfib fd count>
</__readonly >
</ XML OPT Cmd dynamic tcam status__ readonly >
</ XML OPT Cmd dynamic tcam status>
</status>
</profile>
</hardware>
</show>
</nf:data>
</nf:rpc-reply>
11>11>
switch (config) #

ZOFITIE, JISONTERTAAL v F FIZLLDP # A ~— 42 Frd 5 HFiEA R~ LET,

switch (config)# show 1lldp timers | Jjson

{"ttl": "120", "reinit": "2", "tx interval": "30", "tx delay": "2", "hold mplier
": "4", "notification interval": "5"}

switch (config) #

ZOFEITIE, XMLERTAA v F EIZLLDP ¥ A ~—% K115 HiEERLET,

switch(config)# show 1lldp timers | xml
<?xml version="1.0" encoding="ISO-8859-1"?>
<nf:rpc-reply xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0" xmlns="http://w
ww.cisco.com/nxos:1.0:11dp">
<nf:data>
<show>
<1ldp>
<timers>
<__XML_OPT_Cmd_1lldp_show_timers__ readonly >
<__readonly >
<ttl>120</ttl>
<reinit>2</reinit>
<tx_interval>30</tx_interval>
<tx delay>2</tx delay>
<hold mplier>4</hold mplier>
<notification interval>5</notification interval>
</__readonly >
</ XML _OPT Cmd 1lldp show timers  readonly >
</timers>
</1ldp>
</show>
</nf:data>
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</nf:rpc-reply>
11>11>
switch (config) #

ZoOHIE, ACL #et%E XML X TR T DL HEEZRLTHVET,

switch-1(config-acl)# show ip access-lists acl-testl | xml
<?xml version="1.0" encoding="IS0-8859-1"?>
<nf:rpc-reply xmlns="http://www.cisco.com/nxos:1.0:aclmgr" xmlns:nf="urn:ietf:p
arams:xml:ns:netconf:base:1.0">
<nf:data>
<show>
< XML OPT Cmd show_acl ip ipv6 mac>
<ip ipv6 mac>ip</ip ipv6 mac>
<access-lists>
< XML OPT Cmd show_acl name>
<name>acl-testl</name>
< XML OPT Cmd show_acl capture>
< XML OPT Cmd show_acl expanded>
< XML OPT Cmd show_acl  readonly >
<_ readonly >
<TABLE ip ipv6 mac>
<ROW_ip ipv6 mac>
<op ip ipvé6 mac>ip</op ip ipv6 mac>
<show_summary>0</show_ summary>
<acl name>acl-testl</acl name>
<statistics>enable</statistics>
<frag opt permit deny>permit-all</frag opt permit deny>
<TABLE_ seqgno>
<ROW_seqgno>
<seqno>10</segno>
<permitdeny>permit</permitdeny>
<ip>ip</ip>
<src_ip prefix>192.0.2.1/24</src_ip prefix>
<dest any>any</dest_ any>
</ROW_seqno>
</TABLE_seqgno>
</ROW_ip_ ipv6_mac>
</TABLE ip ipvé6 mac>
</__readonly_ >
</__XML__OPT_Cmd_show_acl__ readonly >
</__XML__OPT_Cmd_show_acl_expanded>
</ XML OPT Cmd show acl capture>
</__XML__OPT_Cmd_show_acl_name>
</access-lists>
</ XML OPT Cmd show acl ip ipv6 mac>
</show>
</nf:data>
</nf:rpc-reply>
11>11>
switch-1(config-acl) #

ZOPIE. ACL 5t % JISON B TERT D HiEEZ R L TCWET,

switch-1(config-acl)# show ip access-lists acl-testl | json

{"TABLE_ip ipv6_mac": {"ROW_ip ipvé6_mac": {"op_ip ipv6_mac": "ip", "show_summar
y": "0", "acl name": "acl-testl", "statistics": "enable", "frag opt permit deny
": "permit-all", "TABLE seqgno": {"ROW segno": {"segno": "10", "permitdeny": "pe
rmit", "ip": "ip", "src_ ip prefix": "192.0.2.1/24", "dest any": "any"}}}}}
switch-1 (config-acl) #

EOFNL, AA v FDOTNEAT—F X% JSON ERTERTHHEZRLTWVET,
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switch-1# show system redundancy status | json

{"rdn _mode admin": "HA", "rdn mode oper": "None", "this sup": " (sup-1)", "this
sup_rdn_state": "Active, SC not present", "this sup sup state": "Active", "this
_sup_internal state": "Active with no standby", "other sup": "(sup-1)", "other
sup_rdn_state": "Not present"}

nxosv2#

switch-1#

ZOBNX, AA v FOTUENENEH A JSON Pretty Native JX U CHR/R T2 HiEA R L TWET,

switch-1# show system redundancy status | json-pretty native
{

"rdn mode admin": "HA",
"rdn mode oper": "None",
"this sup": "(sup-1)",
"this sup rdn_state": "Active, SC not present",
"this sup sup state": "Active",
"this sup_ internal state": "Active with no standby",
"other sup": "(sup-1)",
"other sup rdn state": "Not present”
}
switch-1#

WORNL, AA v FDOSPFIL—T 4 7 /T A—H % JSON XA T 4 7R THERT 5 ik

ZRLTVET,

switch-1# show ip ospf | json native

{"TABLE ctx":{"ROW ctx":[{"ptag":"Blah","instance number":4,"cname":"default","
rid":"0.0.0.0","stateful ha":"true","gr ha":"true","gr planned only":"true","gr
_grace period":"PT60S","gr state":"inactive","gr last status":"None","support t
0s0 _only":"true","support opaque lsa":"true","is abr":"false","is asbr":"false"

,"admin dist":110,"ref bw":40000,"spf start time":"PTOS","spf hold time":"PT1S"
,"spf max time":"PT5S","lsa start time":"PTOS","lsa hold time":"PT5S","lsa max
time":"PT5S", "min lsa arr time":"PT1S","lsa aging pace":10,"spf max paths":8,"m

ax metric adver":"false","asext lsa cnt":0,"asext lsa crc":"0","asopaque lsa cn
t":0,"asopaque lsa crc":"0","area total":0,"area normal":0,"area stub":0,"area
nssa":0,"act area total":0,"act area normal":0,"act area stub":0,"act area nssa
":0,"no _discard rt ext":"false","no discard rt int":"false"}, {"ptag":"100","ins
tance number":3,"cname":"default","rid":"0.0.0.0","stateful ha":"true","gr ha":
"true","gr planned only":"true","gr grace period":"PT60S","gr state":"inactive"
,"gr last status":"None","support tos0 only":"true","support opaque lsa":"true"

,"is _abr":"false","is asbr":"false","admin dist":110,"ref bw":40000,"spf start
time":"PTOS", "spf hold time":"PT1S","spf max time":"PT5S","lsa start time":"PTO
S","lsa hold time":"PT5S","lsa max time":"PT5S","min lsa arr time":"PT1S","lsa

aging pace":10, "spf max paths":8,"max metric adver":"false","asext lsa cnt":0,"
asext lsa crc":"0","asopaque lsa cnt":0,"asopaque lsa crc":"O","area total":0,"
area normal":0,"area stub":0,"area nssa":0,"act area total":0,"act area normal"
:0,"act_area stub":0,"act area nssa":0,"no discard rt ext":"false","no discard
rt _int":"false"}, {"ptag":"111","instance number":1,"cname":"default","rid":"0.0
.0.0","stateful ha":"true","gr ha":"true","gr planned only":"true","gr grace pe
riod":"PT60S", "gr state":"inactive","gr last status":"None","support tos0 only"

:"true", "support opaque lsa":"true","is abr":"false","is asbr":"false","admin d
ist":110,"ref bw":40000,"spf start time":"PTOS","spf hold time":"PT1S","spf max
time":"PT5S", "lsa start time":"PTOS","lsa hold time":"PT5S","lsa max time":"PT

58", "min lsa arr time":"PT1S","lsa aging pace":10,"spf max paths":8,"max metric
_adver":"false","asext lsa cnt":0,"asext lsa crc":"0","asopaque lsa cnt":0,"aso
paque lsa crc":"0","area total":0,"area normal":0,"area stub":0,"area nssa":0,"
act area total":0,"act area normal":0,"act area stub":0,"act area nssa":0,"no d
iscard rt ext":"false","no discard rt int":"false"}, {"ptag":"112","instance num
ber":2,"cname":"default","rid":"0.0.0.0","stateful ha":"true","gr ha":"true","g
r planned only":"true","gr grace period":"PT60S","gr state":"inactive",'"gr last

status":"None", "support tos0 only":"true","support opaque lsa":"true","is abr"

?"false","isiasbr":"false","adminidist":llo,"refibw":40000,"spfistartitime":"PT
08", "spf hold time":"PT1S","spf max time":"PT5S","lsa start time":"PTO0S","lsa h
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old time":"PT5S","lsa max time":"PT5S","min lsa arr time":"PT1S","lsa aging pac

e":10,"spf max paths":8,"max metric_adver":"false","asext lsa cnt":0,"asext lsa
_crc":"0","asopaque_lsa cnt":0,"asopaque_ lsa crc":"0","area total":0,"area norm
al":0,"area_stub":0,"area nssa":0,"act area total":0,"act area normal":0,"act_a
rea stub":0,"act area nssa":0,"no_discard rt ext":"false","no discard rt int":"
false"}1}}
switch-1#

WOHFIE, OSPF /V—F 4 > 7 /3T A —X % JSON Pretty Native JX X CERRT 5 FikE R LT
b\\i‘é—c

switch-1# show ip ospf | json-pretty native
{
"TABLE ctx": {
"ROW_ctx": [{
"ptag" : "Blah",
"instance number": 4,
"cname" : "default",
"rid": "0.0.0.0",
"stateful ha": "true",
"gr_ha": "true",
"gr_planned only": "true",
"gr grace period": "PT60S",
"gr state": "inactive",
"gr_last status": "None",
"support tosO _only": "true",
"support opaque lsa": "true",
"is abr": "false",
"is asbr": "false",
"admin dist": 110,
"ref bw": 40000,
"spf start time": "PTOS",
"spf hold time": "PT1S",
"spf max time": "PT5S",
"lsa start time": "PTOS",
"lsa hold time": "PT5S",
"lsa max_time": "PT5S",
"min lsa arr time": "PT1s",
"lsa aging pace": 10,
"spf max paths": 8,
"max metric adver": "false",
"asext lsa cnt": 0,
"asext lsa crc": "o,
"asopaque lsa cnt": 0,
"asopaque lsa crc": "o,
"area total": 0,
"area normal": 0,
"area_ stub": 0,
"area nssa": 0
"act area total": ’
"act_area normal": 0,
"act area stub": ’
"act area nssa": 0,
"no discard rt ext": "false",
"no discard rt int": "false"
e A
"ptag": "loo",
"instance number": 3,
"cname": "default",
"rid": "0.0.0.0",
"stateful ha": "true",
"gr_ha": "true",
"gr_planned only": "true",
"gr grace period": "PT60S",

’

o

o
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"gr state": "inactive",

... content deleted for brevity ...

"max metric adver": "false",
"asext lsa cnt": 0,
"asext lsa crc": "o",
"asopaque_ lsa_cnt": 0,
"asopaque_ lsa_crc": "o",
"area total": 0,

"area normal": O,

"area stub": 0,

"area nssa': 0,

"act area total": 0,
"act_area normal": 0,

"act area stub": 0,

"act area nssa": 0,

"no discard rt ext": "false",
"no discard rt_int": "false"

}
switch-1+#

wIZ, XML EAXTIP v— MEERRT D02~ ET,

switch-1# show ip route summary | xml
<?xml version="1.0" encoding="IS0-8859-1"?> <nf:rpc-reply
xmlns="http://www.cisco.com/nxos:1.0:urib"
xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0">
<nf:data>
<show>
<ip>
<route>
< XML OPT Cmd urib_show ip route command ip>
< XML OPT Cmd urib show ip route command unicast>
< XML OPT Cmd urib_show ip route command topology>
< XML OPT Cmd urib_show ip route command 13vm-info>
< XML OPT Cmd urib_ show_ ip route command rpf>
< XML OPT Cmd urib show ip route command ip-addr>
< XML OPT Cmd urib_show ip route command protocol>
< XML OPT Cmd urib show ip route command summary>
< XML OPT Cmd urib_ show_ ip route command vrf>
< XML OPT Cmd urib_show ip route command  readonly >
<_ readonly >
<TABLE vrf>
<ROW_vrf>
<vrf-name-out>default</vrf-name-out>
<TABLE_ addrf>
<ROW_addrf>
<addrf>ipv4</addrf>
<TABLE summary>
<ROW_summary>
<routes>938</routes>
<paths>1453</paths>
<TABLE unicast>
<ROW_unicast>
<clientnameuni>am</clientnameuni>
<best-paths>2</best-paths>
</ROW_unicast>
<ROW_unicast>
<clientnameuni>local</clientnameuni>
<best-paths>105</best-paths>
</ROW_unicast>
<ROW_unicast>
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<clientnameuni>direct</clientnameuni>
<best-paths>105</best-paths>
</ROW_unicast>
<ROW_unicast>
<clientnameuni>broadcast</clientnameuni>
<best-paths>203</best-paths>
</ROW_unicast>
<ROW_unicast>
<clientnameuni>ospf-10</clientnameuni>
<pbest-paths>1038</best-paths>
</ROW_unicast>
</TABLE unicast>
<TABLE_route_count>
<ROW_route_count>
<mask len>8</mask len>
<count>1</count>
</ROW_route count>
<ROW_route_count>
<mask len>24</mask len>
<count>600</count>
</ROW_route count>
<ROW_route_count>
<mask len>31</mask len>
<count>13</count>
</ROW_route count>
<ROW_route_count>
<mask len>32</mask len>
<count>324</count>
</ROW_route count>
</TABLE route count>
</ROW_summary>
</TABLE_ summary>
</ROW_addrf>
</TABLE addrf>
</ROW_vrf>
</TABLE vrf>
</__readonly >
</ XML OPT Cmd urib show ip route command  readonly >
</ XML OPT Cmd urib show ip route command vrf>
</ XML OPT Cmd urib show ip route command summary>
</ XML OPT Cmd urib show ip route command protocol>
</ XML OPT Cmd urib show ip route command ip-addr>
</ XML OPT Cmd urib show ip route command rpf>
</ XML OPT Cmd urib show ip route command 13vm-info>
</ XML OPT Cmd urib show ip route command topology>
</ XML OPT Cmd urib show ip route command unicast>
</ XML OPT Cmd urib show ip route command ip>
</route>
</ip>
</show>
</nf:data>
</nf:rpc-reply>
11>11>
switch-1#

ROBNL, JISON BT IP Lb— M ZRR T L0 2R~ L £,

switch-1# show ip route summary | json

{"TABLE vrf": {"ROW vrf": {"vrf-name-out": "default", "TABLE addrf": {"ROW addrf":
{"addrf": "ipv4", "TABLE summary": {"ROW summary": {"routes": "938", "paths": "

1453", "TABLE unicast": {"ROW unicast": [{"clientnameuni": "am", "best-paths": "2"},
{"clientnameuni": "local", "best-paths": "105"}, {"clientnameuni": "direct",
"best-paths": "105"}, {"clientnameuni": "broadcast", "best-paths": "203"},
{"clientnameuni": "ospf-10", "best-paths": "1038"}]}, "TABLE route count": {"ROW route
count": [{"mask len": "8", "count": "1"}, {"mask len": "24", "count": "600"}, {"mask len":
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"31"’
switch-1#

{"mask_len":

"32"1 "count": 1132411}] FYIYIY )

WOHE, JSON Pretty X T IP L— M 2 FRT B0 2R L £,

switch-1# show ip route summary |

Jl NX-APICLI

"TABLE vrf":

"vrf-name-out":
"TABLE addrf":
"ROW_addrf":

"TABLE_summary":
"ROW_summary":

"default",

{

"ipv4 ",

"routes":

{

json-pretty

"938",

"paths": "1453",
"TABLE unicast": {
"ROW_unicast": [

{

b

b

"clientnameuni": "am",
"best-paths": "2"
"clientnameuni": "local",
"best-paths": "105"
"clientnameuni": "direct",
"best-paths": "105"
"clientnameuni": "broadcast",
"best-paths": "203"
"clientnameuni": "ospf-10",
"best-paths": "1038"

"TABLE route count": {
"ROW_route count": [

{

b

"mask len": "8",
"COunt" . "1"

"mask len": "24",
"count": "600"

"mask len": "31",
"count": "13"

"mask len": "32",
"count": "324"
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}
}
switch-1#

WDOFNE, JISON XA T 4 TR TIP V— FTF—T Va2 R+ B HFEZRLTWET,

switch-1(config) # show ip route summary | json native

{"IPEIE v {"ROW ™ [{™rfree-out" s "default”, "RELE ackirf™: {"ROW acte": [{"actie" s "ipd”, "PEIE, strmery”": {"ROW sumary": [{"routes”:3, "o
aths":3, "TPHIE, unicast": {"ROY unicast": [{"clientrameni: "oroadcast™, "bestpeths:3}] ), "IEHIE ratte cont": {"ROW rate cont: [{"frask len'":8,
"count":1}, {"mask len":32,"count":2}]1}}1}}1}}1}}

switch-1 (config) #

JSON #A 7 47 (BXTISON 7V 7 4 XA T 4 7) Tk, BEDPEOEELL LTRIND

ZEICEBLTLLEE Y, 2l xiE, masklen:) IZFEBEOME32 & LTERINET,

WOFINE, JISON 7V F 4 AT 4 TR TIP L— N TF—T N EERTDHHEEZTRLTWE
7,

switch-1(config)# show ip route summary | json-pretty native

{

"TABLE vrf": {
"ROW vrf": [{
"vrf-name-out": "default",
"TABLE addrf": ({
"ROW_addrf": [{
"addrf": "ipv4",

"TABLE summary": {
"ROW_summary": [{
"routes": 3,
"paths": 3,
"TABLE unicast": {
"ROW_unicast": [{
"clientnameuni": "broadcast",
"best-paths": 3
]
}!
"TABLE route count": {
"ROW_route count": [{

"mask len": 8,
"count": 1

b Ao
"mask len": 32,
"count": 2

H
}

}
switch-1 (config) #

H > JIJLNX-APIL X5 1) T k

=P —INX-API TR I V7 N2 lT 2 HFEERTH TNV AT VT MIT 7 2ATEE
T, VTN AT YT NIT 7 BATHIZE, ROV 2% 27V 7 LT, WERY 7 U
T VY —=RZHIET DT 4 L7 b U &R L F 9 : Cisco Nexus 9000 NX-OS NX-API

NX-APiCLl [


https://github.com/datacenter/nexus9000/tree/master/nx-os/nxapi/

NX-APICLI |
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