gRBPCT—> VU k

«gRPC =—V = MZHDWNT (1 3—Y)

«gRPC =—V = MIZET LU A RTA4 2 EHIRFEH (1 =)
« gRPC =—V = > FOfERL (3 —)

o EES (12 5—2)

gRPC T— x> FIZTDLVT

gRPC 1X, T OA—T > Y —ADE M RE/R Y E— F 7B — % 23—/ (Remote Procedure
Call, RPC) 7L — AT —27 T, Cisco NX-0S IE. gNMI <> gNOI 72 ¥ 0 gRPC i+ — b 2
Y R— T2 gRPC =—V = hERAELFT,

gRPC T—> U MBI A K54 U EHIRREIE

LIFIE, gRPC ==V = MIBET 04 RT A » LHIlIRFIETT,

« WHLVRF &7 7 4 /L b VRF Ofiti 5 T gRPC ZHMZ L, 2 TT 7 4/L k VRF THEHIZT
% & EHL VRF O oNMI B /EITRE L2 <72 0 £77,

[AEESR & L C, nofeaturegrpc =~ K% AJJ L C gRPC #5242 ME2h2 L, featuregrpe
a2 R, F£7203 grpc certificate <° grpc port O & 9 72 E ORER gRPC ik 2~ R %

ANLT, 7 va=vr70L%E7, £/, H8 VRF OBEFOBHMICHRERT D03

b ET,

« gRPC AEAZE DN RIICERE SN TWADEE, RESNTZAZ— T v a7 4% a
L—y g U aEMH L CLLAT® Cisco NX-0S 9.3(x) £ A —IZ U v— K L7=%. gRPC H&HE
TR E S IT ANER A,
show grpc gnmi service statistics =~ F&Z AL THER L E T, ROAT—F AT —
AvE—URNFRINET,

Status: Not running - Initializing...Port not available or
certificate invalid. (A7 —Z X ETLTCWERA-FIHLF. . R— MR FEHTE
R GEEFESE) T, )

gRPCT—2 b+ .



gRPCT—>z ok |
B rrez—vo hcETRHA FS AL LHRER

P—ERAEZE LT DI, BURGEHEa Y FEREMEL TERELET,

« 1 AH I gRPCREHEZER L TV D4, rdoadascii 2~ > K& AT 2 LA Kb
NET, 740 FO day-1 GFHEICRE Y £9, reload astii =~ > K& A S L7=#%I2iE,
ALy FHEVa—RLET, AL v TFRFOEE LIz, gRPC AKX LAGEHEL iR E
THUENHY £,

N

GH  ZhiE, gpe B RE AN LESAICEMA ShET,

« gRPC DT 7 4 /L kLIS O VRE O E|ZEA[HEMEIT, L3IVNIEVPN B L NP REH TO AR —
cMENES, 2L, TN MUSD VREBEI O VXLAN 7T v RBL QT —= 7
TO MPLS 4 L7 B REME TR — F STV EF A,

©9.3(x) L VAT CiscoNX-0S UV U —RZBWTHR—=FENDT T v b7 4 —LDFEMIC
ONWTIE, FOV U —REITHA RO [FurlI<e )7 4#EDTT v N7+ —20 W
A=k 2B TIIEEV, CiscoNX-08 UV U —293x) IETHHR—FShTnd >
T v b7 =212\ TIL,  [Nexus Switch Platform Matrix] ZZM 1L T 72 &\,

« gRPC 7' A%, CPUEH#EEL CPU D 75% (2, AEV % 4GB IZHIFRE9 % HIGH PRIO
w7 N—TEER L ET,

*gRPCT=—V = ME, FAA v F LT, BFFT2HD gRPC H— NIk L, EELVRF &
1 BOx—Y—$5E VRF # ¥R — b LET, =2—F—E VRF (7L 21X7 74/ b
VRF) T gRPC #HAHR— bhTiuE, KEDO T 7 v 7 AMNBEE L RWEEE VRF H»
oD gRPC FEONH L DML A | kI A 7 m— R TE ET,
«2 DD gRPC V' — =% T 25 G1T, ROFITHEEL T EZEI W,
o VRF B FUTRE ICHE A S D72, 45 gRPC H— S — | TAH AT MST L CER 2 JLEE L
F9°, ERIL VRF WA HEE L EEA,
2 BDY—N—|THA £721Z74+—/ F LT b T £HA, —/D gRPC
Y= N—I SRy 7 T v TP, FNHOMTAL v FA—N"—F i TAL v F
Ny Z7iEdb0 EFHA,

* gRPC #— "—DHillfRI% VRF BAL T,

» Cisco NX-0S U U — 2 10.4(3)F LA, gRPC |3 92348GC-X THHR— F SN E T,

« CiscoNX-0OS U U —210.4 (3) FLAFE, TLSIZ. vI3DYR—FENTWET, FIKEY
A—hENDHZNX—=T 3 iEvl2 T,

* Cisco NX-OS U U — & 10.5(1)F LAF%, fips mode enable & 7213 fips mode disable% 32179 %
72 ONZ NX- APL 23 FEEh L 97,

* CiscoNX-0S U U —2%10.6 (1) F LI, UDS %41 L7z gRPC D/S AT — K L AFEFEA Y
A—bhERTWET, ZOMERIE, BESIMTBEEX2 )7 o 2L, FHEHINT
T—Vxr MERICHT D AAA B 7 A EREERT D MERRVGEICENY L ET,

[l eIk
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| RPCT—Sz ok
gRPC T— x> DR .

¢ NXAT— RLAUDS~DT 7B AL, FFAlanicu—n e X CHIRSET,
N— R E LTEITENTWDED, LRI N—THER (Unix 7 7 A VDT 7 & AT
WL TRE) ZFRfO7aADHRMN, UDS %I L TgRPC=— = > MIFEEH TX
i—é—o

e NATU— R LA UDS TOFEHDT-DIZFRFEFANA RAEINETRN, BT v
T4 T TIHERE L THE 2 — A BLETT,

¢ gRPC A X T —H TCa—P—ZNRESINTWRWEA, T 74V o EHE | 22—
P—NEKBET T 4 o IS ET,

o ladmin| =—HF =T+ 7RMERP2WGEX, LB — L EFFORED 2 —F—
(network-admin 72 &) Z#ERk L F 97,

gRPC T—> x> DR

gRPC D1ERL

oNMI HREIE. grpe = > KA L CHERR L 25

grpc certificater~ > R CHEH SN DFEHEL A A v FIZA AR — F35I121%,  [Cisco Nexus
9000 >V —ANX-OS X =2 VT AR A K] O [TAT T 4T 4 dEBHEDA A h—
V) DT VarEZRLTIEIN,

\)

() ALAP—NAENTWDHIDFEAEZESZIL & OEELEE TS L, gRPC — "—3Higdh LT
EHENEH SN 5E08H 0 £9, grpeportgrpe certificate gRPC Y— SR HEET5 L, 7
IT 4TI T ATV T a AITXTRey 7INded, BYT AT T4 7T H0ERD
0ET,

188 B
Y TR ERGEAE 7 7 A VA L, BALET,
ZHUE gRPC ICEA TIEARWed, BEEO N T A MRA L N7 7 AV EFRIHTEET,

FIRDEE

configure terminal
(f£&) crypto catrustpoint <server-trustpoint>
crypto caimport <server-trustpoint> pkcsl2 bootflash: :<server-ca-file> <pkcs-password>
feature grpc
(f£%&) grpcport port-id
grpc certificate certificate-id

© 0 AN =2

gRPCT—2 b+ .
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B rrconn

FIRD

7 ({EE) usevrf default

FIE

gRPcT—oz vk |

ARV RFEERETIVa Y

B8

Z v 71 | configure terminal MRE— FIZAD £,
fi
switch# configure terminal
switch (config) #

ATwv 2| (f£E) cryptocatrustpoint <server-trustpoint> P — RFEREHD N7 A MARA v N EERLET,

Bl FEFATRE/2— N T R hARA > 3T CICAEES
switch# crypto ca trustpoint tls server trustpoint] 5%/5\\ AT ‘)70 2~3 A7 = ‘/'(“’J*o

AT 73 |cryptocaimport <server-trustpoint> pkcsl2 bootflash: | 4-— /X pkes12 7 7 A /L% b T A hilRA > MZA
:<server-ca-file> <pkes-password> RK—FLET,

i -
switch# crypto ca import tls server trustpoint
pkcsl2 bootflash:server.pfx test

AT 74 |featuregrpc HATXNVA LD gNMI AV Z—T = A A% P KR—
Bl - 4% gRPC =—T =2 FEFMMILET,
switch# feature grpc
switch (config) #

ATFv 75| ({E&E) grpcport port-id N— hESEMHER L ET, port-id DFPFHIL 1024 ~
51 65535 T, 50051 87 7 4L K TT,
switch(config)# grpc port 50051

Z 5w 76 |grpc certificate certificate-id FEAE N7 A RARA M ID ZFEE L ET, M
i - ST,  [Cisco Nexus 9000 >V — X NX-0S
switch (config)# grpc certificate cert-1 Fal7 41%5277/]} }\'ﬂ » ’77/])5::/51 A7 4 Al

BEOA A=) B7 2 a T, GEAFEOA
= MZOWTHERE L TS 72 E 0,
ATv 71| (LE) usevrfdefault gRPC =— = > hF 7 4/ K VRF 226 DE(F

1

switch (config)# grpc use-vrf default

(A XA r) RPCERZZIFANGND XL HIT

LET, ZOFIEIZEY, 774V k VRF NEE
RPCERZMHLTEZH L 212 EF, 774/ 1
TlX, gRPCHEREN AN /2> TV D56, EELVRF
237G RPC ERZLFE L 97,
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| RPCT—Sz ok

F—REAZEDERK
WIZ, A4 v FO bash ¥ = L THEBALF—REAELE AR D07 LET, ZHEERO

HEABLELTWES, TAT T 47 4 iEHEOEKOFEMIZ OV TIL,

x—rnzoss I

['Cisco Nexus 9000

YU —ANX-OS EXa UTF AT A RN @ (TAF T 4 F 4 GBHEDAL A R—/L] D

v varESRELTIEI N,

\}

=)

ZDXATIX, AA v FTAEHEZ AR T D HFEOHITT, £EO Linux BREE T
THZLEHLTEET, EBREERE CIL. CABAMEEREOHHEZRFTT 2 LERH Y £,

FIEDHE
1. BEBAF—Cpem 77 A NVEAERLET,
2. ¥—TyANEkpem 7 7 ANEER LIS, PTARKRA L FCAT Vv m— g U TE
MTD7DIZF— 77 AL pem 7 7 A NE/ 2 FAVTD0ERHY £,
3. pkesl2 N R FTARKRA L MIANLT, FFAMRA L FCAT Y m—3 g
ERELET,
4. by N7 v T EMERLET,
F gD ¥
FlE
ARV RFERIETY V3 B#Y
= 59 — v switch# run bash sudo s
AT jj1 Ea%‘%f\’ = pem 77/])/1/%$Ey‘biﬁ‘o bash—4.3#uopenssl l;eq —2509 -newkey rsa:2048
-keyout self sign2048.key -out self sign2048.pem
-days 365 -nodes
Z-T-‘y7°2 ¥ — 77,]']]/k pem 774}/1/%%52 L/fl?(ﬁ\ 2 After generating the key and pem files, you must

ARRA LV FCAT Vv — g MERATLED
¥ — 77 A0k pem 7 7 A V&N RLT B0
EWHAH Y F9,

bundle the key and pem files for use in the
trustpoint CA Association.

switch# run bash sudo su bash-4.3# cd /bootflash/
bash-4.3# openssl pkcsl2 -export -out

self sign2048.pfx -inkey self sign2048.key -in
self sign2048.pem -certfile self sign2048.pem
-password pass:Ciscolabl23!

bash-4.3# exit

ATvT3

pkes12 N Kv%& T A RARA L MZAZILT, b
FTARKRA L FCAT Vv m—a U ERELET,

switch (config)# crypto ca trustpoint mytrustpoint
switch (config-trustpoint)# crypto ca import
mytrustpoint pkcsl2 self sign2048.pfx Ciscolabl23!

ATvT4

Ty Ty T ERERE LE T

switch (config)# show crypto ca certificates

Trustpoint: mytrustpoint certificate:

subject= /C=US/0O=Cisco Systems, Inc./OU=CSG/L=San
Jose/ST=CA/street=3700 Cisco

Way/postalCode=95134/CN=ems . cisco. com/serialNumber=FGE18420K0R
issuer= /C=US/0O=Cisco Systems, Inc./0OU=CSG/L=San
Jose/ST=CA/street=3700 Cisco

Way/postalCode=95134/CN=ams . cisco. con/serial Nurber=FGE18420K0R

gRecz—>z>+ [}
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ARV RFERETIVa Y

B8

serial=0413

notBefore=Nov 5 16:48:58 2015 GMT

notAfter=Nov 5 16:48:58 2035 GMT

SHA1

Fingerporint=2E: 99:2C:CE: 2F:C3:B4:HC:C7:E2:52:3A:19:A2:10:D0:54:CA: 79: 3B
purposes: sslserver sslclient

CA certificate 0: subject= /C=US/0O=Cisco Systems,
Inc./0OU=CSG/L=San Jose/ST=CA/street=3700 Cisco

Way/postalCode=95134/CN=ems . cisco. con/ serialNumber=FGE18420K0R
issuer= /C=US/0O=Cisco Systems, Inc./OU=CSG/L=San
Jose/ST=CA/street=3700 Cisco

Way/postalCode=95134/CN=ems . cisco. con/serialNumoer=FGE18420K0R
serial=0413

notBefore=Nov 5 16:48:58 2015 GMT notAfter=Nov 5
16:48:58 2035 GMT

SHA1

Fingerporint=2E: 99:2C:CE: 2F:C3:B4:HC:C7:E2:52:3A:19:A2:10:D0:54:CA: 79: 3B
purposes: sslserver sslclient

gRPC 7 2 ’f VA I‘ nIEEﬂimb\niEo)*%ﬁ‘z

gRPC UL, FEAET 7 A L (AP —) |

WHEANWTI IAT » FERRET 52 L b TEET,

ZAUZED, NRAT— RR—Z2DFEL Y H 7 LRETHD &%K%m5/\7\7‘—l\vxmunﬁﬁxfE

it E9,

48 SRS

Y SRR ERGEE Y 7 A Va2 L, BA L ET
ZHUE gRPC ICEA TRV, BEEO N T A MRA L N7 7 AV EFFIHTEET,

(f£&) crypto catrustpoint <server-trustpoint>

(f£&) crypto ca authenticate <client-root-trustpoint>
grpc client root certificate <client-root-trustpoint>

FIEDHE
1. configureterminal
2
3. rsakeypair <client-key>
4
5

FlaDEH

FIE

AR NFERERTOVa Y

B8

Z w71 | configureterminal

1

switch# configure terminal
switch (config) #

HERLE— RIZAD £97,

[l eIk
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RPc v 51 7o rameRiEos [

ARV RFERETIVa Yy

B8

ATFwv 72| (f£E) cryptocatrustpoint <server-trustpoint> P— NGEAEFHDO h T A MARA v MEERLET,
fi : FAFREZRY— N N T 2 MARA > R CTIAFES
switch# crypto ca trustpoint tls server trustpoint] 5%/5\\ AT ‘)70 2~3 kA7 ‘/'(“’J*o

R T 7 3| rsakeypair <client-key> 7I7AT R RTARKRA Y FDrsa ¥ —T &/E
15“ . EE L/ihé‘o
switch# rsakeypar client-key

ATw 74| (I£E) cryptocaauthenticate<client-root-trustpoint> | 7 7 A 7 > hiEEZ A VR— KL E$, ZOTFIE
Bl Tk, FHTIE—L T M2 BERDHY %

N | | | R TSN,

switch# crypto ca authenticate client trustpoint

R w75 |grpcclient root certificate <client-root-trustpoint> IS5 AT hCAN— FEHESFRAFNTS FF R

1 -

switch(config)# grpc client root certificate
client trustpoint

FRA Y bR ATILET,

1

= 9530]]

DOk a T,

S DT DI Y — 7 v A DB R LET,

1. 7747 b — FCAFFHEZ#E L £,
2. FFBAZEDOA AR — b

74T b root IZXT BH LWEEAENEFICER SN EED, AL T T

SFRHEA R T A -0 a<w s Rl FOHERITRLET,

switch (config) # crypto ca trustpoint my client trustpoint

switch (config-trustpoint)# crypto ca authenticate my client trustpoint
end the input with a line

input (cut & paste) CA certificate (chain) in PEM format;

containing only END OF INPUT

MIIDUDCCAJjigAwIBAgIJAJLisBKCGjQOMAOGCSgGSIb3DQEBCWUAMDOxXxCzAJBgNV
BAYTAIVTMQswCQYDVQQIDAJDQTERMASGALUEBwwIU2FulEpvc2UxDjAMBgNVBAOM
BUNpc2NvMB4XDTIWMTAXNDIWNTYyNI1oXDTQWMTAWOTIWNTYyN1owPTELMAKGALIUE
BhMCVVMxCzAJBgNVBAgGMAKNBMREWDwYDVQOHDAhTYW4gSm9z ZTEOMAWGALUECgWE
0212Y28wggEiMAOGCSQGS Tb3DQEBAQUAAAL IBDWAWGGEKAOTBAQDEX7qZ2EdogZzU4
EWONSPpB3EjYOnS1FLOw/iLKSXfIiQJDOQhawl6£fDnnYZj6vzWEaOls8cangHCXQ1
gUyxFOdGDXa6neQFTgLowSAG6UCSQA+eenN2PIpMOjfdFpaPiHu3mmeTI1xP39Ti3
/y548NNORSepApBNkZ1rJSB6CUu9AIFMZgrZXFgDKBGSUOf /CPnvIDZeLcun+zpUu
CxJLA76Et4buPMysuRgMGHIX8CYw8Mt jmuCuCTHXNN31ghhgpFxfriW/69pykjU3R
YOrwlSUkvYQhtefHUTHBmgym7MFoBEchwr1C5YTduDzmOvtkhsmpogRe3BiIBx45
AnZzdtdil1AgMBAAG]UzBRMBOGA1UdDgQWRBSh3IqRrm+mtB5GNsoLXFb3bAVg5TAT
BgNVHSMEGDAWgBSh3IgRrm+mtB5GNsoLXFb3bAVg5TAPBgNVHRMBAL8EBTADAQH/
MAOGCSgGSIb3DQEBCWUAA4IBAQAZAFpc61RKzZBGIQ/ 70K1FNCTX/YXkneXDk7Zr]j
8WORSO0Khxgke97d2Cwl5P5reX027kvXsnsz/VZn7JYGUVGS1xT1cCb6x6wNBr4Qr
t9gDBu+LykwgNOFe4VCAv6e4cMXNbH2wHBVS/NSOWnM2FGZ10VppjEGFM60M+N62
8n4/rWslfWFbn7T7xHH+N10Ffc+8g8h370pyCnb0ILj+adrnyus8xXJPQb05DfJe
ahPNfdEsXKDOWkrSDtmKwtWDgdtjSQC4xioKHoshnNgWBJbovP1IMQ64UrajBycwV
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SEDHERL

z9snWBm6p9SdTsVI2YwEF1tRGUgqpcI901lsBgH7FUVULhmHDWE

————— END CERTIFICATE----END OF INPUT

Fingerprint (s): SHAL
Fingerprint=0A:61:F8:40:A0:1A:C7:AF:F2:F7:D9:C7:12:AE:29:15:52:9D:D2:AE

Do you accept this certificate? [yes/no]:yes switch(config)#

NOTE: Use the CA Certificate from the .pem file content.

switch# show crypto ca certificates Trustpoint: my client trustpoint CA certificate
0:

subject=C = US, ST = CA, L = San Jose, O = Cisco

issuer=C = US, ST = CA, L = San Jose, O = Cisco

serial=B7E30B8F4168FB87 notBefore=Oct 1 17:29:47 2020 GMT notAfter=Sep 26 17:29:47
2040 GMT

SHALl Fingerprint=E4:91:4E:D4:41:D2:7D:C0:5A:E8:F7:2D:32:81:B3:37:94:68:89:10 purposes:
sslserver sslclient

gRPC ~D b 7 A MARA > N OBFHEAfF I

74T hv— MIH LWVGEREZ EFICHEK L72%, A4 vyF ETRI A

KA 2 N % gRPC Yr— NZBEST T 5 Al 2RISR L E T,

switch (config)# feature grpc

switch (config) # grpc client root certificate my client trustpoint switch(config)#
show run grpc

!Command: show running-config grpc

'Running configuration last done at: Wed Dec 16 20:18:35 2020

!Time: Wed Dec 16 20:18:40 2020

version 10.1 (1) Bios:version N/A feature grpc

grpc gnmi max-concurrent-calls 14 grpc use-vrf default grpc certificate my_ trustpoint

grpc client root certificate my client trustpoint grpc port 50003

AL DR O FRGIE

AA v F D gRPCIZ T A RRA v hEIEFIZEE#EMS T SN 5E60, iEHED

A RRET D T2 D DB EZRITR LET,

switch# show grpc gnmi service statistics

============= gRPC Endpoint =============

Vrf : management

Server address : [::]1:50003

Cert notBefore : Mar 13 19:05:24 2020 GMT

Cert notAfter : Nov 20 19:05:24 2033 GMT

Client Root Cert notBefore : Oct 1 17:29:47 2020 GMT

Client Root Cert notAfter : Sep 26 17:29:47 2040 GMT

EEDgNMI 7 7 A4 T > hD Y T A7 MAEHERGEZ A U=t O,
74T v MEEBEIL, EX— (pkey) & CAF =—> (cchain) ZfEH L CHE

REATONET, BUETIEL, NAUV—REIATvar T, 7747 i —h

CAMDL 7 FA4 7T v FEAESOERRT = — U ZRMET 2 0E N H 5 Z & R
LTL7ZENY,

gRPC D 7 A MARA » FBRZHIRT 5121X (no =~ F) | ROa~v R

2L ET,

switch (config)# no grpc client root certificate my client trustpoint

a<y RiE, gRPC=—V x> hDRT A RRA Y bEREZTEHIBRLET, b7
A KNRA 2 N CAREHEITHIBR SN EE A, AL v TF LD gRPCH—N—~D T Z

[l eIk



| RPCT—Sz ok
RPc v 51 7o rameRiEos [

AT v MEHERGEZ N o BRI L S E AR, =Y - LT —
NIZ & 2 EAGERE S L £ 9,

gRPC 7 54 7 > MEEBAEZ RS DHER

ZHITiX Tpkes7) 77 A& R T ARKRA Y MIA VR— b TH2HERHY ET, TD XD
BT 7 AT, BET AT _TDO/L— b CA, THICA, VY7 CANEENDZ &,

)

GE) 77470 FRIEMDON— FEHE LM EITHIRT D & gRPC B —"—2HEH L £
R

1R BHHIIZ

7 74T v PSRRI LERFEAET 7 A VAR L TEA LET, ZHIEgRPCIZEAD S D
TlERWedh, BEFFO R A MRS b7 7 A VEBAHTE T,

FIEDHE
1. configureterminal
2 (A7 2 ) cryptocatrustpoint <client-root-trustpoint>
3. (7T a ) cryptocaimport <client-root-trustpoint> pkcs? bootflash:<p7b file>
4. grpcclient root certificate <client-root-trustpoint>
FIED ¥
FlE
ARV RFERIETY a3 B#Y
Z 5w 1 | configure terminal Jua—r~)Lary 7 4 Fal— gy ET— NEBilg
1 - LET.
switch# configure terminal
ATwvT2| (A7 =3 ) cryptocatrustpoint 7747 v MNBAEHD R T A MARA v MEERL F
<client-root-trustpoint> e
i) -
switch# crypto ca trustpoint client trustpoint
ATvF3| (A7 3 ) cryptocaimport CANRY RAVDA VR —kplb 7 7 A VISATIT, Z
<client-root-trustpoint> pkcs7 bootflash: <p7b file> NHIFFAELELFT, Zhicky., AEfcE
1l - BOF b T A RKRA Y EBERR SV, ENEND—

BORAEF=— 2R LET,

switch# crypto ca import client trustpoint
bootflash:my ca bundle.p7b

gRecz—>z>+ [}
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B crec a0 NGINK T 0 L otER

ARV RFERFTIVaY =)

ATvT4

switch (config)# grpc client root certificate
client trustpoint

grpc client root certificate <client-root-trustpoint> AA Y NTANKA L h%& gRPCIZBHHAT T F 77,

GRPC [A] (7 NGINX 70> DR

FIRDOEE

Netconf <> Restconf & [AI#kIZ, gRPC=— = MIFHFHO Y — N/ KR— F TETSNET, gRPC
7747 v ME gRPC =— TV = M — NZEEER T 20N H D 5,

J U —210.3(3)F LAF:. NX-OSNGINX /L gRPCFT7 7 4 v 7 % ) L—742% = L CGRPCT 1 %
VELTHHETEET, TNIIRED—AFr—R TR IHLET,

cGRPCAR— "N 7ay 7 E&NFELEZ : GRPCZ— =2 MIAR—F 50051 TU v A LE
T ZOR—IN T 7 AT I+ — Lo TTay 7 SNTWHEE, GRPCYZ IA4 T v
R 1Z NGINX HTTPS 7" — b 443 %4 L C gRPC ¥ — B A ICMHERICT 7 B A T& £7°,

* VRF 7R — b os#fl : BAE, GRPC —E AIZ1E, HH VRF £7213 1 D2 — VP —f57EF
VRF ZfH L CORT 7 AT&E£7T, NGINXT (%, {£&ED VRF 7>5 D gRPC %
RAEGRETEET,

ZOHF LWTAR— ME, BEFOEEIZIXZE L %A, GRPCYZ 74 7 > ME, 51Z#iX GRPC
T—Vxr MIE#HEERETEET, bV IINGINX —N TR 52 &b T £4, NGINX
P—F, FeFx e LT, GRPCERK%Z GRPC=—V = MIEVFET, ZOLHRVF A
V7 REATH &, BIMOBERIGEBIENEELT-ERR2INDZ EICEELTLEXIN,
TRCOYV—NR—L 7T 4T FORFEE, NGINX (2L - TUEIEN$d, GRPC ZH%hIC
LT, NGINX —_R—ZFHESRL Y T4 7 v FFAZE 2T 27200 TS T,

1R BHIIZ
grpc HEREA ANIC L E T,
NX-APIFFHEAZ R L E9, SOV TIE, INX-APICLIDfEA] BB L T 7ZEW,

configureterminal
feature nxapi
nxapi certificate httpscrt certfile cert-file
nxapi certificate httpscrt keyfile key-file password <password>
nxapi certificate enable
(f£&) crypto catrustpoint <trustpoint>
(f£#&) crypto ca authenticate <trustpoint>
(f£&) nxapi client certificate authentication
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GRPe 10 NGINX T+ i ]

FIED
FIg
AU RERET Sy B
Z 5w J 1| configureterminal HERE— FICA Y £5,

1

switch# configure terminal
switch (config) #

ATy 72 |feature nxapi nxapi H§RE A AN L E 7,
f
switch# feature nxapi
switch (config) #
R T w 7 3 | nxapi certificate httpscrt certfile cert-file SERRET 7 A )V E R L £9,

1 -

switch# nxapi certificate httpscrt certfile
bootflash:nxapi.crt

ATvT4

nxapi certificate httpscrt keyfile key-file password
< password>
{5

switch# nxapi certificate httpskey keyfile
bootflash:nxapi.key password ciscol23

X—T A INVERERLET,

ATvTh

nxapi certificate enable

1

switch# nxapi certificate enable

AEERGEZ AZNC L ET,

ATvT6

({EE) cryptocatrustpoint <trustpoint>
{5

switch# crypto ca trustpoint grpcClientCA

Y— SGRAEFD b7 A RA B EAFRLET,

ATy T17

(f£#&) crypto ca authenticate <trustpoint>

1 -

switch# crypto ca authenticate grpcClientCA

7 T7AT b

Jb— FFFAEZ R T X MR A v MZA

VIR—hKMLFET,

ATvT8

({£E) nxapi client certificate authentication

1 -

switch# nxapi client certificate authentication
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* Cisco NX-O8 7 /31 AT, show featuregrpc =~ K& AN L Cm—V = h O % il
ABLET,

¢ gRPCT=—T 2  NDAT —HF A% T 51213, showfeature =~ > R&EEH L E7,

switch-1# show feature | grep grpc
restconf 1 enabled
switch-1#

B I D RESR

IIAT > b VAT AN, AL v TFOFEHKR— M ping ZFEITL T, AA v FIE|E A HE
ThHZ LB LET,
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CORFAAVMNI, KEVRAOARITRF2 AV MDSEMRTYT, YV IBHRICODEFELTIE
. BEREBRBEFAT. REBIRICZY7T—MDHD, VY IFDR=IHBH/TEIN TS
BENDODEIT I EETELLIEZWL, HBLETHESEMREBDEFIOT. ERXBABICDOW
TIFKRET A FDORFIAVNESBIZS,
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