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はじめに

この前書きは、次の項で構成されています。

•対象読者（vページ）
•表記法（vページ）
• Cisco Nexus 9000シリーズスイッチの関連資料（viページ）
•マニュアルに関するフィードバック（viページ）
•通信、サービス、およびその他の情報（viiページ）

対象読者
このマニュアルは、Cisco Nexusスイッチの設置、設定、および維持に携わるネットワーク管
理者を対象としています。

表記法
コマンドの説明には、次のような表記法が使用されます。

説明表記法

太字の文字は、表示どおりにユーザが入力するコマンドおよび

キーワードです。

bold

イタリック体の文字は、ユーザが値を指定する引数です。italic

省略可能な要素（キーワードまたは引数）は、角かっこで囲ん

で示しています。

[x]

いずれか1つを選択できる省略可能なキーワードや引数は、角
かっこで囲み、縦棒で区切って示しています。

[x | y]

必ずいずれか1つを選択しなければならない必須キーワードや
引数は、波かっこで囲み、縦棒で区切って示しています。

{x | y}
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説明表記法

角かっこまたは波かっこが入れ子になっている箇所は、任意ま

たは必須の要素内の任意または必須の選択肢であることを表し

ます。角かっこ内の波かっこと縦棒は、省略可能な要素内で選

択すべき必須の要素を示しています。

[x {y | z}]

ユーザが値を入力する変数であることを表します。イタリック

体が使用できない場合に使用されます。

variable

引用符を付けない一組の文字。stringの前後には引用符を使用
しないでください。引用符を使用すると、その引用符も含めて

stringと見なされます。

string

例では、次の表記法を使用しています。

説明表記法

スイッチが表示する端末セッションおよび情報は、スクリーン

フォントで示しています。

screen フォント

ユーザが入力しなければならない情報は、太字の screenフォン
トで示しています。

太字の screen フォント

ユーザが値を指定する引数は、イタリック体の screenフォント
で示しています。

イタリック体の screenフォン

ト

パスワードのように出力されない文字は、山カッコ（< >）で
囲んで示しています。

< >

システムプロンプトに対するデフォルトの応答は、角カッコ

で囲んで示しています。

[ ]

コードの先頭に感嘆符（!）またはポンド記号（#）がある場合
には、コメント行であることを示します。

!、#

Cisco Nexus 9000シリーズスイッチの関連資料
Cisco Nexus 9000シリーズスイッチ全体のマニュアルセットは、次の URLにあります。

https://www.cisco.com/en/US/products/ps13386/tsd_products_support_series_home.html

マニュアルに関するフィードバック
このマニュアルに関する技術的なフィードバック、または誤りや記載もれなどお気づきの点が

ございましたら、HTMLドキュメント内のフィードバックフォームよりご連絡ください。ご
協力をよろしくお願いいたします。
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通信、サービス、およびその他の情報
•シスコからタイムリーな関連情報を受け取るには、Cisco Profile Managerでサインアップ
してください。

•重要な技術によりビジネスに必要な影響を与えるには、CiscoServicesにアクセスしてくだ
さい。

•サービスリクエストを送信するには、Cisco Supportにアクセスしてください。

•安全で検証済みのエンタープライズクラスのアプリケーション、製品、ソリューション、
およびサービスを探して参照するには、Cisco DevNet [英語]にアクセスしてください。

•一般的なネットワーキング、トレーニング、認定関連の出版物を入手するには、CiscoPress
にアクセスしてください。

•特定の製品または製品ファミリの保証情報を探すには、Cisco Warranty Finderにアクセス
してください。

Ciscoバグ検索ツール
シスコバグ検索ツール（BST）は、シスコ製品とソフトウェアの障害と脆弱性の包括的なリス
トを管理するシスコバグ追跡システムへのゲートウェイです。BSTは、製品とソフトウェアに
関する詳細な障害情報を提供します。

マニュアルに関するフィードバック

シスコのテクニカルドキュメントに関するフィードバックを提供するには、それぞれのオンラ

インドキュメントの右側のペインにあるフィードバックフォームを使用してください。

Cisco Nexus 9000シリーズ NX-OS SRv6構成ガイド、リリース 10.6(x)
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第 1 章

新機能と更新情報

この章では、『Cisco Nexus 9000シリーズ NX-OS Srv6構成ガイド、リリース 10.6(x)』の新機
能および変更された機能について説明します。

•新機能と更新情報（1ページ）

新機能と更新情報
表 1 : Cisco Nexus NX-OSリリース 10.6(x)の新機能および変更された機能

参照先変更が行われたリ

リース

説明特長

該当なし10.6(1)Fこのリリースで追加され

た新機能はありません。

NA
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第 2 章

SRv6の構成

この章には、SRv6の構成方法に関する情報が含まれています。

•ライセンス要件（3ページ）
•サポートされるプラットフォーム（4ページ）
• IPv6を介したセグメントルーティングについて（4ページ）
• SRv6トポロジ（5ページ）
• SRv6に関する注意事項と制限事項 （6ページ）
• SRv6の構成（6ページ）
•カプセル化パラメータを構成（7ページ）
• IPv6アンダーレイの構成（9ページ）
• SRv6を介したレイヤー 3 VPNの構成（12ページ）
• SPv6設定の確認（18ページ）
• SRv6の構成例（18ページ）

ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。

•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価用のも
のがあります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

ライセンスタイプとインストール手順の詳細については、『Cisco NX-OSライセンシングガ

イド』および『Cisco NX-OSライセンシングオプションガイド』を参照してください。

Cisco Nexus 9000シリーズ NX-OS SRv6構成ガイド、リリース 10.6(x)
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サポートされるプラットフォーム
Nexusスイッチプラットフォームサポートマトリックスには、次のものがリストされていま
す。

•サポートされている Cisco Nexus 9000および 3000スイッチモデル

• NX- OSソフトウェアリリースバージョン

プラットフォームと機能の完全なマッピングについては、『Nexus Switch Platform Support
Matrix』を参照してください。

IPv6を介したセグメントルーティングについて
セグメントルーティング（SR）は、MPLSデータプレーンおよび IPv6データプレーンの両方
に適用できます。SR-MPLS対応ネットワークでは、MPLSラベルがセグメント識別子（SID）
として使用され、送信元ルータが接続先へのパスを選択し、パケットヘッダー内のパスをラベ

ルのスタックとしてエンコードします。IPv6（SRv6）ネットワーク上のセグメントルーティン
グでは、IPv6アドレスが SIDとして機能します。送信元ルーターは、宛先へのパスを、IPv6
パケット内のセグメントの順序付きリスト（IPv6アドレスのリスト）としてエンコードしま
す。IPv6パケット内の IPv6アドレスの順序付きリストをエンコードするには、拡張ヘッダー
である新しいルーティングヘッダーが使用されます。SRv6のこの新しいヘッダーは、セグメ
ントルーティングヘッダー (SRH)と呼ばれます。SRv6がイネーブル化されているネットワー
クは、アクティブセグメントはパケットの宛先アドレスによって示され、次のセグメントは

SRHのポインタによって示されます。

SRv6は IPv6データ転送で動作し、すべてのデータセンターの展開に適しています。SRHを
使用したSRv6は、トラフィック設計・導入とパス保護機能を容易にします。SRHを除いて、
SRv6は、IPv6パケットヘッダーのみを持つマルチテナントのトラフィック転送もサポートし
ます。この場合、IPv6宛先アドレス（128ビット）は、到達可能性（ロケーター）と VPN機
能を表します。

転送方法は、宛先アドレスがロケータプレフィックススペース内にある場合、SIDテーブル
にない場合、標準ルーティングテーブルに一致するかどうかをチェックします。

Cisco NX-OSリリース 9.3（3）以降、Cisco Nexus 9300-GXシリーズスイッチは、次のように
SRv6機能をサポートします。

• IPv6

•ラインレートでの SRHによるパケットの処理

• BGP、OSPFv3、および IS-ISプロトコル

• IPv4および IPv6 VPNプレフィックスの両方の SRv6上の L3VPN

• SRv6を介したグローバル IPv4および IPv6（インターネット）

Cisco Nexus 9000シリーズ NX-OS SRv6構成ガイド、リリース 10.6(x)
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Cisco NX-Release 9.3（3）では、次の機能がサポートされています。

• [終了（End）]

•終了 DT4/DT6/DT46

• Tカプセルレッド

•トランジット機能（SRHの有無にかかわらず）

SRv6トポロジ
この図は、SRv6トポロジを示しています。

図 1 : SRv6トポロジ

この例では、アンダーレイ IPv6は IS-ISで有効になっています。PE1とスパイン間のインター
フェイスはリンクローカルアドレスで有効化され、PE2とスパイン間のインターフェイスは
IPv6アドレスで設定されます。このトポロジでは、SRv6に対して構成スパインも有効になっ
ています。スパインは、純粋な IPv6アンダーレイとして機能できます。PE1/Leaf1は、VPNプ
レフィックスを交換するために iBGPセッションを介して PE2/Leaf2とピアをします。PE1は
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vrf1の CE1に接続され、eBGPセッションを介して VPNプレフィックスを学習します。同様
に、PE2は vrf1の CE2に接続され、eBGPセッションを介して VPNプレフィックスを学習し
ます。

SRv6に関する注意事項と制限事項
SRv6の注意事項および制約事項は、次のとおりです。

• Cisco NX-OSリリース 9.3(3)以降では、単一のロケータのみがサポートされています。

•レイヤ 3インターフェイスとレイヤ 3ポートチャネルは、ファブリックへのサポートされ
ているアップリンクです。SVIおよびサブインターフェイスはサポートされていません。

• SRv6機能とMPLS SR-TE機能の共存は、Cisco Nexus 9000スイッチではサポートされてい
ません。

サポートされるプラットフォーム

SRv6機能は、Cisco NX-OSリリースの表に記載されているプラットフォームでサポートされ
ています。

リリースプラットフォーム

9.3(3)9300-GXおよび 9300-GX2

10.4(1)FN9K-C9332D-H2R

10.4(2)FN9K-C93400LD-H1

10.4(3)FN9K-C9364C-H1

SRv6の構成
SRv6を有効にして、ロケーターをそのプレフィックスで構成できます。

手順の概要

1. configure terminal
2. segment-routing
3. srv6
4. locators
5. locator name

6. prefix ipv6 address/len

7. exit

Cisco Nexus 9000シリーズ NX-OS SRv6構成ガイド、リリース 10.6(x)
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch#configure terminal

SRv6を介したセグメント回送を有効にします。segment-routing

例：

ステップ 2

switch(config)#segment-routing
switch(config-sr)#

SRv6を介したセグメント回送を有効にします。srv6

例：

ステップ 3

switch(config-sr)#srv6
switch(config-sr-srv6)#

ロケータ構成モードを開始します。locators

例：

ステップ 4

switch(config-srv6)#locators
switch(config-srv6-locators)#

ロケーターを構成します。locator name

例：

ステップ 5

switch(config-srv6-locators)#locator loc1

ロケータプレフィックスを構成します。prefix ipv6 address/len

例：

ステップ 6

switch(config-srv6-locator)# prefix 6abc:0:1::/64

ロケーション構成モードを終了します。exit

例：

ステップ 7

switch(config-srv6-locators)# exit

カプセル化パラメータを構成
SRv6カプセル化構成を使用して、送信元 IPv6アドレスを含めることができます。

始める前に

feature srv6 がイネーブル化されていることを確認します。
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手順の概要

1. configure terminal
2. segment-routing
3. srv6
4. locators
5. locator name

6. encapsulation
7. source-address ipv6-address

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch#configure terminal

セグメントルーティング構成モードを開始します。segment-routing

例：

ステップ 2

switch(config)#segment-routing
switch(config-sr)#

SRv6を介したセグメント回送を有効にします。srv6

例：

ステップ 3

switch(config-sr)#srv6
switch(config-sr-srv6)#

ロケータ構成モードを開始します。locators

例：

ステップ 4

switch(config-sr-srv6)#locators
switch(config-sr-srv6-locator)#

すべての IPv4および IPv6 VRFに使用できるグロー
バルロケータを設定し、ロケータ構成モードを開始

します。

locator name

例：

switch(config-sr-srv6-locator)#locator loc1
switch(config-sr-srv6-locator)#

ステップ 5

カプセル化構成モードを開始します。encapsulation

例：

ステップ 6

switch(config-sr-srv6)#encapsulation
switch (config-sr-srv6-encap)#

SRv6カプセル化の送信元 IPv6アドレスを設定しま
す。

source-address ipv6-address

例：

ステップ 7
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目的コマンドまたはアクション

switch(config-sr-srv6-encap)#source-address
6666::1

IPv6アンダーレイの構成
次のいずれかを使用して IPv6アンダーレイを構成できます。

• IS-IS

• OSPFv3

• BGP

IS-ISプロトコルを使用した SRv6の設定
SRv6は IS-ISプロトコルで構成できます。

始める前に

次の条件が満たされていることを確認します。

• feature srv6が有効になっています。

• feature isisが有効になっています。

• SRv6は、IS-ISの IPv6アドレスファミリで有効になっています。

手順の概要

1. configure terminal
2. router isis instance-tag

3. address-family ipv6 unicast
4. segment-routing srv6
5. locator name

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

Cisco Nexus 9000シリーズ NX-OS SRv6構成ガイド、リリース 10.6(x)
9

SRv6の構成

IPv6アンダーレイの構成



目的コマンドまたはアクション

instance tagを設定して、新しい IS-ISインスタンス
を作成します。

router isis instance-tag

例：

ステップ 2

switch(config)# router isis 1
switch(config-router)#

アドレスファミリ設定モードを開始します。address-family ipv6 unicast

例：

ステップ 3

switch(config-router)# address-family ipv6 unicast
switch(config-router-af)#

IS-ISプロトコルを使用した SRv6の構成segment-routing srv6

例：

ステップ 4

switch(config-router-af)# segment-routing srv6
switch(config-router-af-srv6)#

ロケーターを構成します。locator name

例：

ステップ 5

switch(config-router-af-srv6)# locator loc1
switch(config-router-af-srv6)#

OSPFv3プロトコルを使用した SRv6の設定

始める前に

• [機能 srv6（feature srv6）]が有効になっていることを確認します。

•機能 ospfv3が有効になっていることを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal

route-map LOCATOR_MAP permit 10ステップ 2

例：

switch(config-router)# route-map LOCATOR_MAP
permit 10

OSPFモードを有効にします。router ospfv3 process_tag

例：

ステップ 3
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目的コマンドまたはアクション

switch(config)# router ospfv3
switch(config-router)#

アドレスファミリ設定モードを開始します。address-family ipv6 unicast

例：

ステップ 4

switch(config-router)# address-family ipv6 unicast
switch(config-router-af)#

redistribute srv6 locator route-map LOCATOR_MAPステップ 5

例：

switch(config-router)# redistribute srv6 locator
route-map LOCATOR_MAP

BGPを使用した SRv6の構成
ロケータがBGPで構成されている場合、ロケータプレフィックスのルートが IPv6ユニキャス
トテーブルに作成され、ピアにアドバタイズされます。

始める前に

feature srv6がイネーブル化されていることを確認します。

feature bgpがイネーブル化されていることを確認します。

手順の概要

1. configure terminal
2. router bgp as-number

3. segment-routing srv6
4. locator name

5. exit

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

BGPルータコンフィギュレーションモードを開始
します。

router bgp as-number

例：

ステップ 2

switch(config)# router bgp 200
switch(config-router)#

Cisco Nexus 9000シリーズ NX-OS SRv6構成ガイド、リリース 10.6(x)
11

SRv6の構成

BGPを使用した SRv6の構成



目的コマンドまたはアクション

BGPで SRv6を構成します。segment-routing srv6

例：

ステップ 3

switch(config-router)# segment-routing srv6
switch(config-router-srv6)#

ロケータを構成します。locator name

例：

ステップ 4

switch(config-router-srv6# locator loc1
switch(config-router-srv6)#

SRv6構成モードを終了します。exit

例：

ステップ 5

switch(config-router-srv6)# exit
switch(config-router)#

SRv6を介したレイヤー 3 VPNの構成
ロケータがBGPで構成されている場合、ロケータプレフィックスのルートが IPv6ユニキャス
トテーブルに作成され、ピアにアドバタイズされます。このロケータは、VRFの SRv6 SIDを
割り当てるために使用されます。

Cisco NX-OSリリース 9.3（3）では、Cisco NX-OSスイッチは 1つのロケータのみをサポート
します。

DT4および DT6 SIDは、各アドレスファミリで個別に構成できます。DT46が VRFで構成さ
れている場合、End.DT4および End.DT6の構成は各アドレスファミリで許可されません。

VRFの DT46 SIDの割り当て
レイヤー 3 VPNファブリックで SRv6を構成できます。

始める前に

feature srv6がイネーブル化されていることを確認します。

feature bgpがイネーブル化されていることを確認します。

手順の概要

1. configure terminal
2. router bgp as-number

3. segment-routing srv6
4. locator name

5. exit
6. vrf name
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7. segment-routing srv6
8. alloc mode per-vrf

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

BGPルータコンフィギュレーションモードを開始
します。

router bgp as-number

例：

ステップ 2

switch(config)# router bgp 200
switch(config-router)#

BGPで SRv6を構成します。segment-routing srv6

例：

ステップ 3

switch(config-router)# segment-routing srv6
switch(config-router-srv6)#

ロケータを構成します。locator name

例：

ステップ 4

switch(config-router-srv6# locator loc1
switch(config-router-srv6)#

SRv6構成モードを終了します。exit

例：

ステップ 5

switch(config-router-srv6)# exit
switch(config-router)#

VRFを設定します。vrf name

例：

ステップ 6

switch(config-router)# vrf vrf1
switch(config-router-vrf)#

SRv6を構成し、VRF SRv6構成モードを開始しま
す。

segment-routing srv6

例：

ステップ 7

switch(config-router-vrf-af)# segment-routing srv6
switch(config-router-vrf-af-srv6)#

VRFごとに SRv6エンド DT46を割り当てます。alloc mode per-vrf

例：

ステップ 8

switch(config-router-vrf-af-srv6)# alloc mode
per-vrf
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VRFごとの DT4および DT6 SIDの割り当て
レイヤー 3 VPNファブリックで SRv6を構成できます。

始める前に

feature srv6がイネーブル化されていることを確認します。

feature bgpがイネーブル化されていることを確認します。

手順の概要

1. configure terminal
2. router bgp as-number

3. segment-routing srv6
4. locator name

5. exit
6. vrf name

7. address-family (ipv4 | ipv6} unicast
8. segment-routing srv6
9. alloc mode per-vrf

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

BGPルータコンフィギュレーションモードを開始
します。

router bgp as-number

例：

ステップ 2

switch(config)# router bgp 200
switch(config-router)#

BGPで SRv6を構成します。segment-routing srv6

例：

ステップ 3

switch(config-router)# segment-routing srv6
switch(config-router-srv6)#

ロケータを構成します。locator name

例：

ステップ 4

switch(config-router-srv6# locator loc1
switch(config-router-srv6)#
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目的コマンドまたはアクション

SRv6構成モードを終了します。exit

例：

ステップ 5

switch(config-router-srv6)# exit
switch(config-router)#

VRFを設定します。vrf name

例：

ステップ 6

switch(config-router)# vrf vrf1
switch(config-router-vrf)#

IPv4または IPv6アドレスファミリを構成し、アド
レスファミリ構成モードを開始します。

address-family (ipv4 | ipv6} unicast

例：

ステップ 7

switch(config-router-vrf)# address-family (ipv4
| ipv6} unicast
switch(config-router-vrf-af)#

SRv6を構成し、VRF SRv6構成モードを開始しま
す。

segment-routing srv6

例：

ステップ 8

switch(config-router-vrf-af)# segment-routing srv6
switch(config-router-vrf-af-srv6)#

VRFごとに SRv6エンド DT4または DT6を割り当
てます。

alloc mode per-vrf

例：

ステップ 9

switch(config-router-vrf-af-srv6)# alloc mode
per-vrf

グローバル VRFの SRv6 DT46 SIDの割り当て
レイヤ 3 VPNファブリックを使用したグローバル VRFで、SRv6 DT46 SIDを割り当てること
ができます。

始める前に

feature srv6がイネーブル化されていることを確認します。

feature bgpがイネーブル化されていることを確認します。

手順の概要

1. configure terminal
2. router bgp as-number

3. segment-routing srv6
4. locator name

5. alloc mode per-vrf
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

BGPルータコンフィギュレーションモードを開始
します。

router bgp as-number

例：

ステップ 2

switch(config)# router bgp 200
switch(config-router)#

BGPで SRv6を構成します。segment-routing srv6

例：

ステップ 3

switch(config-router)# segment-routing srv6
switch(config-router-srv6)#

ロケータを構成します。locator name

例：

ステップ 4

switch(config-router-srv6# locator loc1
switch(config-router-srv6)#

グローバル VRFに SRv6エンド DT4または DT6を
割り当てます。

alloc mode per-vrf

例：

ステップ 5

switch(config-router-srv6)# alloc mode per-vrf

グローバル VRFでの IPv4 AFの SRv6 DT4 SIDの割り当て
レイヤ 3VPNファブリックを使用したグローバルVRFで、IPv4アドレスファミリにSRv6DT4
SIDを割り当てることができます。

始める前に

feature srv6がイネーブル化されていることを確認します。

feature bgpがイネーブル化されていることを確認します。

手順の概要

1. configure terminal
2. router bgp as-number

3. address-family ipv4 unicast
4. segment-routing srv6
5. alloc mode per-vrf
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

BGPルータコンフィギュレーションモードを開始
します。

router bgp as-number

例：

ステップ 2

switch(config)# router bgp 200
switch(config-router)#

IPv4アドレスファミリを構成し、アドレスファミ
リ構成モードを開始します。

address-family ipv4 unicast

例：

ステップ 3

switch(config-router)# address-family ipv4 unicast
switch(config-router-af)#

BGPで SRv6を構成します。segment-routing srv6

例：

ステップ 4

switch(config-router-af)# segment-routing srv6
switch(config-router-af-srv6)#

グローバルVRFのアドレスファミリにSRv6エンド
DT4を割り当てます。

alloc mode per-vrf

例：

ステップ 5

switch(config-router-af-srv6)# alloc mode per-vrf

グローバル VRFでの IPv6 AFの SRv6 DT6 SIDの割り当て
レイヤ 3VPNファブリックを使用したグローバルVRFで、IPv6アドレスファミリにSRv6DT6
SIDを割り当てることができます。

始める前に

feature srv6がイネーブル化されていることを確認します。

feature bgpがイネーブル化されていることを確認します。

手順の概要

1. configure terminal
2. router bgp as-number

3. address-family ipv6 unicast
4. segment-routing srv6
5. alloc mode per-vrf
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

BGPルータコンフィギュレーションモードを開始
します。

router bgp as-number

例：

ステップ 2

switch(config)# router bgp 200
switch(config-router)#

IPv6アドレスファミリを構成し、アドレスファミ
リ構成モードを開始します。

address-family ipv6 unicast

例：

ステップ 3

switch(config-router)# address-family ipv6 unicast
switch(config-router-af)#

BGPで SRv6を構成します。segment-routing srv6

例：

ステップ 4

switch(config-router-af)# segment-routing srv6
switch(config-router-af-srv6)#

グローバルVRFのアドレスファミリにSRv6エンド
DT6を割り当てます。

alloc mode per-vrf

例：

ステップ 5

switch(config-router-af-srv6)# alloc mode per-vrf

SPv6設定の確認
BGP仕様の SRv6構成を表示するには、次のいずれかの作業を行います。

目的コマンド

すべての VRFの BGP SRv6ロケータと SIDを
表示します。

Show bgp segment-routing srv6

その VRFおよび構成されたロケータの BGP
SRv6 SIDを表示します。

Show bgp process name

SRv6の構成例
この例は、SRv6の構成を示しています。
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feature bgp
feature isis
feature srv6
segment-routing
srv6
locators
locator first
prefix 6abc:0:1::/64

encapsulation
source-address 6666::1

route-map EVERYTHING permit 10

vrf context vrf1
rd auto
address-family ipv4 unicast
route-target import 6603:1
route-target export 6603:1

address-family ipv6 unicast
route-target import 6603:1
route-target export 6603:1

interface Ethernet1/7/1
no shutdown

interface Ethernet1/7/1.1
encapsulation dot1q 101
vrf member vrf1
ip address 31.0.1.2/24
ipv6 address 31::1:2/124
no shutdown

interface Ethernet1/9
ipv6 address use-link-local-only
ipv6 router isis SR-ISIS-6
no shutdown

interface loopback0
ip address 6.6.6.1/32
ipv6 address 6666::1/128
ipv6 router isis SR-ISIS-6

router isis SR-ISIS-6
net 66.0000.0000.0000.6001.00
metric-style transition
log-adjacency-changes
address-family ipv6 unicast
segment-routing srv6
locator first

maximum-paths 16

router bgp 6603
router-id 6.6.6.1
segment-routing srv6
locator first
alloc mode per-vrf

address-family ipv4 unicast
redistribute direct route-map EVERYTHING

address-family ipv6 unicast
redistribute direct route-map EVERYTHING

neighbor 6666::3
remote-as 6603
update-source loopback0
address-family ipv4 unicast
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address-family ipv6 unicast
address-family vpnv4 unicast
send-community
send-community extended

address-family vpnv6 unicast
send-community
send-community extended

vrf vrf1
address-family ipv4 unicast
redistribute direct route-map EVERYTHING
segment-routing srv6
alloc mode per-vrf

address-family ipv6 unicast
redistribute direct route-map EVERYTHING
segment-routing srv6
alloc mode per-vrf

neighbor 31::1:1
remote-as 1001
update-source Ethernet1/7/1.1
address-family ipv6 unicast

neighbor 31.0.1.1
remote-as 1001
update-source Ethernet1/7/1.1
address-family ipv4 unicast

Cisco Nexus 9000シリーズ NX-OS SRv6構成ガイド、リリース 10.6(x)
20

SRv6の構成

SRv6の構成例



第 3 章

SRv6トラフィック設計・導入の構成

この章には、SRv6トラフィック設計・導入の構成方法に関する情報が含まれています。

• SRv6トラフィックエンジニアリングについて（21ページ）
•接続先プレフィックスベースのトラフィックステアリング（22ページ）
• SRv6トラフィック設計・導入に関する注意事項と制限事項 （23ページ）
•明示的な SIDリストの作成（24ページ）
•明示的なSRv6トラフィック設計・導入ポリシーへのプレフィックスの関連付け（26ペー
ジ）

• SRv6トラフィック設計・導入の構成例（27ページ）

SRv6トラフィックエンジニアリングについて
SRv6のトラフィックエンジニアリング（SRv6 TE）では、送信元ルーティングの概念が使用
されます。送信元はパスを計算し、パケットヘッダーでセグメントのリストとしてエンコード

します。このセグメントのリストは、着信パケットのSRv6セグメントルーティングヘッダー
(SRH)と呼ばれる IPv6ルーティングヘッダーに追加されます。

SRv6TEを使用すると、ネットワークは各ノードでアプリケーションごとおよびフローごとの
状態を維持する必要がありません。代わりに、状態を維持する必要があるのは、トラフィック

がポリシーに入るネットワークのエッジにあるヘッドエンドノードだけです。残りのノードは

パケットで指定されている転送命令に従うだけです。

SRv6トラフィック設計・導入は、各セグメント内で ECMPを使用することにより、従来の
MPLS RSVP-TEよりも効率的にネットワーク帯域幅を利用できます。また、単一のインテリ
ジェント送信元を使用し、残りのルータをネットワーク経由で必要なパスを計算するタスクか

ら解放します。

SRv6トラフィックエンジニアリングポリシー
SRv6トラフィック設計・導入では、ネットワークを介してトラフィックを誘導する「ポリシー」
を使用します。SRv6トラフィック設計・導入ポリシーは、セグメントのセットを含むコンテナ
です。
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ヘッドエンドは、トラフィックフローにSIDリストを課します。SIDスタック内の各通過ノー
ドは、最上位の SIDを使用して次のホップを選択し、SIDをポップして、パケットを次のノー
ドにフォワードします。パケットは、最終的な接続先に到達するまで、SIDスタックの残りと
ともに転送されます。

SRv6トラフィック設計・導入ポリシーは、タプル（カラー、エンドポイント）によって一意に
識別されます。IPv6アドレスがエンドポイントである間、色は 32ビットの数値として表され
ます。すべての SRv6トラフィックエンジニアリングポリシーには色の値があります。同じ
ノードペア間の各ポリシーには、一意のカラー値が必要です。これらのポリシーに異なるカ

ラーを選択することで、同じ 2つのエンドポイント間で複数の SRv6トラフィック設計・導入
ポリシーを作成できます。

Cisco NX-OSリリース 9.3(5)では、Cisco Nexus 9000シリーズスイッチは明示的な SRv6ポリ
シーのみをサポートします。

明示的 SRv6トラフィックエンジニアリングポリシー
明示的ポリシーは、セグメント IDの順序付きリストを表す IPv6アドレスのリストです。セグ
メントリストはオペレータによって定義されるため、ポリシーパスは静的に構成されます。

明示的なポリシーを作成するには、最初にセグメントリスト、ポリシー名、エンドポイント、

および色を定義し、ポリシーからセグメントリストを参照する必要があります。セグメント

リストは、異なるポリシー間で再利用できるため、個別に定義されます。

現在、明示的なポリシーのセグメントのリストには、パス (ヘッドエンドを除く)のノードの
SRv6 END SIDのみが含まれている必要があります。各ポリシーは、最大 3つの設定をサポー
トします。任意の時点で 1つだけが現用系になる 3つのセグメントリスト。これにより、1つ
の現用系セグメントリストと 2つのバックアップセグメントリストを持つことができます。

接続先プレフィックスベースのトラフィックステアリン

グ

グローバル VRF
グローバル VRFで宛先プレフィックスとプレフィックス長を設定し、SRv6トラフィック設
計・導入ポリシーを介して操作できます。この接続先プレフィックスは、IPv4または IPv6ア
ドレスのいずれかです。ポリシー名または色とエンドポイントに基づいて、トラフィック設

計・導入のためにポリシーを参照できます。接続先プレフィックスが、SRv6カプセル化なし
で IGP、BGP、または静的を介して到達可能な IPv6プレフィックスである場合、トラフィック
ステアリングは、SRHの SIDを使用した T.insert動作で発生します。この場合、トラフィック
設計・導入されたルートは、転送で元の最適ルートよりも優先されます。

接続先プレフィックスが SRv6カプセル化を介して到達可能な IPv4または IPv6プレフィック
スである場合、トラフィックステアリングはT.encapの動作で発生します。リモートカプセル
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化は、SRv6を介してリモートグローバルVRFから継承されます。トラフィック設計・導入さ
れたパスは、SRv6トラフィック設計・導入ポリシーから派生します。この場合、最終的なト
ラフィック設計・導入ルートは、転送時に元の T.encapルートよりも優先されます。

SRv6トラフィック設計・導入ポリシーなしで完全なカプセル化を設定できます。この場合、
ユーザーが設定したカプセル化は、リモートで学習されたリモートルートよりも優先されま

す。

VPN VRF
VPNVRFで接続先プレフィックスとプレフィックス長を設定し、SRv6トラフィック設計・導
入ポリシーを介して操作できます。この接続先プレフィックスは、IPv4または IPv6アドレス
のいずれかです。ポリシー名または色とエンドポイントに基づいて、トラフィック設計・導入

のためにポリシーを参照できます。

接続先プレフィックスが IPv4および IPv6プレフィックスであり、BGPから学習された場合、
リモートカプセル化はリモート VPNルートから継承されます。トラフィック設計・導入され
たパスは、SRv6トラフィック設計・導入ポリシーから派生します。T.Encapを使用した最終的
なトラフィック設計・導入 SIDは、転送の元の最適ルートよりも優先されます。

SRv6トラフィック設計・導入ポリシーなしで完全なカプセル化を設定できます。この場合、
ユーザーが設定したカプセル化は、リモートで学習されたリモートルートよりも優先されま

す。

SRv6トラフィック設計・導入に関する注意事項と制限事
項

SRv6トラフィック設計・導入には、次のガイドラインと制限事項があります。

• Cisco NX-OSリリース 9.3(5)以降では、1つのトンネルプロファイルのみがサポートされ
ます。

• T.Encapsを使用した SR-TEパスの SRv6 SIDの最大数は 4です。

• T.Insertを使用した SR-TEパスの SRv6 SIDの最大数は 8です。

• ECMPはポリシーレベルではサポートされていません。SR-TEの優先順位ごとに 1つのパ
スのみがあります。最大 3つの設定がサポートされています。

• MPLSセグメントルーティングと SRv6機能を同時に有効にすることはできません。

• IPv6リダイレクトは、コアインターフェイスで構成しないでください。no ipv6 redirects
コマンドを使用して、IPv6リダイレクトを無効にします。
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サポートされるプラットフォーム

SRv6トラフィックのエンジニアリング機能は、CiscoNX-OSリリースの表に記載されているプ
ラットフォームでサポートされています。

リリースプラットフォーム

9.3(3)9300-GXおよび 9300-GX2

10.4(1)FN9K-C9332D-H2R

10.4(2)FN9K-C93400LD-H1

10.4(3)FN9K-C9364C-H1

明示的な SIDリストの作成
セグメントリストと明示的な SRv6トラフィック設計・導入ポリシーを作成できます。

始める前に

SRv6機能がイネーブルになっていることを確認することが必要です。

手順の概要

1. configure terminal
2. segment-routing
3. srv6
4. traffic-engineering
5. segment-list name sidlist-name

6. policy policy name

7. color番号 [IPv6エンドポイント（IPv6-end-point）]

8. candidate-paths
9. preference preference-number

10. sidlist-nameexplicit segment-list
11. exit
12. srv6
13. locators
14. locator name
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

セグメントルーティング構成モードを開始します。segment-routing

例：

ステップ 2

switch(config)#segment-routing
switch(config-sr)#

SRv6を介したセグメント回送を有効にします。srv6

例：

ステップ 3

switch(config)#srv6
switch(config-sr-srv6)#

トラフィックエンジニアリングモードに入ります。traffic-engineering

例：

ステップ 4

switch(config-sr-srv6)# traffic-engineering
switch(config-sr-srv6-te)#

明示 SIDリストを作成します。segment-list name sidlist-name

例：

ステップ 5

switch(config-sr-srv6-te)# segment-list name
black

index 1 segment-routing srv6 A1:0:0:2:1::
index 5 segment-routing srv6 A1:0:0:3:1::

segment-list name blue
index 1 segment-routing srv6 A1:0:0:4:1::
index 5 segment-routing srv6 A1:0:0:5:1::

ポリシーを設定します。policy policy name

例：

ステップ 6

switch(config-sr-te-color)# policy 1

ポリシーのカラーとエンドポイントを設定します。color番号 [IPv6エンドポイント（IPv6-end-point）]

例：

ステップ 7

switch(config-sr-te-pol)# color 201 endpoint
A1:0:0:07::1

ポリシーの候補パスを指定します。candidate-paths

例：

ステップ 8

Cisco Nexus 9000シリーズ NX-OS SRv6構成ガイド、リリース 10.6(x)
25

SRv6トラフィック設計・導入の構成

明示的な SIDリストの作成



目的コマンドまたはアクション

switch(config-sr-te-color)# candidate-paths
switch(cfg-cndpath)#

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 9

switch(cfg-cndpath)# preference 100
switch(cfg-pref)#

明示的リストを指定します。sidlist-nameexplicit segment-list

例：

ステップ 10

switch(cfg-dyn)# explicit segment-list blue
switch(cfg-dyn)#

コンフィギュレーションモードを終了します。exit

例：

ステップ 11

switch(cfg-dyn)# exit
switch(config)#

SRv6構成モードに入ります。srv6

例：

ステップ 12

switch(config)# srv6
switch(config-srv6)#

ロケーター構成に入ります。locatorsステップ 13

SRv6用にグローバルに構成されたグローバルロ
ケーター名であるロケーター名を構成します。

locator nameステップ 14

明示的なSRv6トラフィック設計・導入ポリシーへのプレ
フィックスの関連付け

SRv6カプセル化構成を使用して、送信元 IPv6アドレスを含めることができます。

始める前に

feature srv6がイネーブル化されていることを確認します。

手順の概要

1. configure terminal
2. feature ofm

3. tunnel profile [メイン（Main）]

4. encapsulation srv6
5. route prefix / len [ vrf vpm-vrf ] via policy color color endpoint endpoint address
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal

ofmを有効にします。feature ofm

例：

ステップ 2

switch (config)# feature ofm

SRv6カプセル化のトンネルプロファイルを作成し
ます。

tunnel profile [メイン（Main）]

例：

ステップ 3

switch(config-sr-srv6)# tunnel profile main

SRv6のためのトンネルプロファイルを作成します。encapsulation srv6

例：

ステップ 4

switch(config-tnl-profile)# encapsulation srv6
switch(config-tnl-profile)#

プレフィックスをポリシーに関連付けます。route prefix / len [ vrf vpm-vrf ] via policy color color
endpoint endpoint address

ステップ 5

例：

switch(config-sr-srv6-encap)# route 10.1.1.2/32
vrf vrf1 via policy BLUE_PATH

SRv6トラフィック設計・導入の構成例
この例は、SRv6トラフィック設計・導入の構成を示しています。
segment-routing

traffic-engineering
srv6

locator main
segment-list name black

index 1 A1:0:0:2:1::
index 5 A1:0:0:3:1::

segment-list name blue
index 1 A1:0:0:4:1::
index 5 A1:0:0:5:1::

policy policy1
color 201 endpoint A1:0:0:07::1
candidate-paths

preference 70
explicit segment-list black

preference 100
explicit segment-list blue
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SRv6トラフィック設計・導入のプレフィックスの構成例。VRF名変数（vrf_nam）は、グロー
バルまたはデフォルト、または L3VPN VRFにすることができます。
tunnel-profile main

encapsulation srv6

route vrf <vrf_name> 3.0.1.0/24 via policy name POLICY1
route vrf <vrf_name> 3::1:0/124 via policy name POLICY1

route vrf <vrf_name> 3.0.2.0/24 via policy color 1 endpoint fd00::a02:2
route vrf <vrf_name> 3::2:0/124 via policy color 1 endpoint fd00::a02:2

route vrf <vrf_name> 3.0.3.0/24 remote-locator fd01:0:0:2:: function 65533
route vrf <vrf_name> 3::3:0/124 remote-locator fd01:0:0:2:: function 65533

route vrf <vrf_name> 3.0.4.0/24 remote-locator fd01:0:0:2:: function 65533 via policy
color 1 endpoint fd00::a02:2
route vrf <vrf_name> 3::4:0/124 remote-locator fd01:0:0:2:: function 65533 via policy
color 1 endpoint fd00::a02:2

route vrf <vrf_name> 3.0.5.0/24 remote-locator fd01:0:0:3:: function 65533 via policy
name POLICY1
route vrf <vrf_name> 3::5:0/124 remote-locator fd01:0:0:3:: function 65533 via policy
name POLICY1

SRv6トラフィック設計・導入構成の確認
SRv6トラフィック設計・導入構成を表示するには、次のいずれかの作業を行います。

目的コマンド

SRv6トラフィック設計・導入の構成を表示し
ます。

show running srte

スタティックルート構成を表示します。show running ofm
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第 4 章

SRv6 OAMの構成

この章には、SRv6 OAMに関する情報が含まれています。

• SRv6 OAMについて（29ページ）
• SRv6 OAMに関する注意事項と制限事項 （30ページ）
• SRv6 OAM操作（30ページ）
• SRv6 OAMの構成（32ページ）
• SRv6 OAMコマンド（32ページ）
• SRv6 OAM設定の例（34ページ）

SRv6 OAMについて
IPv6（SRv6）オペレーション、管理とメンテナンス（OAM）機能のルーティングをしている
セグメントは、SRv6のパス接続をモニタし、ネットワーク内の異常検出とトラブルシューテ
ングをサポートするため、フォワーディング問題を隔離します。 SRv6 OAMは、診断に IPv6
pingとパストレースを使用します。

SRv6OAMは、複数の等コスト接続先パスがある場合に特定のパスを選択する機能を提供しま
す。また、エンドホストへの到達可能性を確認することもできます。

SRv6 OAM機能は、次世代 OAM (NGOAM)機能を使用して有効にします。

SRv6 OAMは、診断目的に次の機能を提供します：

• pingまたはループバックへのパストレース

• Pingもしくは SIDへのパストレース

• VRF内のホストへの pingまたはパストレース

SRv6 OAMで使用される用語は次のとおりです。

• Ping - ICMP応答を引き出すために、1つ以上のプローブパケットが特定の宛先に送信さ
れます。

• Pathtrace -宛先ノードへのパスのマッピングに使用される、単調に増加する IPv6ホップカ
ウント (HC)値で送信される一連のプローブパケットが含まれます。pathtraceが traceroute
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と異なるのは、高度な診断とレポートを容易にするために追加の TLVが要求と応答に含
まれていることだけです。

•プローブパケット -プローブとも呼ばれます。これは、pingまたはパストレースによって
送信される単一の要求パケットです。

•イニシエータノード - pingまたはパストレースが実行されるノードです。プローブパケッ
トは、このノードの NGOAMによって作成され、適切なインターフェイスに送信され、
トランジットノードを通過して、最終的に出力ノードまたは最終ノードに到達します。

•トランジットノード - pingまたはパストレースパケットによって通過したノード。ping
の場合、トランジットノードがセグメントエンドでない限り、特別なアクションは実行

されません (ルーティングは通常どおり実行されます)。パストレースの場合、トランジッ
トノードの OAMはパケットを処理し、TTLの期限切れにより応答を送信します。

•出力ノード -リモートノード、つまりプローブパケットが到達するファブリックエッジ
ノード。具体的には、この用語は、プローブがOAMによって処理されるオーバーレイホ
スト pingの場合に使用されますが、プロキシプローブはホストに送信される場合があり
ます。

•最終ノード -プローブパケットの宛先となるリモートノード。

SRv6 OAMに関する注意事項と制限事項
SRv6 OAMの注意事項および制約事項は、次のとおりです。

• SRv6 OAM機能では、一方向の遅延測定を測定するために、Cisco NX-OSデバイスで使用
される PTPや NTPなどの時刻同期メカニズムが必要です。

サポートされるプラットフォーム

SRv6 OAM機能は、Cisco NX-OSリリースの表に記載されているプラットフォームでサポート
されています。

リリースプラットフォーム

9.3(3)9300-GXおよび 9300-GX2

10.4(1)FN9K-C9332D-H2R

10.4(2)FN9K-C93400LD-H1

10.4(3)FN9K-C9364C-H1

SRv6 OAM操作
SRv6 OAM操作には次のものが含まれます：
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•セグメントリストを介した IPv6アドレスへの pingとパストレース

• Pingと SIDへのパストレース

•セグメントリストを使用した SIDへの Pingとパストレース

• Pingと SID関数へのトレース

•セグメントバイセグメントモードでの IPv6アドレスまたは SIDへの ping

•オーバーレイでのホストへの ping

•特定のアプリケーションパスに従うオーバーレイでホストにping（フロートラッキング）

•診断情報

•非同期プローブ

• CLIプロファイル

サポートされる機能は次のとおりです。

•セグメントリストを介した IPv6アドレスへの pingおよびパストレース - pingまたはパス
トレースは正常ですが、プローブパケットのパスは、構成された SIDリストに従うよう
に変更されます。プローブは、パケットが SIDリストに従うように指示する SRHととも
に送信されます。

• SIDへの pingとパストレース -ノードの IPアドレスではなく、SID自体に対する pingま
たはパストレースです。SIDはパケットを終了しないため、OAMがプローブパケットに
応答するために、End OPまたは End OTP SIDが使用されます。

•セグメントリストを使用した SIDへの Pingおよびパストレース -セグメントリストを使
用して指定されたパスをサポートします。

•セグメントごとのモードでの IPv6アドレスまたは SIDへの ping -トランジット応答の複
数の証明を提供するセグメントごとの pingをサポートします。プローブは Oビットメカ
ニズムを使用して、各 SRv6セグメント終端からの応答をトリガーします。ただし、End
OTP SIDが使用される最後の終端は除きます。

•オーバーレイのホストへの ping - PEからリモート PEを超えたホストへの pingをサポート
します。

•オーバーレイでのホストへの ping（フロートラッキング） -外部パケットの宛先アドレ
ス、送信元アドレス、およびフローラベルに基づく pingをサポートします。

•応答の診断情報 - Pathtraceには、パケットに追加のフィールドが含まれており、応答が診
断情報 (これらのメッセージによって取得されたホップのインターフェイス負荷や統計な
ど)を伝送できるようにします。中間デバイスが SRv6 OAMがイネーブル化されていない
場合、パストレースはそれらのホップの為の単純な tracerouteとして動作し、ホップ情報
のみを提供します。

•非同期プローブ -非同期モードで pingコマンドをサポートします。この場合、pingコマン
ドはバックグラウンドでプローブを送信し、応答を待ちません。
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• CLIプロファイル - NGOAM機能には、pingおよびパストレースコマンドで使用できるプ
ロファイルを構成するオプションが用意されています。これらのコマンドで提供されるパ

ラメータは、プロファイルとして保存して、pingまたはパストレースコマンドで再利用
できます。

SRv6 OAMの構成
CiscoNX-OSリリース 9.3(3)以降、CiscoNexus 9364C-GX、CiscoNexus 9316D-GX、およびCisco
Nexus 93600CD-GXスイッチでは SRv6 OAMを構成できます。

始める前に

feature srv6 機能が有効になっていることを確認します。

手順の概要

1. configure terminal
2. [no] feature ngoam

手順の詳細

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch#configure terminal

NGOAM機能をイネーブルまたは無効化します。[no] feature ngoam

例：

ステップ 2

switch(config)#feature ngoam

SRv6 OAMコマンド
SRv6 OAMは、次のコマンドをサポートします。
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表 2 : SRv6 OAMコマンド

説明コマンド

通常の IPv6アドレスへの pingまたはパスト
レースを開始します。

viaキーワードは、SRv6 SIDのリストを定義
します。

no-reduced-srhキーワードを使用すると、ping
またはパストレースで、デフォルトの縮小さ

れた SRHではなく完全な SRHが使用されま
す。

{ping | pathtrace} srv6 IP address [via SID1, SID2
sid-list-end] [no-reduced-srh]

通常の IPv6アドレスへの pingまたはパスト
レースを開始します。

viaキーワードは、プローブパケットが通過で
きる中間 SRv6 SIDのリストを定義します。

このコマンドは、SRv6プローブパケットに
SRHを導入します。

end-otpキーワードは、リモートノードの
End.OTP関数に使用される SIDを上書きする
ために使用されます。

{ping | pathtrace} srv6 sid SID [via SID1, SID2
sid-list-end] [end-otp SID3]

デフォルトでは、セグメントごとのモードで

pingを開始します。このモードでは、各 SID
が表すノードが pingに応答を送信します。

no-proof-of-transitキーワードは、SIDリスト
の各ノードから応答を受信しないようにする

ために使用されます。

ping srv6 IP address [via SID1, SID2 sid-list-end]

ping srv6 sid SID[via SID1, SID2 sid-list-end]
[no-proof-of-transit]

指定されたレイヤー3オーバーレイネットワー
ク内のホストへの pingまたはパストレースを
開始します。pingは、VPNの PEノードから
開始され、リモート PEノードまたは VRF内
の指定されたホストで終了します。

verify-hostキーワードは、セカンダリ pingプ
ローブを生成し、それをリモートPEノードか
らVRFのホストに送信するために使用されま
す。接続の検証

{ping | pathtrace} srv6 IP address vrf VRF
[verify-host]
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説明コマンド

ペイロードキーワードを使用すると、可能な

場合、各ホップでのECMPの選択が、ペイロー
ドで説明されているプロファイルに一致する

実際のデータトラフィックと同じになります。

これは、ECMPセット内の一部のリンクのみ
に障害があるために特定のアプリケーション

のフローが失敗する場合のトラブルシューティ

ングに使用できます。

このコマンドは、部分的なファブリック障害

が発生した場合に特定の ECMPパスを検証す
るためにも使用できます。

{ping |pathtrace} srv6 IP address VRF VRF
[payload [ip | ipv6] DST-IP SRC-IP [port PORT
] [proto PROTO ] payload-end] [verify-host]

SRv6 OAM設定の例
次に、2つの pingとパストレース構成例を示します：

•次の例は、IPv6アドレス 4::4への pingを示しています。
ping srv6 4::4

•次の例は、デフォルトの通過証明を使用して、SIDリスト cafe:0:0:2:1::を介して IPv6アド
レス 4::4に pingすることを示しています。
ping srv6 4::4 via cafe:0:0:2:1:: sid-list-end

•次の例は、通過証明を使用せずにSIDリスト cafe:0:0:2:1::を介して IPv6アドレス 4::4に
pingすることを示しています。
ping srv6 4::4 via cafe:0:0:2:1:: sid-list-end no-proof-of-transit

•次の例は、縮小されていない SRHを使用して、SIDリスト cafe:0:0:2:1::を介して IPv6ア
ドレス 4::4への pingを示しています。
ping srv6 4::4 via cafe:0:0:2:1:: sid-list-end no-reduced-srh

•次の例は、デフォルトの end-otp SIDを使用した SID cafe:0:0:4:1::への pingを示していま
す。

ping srv6 sid cafe:0:0:4:1::

•次の例は、ユーザーが提供した end-otp SID cafe:0:0:4:2::を使用した SID cafe:0:0:4:1::への
pingを示しています。
ping srv6 sid cafe:0:0:4:1:: end-otp cafe:0:0:4:2::

•次の例は、IPv4ホスト 10.10.10.10へのホスト検証なしの vrf redへの pingを示していま
す。

ping srv6 1.1.1.1 vrf red
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•次の例は、SIDリスト cafe:0:0:2:1::を介した vrf redの IPv6ホスト 104::4への pingを示し
ています。デフォルトの通過証明があり、ホストの検証はありません。

ping srv6 104::4 vrf red via cafe:0:0:2:1:: sid-list-end

•次の例は、SIDリスト cafe:0:0:2:1::を介した vrf redの IPv6ホスト 104::4への pingを示し
ています。通過の証明もホスト検証もありません。

ping srv6 104::4 vrf red via cafe:0:0:2:1:: sid-list-end no-proof-of-transit

•次の例は、ホスト検証なしでグローバル vrf内の IPv4ホスト 40.40.40.40への pingを示し
ています。

ping srv6 40.40.40.40

•次の例は、フロートレースを使用し、ホスト検証を行わない、vrf redでの IPv6ホスト
104::4への pingを示しています。
ping srv6 104::4 vrf red payload ipv6 104::4 101::1 payload-end

•次の例は、フロートレースとホスト検証を使用した vrf redの IPv6ホスト 104::4への ping
を示しています。

ping srv6 104::4 vrf red payload ipv6 104::4 101::1 payload-end verify-host

•次の例は、IPv6アドレス 4::4へのパストレースを示しています。
pathtrace srv6 4::4

•次の例は、デフォルトの通過証明を使用して、SIDリスト cafe:0:0:2:1::を介した IPv6アド
レス 4::4へのパストレースを示しています。
pathtrace srv6 4::4 via cafe:0:0:2:1:: sid-list-end

•次の例は、縮小されていない SRHを使用して、SIDリスト cafe:0:0:2:1::を介した IPv6ア
ドレス 4::4へのパストレースを示しています。
pathtrace srv6 4::4 via cafe:0:0:2:1:: sid-list-end no-reduced-srh

•次の例は、デフォルトの end-otp SIDを使用した SID cafe:0:0:4:1::へのパストレースを示し
ています。

pathtrace srv6 sid cafe:0:0:4:1::

•次の例は、SID cafe:0:0:4:1::へのパストレースを示しています。ユーザーが提供したエン
ド OTp SID cafe:0:0:4:2::を使用しています。
pathtrace srv6 sid cafe:0:0:4:1:: end-otp cafe:0:0:4:2::

•次の例は、vrf redの IPv4ホスト 10.10.10.10へのパストレースを示しています。
pathtrace srv6 1.1.1.1 vrf red

•次の例は、SIDリスト cafe:0:0:2:1::を介した vrf redの IPv6ホスト 104::4へのパストレー
スを示しています。

pathtrace srv6 104::4 vrf red via cafe:0:0:2:1:: sid-list-end

•次の例は、グローバル vrfの IPv4ホスト 40.40.40.40へのパストレースを示しています。
pathtrace srv6 40.40.40.40
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•次の例は、フロートレースを使用した vrf redの IPv6ホスト 104::4へのパストレースを示
しています。

pathtrace srv6 104::4 vrf red payload ipv6 104::4 101::1 payload-end

•次の例は、フロートレースとホスト検証を使用した vrf redの IPv6ホスト 104::4へのパス
トレースを示しています。

pathtrace srv6 104::4 vrf red payload ipv6 104::4 101::1 payload-end verify-host
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。
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