SSH £ & U Telnet DERTE

ZDOETIE, CiscoNX-OS T4 AL TEXx=T =L (SSH) 7ua k2B L Telnet % 7%
ETDFMECHOWTHRALET,

ZOFEZ, WOBETHERINTWET,

* SSH 5 L X Telnet (22T, on page |

* SSH # L OF Telnet D #2544, on page 10
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SSH B KLU Telnet [TDLVT

Z 2Tk, SSH B XU Telnet 12 2WTHRH L £,

SSH H—/\—

SSHY—ZHifd5L, SSHZ 7147 2 M CiscoNX-OS T 314 2L DO TE X 27 RiEE
b &N T- Bk 2 M. C& £9, SSHITM LK 5L &2 i L CREREA 1TV E 9, Cisco NX-0S
7 R U =7 ®SSH Y— 3%, TIRO— 172 SSH 7 74 7> h EAREERNTE T,

SSH 73R — b9 2% = —P3REE A B = X AIZ1%. Remote Authentication Dial-In User Service
(RADIUS) . TACACS+. LDAP, BXO o —h WIS NT-a—P4 &2 T — R &
L7-FEREnH Y £97,
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SSH & & U Telnet DFE |
B ossiosq70n

SSHUV 5472k

SSH 7 A 7> M, SSH 7' b 2 /)L CTEHl L7 A AFEGRER L O B{b 2 #2327 7V
r—3 3 C9, CiscoNX-OS /34 X, SSHZ 74 7 b &AL T, %o Cisco NX-0S
TNA AFE 2L SSH Y — OB T~ D DT /31 2 & O THE b S = 2 a7 Bt & e T
TEET, ZOEFIT, BElbSn=T v by v RigERE2ER L ET, RAEEREkic X
D, SSHZ ZA4 7 ME, X2V 7 RSN TVWRVWRYy NU—7 ECHEX 27 RlE

FEHTEET,
CiscoNX-OS V7 v =7 D SSH 7 A4 7 > MM, EEDH D VELFEHO SSH 3— R L8R L
TEMELET,

SSH H—/\ +—

SSH CTi&, CiscoNX-08S & Dt F 27 RBEEITH O — "N F—RHNETF, SSHH—
X—lI. ROSSH AT g A TEET,

* Rivest, Shamir, and Adelman (RSA) AR —RF 5t &2 A L7= SSH X—Y 3 22
« Digital System Algrorithm (DSA) #ZffiH L7z SSH /N— =2 2

cMEMEmT 2 L EBL T LY XA (ECDSA) ZfEH L7~ SSH N— 3 02

SSH#— b 2% A %—T /I T HENS, WA N— 3 0D SSHY— RN F— T EHE LT
XFEEW, FHFDSSHZ FA T2 F A= 3 A2 0T, SSHY— RN — X752 LE
9, SSHYV—E XTI, SSHA—T g 2 IS TAUTD 2@ OF— X7 2 TE
7,

sdsad 7> g T, SSHX—Y 302 7 a haLfo DSA ¥— X7 2/ER L £,
ersat v ar Tt SSHAA—U a2 1 ha o RSA F— 7 E{ERK LET,
cecdsad 7> g o Tlid, SSHAA—Y 327w ha )LD ECDSA ¥ — X7 2Bk LE£7,

F 7 4L TlE, CiscoNX-08S V7 h 7 =712 1024 £ D RSA F—a 4k LE T,
SSH i%., DOAEF—FEX &2V R —FLET,
* OpenSSH

« IETF SSH (SECSH)

« Privacy-Enhanced Mail (PEM) DB % —GiER

A

Caution SSH & — %4 X THIMTH &, SSH Y —EREZBHBETE A,
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| SSH&&U Telnet D FE
FosrmnzswmLrzssiRiE

N ~-9 )anﬂﬂié1ﬁﬁ L,T_ SSH IL\I:IIE

Cisco NX-0S 7 /34 A TO SSH#BFETlX, A FEFEHAIC X509 7 ¥ Z VEEAEZ R —F L
TWET, X509 F P LVGEHEL, A vE—VOHr L BAMERIET 5T — X HA T,
:hmﬁ%éﬁﬁﬁ®tw®ﬂnm5ht% PEENTOVET, £72, BEEOTAT
T AT A BT 57 OIEHHTE D58 (CA) ICX-oTEASINTOVET, X507 ¥
JVAEZEDO YR — MZ LV | FEEIZ DSA & RSA OWTNDT /LT Y X AEFEHLET,

REBAEDA 7T A T 7 F 4 T, SecureSocketLayer (SSL) (ZxfiL, BX = U T 1 A >
TIANT I F X Lo Ty =) —F Tz il U TR SN DR EREH S E
D nﬁfﬁiﬁ)fpﬁg\fgé CADWTNNTREINTIHY, sz HR Gz L

TV iE, GEAEORGEIZMRE L ET,

X.509 AEAAE A 9 5 SSHERGEAIL T A A 2R ETE T3, BIEICKRB L2 AV
T— RDOASMRD BIFET,

X.509v3 iEE (RFC 6187) Z{fiH 7 % SSH fGEZ X E TX £9, X.509v3 fEE~N—2 D

SSH #FETIX, Av— MW — REMAGDEIGEHELHEH LT, YA T, ZA~DT 7

'IZXO)Z%??;M.:E%@}}J LEd, SSHZ 747> bk, v A=2,3— hF—@ Pragma Systems
ko TRt E T,

KRR TFATOTA4TaIZEDCEEEE (HIBA) % {EFR L 7= SSH Z25E

KRR MR—=ZEBEEIE. Y—S—=D xnown hosts 77 A /VTT TA T NOKRA MNARF— %
wTHZ Lk, 2747 FDOFRANEH—s3— (Cisco Nexus 9000 A A »F) 1Zxt LT
FORET A SSHRRFES AT, ZhuL, —V—F I F A M EFREZOIZIRGER (CA) 12X -
TELSNTET /5’/1/.&@3%%@%‘?6 SSH FEHEN— A DOFRGE &L (TR D 77,

RANTAT T AT 4 N=AOFGE (HIBA) 1%, FEFEICAR A MAGRIE M2 0iATe 2 &
(2 &~ T SSHKRERZ b3 5 5T,

o RA MAGRIEHRIZ, R A FEAZEICHAA TN TWOET,
o 2—W—FEREZIL, T BRAFRAERET S 5] BDEENTHET,
o SREEIL. EREER (CA) L TC—mHIcBBENE T,

HIBA [XSSH 7 7 & Al 2@ #E i L, EFA— R—~v FEHR L. EKERBDOZH DI AAA
PR =~ DI FZ PR L E T,
HIBA O F =
HIBA 121%, €tk SSH F—FHICHNTH®RD L 5 2FE813H 0 £,
HIBA ®DF72 2 Y v MILLTDOERBY TY

c BEOBRIL : SEAERX—ADT AT T 4 T 4IZLD - efb SHIARRIZ L Y | FER
i fbSnET,

« PRERTE . KHUEL CHMECBREE CO SSH 7 7 B A0S HNfF L S E T,
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B HBa o s 3ssH REEO A

HIBA [Z & %5 SSH

ARTFEARDER - AR

ZRET B AR AAA H— N —~ DR FEME A HERR L.

DT 7 E AW LIEbDIZLET,

X T DBEIE : HEHHO

) LS EET,

EREE D HEA
ZOFuat ATIL, HIBADER S TWHEAIC

B L £,

process_summary

SSH #—/N—{%, HIBA A&GRE T =2 — /LA L,

A — Y —

SSH & & U Telnet DEEFE |

RIETFERE LT

AEAE A L7 —WF 727 7 & X L RHET 7 & X OffilfE

SSHFEREN ED L 51T D DMT-DOWNWT

AEAE AL L £,

Yﬁtxi\%méntfx%?4?y%4%4&H@KﬁLTHmA%9;~wﬁ;_ﬁ_

DFEAE 2 IE W\ THRGE L7255
(=S 35

I CT, o

process_workflow
WOEME T, HIBA Z{H L7 SSH#FEY 7 A ZOWTHB L £,
a—H =%, SSH TAA v T~ & ik

1

[SSH #5817 (SSH Connection Attempt) ] :

TLET,
[REAZE DR

N | — P —

[FEBREDREE (Certificate Validation) ]
W SN HIBACA & HRA L Ca—¥—

Al G SvE T, HIBA BGES KR L7=8
ntunﬂzji{f\' 72“‘”/”/7?5*}57/\75‘%@&?‘0

(Certificate Presentation) | :
DFEAEZ RS LET,

[HIBA €Y a2—)LFEUH L (HIBA Module Invocation) ] :
(AuthorizedPrincipalsCommand) |

« RARFEHENOLHRA N TAT VT 47 4 2 LET,
cRANTAT T 4T 4 & BT Ha—VP—EHENOFR R (5] 2F=v 7 L

4. SSH H— 33—

SSHZ 247 > MM, AA »F LD SSH ¥ —

SSH H—/ 83— %, & DOHERL
IZHANT, HIBA EAREY 2 — L ZIFOH LFET,

tHIBA £ 2 —/LiE, ROWKEEEZFEITLET

AEHEDOZEA ZHR LT,

EJ AN
[79tRRE (AccessDecision) | : HIBAE Y = —/LDRFEIZEE SN T, IROWT N
fToET :
B4 HETEDH 71— | ROEE #wETEL714—L
N N
P —FERF N H—lFy N RA D | 22— —27 7% A [SSH & v 3 2k
HIBA €V 2 —/WZ | AR ER2— [N GEShET, [IT&hE T,

K o TIEFITHGES
nE L7,

P—REEICH Y F
£
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| SSH & & U Telnet D3
SSH 32510 HIBA D# .

B BETEE714—L | ROEE WwETEDZT4—1L
N N

2 PG E N | o — P —FER A |HIBA €Y = —/LIZ |SSH Y— 33— 3, fih
hTH DN, BAET |72 H5ER RS0 | Lo TT 7B ARE | OBGEHIEIC T +—
T EH A, FHATL, SXhE L=, N 75 DEEN
HOET (S
TWDEE) .

SSH Z25E D HIBA D1ERKL

ZOFETIE, SSHEA N TATUT 4T 4 NX—ADFRA[ (HIBA) DRI OWTIBAL
ij‘o

ZORERKTIE, SSH Y — "— F—D 4Rk, HIBACAD kT A hiRA > F O, SSHAEA R
RERAE O R, LI HIBA 23 5729 @ SSH — \—D# k21T E 77,

\}

GE)  #) T HIBA 2R+ 284, u—hl 2—F— T H 72 hROZFDOMORERFE 2 AAA Y —
WN—7p 8 HERDSSHFRFELF K EZHH L TAL v FIliu /4 T&EET, HIBAZHEMNZL T
H, BEfFo v —)v SSH 22— —3, BIURIIZT 7 v FEHIBRLZARWRY . HIBRE 137
2y ENFER A,

1R BHHIIZ
HIBA Z AT 2 R1IC, IROMZMERL T EI .
« AR (CA) H&Te, MERETAPKIA L 7T AT 7 F v,

* CA Y —/S =~ DL,

FIE

RT w71 configureterminal

51 -

switch# configure terminal
7= AERE— REBRAM L £,
AT w72 sshkey ecdsa bits
i -

switch (config)# ssh key ecdsa 384
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B ssizioneaomm

ATvT3

ATv74

ATy TH

ATvT6

SSH & & U Telnet DFE |

AA wF D ECDSA F—X7 %A LET, ZOHITIiL, 384 B b ECDSA F—723 M X
NTWET, EXx=2V T4 RV v—¢E7 Ty b 74— THR—FENBEF— VA A&
L/i‘é—o

ssh key export bootflash:file_name ecdsa
i -

switch (config) # ssh key export bootflash:host key ecdsa
Enter Passphrase:

SSHAA RECDSAF—%7— b7 T v allol AR—hLET, LEICADETrile nane
ZEEWRET,

=7 AFR— &, SFTP #fEH L T host_key 33 & N host_key.pub 7 7 A NVECA~ VAT HEE
LET:

switch (config)# feature sftp-server
# On CA machine:

sftp admin@<switch ip>

sftp> get host key .

sftp> get host key.pub .

crypto catrustpoint openssh-ca type ssh
i -

switch (config)# crypto ca trustpoint openssh-ca type ssh

HIBACA ® F T A FaRA & FEAERRLL £ 7, —AMZIRDO7-9DIZ, openssh-ca &9 AT %&
HHALET,

crypto ca authenticate openssh-ca type ssh ecdsa-sha2-nistp384 public_key
11

switch (config-trustpoint)# crypto ca authenticate openssh-ca type ssh ecdsa-sha2-nistp384
AAAAE2VJZHNhLXNoYTItbmlzdHAzZODQAAAATbm]zdHAZODQAAABhBBPiMs3fwftVUOMT. ..
/home/admin/.hiba-ca CA

CANBIF—% A R —F L TCHIBACAZEFEL 9, F—0FFH % FEED CA AR F—IE
Rz ET,

crypto ca enroll openssh-ca type ssh host-cer tificate ecdsa-sha2-nistp384-cert-vO1@openssh.com
certificate_content

1 -

switch (config)# crypto ca enroll openssh-ca type ssh host-certificate
ecdsa-sha2-nistp384-cert-v0l@openssh.com

foot@s;igéﬂ

CAIZ L > TEAS ST SSH A A FFEHEZ B L £ 7, Google HIBA CA Wiki D FIAIZHE -
ThERENGEREO T UV EERLET,
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| SSH&&U Telnet D FE
2l Linx TOHBASSH oS4 7 >+ |

EXEH : Linux TOHBASSHY SA4 7>k

|

EEX RIZ, LinuxU A7 ATHIBASSHY 74 72 baiET D200 6H & LT, ROFIAZRL
T, EMRTFIREENE, 7 7AT 0 b AR —FT 47 VAT A E SSH D=V 3 (Z
FoTHERRDZGENRHY T3, WELTFIECOWVTIE, VAT ADOAXLRSSHR X2 A2 b
SHLTLIZEN,

DFNETIE, SSHTHANTAT U T 4T 4 X—ADGE (HIBA) ZFEHT 572007
4’7/ MAIDFREIZ DWW TCRA L £97,

)

G¥) THIBA #—/3—] L9 3Bl CiscoNexus 9000 A1 v F TEITI., HIBA ZHEHT 5 X
HNTRRE Z72 SSH r——Z L FT,

1R BRI
HIBASSH 7 74 7 > M &R ET DA, REMR LTI IV,
o IR A MZ openssh-client WANIA VA =L EZNTNH I &,
« CA ABHF— (ca.pub) o
o — W =R F — 3 LU )72 HIBA 485k & O —HGEA &,
o 2—P—ARF— (key rsa.pup EEFFREDLD)

FIE

AT v 71 $cat/etc/sshissh_config
1 :

$ cat /etc/ssh/ssh_config

# Enable host key checking
StrictHostKeyChecking yes

# Declare our trusted CA
GlobalKnownHostsFile /etc/ssh/known_hosts

SSH 7 54 7> FNREDERK

/etc/ssh/ssh_config %%ﬁ% L. E&%iiﬁ‘z b F—DF = v 7 %‘fﬁ;“jﬂz L. SSH éﬁfyﬂ%@*ﬁ
%E)EH@ CA /,A\F)L‘ﬁ"‘%“*%/é.\@ GlobalKnownHostsFile %?’éﬁ?bi‘%

AT v 7T 2 $echo” @cert-authority * $(cat /etc/ssh/ca.pub)" > /etc/ssh/known_hosts
{5

$ echo "@cert-authority * $(cat /etc/ssh/ca.pub)" > /etc/ssh/known hosts
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B neamrorsz

ATvT3

ATv74

HIBA #& O T 32
FIE

ATy T

SSH & & U Telnet DEEFE |

known_hosts {Z CA ABF—%2 A) LET

@cert-authority 7 4 V7 7 4 7 &AL T, known_hosts 7 7 A JLIZ CARARF—%ZBIML F
To ZOFMCE ST, SSHZ T4 T2 bR Z O CAIZE > TES SHioARA MEHELFE
—g—é c]: 9 \_7L£ V) i—a—o

$ cat ~/.ssh/key_rsa.pub
£

$ cat ~/.ssh/key rsa.pub
ssh-rsa AAAAB3NzaClyc2EAAAABIWAAAQE... user@host

NBAF—DFIR

A—P—AHEF—T A NVONEEFTFLET, ZOF—ITFFAER—ADOBIECLETH
D, WEX—BLOGEAFEICHEL TWDAILENRD Y £97,

GE)
F—DAFIRGMP R D563, TUISCTAAZHELET,

$ssh -i <path_to_private key> <user>@<hiba_server_ip>
151 -

$ ssh -i <path to private key> <user>@<hiba server ip>
HIBA %fJix SSH ¥ — /3 —~ D5

B OMEX— (BLOMELRGAIIMEX— L ZIC 8T 55E0F) ZH LT, SSH
PN LT,

GE)
AT vai, a—Y—OWEX— (TAT>TA4T74 774N) BEELET,

ELLERESNTWDEA. SSH #6813 HIBA FFHEN— 2 OFEEZ2 ] L THL S, CA
AR —IZXT DA A NOKRFERKIHI LET, AF—0BY— 13— authorized keys | \ZTFAE
TAHEA, NAT—=RL R ol A 0N aREICR 0 9,

show crypto ca certificatestype ssh
1 -

switch (config)# show crypto ca certificates type ssh
trustpoint: openssh-ca
CA Public Key:
ecdsa-sha2- nlstp384
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ATy T2

ATvT3

mea #owz [

/home/admin/.hiba-ca CA

Finger Print:

384 SHA256:ZcJws/mPrts6twB2900ZU/c3AMALOx3mUp00YxwSRmk /home/admin/.hiba-ca
CA (ECDSA)

Host Certificate:

Type: ecdsa-sha2-nistp384-cert-v0lCopenssh.com host certificate

Public key: ECDSA-CERT SHA256:bZkNWnvyxUK1DHRwgayWivobGUwA25GRGKUMNEd/Ujw

Signing CA: ECDSA SHA256:ZcJws/mPrts6twB2900ZU/c3AMALOx3mUp00YxwSRmk (using
ecdsa-sha2-nistp384)

Key ID: "cisco_nexus_9000"

Serial: 1

Valid: from 2025-06-05T04:34:00 to 2025-08-28T04:35:39

Principals:

cisco_nexus_ 9000

Critical Options: (none)

Extensions:

identity@hibassh.dev

HIBA Info:
certificate 'cisco_nexus_9000' (1 principal) contains 1 HIBA grant
principal: 'cisco nexus 9000'

identity@hibassh.dev (v2):
[0] domain = 'google.com'

SSHEFHEZFE R L., S A MNEAENBREGFFEA T, ELWKNTARKA VB (openssh—ca) iz
BHEAHT O TWAZ 2R LET,

[(BEEIN S (Expected Output) ]: H/7i21X. HIBA f15-%7~3 [HIBA Info] &7 v =
vEETe, SSH AR MNEAEDFHEHNERINOIMLENRH Y 7,

RA MREBE & HIBA fEHANIE L < FoR Shaud, GEIE ORI T,

show crypto catrustpointstype ssh
i -

switch (config)# show crypto ca trustpoints type ssh
trustpoint: openssh-ca

SSH }‘?X ]\7‘1—3/]):/ ]\%%%L\ HIBA CA I\ix ]\ﬂs/])‘/]\ (openssh—ca) 75‘@?{‘3—5:&%
R LET,

[BESINBHHP (Expected Output) |: HIIZIE, XA 7 ssh®D b T A RKRA > AN —EE
RINFET,

HIBA CA F 7 A hRA ¥ EBHACE RSN DGE, BT A MARA v MIIEFICHE ST
WET,

ssh-i path_to_private key> <user>@<switch_ip

K

ssh -i /home/admin/.hiba-ca/users/google-user admin@10.126.67.44

CAIZ L > TEA ST HIBA fHSREAEZ Ffoo2— Y —%fiH LT, AA v FIZ SSH T
L/i‘j‘o

SSH & & U Telnet D& E .



SSH & & U Telnet DFE |
. Telnet H-—/\

FoAAT Va0 REx— (TATUT AT A T7AN) ~ONRRAEEELE
9, HIBA JLIRIZ, ZOREX— L XTIZRLFHEICEDLIMNENH Y, CAAHF—ITA
AV FILESTREEINTWDILERD Y £T, WEX—7 7 A VRLEIRIZNTND Z &
ERER LTSI,

INAT— RO AN 2RO, SSHEEGES EFICHNL SIVET (OSA T — REBIEDNELNZ /2 -
TWAE5E)

Telnet H—/\

Telnet 7’72 k 2/LiE, RA K& DO TCPAP #ft AN LE T, Telnet fEHT5EL, HHYA |
Da—FNRRDOY A hDda Z A v P—s L TCP AN L, F—A b —27 %25 /34 A[H]
TRVEY TEFEY, Telnetid, VE—F T XA AT RLALLTIPT RVAETIIRAA
DTN EZIT ANET,

57 %)V k TiE, Telnet 3-— 323 Cisco NX-OS T34 A L TF 4 =T NI > TWET,

SSH & & U Telnet MBIIRS

LAFY3IAE—T A ALTIP, mgmt0 A »F—T =4 ALTT T MUK, E003A—
YRy h A HZ—T A A LTA VN RERELTWDLZ L AR LET,

SSH & Telnet D HA K54 2 &HIFEIR

SSH 5 L OF Telnet (ZB4 5 i EFH & FFHITKRD LB TT,
e CiscoNX-0S V7 7 =7 1%, SSH X— =3 2 (SSHv2) FlF a2V AR—FLTWET,

* Cisco NX-OS U U — A 10.4(3)F LAK&, Cisco Nexus 9000 +V — R A A v F X, TACACS+
P— %A L, X509 FEBHEAMH L7z SSH#RGEA VR — P LTWET, Z OREREIL,
RADIUS Tlt¥ AR —FINTWERTA,

» nofeaturessh feature =~ K&+ 5 &, N— b 22137 42— 0720 $H¥A,
A= 1 2R2IFFIZA—T T, TRTOFEEINBIEREZIERTT 2HEEL— AN T v v a S
nET,

* Poodle DfEFH1EIZ L V. SSLv3 xR — F X< e F L,
«IPSG IX, KDL DTIETAR—F I FEHA,

« CiscoNexus 9372PX. 9372TX. 3 XL 1N9332PQ A A v F D D 6 f D 40 Gb ¥ FL R —
k

« Cisco Nexus 9396PX, 9396TX, ¥} KT 93128TX AA v FDF T D 40G YELAR— |
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| SSH & & U Telnet DEEE
ssH & Temet D54 K54 v esitsE

* X509 AEAAEA AT 2 SSHERGEAIZT NA A2 RETE £7, iR R LI25E1T.
INAT— RKOATIBRRDENFET,
« SFTP ) — S —HEREIL. 1BH O SFTP D chownE L Ochgrp =2~ > K&V R —F LEH A,

« SFTP ——DFI 2o TWBEE L. admin =2 —V 7212 SETP 2 H L TF /31 A
T 7B ATEET,

¢+ SSH/XAT— KLV A TZ77 A abt—%2HrE L TAAAY v F 2L (RADIUS X° TACACS+
2E) AL TYE—bRAESNza2— Th 7 MIA »R— h & 7= SSH AR % —
ERE X —IL, RCARTIOr—h)L 22— T h 7 hTRWEY | Nexus 7 /34 AN
n—RaE3ns tEFEINEREA, VE—bF 22— 7TH U2 ME, SSH F—04 KR — |
SNDENZT NA A TRESNET,

*SSHDZ A L7 7 MRFENE, tac-pac DAERKFHI LD bR THLERH Y £3, £9H TR
VW&, VSH 2 712 % VSHD-2-VSHD SYSLOG _EOL ERR =7 —fiék N5 Z L RH Y
F9, BAEAIZIE, tac-pac F 7213 showtech Z UNFET HHNIZ 0 (IER) ITRELET,

* CiscoNX-0S U U — & 10.4(3)F LAK%. show running-configall =~ RiZkd 2~ ROFE
MEFRRLERTA

« no feature telnet
* no feature nxdb
* no feature scp-server

* no feature sftp-server

N

(GE)  CiscolOS @ CLIIZEN TWA A, Z ORERED Cisco NX-0S =~ > RIIHER D CiscoI0S =21+
VRLEBRRDENDHDIEOEBENMLETT,

» Cisco NX-OS Release 10.2(2)F LARE, # LWIEFRIMIML CLI A A S 41, SNMP ¥ =
T4 AR —3 Y OO —F—FZENT 4T > a vEREL ST, FEICO
WTIE, VAT LAEHHER AT A RO SNMP OREROFEZ B L T 7280,

VU —=Z7.03)7()MHHEDY V—AFETO X F X E2HREL R — 9% CiscoNexus
9000 A A > FDOFEMIZOWNTIL, Nexus AA v F 77y 7 —LHR—KF~ K w7
ZAHEBRLTLEE N,

« JERHA CLI AN > TWAEE, VE— b 22—V —[X SNMP 7 — ¥ X— R Z[AH &
WFEE A,

* DCNM (VU U —A 12.0.1.a LLF& Nexus Dashboard Fabric Controller & & XN 5) A L
X2 V7 02—, FEFABCLINAENTRNE E, 3T 2 SNMPV3 7' 27 7
ANPFELEEA, RPREDR>TWDEA, X2 T 4 2 R—3% 2 hTERK
SN2 —HF—FAAL v FIZr A > TEXETH, ar br—J 3RS v FERHLEE
oo A br—F1%, BX2 VT 0 2—F—ITER S 4172 SNMPAERL A L CTA A »
FEBHT 2720 T, I HIZ, SNMP (X, userDB OIFEHRIED -0, ERkSIhi-t
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SSH & & U Telnet DFE |
B sst 65U Tehneto 7740 FEE

X2 VT 22— —ZFH LR DT, A, v TEBRETEERA, LB~ T, 2 b
H—F Lo TAAL v TF PRI L H1I2T HITiE, SNMP = —H — & B7RAIZIERCT
LN H Y 7, DCNM ERE L & HICFERMI CLI 235 Z L i3b#Dd LERA,
FEIC DWW TIE, Cisco Nexus 9000 NX-OSt & = U T 4 KRR T A RAZR L TL &V,

« Cisco NX-0S U U —2Z 10.6(1)F L&, D DSA 7 /L2 Y XL LF_TD DSA Bi#E D SSH
CLI 2~ FiFFEILEShTWET
* show ssh key dsa
* [no] ssh key dsa
* [no] username username keypair generate {dsa [force]}
* username username keypair export {bootflash:filename | volatile:filename} {dsa} [force]
* username username keypair import {bootflash:filename | volatile:filename} {dsa} [force]
* username user-id ssh-cert-dn dn-name {dsa}
* [no] ssh cipher-mode weak

s sshciphersaes256-gcm : Z D a~vy RzF(T7T 5L, REROTNVIY XL4
(Undefined algorithm name) | &\ 9 #EENELREINET,

N

GE)  BEIE SN 7-DSA B L UM E-E— RCLIOHKA . CLIER O E#.
TaT VAT —Y a3y b, BEO Netconf #AEFIZ, FEILDE
HERRSHEWA, £Xa )T g BT 570, SSHIRIEL
HLIZ RSA ¥ —F£ 721X ECDSA F—Z 4 L THEMA L £,

* CiscoNX-0OS U U — 2 10.6(2)F LAF&, CiscoNexus 9000 > U — R A1 » T (%, BEIED netstack
PNZZMA T, Linux B—FR)V Ry NI —2 A% 7 (kstack) %4 L7- SSH R D 1T
ANEHR—KFLTWET,

SSH B LU Telnet DT 7 #JL FERE

WDOFIZ, SSH B X W Telnet NT A—FX DT 7 )V iR ELERFLET,

Table 1: T 7+ JL k@ SSH#E K U Telnet 135 A —4

INTGA—5 TIAIE

SSH #— A X =T

SSH H—/3 % — 1024 £ F CTHER S /2 RSA F—
RSA F—4AktE v MK 1024

. SSH & & U Telnet D&%
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ssiozz [

NG A—4H TI74ILE
Telnet H— mhAl
Telnet ;R — F &&= 23

SSH = 7' 1 > O F R TEEL |3

SCP #—3 TA4E—=TN

SFTP #— % mhAl

SSH DE&E
Z ZTiE, SSH OFEEFIEIZOWTHHAL ET,

SSH H—/\ X+ — M 4ERL

X2 T 4 BHICESWTSSHY— NN F—% AT Ed, T 74/ FDSSH P —/ F—
X, 1024 £ FCHERR SN D RSA F—TT,

Procedure
Command or Action Purpose
X 71 |configureterminal Ja—r) Ay 7 4ol —ag
Example: ET—FZBBLES,

switch# configure terminal
switch (config) #

2 F w72 |nofeaturessh SSH % #Ehiz LE 7,

Example:

switch (config)# no feature ssh

R T 7 3| sshkey export export-host-keypath {rsa| |SSH —/ \— F—% T/ AFK— L&
ecdsa} [force] +,

Example: SSHY —/_— X —%WFED 7 7 A )L /¥

switch (config)# ssh key rsa export 2&11717&\0% Fﬁ‘é%éﬂi force
bootflash:host _key rsa A

Enter Passphrase: F—TU— }‘i/@‘iﬁﬁ Lji—aﬂo

R T w 7 4 | ssh rekey max-data max-data max-time | —fF A/ N5 A — X 2/ ELET,
max-timei
Example:

switch (config)# ssh rekey max-data 1K
max-time 1M

SSH s & U Telnet DEE [
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SSH & & U Telnet DR E

Command or Action

Purpose

ATvT5

feature ssh

Example:

switch (config)# feature ssh

SSH # Bz LET,

ATvT6

exit
Example:

switch (config)# exit
switch#

Ja—)L a7 4 Falb—g
£ F%%@T Li—a—o

ATy T17

(Optional) show ssh key [dsa|rsa|ecdsa]
[md5 ]

Example:
switch# show ssh key

SSH #—/" F—%FI/R L £,

Zoa<r Rk, 7 74 /v hTSHA256
R TT7 4 =7V hefRLE
7. SHA256 I%. LARIDOT 7 4L kD

MD5S ALY b ELTT, =R L, 7+
VH—=TY v hEMDS ERTERTD
VBN S D556 O TALABMED T 9DIZ,
md5 4 7' a BN ENTWET,

Note
CiscoNX-OS U U —Z 10.6(1)F LAk, dsa
X —U— NIRRT > TNET,
) avwy REANT5 &, NX-0S
FEIEOESEZM L ETR, TEx
FAIVET,

ATvT8

show run security all

ATvT9

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FElTary 7 4 Fal—rarh, AX—
Ny a7 s X¥al—vgila
[:O— Liﬁ—o

A—HY 7Hho FASSH 2R —DIEE

SSH ZxBH & —

ERTETHE, WMAUV—REZERINDZ LR, SSHZ I9A T " EFEHALT

nJ7 A4 TEET, SSHARF—IZ, ROWTNNDOEXTHRETE £7,
* OpenSSH

« Internet Engineering Task Force (IETF) SECSH &=

IETF SECSH 2= 12 & 5 SSH A FF¥—DIETFE
2—W T h v NHIZIETF SECSH AT SSH A F— 2 ETE £,

. SSH & & U Telnet D&%
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Before you begin

IETF SCHSH 2. SSH AR —Z1Epk L 9.

Procedure

OpenssH szt 0> ssH 2Ba%—nisE |

Command or Action

Purpose

ATy T

copy server-file bootflash:filename

Example:

switch# copy
tftp://10.10.1.1/secsh file.pub
bootflash:secsh file.pub

H—,3725 IETF SECSH 73U SSH % —
EE 7y ANELAT L a—RLET,
H—/1X FTP, Secure Copy (SCP) .

Secure FTP (SFTP) . F72ILTFTP O\
TNNEEHTEET,

ATy T2

configureterminal

Example:

switch# configure terminal
switch (config) #

Jua—)L a7 4 Xal— g
F—FERMmLES

ATvT3

username username sshkey file
bootflash:filename
Example:

switch(config)# username Userl sshkey
file bootflash:secsh file.pub

IETF SECSH JE 20D SSH A BH & — & 3% &
L/iﬁ—o

ATvT4

exit
Example:

switch (config)# exit
switch#

Ja—nR_) a7 4 F¥al— g
E—FEZETLET,

ATy TH

(Optional) show user-account

Example:

switch# show user-account

2T NOREER R LET,

ATvT6

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FEfTar 74Xzl —vark, AX—
Ny arvaXalb—ra o
[:O‘_I_/i‘j—o

OpenSSH 2 @ SSH AR+ —DIEE
a—W 7 H 7 MZ OpenSSH B D SSH A ¥ —%#FFETE £,

Before you begin

OpenSSH £ SSH AR — & Bk L £9,

SSH s & U Telnet DEE [
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Procedure

SSH & & U Telnet DFE |

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)ary7 4 Xalb—g v
E— N&RBLES

ATvT2

username username sshkey ssh-key

Example:

switch (config) # username Userl sshkey
ssh-rsa

ANy CFARRTRTARATERS A O 7] I 3 XSO PO P
F{Rfrs GAK I INTE/ T L N/ oS ADHVEREY/ G N B3 08461
HNTIB AV I MY S SiHID/AKy z FhSSAT1X8=

L

e
it

OpenSSH /E.D SSH AR % — %3
iTO

ATvT3

exit
Example:

switch (config)# exit
switch#

Ja—)L a7 4 F¥Falb—g v
E—REKRTLET,

ATV

(Optional) show user-account

Example:

switch# show user-account

A=Y TH T FOREEF I LET,

ATy TH

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FFar 74 Xal—ark, AX—
Ny a7 Falb—vg iz
I:O*_‘ [_/ji—aﬂo

A

SSHOJ A4 VEHITORKEIHDETE

SSH 1 7' AT O m Rz ETE £,

VarynuirEnEd,

\)

AR SN DITORKEEZBA D L, By

Note

NET, GEFHER—R L SR T— FRX—2D

17 A AT ORI,

3B % — ARG,

FEER—ZADORGE, BLUVIAT — FRX—2
ORBFEEERA LBRITRAE TN E T, A F—TVCEN TV EHAIL. AT —RiENEe S
RETZ T A F—T M ENTW DAL, FEH
%“\\“—X OD%EEN/E%%M&?O b gV %T/\f@jj/dﬁ‘(\ =4 7‘/1) Vgﬁ?f@é&ﬁéﬂf:iﬁ%%i

L&, WRRERMEEZEE Ll EERT Ay E—URERENET,

. SSH & & U Telnet D&%
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Procedure

sshtveavoms [

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—ary7 4 Xalb—g v
E—RFZRBLET,

ATvT2

ssh login-attempts number

Example:
switch (config)# ssh login-attempts 5

a—YNSSHE v ar~Dpus A
T CE O REEEZHELET, =
TALEITOT 7 4V b OFREEIL3
TY, EOHMIL 1 ~10 TT,

Note

ZOhavwry RonEREFEHTL L.
VUHTO = 7 A AT OEDAIBR S,
07 A AT ORKREENT 7 40 b
ED3ITHRESNET,

ATvT3

(Optional) show running-config security
all
Example:

switch (config)# show running-config
security all

SSH & 7' A L 3RITORRIE S =i KE
MAaEFRLUET,

ATvT4

(Optional) copy running-config
startup-config
Example:

switch (config)# copy running-config
startup-config

=B #Frar 74 X2l —varx
AB— KT a7 4F¥a2lb—3
Sav—LET,

SSHt v a3 DFEE

CiscoNX-0OS T /34 A5 IPv4 £7213 IPv6 2L CSSHE v v a v &2BBL, VE—F T
NAREEEGLET,

Before you begin

UE—F FALADRA M ETIGF L, LERL, UE— | FAL AD2— 4 B RGLE

—;‘O

UE— bk 73 2D SSH h— " ZH LT,

SSH s & U Telnet DEE [
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Procedure

SSH & & U Telnet DFE |

Command or Action

Purpose

&

ssh [username@] {ipv4-address | hostname}
[vrf vrf-name]

Example:
switch# ssh 10.10.1.1

IPva ZHEHALCYVE—F TRRALRALED
SSHIPv4 v a v 2{ER LET, &
7V h® VRF X7 7 #/V s VRF C
KR

ATy T2

ssh6 [user name@] {ipv6-address | hostname}
[vrf vrf-name]

Example:

switch# sshé6 HostA

IPv6 AL TYE—F FAL 2D
SSHIPV6 & a v & IELET,

TJ—kE—FH D SSHEvY L 3 VDA

SSH v v a i3,

P T £

Before you begin

UE—bF TA ZADFRA MEZRGL, BB RL, VE—F TS 202—FHBEG L E

TO

UE— |k T8 A0 SSH —"E /ML E T,

Procedure

UE— b 731 RZHHET D Cisco NX-0O8 7 /34 ADT — | F— Ripb

Command or Action

Purpose

&M

ssh [username@]hostname

Example:
switch (boot)# ssh userl1@10.10.1.1

JE—h FARAL ZA~DSSHE v 9
% . CiscoNX-OS T /34 ZAD T — K F—
FaOIERL ET, 7744 b VRE 5
IR S NET,

ATvT2

exit
Example:

switch (boot)# exit

T—hFE—FEKTLET,

ATvT3

copy scp://[username@]hostname/filepath
directory
Example:

switch# copy
scp://user1@10.10.1.1/users abc

tX=7 av— o hans (SCP) %
fEA LT, 77 A /L% Cisco NX-OS 7
NAZANBYE— K T/ A~ —
LEJ, 774/ b VRF BICHH &
NWET,

. SSH & & U Telnet D&%
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SSHD /{2 7— kR EL 774 L at—oBE [

SSHDNNRT—FRRELZT74)L AE—DEKRTE

Cisco NX-0S 77341 A )25 Secure Copy (SCP) #—/3F 72i% Secure FTP (SFTP) #—/3N(Z, /¢
AT —= KRR LTI 7ANEAE—FT 52N TEET, INEITHICIE, SSHIZL DFEFEHD

R

ABIF— LB —CTHR SND RSA FIEDSA DT A F o T 47 4 ZAERT HLERH Y

*7,
Procedure
Command or Action Purpose
AT w 71 | configureterminal JTa— )L a7 4 Xz lb—3a
Example: £ — F%Eﬂﬁé\ L/iﬁ‘
switch# configure terminal
switch (config) #
AT v F2|[no] usgrnameusernamekeypair generate| SSH OB — L i — & A L,
{rsa [bits [force] | dsaforcel} 5 7= 22— 40> Cisco NX-08 7754
Example: ADHFE—L T 4L MY
switch (config) # username userl keypair ($HOME/~SSh) WM L £, Cisco
generate rsa 2048 force NX-0S —‘7”*/\/]’]*’(‘631‘ :ﬂg@ﬂ(—»—%
fEAHLTYE—h =22 ® SSH —
LEELET,
bits 51z i%., F—DAERIEAT S
vy NMUERELET, ARh7efpHIx
768 ~ 4096 T9, T 7 A+ /L MEIE 1024
T‘j‘o
MEAFOF— 2@ Xz D8561%, force
F—U—REEHALET, forcer—U—
R &40 L7284, SSH ¥ —239 TIC
FELTWUE, SSH F—I3Ek S
FHA,
Note
CiscoNX-0OS U U — 2 10.6(1)F LK%, dsa
F—U— NIRRT > TVET,
Tnavwy Re AT 5HE, NX-0S
TBEIEOESEZH LET N, e
FANET,
AT 7 3 |(Optional) show username username BEL2—V ORI —%2F R LE
keypair +,
Example: Note
switch (config)# show username userl X UT S J:@fEEE ﬁ:g\ TDHhav
Keypair v R CRES —IF RSN EE A,

SSH s & U Telnet DEE [
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SSH & & U Telnet DFE |

Command or Action

Purpose

ATvT4

Required: username username keypair
export {bootflash:filename |
volatile:filename} {rsa|dsa} [force]

Example:

switch (config)# username userl keypair
export bootflash:key rsa rsa

Cisco NX-OS 7 /31 ZADHR—L T 1 L
7 RNUhD, BELET—h 7T v a
FALZ M ERIT—HET L7 Y
2, ABF— X —E =7 AR — |
LET,

BHFEOX—%EEH 2 5561, force
F—TU— REHEHLET, forcex—U—
R&QW L84, SSH £ —29 Tl
FELTWHIUE, SSH¥F —FT 7 AR —
FEiLEEA,

AR LIz — XT 5227 AR— 5
L&, BT LT X T L—
AT HEIROENET,
F—iF, HELZ77A/vEL T2 A
A—F S, ABFF—I1Z, L7740
AT pub JLIEF AT T/ AR — |
INET, ZNT, ZOF— X7 %L
E D CiscoNX-0S 7 /34 Al a B'— L,
SCP & 721% SFTP i L TH— D
R—=b T4V 7 NIRRT — 77 A
U (k*pub) ZabE—T&E5HLHITRY
£7,

Note

X2 V740 FOHENS, Zoaw
VR e— a7 4 X b—
vary E— RTLOEITTETEREA,

Note
CiscoNX-0S U U — % 10.6(1)F LA, dsa
F—U— NIRRT > TVET,
TN avwy ReEANT5HE NX-08
WTRELEOELEZHLETN, Thiex
JANET,

ATy Th

. SSH & & U Telnet D&%

Required: username username keypair
import {bootflash:filename |
volatile:filename} {rsa|dsa} [force]

Example:

switch (config)# username userl keypair]
import bootflash:key rsa rsa

MELET— 7Ty vaT 417 b
VEFIT—HT L7 FUDG ., Cisco
NX-OS T /XA ADHE—L T 4 L7 FV
2, =7 AR— bk LA F— L
F—% A AR —FLET,

Note
CiscoNX-0S U U — % 10.6(1)F LAK%, dsa
F—U— NIRRT TVET,
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scp 44— srp—ronE [

Command or Action

Purpose

N a<wy ReE AT 5L, NX-0S
TR IEOELZH L E40N, Thax%
FANET,

BEfFOx—%E Xz 53551%, force
F—U—RKEHEALET, forcer—TU—
RZ280 L7356, SSH F—MnN9 TiZ
FAE L CWOUE, SSH F—1dA v iR —
FERnEHA,

ER LI — T AR —FT5L
&, WEX—ZEF LT ATL—X
EANTDHEICROONET, E
—IIHEL T 7ANE LTS VR —
h &L, ABEF—IER L7 7 A4 VAIT
pub LT ZAHTTA o AR—hShvE
7

Note

X2 V740 FO#HENS, Zoaw
VRIFZ = a7 X b—
vary = RCTLOEITTEERA,

Note

NAT— R LT =T 7B RAT
LD, b= A"THR—=PREINT
WHE—=FDHRTT,

What to do next

SCP H—/ 3F 721X SFTP H— 3T, kD a<r REHEHA LT, *pub 7 7 A/ (=& zIZ,
key rsa.pub) (ZFGHN S AU7-ABH ¥ —% authorized keys 7 7 A /MZBIIL £,

$cat key_rsa.pub >>$HOME/.ssh/ authorized_keys

TN, FERED SSH 2~ FEBLXOSCP 2~ REFH L TRNAT— REHEELARL TH.

Cisco NX-08 T /34 AP —|

SCP H-—/\ & SFTP H—/ DR FE

77 ANEaI—TXET,

VE—FTNRA ALDE T 7 ANV E a2 —T&5 X 91T, CiscoNX-OST/3A A TSCPH—
NEZILSFTP Y —REHRETEET, SCPH—"FILSFTP Y — % A X —7 I L=,
CiscoNX-OS TA AL D TT7 7 AN EaE—F 57012, VE—F T/ ATSCP £7=

IZ SFTP i~ R&FITTE £,

SSH s & U Telnet DEE [
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\)

SSH & & U Telnet DR E

Note

arcfour 35 X UY blowfish cipher 47" 2 > % SCP H— XTIV HR— F N FHA,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—VRiEE— FEBE L ET,

ATy T2

[no] feature scp-server

Example:

switch (config)# feature scp-server

Cisco NX-OS 7 /34 A _EC SCP #—N

AAR—TNERITT 4 E—7 M LE

B

ATvT3

Required: [no] feature sftp-server

Example:

switch (config)# feature sftp-server

Cisco NX-0S 7 /34 A | SFTP #—
A X—TNVERITT =TT LE

‘d—o

ATv74

Required: exit

Example:

switch (config)# exit
switch#

Ja—)L a7 4 FXal—g
t— ]\\‘%%gT L/i‘g—o

ATvTh

(Optional) show running-config security

Example:

switch# show running-config security

SCP #— 3L SFTP H— DR EAT —

HAERRLET,

ATvT6

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

Frar 74 Xal—vark, AX—

Ty a7 40Xl —g30la
v—LEd,

X.509v3

X.509v3

1R BRI

AEBAZE~N—XAX D SSH

AEAE 2T 5 SSHBGEARE TE £7,

SRR D EXTE

JE—h FNA ZAD SSH ¥y — % A F—T M LET,

. SSH & & U Telnet D&%



| SSH & & U Telnet DEEE

FIE

x 5003 sEB3E~—2 0 ssH @iEnEE [

AU RFEREETO 3y

B8

ATFv 1 configure terminal JTa— ) a7 4 Xal—3a
Bl T REMBLET
switch# configure terminal
switch (config) #

RFwF2 |usernameuser-id [password [0 5] a—HF T HT NeRELET,

password]

51

switch (config)# username jsmith
password 4Tyl8Rnt

user-id 5180, KT E/INCFER XA
SNDHFEHF T, RALFTYT, =
niIe—rBrlO) £— h 2—H%—
OWMFICETUTED EF, fRETES
LFIE, A~Z DFERILF, a~zD
HONLTF, 0~ 9 DT, NA T

). BUAR (), TrHxF—2ay
()« TR E () . BLXO%ES
(=) T, Tvbh~—7 (@ 1%V
T— b =YL TIIHATE £,
a—h) a—FLTIHEATEEYE
g

L —PHOIHAITIET TIRE D LHE
NV ET,

T 74V b RAT— RIZEZSI LTV
F¥A, a3 D0, NAT—
RRZ VT THFARTHY, 51F/8A
T — RREBLSNTWD Z L& Bk
LET, 774 MI0 (VT TF%
A K) TY,

GE)
INAT— REWRE LS T25A.
22— CiscoNX-OS T34 Z|za 7
A TEEHA,

GE)
BBl N AU — KA T Vg a2 HL
Ta—FT7THh 7 NIRRT 5854,
535 SNMP 2 —H 3Bk &Nk &
/Vo

G¥)
FERM CLIN AT 22> T DA
a—HF—TH FEERLTH, &

SSH s & U Telnet DEE [
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ARV FFEREETIVa Yy

S

Jiad™ D SNMP 2 —H— | ZER S E &
Ao

ATvT3

username user-id ssh-cert-dn dn-name
{dsa|rsa}

1 -

switch(config)# username jsmith
ssh-cert-dn "/O = ABCcompany, OU =

ABC1,

emailAddress = jsmith@ABCcompany.com,
L = Metropolis, ST = New York, C =

US, CN = jsmith" rsa

BEAF D — 7 17 v RRBRECAE R
% SSH X.509 FERFAE D RI4 & DSA 7
NI XNERELET, 4 TR
K512 7T, HNTRTIRUITHE S &
ERHYVET, BT A—NLT FLRE
IREEN F N Z 4 emailAddress & ST (12
REINTWVWDZ 2R LET,

ATv74

[no] crypto catrustpoint trustpoint
i -

switch (config)# crypto ca trustpoint
winca
switch (config-trustpoint) #

FNFAMRA L MEHRELET,

GE)

Zoa<wr RO nEREHEHLTEH
T ARNKA L NEHIBRT DRI, £T
deletecrl 33 X O delete ca-certificate =
~ R&fEM LT, CRLIE LU CAGE
BEZHIRT 2B H Y £7,

ATvTh

crypto ca authenticate trustpoint

1 -

switch (config-trustpoint)# crypto ca
authenticate winca

FF 2 RARA > FD CA FFAEAZRIE
Li‘a—o

GE)
CAGEAFEZHIRT 2121E, T A |
A bhary7sFalb—varEt—
K C delete ca-certificate =~ > K& A
HLET,

ATvT6

(f£E) cryptocacrl request trustpoint
bootflash:static-crl.crl

1 -

switch (config-trustpoint)# crypto ca
crl request winca
bootflash:crllist.crl

ZOMWEITA ST g TR, R HEE
ENFET, FTARKA U FOFEAE
FzhY A~ (CRL) ZaxEL£79, CRL
Ty AL, NTARMRAL Y MILo
TRPLIZAENED Y A RO AT v T
Tavy NTYT, TORAFF 427 CRL
UA ML, #GER (CA) MHT3A A
ICFEhcar—shET,

GE)
AHXT 4w CRLIZ, FHR—FEh
TWAME—D I T = v 7 FHTT,

GE)
CRL ZHIBET 5121%. ddetecrl 2~
Y READLET,
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Tacacs #— <o sshamEziEnEs [

ARV RERETI3 Y EL:Y
ATvT1 (f-&) showcryptocacertificates |fXESNTWDFEAEEZIEF =—
Bl L. BREAT BATOS b TR b A
- . . Y hERRLET,
switch (config-trustpoint)# show crypto
ca certificates
ATvT8 (f£&) show cryptocacrl trustpoint |f§EL72 T A hARA > D CRL U &
o bW xR LET,
switch (config-trustpoint)# show crypto
ca crl winca
ATvT9 (f£%&) show user-account RESNTZa2—F T H T FOFEM%E
- FRLET,
switch (config-trustpoint)# show
user-account
ATY 710 | ((£EE) showusers FNRA A T FH LTINS —HR
- KRINET,
switch (config-trustpoint)# show users|
ATy 71 | ({£&) copy running-config FiTar74¥al—ark, A
startup-config A= KT oFar7 4 F¥al—av
i - =l B N
switch (config-trustpoint)# copy
running-config startup-config

TACACS H-—/\T) SSH iFBAZE BT D4Rk

Cisco NX-OS U U — 2 10.4(3)F LLF. Cisco Nexus 9000 & U — 2 AA v F . TACACS+ ¥ —
NEI L, X509 FEHEAMHE A L7z SSHFEFEA A — M LTWET, ZOMAEIX, RADIUS T
T AR—FInTWETA, ZOMEEIX. aaaauthorization ssh-certificate default group
tac-group-name =~ > R&fEH L THMNCTE £9, REDFEMIZ OV TIL, TACACS H—3
TO AAA SSH AFHEFRFEORE L 2B L T 72 &0,

SSHEESAL7ILT Y XLDARETA X

CiscoNexus 9000 A A v FIx, T 74/ FTWART NI AhmHR"— K LET, CiscoProduct
Security Baseline (PSB) TEFRINTWHBNRT NI ALDOHEHMNZT DT 7 +/V b
E—ROFEFIZTDHN, TAR—FEINTWNETRTOTNIAY ZALEZFATLHNEZRINTEE
T ZNOHOTNTY ALT, BEVT——H#HEICEATE5 2 L ITERE LT E SV, SSH
=T N TY XL, Ave—URGEa—F (MAC) , ¥— ¥4 7, BIXOEESOHR—
FNEBRETEET,

SSH s & U Telnet DEE [


cisco-nexus-9000-series-nx-os-security-configuration-guide-release-106x_chapter4.pdf#nameddest=unique_85
cisco-nexus-9000-series-nx-os-security-configuration-guide-release-106x_chapter4.pdf#nameddest=unique_85

B ssursirLduRionzavax

FIE

SSH & & U Telnet DFE |

AR NFERERTOVa Y

=)

ATy T

configureterminal

1

switch# configure terminal

Ja—nR_) a7 4 F¥al— gy
T FEBIBLET,

ATy T2

(&) sshkexalgos [all |
key-exchangealgorithm-name]
i) :

switch (config)# ssh kexalgos
ecdhsha2-nistp384

Pefi Z L DX — DA S D F—
B H N THD, YAR— SN TWDHT
T KexAlgorithm % A ZNZT 5121,
al F—U—F&afHLET,

PR — bk E D KexAlgorithm [Tk D &
B TT,

* curve25519-sha256

* curve25519-sha256@libssh.org

» diffie-hellman-group14-shal

» diffie-hellman-group14-sha256

« diffie-hellman-group16-sha512

* ecdh-sha2-nistp256

* ecdh-sha2-nistp521
PR — F eV KexAlgorithm Xk D
LBHTY,

» diffie-hellman-group1-shal

» diffie-hellman-group-exchange-sha256
ecdh-sha2-nistp384 KexAlgorithm @ Z %

AT BHI21E,  ecdh-sha2-nistp384
F—U—REFHLET,

GE)
Cisco NX-0S U U — % 10.4(2) LA T
X, PAR—=F SN TWDHEED
KexAlgorithm 5% ETZ 9, ZDVY
J—25 5, ecdh-sha2-nistp384 & —
U— RIF3FEIEEhE Lz,

ATvT3

. SSH & & U Telnet D&%

() sshmacs [all | mac-name]

1

N7 4 v 7 ETROKRBIZEHRIND
A=V — FThoH, FH— |
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ssHEEsit7 LTy XLonz 24X [

AU RFERETOVa Y

B8

switch (config)# ssh macs
hmacsha2-256-etm@openssh.com

ENTVABATRTOMACEZAENZLE
ﬁ—o

PR—FENDMACITKRD LB T
j‘o

* hmac-shal
* hmac-sha2-256
* hmac-sha2-512
* hmac-sha2-256-etm@openssh.com
* hmac-sha2-512-etm@openssh.com
* hmac-shal-etm@openssh.com
GE)
Cisco NX-0S U U — =2 10.4(2)F LI T

IE, P AR—F STV DEED MAC
ERETEET,

ATvT4

(f£#) sshciphers[all | cipher-name
]

1

switch (config) # ssh ciphers aesl92-ctr

PR=FSNTNLTNTOM Sz HE)
(C LTHER A M b D12id, all F—
U—FaHEHLET,

P A= FRBOBEHR

* aes128-cbc

* aes192-cbc

* aes256-cbc

* aes128-ctr

* aes192-ctr

* aes256-ctr

* aes128-gcm@openssh.com

* chacha20-poly1305@openssh.com

GE)

Cisco NX-0S VU U — 2 10.4(Q2)F LI&ET
E, VA= PSR TWAIEEDOH S %
RETEET, 2OV U =205,
aes256-gcm ¥ — U — RiFpElL S E L
72

GE)

SSH s & U Telnet DEE [
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SSH & & U Telnet DFE |

ARV RFERETIVa Y

B8

CiscoNX-OS U U —210.6(1) LAFE, ssh
ciphers aes256-gem I o RIZFEIE X
. AR— bR ELE, Z
Da~<y RRREICHFET HHEA, &
FEDEHE (CR) LISSUITEHL £,
Ty T — R ARICREND 2+
REHIFRL T EEW,

ATvTh

. SSH & & U Telnet D&%

(f£5) ssh keytypes][all |
keytype-string]
fi

switch (config)# ssh keytypes
ecdsa-sha2-nistp256

P R=N T T4 T ML THE %
PRET DO TE 2 A8F— 7
NAY XL THD, YR—FINTND
9T D PubkeyAcceptedKeyType % H %)
I LET,

YR—FEINEH— ZA T ITRDLEE
D CT9,

* ecdsa-sha2-nistp256

* ecdsa-sha2-nistp384

* ecdsa-sha2-nistp521

* ecdsa-sha2-nistp256-cert-v01@openssh.com
* ecdsa-sha2-nistp384-cert-v0 1 @openssh.com
* ecdsa-sha2-nistp521-cert-v01@openssh.com
* ssh-dss

* rsa-sha2-256

* ssh-rsa-cert-v01@openssh.com

* ssh-rsa
GE)
Cisco NX-OS U U — & 10.4(2)F LA
eClid, AR — FENTWVWBIEE
DX —H A THHFBETETET,

GE)
rsa, dsa, B Wecdsa ¥—% 1 7 %H
BT DI, D SSHAR R b
F—AERTOILERNH Y T,
EREH
switch(config)# ssh key rsa 2048

switch(config)# ssh key dsa
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ssHEEsit7 LTy XLonz 24X [

ARV RFERETIVa Yy

B8

switch (config)# ssh key ecdsa 256

1

show ssh [ciphers| macs| keytypes| kexalogs|version] =2~ > R&EfMH L T, AR— k&

NTWLTNTY ALEMERTEET,

show ssh ciphers
Cipher

aesl28-ctr

aesl92-ctr

aes256-ctr

aesl28-cbc

aesl92-cbc

aes256-cbc
aes256-gcm@openssh.com
aesl28-gcm@openssh.com
chacha20-polyl305@openssh.com

show ssh macMAC

permitted
denied
permitted
denied
denied
denied
permitted
permitted
permitted

Status FIPS

hmac-sha2-256-etm@openssh.com
hmac-sha2-512-etm@openssh.com
hmac-shal-etm@openssh.com
hmac-sha2-256

hmac-sha2-512

hmac-shal

hmac-shal-96

hmac-md5

hmac-md5-96
umac-64@openssh.com
umac-128Qopenssh.com
hmac-shal-96-etm@openssh.com
hmac-md5-etm@openssh.com
umac-64-etm@openssh.com
umac-128-etm@openssh.com

show ssh keytypes Keytype

permitted
permitted
permitted
permitted
permitted
permitted
unsupported
unsupported
unsupported
unsupported
unsupported
unsupported
unsupported
unsupported
unsupported

yes
yes
yes

no
no

no
no

no
no

Status FIPS

ecdsa-sha2-nistp256-cert-v0l@openssh.com
ecdsa-sha2-nistp384-cert-v0l@openssh.com
ecdsa-sha2-nistp521l-cert-v0lQ@openssh.com

ssh-rsa-cert-v0l@openssh.com
ecdsa-sha2-nistp256
ecdsa-sha2-nistp384
ecdsa-sha2-nistpb521
rsa-sha2-256

ssh-rsa

ssh-dss

ssh-ed25519

ssh-ed25519-cert-v0l@openssh.com

ssh-dss-cert-v0l@openssh.com

permitted

permitted

permitted
permitted
permitted
permitted
permitted
permitted
permitted
denied
unsupported
unsupported
unsupported

no <<Currently not suppported>>
no <<Currently not suppported>>
no <<Currently not suppported>>
no
yes
yes
no
no
yes
no
no
no
no

SSH & & U Telnet D& E .
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show ssh kexalgos

KexAlgorithm Status FIPS
curve25519-sha256 permitted no
curvez25519-shaz256@libssh.org permitted no
ecdh-sha2-nistp256 permitted yes
ecdh-sha2-nistp384 permitted yes
ecdh-sha2-nistp521 permitted yes
diffie-hellman-groupl6-shab512 permitted yes
diffie-hellman-groupl4-shal permitted yes
diffie-hellman-groupl4-sha256 permitted no

show ssh version

CiscoSSH 1.9.29, OpenSSH 8.3pl, CiscoSSL 1.1.1t.7.2.500

HhR—brEShd7IILTY XL IPE— FAEDNDIES

SSH & & U Telnet @

FIP E— RONARRBEICHR—FENDZTALTY ZLDY A MIKD EBY TF,

R2:HHR—bEnB7/IT) XL IPE— FRAEDDBES

* hmac-sha2-512

* hmac-shal

* hmac-sha2-256-etm@openssh.com
* hmac-sha2-512-etm@openssh.com

* hmac-shal-etm@openssh.com

FLIUR [HK— o $i— kxR

Ls 454

ciphers * aes128-ctr * aes192-ctr
* aes256-ctr * aes128-cbc
* aes256-gcm@openssh.com * aes192-cbc
* aes128-gcm@openssh.com * aes256-cbc
* chacha20-poly1305@openssh.com

hmac * hmac-sha2-256 -

. SSH & & U Telnet D&%
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7o+ 0rossHy—nH—rozE [

HiR— bR

HiR— b&
454

* ecdh-sha2-nistp256

* ecdh-sha2-nistp384

* ecdh-sha2-nistp521

+ diffie-hellman-group16-sha512
« diffie-hellman-group14-shal

« diffie-hellman-group14-sha256
* curve25519-sha256(@libssh.org
* curve25519-sha256

F7ILIYX
As

kexalgo
keytypes

* ecdsa-sha2-nistp256-cert-v01(@openssh.com
* ecdsa-sha2-nistp384-cert-v01@openssh.com
* ecdsa-sha2-nistp521-cert-v01(@openssh.com
* ssh-rsa-cert-v01@openssh.com

* rsa-sha2-256

* ssh-rsa

* ecdsa-sha2-nistp256

* ecdsa-sha2-nistp384

* ecdsa-sha2-nistp521

* ssh-dss

FIAILEFDSSHY— /N R— FDLEE

Cisco NX-OS Cisco U U —Z 9.2(1) LAFECTlE, SSHV2 DR — & 5%ET 7 4/ hDOR— v F 5
WVWMNLEETEET, 774/ D SSHAR— FNOEFRHIMEH INAREERIZEY ., LV
NI T TA N =ty v a VEGEEYR— N8N L E7,

FIE

aAvY RKFERIEFIFT7ZII Y

E:)

ATy T

configure terminal

1 -

switch# configure terminal
switch (config) #

Ja—)L a7 4 FXal—g
ET— F&ERHEKBLET,

SSH s & U Telnet DEE [
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B 7o rossiy—nk—rozE

Qv  RERETI YAy B #

ATy 72 |nofeaturessh SSH # 5z L £ 97,
1 -
switch (config)# no feature ssh

R T 7 3| show sockets local-port-range AR 22 AR — MR A R R LE T,
1 -

switch (config) # show sockets local port
range (15001 - 58000)

switch (config) # local port range (58001
- 63535) and nat port range (63536 -
65535)

switch# show sockets local-port-range

Kstack local port range (15001 - 22002)
Netstack local port range (22003 -

65535)
A 7 4 |sshport local-port R—hEBEELET,
B - GE)
switch (config)# ssh port 58003 uﬁﬁ@ JY—ZMm5 01— 9.3(1) I
DV Y =T v T 7 — KT 58
AlE, —PiEFLD SSH R — b & ff
T HEBERNROFEANICH D Z & &
RMLTLEEN,
e JU—293(D)BLVOY U—2R
9.3(2) DA : Kstack 7 — B /L 7R—
b O#FEPFHIE 15001 — 58000, netstack
7 — 7V AR— bk O#iPHIZ58001 —
63535, nat A~— ~ O#EPHI 63536
— 65535
« U U—293(3) LAKE : Kstack 17—
1V AR — ks OFEFHIL 15001 —
58000, netstack @ — /L IR— KD
#ilF1% 58001 — 60535 . nat AR—
DOHFIFAIL 60536 — 65535
AT 75 |featuressh SSH A LE7,
B -
switch (config)# feature ssh
AT v 76 |exit ra—r\ L ary7 4 F¥al—ay
Bl - E—REHKRTLET,
switch (config)# exit
switch#

. SSH & & U Telnet D&%
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sshz tosu7 [

AU RFERETOVa Y

B8

ATy IT17

(f£) show running-config security all

1

switch# ssh port 58003

X2V T A OREEZFRTLET,

ATvT8

(f£&) copy running-config
star tup-config
1 -

switch# copy running-config
startup-config

FEifrar 74Xl —rarr, AX—
Ny a7 4 ¥alb—vgila
I:O— Liﬂ_o

SSH RR DI UT

=5 SCP ETIELSFIP 2R LTV 7 ANV EX T ru— RTH5E, £3Z207 31
AMNH U E— K ARARNMISSH Y v a r#BthT 5551218, O — (G T 5 SSH
BRI SNE S, 2= T b, FEHTESL SSHY—DY A MIZ VT $5Z
ENRTEET,

Procedure

Command or Action

Purpose

&M

clear ssh hosts

Example:

switch# clear ssh hosts

SSHARA K By arBIOBEAOR
AR T77ANET YT LET,

SSH H—/\DT 4 t—

JILE

CiscoNX-OS Tif., T 74/ F CTSSHY— XN A 2 —T I >TWET, SSHY— %25 ¢
=TT BHE, SSH CTAAL v FILT Vv AT HZ L EFIETEET,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—nR_) a7 4 F¥al— g
E— FEBBLET,

ATy T2

no feature ssh

Example:

switch (config)# no feature ssh

SSH =Nz LE T,

SSH s & U Telnet DEE [
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SSH & & U Telnet DR E

Command or Action

Purpose

ATvT3

exit
Example:

switch (config)# exit
switch#

Ja—nR_) a7 4 F¥al— gy
E—FEETLET,

ATvT4

(Optional) show ssh server

Example:

switch# show ssh server

SSH#— DR ELZFRRNLET,

ATvT5

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FlTar 7 4 Fal—rarh, AX—
NPy a7 4 Xal—rgila
[:0_ Lij—o

SSH 4 —/\ X—DHIFx

SSH #— %5 4 &—7 /2 L=, Cisco NX-OS /34 Z D SSH #— N F— A2 YR TX

i‘@_o

)

Note SSH % [ A % —7/MZT5HI1C1E, £9°. SSH Y= F—%2 AT 508N H Y £7,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ju—n)ary7 4 FX¥al—gy
T— FERIBLET,

ATy T2

no feature ssh

Example:

switch (config)# no feature ssh

SSH Z 22 L £,

ATvT3

no ssh key[dsa |rsa |ecdsa]

Example:

switch (config)# no ssh key rsa

SSH ¥— £ —ZHIR L £,

F 7V T, TT?D SSH F—»
HIBE S ET,

ATvT4

. SSH & & U Telnet D&%

exit

Example:

Ja—)L a7 4 F¥Falb—g v
t— F%%@T Li—g—o
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ssievyvarnsy7 ||

Command or Action

Purpose

switch (config)# exit
switch#

ATvT5

(Optional) show ssh key

Example:
switch# show ssh key

SSH — R F—DFRTEEZF R LET,

ATvT6

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FEf1ar 7 4 Xal—varkr, AX—
Ty a7 40Xl —gla
I:O*‘ [/ji—a«o

Related Topics
SSH #—/3 F—nDAEpk (13 —)

SSHEv> a3 DI U7

Cisco NX-OS 34 26 SSHE v a v &2 7 VT TXxFE1,

Procedure

Command or Action

Purpose

&M

show users

Example:

switch# show users

a—HY vy aFREERLET,

ATvT2

clear linevty-line

Example:

switch(config)# clear line pts/12

a—HSSHE v a2 27 U7 LET,

Telnet DX E

Telnet —/\D A =~ —

Z T, Cisco NX-0S 5 /31 AT Telnet &

7Lt

TLOFIRZHHL £,

Cisco NX-OS 7 /34 A T Telnet — 3% A X—T /W TEET, T 74/ FTiE, Telnet 1%
FAB—T T,

SSH s & U Telnet DEE [
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Procedure

SSH & & U Telnet DR E

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)ary7 4 Xalb—g v
E—RFZRBLET,

ATvT2

featuretelnet

Example:

switch (config)# feature telnet

Telnet — % A4 X —T7 W LET, T
T ANV N TIET 4 B—T IR > TVE
‘é‘o

ATvT3

exit
Example:

switch (config)# exit
switch#

Ja—)L a7 4 Falb—g v
£ F;)(L‘/%\gT L/ij‘o

ATV

(Optional) show telnet server

Example:

switch# show telnet server

Telnet 4 — NOFREEF R LET,

ATy TH

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FFar 74 Xal—ark, AX—
T w7 a7 44Xl — g0l
I:O*_‘ L/ji—aﬂo

JE—F TN R ED Telnet v < 3 > DBA

CiscoNX-OS T34 A BHSSHE v v a VEBKL T, VE— b TS AL TEET,
IPv4 7213 IPv6 DWT I Effi LT Telnet £ v o 3 VAR TE £97,

Before you begin

JE—h FNAA ZADKRA MGETIZIIPT RL R L, MERESITYE—F TAAL 22—
LEBRSLET,

Cisco NX-08 7 /34 A T Telnet 4 — ZHZZ LET,

UE— K 734 A ET Telnet Y —"ZHHLET,

. SSH & & U Telnet D&%
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Telnet v > a>no 07 [

Procedure
Command or Action Purpose

R T 71 |telnet {ipvd-address | host-name} IPv4 ZEALCYE— K T/A 2 LD
[port-number] [vrf vrf-name] Telnett v+ 3 L #EBELET, F7 4
Example: VR OR— hFEFIL 23 T, EOFPH
switch# telnet 10.10.1.1 I£1~65535CT9, 774/ h® VRF

I¥7 7 4+ /L~ VRF T,
25 7 2 | telnet6 {ipv6-address | host-name} IPv6 A M LTY E—k 731 2 & D
[port-number] [vrf vrf-name] Telnett v+ 3 L A LET, 57+
Example: VR DOAR— FEFIL23 T, EOFP
switch# telnet6 2001:0DBS::ABCD:1 vrf| (X1~ 65535 T, 77 4/L kD VRF

management X7 74/~ VRF T9°,

Related Topics
Telnet — DA x—7 L4k (35 X—7)

Telnet -y 3 >®U )7
Cisco NX-OS T /31 A6 Telnet v a v &7 V7 TXxE9,

Before you begin

Cisco NX-OS 7 /34 A | C Telnet — "% A X —7 W LET,

Procedure
Command or Action Purpose
ATy 71 |show users a—W vy g fFEREFRLET,
Example:

switch# show users

R 72| clear linewty-line A=Y Telnet kv aa7 V7 L&
Example: EE
switch(config)# clear line pts/12

SSH 5 & U Telnet D% 7E D HEEE

SSH B LU Telnet DR EIEME Forn 4 2121L. ROWTIMLDIEEEZITOE T,

SSH s & U Telnet DEE [
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SSH & & U Telnet DFE |

avy kR

=)

show ssh key [dsa | rsa] [md5]

SSH #— F—%FRLET,

CiscoNX-0S U U — 2 7.03)I4(6) 3 L O 7.03)16(1) LAFED Y U —
AT, ZOa~y RixT 74/ hTSHA256 BT 1 >
H—7V v heFrLET, SHA256 1, LLRTOT 7 4/ b D
MDSHER L D b ZRTY, 72720, 74—V hEMDS
A TERTDIMEND D56 O L AHEMEOT=9H1Z, md5A4
FrarPEBENEINTHNET,

show running-config security
[all]

ETar74¥al—valNOSSHE2—HF TH T b
REEFRLET, al ¥—U— FEIEETH L, SSHBLW
2= T AL bOF T L MERFTRINET,

show ssh server

SSH#— DO EEF R LET,

show telnet server

Telnet ' — NOEREEFRLET,

show user name username
keypair

RELIca—VOARF—2F R LET,

show user-account

RESN2—F THY > FOFEMERRFLET,

show users

TFNRAAZa T F L LT a—FRFRINET,

show crypto ca certificates

X.509v3FE EAR— R DSSHFFEIZHE E SN 7-CAFEFAER LW
g A TR MRS FEERLET,

show crypto cacrl trustpoint

BELEZFT7AMRA L FDOCRLY A NONEEFRLET,

SSH D&% TE

WORFE, OpenSSH F—2%{#i [ LT SSH #5%ET 5 HiEE R L TWET,

Procedure

AFvF1 SSHY —%F 4 —F M LET,

ATy T2

Example:

switch# configure terminal

switch(config)# no feature ssh

SSH #r— " F—Z A L £,

Example:

. SSH & & U Telnet D&%
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ssnozen |

switch (config)# ssh key rsa
generating rsa key (1024 bits)......
generated rsa key

ATY T3 SSH YV — %A x—T /L FET,

Example:

switch(config)# feature ssh

ATy T4 SSHY— RN F—%FRLET,

Example:

switch (config)# show ssh key
could not retrieve dsa key information

Khkkhkhkhkhkhkhhkhhhkh Ak hkhhkhkh Ak khhkhkhkhkhkhkhkx*k

rsa Keys generated:Tue Mar 14 13:13:47 2017

ssh-rsa AAAAB3NzaClyc2EAAAADAQABAAAAGQDh4+DZboQJbJt10nJhgKBYL5101hsFM20ZR19+JqEU
GA4419ej+ESNIRZ1x80hIt6VxIEL5cs07Pw72rjUwR3UPMuUAmM7 9k71/SyLGEP3WUL7sqbLvNF5GgKXph
ogMT075WUdbGWphorA2g0tTObRrFIQBIJVQOSSBh3oEaaALgYUQ==

bitcount:1024
fingerprint:
SHA256:V6KAeLA1IKRRUPBZM1Yg3rl6JW7E07vhLi6CXYxnD/+Y

Kohkkhkhkhkhkhkhhkhhhkh Ak hkhhkhkh Ak hkhhkhkhkhkkhkhkkkh*k

Khkkhkhkhkhkhkhhkhhhkh Ak hkhhkhkh Ak khhkhkhkhkhkhkhkx*k

switch (config)# show ssh key
rsa Keys generated:Sat Sep 29 00:10:39 2013

ssh-rsa AAAAB3NzaClyc2EAAAABIWAAAIEAVWhEBsF550aPHNDBnpXOTw6+/0OdHOLJIZKr
+MZm99n2U0ChzZG4svRWmHUJY4PeDW10e5yE3g3E03pjDDmt923siNiv5aSga60K361r39
HmXL6VgpRVN1XQFiBwnd4na+H1d3Q0hDt+uWEAOtka2uOtX1DhliEmn4HVXOjGhFhoNE=

bitcount:1024
fingerprint:
51:6d:de:1c:c3:29:50:88:df:cc:95:£0:15:5d:9a:df

R IR Ik Ih Ik b kb b b b b b b b b b b b b b b b b b b b b b b b b b i

could not retrieve dsa key information
R IR Ik Ik Ih Ik I kb b b b b b b b b b b b b b b b b b b b b b b b b b i

AT 75 OpenSSH XD SSH ABF—%FEEL £,

Example:

switch (config)# username Userl sshkey ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAY190F6QaZl9G+3£1XswK30iW4H7YyUyuA50r
v7gsEPjhOBYmsi6PAVKuilnIf/DQhum+1JINGJP/eLowb7ubO+1VKRXFY/G+1JINIQ
W3g9igG30c6k6+XVn+NjnI1lB7ihvpVh7dLddMOXwONnXHYshXmSiH3UD/vKyziEh5
4Tplx8=

ATYT6 REERFLET,

Example:
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switch (config)# copy running-config startup-config

SSHONRT— KRR ELZ T 74I)L A E—DEHEH

Procedure

ATy I

ATy T2

ATy T3

KIZ. CiscoNX-0S 7 /XA A5 Secure Copy (SCP) H—/3F 721% Secure FTP (SFTP) H—3
2, WMAT—= KRR LTI 7A Vet =350~ LET,

SSH OARF— BT —%2 4/ L, 8 E L2 —3 ® Cisco NX-0S T /314 ZADK—A T 4
L7 UKL E9,

Example:

switch# configure terminal

switch (config) # username admin keypair generate rsa
generating rsa key (1024 bits)......

generated rsa key

HELa—VOREF—2RRLET,
Example:

switch (config) # show username admin keypair

R R R

rsa Keys generated: Thu Jul 9 11:10:29 2013

ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAXWmM])JT+oQhIcvnrMbx2BmDOP8boZELITEJ
Fx9fexWp6rOiztlwODtehnjadWc6A+DE2DvYNvgsrU9TBypYDPQKR/+Y6cKubyFW
VxSBG/NHztQc3+QC1zdkIxXGNIbEHYFoajzNEOSLLOVFIMCZ2Td7gxUGRZc+fbg
S33GZsCAX6vO0=

bitcount:262144
fingerprint:
8d:44:ee:6c:ca:0b:44:95:36:d0:7d:£2:05:78:74:7d

R R R

could not retrieve dsa key information
khkhkkhkhkhkhkhkkhkhkkhkhkhkhkhkhkhkkhkhkkhkhkhkhkhkhkhkkhkhkkhkhkhkhhkhhkxxk

CiscoNX-O8S T34 ZADHR—L T 4 L7 UL, fBELEZT— 7Ty v a5 4L 7 Y
2, ANF—LER—2 = AR—FLET,

Example:

switch (config) # username admin keypair export bootflash:key rsa rsa
Enter Passphrase:
switch (config)# dir
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ATvT4

ATy TH

x500v3 sEBEE ~—2 o> ssH ZaE s ]

951 Jul 09 11:13:59 2013 key rsa
221 Jul 09 11:14:00 2013 key rsa.pub

INBH2DOD7 7 A VEMOD CiscoNX-OS 7734 A~z '— L7=1%, copyscp % 7= 1% copy sftp
g~ K& LT, CiscoNX-0S 7T/3 ADK—L T 4 L7 FUIZA »R—FLET,

Example:

switch (config)# username admin keypair import bootflash:key rsa rsa
Enter Passphrase:

switch (config)# show username admin keypair
Ak hkhkhkhkhkhkhkhkkhkhkhkhkhkhkhkkhkhkdhhkhkhkhkhkhkhhhhhkkhhxkhhkxx

rsa Keys generated: Thu Jul 9 11:10:29 2013

ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAXWM)JT+oQhIcvnrMbx2BmDOP8boZELITEJd
Fx9fexWp6rOiztlwODtehnjadWc6A+DE2DVYNvgsrUITBypYDPQkR/+Y6cKubyFW
VxSBG/NHztQc3+QC1lzdkIxGNJbEHyFoajzNEOSLLOVFIMCZ2Td7gxUGRZc+fbg
S33GZsCAX6v0=

bitcount:262144
fingerprint:
8d:44:ee:6c:ca:0b0:44:95:36:d0:7d:£2:05:78:74:7d

R R R R I I b b b b b b b b b b b b E I b h dh b b b b b b b b b b i

could not retrieve dsa key information
LR RS RS RS E R SRS EE SRR EEEEEEEEEEEEEEEEE S S

switch (config) #

SCP H—/3FE 721% SFTP H—/3T, key rsa.pub (21 S 4TV 5 AR % —% authorized keys
77 AMTEMLET,

Example:
$ cat key rsa.pub >> $HOME/.ssh/ authorized keys

INT, BEHED SSH 2~ RBLOSCP =2~ REFH LT AR T—REZBELRLS TH,
Cisco NX-OS T /34 ApHHh— N2 7 7 A V& E—TE 7,

AT v 76 (Optional) DSA F—IZOWVWTZDOFIEAKEY KL £,

X.509v3 SFRHEAR— X ) SSH EBEF D) 2% E 45l

WOFIL, X.509v3 FEAE AT 5 SSHFRFEDRTEHEEZ R L TWVET,
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\)

() CiscoNX-0OS Y U — A 10.4(3)F LAR%, Cisco Nexus 9000 2V — & A A » F X, TACACS+ ¥ —
NEMNL, XS509FEAEZMEH L7Z SSHERGEE AR — L TWET, ZOffEIX. RADIUS T
Y AR—FENnTHEEA,

configure terminal

username jsmith password 4Tyl8Rnt

username Jjsmith ssh-cert-dn "/O = ABCcompany, OU = ABCI,

emailAddress = jsmith@ABCcompany.com, L = Metropolis, ST = New York, C = US, CN = jsmith"
rsa

crypto ca trustpoint tpl

crypto ca authenticate tpl

crypto ca crl request tpl bootflash:crll.crl

show crypto ca certificates

Trustpoint: tpl

CA certificate 0:

subject= /CN=SecDevCA

issuer= /CN=SecDevCA

serial=01AB02CDO3EF04GHO5IJ06KLO7MN

notBefore=Jun 29 12:36:26 2016 GMT

notAfter=Jun 29 12:46:23 2021 GMT

SHALl Fingerprint=47:29:E3:00:C1:C1:47:F2:56:8B:AC:B2:1C:64:48:FC:F4:8D:53:AF
purposes: sslserver sslclient

show crypto ca crl tpl
Trustpoint: tpl CRL: Certificate Revocation List (CRL):
Version 2 (0x1)
Signature Algorithm: shalWithRSAEncryption
Issuer: /CN=SecDevCA
Last Update: Aug 8 20:03:15 2016 GMT
Next Update: Aug 16 08:23:15 2016 GMT
CRL extensions:
X509v3 Authority Key Identifier:
keyid:30:43:AA:80:10:FE:72:00:DE:2F:A2:17:E4:61:61:44:CE:78:FF:2A

show user-account
user:userl

this user account has no expiry date

roles:network-operator

ssh cert DN : /C = US, ST = New York, L = Metropolis, O = cisco , OU = csg, CN
= userl; Algo: x509v3-sign-rsa

show users
NAME LINE TIME IDLE PID COMMENT
userl pts/1 Jul 27 18:43 00:03 18796 (10.10.10.1) session=ssh

SSH & & U Telnet IR 9 5 ENNTRER

Z 2T, SSH B LU Telnet D FEIEZ B 2 BB HRIC OV TR LE T,
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BEER
BEEIEH I=ZaTFILEA R

CiscoNX-OS DT A A |CiscoNX-OST A A HA K

VRF2 V7 4 ¥zl —3 3| [CiscoNexus9000 > ) — A NX-OSz2=F% ¥ A h )L—F (7
RETA K]

RFC

RFC 24 R

RFC T o7 v VEGE O X.509v3EERH
6187 e

=

MIB MB®D'Y >y

SSH 35 X U8 Telnet [ZB# T | VAR — FENTWVWAMIBARZB L OF 7 o — R4 51213,
% MIB WO URLIZT 7 AL TL X,

https://cisco.github.io/cisco-mibs/supportlists/nexus9000/
Nexus9000MIBSupportList.html
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