RADIUS DE%7E

Z OE T, Cisco NX-0S T34 A T Remote Access Dial-In User Service (RADIUS) 7’1 k=
NWEBET D PFIAICHOWCHALET,

ZOFEZ, WOBETHERINTWET,

* RADIUS (Z-2V T, on page |
« RADIUS @BA[ETIZDOWNWT (5§ 5—)
« RADIUS Dii#2Z:A+:, on page 6
« RADIUS O EHHE & HfIFHE (6 3—)
* RadSec DEEFIH L HlFFHHE (7 X—)
« RADIUS OB AIEHOIEEFH L flfFE (8 X—)
« RADIUS OF 7 # /b h % &, on page 8
* RADIUS #—/3DFXE, on page 9
« Dynamic Author Server D H b E 7213 (32 ~—7)
* RADIUS SR AIEH DR E (32 ~—)
« RADIUS &% & O fE7%, on page 33
« RADIUS B Al A O E DRRE (34 ~X—)
« RADIUS $—/SDE =% U > 7, on page 34
* RADIUS #— SHtaHE o> 7 U 7, on page 35
« RADIUS D% E4, on page 36
« RADIUS B[ A O ER (36 ~<—)
. W@f’ﬁi , on page 36
« RADIUS [Z B39 % BIN1% ), on page 36

RADIUS [Z2DIMT

RADIUS 537 ZA T v MY —R VAT LEFEHTLHE, RET7EANLRY NU—T %
T ET, YRAIOFEIETIE, RADIUS 7 74 7 F X CiscoNX-OS 7 /34 A THE L,
TRCOZ—YIEHERB LRy U —7 —E 2 7 7 & AERPIEM S 725D RADIUS
P NICRREERB LT o T 4 VT EREEELE T,

RADIUS DE&E .



RADIUS DEEFE |
B rrows xy ro—sEE

RADIUS v kT — 7V IRIE

RADIUS I, &EREX2UT 1 Z2HEL L, Hﬁ )%—%n FOXy hU—2 Tk
AT AMNERN D DS ESE Xy VU8R EexEqd,

RADIUS iZ, 778 A X2 VT 4 2 NBELTIROFXy N —7BRECTHEHALET,

cRADIUS ZHR— F LTWAEHKAR L X —D%y NT—7 FARAL ZBEH LRy N T —
7. Tl ziE, BENRUE—DXy FT—27 FRAL AT, H—0 RADIUS H—/3 _R— 2%
DX VT4 T—H_XR—ALEHATEET,

« " CIZ RADIUS i oo x v h 7 —2, RADIUS %M L 7= Cisco NX-0S 5 /31 A %
Py MU—=ZIZBINTEET, ZOEEIL. AAA V—IBITT 5 & 2RO FIEIC
0 FE9,

VI AT T 4 T RMNER Ry NU—27, RADIUST 7 7 4 > 7%, RADIUS
FOREE 721X RADIUSRE A & (3 ERIZEH TE £9, RADIUST I U7 > 7 ¢ v JH&RE %
ToHE, P—ERDOIBGB IO TRIZ, By va rRIEHLEY Y—2x (FFH., 2

7y b N N E) OBRERTT X EEETEET, A ¥ —Xy M —ERX Fn
NA Z— (ISP) X, RADIUST 7kt R ary bhua—LBIORT IV T4 7HY 7 b=
TO7Y == THEFALT, $kRtx=2) 7 0 BLUOHE=—XITHIG LT E

R

WAk e 7 7 A NEYR— T 5%y NU—2, £ hU—27 TRADIUS H— "% {4
Dl AAAGIEERREL, 2=V Zto7n 7y A vk Yy N T v TEET, 2—H
ik@fm774wcib CiscoNX-OS T34 AL, BEFfFORADIUS YV =2 —v 3 U &
FHL TR FERGICEETEL LA, Y Y —RERNICEHR L CSEISE
=R LoULEK) (SLA) 2R TE ET,

RADIUS ) E{E

— 73 RADIUS Zf#H L T Cisco NX-0OS T34 A~ 74 B LI OIEEZHITT D &
WDOFaw ANETINET,

s A—YR, 2—PHEARRT—FDAN RO, AN LET,

« =P ABL OSSN SAY — R, Ry BT —7fH TRADIUS ¥ — NZEfR &
nET,

o 2— L, RADIUS »— B ROWNT DI E 2 ZE LET,

ACCEPT

2= YPRRRIES N E LTz,

REJECT

A—WEFRIE ST, =P L ANRT = FOFANERD LD, 77 B AZEAS
nEJ,

CHALLENGE

RADIUSH— 2L > TTF ¥ LU UVBRRITEINET, Tv Lo Vld, 22— biBEnTr—
X ENELET,

[l RrADIUS DEE



| RADIUS DEE
raDius 4—snE=2 1> [

CHANGE PASSWORD
RADIUS Y — "5 —F2,. FF LV RAT — REBINT 2 L9 BERBITINET,

ACCEPT & £ 721X REJECT J&& 1L, EXECF#FR[F /i3y MU —ZFH A I 5B
T NEENTWET, RADIUSE A AT 2121L, £ 3 RADIUSFRGEE 52 T3 B EHS
H Y F9, ACCEPT £72IZREIECT /X7 v MIEENDEBMT —X ONFIZKRD LBV TT,

s 2—YNT 7 AAHERY—E A (Telnet, rlogin, F7zlIe—HA LT 7 FT7 2 AKR— |k
(LAT) #fi, "A v b Y —FRA b7tz (PPP) , YITNATIAL L A H—Fy
N 7w h=zv (SLIP) . EXEC Hh—E X722 L)

T A—H (RARNETIZTZ TA T FOIPVE £ IPVv6 7 KL A, 77&8 A U R
r, 22— XA LT 7 )

RADIUS H—/\DE=4 1) L4

I L 72V RADIUS ﬁw*‘z}%é &L AAABSROMMENEND Z E03H D £, AAABRD
LR 2 Hi T 5729 EHRIIZRADIUS — "% E =% U > 7 L, RADIUS Y — 3%
BriT (TI7347) 75>k 975 BB L 9. CiscoNX-OS T34 ZAZRETEFEI, Cisco
NX-0S T34 AL, & &R E 720 RADIUS —3%5 v K (dead) L LC~—Z2 L., T v
R RADIUS $—/NZ1F AAA Bk % 255 L EH A, Cisco NX-OS 7 /34 ZTEHIMICT » R
RADIUSH—NREZE=Z V7L, ZNONRINEZRLIZL, TI7A4 7RECRERLET, 20
F=H YT Ta AT, FEEO AAA BRNBEE SILHANIC, RADIUS $— N 23B @ik fe
ThdI LR LET, RADIUS y— "DORENT v REIIT 74 TIEDLD &, 5
Fv hU—ZEE 7o hajl (SNMP) b7 v 7ERK &L, CiscoNX-0S8 7 /34 A2 X - T,
FRENBELLZEZALEDLIZT— AvE—URFRINET,

Figure 1: RADIUS H—/\ DK FE

KDOKNZ, RADIUS — RN =2 Y T OWRELZRLFET,

Alive and Process "‘E-DJ“ e fram
Application used application remaote server
request request
[RS]
response
Alive Idle timer Alive and Test AAApackets | > ridad
expired testing » sant -—
Cirectad
Tast AAL request
Deadand [ Dead limer expired .
testing s g

)

Note 7517 H—NRLFy FRH—ROE=FY U IMBIZRALY £, ZNHIT2—FRRET

ZF7T, RADIUS — N =X U U 7 HFTTHITIE. 7 A FiRFEE R % RADIUS H— 2
EELET,

RADIUS DR E
I



B < s—msEn

RADIUS DEEE |

RUA—EFREH

A U F—xy MERRRIIEZ B2 (ETF) 28, *y N —27 727 & A #—,3L RADIUS
P — RO TD VSA OE D= D HFRAERET HIEMELERR LT ET, IETF 13JEM: 26
ERERALET, RUX =T VSA 2 LT, —#M7e AR S 72 Wil oEEE M2 3
R—FTEEY, YAITORADIUS EIE(T, ZOMRTHR SN DAL HEH LT, 15O
VHEA—EEA T a B R—FLTWET, YRAaDRUF—IDIE9, BAR—hENDHA
T arDORUE— 2 A TE 1 (LRI E cisco-av-pair) T, EIFKOEXDA N) 7T
7T

protocol : attribute separator value *

protocol L, ¥FEDFH [ X A T HFKT I ATDEMTT, separator %, HABIEDOEEIT= (F
) . AT a roREOEAITF (TAX Y RY) TY,

ClscoNX 0S 7 /34 A TOFRIEIC RADIUS*j‘**/\’”d%fH?%)iE'/\ . AR O —FE
AR R & & BT XK 912, RADIUS % —/NIZRADIUS 7' b a)VTCHERLET, 2D
ufFTha%Ii L. VSA TIRESNFET,

WD VSA 7a han 7 a0, CiscoNX-OS V7 U =7 THHR—FENTWET,

Shell
a—Y 77y A NWERERMET D access-accept /N7 v N THEHENS T w R A,
Accounting
accounting-request /X% v N CHEH I D71 h A, EHICAN—ANRNEENTWDIHEE
. ZEHSIH/FTHDLER D Y £,

CiscoNX-OS V7 b7 =7 Tli&, ROBHENYR—FINTWET,

roles
2—YPRBT LT XTOr—LO—ETT, E7 4 —/ NI, AX—ATRELAZw—
N —BRKRLIZA N 7 TF, =& %I, = —3 D network-operator 33 & T
network-admin ® 2 —/L{ZJE L CW DA, {67 1 —/b RliE network-operator network-admin
R0 FT, ZOVTEMEIT Access-Accept 7 L — A D VSA #5541, RADIUS
=L REENET, ZOBMKIET =L e ha VLT TEE T, KIC
Cisco Access Control Server (ACS) THHR— &b u—NEHEOflzRLET,

shell:roles=network-operator network-admin

shell:roles*“network-operator network-admin

KIZ, FreeRADIUS THHR— kb e —V@Etoflzrx L £,

Cisco-AVPair = shell:roles=\network-operator network-admin\

Cisco-AVPair = shell:roles*\network-operator network-admin\

[l RrADIUS DEE



| RADIUS DEE
rapwws EazEI=oLT ]

\)

Note VSA % shell:roles*"network-operator network-admin" = 7213 "shell:roles*\"network-operator
network-admin\"" & L CHEE L7256, ZOVSAITA TV a VEEE LT 7 7% ES
., v 22 FAL AT ZOREEZBE L ET,

accountinginfo
FEHED RADIUS 7 AU T 47 a haViZgEns@t s bicr vy s a7
BREHLET, = @Eﬁ I, AA v F LEORADIUS 7 7 A 7 > kB @D Account-Request
7 L— LD VSAHSY IEEENET, oML ICERTELDIR, THT T 4
N/ }‘311/7 57:&4‘/ k (PDU) 721 T,

RADIUS 2RI ZE([Z DLV T

FRYERADIUS A > —7 = A A[T@H ., X T —=ZIHHE L TODT /3 A b ERPE(E
E, 7 U RREEENTY—ABIRET L7V ETAVTHEA SN ET, CiscoNX-08 V7 K
v T, Py a BT /VTHEM &5 RFC 5176 TESR S 4172 RADIUS Change of Authorization
(CoA) BEXREZVHR—FLTVET, :@—'E:f/l/'f‘ T, BRI — "SRy hT— 7T
Hefot SAUVTZT /8 AFEE S 4L, SMBOFRGE, B, ki@Yﬁ?/T%/ﬁ(Nm)it
RNY = = OB v > g R fEVﬁ‘T 220 £,

Dotlx NERDOBE., Xy FT—0 TNRA A IA—®v T4 r—F2 L L THEEL, Byl av
TEDOHFAF I v COA BUFRL £9,

ROBERPBYR— F ERTVET,
"E//H/ﬁnuu

ey a DT

vl a3 BT

Ty va COFEREZBRMGT 212, BRE. BB, BEXOT AU UT 07 (AAA) H—
I%. Cisco VSA BEL L EDE v v a O ID @M Z G TefERE CoA R A v — T %k
L E 9, Cisco VSA I Cisco:Avpair="subscriber:command=reauthenticate” DOZ=.T9",
WOTFVATE, BUEDOE v v a REBIZE > T, A v E—VITdT 57 3 ZADIGE DRk
0 ET,

« by UMBHE, IEEE 802.1x IZ Ko TRERES LTV 556, 7731 A3 Extensible

Authentication Protocol over LAN (EAPoL) -Requestld X v&— %% — NZEETH 2 &
TISELET,

cHIfE., Bl a U MAC FREENA 232 (MAB) TEEEENTWAESIT. T34 2%
P—NZT 7 AEREZXEL, MIHLEFHRECTHEAIN2 L OLEUID BEEZEL E
j—o

RADIUS DE&E .



RADIUS DEE |
B cavorr

s TNAAW AT REZETLHERICE Yy v a VORIEPTOILTWAEGES, T/3 AL
REAZRKET L, By —F7 A2 HEH LT, Rt D Ko icRES SR
B L £

Ly a DT

CoA HEGHRIRELRIT, WA M R — FZ2ERHETICE Y a 2T LET, CoABHGfitls:
MTOENRICEST, BELEFRA MO — LT 4 r—% 2AF— |k =L U RNEYELEI N
EFTN, KA DX Y FNU—27~DT 7 v ZAFHIBENER A,

Ty arNRONLRWEEA, 531 A% [Session Context Not Found] =7 — 22— FEk
Z{# ] L C Disconnect-NAK A v —U 2K L £,

Tty a VB RONSTER, ILDORNEHT T —DTDIINAS B v v a VEHIBRTE 2o
73548, T34 A% [Session Context Not Removable| T T — =t— N @ % D Disconnect-NAK
A= ERIRLET,

Ty a VROV STEBE, TR ATy a v ERTLET, By g URERICHIR
b &, T3 A% Disconnect-ACK A v ¥ — %K L E 1,

RADIUS D EINRSEH

RADIUS (1%, WROFHESERH Y £,
¢ RADIUS $#— 3D IPv4 £7-1ZIPv6 7 RL ZE /- IIHR A M EBHELTWDH Z &,
« RADIUS — <\ b —%2BE4+5 2 &,

¢ Cisco NX-OS /34 ZAH, AAAYP— DO RADIUS 7 FA4 T hE LTHREENTWS Z
k.

RADIUS D;FEFIH L FIFIFEIH

RADIUS ([ZIZIKDTA KT A4 B LOHIBEELH Y £,
* Cisco NX-08 7 /34 R|TFRE T& 5 RADIUS Y — "D KT 64 T,

e 17— /LD Cisco NX-0OS 7 /3A A FIZHESNTWD2—H 7 H 72 M, AAA T —
FEoVE—F 2= T7H T FNERLARTIOEA, CiscoNX-0S Y7 hU =71, AAA
P—RECREENTWEa2—Y o—1TlER, o=V a—Y 7 h v hOx—W
v—%&YE— b 2—WFIZ@EHLET,

e A AL NRAT— REYHR— 5D RADIUS 7' u ka2 T,

« NOK-X9636C-R 3 L U8 N9K-X9636Q-R 7 1 »F— KE LU NIK-C9508-FM-R 7 7 7'V v
7 EY a— )V OPA . BT A S Te o —W 4 D RADIUS FHEF I L E9,

. RADIUS DERE



| RADIUS DEFE
Radsec D:xEFELHKEE ]

s CiscoNexus 9K 2 ) — X A A » FIX, TACAAS+IZ%} L TDH CLI 2~ > R aaaauthentication
login ascii-authentication Z ¥ 748— ~ L 923, RADIUS (Zxt L CIEHAR— M LEHA, 7
7 AV NFRRETH 5 PAP AN/ 5 X 91T, aaaauthentication login ascii-authentication A
AV TFPIHZIR>TNDHZ L ZERLET, £ LRNE, syslog =T —NRRINE
R

* Cisco NX-OS U U — 2 10.3(1)F LA, RADIUS % Cisco Nexus 9808 77 » F 7 4 — 2L A
A v FTHR—bINET,

* Cisco NX-OS U U —Z 10.4(1)F LAF%, RADIUS (%, Cisco Nexus X98900CD-A 35 L O
X9836DM-A T A > J1— R&EEH L7172 9808 A1 v F CTHR— S ET,

e CiscoNX-OS U U — & 10.4(1)F VAFE. RADIUS i, X98900CD-A 1 L TN X9836DM-A T A
v 1 — K& 45# L 7= Cisco Nexus 9804 A1 v FTHHR— XN E7,

s radius-server key 27 > K ¥ X O radius-server hosthostnamekey =< > K™ key OfE I,
BIRABFO N E D0y (B @ secret) « FIRITELLBIABZZMFT2HD (B : "secret")
THLIMENRD Y £, UTIFFFISnEEA,

s RBEFELIEIEKREDODRALEFIZESIRAFMAF WL -ED (i : a", "abe) .

REEDEPICSIAFAEENT-L D AIEOSIAFARL (F] @ ab'ed) . E2IFAETEIC
SIMAfEH Y (B : "ab"ed") .

* Cisco NX-OS U U — 2 10.4(4) LAk, radius-server CLITTIX, # A AT U s &L FHEED/RT
A—HIZE O EEHTEET,

Cisco NX-OS VU U — & 10.4(4) LAFECiZ, show running-config i Jlc b X A A7 D L F
EEOMENERINET,

UU—21044) & 9311 UBEOMOF 7 7 L— Rz, ZhbHDEEEITHRN &,
A LT T MEO EIEFEAEME 0 246 9 5 RADIUS Y — N—# N b 50>, BERE
LZRWHEEMERS S 0 3, RO —EME2MET 272010, BBEZ 50 )V —2AHTo
BATRRZ NG DRT A—=ZDIEE LTOEFEHLARNTIEIN, ik, Y—RE
Z—2y RO DY V—=ATINEDMENYHR—FEINTNDHZ EaMERL TS
Uy,

RadSec M;F=E18 & FlFIFEIE

RadSec {213, RKOEEHFHELFFEE ZH Y 7,

* CiscoNX-0S U U — A& 10.3(1)F LA, b7 > AR — @ T RADIUS/TCP B 7 [ D815 %
P9 5 7= 812, RADIUS Secure (RadSec) 7" — k23 Cisco Nexus A1 v F THEfE X1
i ‘j‘o

*RadSec 1T A A v TF L)L CHNWENCTLH2XLENLHY £, Zid, BRDH T4
A—k 7 hag (-DFH, UDP & TCP-with-TLS) ZFi oV — R—D#HE 53R 7A]
BETHDHIZDTT,

RADIUS DE&E .



RADIUS DEE |
B rrousozAzEorEEEL SINEE

« radius-serverdirected-request =~ > NX, RadSec #EE TIIV AR — F SN TWEH A,

» test aaa server radius =~ > KX RadSec —/N\—TlIHHR— h I TWFEH A, RadSec T
PAR— b EZNDHDiL test aaagroup =~ > R721F TT,

» Dotlx IZ RadSec TARUZH R —F N TWEH A,
* RADIUS ¥ — _"—D R IX, RadSec ' — X—TIEV R —FEINTWHEHFA,

*« RADIUS r—_—DFHEE L XA LT 7 ML, UDP X— A RADIUS £ — FizmEH I h
£ 973, RadSec V' —_"X—Zxf LTIV AR—FINFEE A,

* CiscoNX-0S U U —Z 10.4(3)F LARE, TLS/X— 3 > 1388 L N1.2728, CiscoNexus A A
FTCHR—FINTWET, TLSvI.1IFFEIESLE LT,

RADIUS DEERIEEM;FEEIE L FlIFEI1E

RADIUS O A A T |(CEET 2 EFHE L HNEEITRO LBV T,
« RADIUS O A EF LI FEX IZLX D HR—FENTWET,

« RADIUS OFAZEE X VXLANEVPN IC X W R—FENTWET,

RADIUS DT 7 # )L FERTE

WDFEIZ, RADIUS RT A —Z DT 7 )V hiREEZRLET,

Table 1: RADIUS /135 » — B2 DT 7 # )L bERFE

T A5 FI+I b
PO BALT AT T 427
7 K & A ~—[k 04y

FFE L 1

G & A ~—[HE 5H

FRREAR— R 1812

TATT 4T R—b 13813

TA FvZ A ~—[HR 04y

P —ROEHNE=FV T DOa—H4 test
P—NOEPHE=Z Y T D/INAY—F F Ak

. RADIUS DERE



| RADIUS DEE
raDius — 0z I}

RADIUS H—/\DE&RFE
Z Z TlE. Cisco NX-OS /34 AT RADIUS —_Z&ET D FIEEZFHHLET,
A

Note  CiscoIOS O CLIIZIEN TWAHEA. Z DHERED Cisco NX-0S =< > RIZHERD Cisco I0S =1~
VRERGDENRHDTEOEENNLITT,

\)

Note  Cisco Nexus 9K ) — X A A v FIE, TACAAS+ (2% L THA CLI =~ > K aaa authentication
login ascii-authentication Z %7~ — k L9, RADIUS {2k} L CiZ¥ AR —hLERHA, T 74
JL RRBAET o 5 PAP AN 72 % X 512, aaaauthentication login ascii-authentication A A F73
Mo TNWDZ MR LET, £H Lk, syslog =7 —NERINET,

W 3 O
RADIUS H—/\DZxRTFETOE R
1. Cisco NX-0S /34 2 & RADIUS H— L Ok 2 et L ¥ 3,
2. RADIUS #— 30 RADIUS B X —%2HELF T,

3. MEIISLU T, AAARRGESRHIZ, RADIUS — D% 7 & » k%A L TRADIUS ¥—
NIN—T5RHELET,

4, PEIISU T, WDOA T2 arDRTA—REHRELET,
e 7y R & A LG
o 2—Y 17 A LEED RADIUS Y— SOFEEDFF Al
« XA LT U MHNE
*« TCP R —

(f£#) RADIUS REDEA DA X —T > TWAHBREIE., 777V v 271z L T
RADIUS #ZE#x# a3 v b LET,

o

Related Topics
RADIUS #— N R A R DOFE (9 X—)
7' —,3L RADIUS F— D E (11 <—)

RADIUS H—/\ /R R FDERE

JE— h® RADIUS — 27 7 & 2 5I121E, RADIUS H— "D P 7 KL A F7-I1EA A k
HERETHVENHY £, KK 64 D RADIUS — A2 HETE £,

RADIUS DE&E .



B reows 5— A rozE

\)

RADIUS DEEFE |

Note

RADIUS #—/SDIP T R AE /TR A M % CiscoNX-OS T /A RAZRETHEE, T 74
JL k TliZ RADIUS % — 825 7 /L kD RADIUS H— 7 L— 12BN E N E3, RADIUS

P — %Rl RADIUS —/N 7 )—7°

BT 52 b TEET,

Before you begin
P NPT T =N TN =T DA NR—=L LTRESNTVWDAZ 2R LET,
P— "M RADIUS N7 7 4 v 7 #BFET DL IR

Cisco NX-OS T /34 AN,

Procedure

RESNTWDZ L ZfERB LET,
AAA #—/SORADIUS 7 74 7 P E LTRIESN TN D Z &,

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—nR_) a7 4 F¥al— g
E— FEBBLET

ATvT2

radius-server host {ipv4-address|
ipv6-address | hosthame}
Example:

switch (config)# radius-server host
10.10.1.1

SREFICAE 4% RADIUS H— 30 [Pv4
F7IXIPv6 7 L AEITHR A ML %
BELET,

ATvT3

exit
Example:

switch (config)# exit
switch#

REE— R T LET,

ATvT4

(Optional) show radius-server
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(Optional) copy running-config
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CiscoNX-0S /34 AT, HE D RADIUS V" — "HOF—%RET& £9, RADIUS F—I3,
Cisco NX-0O8 7 /34 A L KD RADIUS v — L DB CTHETIMETF AN AN 7T

B

Before you begin

1 DF 721385 D RADIUS — R AR A b 2R ELE T,

J&— h RADIUS — DO F—DEZTE L E£7,

RADIUS ¥— NI F—ZFE L E T,

Procedure

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (confiqg) #

Ja—)L a7 4 Falb—g v
F—FERMmLES

ATy T2

. RADIUS DERE

radius-server host {ipv4-address|
ipv6-address | hostname} key [0| 6| 7]
key-value

Example:

¥F7E O RADIUS ¥ — 3 @ RADIUS

F—AEELET, key-valuer7 U7
TxA Mg (0) 2 A 7 65 EAk
X (6) M, ZA T TR (7)
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| RrapiUs ©

]

axX ;&

o rabus ¥— Bor—nzz [

Command or Action

Purpose

switch(config)# radius-server host
10.10.1.1 key 0 PlIjUhYg

Example:

switch (config)# radius-server host
10.10.1.1 key 7 "fewhg”

MEFEETE 7, CiscoNX-0S V7 hk
U7 Tk, FEfrar 74 X2 lb—va
NRAFTDHNCYZ VT TF A FDF—
EREEALLET, T 74 oKLy
V7 7% A RMTT, HKT63LFET
7

Z @ RADIUS F—»n 7/ m—3L
RADIUS F—OfRb D I S E,
Note

generatetype7_encrypted_secret % fii ]
LTI TICEARELRE L TV DY
HGavr RefEALT, ZFHOHIC
AT EOICHIHBICAT LET, FE
(2O T3, RADIUS % 7213 TACACS+
DILFREDOREESRL T TEIVY,

AT 73| exit WEE— R T LET,
Example:
switch (config) # exit
switch#
A7 7 4 | (Optional) show radius-ser ver RADIUS $— O EEF R L ET,
Example: Note
switch# show radius-server RADIUS ¥ —3iFEfta 7 1 Fa L —
Vg K b ST A TR S
7, WA {bSi7z RADIUS ¥ —% %
KT 5IZIE, show running-config =~
v REERLET,
R 75 | (Optional) copy running-config ETar 74 Xal—Yarhk, AX—

startup-config

Example:

switch# copy running-config
startup-config

NPy ar7 4 Xal—vgila
E—L £,

Related Topics
RADIUS #— R AR A FDOFRIE (9 2—)
AES RATU— R LB L O T T4 < UK ¥ —I12 21T

RADIUS DE&E .
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cisco-nexus-9000-series-nx-os-security-configuration-guide-release-106x_chapter20.pdf#nameddest=unique_140

B rrows B v b —U A—tw o T 0 r— s O

RADIUS DEXE

RADIUS B A vE—C A —t VT 47— DIERK

CiscoNX-OS A A v F =T 5T X TOY—NZRADIUS BMEA v —V A —% T 47—
X &R C& F£ 9, RADIUS EM:i%. Extended Access Protocol (EAP; JLiET 7 & A 7'm h =
W) Ry N EHTEIMELT, AA v T HMAC-MDS5 %l L T EAP #&H T4 A Y LA
v a—WEEIETES LI LET,

)

GE)

o

Cisco Fabric Services (CFS) (%. RADIUS @tEA vt —V A—kv o T4 r—ZZBELEEA

Cisco NX-OS U U —2Z 10.2(9)M LLF%, Cisco Nexus 9000 A1 F T, radius-server attribute
message-authenticator =~ > RAEAZNTNE T,

FIE

ARV RFERERTIVa Y

E]:)

ATy T

configureterminal

1 -

switch# configure terminal
switch (config) #

Ja—_ ) a7 4 Xal—T g
E— NLBABLES,

ATv T2

radius-server attribute
message-authenticator
1

switch (config) # radius-server attribute
message-authenticator

T RADIUS #—/3|Z RADIUS J&
4 message-authenticaton % 5 & L £,

77 4 /L FTiX. RADIUS EHED
message-authenticator | ZMEZh|Z 72 > TV
i j_o

ATvT3

exit
I

switch (config)# exit
switch#

%&E%_ ]\\‘%%@T ngjﬂo

ATvT4

. RADIUS DERE

(f£&) show radius-server

1

switch# show radius-server
etransmission count:1

timeout value:5

deadtime value:0

message-authenticator attribute:enabled
source interface:any available

total number of servers:4

following RADIUS servers are
configured:
10.10.1.1:
available for

RADIUS +—DFRTEEEX R LET,



| RADIUS DEE
RadSec D% E .

AU RFERETOVa Y =)
authentication on port:1812
available for
accounting on port:1813
RADIUS shared
Secret:********

timeout:60

ATv 75| ({£E) copy running-config FiTar74Xal—vark, A¥—
startup-config Ty a7 4Xal—g0la
1 - E-LET

switch# copy running-config
startup-config

RadSec D& E

RadSec IZ. TLS #2H CTRADIUS 5 —# 7 T AZHRIET B0 70 s a9,
ZOFNETIX, AA »F TRadSec ZH RN E I ITMNT D HIEZHOWTHHALET,

1R BHIIZ
e = R—=DT T AT FIDFEAEL CAGEHEN AL v FIZA VA b= ENTWNBHZ
LEERLET,

o b= NR—FFREBOV TVl M, AL v TF THERINTND I —R—0DR A M4 /IP
TRLVALE—=FHLTWAZ EHMER LTI,

e RadSec h— "—%HHT B L IICAAAGRGELE T AU T 4 V7R ET HHIC, testaaa
group =~ > RZ&{H LT, RadSec i8iEM T 5 2 & 2R L7,

« AA wTF ML DOBEERTLS v v a VOFRITEHMET 57212, RadSec —/3—T TLS
TA RV EADLT T MR REICHEELET,

FIE

ARV RFERERTI VA Y ]3]

R 71 |configureterminal a7 4 F¥al—arE—RIZAD
15'] : ij—o
switch# configure terminal

R w 72 |radius-server securetls Ta—r ) LoV TEINZ LET,
i) : GE)
switch# radius-server secure tls Z @ CLIIX, RadSecZfff &b HR—

FESEERELITRELEEA,

RADIUS DE&E .



. RadSec DX E

RADIUS DEE |

ARV RFERETIVa Y

B8

ATvT3

radius-server host t {ipv4-address |
ipv6-address| hostname} key {key}
auth-port 2083 acct-port 2083
authentication accounting

1 -

switch# radius-server host
10.105.222.161 key radsec auth-port
2083 acct-port 2083 authentication
accounting

wunmjb(i:t%77j7r7 Nar VT R— k&
HIHA TR ¥ — & fF ] L T RadSec
"j’“/\*%:%ﬁk LET,

GE)
Y= N—=DGE, WIEE T T T 4
Y7 DT 7 4V k@ RadSec A — k%

2083] C. F%—I% lradsec)] TI, A
A v FOEA. RadSec "— F & F—D
T 7V NEREILH D i“ﬁ_‘/u ==
TERINTWAH LI, ZOXEZE
HIZREGIZIBM L T 2 &0y,

ATvT4

radius-server host {ipv4-address|
ipv6-address | hosthame} tls
client-trustpoint trustpoint

1 -

switch# radius-server host
10.105.222.161 tls client-trustpoint
radl

7747 MIDFEHENRA VA L
SINTWABTLS 7 A4 7 h T A b
RA L FERELET,

ATvTh

radius-server host {ipv4-address|
ipv6-address | hostname} tlsidle-timeout
value

1 -

switch# radius-server host
10.105.222.161 tls idle-timeout 80

TLS 74 RV XA LT U MNERTELE
T, T 7 L Ml 600 BT,

GE)

RadSec 7 A4 7> b6 D KT U H 7
va UNRWE, ==X HF A A
T MEIZESWTERAZMA LD Z &
MNTEET, 7747 FDTLS T A
KV ZALT D ME, ZOUY—AT
I R—FrEnTWERA, 7747
Y MIBSBH TERAMHCEE A,

VEeE—ha—P—=nnrA( 358, KBHOu A OBENROND ZLRHY £,

DFY, AA vF L RadSec V' —/X— DB TTLS B a VOENNIID T{ThILDH EET
T, TLS By a URNEETHE, B L2V E—h ol 0 TCEEITIRONETA,

6=

RadSec 7 7 A4 7~ T,
WA EOREEREDOMBEN AL THDHHE.

REBENFAE L2\,

BV ET,

F TR AR EEHEN Y —R— L I N T

show run 2 R TIBIENFAET 5 TEEM:

[l RrADIUS DEE



| RADIUS DEE

DTLS Z{&F L 7= RADIUS [ZD L\ T

Cisco NX-0S U U — 2R 10.4(1)F 7°5, DTLS 7’12 h =L &{#iffl L7 RADIUS BAEA S E L
-, ZO7a had, UDP AL Tex a7 F¥ %1 &Z M LTRADIUS ¥ —4 7' F L%

FIE

BT 5720080 TY,

DTLS &M L= RADIUS (<> T ]

RADIUS & DTLS 1%, FT 2 AR— FETHRADIUS V7 DX 27 RIBEEAREIC L E
T, Zo7a hand, SEIEREFHERAAS 08D LY, B2ThRWRy NU—7 %201
T ¥ =772 RADIUS /37 v MERIEZITWIZWIGAICRL B £97,

DTLS Z{$1F9 % RADIUS D1ERL

1R BHHIIZ

« AL v FDIPT RLADNS KA ML ERUY T V=7 hERBLEZEH LT T4 T
FTATUT 4T AGRHEEERL TS, FTA MRS FEEALT, 24 v F
I TGA T N TAT YT AT A4aEHEEZA VA =L LET,

* DTLS/RADIUS (2l &35 ISE — "D H— NGEAEN AL » FIZA A b= ENT

WHZ L EMERLET,

cITAT U NTAT T 4T AEAEOBELIZHEH SN D CAFEBED ISE — — D15
FECEDIHEAMTICA VA P—=ALENTWAEZ LR LET,

s P—N—GEHEFEOY 7V =7 AR AL v FTHRIN TV —N—DRA MM/IPT

FLRAELERUTHDLZ 2R LET,
* RADIUS Y — _—Zfi 725 L 512 AAA

FEERB X OT AU T 4 v T T N—T AR

B HIIZ, testaaa group 2~ > KT RADIUS §BFEN KI5 Z & B L £ 7,

« ZA v F L~YULTRADIUS & DTLS 70 F 2L EHINZTALENLY F3,

*DILS & TLS 72 &, BB "I AR— "7 harz#EHT 5 X 5 IZRADIUS —/3—
FHBEDETHERTIZ LIV R— SR TWETAL, —EIZ12DF 1 b a ik

TEEY,

ARV EFERERTIVa Y E:)
2 71 | configure terminal A7 4 F¥al— gy E—NRIAD
ij‘o

i
switch# configure terminal

switch (config) #

R 72 |radius-server securedtls

1

AA v F TRADIUS withDTLS 7' 11 | =2
NEAIMLET,

RADIUS DE&E .



B orns =@ 2 RADIUS DR

RADIUS DEEFE |

ARV RFERETIVa Y

B8

switch(config)# radius-server secure
dtls

ATvT3

radius-server host {ipv4-address|
ipv6-address hostname} key {radius/dtls}
auth-port 2083 acct-port 2083
authentication accounting

1 -

switch (config)# radius-server host
10.105.222.161 key radius/dtls
auth-port 2083 acct-port 2083
authentication accounting

HAEMEX—, BIOGIR—FETH
T 4T R— MEER LT,
RADIUS $— "ZHER LE T,

GE)
PEEBIXOT AT A T DT T
)b~ OGS DTLS /R — kX UDP/2083
T7, RFCIZHt~> T, DTLS DT 7 %
VDY == F%—1TH D FHEA,
P—N"—TEZEINTWND LI, Z
DRERL 2 B/ RISBI L TL 7280,
ISE H—/"—{%, ZOFRT
lradius/dtls] F— CHARESNL TV
LHILENRHY £, ISE h—/—T
DTLS k3% & &2, Nexus A1 v
FTCX—%2MR L GEMLET,

ATvT4

radius-server host {ipv4-address |
ipv6-address | hostname} dtls
client-trustpoint trustpoint

1 -

switch (config)# radius-server host
10.105.222.161 dtls client-trustpoint
radl

AA T IDGEAERA VA h—L &R
TWbH hJ A RKRA > T, DTLS
client-trustpoint /X7 A — & Z Ak L &
T, radlix, 7 I9A T NTAT T+
T A GEAEN LI AL v F ED T
FARA VR TT,

ATy Th

radius-server host {ipv4-address|
ipv6-address | hostname} dtlsidle-timeout
value

1

switch# radius-server host
10.105.222.161 dtls idle-timeout 80

DTLS 7 A KW XA LT U hERELE
T, 7 7 AV MEIX 600 BT,

GE)

RADIUS 7 AT v by HD b oW
7 varyRiengghs, P NEERS
NI Z A LT 7 MEIZTEW SR 2 B C
£9, 7IAT7 2 hODILS 7 A KL
BZALT 7 MI, 20V U —2TIETH
A—=hrZNLTWEFAL, 77472 b
TR CHEREZ L EE A,

. RADIUS DERE



| RADIUS DEFE
rapwws 4— S —FoizE ]

\)

GE) s VE—ha—HF—mu A r35L, K0OBIENEETDHZ ENH 7, ZiuL,
A A v F L RADIUS H— RO TTLS By > a UMD THESL SN L XITHRAELET,
Wo Tz A TLS v ¥ a UL S AUE, eV £ — b 74 U CRBIEITRAE L EE
/\/o

*RADIUS 7 T A4 7 o F T, FEAENIEE LRV, I ES 2t HE NS — RS
TWA 7 EOFFHZEEOREN A L TV AEA . show run I~ 2 R TERIENFEA TS
RN H Y £97,

RADIUS H—/\ ' )L—TDHFE

PR ITN—TEFERALT, 1 BFEHITEEEDO ) T— b AAA V— K 5RGEEFEETE
9, IN—TDRA L NR—FTF T, RADIUS 7’2 ha VIZE L CWALERH Y £94, RE
L7ZNERRIC G » TH— "R ITENE T,

INHDOY =N TA—TTNDOTHRECTEETN, RE LI NV—TEHITT HITIE,
AAA P —ERZHEM T 2 BENH Y £7,
Before you begin

TIN—THNOTRTOYP— N RADIUS $— " TH D Z & 2R L ET,

Procedure
Command or Action Purpose
R Fw 71 | configureterminal Ja—r\L Ay 7 4 Fal—g
Example: F—FEBBLET

switch# configure terminal
switch (config) #

R w 72 |aaagroup server radius group-name RADIUS #— Z)—F 5k L. #
Example: D7 —7 O RADIUS $—/3 7 )L—7F
switch (config) # aaa group server radius A4 Fal—var¥rTe— e

RadServer P46 L £97, group-name 5183, K
switch (config-radius) # 127 jtﬁiO)E%éSO)ﬁiéﬁﬁia);a ) oy
T, RXLF/NCFEREBESNET,

RADIUS #— Z)L—F 5 HIE4 %12
. 2o~ FOnoBERAEHLE
j‘o

Note

RADIUS DE&E .
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RADIUS DEXE

Command or Action

Purpose

FIHIN DV AT LERT 7 L b
7 —=7 (RADIUS) IFHIFRCTE £+
/Uo

ATvT3

server {ipv4-address|ipv6-address|
hostname}

Example:

switch (config-radius)# server 10.10.1.1

RADIUS ¥—/ 3% RADIUS #— 7
=T DA N—=L L TRELET,

F87E L7= RADIUS H— "R H oM 57
WAL, radius-server host =< K&
FITL, Zoavwr REERTLET,

ATv74

(Optional) deadtime minutes

Example:

switch (config-radius) # deadtime 30

FT=X VT Ty R 2L LERELE
T, 74/ MEIZ04S5 T, HETE
HEPHIT 1 ~ 1440 T,

Note

RADIUS H— " —7DF v K XA
AMREAR 0 X0 KREWHAIE, ZOfHE
WTa—r\)VipT v K2 A4 LMEX D #E
eanEd,

ATy TH

(Optional) server {ipv4-address|
ipv6-address | hosthame}

Example:

switch (config-radius)# server 10.10.1.1

RADIUS #—/3%_ RADIUS #—/\ 7
N—T DA N—L L THRELET,
Tip

FRE L72 RADIUS $— "R RO 572
WA, radius-server host =< K
EHEHLTH—R"EZREL, Z0a~v
YREL ) —EFTLET,

ATvT6

(Optional) use-vrf vrf-name

Example:

switch (config-radius) # use-vrf vrfl

=R TN —TNOH— & OFEFEIT
9% VRF Z45E L £,

ATy T17

exit
Example:

switch (config-radius) # exit
switch (config) #

a7 4 X2l —varET—RERKT
L/iﬁ—o

ATvT8

(Optional) show radius-server groups
[group-name]
Example:

switch (config)# show radius-server
groups

RADIUS ¥ — J)L—TF DFRE % Fom
LE7,

[l RrADIUS DEE
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RADIUS #—/3 ' L—F DD O—riLgtERw1 v 8—7 14 20%E [

Command or Action

Purpose

ATvT9

(Optional) copy running-config
startup-config

Example:

switch(config)# copy running-config

startup-config

FlTar 7 4 Fal—rarhk, AX—
NPy a7 Xal—rgila
[:0_ Li‘ﬂ—o

Related Topics

RADIUS 7 v K % A LARIEORRE (30 ~2—)

RADIUS H— N\ FIL—T DD 5T O—NILEIETA VEZ—T (4 X

DEKTE

RADIUS $— Z—127 78 AT 5HEEIHEHT 5. RADIUS H— v —THoO 7 v —
PNNUIIETA VA —T =2 A AERETEET, £, FED RADIUS r— 7 L—7 TR
RORBIA VH—T oA AEHRETHI EHTEET, 7 744 FTiL, CiscoNX-0S V7
My =T, AR DDA =T oA AEFEALET,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config)

Ja—nR)L a7 4 X2l — g
T FEWBLET

ATvT2

ip radius source-interface interface

Example:

switch(config)# ip radius
source-interface mgmt 0

ZOFAL ATRESH TN ST RTO
RADIUS #—/% ZL—F D7 1 —
NRETLA V=T = AZRELE
B

ATvT3

exit
Example:

switch (config) # exit
switch#

BiEE— FERT LET,

ATV

(Optional) show radius-server

Example:

switch# show radius-server

RADIUS ¥ — OB EHHRE TR L F
_é‘o

RADIUS DE&E .



RADIUS DEEE |
B o/« mica—+ic s 2 RADIUS H— g EHE

Command or Action Purpose

R 75 | (Optional) copy running-config startup
config

FlTar 7 4 Fal—rarh, AX—
Ny ar7 4 Xal—rgila
[:0_ Li‘ﬂ—o

Example:

switch# copy running-config
startup-config

Related Topics
RADIUS #— Z)L—7 0% E (19 2—)

054 UBIC21—12 & 2 RADIUS H—/\DIETE Z 5 A

T 7 4Lk TlE, Cisco NX-OS T34 Z1TT 7 4V b O AAA F8:5F 5 RISV CRRAFE R %
#5126 L9, VRF &GRAEERIE(E G RADIUS Hh— 3% 2 —H 235 E T & 5 X 5 12 CiscoNX-08
TNA AZFRET DI, directed-request 47" > a Y EAMILET, ZOF T a B
W2 L7=%E . =—W i3 username@vrfnamehosthname & L TR 7 »C& £9, Z 2T, wrfname
[3EM T % VRF. hostname [ £3% & S 4172 RADIUS Y—/ SOA R TT,

\)

Note directed-request 47" = > Z AN T 5 &, Cisco NX-OS 7 /34 A TILFBFEIC RADIUS J 72
FEHEHL, 7740 o — FRIIEA LKL 5122 97,

)

Note = —5EdD T /A L d Telnet B g VICIRY HR— R ERET,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)L a7 4 FXal—g
E— &G LES

ATvT2

radius-server directed-request

Example:

switch (config)# radius-server
directed-request

0 7 A R — P EREAEE R DR
L 725 RADIUS h—N\ZEETE 5 &
IZLET, T 74V b TITED o
TWET,

ATvT3

exit
Example:

switch (config)# exit
switch#

REE— R T LET,

[l RrADIUS DEE
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£ 0—/%L% RADIUS 3415 Y 51 Ese 21 1.7 rrIRoRE [

Command or Action

Purpose

ATvT4

(Optional) show radius-server
directed-request
Example:

switch# show radius-server
directed-request

directed request DX E&E KR~ LET,

ATy TH

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

a7 4 Xal—rarr, AX—
Ny ary74¥alb—gila
I:O“A[/ij—o

2 0—/\NJL7E RADIUS 3:(EY) S A BB EZ A LT ) FREIRDERTE

T RTORADIUS — 2T 5 70— VLR E Y NI A B E A4 L7 7 MNERRZ X E
T&FEJ, 774/ hTIL, CiscoNX-0S 7 /34 AF v —H/VBFEIC R T AIIZ, RADIUS H—
NADEFEZTEZTHERITLET, 20V T4 0BEIL, — T EITRKS Bl E THC
FTZENTEET, A L7 7 MERIZIZ, CiscoNX-0S 7 /34 A3 RADIUS H—/3025 D i
BrEFFORMEARELET, TNEFRZIDLELEXA LT TN =T =120 ET,

Procedure

Command or Action

Purpose

X 71 | configureterminal Ja—\ )L a7 4 FX¥al—a
Example: E—FZBBLES,
switch# configure terminal
switch (config) #

R v 72 |radius-server retransmit count 4T D RADIUS Y — O FEEE
Example: ZHELEY, 774/ FOFEEERK
switch (config)# radius-server X1 #iPHIL 0 ~35 TY,
retransmit 3

25w 73 |radius-server timeout seconds RADIUS #— 3 DIX[E X A L7 7 Ik
Example: EHRELET, 774V MDA LT T
switch(config)# radius-server timeout| I IFIMAIE S FYC. WFHIL 1 ~ 60 BT

10 e

ATy 74 |exit RIEET—RERTLET,

Example:

switch (config)# exit
switch#

RADIUS DE&E .



B v w72 RADIUSRIEY FSAEHL S A LT FEBORE

RADIUS DEEFE |

Command or Action Purpose

A7y 75 | (Optional) show radius-server RADIUS ¥ —OREEFRLET,
Example:
switch# show radius-server

Z 5 7 6 | (Optional) copy running-config FFar T 4 Fab—a vk, AA—

startup-config

Example:

switch# copy running-config
startup-config

Ny a7 4 X¥alb—vgila
I:O‘—L/iﬁ_o

H—/NITHTHRADIUS =B S A EEKEZ A LTV MERDERTE

F 7 4Lk TlE, Cisco NX-0S T /34 R |d o — VR R TR,

RADIUS ¥ — _"~D%E(E

ZIREIZTHEAITLET, 20U FI A DEEIE, V= "ZLITRRSEIE THLT LR T

ZF T, CiscoNX-OS T/, AN, XA LT U NTT—%RE=THHII,
DISEE T D2 A LT 7 MERLRETE 7,

Before you begin

RADIUS H— 3726

1 >F 71388 D RADIUS — N R A FERELET,

Procedure
Command or Action Purpose
R 71 |configureterminal Ta— ) ar7 4 ¥al—g
Example: T—RFEBMLET
switch# configure terminal
switch (config) #
A7y 72 |radius-server host {ipv4-address| FEE DY — Tk 5 FREIRE A E
ipv6-address | hostname} retransmit count | | 4 5> 4 L M 32 10— SLET
Example: R
switch (config)# radius-server host Note
serverl retransmit 3 K52 D RADIUS H— 285 L7 Fik
FElEHUL, 3XTo RADIUS $—\Z
FRE LR ERE I v B shET,
25y 73 | radius-server host {ipv4-address| BrE DI — S OEFEH A 2T MERE
ipv6-address | hostname} timeout seconds | fs5= | =4 57 4L MEZ 1 — UL
Example: T
switch (config)# radius-server host Note
serverl timeout 10 K5 D RADIUS H— SMCHEE L= # A
LT MEkEIE, 9~ TO RADIUS

. RADIUS DERE



| RADIUS DEE

RADIUS H— DT hy o7« v s vRiEREkonE [

Command or Action Purpose
P NITHELT2Z A L7 7 MERE &L
VRS ET,
ATy 74 |exit BEE— RERT LET,
Example:
switch (config)# exit
switch#
R Fw 75 | (Optional) show radius-server RADIUS — OB EEF R LET,
Example:

switch# show radius-server

27 7 6 | (Optional) copy running-config FTar74FXal—vark, AF4—
startup-config Ny arrg s Falb—vg iz
Example: E—LEd,

switch# copy running-config
startup-config

Related Topics
RADIUS #—/N R A hOFEE (9 _—)

RADIUS Y —/\DT7 ho T4 VT BELXUVRIBREDERTE

Procedure

RADIUS % — &7 H v T 4 v 7EA, 8GRI 2 haEECEET, 7
7 4/V b TIE, RADIUS = NXT AT T 4 7 ERBGEOWGFICHEA SN ET, £z, 7
T FIV FDOR— N EDOFEBREET H5E1E. RADIUS T AV T 47 A vt —U LR8EE
A=V DOEERTH D55 UDP R— hNESEBET L2 b TEET,

Before you begin

1 DE 71385 D RADIUS — R KA FZHELET,

Command or Action Purpose
X 71 |configureterminal Sa— L AT 4 e l— g
Example: E— RNEBBLES

switch# configure terminal
switch (config) #

AT 7 2 | (Optional) radius-server host {ipv4-address| RADIUS 7 I 7 > T 4 ' T DA vt —

| ipv6-address | hostname} acct-port \AEF+% UDP R— R 245 E LE1,
udp-port 57 4/ hOUDP H— kL1813 TF,
Example: HiPHIZ 0 ~ 65535 T,

RADIUS DE&E .
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RADIUS DEXE

Command or Action

Purpose

switch(config)# radius-server host
10.10.1.1 acct-port 2004

ATvT3

(Optional) radius-server host {ipv4-address
| ipv6-address | hosthname} accounting
Example:

switch (config)# radius-server host
10.10.1.1 accounting

RADIUS - — & T H T 4 7120
T2 EEIBELET, 7741
NClX, THUT 4> 7 LRBREDOM
RS ET,

ATvT4

(Optional) radius-server host {ipv4-address
| ipv6-address | hostname} auth-port
udp-port

Example:

switch (config)# radius-server host
10.10.2.2 auth-port 2005

RADIUS #REF 2 ~ & — O UDP R —
MEfRELET, T 74/ D UDP
AN— NI 1812 TY, #iPHIE 0 ~ 65535
<9,

ATvTh

(Optional) radius-server host {ipv4-address
| ipv6-address | hostname} authentication
Example:

switch (config)# radius-server host
10.10.2.2 authentication

RADIUS % — " Z58RE72 T 5 2
LHEEELET, T7FAVNTIE, TH
T UT T EFEEOm I S E
KR

ATvT6

exit
Example:

switch (config)# exit
switch#

REE— FafTLET,

ATy T17

(Optional) show radius-server

Example:

switch# show radius-server

RADIUS — OB TEERLET,

ATvT8

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FiTar74Xal—varvk, AX—
FP w7 ar7 4 ¥al—ygla
E—LEd,

Related Topics
RADIUS #— N R A hDOFEE (9 2—)

RADIUS H—/\DF O— /)L FEEE=2Y 25D

A

ax AE

B = NIEHRNE T A b NT A= ZRE LR TH, T3TD RADIUS Y — "0t 4
F=H YT TEET, TANANTA—ARRES LT RNY =T 7 n—r390 LyL
DIRTA=B AL TE=Z ) T INET,

. RADIUS DERE



| RrapiUs ©

B

axX ;&

Procedure

\)

RADIUS H— iy a— LnEsE=4y v rnEE ||

Note

& — IR
£

EENTET AR NG RA—RF, ZTa—rULDT Ak N A—2 L ELEIN

Ta—\)L a7 4 X alb—gr NRNTA—=2IZF, Y—N"THEATI2—TLH LA T—

R, BEXOTA RV 2 A~—REPRDHVET, 74 FL ZA~—IZ
DL HWDOHIHER ZZAE LR » 25 A1,

TEHEMNEIRELET, ZOF 7T a 23 E L TEHI

ARNEFATLIEY TEET,

\}

I%. RADIUS $— "3 &

CiscoNX-OS T34 ANT A b 2%r v h&IEE

=T 2L, 1 EETT

Note

\}

Xy FI—=2Otxa VT 1 2R T 5720
CHbDZfER LR &2/ L £,

\Z. RADIUS 7 — & _— 2 DREAFED = —HF 4 L [d]

Note

TITFNEDT A RV ZA~—fHIE0

BT, TA ]

SJLU A A A E =N 0 G DA

RADIUS r— RO EWH 72 =4 ) U TI3FEITEINFEHA,

Before you begin

RADIUS % A % —

T LET,

Command or Action

Purpose

Z 5w 71 | configureterminal Sa— L Ay T 4 L—g
Example: T—F&BBLES
switch# configure terminal
switch (config) #

T 72 |radius-server test {idle-time minutes | T a— L — RN =2 Y SO

password password [idle-time minutes] |
username name [password password
[idle-time minutes]]}

Example:

switch (config)# radius-server test
username userl password Ur2Gd2BH
idle-time 3

NRIA—BER/ELET, 774D

a—H L Ltest, T T AN RDONRAT —

Rittest T4, 7A K XA ~—DF

7 A MEZ 053 T, AL 0
~ 1440 43 T,

Note
RMmB#~A®E%%@%:&UV
TEATHIICIE, T4 KV A ~<—

XU K& EAR E#éb%#&@i
R

RADIUS DE&E .
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B zraousv— s oEgE=4 U T 0RE

Command or Action Purpose
R Fw 7 3 |radius-server deadtime minutes CiscoNX-0S F /54 Z A%, HilEEZ L7
Example: no7-RADIUS V—R%&2F = v 7945

ETORH (5) ZfELET, 77+

switch(config) # radius-server deadtime

5 JV MEIZ 073 TY, AN &iPHIE 0 ~
1440 43T,
AT w74 |exit REET—RFZKRTLET,
Example:
switch (config)# exit
switch#
AT 75 | (Optional) show radius-server RADIUS #— O EEF R LET,
Example:

switch# show radius-server

Z 7w 7 6 | (Optional) copy running-config Flrar74Xalb—vark, AF—
startup-config Ny a7 s X¥al—vgila
Example: E—LET

switch# copy running-config
startup-config

Related Topics
% RADIUS — "D EHE =5V 7 DFRE (28 ~—)

% RADIUS H—/\DEEE=2 1) VT DETF

% RADIUS — O AHMZE=F2 Y I/ TEET, a0 T4 Falb—alr "JTA—FT
i, =" THEHTI22—FHZENRRT =R, BLOT A RV A ~—RERBVET, T4
Nv & A <—IZiX, RADIUS H— 3 ED < H WO ERZ 325 L e 7235412 Cisco
NX-OS AA v FNT AR Ry NekGETo0EBELET, 2047V a2 ELTE
Y — "2 T AN LD, 1T T A NERIT LD TEET,

)

Note X 4— SHICRESNIZT AN NFGA—ZL, Fa—LDTF Ak RT 2= LVEREIN

\}

Note =17 ¢ EoFf) D, RADIUST — 4 R—ANOEEFDO 2 —HH LFE LT A b 2—HF4,
ERELIRNZ EEHELET,

[l RrADIUS DEE



| RrapiUs ©

BE
% Rabws 4—nE@E=2 U rnEE [
)
Note =74/ L hDT7 A KL ZA~—fHIZ04TT, 74 F/LVERBBEA 02 D34, Cisco NX-OS
T34 AL, RADIUS — "D EMI2E=2 1 75 FITLER A,

Before you begin

RADIUS # BN LET,

1 DF 721385 D RADIUS — X AR A b & B L £97,
Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—nR)L a7 4 X2l — g
T—FEBLET

ATvT2

radius-server host {ipv4-address|
ipv6-address | hostname} test {idle-time
minutes | password password [idle-time
minutes] | user name name [password
password [idle-time minutes]]}

Example:

switch (config)# radius-server host
10.10.1.1 test username userl password
Ur2Gd2BH idle-time 3

Y—NEF=H VL THDONRT A =S %
ERNCHEELE T, T 74 hoa—H
T test, T 7 F L FORAT— R
test T4, 74 KL EA~—DF 7 /L
MEIZ 043 T, ARh7e&HIL 0~ 1440
5T,

Note

RADIUS — D EMH) /et =21
TEITOITIE, TA KV EA~<—I20
FOREREEZRETOHLENRH Y £
7,

ATvT3

radius-server deadtime minutes

Example:

switch(config) # radius-server deadtime
5

CiscoNX-0S 7 /34 A3, HilEILE L7
No7=RADIUS r—R%2F v 775
ETOREE (43) ZEELET, 774
JV MEIX 03T, ARhefiEIT 1 ~
1440 73 C9,

ATv74

exit
Example:

switch (config)# exit
switch#

REE— R T LET,

ATvTh

(Optional) show radius-server

Example:

switch# show radius-server

RADIUS r— DR EEZFERLET,

RADIUS DE&E .
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&S
iy

Command or Action Purpose

R 7 6 | (Optional) copy running-config FTar 74 Xal—ark, AX—
startup-config Ny arvr7sXal—3gila
Example: E—L %7,
switch# copy running-config
startup-config

Related Topics
RADIUS % — /N 7R A hDFRE (9 X—)
RADIUS ¥—/3D 7 0 — VIR EHE =4 U VT ORIGE (26 ~—)

RADIUS 7 k & A LFERDEEE

T _XTORADIUS H— DT » K ¥ A AMREZRETEET, 7 v K ¥ A ARMIRIZIX, Cisco
NX-0OS 7 /31 A3, RADIUS H— %7 > RIREETHH EEHEF LToth, O — N7 F7 4
TR S T2 E )M EHERT D0ICT A Xy bakET 2 ETOMBEIEELE
3, T 74V MEZ 045 TY,

\)

Note . N & 1 ARIFEZN05DHE . RADIUS H— N3, JEEEZ RS RWEETH, 7y hE LT
~v— 7 ENFEH A, RADIUS H—R F L —FIZxtT 57 v R 24 AERERETEET,

Procedure
Command or Action Purpose
R 71 | configureterminal Jua—r~)ary7 4 ¥al— gy
Example: E—FZBBLES,

switch# configure terminal
switch (config) #

X 72 |radius-server deadtime minutes Fo R 2A LBBRERELET, 74
Example: v MEE 0 43T, AR 1 ~
switch(config) # radius-server deadtime 1440'§}7?7f°

5

ATy 73| exit REET—RFERTLET,
Example:
switch (config)# exit
switch#

R T 7 4 | (Optional) show radius-server RADIUS — O EE #Rx LET,
Example:

switch# show radius-server

. RADIUS DERE
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Command or Action Purpose

R 75 | (Optional) copy running-config FTar 74 Xal—ark, AX—
startup-config "Ny arvr7sXal—3aila
Example: E—L %7,
switch# copy running-config
startup-config

Related Topics
RADIUS #— J)L—7 0% E (19 *X—)

TR LINRT— FDERTE

RSA SecurlD b—72 o Y —NZfEHT5HZ & T, CiscoNX-OS T /3 A TU LU H A L INAT —

K (OTP) #H¥AR—hT&FEJ, ZOMWBLZEHTL L. =2 —FiX, KiEEs (V¥ A LR
AU —R) LZDOWETRSA SecurlD h—7 VNCEREND b—2 v a— RO E2 AT
% Z & T, Cisco NX-0OS 731 Ak HiBGEE FITTEET,

\}

Note  (Cisco NX-OS T /31 Rl A 450l ENSD h—27 2 a—Fid, 60 ILICER
INET, TS ABHBICETAREAES <7912, Cisco Secure ACS NEET — & _— R THF
TR DV HEFEHT DL L2 HELEL £,

Before you begin

Cisco NX-OS /34 AT, RADIUS H— N KA M ET 740 D) E—h v 7 A ViRiEa ik
ELET,

RDOEDPA LA P—=LENTNDZ LB LET,
» Cisco Secure Access Control Server (ACS) Version 4.2
* RSA Authentication Manager Version 7.1 (RSA SecurID ~—7 > H#—3)
* RSA ACE Agent/Client

OB A D /\"x U— RZVR— T 572DI2, Cisco NX-0S 7314 2T (RADIUS $—/3 7K
A2 REVYE— MRS D) BREEITHOSLETIH Y XA, 7272 L. Cisco Secure ACS %R D
FIOICRETHINENDHY F5,

1. RSA SecurlD h—72 > H— FEiEE A 2 —T M LET,
2. RSASecurID h—7 > H—NERP2—HF KY o — F—FZX—2|ZBMLET,

RADIUS H—/N\FEFH—NNTIL—TOFEFHE=2) T

RADIUS —NF 73V =N TN =TI LTFETT AN Ave—U 52 RETEET,

RADIUS DE&E .



. Dynamic Author Server D 1L F 7= [LFEZ1E

Procedure

RADIUS DEEFE |

Command or Action

Purpose

&

test aaa server radius {ipv4-address |
ipv6-address | hostname} [vrf vrf-name]
username password

Example:

switch# test aaa server radius
10.10.1.1 userl Ur2Gd2BH

RADIUS #—=NZT A b A vt —U%
BE LT AMEZHB L £,

ATy T2

test aaa group group-name username
password
Example:

switch# test aaa group RadGroup user2
As3He3CI

RADIUS —N T N—TFIZT A N A v
U AR EE LT EMELET,

Dynamic Author Server D E3N1E £ 1= (X ESN{E

FIE

AU RFERETOVa Y

B8

&

configureterminal

1

switch# configure terminal
switch (config) #

Jua—\)L a7 4 Xal— g
T—FzfnLE£7

ATy T2

aaa server radius dynamic-author

1 -

switch(config)# aaa server radius
dynamic-author

RADIUS dynamic author server % H%C
LET, Zoa~y Rono & HT
#UX. RADIUS dynamic author server %
WAz CEET,

RADIUS &

FIE

AR EFERERTOIVa Y

ATy T

. RADIUS DERE

configureterminal

1

=)

ra— LB EE— 2B LET,



| RADIUS DEE
raoiws EowR [

AU RFERETOVa Y Be
switch# configure terminal
switch (config) #

R Fw 72 |[no] aaa server radiusdynamic-author | 2. v 5% AAA H— L L TERE L.

Bl SRR U & A — 8 O A L
switch (config) # aaa server radius 9. 20 3.,\\7 ¥ B0 no JEA M L
dynamic-author T, RADIUS¥ A F X v 7 F—H—&
BT b T4 T b T T
TET.
AT 73 |[no]client {ip-address| hostname } AAA Y =R T4 T DIPT R
[server-key [0 7] string ] AEFIHRA M ERELET, 7
1l - v g D server-key F— U — R & string

switch (config-locsvr-da-radius) # client %I;ﬁ%@)ﬂ LT‘ ’—7 5/]) T ]\J b

192.168.0.5 server-key ciscol VT =R E—%RELET, 774
7 b= NEHIERT DR, ZD=
< FOno BERXEFEHLET,

G¥)

TIAT 2 Lo T — N — A3
TThHE, Tu—rL LYV THRES
N — F—nN EEX XN ES,

AT 7 4 |[no] port port-number REENTZRADIUS 7 547 > Finb
B - O RADIUS ZRK % 73 ZABRZAFT %
switch (config-locsvr-da-radius)# port A= %*‘éﬁbi'ﬂ—o A= [\%ﬁﬁi_lw
3799 65535 C%, T 74/ FDOR— MIRET

Wi, Zoa<wr Rono FEXZERHL
ij_o
(G¥)

Rry VAT T4 AaRxT SOT 7 F
JL b A— R 1700 T9,

AT 75 |[no] server-key [0| 7] string RADIUS & —% 7 /3A A & RADIUS 7
FAT NEOBTEREIND L DI
ELET, P—F—ZHIRT DI,
Zoavwr ROon BREFEHALET,

RADIUS % 7€ D #E:3

RADIUS OB EFMRE FRT DITIE, ROWTNOIEEZITVET,

RADIUS DE&E .
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B reows 2R zFEoBEORE

av Uk B#

show radius {status| pending | pending-diff} | Cisco Fabric Services > RADIUS #% & DE AR IR &
O FEEZ R R L ET,

show running-config radius[all] FEfTar 74X 21— 3 O RADIUS REZF
R~RLET,

show startup-config radius AR—K T a7 ¥zl — 3 DORADIUS
BEEFRTLET,

show radius-server [hostname | ipv4-address | 5 1 i 7+ D4~ T D RADIUS ¥ — /3D /RF A — X
| ipv6-address] [directed-request | groups| FERLET,
sorted | statistics]

RADIUS FERI Z B D EX TE DR

RADIUS SB[ EH DR EFME FRTHI20E, ROWTNDLOEEEZITVET,

avvk E]:g]

show running-config dot1x ETar 7 4 Fal—a D dotlx REEZF L
7,

show running-config aaa EITa L7 4 Fal—a D AA RELTRL
iﬁ—o

show running-config radius EITar 7 4 X2 b—3 3 DORADIUS iR E % Fok
l/\jzj_‘o

show aaa server radius statistics 27— 71 )L @D RADIUS — et s £~ LET,

show aaaclient radiusstatistics {ipaddress| 1 — 7 )L O RADIUS 7 A 7 > MNEEHE®R A T L

| hostname } F9,

clear aaa server radius statistics a2 —7% /L@ RADIUS % — N\fEtHEs®zE= 27 V7 LE
‘a‘o

clear aaaclient radiusstatistics {ipaddress| 1 — % /L O RADIUS 7 5 A 7 > FizHE@ma 27 UV 7
| hostname } LT,

RADIUS H—/\DE=AR 1T

CiscoNX-08S 7 /34 Z2MER; L TV 5 RADIUS — XD T 77 4 B 4 IZBHT A HHRE £
=X L%,

. RADIUS DERE
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Before you begin

1 DFE 138D RADIUS — X R R M ERELET,

Procedure

Rapws 4—\rsttEE0 s U7

Command or Action

Purpose

ATy T

show radius-server statistics {hostname |
ipv4-address | ipv6-address}
Example:

switch# show radius-server statistics
10.10.1.1

RADIUS #FHEHR AR~ L E T,

Related Topics

RADIUS —/ X ;R A s DR T

(9 ~=—v)

RADIUS #— NFEGtHEHR D7 U7 (35 3—)

RADIUS H—/\#RETIBERD U 1) 7

CiscoNX-08 T /34 ZA0MER; LTV 5 RADIUS U — DT 7 5 4 5 4 ([ZBT B #EHER A2 %

TLET,

Before you begin

Cisco NX-0OS 5 /31 2@ RADIUS — " AZHELEJ,

Procedure

Command or Action

Purpose

ATy T

(Optional) show radius-server statistics
{hostname | ipv4-address | ipv6-address}
Example:

switch# show radius-server statistics
10.10.1.1

CiscoNX-0S 5 /34 Z D RADIUS H—
WEEmAE LR LET,

ATy T2

clear radius-server statistics {hostname |
ipv4-address | ipv6-address}
Example:

switch# clear radius-server statistics
10.10.1.1

RADIUS $r— \kiglE#HR%Z2 27 V7 LE
KR

Related Topics
RADIUS ¥ —/ 3 RA hDFEE (9 ~—2)

RADIUS DE&E .



RADIUS DF
B reows ozEs

RADIUS D% E 45l

&IZ, RADIUS 3% ET HHl 2~ L ET,

radius-server key 7 "ToIkLhPpG"
radius-server host 10.10.1.1 key 7 "ShMoMhT1l" authentication accounting
aaa group server radius RadServer

server 10.10.1.1

RADIUS 2RI Z= B8 D 5% 7€ 5l

KIZ, RADIUS OB A AT A HTET D HIEOH # R LET,

radius-server host 10.77.143.170 key 7 "fewhgl23" authentication accounting
aaa server radius dynamic-author
client 10.77.143.170 vrf management server-key 7 "fewhgl23"

RDIEXE

INT, =R TN —TE a0 T AAA RIFTRAEARETEXH L9120 £,

RADIUS (ZE89 4B 0(E#H

Z ZTiX. RADIUS OFEIEIZE T 2 BIMEHRIC OV THBA L £,

EEEH

BEEIEE TZaTFILBA kL

CiscoNX-08 7 A & A% E | [CiscoNX-OS7 A &> & HA K]

TRETA K]

VRF =27 4 F a2 b—3 3| [CiscoNexus9000 U — A NX-OS=F ¥ A |k )L—F 1

e

v

EE 54k

ZOBRETY R — F SN OFBOEEE I ITEE SN ETH Y A, F2, | —
BFOEEDOF R— FMILEIN T ER A,

. RADIUS DERE
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RaDIUS (B8 S %emiEsk [}

MIB MB®D')>Y

RADIUS ICBHET A2 MIB | R — FENTWA MIBAZRZBEB LI OF 7o o— 45121k, Kk
DO URLIZT Z7EBALTL &N,

https://cisco.github.io/cisco-mibs/supportlists/nexus9000/
Nexus9000MIBSupportList.html

RADIUS DE&E .
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RADIUS DEEE |
B reows <mv 2 5emiEs
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