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[ MACsec ##RLET



| MACsec #mLET
MACsec D Esh1E .

MACsec D E3h1t

Cisco NX-OS U U —2Z 9.2(1) LAFE TlZ. MACsec HEREZ NI L CTH, ZOMEENIET 7 7 «
TILENDTET T, BET S MACsee R EITHIFR SNV EE A

MACsec DIERMLIZIE. ROKUERH Y 7,

* MACsecshutdown |7 m— 3L a< > RCTHYD, f v X —T =2 ALYV TIIEHTE F
A,

* macsec shutdown, show macsec mka session/summary, show macsec mka session detail, ¥ &
Utshow macsec mka/secy statistics 2~ > RiX, [Macsecisshutdown] A v &—TU%FRKRLE
9, 7272 L. show macsec policy 33 & U show key chain =~ > R &2 F R L 7,

o JHfE 9 5 MACsec AT — & A macsec shutdown 7> 5 no macsec shutdown (2288 7=
Gy FREFZOHOLAIX, AT — X AETOMIC 30 BOMBESLETT,

FE
aAvYRFERET7IOIY Br
X w 71 | configureterminal Ja—r\)L a7 4 FX¥al—a
Bl - E— N&RBLES

switch# configure terminal
switch (config) #

AT 7 2 | macsec shutdown T NA AD MACsec i% & % Iz L &
i - T, no A7 = 0, MACsec HAEZ
switch (config)# macsec shutdown (EE Liﬁ—"

ATw 73| (f£E&) copy running-config Ffrar74¥Xal—vark, AL—
startup-config Py aryr7 s XalL— gl
% - v—LEd, ZOFIHI A1 vyFDY

, , , , 17— RZIZMACsec & > v v & Tk
switch (config) # copy running-config T N .
startup-config BIZHERF T 258 IO HMETT,

MACsec ¥—F 1 — > X —DETF
F R4 A2 MACsec ¥ —F = — v & X —AERTEx £,

)

GCE) MACsec ¥F—F =z— L DAHANRMKA LY arZ2ar =TV LFET,

MACsec 4R L E T
I



. MACsec F—F = —2 & F—DHRE

1R BHHEIIZ

MACsec WA TH D Z L iR L ET,

FIE

MACsec LY |

ARV RFERFTIVaY

ATy 1

configureterminal

1

switch# configure terminal
switch (config) #

=)

T — N )VEREE— REBRBLET,

ATvT2

(f£&) [no] key-chain macsec-psk
no-show
1

switch(config)# key-chain macsec-psk
no-show

show running-config & & UF show
startup-config =~ > KO /1T, &
fbENTeF—F 77> FUFFNET A L
R — RCFICE S TIHFRITLE
o 7 74 /L FTIE, PSK F—|IH
b TcErEh, MBICET L TE %
I, ZDavr KX, MACsec % —
Frz—lOBEH SN ET,

()

X—FT Ty FXFINE, REEZT 7
ANWVIRAFT D & ZITHERRITRD F
T (TATVRZIZERE) . ZORER,
Zoavy RaE#ELTASCH YU r—
NRELITREBEBREZFATT D L.
lkey-octet-string ] #XEITRFF SN EH
Puo

ATvT3

key chain name macsec

1 -

switch (config)# key chain 1 macsec
switch (config-macseckeychain) #

MACSec ¥ —F = — > & {ERK LT
MACSec F—Dt v FZ{REFL .
MACSec ¥ —F =~ — &R EET— K& Ptk
LET,

ATvT4

key key-id
1 -

switch (config-macseckeychain)# key 1000
switch (config-macseckeychain-macseckey) #

MACsec F— % {E% L. MACsec & —iX
EE— RZBMG L ET, ®PHIX1-324
77w R T, IRV A XL 64 TT,

GE)
F— DO FRITMBE TR TR
A,

ATvTh

[ MACsec ##RLET

key-octet-string octet-string
cryptographic-algorithm
{AES 128 CMAC | AES 256 CMAC}

FTOX—DA T T N AN T HER
i L¥d, octet-string 518021%. &K
64 LT D N6 LT HEDHDH T ENT
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MACsec ¥—F = —> & F—DETE .

AU RFERETOVa Y

B8

1

switch (config-macseckeychain-macseckey) #
key-octet-string

Sondef0123456 789300001 23456 /8980001 23456 /8%40nde 0123456 /¢
cryptographic-algorithm AES 256 CMAC

TET, ATy b F—IFAE T
a— RFEN 5728, showrunning-config
macsec 2~ ROWNZZ V7T TF A
FOF—RBNDZ LITHY FEA,

X—A7 7 v FFFINTUT, RO b D)
BENET,

COMFEALZ A 7 - Bk L (5
ENIAY)

c6ME AL X A4 7 A (X4
6 E51k) o FEREIZ DWW T,
MACsec 5 —TD X A 7 6 554D
bz LT IEE0,

TG EALZ A 7 - B K 64 SLFED,
MBEAAEWORD ¥ —F 27T v M
5|

GX)

AES 128 CMACH§BALT v X L%
FEHTBH72D121E, MACsec £ 7 1 3[H
L Cisco NX-0S V V — X & Ef74 B4
ERdHYET, Ao J—R &
CiscoNX-0S U U — 2 7.0(3)I7(2) LAKED
VY —AMTHAEHTE L2127
%I, F—% AES 256 CMAC 55
L7 TV AATHEAT2HERSH Y
£

ATvT6

send-lifetime BH4AFFMH duration & &
1 -

switch (config-macseckeychain-macseckey) #
send-lifetime 00:00:00 Oct 04 2016
duration 100000

F—DEETA THA LERELET,
F 7 )V F T TN ARG A
UTC & L CTHWET,

start-time 548X, =07 277 4 7IZ
725 BT, duration3 #3714 7 #
A LD0ES (M) T, &XEX
2147483646 ¥ (f) 68 ) T,

ATy 1

(f£&) show key chain name
1

switch (config-macseckeychain-macseckey) #
show key chain 1

F—Fz—rDOREEZFRLET,

MACsec 2R LET I}


cisco-nexus-9000-series-nx-os-security-configuration-guide-release-106x_chapter20.pdf#nameddest=unique_692
cisco-nexus-9000-series-nx-os-security-configuration-guide-release-106x_chapter20.pdf#nameddest=unique_692

MACsec LY |

B vacsec <7y rEE DR

ARV RFEREET7TOVa Y ]3]

AT 78| ({£&E) copy running-config Fl1ar74Xal—ark, AX—
startup-config Ny ar74¥Fab—varila
15“ : Eb‘bi?‘*o
switch (config-macseckeychain-macseckey) #
copy running-config startup-config

MACsec /N7y FE S D EEE

A MACsec 7 L—AZIE32 By b X7y REE (PN) BDEENTEY, fFFEOEX=2 U 7 o
TYYvE—v 3y F— (SAK) 2L C—ETY, PNIEER 2321 D 75% I L-%) |
SAK U ¥ —IZHEMICThiL, 5—% FL—r F—%FH L, PN Z2FEEICRELE T,
7-&2I1E, 6434 FD10G 7V T4 > L— KTl PN OFBIZ L Y 216 B Z &1 SAK F—
AR AELET,

ZhiX. GCM-AES-PN-128 £7-1% GCM-AES-PN-256 5 52 4 — N i+ 23S ICEA SN
i‘ﬂ‘o

GCM-AES-XPN-128 F 721Z GCM-AES-XPN-256 i 5 A A — " 2MEFH STV 534 . SAK 55—
FERMIZ2%1 D 75% 103ET 2 L BENWIITbRET (7 vy FOFS(HT2EET 2 DI
FAEDD £77) , K55 AA — Md macsec AU & — T EAHET, BIET D055 A A — MX
F— P =N TS R LS TREINFE T,

NIK-X9732C-EXM 7 A v H— R CTXPN WA A — 24T HZ & 2HRE L £,

MACsec 7+ —JL/\vw Y X—DEFE

FIE

CiscoNX-OS U U —R92()LIETIX, 7I7A4~ U By aBAL vF EETRHIOF—/F—
£ (CKN) DI A< v FEEF—OFHBORRE L TRIRLIZE/IINNy 7 T v Ty
arvERBTALIICTF AL ADT 4 —N NNy 7 F—ERETXET,

1R BHHEIIZ

MACsec AN ->TEBY, 794~ VBLIOT7+— Ry F—F =z —2 L F—ID P&
EENTWAZ 2R LET, MACsec ¥F—F = — L X —0HT) 2R L TLEE
Uy,

AU RFERET7TIV3 Y B
R 71 |configureterminal JTa—nN) ary7 4 Xal—igy
w] . Tt }‘%Eﬂﬁébiﬁo

[ MACsec ##RLET
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MACsec 7R —DE&E .

AU RFERETOVa Y

B8

switch# configure terminal
switch (config) #

ATvT2

interface name

1

switch (config)# interface ethernet 1/1
switch (config-if) #

RETHA L H—T oA AZEELE
T, A H—T 2 A AXALTLIDEE
ETEET, /=¥y hF— D5
A%, Tethernetslot/port] ZfHH L %
D

ATvT3

macsec keychain keychain-name policy
policy-name fallback-keychain
keychain-name

1 -

switch(config-if) # macsec keychain kc2
policy abc fallback-keychain fb kc2

F—/F—IDDI A Y FELITF—D
HWIREINIZ LD MACsec v a vk
BRI T D 7 =Ny 7 F—
Frx—rERELET, 74—y
*—IDIX, 794~V F—F=z—rD
X—1ID & —HLTUIRY £H A,

T =Ry ) F—F 2 — B EET
LCRUCa~y REFERITTHI LT,
MACsec 3% & HIFRETIT, KA1 v X —
T2 A ADT F—)Ly 7 F—F = —
VEREERIGT DA H—T =2 ATE
HTEET,

GE)

a<wy NI, 7= ANy T F—
Frx—HERE, AV F—T AR
OFOa 7 4 Fal—r gy avw
VREFSTELKELLIITATT DL
ERbHY ET,

[MACsec % —F = — > & F—DRT
LT,

ATvT4

(f£&) copy running-config
startup-config
1 -

switch(config-if)# copy running-config
startup-config

FEfTar 7 4 Xal—rarr, AX—
Ny ary74¥alb—gila
to%[/ij—o

MACsec 7/R!) & —®D

BB NRTG A—F AL THEED MACSee R Y > —Z B T& £4, LaL.

=L

ax AE

12oDA v

H—=T 2 A ATTIT 4TI TELRY =11 OOHRTT,

MACsec 2R LET I}



MACsec LY |
. MACsec 7R 1) > —DE&E

188 BRI
MACsec WA TH D Z L iR L ET,

FIE
ARV RFERETI3Y EL:y
RFwF1 |configureterminal Ja—UAERRE— REBA L £ 7,
11

switch# configure terminal
switch (config) #

ZF w72 |macsecpolicy name MACsec 7R U v —Z&AFRL L £7,
i -

switch (config)# macsec policy abc
switch (config-macsec-policy) #

ATv73 (fE#&) [no] cipher-suite { { WOWE AL — NONEF %, BbEL
enforce-peer <allowed-peer-cipher-suitel> | i Eu & D20 5 i HAKUW E D~ & 1
[allowed-peer-cipher-suite2> WLUEF. £via it 7 TH
[allowed-peer-cipher-suite3> o v e e
[allowed-peer-cipher-suited>1]] } | A= hSRTS R b BSOS

Z A — b (GCM-AES-128,

<suite>}

GCM-AES-256, GCM-AES-XPN-128,
Ik %7214 GCM-AES-XPN-256) Cffaf &
switch (config-macsec-policy) # ijzjfo
cipher-suite enforce-peer
GCM-AES-XPN-256 GCM-AES-XPN-128 WA RS T A121X, no7 +— b %2ff

MF 27, BERNAFFRE TREAF DIIE
Fre bHEELET,

GE)

o ZOREEZENESH HITIE, Cisco
NX-08 A A v FHi%— H—ri—
ELTRHRESNTWVD Z & &R
LET,

» Cipher-suiteenforce-peer =< > K
TERINTE T AL — DL Y
MZEEN TRV ZAA — |
BT R R—=FLTWDL5EE,
MKA £ > v a VIR R#E SN
T REIRRBIZ AR D £,

[ MACsec ##RLET
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MACsec 7R —DE&E .

ARV FFEREETIVa Yy

E:)

ATvT4 (f£&) [no] include-sci SecTAG D SCI # Nz LET, 77 4
1 - v BT, SCHEHIZARNZ 2> T
. . , 7.
switch (config-macsec-policy)# no
include-sci GE)
Ny O Rry ZEIZE, SCI
X TEENANTIRA R
A FPOBMGT-HLTND Z & &
BLET,
ATy 75 (f£#) noprotocol lldp encrypted must-secure 78 U ¥ — MR IE S TR —
B - N D MACsec #Z73E F = 7 T\
, , , A TH, LLDP/Xr y M EFFR LE T,
switch (config-macsec-policy)# no . .
protocol 1ldp encrypted Cisco NX-OS U U —Z 10.5(3)F X Y Hij
T, must-secure 7~ U ¥ — &1 2. 7=
N— b D MACsec H A& 3 = 7 7200k
BTG, LLDP/X7 y NI Ry
TENTWE LT,
G¥)
Z MOz~ NiE, Cisco Nexus
9300-GX2, H2R, HI U —X A A v
FOHTHR—FINET,
ATy 76 (fE:7&) key-server-priority number X — AT BT W OB MRER S
B - 6&5F\%%ﬁ%ﬂ@7?4fv
switch (config-macsec-policy) # 7 g %ﬁﬁﬁf Li?—o‘ %ﬁf‘io (%'%) B
key-server-priority 0 255 (F&fX) T, T 74V MHEIX 16 T
R
ATvT1 (f£&) security-policy name WONTNNDOEXF 2T 4 R o—
B - ERELT, 7—F B IO AT >
, , , N EZERLET,
switch (config-macsec-policy) #
security-policy should-secure « must-secure : MACsec &~ g“%
Flemmuwosry MIFry7ah
£75
« should-secure : MACsec ™~ % —
ERFIZ2V Ny P BRFR S NE
T THUET 7 4 METT,
ATvT8 ({£#) window-size number AUBE—=T oA AN, HEINTZT 4

1 :

VR YA RRED Ry N EZITA
ninwkoic, mER#ET L FoZk

MACsec 2R LET I}



. MACsec EAP D18 RL

MACsec LY |

ARV FFEREETIVa Yy

S

switch (config-macsec-policy) #
window-size 512

FELET, #PHIZ 0 ~ 596000000 T
TO

ATvT9

(f£&) sak-expiry-timetime
51

switch (config-macsec-policy) #
sak-expiry-time 100

SAK ¢ — FAE 2 5] 9 2 IR 2 F0 B
MTHRELET, Zoavy Rafd
LT, Byvaryx—%&FHlnhe/a
MFRICAERE CE£3, 7740 ME
0T,

GE)

10.53)F U U —A X W HijlZ, SAK DA
ZHIARR D e/ NRERET 1 60 BV L 7=,
10.53)F U U —ALARE, H/NRFFH] 30 2
DY HR—hSIRTHET,

ATy 710

({£7) conf-offset name

1 -

switch (config-macsec-policy) #
conf-offset CONF-OFFSET-0

2 b ZBET 5L A2 7L —2a0D
A7y D1 2& LT,
CONF-OFFSET-0, CONF-OFFSET-30,
F 72 IZCONF-OFFSET-50 D\ g )%
WELET, Zoa~wr NiE, FREA
A v FHBNT b~y X — {dmac,
smac, etype! & MPLS % 7' X 5 |Zff
AT 57D HETT,

ATvIN

(f£&) show macsec policy

1 -

switch (config-macsec-policy)# show

macsec policy

MACSec R Y v —REEFZRLET,

ATvT12

(f£&) copy running-config
startup-config

&1

switch (config-macsec-policy) # copy

running-config startup-config

FElTar 74 Xal—T gk, A
H— K Ty Fars7 4 Xal—a
IZae—LET,

MACsec EAP D #E Rk

CiscoNX-08 U U — 2 10.4(1)F AK T, 802.1X ZR3FIC MACsec EAP 7’10 7 7 A LA ¢ &

ijﬂo

1R BHEIIZ

« Cisco NX-0S /34 2T 802.1X #fiex 4 X — 7 Mz LE T,

[ MACsec ##RLET
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KD & MAcsec T sKIP o ]

* MACsec 2+ > RZEE L. should-secure (7 74/ |) & 7213 must-secure macsec 7 Y
U—EEELET,

Fg
ARV KEREFTIaY Br
AT 71 |configureterminal Ta—N)L ar 74X al—ay
i - T— FEBBLET,

switch# configure terminal
switch (config) #

R 7 2 |interface ethernet slot/port A 4T o { AATRIR L. A
fi VHE—T 2 Af A QLT 4 Fal—3
Y= RNZRmLET,

switch (config)# interface ethernet 1/30
switch (config-if) #

R T w 73 |[no] macsec eap policy policy name MACseceap 71 7 7 A WV EAER L E
fi EE

switch (config-if)# macsec eap policy | I <> RMDno 7 4 —2A1%, MACseceap

Pl o Sy S
switch (config-eap-profile)# 777 A /I/%ﬁgj”\——g—é 71;&)&\—{%)% s
nE7,
2w 74 |[no] dot1x supplicant eap profile eap Ta— ) ar7Z 4 ¥al—a
profile name } ET— FEBRBLET,
Bl FFU D MMERT Deap 7 7 7 A

switch (config-if)# dotlx supplicant /V%EEQﬁéL/jijfo
eap profile

QKD & MACsec TO SKIP O#i S

EFEEBSIEIZDONT

BfaLbEa—T 4 T ORITOHERIZLY, SEIEREESAT VT Y X LOHEFMEAH S
W7o TEY ., FRkOT 7V r— 3 V TCOEEMIIRESNTWER A, FHEOEHE X
K179 % RSA (BRI fR) B L OVDHE (BfEdoetE) ABSET LY X A2, BIfE, Shor
F720X Grover DT NVI ) XA BFEHATIHIES I Ea— XL o THIRIND I ZAIZBHY
F9,

ZORER, WET LY FER CTHAWE T —2 ML T 5 2 L3, BELRBIZR>TVET,
ZOMEEERET HICIE, B TEETNVITY XLEMHERT S0, B —hfi (QKD) % 53k
L/i‘é—o

MACsec 4R L E T
I
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. QKD & Secure Key Integration Protocol D& 12D\ T

QKD & Secure Key Integration Protocol D#E &I DULNT

Secure Key Integration Protocol (SKIP) 7'&2 h 2 /L& AL v FITHET D & MBETT /A A
LDOWBEEMNTEE T, ZOHEERILIZE Y, AA v FHITMACsechi 5% — % ZH#T 5 IR
|2 Quantum Key Distribution (QKD) 7 /34 ZZMHHTE 5 L5120 £,

QKD | Z & 7T O FEICE SO TEEL, K ToEFIREZFIH L TRY > 7 Bl T #
Frra— RBIOHAELET, 51T, BREINTMEROT ¥ 38, HIEMEO A2
SNET, BEFIREBOL(IZ, BEF Y RLO2OOT =T 4 BNF—DF2 2Rt %
DI B FE T,

QKD X, Mf S E AL B —T 4 /77%4%5!%!3’3_&%1/(76 EFHERICHPITE D,
X2 TR A D = A LTI, QKD L, Bith 7= MEgadhic 3o < Mk 72 BB 5T &

Bl LEHA,
"R F=FEaIEEFF— (PPK)
Fpiar—iz oz b r—n5H 0, RIS (PRF) | Kb, B X UGRGEE#
NEAEX2T THHIEE. %HIJ o SIS B - R A A= IV i E%Iﬁ%a X LT HERy
TIEHVERHA, ZOLHICLTELND AT AT, S HOHMEARHEESE o B a—

2w DRk OB B ﬂbf?%17T%5&%zBﬂi¢

EEFREFINEIER

QKD & MACsec i#{5 H @ SKIP O A 121, IROEEFHELEHIRFEELH D £97,

* CiscoNX-0OS U U —2 104 (3) FLIRETIX, KD Cisco Nexus A F T Secure Key
Integration Protocol 28 74— bk SALTWET,

*+ N9K-C9348GC-FXP
+ NOK-C93216TC-FX2
« N9K-C93360YC-FX2
+ N9K-C9336C-FX2
« N9K-C9348GC-FX3
» NOK-C9348D-GX2A
+ N9K-C9332D-H2R
«SKIP 7’'u habif, RA v MY —FKRA > ks MACsec V v 7 BEBAbD > F U A TOBHH
TEET,

«SKIP 7’11 | 2/, MACsec 5t a VR — T2 0 F—T 2 ATORMEATE F
9,

o AA v FIZ HTTPS B HESL SV T WA EEIE, FEA V¥ —7 =4 A% LT QKD
“]j“—/{b‘ 77“?%(%5 &%“f%wu L/jETO

[ MACsec ##RLET
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sesmennszd

* MACsec 7 73 2 DD 732 %5 QKD —NCHEFE STV 556, QKD h— N EF —%[FH
WLTMKAEY Y g 2L LET, ZORBICEY ., MACsec F¥— (CKN) & F— %
kU > 7 (CAK) MWWl CTRICIZZ2 D £97,

« &3 = 7 72 Transport Layer Security (TLS) ##fiZ iy L, HARIEZ G2 T HITiE, A

A FICNTAMKRA YV FEAEEA VA M= LT HHLERH Y 9, TN DOFEHEIC
F0, AL v TFEY =X —ZHBETEET, FFEMICOVWTIEL,  [Cisco Nexus 9000
Y —=ZANX-OStEFx =T 1R A F] OPKI Oz S L T 7ZE0,

* MACsec PPK £ 3 5 & EAP-TLS B> ¥ a3 E, MILOA v F—T = A A TIEHAR—
FENFEEA,

e A v FIE, AA v FTEIZ 1 DO QKD ==& 120D QKD 71 7 7 A WD I
fECTEET,

« SKIP 7’12 k 2 /VDOH;E | 1 DD remoteSystemID DA AR — F IfvE T,
« QKD HEE DA, IPv6 IEVR— FEN TV EHEA,
* QKD F—%AH#19" % MACsec 71X, CiscoNX-OS A4 v T THIHILENH Y £,

*MACsec v a UL END L, QKD 707 7 A LV EEFT5H L, MUST SECURE
MACSEC £E— R T hZ7 7 4 v 7 B RbOILET,

e KME % — =53 & 472 QKD F— %l L TMACsec & v ¥ a U SESL S D &
QKD 7u 7 7 A VDO—ETHDH T A MRA Y FOEFIX, BIEOE Yy v a STHEBL
FHEA,

* BBEILE TlX, remoteSystemID B M I T,

» CiscoNX-OS U U—210.5 (2) FLUBTIE., UTOEEFHEEFHRFELEFSOTS T A~
PPKICPEENIA LI-BAICEFa T MKA Y Y > a VAT H =912, PSK aR—
~~® QKD MACsec 7 #+— /Ny 7 it S E 7,

* PPK R EIN TV DEAEIE. PSK NIRANIHER SN TWD Z L 2R LET,

«PPK E— KFiX, PSK DF—F = —> 75— 7 Ay REVR—KFLTWHEHE
oo

*MACsec £ a 3 PPK E— R THR#ESN TV DA, QKD r— "3 F 7 LT

VYT SN LeGa. F 7203 eryptopge BEREDSHIBR S 7236, SAK OA AR
DX A LT 7 NEFILPN ORI &% —FAERA X MR N TENDHE T, BIfE
DPPKE v avrtd—ng| I, FHESET, 0%, PPKEY 3
AATEF 2T RPSKE—RIZT7+—A "y 7 LET, 7272L, PPKK5{L QKD 7' 1
77 AV MACsec R U U —HHIBRENS &, PPKE v a 33 <IZ PSK E—
RIZ7 4=y 7 LET,

MACsec 2R LET I}
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MACsec LY |
B osceEmmULARe D b y—HKa D b MACsee U > BB EDRE

SKIP Z{ER L=/ R4 > b Y—KR4A4 > ~ MACsec ') >V BESLDEETE

RA L RNV —RA 2~ MACsec U 7 B5 5L Cld, AA v FTSKIP #fH L TEX = 7K
FALEMSLLE T, ZOKTIL, ET AL T D2O0OA U F—T oA A TREIND D
DT, QDT NA ARy NI —V DX REMELE LET, AL vF Xy hT—7 DDV IZ,
QKD x> NU—Z7 N MACsec 55X —%2 B LET, LEN-T, AL v TBET AL vF
A B =T xA AT MACsec U v 7 Z1ERT 2 BN H D56, AA v FTIFIHT QKD 7
ARTERHE L, F—2FRLET, B QKD 7/314 AL, F—1ID & —THRIND F—
X7 BERLET,

F—IDX, F—O—BDOIDLTHE L THEL T (FEAE) . QKD 7 /31 AlE¥F—ID
EX—DMGEAL T EHFLETH, A v FIIF—IDOALEET LA LET, VT
AL v FiE, ZOF—ID ZEH LT, QKD T/ AL EX—%2 L ET, Lizdi-
T, B3y NV—J I 3FICH X — %2 X7 I2@EE LET,

KR FEFESEOEMEL

bR D BRI
* MACsec SR — (PSK) ZikEL £,
« PPK “E— KT MACsec ##%/E L £7°,
« SMB QKD T/ A Ky NU—7

“ QKD #—/3— CA %A A v FD kT % hFA > MEM L, QKD #—/3— L— | CA fif
A#EE AL v FITA R — M LET,

Fig
AU RFERIEITFZTII Y B8
R w 71 | switch# configure terminal Ja— )L a7 4 ¥z lb—3a
Bl T REMALET,

switch# configure terminal
switch (config) #

2 5w 2 | switch(config)# feature cryptopqc AA v FTHRA METH S
i - (cryptopqe) ZHMZ L ET,
switch (config)# feature cryptopgc

ATwv 73| ({EE) switch(config)# copy V7 — hBLWNY 2 — MRFIZFE T2
running-config startup-config T4 FXal—Ya v AA—"T v
B - a7 4Falb—vailar—L7T,

W Ak N R L E T,

switch (config) # copy running-config
startup-config

[ MACsec ##RLET
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MACsec £ & U MKA #8:DH 1t

FIE

MAcsec 35 & U MKA it a1t I

ARV RFERETIVa Y

E:)

&

switch# configure terminal

1

switch# configure terminal
switch (config) #

Jua—) a7 4 Xab—g v
E—RFZBRBLET,

ATvT2

switch(config)# feature macsec

1

switch (config)# feature macsec

A A v FTMACsec B L UMKA ZH%)
I LE7,

ATvT3

(&) switch(config)# copy
running-config startup-config
i -

switch (config)# copy running-config
startup-config

V7 — b BIONY AF— MRFIZFE T2
T4 X 2= arBAX— T v
a7 4F¥alb—alar—L7T,
T % SR L E T,

EFXF—EHATOTI7AILDETE

FIE

ARV RFERETIVa Y

E:)

&

switch (config)# crypto gkd profilename
1 -

switch (config) # crypto gkd profile ppkl

ppkl £ WA ZETDOQKD 11 7 7 A L%
TERR L £,

ATvT2

switch (config)# kme ser ver <hostname/| P>
port portnumber

1

switch (config-crypto-gkd-profile) # kme
server 172.0.0.2 port 6000

F—EHT Y (KME) /QKD #—
N—=DIP & TCPR— FEFEHRELE
7

(6=3))

A= NEFIIA T a T, 774
JV RTIX, A— EE1E 443 T,

ATvT3

switch(config)#transport tls
authentication-type trustpoint<trustpoint
name>

1

CA GRIFR) FT7 A BMRA L FERE
LEd, PTARMKRAS Y MEAERRTHIZ
X, PKIOFHE] OHEABRLTL
él/\o

MACsec 2R LET I}
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MACsec LY |

ARV RFERETIVa Y

B8

switch (config-crypto-gkd-profile) #
transport tls authentication-type
trustpoint tpl

ATv74

(&) switch(config)# copy
running-config startup-config
fil

switch (config)# copy running-config
startup-config

V7= BEONY AF— MRFIZFE T2
T4 Xalb—a Ll BZAX— T v
a7 4Falb—Tala—L7T,
ZE B SR L E T,

MACsec £ & U MKA #8:DH 1t

FlE
AU RFEREET7TIVa Y B8
27 7 1 | switch(config)# macsec policy<name> | MACsec 7 U & — %/ L £,
fi
switch (config)# [no] macsec policy
test-policy
R Ty 7 2 | switch(config)# ppk PPK 711 7 7 A NA B LE T,
crypto-gkd-profile<name>
i -
switch (config-macsec-policy)# [no] ppk|
crypto-gkd-profile ppkl
ATy T3 ({EE) switch(config)# copy V7 —hBLOU AX— MFIZE T2
running-config startup-config T4 X2l —alBAX— T v
151 - a7 4 Fal—r gl ar— 1L,
PIN et by )~
switch (config)# copy running-config AcEi%fﬁ%ﬁmﬁﬁﬁuﬁ%??L/357fo
startup-config
=JL ==
=% 7E 11

WIZ, QKD 727 7 A VORE L,

*QKD 7’12 7 7 A VDFRIE

switch (config) # feature cryptopgc
switch (config) #

switch
switch

config)# crypto gkd profile ppkl
config-crypto-gkd-profile) # kme server 168.20.1.2 port 5000

RE SNTCFEMOFRR OB 278 LET,

switch (config-crypto-gkd-profile) # transport tls authentication-type trustpoint tpl
switch (config-crypto-gkd-profile) # end

switch#

MACsec =R L F T
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]

?d“ll
i
=
H

*« QKD & EDFRR

switch# show running-config cryptopqc

!Command: show running-config cryptopgc

'Running configuration last done at: Mon Jan 29 22:19:16 2024
!Time: Mon Jan 29 22:19:35 2024

version 10.4(3) Bios:version 05.51

feature cryptopgc

crypto gkd profile ppkl

kme server 168.20.1.2 port 5000

transport tls authentication-type trustpoint tpl

switch#

KIZ, MACsec RY S —DPPK 7B 7 7 A LDOBREL . RESNT-HMOFTROME R LE
7,

e MACsec R >»— FED PPK 71 7 7 A )LDRTE

e

switch# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switch (config)# macsec policy test

switch (config-macsec-policy) # ppk crypto-gkd-profile ppkl
switch (config-macsec-policy)# sak-expiry-time 1800

switch (config-macsec-policy) # exit

switch (config)# end

BT SN MACsee AN Y 3 —DFER

switch# show macsec policy test

MACSec Cipher Pri Window Offset Security SAKRekey timeICV Policy

Indicator Include-SCI

test GCM-AES-XPN-256 16 148809600 0O should-secure 1800 FALSE
TRUE

MACSec Policy PPK Crypto-QKD-Profile Name

test ppkl

switch#

KIZ, F—Fz—2DORE. A F—T A ATDMACsec RV > —, BLUORBREINT-3
MOFROFIZRLET,
e F— Fr—UDHKIE

switch(config)# key chain KCl macsec

switch (config-macseckeychain) #key 10100000

switch (config-macseckeychain-macseckey) #key-octet-string
F123456789ABCDEF0123456789ABCDEFF123456789ABCDEF0123456789ABCDEF
cryptographic-algorithm AES 256 CMAC

switch (config-macseckeychain-macseckey) fexit

A B2 —T A AZA~D MACsec R > —DRE

switch(config)# interface Ethernet 1/21
switch (config-if)# macsec keychain KCl policy test

MACsec & v a »DFER

switch(config)# show macsec mka session
Interface Local-TxSCI # Peers Status Key-Server Auth Mode

MACsec 4R L E T
I
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Ethernetl/21 6¢cb2.ae9f.e766/0001 1 Secured No PRIMARY-PPK

WIZ, RA Y BY—RA 2 h MACsec QKD 712 7 7 A L &EFHREL, QKD 7117 7 A L %
MACsec AR U > —IZ314 > KL, MACsec R v —% A LV Z—T = A ALV KT 50 %R
L/i‘é—o

\}

GE)  BHEHR—-F2NULEEFEIST LT, KMEIB X OKME2 Y —X—RNT7 75 4 7 THIHLEND
LI EEMERLET,

AL v F 1 DHRE

switchl# configure terminal

switchl (config)# crypto ca trustpoint tpl
switchlconfig-trustpoint)# end

switchl#

switchl# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.

switchl (config) # feature cryptopgc

switchl (config) #

switchl (config)# crypto gkd profile PPK1l

switchl (config-crypto-gkd-profile) # kme server KMEl port 7010

switchl (config-crypto-gkd-profile)# transport tls authentication-type trustpoint tpl
switchl (config-crypto-gkd-profile) # end

switchl#

switchl# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switchl (config) # feature macsec

switchl (config) #

switchl (config) # macsec policy MP1

switchl (config-macsec-policy) # ppk crypto-gkd-profile PPK1
switchl (config-macsec-policy) #exit

switchl (config-if)# interface Ethernetl/21

switchl (config-if)# macsec keychain KCl policy MP1

switchl (config-if) #

interface Ethernetl/22
macsec keychain KC1l policy MP1

switchl (config-if)
switchl (config-if)
switchl (config-if)
switchl (config-if)
switchl#

#
#
#
#

end

ZA v F 2 DEIE

switch2# configure terminal

switch2 (config) # crypto ca trustpoint tpl
switch2config-trustpoint)# end

switch2#

switch2# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switch2 (config) # feature cryptopgc

switch2 (config) #

switch2 (config)# crypto gkd profile PPK1l

switch2 (config-crypto-gkd-profile) # kme server KME2 port 7010

MACsec =R L F T
% | |
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switch2 (config-crypto-gkd-profile) # transport tls authentication-type trustpoint tpl
switch2 (config-crypto-gkd-profile) #

switch2 (config-crypto-gkd-profile) # end

switch2#

switch2# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switch2 (config)# feature macsec

switch2 (config) #

switch2 (config) # macsec policy MP1
switch2 (config-macsec-policy) # ppk crypto-gqkd-profile PPK1
switch2 (config-macsec-policy) # exit

switch2 (config-if)# interface Ethernetl/53

switch2 (config-if)# macsec keychain KCl policy MP1

switch2 (config-if) #

switch2 (config-if)# interface Ethernetl/54

switch2 (config-if)# macsec keychain KCl policy MP1

switch2 (config-if)# end

switch2#

WIZ, A v F 1 EAL v F2OREOH N ERLET,

Switch 1

switchl#

switchl# show macsec mka session

Interface Local-TxSCI # Peers Status Key-Server Auth Mode
Ethernetl/22 3c8b.7ffe.0244/0001 1 Secured Yes PRIMARY-PPK
Ethernetl/21 3c8b.7ffe.0240/0001 1 Secured Yes PRIMARY-PPK

NO9K3K STANDARD TEMPLATE FOR FEATURE REVIEWS

Total Number of Sessions : 2
Secured Sessions : 2
Pending Sessions : 0

switchl#

AA wF2

switch2#

switch?2# show macsec mka session

Interface Local-TxSCI # Peers Status Key-Server Auth Mode
Ethernetl/53 5451.deb8.62b4/0001 1 Secured No PRIMARY-PPK
Ethernetl/54 5451.deb8.62b8/0001 1 Secured No PRIMARY-PPK
Total Number of Sessions : 2

Secured Sessions : 2

Pending Sessions : 0

switch2#

MACsec 4R L E T
I
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II RE

X

EAPOL X E DAL

% 7 ] Re

FIE

MACsec LY |

Al HE%E EAPOL DFEE & A —H 1w b 24 FIZDNT

LEAPOLDSESE & A —H Ry R A TIZTDVT

Cisco NX-OS U U —2 9.2(2) LAF:CTlX, WAN MACsec 35 %~ b7 —72 T, Extensible
Authentication Protocol (EAP) over LAN (EAPOL) 7'& Fa/LDsET RL AL A4 —H Ry b
AT Ol % IEFEREEICERE CTX E7,

L AHEZR EAPOLMAC B LU, —H % v b A FTld, HEUEMKA N7 v &2 HETHA—
HExy h Xy hT—27 FCCETFNAABMKAE Y a 2K TEAS L 512, MKA ST v
MOMACT RLAELA—H Ry N A THEERETEET,

EAPOL 365 A —V Ry b XA X, T 73V DA —PF v s XA 7 0x888E 1> HAVEMEIZ
BECTxE9, £7/21X. EAPOL%GEIEMACT FL A lX, 57 %/ b DMAC ® 01:80:C2:00:00:03
MOMRBEICEE T ET, 7u(F—T) oI LoTHEHEENRNESICLET,

ZOBREIIA X —T 2 A A LoULTHEHTE, REREAPOLREIX. RO X I IUEEDA
H—T 2 f ATNOTHLEHECTX FT,

-Nm&wm4/& T2 A ATTTICHEINTWBEES, By a3 038 LA EAPOL
RETCHELET,

e MACsecNA V' Z—T 2 A ATHESNTWARWES, EAPOLETEIZA v X —7 =1 AIZ
#H X3, MACsec RZ DA v H—T7 oA ATREIILVCWDEGEITADIRY 9,

EAPOL X EiL. fEHBEREE DA v X —T7 =24 ATHIIMITE ET,

188 BRI
MACsec WA TH D Z L iR L E9,

aAv Y RFEEEETIYa Y B8
X w 71 | configureterminal Jua— " iERE— REBB L ET,
1 -

switch# configure terminal
switch (config) #

AT F2 |interface name RET DA F—T7 A AXBELE
i - T A F =T A AFATLID %I

ET — R R— =
switch(config) # interface ethernet 1/1 Efgi‘a‘o /]) ‘H-Z\ 7 }\ 2) ]\0)%
switch (config-if)# A1, Tethernet slot/ port] A L %
R

[ MACsec ##RLET
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EAPOL

FIE

=JL ==

ax AE

earoL 20 EM L [

AU RFERETOVa Y

B8

R T 7 3 |eapol mac-addressmac_address[ethertype| fisiz S oA v ¥ —T = A A XA TB
eth_type] L OID TEAPOLRREZ AT LET,
GE)
A=V Ry b FATHEEIN TN
WA, MKA N7y DT 7 410 b
A =%y b XA (0x888¢) ThH 5
ERRLET,
R T 7 4 | eapol mac-address broadcast-address Tu—R¥x A M7 RLRAEZRFEMAC
[ethertype eth_type] T RLRELTHEMDCLET,
AT 75| (f£E&) copy running-config FTar74¥al—vark, AX—
startup-config Ny arrsXab—varila
15'] : I:Ob‘ I./iwg‘*o
switch (config-macseckeychain-macseckey) #
copy running-config startup-config
R T 7 6 | show macsec mka session detall EAPOL REZF R LET,

DEN1E

A ATRE A > % — 7 = 4 ACEAPOL i E & WA TX £,

AT RFEEIEFT7IIY

=)

AT 71| configureterminal Ja—rUERE— RZBE L £,
{5
switch# configure terminal
switch (config) #

R T 72 |interface name RET DA H—T A ARBELE
Bl - To A =T 2 A X FATLIDEIR
switch(config)# interface ethernet 1/1 ETEET, A—Fxy b A=Y
switch (config-if) # A%, lethernetslot/ port] ZfHH L

@—O

AT 7 3 |[no] eapol mac-address mac_address BEINEA LV E—T A A FATE
[ethertype eth_type] LMD TEAPOL % & % #4012 L £,

ATv 74| (f£i&) copy running-config FITar 74 FXal—vark, AL—

startup-config

1 -

FF a7 4 ¥al—vgla
v—LEd,

MACsec 2R LET I}
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MACsec

B

X JE

DR

23|

ity

MACsec LY |

ARV RFERFTIVaY =)

switch (config-macseckeychain-macseckey) #
copy running-config startup-config

&% E DHEED

MACsec X EFHME T TT HITIE, ROWTHOOIEXEZFATLET,

avv kR By
show key chain name F—TF = ORELZRRLET,
s_howmacsecmkase&sion BEDA v H—T 2 ZAFETNTTRXRTOA  F—T =2 A AD
Ejnettef_ E’ﬂlce type slot/port] MACsec MKA & v o 3 BT 2@ a#R LET,

a
show macsec mka session T _TDHEAPOL /X7 v hDA o H—T7 = A ATHREFH SN
details TWAHMACT RLABEIOA —H % v ~ F 1 FITHT 5 15H

ERANLET,

show macsec mkasummary | MACsec MKA % iE %< LE T,

show macsec policy FFE D MACsec AR Y 2 —F721L T X TD MACsec R U 2 —Di%
[policy-name] ExFRLET,

show running-configmacsec |MACsec DE/Ta > 7 4 Fa b — a UIEREFERLET,

WIZ, T_RTDOA v Z—T =14 AD MACsec MKA v o 3 V2T AEREERT A0 2R
LET, o

switch# show macsec mka session

Interface Local-TxSCI #Peers Status
Key-Server Auth Mode
Ethernet2/2 2c33.11b8.7d14/0001 1 Secured
Yes PRIMARY-PSK
Ethernet2/3 2c33.11b8.7d18/0001 1 Secured
Yes PRIMARY-PSK
Total Number of Sessions : 2
Secured Sessions : 2
Pending Sessions : 0

Wiz, BEDA >4 —7 = A 20 MACsec MKA ¥ » & 2 BT B 1% 27T 5 0% % L
9, BIOBICHI L7 —7 A O— I ARERICNZ T, BIED MACsee £ v v v 41
TEERT DT — R R LET,

switch# show macsec mka session interface ethernet 1/1

Interface Local-TxSCI # Peers Status Key-Server Auth Mode

[ MACsec ##RLET
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MACsec 5% DHERR .

Ethernetl/1 70df.2fdc.baf4/0001 0 PRIMARY-PSK
Ethernetl/1 70df.2fdc.bafd/0001 1 FALLBACK-PSK

Pending
Secured No

WKIZ, BEDA—YV Ry h LA F—T =1 AD MACsec MKA &~ 3 3 BT A ZEM5E 8 %

KT o0l R LET,

Interface Name
Session Status
Local Tx-SCI
Local Tx-SSCI
MKA Port Identifier
CAK Name (CKN)
CA Authentication Mode
Member Identifier (MI)
Message Number (MN)
MKA Policy Name
Key Server Priority
Key Server
Include ICV
SAK Cipher Suite
SAK Cipher Suite (Operational)
Replay Window Size
Confidentiality Offset
Confidentiality Offset
Latest SAK Status
Latest SAK AN
Latest SAK KI
Latest SAK KN
Last SAK key time
CA Peer Count
Eapol dest mac
Ether-type

Peer Status:
Peer MI
RxSCI
Peer CAK
Latest Rx MKPDU

Ethernet2/2

(Operational) :

SECURED - Secured MKA Session with MACsec
2c33.11b8.7d14/0001

2

2

12

PRIMARY-PSK
B54263EF7949A561E25CE617

523

tests2

16

Yes

No

GCM-AES-XPN-256
GCM-AES-XPN-256

148809600

CONF-OFFSET-0

CONF-OFFSET-0

Rx & TX

0
B54263EF7949A561E25CE61700000001
1

12:59:38 PST Tue Mar 19 2019
1

0180.c200.0003

0x888e

2C2C090E62A96F4D6E018210
2c33.11b8.8b88/0001

Match

13:16:54 PST Tue Mar 19 2019

KRIZ. MACsec MKA % E & £ T 62" LE T,

switch# show macsec mka summary

Interface MACSEC-policy
Ethernet2/13 1
Ethernet2/14 1

Keychain

1/10000000000000000
1/10000000000000000

wIT, T_XTD MACsec R Y —DREEF T HH AR LET,

switch# show macsec policy

MACSec Policy Cipher Pri
ICV Indicator Include-SCI

KC256-Poll7b GCM-AES-256 16
FALSE True

poll GCM-AES-XPN-256 100
FALSE True

pol256-FanO GCM-AES-XPN-256 16
FALSE True

pol256-MCT GCM-AES-XPN-256 16
FALSE FALSE

Window Offset Security SAK Rekey time

148809600 0 should-secure pn-rollover

148809600 30 must-secure 60
148809600 0 must-secure 60

148809600 0 should-secure 60

MACsec 2R LET I}
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MACsec LY |

system-default-

macsec-policy GCM-AES-XPN-256 16 148809600 0 should-secure pn-rollover
FALSE FALSE

testl GCM-AES-XPN-256 16 148809600 0 should-secure pn-rollover
FALSE True

R OFITIL, show running-config ¥ X O show startup-config =~ > RO IZF— 47 T v
FCTFHINFERSIND Z EERLTWET, 7272 L, key-chain macsec-psk no-show =2~ > K
PREINTWDLEEZREET,
key chain KC256-1 macsec
key 2000
key-octet-string 7
075e70lelc5a4a5143475e5a527d7¢c7c706a6c724306170103555a5¢c57510b051e47080

a05000101005e0e50510£f005c4b5£5d0b5b070e234e4d0a1d0112175b5e cryptographic-algorithm
AES 256 CMAC

WOHITIL, show running-config ¥ & UF show startup-config 2~ > RO NIZF— 427 T v
NCFFINERINDZ EERLTWET, ZH5IE, key-chain macsec-psk no-show =<2/
RARE SN TNDLEHEETT,
key chain KC256-1 macsec

key 2000
key-octet-string 7 ****** cryptographic-algorithm AES 256 CMAC

MACsec #t5T DR~

WD a< REHEH LT, MACsec #EHEHRZ TR T £,

TR 3

show macsec mka statistics[inter facetypesot/port] | MACsec MKA #atiE#H 4 F~ LE T,

show macsec secy statistics|interfacetypesiot/port] | MACsec = % = U 7 1 ki A #r L £,

WIZ, FEDA —V Ry M A Z—T = A 2D MACsec MKA #EHERDOEI %27~ L ET,
switch# show macsec mka statistics interface ethernet 2/2

Per-CA MKA Statistics for Session on interface (Ethernet2/2) with CKN 0x10

CA Statistics
Pairwise CAK Rekeys..... 0

SA Statistics

SAKs Generated.......... 0
SAKs Rekeyed............ 0
SAKs Received........... 0
SAK Responses Received.. 0

MKPDU Statistics

MKPDUs Transmitted...... 1096
"Distributed SAK".. O

MKPDUs Validated & Rx... O
"Distributed SAK".. O

[ MACsec ##RLET
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MKA Statistics for Session on interface

(Ethernet2/2)

CA Statistics

Pairwise CAK Rekeys

SA Statistics

SAKs Generated
SAKs Rekeyed
SAKs Received

SAK Responses Received.. 0

MKPDU Statistics

MKPDUs Transmitted
"Distributed SAK"..

MKPDUs Validated & Rx... 0

"Distributed SAK"..

MKPDUs
MKPDUs
MKPDUS
MKPDUS
MKPDUS
MKPDUs
MKPDUs
MKPDUs

Tx
Tx
Tx
No
No
Rx
Rx
Rx

0

Pkt build fail... O
Tx on intf down.. O
Rx on intf down.. O

CA Not found

MKPDU Failures

MKPDU
MKPDU
MKPDU
MKPDU
MKPDU
MKPDU
MKPDU
MKPDU
MKPDU

SAK Failu

Rx
Rx
Rx
Rx
Rx
Rx
Rx
Rx
Rx

res

Validation
eer MN.

Bad P

Non-recent Peerlist MN..........

Drop
Drop
Drop
Drop
Drop
Drop

SAK Generation

Hash Key Generation
SAK Encryption/Wrap
SAK Decryption/Unwrap

CA Failur

es

ICK Derivation
KEK Derivation
Invalid Peer MACsec Capability... O

MACsec Failures

Rx SA Installation
Tx SA Installation

SAKUSE,
SAKUSE,
SAKUSE,
SAKUSE,
SAKUSE,
Packet,

KN mismatch........
Rx Not Set.........
Key MI mismatch....
AN Not in Use......
KS Rx/Tx Not Set...
Ethertype Mismatch.

0
0

MACsec #5t D &R .

Wiz, BEDA—Y Ry N A F—T A AD MACsec TX = U T 1 eHERE FRT B4
R LET,

MACsec 2R LET I}
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MACsec LY |

\)

GE)  Rx BLOTx HAHEROIEHIE T b EHIEAT Y MTE, ROBEWRH Y £7,

* Rx #tit
o FEE=RE AL d K OFERE 51k
o il = FERE Sk
« TX HEat R
« JEE = JErE Bk
o Hl4E = M Bk
« 358 = W5 {bds L UFERE b

switch (config)# show macsec secy statistics interface e2/28/1

Interface Ethernet2/28/1 MACSEC SecY Statistics:

Interface Rx Statistics:
Unicast Uncontrolled Pkts: 14987
Multicast Uncontrolled Pkts: 1190444
Broadcast Uncontrolled Pkts: 4
Uncontrolled Pkts - Rx Drop: 0
Uncontrolled Pkts - Rx Error: 0
Unicast Controlled Pkts: N/A (N9K-X9736C-FX not supported)
Multicast Controlled Pkts: N/A (N9K-X9736C-FX not supported)
Broadcast Controlled Pkts: N/A (N9K-X9736C-FX not supported)
Controlled Pkts: 247583
Controlled Pkts - Rx Drop: N/A (N9K-X9736C-FX not supported)
Controlled Pkts - Rx Error: N/A (N9K-X9736C-FX not supported)
In-Octets Uncontrolled: 169853963 bytes
In-Octets Controlled: 55027017 bytes
Input rate for Uncontrolled Pkts: N/A (N9K-X9736C-FX not supported)
Input rate for Uncontrolled Pkts: N/A (N9K-X9736C-FX not supported)
Input rate for Controlled Pkts: N/A (N9K-X9736C-FX not supported)
Input rate for Controlled Pkts: N/A (N9K-X9736C-FX not supported)

Interface Tx Statistics:
Unicast Uncontrolled Pkts: N/A (N9K-X9736C-FX not supported)
Multicast Uncontrolled Pkts: N/A (N9K-X9736C-FX not supported)
Broadcast Uncontrolled Pkts: N/A (N9K-X9736C-FX not supported)
Uncontrolled Pkts - Rx Drop: N/A (N9K-X9736C-FX not supported)
Uncontrolled Pkts - Rx Error: N/A (N9K-X9736C-FX not supported
Unicast Controlled Pkts: N/A (N9K-X9736C-FX not supported)
Multicast Controlled Pkts: N/A (N9K-X9736C-FX not supported)
Broadcast Controlled Pkts: N/A (N9K-X9736C-FX not supported)
Controlled Pkts: 205429
Controlled Pkts - Rx Drop: N/A (N9K-X9736C-FX not supported)
Controlled Pkts - Rx Error: N/A (N9K-X9736C-FX not supported)
Out-Octets Uncontrolled: N/A (N9K-X9736C-FX not supported)
Out-Octets Controlled: 20612648 bytes
Out-Octets Common: 151787484 bytes
Output rate for Uncontrolled Pkts: N/A (N9K-X9736C-FX not supported)
Output rate for Uncontrolled Pkts: N/A (N9K-X9736C-FX not supported)
Output rate for Controlled Pkts: N/A (N9K-X9736C-FX not supported)
Output rate for Controlled Pkts: N/A (N9K-X9736C-FX not supported)

)

[ MACsec ##RLET
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MACsec 0D

SECY Rx Statistics:

Transform Error Pkts: N/A
Control Pkts: 952284
Untagged Pkts: N/A

No Tag Pkts: 0
Bad Tag Pkts: O
No SCI Pkts: O
Unknown SCI Pkts: 0

Tagged Control Pkts: N/A
SECY Tx Statistics:
Transform Error Pkts: N/A

967904
N/A

Control Pkts:
Untagged Pkts:

SAK Rx Statistics for AN
Unchecked Pkts: 0O
Delayed Pkts: 0
Late Pkts: 0
OK Pkts: 1
Invalid Pkts: O
Not Valid Pkts: O
Not-Using-SA Pkts: 0
Unused-SA Pkts: O
Decrypted In-Octets:
Validated In-Octets:

[3]:

SAK Tx Statistics for AN [3]:
Encrypted Protected Pkts:
Too Long Pkts: N/A

SA-not-in-use Pkts: N/A

Encrypted Protected Out-Octets:

switch (config) #

&% TE 151

Wiz, 2a—PEFEDMACsec R U > —ZRE

Blzm L ET,

MACsec 0%l .

(N9K-X9736C-FX not supported)

(N9K-X9736C-FX not supported)

(N9K-X9736C-FX not supported)

(N9K-X9736C-FX not supported)

(N9K-X9736C-FX not supported)

235 bytes
0 bytes

2
(N9K-X9736C-FX not supported)
(N9K-X9736C-FX not supported)

334 bytes

L. ZORY =% A =T =A AZHEMT 2

switch (config) # macsec policy 1

(
switch (config-macsec-policy) #
switch (config-macsec-policy) #
switch (config-macsec-policy) #
switch (config-macsec-policy) #
switch (config-macsec-policy) #
switch (config-macsec-policy) #

switch (config)# int e2/13-14
switch (
switch (config-if-range)# exit

cipher-suite GCM-AES-256
window-size 512
key-server-priority 0
conf-offset CONF-OFFSET-0
security-policy should-secure
exit

config-if-range)# macsec keychain 1 policy 1

switch (config)# show macsec mka summary

Interface MACSEC-policy Keychain
Ethernet2/13 1 1/10000000000000000
Ethernet2/14 1 1/10000000000000000
switch (config)# show macsec mka session

Interface Local-TxSCI # Peers Status Key-Server
Ethernet2/13 006b.flbe.d31c/0001 1 Secured Yes
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Ethernet2/14 006b.flbe.d320/0001 1

switch (config)# show running-config macsec
!Command: show running-config macsec
!Time: Mon Dec 5 04:53:40 2016

version 9.2 (1) feature macsec
macsec policy 1
cipher-suite GCM-AES-256
key-server-priority 0
window-size 512
conf-offset CONF-OFFSET-0
security-policy should-secure

interface Ethernet2/13
macsec keychain 1 policy 1

interface Ethernet2/14
macsec keychain 1 policy 1

MACsec LY |

Secured No

wIZ, MACsec ¥F—F = — LV ZREL, f v FZ—T = A AIT AT LT 7 4L h®D MACseci™

U v—&iBMT 562" L ET,

switch(config)# key chain 1 macsec
switch (config-macseckeychain)# key 1000

switch (config-macseckeychain-macseckey) # key-octet-string
abcdef012345678%abcdef0123456789%abcdef0123456789%abcdef0123456789 cryptographic-algorithm

aes_ 256 CMAC
switch (config-macseckeychain-macseckey) # exit

switch (config)# int e2/13-14

switch (config-if-range)# macsec keychain 1
switch (config-if-range)# exit

switch (config) #

switch (config)# show running-config macsec
!Command: show running-config macsec
!Time: Mon Dec 5 04:50:16 2016

version 7.0(3)I4(5)

feature macsec

interface Ethernet2/13

macsec keychain 1 policy system-default-macsec-policy

interface Ethernet2/14

macsec keychain 1 policy system-default-macsec-policy

switch (config)# show macsec mka session

Interface Local-TxSCI
Key-Server Auth Mode
Ethernet2/2 2¢33.11b8.7d14/0001
Yes PRIMARY-PSK
Ethernet2/3 2¢33.11b8.7d18/0001
Yes PRIMARY-PSK
Total Number of Sessions : 2
Secured Sessions : 2

Pending Sessions : 0

switch (config)# show macsec mka summary
Interface Status Cipher (Operational)
Fallback-keychain

[ MACsec ##RLET

# Peers Status
1 Secured
1 Secured
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Ethernet2/1 down - - testsl keychl
no keychain

Ethernet2/2 Secured GCM-AES-XPN-256 Yes tests2 keych2
no keychain

Ethernet2/3 Secured GCM-AES-256 Yes tests3 keyc3

no keychain

RIZ. Peer Enforce Cipher % EHEHE MACsec DR E & H S DHIZ R L ET,

switch# show key chain

Key-Chain KC1 Macsec

Key 10000000 -- text 7
""0729701e1d5d4c53404a522026090£010e63647040534355560e007971772a263230080a0407070303530227257657321.3556550958525a77 7110165038273
4362e2a"

cryptographic-algorithm AES 256 CMAC

send lifetime (always valid) [active]

Key-Chain KC2 Macsec

Key 10100000 -- text 7
""0729701e1d504c53404a522026090£010e63647040534355560e007971772a263230080a040707030353022725 717321 3556550958525a 7710165038273
4362e2a"

cryptographic-algorithm AES 256 CMAC

send lifetime (always valid) [active]

switch#
switch# show run macsec

!Command: show running-config macsec
'Running configuration last done at: Mon Apr 17 16:49:57 2023
!Time: Mon Apr 17 16:50:09 2023

version 10.3(3) Bios:version 05.47
feature macsec

macsec policy MPL

no protocol 1lldp encrypted

cipher-suite enforce-peer GCM-AES-XPN-256 GCM-AES-XPN-128
macsec policy MP2

no protocol 1lldp encrypted

cipher-suite enforce-peer GCM-AES-256

interface Ethernetl/97/1

macsec keychain KC1 policy MP1

interface Ethernetl/97/2
macsec keychain KC2 policy MP2

switch#

switch# show macsec policy
MACSec Policy Cipher Pri Window Offset Security SAK Rekey time ICV Indicator Include-SCI

MP1 Enforce-Peer 16 148809600 O should-secure pn-rollover FALSE TRUE

MP2 Enforce-Peer 16 148809600 O should-secure pn-rollover FALSE TRUE
system-default-macsec-policy GCM-AES-XPN-256 16 148809600 0 should-secure pn-rollover
FALSE TRUE

MACSec Policy Lldp-bypass
MP1 True
MP2 True
system-default-macsec-policy FALSE
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MACSec Policy PPK Crypto-QKD-Profile Name

MP1 GCM-AES-XPN-256 GCM-AES-XPN-128
MP2 GCM-AES-256
switch#

& OFIIL. show macsec mka session detail =~ > ROV 7L 1E2 R L TWET,

switch# show macsec mka session details

Detailed Status for MKA Session

Interface Name : Ethernetl/97/1

Session Status : SECURED - Secured MKA Session with MACsec
Local Tx-SCI : c4f7.d530.1484/0001

Local Tx-SSCI : 1

MKA Port Identifier : 1

CAK Name (CKN) : 10000000

CA Authentication Mode : PRIMARY-PSK

Member Identifier (MI) : D94B90E3FDB111CE583E7158
Message Number (MN) : 111

MKA Policy Name : MP1

Key Server Priority : 16

Key Server : Yes

Include ICV : No

SAK Cipher Suite : GCM-AES-XPN-128

SAK Cipher Suite (Operational) : GCM-AES-XPN-128
Replay Window Size : 148809600

Confidentiality Offset : CONF-OFFSET-0
Confidentiality Offset (Operational): CONF-OFFSET-0
Latest SAK Status : Rx & TX

Latest SAK AN : 1

Latest SAK KI : D94B90E3FDB111CE583E715800000001
Latest SAK KN : 1

Last SAK key time : 16:48:41 PST Mon Apr 17 2023
CA Peer Count : 1

Eapol dest mac : 0180.c200.0003

Ether-type : 0x888e

Peer Status:

Peer MI : 001100000001000100000001

RxSCI : 0011.0000.0001/0001

Peer CAK : Match

Latest Rx MKPDU : 16:52:07 PST Mon Apr 17 2023

Interface Name : Ethernetl/97/2

Session Status : SECURED - Secured MKA Session with MACsec
Local Tx-SCI : c4f7.d530.1485/0001

Local Tx-SSCI : 1

MKA Port Identifier : 1

CAK Name (CKN) : 10100000

CA Authentication Mode : PRIMARY-PSK

Member Identifier (MI) : 43AE54C19982238C298E0241
Message Number (MN) : 107

MKA Policy Name : MP2

Key Server Priority : 16

Key Server : Yes

Include ICV : No

SAK Cipher Suite : GCM-AES-256

SAK Cipher Suite (Operational) : GCM-AES-256

Replay Window Size : 148809600

Confidentiality Offset : CONF-OFFSET-0
Confidentiality Offset (Operational): CONF-OFFSET-0

[ MACsec ##RLET
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Latest SAK Status : Rx & TX

Latest SAK AN : O

Latest SAK KI : 43AE54C19982238C298E024100000001
Latest SAK KN : 1

Last SAK key time : 16:48:42 PST Mon Apr 17 2023
CA Peer Count : 1

Eapol dest mac : 0180.c200.0003

Ether-type : 0x888e

Peer Status:

Peer MI : 002700000001000100000001

RxSCI : 0027.0000.0001/0001

Peer CAK : Match

Latest Rx MKPDU : 16:52:06 PST Mon Apr 17 2023
switch#

MACsec (%, |xml ZfH L7z 227 U7 Mk show =<2 R XML & #R—F LE
j—o

+ show key chain name | xml

« show macsec mka session interface interface slot/port details | xml
+ show macsec mka statistics inter face interface slot/port | xml

« show macsec mka summary | xml

+ show macsec policy name | xml

« show macsec secy statisticsinterface interface slot/port | xml

+ show running-config macsec | xml

Wiz, FRo% show 2~ RO AFIEZRLET,
Bl1: F—F=2— 0 OREXZHFZRLET

switch# show key chain "Kec2" | xml
<?xml version="1.0" encoding="IS0-8859-1"?>
<nf:rpc-reply xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0" xmlns="http://w
ww.cisco.com/nxos:1.0:rpm">
<nf:data>
<show>
<key>
<chain>
< XML OPT Cmd rpm show keychain cmd keychain>
<keychain>Kc2</keychain>
</ XML OPT Cmd rpm show keychain cmd keychain>
</chain>
</key>
</show>
</nf:data>
</nf:rpc-reply>
11>11>

B2 BEDA A —T 2 A AD MACsec MKA & v a3 VT AIEREAERLET,
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switch# show macsec mka session interface ethernet 4/31 details | xml
<?xml version="1.0" encoding="IS0-8859-1"?>
<nf:rpc-reply xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0" xmlns="http://w
ww.cisco.com/nxos:1.0">
<nf:data>
<show>
<macsec>
<mka>
<session>
< XML OPT Cmd show macsec _mka session_interface>
<interface>
< XML INTF ifname>
<__XML__PARAM value>
<__XML__INTF output>Ethernet4/31</ XML _INTF output>
</__XML__PARAM value>
</ XML __INTF ifname>

</interface>

< XML OPT Cmd show macsec _mka session details>
<details/>

<_ XML OPT Cmd show macsec _mka session__ readonly >

<_ readonly >
<TABLE mka session details>
<ROW_mka session details>
<ifname>Ethernet4/31</ifname>
<status>Secured</status>
<sci>0c75.bd03.5360/0001</sci>
<ssci>1</ssci>
<port id>1</port id>
<mi>0200000000000000000000000000000000000000000000000000000000000000
</mi>
<mi>F511280A765CE41C79458753</mi>
<mn>2770</mn>
<policy>am2</policy>
<ks_prio>0</ks_prio>
<keyserver>No</keyserver>
<cipher>GCM-AES-XPN-256</cipher>
<window>512</window>
<conf offset>CONF-OFFSET-0</conf offset>
<sak status>Rx & TX</sak status>
<sak an>1</sak_an>
<sak ki>516486241</sak ki>
<sak kn>90</sak_kn>
<last sak rekey time>07:12:02 UTC Fri Jan 20 2017</last sak rekey ti
me>
</ROW _mka session details>
</TABLE mka session details>
</ _readonly >
</ XML OPT Cmd show macsec mka session  readonly >
</ XML OPT Cmd show macsec mka session details>
</ XML OPT Cmd show macsec mka session interface>
</session>
</mka>
</macsec>
</show>
</nf:data>
</nf:rpc-reply>
11>11>

%1 3 : MACsec MKA fEaHE M a Ram LET,
switch# show macsec mka statistics interface ethernet 4/31 | xml
<?xml version="1.0" encoding="IS0-8859-1"?>

<nf:rpc-reply xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0" xmlns="http://w
ww.cisco.com/nxos:1.0">
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<nf:data>
<show>

<macsec>

<mka>
<statistics>
< XML OPT _Cmd_some macsec mka statistics_interface>
<interface>
< XML INTF ifname>
<__ XML __PARAM value>

< XML__INTF output>Ethernet4/31</ XMI__ INTF output>
< XML INTF output>Ethernet4/31</ XML INTF output>
</_ XML PARAM value>

</_ XML _INTF ifname>

</interface>

< XML OPT Cmd _some macsec _mka statistics  readonly >

<__readonly >
<TABLE mka intf stats>
<ROW_mka_ intf stats>
<TABLE_ca_stats>
<ROW_ca_stats>
<ca_stat ckn>0x2</ca stat ckn>
<ca_stat pairwise cak rekey>0</ca stat pairwise cak rekey>
<sa_stat sak generated>0</sa stat sak generated>
<sa_stat sak rekey>0</sa stat sak rekey>
<sa_stat sak received>91</sa stat sak received>
<sa_stat sak response rx>0</sa stat sak response rx>
<mkpdu_stat mkpdu tx>2808</mkpdu_stat mkpdu tx>
<mkpdu_stat mkpdu tx distsak>0</mkpdu_stat mkpdu tx distsak>
<mkpdu_stat mkpdu rx>2714</mkpdu_stat mkpdu rx>
<mkpdu_stat mkpdu rx distsak>91</mkpdu_stat mkpdu rx distsak>
</ROW_ca_stats>
</TABLE ca stats>
</ROW mka intf stats>
</TABLE mka intf stats>
</__readonly >
</ XML OPT Cmd some macsec mka statistics__ readonly >
<interface>
< XML INTF ifname>
<__ XML __PARAM value>
< XML INTF output>Ethernet4/31</ XML INTF output>
</_ XML PARAM value>
</_ XML INTF ifname>
</interface>
< XML OPT Cmd _some macsec _mka statistics  readonly >
<__ readonly >
<TABLE mka intf stats>
<ROW_mka_ intf stats>
<TABLE idb_stats>
<ROW_idb_stats>
<ca_stat pairwise cak rekey>0</ca stat pairwise cak rekey>
<sa_stat sak generated>0</sa stat sak generated>
<sa_stat sak rekey>0</sa stat sak rekey>
<sa_stat sak received>91</sa stat sak received>
<sa_stat sak response rx>0</sa stat sak response rx>
<mkpdu_stat mkpdu tx>2808</mkpdu_stat mkpdu tx>
<mkpdu_stat mkpdu tx distsak>0</mkpdu_stat mkpdu tx distsak>
<mkpdu_stat mkpdu rx>2714</mkpdu_stat mkpdu rx>
<mkpdu_stat mkpdu rx distsak>91</mkpdu_stat mkpdu rx distsak>
<idb_ stat mkpdu tx success>2808</idb_stat mkpdu tx success>
<idb_ stat mkpdu tx fail>0</idb_ stat mkpdu tx fail>
<idb_ stat mkpdu tx pkt build fail>0</idb_ stat mkpdu tx pkt build fail>
<idb_ stat mkpdu no tx on intf down>0</idb_ stat mkpdu no tx on intf down>
<idb_ stat mkpdu no rx on intf down>0</idb_ stat mkpdu no rx on intf down>
<idb_ stat mkpdu rx ca notfound>0</idb stat mkpdu rx ca notfound>
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<idb_ stat mkpdu rx error>0</idb stat mkpdu rx error>
<idb_ stat mkpdu rx success>2714</idb_stat mkpdu rx success>
<idb stat mkpdu failure rx integrity check error>0</idb stat mkpdu
failure rx integrity check error>
<idb_ stat mkpdu failure invalid peer mn error>0</idb_stat mkpdu fai
lure_invalid peer mn_error>
<idb stat mkpdu failure nonrecent peerlist mn error>1</idb stat mkp
du_failure nonrecent peerlist mn error>
<idb stat mkpdu failure sakuse kn mismatch error>0</idb stat mkpdu
failure sakuse_ kn mismatch error>
<idb stat mkpdu failure sakuse rx not set error>0</idb stat mkpdu f
ailure_ sakuse rx not set error>
<idb stat mkpdu failure sakuse key mi mismatch error>0</idb stat mk
pdu_failure sakuse key mi mismatch error>
<idb stat mkpdu failure sakuse an not in use error>0</idb stat mkpd
u_failure sakuse_an not _in use error>
<idb stat mkpdu failure sakuse ks rx tx not set error>0</idb stat m
kpdu_failure sakuse ks _rx tx not set error>
<idb stat mkpdu failure sakuse eapol ethertype mismatch error>0</id
b _stat mkpdu failure sakuse eapol ethertype mismatch error>
<idb stat sak failure sak generate error>0</idb_stat sak failure sa
k_generate_error>
<idb stat sak failure hash generate error>0</idb_stat sak failure h
ash_generate error>
<idb stat sak failure sak encryption error>0</idb stat sak failure
sak_encryption error>
<idb stat sak failure sak decryption error>0</idb stat sak failure
sak decryption error>
<idb stat sak failure ick derivation error>0</idb stat sak failure
ick derivation error>
<idb stat sak failure kek derivation error>0</idb stat sak failure
kek derivation error>
<idb stat sak failure invalid macsec capability error>0</idb_stat s
ak failure invalid macsec_ capability error>
<idb stat macsec failure rx sa create error>0</idb stat macsec fail
ure_rx_sa_create_error>
<idb stat macsec failure tx sa create error>0</idb stat macsec fail
ure_tx sa create_error>
</ROW_idb_ stats>
</TABLE idb stats>
</ROW mka intf stats>
</TABLE mka intf stats>
</__readonly >
</ XML OPT Cmd some macsec mka statistics readonly >
</ XML OPT Cmd some macsec mka statistics_interface>
</statistics>
</mka>
</macsec>
</show>
</nf:data>
</nf:rpc-reply>
11>11>

5] 4 : MACsec MKA iREZFrm LET,

switch# show macsec mka summary | xml
<?xml version="1.0" encoding="IS0-8859-1"?>
<nf:rpc-reply xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0" xmlns="http://w
ww.cisco.com/nxos:1.0">
<nf:data>
<show>
<macsec>
<mka>
< XML OPT Cmd some macsec_summary>
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< XML OPT Cmd some macsec__ readonly >
<__readonly >
<TABLE_mka_summary>
<ROW_mka_summary>
<ifname>Ethernet2/1</ifname>
<policy>am2</policy>
<keychain>kc2/02000000000000000000000000000000000000000000000000000000
00000000</keychain>
</ROW_mka summary>
<ROW_mka_summary>
<ifname>Ethernet3/1</ifname>
<policy>am2</policy>
<keychain>kc2/02000000000000000000000000000000000000000000000000000000
00000000</keychain>
</ROW_mka summary>

[TRUNCATED FOR READABILITY]

<ROW_mka_summary>
<ifname>Ethernet3/32</1ifname>
<policy>am2</policy>
<keychain>kc2/02000000000000000000000000000000000000000000000000000000
00000000</keychain>
</ROW_mka summary>
</TABLE mka summary>
</__readonly >
</ XML OPT Cmd some macsec__ readonly >
</ XML OPT Cmd some macsec_summary>
</mka>
</macsec>
</show>
</nf:data>
</nf:rpc-reply>
11>11>

5 BrED MACsee R o —DREEZF R LET,

switch# show macsec policy am2 | xml
<?xml version="1.0" encoding="IS0-8859-1"?>
<nf:rpc-reply xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0" xmlns="http://w
ww.cisco.com/nxos:1.0">
<nf:data>
<show>
<macsec>
<policy>
< XML OPT Cmd some macsec_policy name>
<policy name>am2</policy name>
< XML OPT Cmd some macsec__ readonly >
<_ readonly >
<TABLE macsec_policy>
<ROW_macsec_policy>
<name>am2</name>
<cipher suite>GCM-AES-XPN-256</cipher suite>
<keyserver priority>0</keyserver priority>
<window size>512</window size>
<conf offset>0</conf offset>
<security policy>must-secure</security policy>
<sak-expiry-time>60</sak-expiry-time>
</ROW_macsec_policy>
</TABLE_macsec_policy>
</__readonly_ >
</__XML__OPT_Cmd_some_macsec__ readonly >
</__XML__OPT_Cmd_some_macsec_policy name>
</policy>

MACsec 4R L E T
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</macsec>
</show>
</nf:data>
</nf:rpc-reply>
11>11>

16 : MACsec ¥ = U 7 4 #idtHE@RAEF R L ET,

switch# show macsec secy statistics interface ethernet 4/31 | xml
<?xml version="1.0" encoding="IS0-8859-1"?>
<nf:rpc-reply xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0" xmlns="http://w
ww.cisco.com/nxos:1.0">
<nf:data>
<show>
<macsec>
<secy>
<statistics>
<interface>
< XML INTF_ ifname>
<__XML__PARAM value>
<__XML__INTF_output>Ethernet4/31</__ XML __INTF_output>
</__XML__PARAM value>
<_ XML OPT Cmd some macsec_secy statistics  readonly >
<_ readonly >
<TABLE statistics>
<ROW_statistics>
<in pkts_unicast uncontrolled>0</in pkts unicast uncontrolled>
<in pkts multicast uncontrolled>42</in pkts multicast uncontrolled>
<in pkts broadcast uncontrolled>0</in pkts broadcast uncontrolled>
<in rx drop pkts uncontrolled>0</in rx drop pkts uncontrolled>
<in rx err pkts uncontrolled>0</in rx err pkts uncontrolled>
<in pkts_unicast controlled>0</in pkts unicast controlled>
<in pkts multicast controlled>2</in pkts multicast controlled>
<in pkts broadcast controlled>0</in pkts broadcast controlled>
<in rx drop pkts controlled>0</in rx drop pkts controlled>
<in rx err pkts controlled>0</in rx err pkts controlled>
<in octets_uncontrolled>7230</in octets uncontrolled>
<in octets controlled>470</in octets controlled>
<input rate uncontrolled pps>0</input rate uncontrolled pps>
<input rate uncontrolled bps>9</input rate uncontrolled bps>
<input rate controlled pps>0</input rate controlled pps>
<input rate controlled bps>23</input rate controlled bps>
<out pkts unicast uncontrolled>0</out pkts unicast uncontrolled>
<out pkts multicast uncontrolled>41</out pkts multicast uncontrolled>
<out pkts broadcast uncontrolled>0</out pkts broadcast uncontrolled>
<out rx drop pkts uncontrolled>0</out rx drop pkts uncontrolled>
<out rx err pkts uncontrolled>0</out rx err pkts uncontrolled>
<out pkts unicast controlled>0</out pkts unicast controlled>
<out pkts multicast controlled>2</out pkts multicast controlled>
<out pkts broadcast controlled>0</out pkts broadcast controlled>
<out rx drop pkts controlled>0</out rx drop pkts controlled>
<out rx err pkts controlled>0</out rx err pkts controlled>
<out_octets uncontrolled>6806</out octets uncontrolled>
<out octets controlled>470</out octets controlled>
<out octets common>7340</out octets common>
<output rate uncontrolled pps>2598190092</output rate uncontrolled pps>
<output rate uncontrolled bps>2598190076</output rate uncontrolled bps>
<output rate controlled pps>0</output rate controlled pps>
<output rate controlled bps>23</output rate controlled bps>
<in pkts_transform error>0</in pkts transform error>
<in pkts control>40</in pkts control>
<in pkts_untagged>0</in pkts untagged>
<in pkts no tag>0</in pkts no tag>
<in pkts badtag>0</in pkts badtag>
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<in pkts_no sci>0</in pkts no_ sci>

<in pkts_unknown sci>0</in pkts_unknown sci>

<in pkts_tagged ctrl>0</in pkts_ tagged ctrl>

<out pkts_transform error>0</out pkts transform error>
<out pkts_control>41</out pkts control>

<out_ pkts_untagged>0</out pkts untagged>

<rx_sa an>1</rx sa an>

<in pkts_unchecked>0</in pkts_unchecked>

<in pkts delayed>0</in pkts delayed>

<in pkts late>0</in pkts late>

<in pkts_ok>1</in pkts_ ok>

<in pkts invalid>0</in pkts invalid>

<in pkts_not valid>0</in pkts not valid>

<in pkts_not using sa>0</in pkts not using sa>

<in pkts_unused sa>0</in pkts_ unused sa>

<in octets_ decrypted>223</in octets decrypted>

<in octets validated>0</in octets validated>

<tx sa an>1</tx sa an>

<out pkts_encrypted protected>l</out pkts encrypted protected>
<out pkts_too long>0</out pkts too long>

<out pkts_sa not inuse>0</out pkts sa not inuse>
<out_octets_encrypted protected>223</out octets_encrypted protected>
</ROW_statistics>

</TABLE statistics>
</__readonly >

</ XML OPT Cmd some macsec secy statistics__ readonly >
</_ XML _INTF ifname>
</interface>
</statistics>
</secy>
</macsec>
</show>
</nf:data>
</nf:rpc-reply>

11>11>
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switch# show running-config macsec | xml

!Command: show running-config macsec
!Time: Fri Jan 20 07:12:34 2017

version 7.0(3)I4(6)

R R R R R R R R R R R R

This may take time. Please be patient.
R R R R R R R R R R R R
<?xml version="1.0"?>
<nf:rpc xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0" xmlns="http://www.cis
co.com/nxos:7.0.3.I4.6.:configure " xmlns:m="http://www.cisco.com/nxos:7.0.3.I4.
6.: exec" xmlns:ml="http://www.cisco.com/nxos:7.0.3.I4.6.:configure macsec-poli
cy" xmlns:m2="http://www.cisco.com/nxos:7.0.3.I4.6.:configure if-eth-non-member
" message-id="1">
<nf:get-config>
<nf:source>
<nf:running/>
</nf:source>
<nf:filter>
<m:configure>
<m:terminal>
<feature>
<macsec/>
</feature>
<macsec>
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<policy>
<_ XML PARAM policy name>
< XML value>am2</_ XML value>
<ml:cipher-suite>
<ml: XML PARAM suite>
<ml: XML value>GCM-AES-XPN-256</ml: XML value>
</ml: XML PARAM suite>
</ml:cipher-suite>
<ml:key-server-priority>
<ml: XML PARAM pri>
<ml: XML value>0</ml: XML value>
</ml: XML PARAM pri>
</ml:key-server-priority>
<ml:window-size>
<ml: XML PARAM size>
T o o <ml: XML value>512</ml: XML value>
</ml: XML PARAM size>
</ml:window-size>
<ml:conf-offset>
<ml: XML PARAM offset>
<ml: XML value>CONF-OFFSET-0</ml: XML value>
</ml: XML PARAM offset>
</ml:conf-offset>
<ml:security-policy>
<ml: XML PARAM policy>
<ml: XML value>must-secure</ml: XML value>
</ml: XML PARAM policy>
</ml:security-policy>
<ml:sak-expiry-time>
<ml: XML PARAM ts>
<ml: XML value>60</ml: XML value>
</ml: XML PARAM ts>
</ml:sak-expiry-time>
</ XML PARAM policy name>
</policy>
</macsec>
<interface>
< XML PARAM interface>
< XML value>Ethernet2/1</ XML value>
<m2:macsec>
<m2:keychain>
<m2: XML _PARAM keychain name>
<m2: XML value>kc2</m2: XML value>
<m2:policy>
<m2: XML _PARAM policy name>
<m2: XML value>am2</m2: XML value>
</m2: XML PARAM policy name>
</m2:policy>
</m2: XML PARAM keychain name>
</m2:keychain>
</m2:macsec>
</ XML PARAM interface>
</interface>

[TRUNCATED FOR READABILITY]

<interface>
< XML PARAM interface>
< XML value>Ethernet4/31</_ XML value>
<m2:macsec>
<m2:keychain>
<m2: XML _PARAM keychain name>

<m2: XML value>kc2</m2: XML value>
<m2:policy>
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<m2: XML __PARAM policy name>

<m2: XML value>am2</m2: XML value>

</m2: XML PARAM policy name>
</m2:policy>
</m2: XML PARAM keychain name>
</m2:keychain>
</m2:macsec>
</ XML PARAM interface>
</interface>
</m:terminal>
</m:configure>
</nf:filter>
</nf:get-config>
</nf:rpc>
11>11>
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* CISCO-SECY-EXT-MIB

PAR—FEINTNDMIBEZRFBEBLOF T a— KT 5120E, ROURLIZTZEALTLE
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