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7547 ME. BEAAL VR (22— L RATU—R) &M LTLDAP %— 3¢ @ TCP
R L Oty v a VEMIMLLET, Fr 7 et A0—8E LT, LDAP —N[ZZ 0D
FeAR—=2FHBEL, 2—F 707 7 A NLRLFDMOFEREZEG L 9,

A v F‘L“C?)‘f’o*/\%:ﬁ‘é GRIEEAT o TOET5) M, FRIFMBLTHEAAL VBT
HENT, AU REBMEEARETEET, T 740 M T, BRBLTOHLEL R 55N
EHINET,

BRBELTHBAL » R4 5HFROF| AL, baseDN OFIC2—H4 (en B 2BINT5 2 &
TiEE4 (DN) ZIEKT 5D Tk MEBEHRE TZITM -7 DN 25 U7 1 VIR
2—¥DN ELTHEATxsZ2ETT, ZoHFRAE, =—% DN BA2—H4 & baseDN DfiA
bt L IR LG EITRICELLET, 2 —% A 2 FO72HIZ, bindDN 73 baseDN +
append-with-baseDN & L CHk 41 £ 9, I 2 C. append-with-baseDN % cn=Suserid D7 7 #
v METT,

\}

G RA U FHFRoMRbVIT, EFN a2 H L CLDAPRAF AT 52 b T F 4, i)y

th‘ i P =R TCa—PANOBMEEZEE L X, & 2E, 2—F 2T — Nat & ik
THAEITHOZLENTEET, T 7410 FOXZRT— R@EtZ A 713 userPassword T9,

a—4¥ 04 IZE 1T 5 LDAP DEIME

LDAP Z {4 % CiscoNX-0S T /31 22Kkt LT, 22— B2 T — KREE7 1 h 21 (PAP)
0y A rERED E, ROWENITONET,

1. Cisco NX-OS T/3A A I BHESL SN D &, 22— VT L ENRXRT = REREGET D720
LDAP ¥ —F I EHELET,
2. Cisco NX-OS T /31 AL, H&HEAJIZ LDAP T —F U N HROWNTINNDOIE LS E T,

* ACCEPT : = —H DOFBFEIZKII LD T, —E 2% L ET, Cisco NX-0OS 73
A AN —WFFA 2 LB LT H5E1T, FFTRABERGEED £9,

* REJECT : = —WFGEIFRM L £7, LDAPT —FE %, =—HZRLTENUEDOT
JRAZEST D0, A VEBEEBRRITT AL O ICERLET,

*ERROR : T —F N X DRBIEY —EADBRP T T —NRAE L0, £ET5—F0
L Cisco NX-0S T /31 ZADM D U — 7jﬁfﬁfi7 MIEELE L=, Cisco

NX-08 7 /3A AL ERRORIGE 225 L=t WO HIET2—VF ORAEEARIT L *
R
FREDE T L., Cisco NX-OS 7 /34 A TFFA[INA F— T LI fDCO“CI/\M N T —H
DFFA 7 =—=AIZAY £9°, LDAP FFrlIZETeiiE, F9 LDAP GBREA EH ISR T3 244
ERHY ET,

3. LDAP #Fn 3R EEE . Cisco NX-OS T34 A IFHULDAP T —F B L, T —F
> 735 ACCEPT #7213 REJECT J&ENIK XN EJ, ACCEPT In&Ilid, = —HIZxt4 2
EXEC £72IZINETWORK & v v a v OREIHEH SN BN E i E T, £72 ACCEPT

. LDAP D& E I



| AP i

wap 4—nox=41>5 |

IEEIZE D, =R T 7B ARRERY—EARRED £F, ZOHBAEOT—ERITRD
LBV TT,
* Telnet, rlogin, "A > NV —KRA > h7va ran (PPP) , Y UTINVTA L X —
%> h 71 bz (SLIP) . EXEC ¥—E &
HEFENRT A—H (RANERIZZTAT L FDOIPT R A (IPv4d £721%1Pv6) . 7
JEA YA 2= ZAL LT D)

\}

GE) LDAPTIE. T —F v Na—VEZHIETHDICTOREREEONDET, T—Fr &a—
FEOBHBARMEEHFATLET, B, T IEaz—V4 ERXRT— FOMLEDEE AT

THEIROETH, MOHEAEZKRDDLZ LB TETET,
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GE)  LDAP Tif. #iEORNCHTEZITH Z &N TEET,

LDAP H—/\DE=AR Y Y

B IR S 72V LDAP =030 5 &0 AAA BUROWBRIEBIEN AT D2 ERH Y £77,
AAA FR OB 2 HiE T 5 72912, LDAP — & EHIICE =4 L T LDAP ¥— )8
IRELTWD (TT7A47) DEIMERFRDZENTEET, CiscoNX-0S 7 /31 AL, A&
DIFEVLDAP H— 3% v K (dead) & LTC~—2 L. 7 v KLDAP % — NZ1T AAA R %
EELEEA, CiscoNX 0S 7 /34 AXT v RLDAP —R_ZEHMICE=F L, IERHI
X774 7TREIZELET, Z2O0OF=X) 7 7Tut ATiE, EEDOAAABRPEEIND
ANZ, LDAP ' — D BEIRETH D Z & 2R L ET, LDAP — "\ F v RELITT 74
TOREICEDS &, fBiSFy =BT b3 (SNMP) kT v FER S L. Cisco
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GE) BT oY —RLERROY— R0 =F Y U SHRITEN TN T, 2—YRRETEE
T, LDAP V' — R =X Y U 7B FETT AL, T A PEREEER%Z LDAP — N2k E L E
TO

LDAP DAV A —[EBHE M
Internet Engineering Task Force (IETF; 1 > % —x v MEFFIIAEZES) N7 7 MEMEIZIX
Xy NU—2 778X H—s3L LDAP % —/3[H] TP Vendor-Specific Attribute (VSA; < 4 —

FEABYE) OWBEHENRBESINTWET, IETFIZEM 26 i H L ET., & —I%L VSA
LT, —#&RA2 @i S VWl B oEREE AR — FTE 9,

LDAP FH® Cisco VSA fiz=

A A @D LDAP FEEETIE, IETF AR THER SN D TR A LIc XU ¥ —[EF A 7 a v %
1O FR—FLTWET, YRAIDOXRUF—IDIL9, Y R—bFENDAF T a DR H—
A 711 (&Rt & cisco-av-pair) T, fEIFKOERXDO A WY > 7T,

protocol : attribute separator value *

protocol |%, FFEDFFAIZ A T2 RS T XAaD@ME T, separator (L, MHBMEDOYEI1T= (%
B AT ar0OBMEOBEESIT (TAZYRAY) TY, ClscoNX 0S T34 A _LEDOFRFEIC
LDAP $— & L7284, LDAP TiZ LDAP — 2% LT, BBiFfER L & b ITHERST 5
el oa—FREZRT LR LET, ZOFERIL. VSATHREINLET, Cisco
NX-OS V7 hU =7 TlZ, RO VSA 71 ko)L 7> g &2 R—KLTWET,

e shell : = —W 7’17 7 A MR ZIEHET D access-accept /N7 v N THEHIN S 7' a F =
b

CiscoNX-0S Y7 7 =7 1d, ROBMEEYFR—FLTHET,

eroles : T—HPFNETAHTRTOE—/LO—ETT, H7 41—/ FiF, AX—ZXATXYI L
feun—nNAaE—BRRLIEARN) V7 TF,

LDAP D/\N—F v S A4 E— 3> HR—

CiscoNX-0S 7 /34 A1, (A N—T 4 J Mk (VRF) AV AX v A%fEH L CLDAP ¥—
N7 7 A LET, VRF OFEMEHRIZOWTIL,  [Cisco Nexus 9000 Series NX-OS Unicast
Routing Configuration Guide] ZZ&ME L T 7230,

LDAP D RIREH

LDAP OFIRFMITRD LB Y T,

¢« LDAP #— "D IPv4 £7/21TIPv6 7 RL A F-IIARR M ETET 52 L
¢ Cisco NX-0S /34 223 AAA B — "D LDAP 7 947 hE LTHRESN TS L
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LDAP M;F = EIE L HIHEIE

LDAP ([ZB¥ 2 FH L fRFHITKRO LB Y TY,
» Cisco NX-O8 7 /3A A RIZ{THAK 64 D LDAP — a2 ETE £,
* Cisco NX-OS |X LDAP N—Y 3 v 3 21T ¥ R— b LE T,
* Cisco NX-OS [3IR D LDAP Y — 2 F ¥R — b LET,
* OpenLDAP
* Microsoft Active Directory
« Secure Sockets Layer (SSL) | LDAP %, SSL/3—< = > 3 3 L U Transport Layer Security
(TLS) N—Ya v 12 DHuEHFR—bLET,

* CiscoNX-OS U U — A& 10.4(3)F LA, Secure Sockets Layer (SSL) %71 L 72 LDAP X, Cisco
Nexus A4 v FTTLS N—Ta 13 BILON12 2R —FLET, TLSvIL.1 iFBEIES
L7

« LDAP over SSL D354, LDAP 7 7 A 7 FiR & TlE. LDAP — ZFHEDY 7V = 7
FELTHEAMNEGDDIVLENRNDY £9,

s 2 —71/L® Cisco NX-OS 7 /34 A LIZEEE SN TNDH 22— T2 M, AAA —
FoVE—F 2= T H U N ERLCARTOEE, CiscoNX-0S V7 b7 =7 1L, AAA
P—NRECEREINTWEa2a—Y o—1TlEn, o=V a—YF 7 h v hOa—W
o—%YE—hF a—PFIZEHALET,

* Cisco NX-OS U U — 2 10.3(1)F LA, LDAP (% Cisco Nexus 9808 A A FTHHR— k ZiL
iﬁ—o

* Cisco NX-OS U U —Z 10.4(1)F LAF%, LDAP (%, Cisco Nexus X98900CD-A 35 LT
X9836DM-A 7 A - 71— K% #5# L 7= CiscoNexus 9808 A1 v F THR— h I ET,

* Cisco NX-OS U U — % 10.4(1)F LA, LDAP (& Cisco Nexus 9804 A . Cisco Nexus
X98900CD-A ¥ L TF X9836DM-A 7 A o A — R THHR—F SN ET,

* CiscoNX-0S U U —Z 10.4(2)F LIRE, DO EHEREIT Cisco NX-OS 77314 2D LDAP T
PAR—FEINET,

LDAP DT 7 # )L FERTE

WDFEIZ, LDAP RT A =X DT 7 )V FRTEEZRLET,

ING A=A FI4+I b+

LDAP F T

LDAP D& 5E
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AP oEE |

INTGA—4H

T4k

LDAP #FE =

BERLTnBAAS R

LDAP GRGEA A =X L L=
T R A LR 0%
ZA LT 7 N 5%
TA RV F A~ —fiE 60 5y
P ROEPNE=H ) T D2—W4 test
Y= ROEMHE=21) D2 T — ] |Cisco

=JL =2

LDAP D &x*E

Z Z TIX. CiscoNX-OS 7 /3A AT LDAP %% €7 % FlE%

LDAP H—/\DEZE TAE R

process_workflow
®RD
1. LDAP ZA X —7 /ML ET,

A ==3

RET a2~ T, LDAP — 3%

1T ==3

ixX [E

AL £,

TEET,

2. LDAP ¥ —/3& Cisco NX-0OS T34 2 DO A Wesr L £ 3,

3. MEITGU T, AAAFBRES XM, LDAP $— "D 7% » k& L T LDAP #—/3
IN—TaRELET,

4. (EE) TCPA— hZHRELET,

5. ({E#E) LDAP ¥ — 27 7 4 /L F AAAGBRET AERE L £,

6. (fEE) LDAPMF~ v 7 ZEL£7,

7. (fEE) MEIZSU T, LDAP —"DOEME=4 I 7 EZHREL LT,

EErEYY

LDAP e O 2ME (7 _—2)

LDAP H#—/3— 7R A h DAL (8 =X—7)

LDAP #—/ 3D 1ootDN D E (9 ~=2—)
LDAP H— 7L —T7 O E (10 X—7)
TCP R— FOFKE (14 X—)

LDAP Wi~ » 7O (15 2—)
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woap aen gt [

LDAP —OEMHE =X 1) T ORE (16 X—)

LDAP #EED B ZN1E

FIE

ATy I

ATy T2

ATvT3

LDAP I ML NX-0S T /34 A LTS T, SRRECET a7 4 Fab—v gy avy
RNEMFEa~ > REEHT 5121, LDAP #REZ B RIIZENC T HLERH D 7,

LDAP #ReZ AN 21213, ROFIEZFATLET,

configureterminal 2~ > R T/ e— )L a7 4 Fab—Tay E—RIADET,
1 -

switch# configure terminal

featureldap =~ R CTLDAP #AMNILET, TNZEIT HITIE, 2D~ FDno
FEXEZATLET,

11

switch(config)# feature ldap

GE)
LDAP %5z 95 & BT 5T X COMENHEIR I N E T,

copy running-config startup-config CHEiTa L 7 4 X2l —va VB AX— T v a7 4
Fal—a VR FELET,

&1

switch (config)# copy running-config startup-config

LDAP BRER N2 0 | BREa Yy 7 4 Fab—ra v a~vy RBFIHAREICZR Y £7,
BMELEYY
LDAP h—OFETBEA (6 3—)
LDAP $—/3— 7R A h DORERL (8 =X—7)
LDAP #—/ 30 rootDN DORE (9 ~<—3)
LDAP —/ 7 —T7 O E (10 =—)
7 a—sNL72 LDAP % A A7 7 MERORE (12 X—)
LDAP h— DX A4 L7 7 MHlgOE (13 <—)
TCP R — R DF&E (14 _X—2)
LDAP #5E~ v 7O (15 =—)
LDAP — O EMIET=% U 7 O%E (16 X—)
LDAP 7 K # A ARIROFRE (17 X—2)

LDAP D ERFE .
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LDAP ¥ —/ X TD AAA HFrRIOikE (18 X—3)

LDAP H—/\— ;R X FDFERK

CiscoNX-0S T4 AN 2 —P—FiE2 HHE L CYE— FNLDAP V— = I T 7B A T& 3
£ 912, LDAPH—_—HR R M &R LET, LDAPYV— X—DIP £/213HR R N EBML,
VBN L TEF 2 7 REEDDIZ SSL #4502 5121, ROFIEEZEHR L £,

N

GE) T 7V FTIE. LDAP YV — D IP 7 KL AE7=1IAR A + % Cisco NX-OS T /34 A TiRE
45 L. LDAP Y — 335 7 4 /L k@D LDAP Y — X L —F 2B & E$, LDAP ¥ — %
B LDAP #— J—FIBMT 52 b T 4,

LDAP $—/ 33— 7R A R &R T 21213, ROFINEEZFEITLET .

theb BRI
« T NA AD LDAP AN L E T,
¢ LDAP #— _"—D IPv4 £7-1LIPv6 7 RL A FE 7 ITFR A N EBE L E T,

« SSL AT DA%, T35 A TLDAP Y — RN —3FAENFE CHEM SN TS Z &
EHERLET,

FIE

ATv 71 configureterminal =~ REMEA LT, Za— Uikt — RERBLET, .
£

switch# configure terminal
switch (config) #

ATwT2 ROa< FEEA LT, LDAPV—"_"—DIP T FL AFEIFIHRA M ERELET
Idap-server host ,

* j‘7°‘:/5 ‘/‘(‘\ enable-ssl F— U — F%{%ﬁﬁ bf@{g%ﬁg%’ft L/jz—g*o
o A7 a3 T, referral-disable ¥— U — FZEHL TR 7 2 EHIZLFET,
£

switch (config)# switch(config)# ldap-server host 10.10.2.2 enable-ssl

ATv T3 (A7 =) showldap-server #fliffl L CLDAP h— \—DOks A LET, a~v K
ERHALET,

&1

switch (config)# show ldap-server
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LDAP *+—/30 rootDN D% E .

AT 74 copy running-config startup-config =~ > K& L CTHERRZR1F L £9°,
i :

switch (config)# copy running-config startup-config

LDAP H#—/3— 7R A F MR S AV, REREEA 1T 2 DIRRBIZ A > TV E T,
EErEYY

LDAP h— DR ETrEA (6 2—)

LDAP e F 80t (7 _—2)

LDAP #— R ZL—FORE (10 ~—)

LDAP #—/3® rootDN DFEE (9 _—)

LDAP — R 7 —T7 D% E (10 =)

LDAP — O EME=2 Y T OFRE (16 _X—)

LDAP h—DE=F V7 (21 _X—)

LDAP % — 3G ®RD 7 V7 (22 =)

LDAP H—/\( rootDN D% E

LDAP #— N F—Z _X—2D)L— MEES4 (DN) #RETX £, rootDN IL, LDAP #—
WAV FLTEDY—_"OIRBEE MR T H7-OIEH L E T,

1R BHIIZ
LDAP # BNz LET,
UE— DO LDAP — "D IPv4 £/ IPv6 7 FLZAE-13HRZ N4 ZBE L ET,

FIE

ARV RFERETIVa Y =)

R w71 |configureterminal Ta—r ) ar7Z 4 ¥al—3g
il - T FEMBLET

switch# configure terminal
switch (config) #

R T 7 2|[no] Idap-server host {ipv4-address| LDAP H—/3 5 — & ~_— 2D rootDN %
ipv6-address | hostname} rootDN root-name| #is5= | jL— h DR 2T — R&E 8 o R
[passwor d password [port tcp-port [timeout L
seconds] | timeout seconds]] ‘
K EE T, =2k % LDAP A vt —
’ i 14 . CICHEHATHTCPAR— hEEE L ET,
Spirenfcontig)f MARPTOSIVEr BOSE e ilHIE 1 ~ 65535 T T AL
cn=manager,dc=acme,dc=com password FDTCPR— %933733“*/§/Vm§7?jﬁ (7

Ur2Gd2BH timeout 60 o *‘/*\/V1ﬁﬁ§§£~/ﬂiﬂéﬂ‘(b\f£b‘%é\bi

LDAP &% 5E
|
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ARV RFERETIVa Y

B8

389) . £, V= RDX A LT T M
fRHIEELET, EOHMIZ 1~ 60 )
TT, TIHNNDEA LT MEIZS
a2 —VUETT (Fe— 7 UERRE S
NTWRWGEILS ) o

ATvT3

(&%) show Idap-server
fi

switch (config)# show ldap-server

LDAP — DR EEFRLET,

ATvT4

(f£&) copy running-config
startup-config
1 -

switch(config)# copy running-config
startup-config

a7 4 ¥l —T gk, AX—
N ary74¥alb—rgrila
I:o*‘[/i—é—o

EELEY D

LDAP — O ET vt A

(6 ~—2)

LDAP HsED AN (7 _X—2)
LDAP #— 3— R A FDOFERE (8 2—7)

LDAP 4 —/\ ¥ )L—TDEETFE

PN TN—THEHLT, 1 BERITEEED Y T— b AAA b — 2K D 2 —VFGEx f
ETHIENTEET, FN—TDALNETTXTC, LDAPEFEHT L L O ICRET HHLEN
HYET, BELEIERICHE > TH— DTS E T,

SR DY —S J AT NS THRET X ET5,

AAA P —VERICHEHTLH2XLERH Y 7,

Before you begin

LDAP # BNz L ET,

Procedure

RELTZITN—T%2[NMT DI,

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ju—nR)ary7 4 X¥al—g
T— FEHEKFLET

ATvT2

. LDAP D& E

[no] aaa group server Idap group-name

Example:
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LDAP 4—/\ FIL—TDERE .

Command or Action

Purpose

switch (config) # aaa group server ldap
LDAPServerl
switch (config-1ldap) #

V7 4 FXal— g rET— REBEL
F7,

XF w73 |[no] server {ipv4-address|ipv6-address| | LDAP F—/ 3% . LDAP H—/% L —
host-name; TDOALNELTRELET,
Example: 1878 L7= LDAP ¥ — 38 Lo b 72
switch (config-ldap)# server 10.10.2.2 Ao f:i}%{i\fi\ Idap-server hogt =~ >
REEHLTH—"Z&EL, ZD=
~UREL S —EEITLET,
7w 74 |(Optional)[no] authentication {bind-first| /< > k3% 7= 1 bl I 504 0 L
[append-with-baseDN DNstring] | TLDAPREREZFATLES, 77 4/L
compar e[passwor d-attribute password]} RO LDAP SR H AT, BBELTHL
Example: WA KT H34 0 REXTT,
switch (config-ldap)# authentication
compare password-attribute TyuL8r
RTw 75 |(Optional) [no] enable user-server-group | 7' )L— 7 #iGE 4 A9 L %3, LDAP
Example: Y= TIN—T R ERET DB
switch(config-1ldap) # enable &)D ji?ﬁo :1»—%f;j‘ Cl“—ffﬁ§ﬁ§LIlAP
user-server-group %—/ff“éﬁﬁéhf::0)7‘/lx~7°@%
VANE LTRENTWABEGEEIZET,
ABRF—FFEE B TR AV TEE
‘a‘o
XF w76 |(Optional) [no] enable Cert-DN-match | = —F 7o 7 » 4 )L Ca—FIERED
Example: ‘H‘ji/“l 7 ]\ DN ﬁ;\m 7‘/]) :/‘Hjiﬁlé (E‘%
switch (config-1ldap) # enable é “Tb A éi}%é\a:f: Lj’:L\——'Tj‘Z)\ 77 /(
Cert-DN-match VT% }:) J: 5 @: LiTo
R w77 |(Optional) no[use-vrf vrf-name] P— RN T —TRHNOY— R & ORI
Example: {%ﬁﬁﬁaé VRF %?Eﬁ;bijﬂo
switch (config-ldap)# use-vrf vrfl
ATy S8 |exit LDAP #— R J)—7 a7 X a
Example: L—varE—FREKTLET,
switch (config-1ldap)# exit
switch (config) #
ZF w79 |(Optional) show Idap-server groups LDAP H— ) —T DR EE R R L

Example:

switch(config)# show ldap-server
groups

iTo

LDAP D ERFE .
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Command or Action

Purpose

ATy 710

(Optional) copy running-config
startup-config
Example:

switch (config) # copy running-config
startup-config

FElTar 74 Xal—TarFk, R
H— K T a7 4 Xal— g
o — L%,

Related Topics
LDAP h—ROFETBEA (6 2—)
LDAP #— 3— ;R A b OfRL (8 2—)
LDAP e O 2Mb (7 _—2)
LDAP #—/3N— 7R A F Ok (8 ~X—)

' B—/\JL73 LDAP &

=JL ==

1 L7 FREIRDERE

CiscoNX-0S T /34 ZR¥F T D LDAP ¥ — 3026 DISE O 2 P E+ 5 7 a— 30 &
ALT U MIRARECEET, TNEZBED XA LT VRN =TIV ET,

158 HHEIIZ

LDAP %A 32— /W2 LET,

FIRr

ARV RFERERTI VA Y

=)

&

configureterminal

1 -

switch# configure terminal
switch (config) #

Ja—_ ) a7 4 Xal—T g
E— &G LES

ATy T2

[no] Idap-server timeout seconds

1 -

switch (config)# ldap-server timeout 10

LDAPH— DX A A7 7 MNElEZ T
LES, T74LFDZA LT 7 MR
XS BTY, A1 ~ 60T
ﬁ—o

ATvT3

(f£%&) show |dap-server
1 -

switch(config)# show ldap-server

LDAP y— ROHTEFRLET,

ATv74

(f£&) copy running-config
star tup-config
1 -

switch (config)# copy running-config
startup-config

EfFar 7 4 X2 l—ark, AX—
Ny a7 ¥alb—vg iz
[:O‘_ Li@—o
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BErEY Y
LDAP #§eDH L (7 ~—)
LDAP h— D% A4 57 7 MR OHE
LDAP %— DX A L7 7 MERORE

LDAP H—/\D A A L7 7 FEIRDEKRTE

LDAP 4—13 45 1 L7 rEIEOEE [

(13 =2—2)
(13 =2—2)

Cisco NX-OS 7 /34 A LDAP — "0 DISE & GO ERET DX A LT U MilbE &%
ETEET, TNEBIDEL4A LT N =T—I12hY £,

IR B I
LDAP %A 32 —7 /W2 LET,

FE
ARV KRFERETY a3 Y B#Y

AT w 71 | configureterminal JTa— )L a7 4 ¥z l—3a
5l T REBIALET
switch# configure terminal
switch (config) #

A7y 72| [no] Idap-server host {ipv4-address| FEEDY—"D % A 57 7 MElREEEE
ipv6-address | hostname} timeout seconds | |_ ¢4 7 4 L M3 2 a0 — S LfET
f5l Kl
switch (config)# ldap-server host GE)
serverl timeout 10 f'r%aﬁf@ LDAP H#— 3|7 E‘ﬁiﬂbfl&/l’-h

77 MR, 9XTO LDAP #—
THEHSIND T a— VR 2 A LT D
MifRAE EEE LET,
ATwTF3| ({LE) show ldap-server LDAP — "ORELX KR LET,
f
switch (config)# show ldap-server

ATy 4| (f£E) copy running-config Frar 74 Xal—vark, AL—
startup-config Ny aryr74Xalb—vaila
fi E—LET
switch (config)# copy running-config
startup-config

EENEYD

7 v —s3 V7 LDAP Z A L7 U MERORE (12 ~—)

LDAP D ERFE .



B e k—rozx

LDAP HRED ML (7 =X—2)
71—V LDAP # A L7 7 MEROFRTE (12 2—2)

TCP /R— F DEXTE

AP oEE |

BOT 7V r— g ER— bEEVNHEHE L TWAEAIEL. LDAP Y — SHIZHIO TCP AR — k
FRETEET, T 74/ FTIE, CiscoNX-0S T34 21T T D LDAP BRI LAAR— b
389 AfEHLET,

1R BHHIIZ

LDAP %A r—T7 WMIZ LFET,

FIE

ARV RFERETIVa Y

B8

&

configureterminal

1

switch# configure terminal
switch (config) #

Juaua—)L a7 4 Xal—g
F—FERMmLES

ATvT2

[no] Idap-server host {ipv4-address|
ipv6-address | hosthame} port tcp-port
[timeout seconds]

1 -

switch (config)# ldap-server host
10.10.1.1 port 200 timeout 5

P — 2D LDAP A v — VI
THTCPA— hEfEELET, 774
Jb b TCP R— hE 389 TF, A7
#PHIL 1 ~ 65535 T,

EETY—DZ A LT 7 MEWEEZIEE
LEJ, HO#HMIE1~60 T, 7
T AV DX A LT T MEFS B— L
fECTT (Fr— VUEPRE ST
WAL S B

GE)

KEED LDAP — NIZHE LI A A
7 v NERRIX, 73X TO LDAP $—
THERAEIND 7 a— \)Lig 4 DT T
MHREE EEEX L ET,

ATvT3

(f£7) show ldap-server
{5

switch (config)# show ldap-server

LDAP ¥ — DR TEEFERLET,

ATv74

. LDAP D& E

(f£7) copy running-config
startup-config

1 -

FElTar 7 4 Fal—yark, AX—
NPy ar7 4 Xal—vgila
E—LE9,
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LDAP #%%& < v TOHEMK .

AU RFERETOVa Y

B8

switch (config) # copy running-config
startup-config

EELEY D

LDAP #— ROFE T 2t 2

(6 =—72)

LDAP #§EDFH I (7 =—2)

LDAP &< v TR

M7 =) —%LDAP YV — _—|ZEET D L O ICLDAPHR~ v T E R TE £, —F
FOF—HR—A T, W~y 7 THREINT- AT T — 2 2B LET,

4R HREIIC

LDAP A 2 —7 MIZ LET,

FIE

AV RFEEETIa Y

S]]

ATy T

configureterminal

1 -

switch# configure terminal
switch (config) #

Ja—)L a7 4 F¥Falb—g v
£ — F%Eﬁﬁébi—g«o

ATy T2

Idap sear ch-map map-name
1 -

switch (config)# ldap search-map mapl
switch (config-ldap-search-map) #

LDAP iR~ v 7R E L £7,

ATvT3

(f£&) [userprofile|trustedCert |
CRLL ookup | user-certdn-match |
user-pubkey-match | user-switch-bind]
attribute-nameattribute-name sear ch-filter
filter base-DN base-DN-name

1

switch (config-ldap-search-map) #
userprofile attribute-name att-name
search-filter

(& (objectClass=inetOrgPerson) (cn=Suserid))
base-DN dc=acme, dc=com

a—Y Fa 7y A, FHETE DN
#. CRL, EHI#EHDN %, ABF——
. F 721 user-switchgroup /L 7 7
THRRBIEORBRMA ., BT 4V F . B
FUONR=ADNZHRELET, ZhbHD
fliix, M7 = U —% LDAP —IZ
EET DI S NET,

Attribute-name 51%%1% Nexus 7 — /L2
&t LDAP Y — B D4 RITT,

ATvT4

ER) exit
1

switch (config-ldap-search-map) # exit
switch (config) #

LDAPH#~ v S a7 4 Xal—3 3
VE—REKERTLET,

LDAP D ERFE .



LDAP OHE |
B orvy—rormmE=59s08%

IV N3 i F A7 B

ATv 75| ({EE) show ldap-search-map BRIE ST LDAP iR~ v 7R FKR L
{1 - =7
switch(config)# show ldap-search-map

ATw 76| ({E&E) copy running-config Ffrar74Xal—vark, A¥—
startup-config Ny a7 44Xl — g 020
15“ . [:O—Liﬁ_o

switch (config)# copy running-config
startup-config

EErEYY
LDAP — RO ET ot A (6 —)
LDAP #sEDH ML (7 X—)

LDAP H—/ADEHHE=2 ) VT DETE

LDAP Y — O HMEEZE=F 1 7 TEET, RE/NT A =X, — NSt L TERT
Ha—WLHERAT— R, =3, L CIREBEERT 57200 rootDN, BLOT A
KV ZA4<=—0H0ET, T4 NV ZA~<—I21F, LDAP H— S TIOER H2ZF I n/pn
RO ZETE L E T, ZNEIBE D L CiscoNX-0OS T/31 AXT Ak 7y hEEEL
FT, ZOF TV a v ERELTCTEMOICYH—"ET A NLEY, 1T T A NEFITLE
DTExET,

)

CE) Xy bhUV—2 DX UT 4052 5#ETIH-0IT, LDAPT —F_X—ZXADFEO—V L LR L
HOEHEHA LW & 2HERE L £,

1R BHEIIZ
LDAP % A x—T7 WMIZ LFET,

Fig
ARV REEET7IVa Y B
R 71 |configureterminal Ta— ) ar7Z 4 ¥al—a
Bl - E—FZBBLES

switch# configure terminal
switch (config) #

AT 72| ¥ZE: [no] ldap-server host {ipv4-address | %— /N E=% U LV THD/T A —2 %
| ipv6-address | hostname} test rootDN BELET, T74V FO—HF41T
root-name [idle-time minutes | password

LDAP D&% 3E
16| I



| AP i
AP 7 k5 1 sEImoEE [

AU RFERET7TIV3 Y B

password [idle-time minutes] | username | test. 7 4 /L k D23 &2 U — K| Cisco

name [password password [idle-time T, TA KA XA~ —DF 7 41k

minutes]]] EIX 60 7 TH, ARRHPHIT 1 ~ 1,440
{1 - 73 C9,

switch(config)# ldap-server host GX)

10.10.1.1 test rootDN rootl username . e .
userl password Ur2Gd2BH idle-time 3 LJ)Ad)i%hA/\iT“ﬂY?J\FA;(a)E%z?O):LHA

FORDE—PEIEET B 2 & &

L/ji‘g_o
R v 73 |[no] Idap-server deadtime minutes LIRS DD 7= LDAP H—/3%
il - CiscoNX-OS T /31 ANF = v 7 Z IR
switch (config)# ldap-server deadtime 5&'(@%@’(%?5%1,&’;‘04‘7‘7%/1/ }\
5 fEIX04rT9, = LT, ARREPHILO
~ 60 4y TF,
ATwvT4| ({LE) show ldap-server LDAP — OB ELX LR LET,
51 -
switch (config)# show ldap-server
AT 5| (fE&) copy running-config Frar 74 Xal—vark, AL—
startup-config Ny ary7sFalb—arila
15“ . to— Liﬁ‘o

switch (config)# copy running-config
startup-config

EErEYY
LDAP h—OFETrEA (6 3—)
LDAP e O F#ME (7 _—2)
LDAP #—/X— /R A h DR (8 ~—3)

LDAP 7 k & A LREIRDERE

T_XTDOLDAP —DF v K ¥ A AMRERETEET, T v K XA LB TIL. Cisco
NX-OS T/3A4 AN LDAP —%FT v RTHHEES LR, TOYV—BT 74 7T /ho
T EIMEHERTDHEDICT AN X7y N2k ET 5 TORRE2RELET,

A\

GE) Ty RZALMBRIZCONZRET DHE. LDAPH— N F, IGELXZ RIS WHAETH, 7 v KE
LT~y—7 3hER¥A, 7y FZALHRIEZ V7B THRETEET,

LDAP D& 5E
|



LDAP DEEE |
B wrrs—icomasaomE

1R BHEIIZ
LDAP %A 2 —T7 MIZ LFET,

Fig
ARV REEEFET7IVa Y B
R 71 |configureterminal Ta— ) ar7Z 4 ¥al—a
i - E— NZRBLES

switch# configure terminal
switch (config) #

R T 7 2|[no] ldap-server deadtime minutes Ja—VieT y K2 A AR EZ R E
- LES, 7740 MEK0STY, HipH
120~ 6043 TY,

switch (config)# ldap-server deadtime
5

ATw7F3| ({EE) show ldap-server LDAP #— DOREEZERT LET,
1
switch (config)# show ldap-server

AT 74| (f£&) copy running-config Ffrar 74 Xal—vark, AL—
startup-config Py a7 4o XalL— gl
15“ : [:Q"_‘ Lij—o

switch (config) # copy running-config
startup-config

EENEYD
LDAP #EDFH ML (7 =—)

LDAP H—/\T® AAA 0] D% TE
LDAP — "DF 7 /L kD AAA F ] FREZRETXE T,

IR& B
LDAP =G5z LE T,

FE
AT RFEEETIV 3 Y Br
AT w 71 | configureterminal Jua—)LarJ7 4 Xal—gy
% - E— FERBLET

. LDAP D& E
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woap ssh aeax—iEnsE i

AU RFERETOVa Y Be
switch# configure terminal
switch (config) #

R 72 |aaaauthorization {ssh-certificate | LDAP — 3DF 7 41 F D AAA ]
ssh-publickey} default {group group-list | | 225 1 4,
local }

ssh-certificate % — 7 — R IXFEAEZR
Bl - ] L7= LDAP #F A 713 m—Hh L
criteh (Contia)f s snerition SARUE L, shpublkey 7
LDAPServerl LDAPServer2 RKiZ SSH AR ¥ — %/ L 7= LDAP #F
AEITe— DV ERELET, T
740 FOFFRNE, 2—WFICHI Y YT
72— )UKk LT S nfza~r KoY
ARTHLB—TINVFHFATT,

group-list 51412 1%, LDAP H—/3 7 /L—
Tl ANR—ATRE > 72U 2 M &fRE
LET, TOTN—TIZET B — NI
® LT, AAAFRI DTS DT 7 AN
1TbinEd, local Fjte—nh1 75—
HR—=Z B LTI 21TV ET,

ATvF3| ({£E) showaaaauthorization[all] |AAA FFAEEEZFRLET, al F—
—FEfEETD L. 7740 MERE

{5l ~
. , L mEnET,
switch (config) # show aaa authorization
ATv 74| ({£E) copy running-config FITar 74 FXal—vark, AL—
startup-config Ny arvrsXalb—varica
15“ . I:o“—[_/i?o

switch(config)# copy running-config
startup-config

EENEYD
LDAP #seDH L (7 X—)

LDAP SSH 2 i+ —FREE DX E

AAA FEFFlL, LDAP V—R_R—Da—HF—x o VIR EFEESN TN D22 —F —D AR F—%2#
AL T, LDAP —_—% N L CEITENET,

LDAP SSH AR X —fBRE A X ET DR, WOREBE L2 L 2R LTI,
o 2P —DABF—F 22— —E L L TLDAP V—_—|[ZREFELE T,
eSSHZ AT v "B OMEF—ZFHLTHA A LET,

LDAP &% 5E
|



LDAP DEEE |
B waesshimEsToR

A

GE)  SSH ¥ A A VIFIZHR LT —1Z. LDAP $— R — | TF
ENTVWAARBF—Z2MHAL CTRIESNET,

OB, > FIVDLDAP 7 A4 7 FOFREE T LTWVET,

OB T, 2—F—DABF—72%. user-pubkey-match # THE Sz @it (LT84
I% sshPublicKeys J&PE:) T LDAP — —|{ZfRFESNE T,

ldap-server host fully qualified domain name.com rootDN
"CN=ucsadminl,CN=Users, DC=PI-Sec-DT,DC=com" password 7 passwordl
ldap search-map Mapl
userprofile attribute-name "description" search-filter " (cn=$userid)" base-DN
"DC=PI-Sec-DT, DC=com"
user-pubkey-match attribute-name "sshPublicKeys" search-filter " (cn=$userid)" base-DN
"DC=PI-Sec-DT, DC=com"
aaa group server ldap ldapl
server fully qualified domain name.com
use-vrf management
ldap-search-map Mapl

aaa authorization ssh-publickey default group ldapl
W, 2=HFDSSHZ T4 7 > MEF—ZHEH LT, A v FEHIP T FLRITHA A
YL ERLET,

ssh ldapuser@10.0.0.1 -i ldap pub key test

LDAP SSH FEBAEEFRI D EX TE

AAAFFA[IE, LDAP Y —_—Da— W —RBHEICRFE SN TV SR E L FEFEODN 2 H L
T. LDAP == L TEfTESNET,

LDAP SSH GEFHEDOFFA[ iz, kD Z ERNE S E T,

e A v FIZA VA= ENTWD CAFEHEZMH LT, SSHZ 74 7 F &4 LT
RENTZ 2 — Y —FEHEDOREE,

« enable cert-dn-match €17 7 4V s TANZ I > T B 7280, FEHEEZRIET 5729
D, LDAP $#— _—|ZHEIEE TS DN & D cert-DN-match (%, HEIZAE SN E T,

WOHNE, T NVDLDAP 7 5 A4 T v FOBREEZ R L TWVET,

« RDBFINL, user-certdn-match A% CHE S N4 E D EM: D T T LDAP Y —/3X—{ZFEH
EDN ZRETDHHEEZRLTOVET,

i [x509v3-sign-rsa DN /DC=com, DC=PI-Sec-DT, CN=Users, CN=usernamel| T3,

ldap-server host fully qualified domain name.com rootDN
"CN=ucsadminl, CN=Users, DC=PI-Sec-DT, DC=com" password 7 passwordl
ldap search-map Map24
userprofile attribute-name "description" search-filter " (cn=Suserid)" base-DN
"DC=PI-Sec-DT, DC=com"
user-certdn-match attribute-name <attribute> search-filter " (cn=Suserid)" base-DN
"DC=PI-Sec-DT, DC=com"

. LDAP D& E
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wars—rsne=4u>5 [

aaa group server ldap ldap24
server fully qualified domain name.com
enable Cert-DN-match
use-vrf management
ldap-search-map Map24

aaa authorization ssh-certificate default group ldap24

WD show 2~ KX, Ry 7 RTA VA F—LEN TV rootCA ZEHHEDFEMA TR L
e

switch# show crypto ca certificates

Trustpoint: ldap

CA certificate O0:

subject=C = IN, ST = KAR, L = BGL, O = Cisco, OU = DCBG-Cert, CN = RootCA
issuer=C = IN, ST = KAR, L = BGL, O = Cisco, OU = DCBG-Cert, CN = RootCA
serial=82EE7603BF7E74A9

notBefore=May 29 07:12:30 2023 GMT

notAfter=May 26 07:12:30 2033 GMT

SHA1l Fingerprint=D5:AE:75:8E:Al1:4F:79:1E:80:3E:5E:67:C5:42:44:10:13:C6:F7:1D
purposes: sslserver sslclient

n7700-DE#
cROBFNE, SSHZ AT v b a—W— A o VBFITTDHHEEZRLTHVET,

«SSHZ 74 7 > FTIL, ATJGERFIZITRE X — L 2 —F —FEHEOW F N EENT
B, #EEEINT T<user> crt] EWHE—D T 7 A4 )L - TWET,

« rootCA.crt IZ rootCA FEBHE” » £ /LT,

cIP7 FLARIZAAL v T OEHIP T KLATT,

ssh usernamel@l10.0.0.1 -i usernamel.crt -vvv -oCACertificateFile=rootCA.crt

LDAP H—/\DE=_A Y 4

CiscoNX-0S T4 ZABMEEF L CWAB LDAP V— XD T 75 4 E 5 4 IZBHT A3 EHREE=
2N TEET,

1R BHEIIZ
Cisco NX-0OS T /34 A2 LDAP —R_ZHELE7,

FIRE

OV RFERET7TIVa Y B

R T w 71| show Idap-server statistics {hostname| | LDAP #— O#EaHE# A KR L £ T,
ipv4-address | ipv6-address}
{5

switch# show ldap-server statistics
10.10.1.1

LDAP &% 5E
|



LDAP DEEE |
B wars—sitismns U7

BErEYY
LDAP H—/3— /R A F DRk (8 ~X—)
LDAP % — 3G ®RD 7 V7 (22 =)
LDAP — NFEHEHRDO 7 VT (22 X—2)

LDAP H—/\#RETIEERD YV U T

Cisco NX-OS T34 ZAMMERF L TWD LDAP »— DT 7 7 4 BT ( ICBET DB M A £R
LET,

1R BHEIIZ
Cisco NX-OS /34 AIZLDAP —ZRELE7,

FIE

ARV RFERRETI Y B
ATvF1| ({£E) show |dap-server statistics LDAP — " DfiiHE AR R L ET,
{hostname | ipv4-address | ipv6-address}

1 -

switch# show ldap-server statistics
10.10.1.1

ATy 72 |clear Idap-server statistics {hostname| | LDAP 4 — SffaHEHR%Z 7 ) 7 L £,
ipv4-address | ipv6-address}
fi

switch# clear ldap-server statistics
10.10.1.1

BENE YD
LDAP —"DE=Z U 7 (21 X—)
LDAP #—/3— 7R A h DL (8 =X—Y)
LDAP #—"DE=4% ) 7 (21 =)

LDAP =% 7€ D HEEE

LDAP iR EEM a2 ForT 5121L,. WOEEOWTINEITWVET,

avw Uk B
show running-config Idap [all] FETa 7 4 Fa2l—a DO LDAPRELZFR AL
i?—o

. LDAP D& E
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LDAP @

war oxEs |

avy kR B#)

show startup-config Idap AF— T a7 X2l —3 3 DLDAPH
EERRLET,

show |dap-server LDAP R EfH AR LET,

show ldap-server groups LDAP %—N J L —TOFREFRER R LET,

show ldap-server statistics {hostname | LDAP $iEHE®RAEFE R LE T,

ipv4-address | ipv6-address}

show Idap-search-map E STV 5 LDAP Bt~ v 7T 21 H & &
~LET,

&% TE 151

RIT, LDAP = N RA RBEI Y =N TN —T2RET 02~ LET,

feature ldap

ldap-server host 10.10.2.2 enable-ssl
aaa group server ldap LdapServer
server 10.10.2.2

exit

show ldap-server

show ldap-server groups

WIZ, LDAP i~ v 72 RET HH %2R L £,

ldap search-map sO

userprofile attribute-name att-name search-filter
(& (objectClass=Person) (sAMAccountName=$userid))" base-DN dc=acme, dc=com
exit

show ldap-search-map

"

RIZ, LDAP V— NIZxI 4 BREAERGEA M H L C AAA FA 2 RETHH 2R LET,

aaa authorization ssh-certificate default group LDAPServerl LDAPServer2
exit
show aaa authorization

ROBNE, BRAEZMGEES D HiEZ R L TWET,

failing
test aaa group LdapServer user <user-password>
user has failed authentication

! working
test aaa group LdapServer user <user-password>
user has been authenticated

LDAP D ERFE .




AP oEE |

B xorz

RDExE

INT, =N TN =G0 T AAA RIF TR ERETEH L 91C720 £4,

LDAP [ZB 3 % ENNEER

BEEIEE T=aTFILERAL ML

Cisco NX-0S D F A & & [CiscoNX-OS T A o A2 HA K]

TRETA K

VRFa 7 4 ¥alb—3 3| [CiscoNexus9000 > — A NX-OSz=F v A ks JL—F (

1R

=i
R E

24+
L

COMRETYR— F SNOFHOEEE I IEEINEEIDH Y A, ET2,
BAFDOFEEOY RN — MIEE STV ER A,

MIB MB®D!') >y

URLIZT Z7EALTLZEN,

https://cisco.github.io/cisco-mibs/supportlists/nexus9000/
Nexus9000MIBSupportList.html

LDAPIZBET AMIB | R — F SN TWA MIB 2B LRNF 7 oa— R4 51203, RO
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BENDODEIT I EETELLIEZWL, HBLETHESEMREBDEFIOT. ERXBABICDOW
TIFKRET A FDORFIAVNESBIZS,
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