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F—F 2= DFEF—IUIKRITRT 20D T A 7 XA LBHV ¥,
ZIFANTATEA L

DT INA & DF—HIFIZT /A ZABEDF— %321 A5 W,
EETAT24 L

BDT ISRA R DX —TZHFFIZT A ZADNE DX — %1653 2 HifH,
F—DEEFETAT7EIALBIOZTANT A THA LT, RONRTA—FEFEHLTCERLE

D
Start-time

TA 7 Z A LDBREET D R,
End-time

WOWT D FIETERTE D TR,
o« TA T HA LT T Dot RER
« BABREE NS T A 7 X A AT 45 F TOREK
cIEBDT A T H AL (FETHZRL)
F—DEETATHA LT, TARALATIN—T 4T ToFT—hs Xy haed—L Lt i

EELET, EEENEF DTS XA EOXF—DZTFANT A 7 %A LHIBINTRWIGE,
ZDTNA RFF—ZRE LT A 26 0lEEZZ T ANEEA,

EDF—Fxz—rb, F—DIATIALPERDIIIICRET LI LR LET, 2ok
INCT DL, TIVT 4 7RF =N LI L DRAN—FRAED R AZRET H 2 N TEE
j—o

F—Fz—UEBEDOHMREH

F—F = —EHITIIRHRRMHIEH Y T H A,

F—F I EEOEEEIEL HWEE

F—F = —EFHICHET D EEFHELFFHIRO LB T,
VAT A Iy I EERTDE XF—INT VT 4 TICRDEHN BN AT ET,

o X —F ==V DOREXA T, 7I7AT T batNTI 7 E3NTWNWELA T E—
HLTWALERLY T, ZNOL0F A TOR—HENbArRETHITEND &, 22—
P —IZBENT D72 D syslog A v E—VBERINET,

7= & 21X, keychain_abc & W) AEIOF—TF = — 2 M Macsec F—T =— 2 & LTHES
NTWTH, OSPFTY T v 7 F—F = —r & LTHEEMNT LTV ABAIETR— |k
ENFEHA, A, F—F=2—0BDBONZZ 74 7 > MCBEEMIT O BITSREE
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Ens7atvR) | BlOF—Fz—20 XA TLELTRESNDIHEELYAR—FENEY
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c XA N—/T T L — DN AT— RE&E7 1 7T AT (restconf/Netconf 72 & C) HET S
BAIE, 22— —DRRAT—=RFDHXA T ENRAT— REIFETHZ L2 BEID L E
T, Ia I ADIERH L TELLND T BT f BRELTWHEES. BGPIEXRIEL T
WA BT 4 IZOWNTC, TCIERARE.R (2T 740 o) EEEHALT, A
N /T FL— hD/NAT— REHER U FE 9,

=P —=RNT T  BRREE TSI T A2 VNERH DHE, 22— =l O T L—
X ClR CFRIBEZFEITTIEILERH Y 7,

—\ E I_l_I
F—Fz—2BEDTIAHI FEE
WDFIZ, CiscoNX-0S F—F = — L EHRTA—=ZDT 7 )V bk EZRLET,

Table 1: ¥ —F T — U BEEINSA—Z DT I+ )L ME

NG A—%H TIAILE

F—Fz—r T 74NN TEF—F=—EH D THA,

¥— T 7 4V F T LD —F = — U OFERRIRFIC F — I3 ER S 4L
FH A,

ZITFANTA T A L HIZHZTY,

EETA T A L HIZADTT,

F—A MY T AN ORI | S bENEE A,

F—Fr—2EEDETE

F—F— DR

FNRA AN F—F 2 —VBERTEET, FrLOF—F =— 12T, F—FEEN TV EE

s
Procedure
Command or Action Purpose
Z w71 |configureterminal Ja— N E— REBG L ET,
Example:

F—Fr—UEBEDETE .
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Command or Action Purpose

switch# configure terminal
switch (config) #

A7 72 | key chain name F—F U EMERL, F—F x>
Example: a7 4 X2l — gy EB— REE
switch (config)# key chain bgp-keys L/EEﬁfo

switch (config-keychain) #

R w 73 |(Optional) show key chain name F—F - — L DBREEFTRLET,
Example:
switch (config-keychain)# show key chain|
bgp-keys
ZFw 7 4 |(Optional) copy running-config FTar 74 Xal—vark, AL—
startup-config FT YT Ay 4 Fal—vaica
Example: E—L %7,

switch (config-keychain) # copy
running-config startup-config

F—Fr—2DHIK
FRAADF—F = — L ZHIBRTXET,

)

Note o= — 2 ZHIRT 5 L. F—F =z HOF—F PR LHRSLET,

Before you begin
X—F ==V EHIRT2HAIE. ZTOFXF—FT =— 2 EHEH L TV DHEENRRNZ L 28 LT

LIEEW, HIBRTA2F—F =2— 02T LI ICRESN TV DLEENRD LA, T DOHEEE
ITMDT NA AL OEBEIZRIRT B FREMNENEm < 720 £,

Procedure
Command or Action Purpose
R w 71 |configureterminal Ja— "\ E— REBG L ET,
Example:

switch# configure terminal
switch (config) #

A v 72 |nokey chain name F—F =0 BLOZTOF—F =—1(C
Example: BENTNDLTNTOF—ZHIBRL %

switch (config)# no key chain bgp-keys ?ro

B =7 8B08E
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Command or Action

Purpose

ATvT3

(Optional) show key chain name

Example:

switch (config-keychain)# show key chain
bgp-keys

TDOX—F 2—UNEfTa T 4K 2
L— g VRICRWZ EAFERLET,

ATvT4

(Optional) copy running-config
startup-config
Example:

switch (config-keychain) # copy
running-config startup-config

FEfTar 7 4 Xal—arr, AX—
KTy ary7 4 X¥al—grica
to“* Lij—o

T543) *—DEHRES XV AES /AR T —

-HE S RED BRI

ZATOMTFALMDT 7 A4~V =2 L, &ER T (AES) /R U— NH{Lihe
ERANCT D LN TEET,

Cisco NX-0S U U — 2 10.3(3)F L& T,

R—hSNTHET,

Procedure

RPM L H L — ¥ —F =2 — L THA T 6 REEALI Y

Command or Action

Purpose

ATy T

[no] key config-key ascii[ <new_key> old
<old master key>]

Example:

switch# key config-key ascii
New Master Key:
Retype Master Key:

I~V F— (v2p— %—) %, AES
INAYT — R SAbRe CREHI T 5 L 91
WELET, 774~V F—L, 16 ~
R XFOFER TFEEATEES, 2o
a<w s ROonEXEFEHTLE, VO
THLT T4~ F—%HIRTEET,

TIA <Y F—ERET HHINT AES /X
AT — R biez /e oL, 7
FTA<Y F—DEEIINLTWHRNED
INAT — R AN FAT SN RN & %
AT AvE—UNEREINET, 74
<V F—RNTTICHEINTNDIELE
E. BILWT IS4~ F—FANT S
ANMCBED TS A4~ F—%2 A1+ %5
rolckwoshnEd,

Note

Cisco NX-OS U U — & 10.3(2)F LARE,
DME XA a— RBLIOEALH T 7
T4 7 E®F—REHFEHLT, 7714~
F—E R CTE ET,

F—Fr—UEBEDETE .
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Command or Action Purpose
R 2 | configureterminal T a— VERETE— REBE L ET,
Example:

switch# configure terminal
switch (config) #

R 7 3 |[no] feature password encryption aestam | AES /S 2 U — R B{LikEE S B
Example: TR ESME L 5

switch (config)# feature password
encryption aes tam

R T 7 4 | encryption re-encrypt obfuscated BEAR D HA CHETs /e Bk S A T — K%
Example: & /f 70 6 HSE%%'{K/\OX ]7 — F‘LC%T@ L/i
switch (config)# encryption re-encrypt 7k°

obfuscated

A7 75 |(Optional) show encryption servicestat | AES /X2 7 — Rif B{LiREL 7T A ~

Example: VX —DBREAT—HAEBFRLET,
switch (config)# show encryption service
stat
X 76 | copy running-config startup-config FEitar 74 Xal—ark, AX—
Example: Ty ar74¥al—va il
E—LFET,

switch (config) # copy running-config
startup-config Note
Zoavwy R, Frary7 4 F¥alb—
YartAF— Ty T ar7 4¥a
L—=yarD7 74 <) F—zFHT
DO ETT,

Related Topics
AES NA T — REF LB LT 7 A <~ VI EF—IZDOW\ T
AES /RA U — RSB LT T4 < UBF 5 F—I2 21T
F—DTFAFDFEE (6 —)
X—DZITFANTATEALBLIOEETA 7 XA LOKE (9 3—)

10—

kDERTE

F—OTFANERETEET, THFAMNUHARETT, TA AFZIDOTFA betFa
TR CRGFLET,

MACsec B L O'RPM L o — F—F = — DS, AES XA T — R SAESRENHZIZ 72 -
TEY, 774U F—DPERINTWDEEHE. TF A MIXA 7 6ER TR 3L TR
ENET, TNUANDOEEIT. XA T TIREEALERTHRIEENE T,

II F—F—UEBORTE
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Procedure

—o7xz tozz [

FTITFIVETIEE, ZITANTA T7HAALBIONEETA 72 A MIERIZRY . F—IXEITH
WTT, F—ICTFARERELTODL, FOX—DZFANTA TEZALEEETA T7H2A
LERELET,

Before you begin

ZDOXF—DOTFANERDET, TFAMI, LI THW2RNWTHFAMNE LTANTEE
4, F£7-. showkeychain =~ > FfHFEZ Cisco NX-OS 23F — 7 % & b DOFRITfE T 51
FRTANTEZ b TEET, HiT, BlOT /31 275 show key chain =~ > K% 37
L., TOHNCERENDGF—LRLF—T R MEERT2HAICIE. B TOAR
DMEF| T,

Command or Action

Purpose

A w 71 | configureterminal 7 a— KT — A RS L9,
Example:
switch# configure terminal
switch (config) #

A7 72 |key chain name ELEF—Fz—rDF—F=—>
Example: ar7Z4F¥alb—varyE®— Fafh
switch (config)# key chain bgp-keys L’jiifc
switch (config-keychain) #

AT v 73| keykey-ID BELES—DF— a7 4 Fal—
Example: var E— FERBLET, key-ID 5l
switch (config-keychain)# key 13 éﬁbi‘ 0~ 65535 0)%§§Q7F?EﬁfﬂAZ§i§§§
switch (config-keychain-key) # NH 0 357r0

R T v 7 4 | key-string [encryption-type] text-string FOX—DTFADN AN T HRE

Example:

switch (config-keychain-key)# key-string
0 AS3cureStrlng

LE9, key-ID 51¥UT, RXF &/
FEAKBILT, ST TRELET, %
BXFHHEMTEET,

Encryption-type 5|52, IRDOWF DD
EEEELET,

«0: AJJL7= tedt-string 91 80%. B
FAEENTORNWT F A F3UFHIT
T, NN T 74V b TT,

*6: CiscoNX-OS U U —2R 10.3(3)F
LIBE. Cisco Nexus 9000 > J — X 7
Ty 77— AL v F TV A
MAD (XA T 6k55b) AN
AR—hINTWET,

F—Fr—UEBEDETE II
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Command or Action

Purpose

«7: ANJL7= tedt-string 9150 %. B
TSI TWET, A aEfF 0K
FHATHFLEnET, 2047
g 0%, BIO Cisco NX-0S T /8
A A L TEE4T L7z showkey chain =
~ v RO LI ESNWT, T
XA NI E AT DAL
HET,

key-string =~ > FIZid, text-string TD
IROFFERSCF- O FHIZBI T 2 HIBR2 & 0
£7.

FIAXF

Bl

HER

/i\\y

FEA

77

g~ RCORBRCTFOM L0
oWk, lTa~r R4 A0 F—
T2 A ATONWT] B arE2BRL
TLIEE,

ATvT5

(Optional) show key chain name [mode
decrypt]
Example:

switch (config-keychain-key)# show key
chain bgp-keys

F—TFAMORELEOT, F¥—
Fr—VOREEXRRLET, T34 R
E R T2 DMl H T & % mode decrypt A
TrvarEEfTLsE, FF2VTT
FARAPTERIRENET,

II F—F—UEBEORTE
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Command or Action

Purpose

ATvT6

(Optional) copy running-config
startup-config
Example:

switch (config-keychain-key) # copy
running-config startup-config

FlTar 7 4 Fal—rarhk, AX—
NPy a7 Xal—rgila
[:0_ Li‘ﬂ—o

Related Topics
TIA <) F—DORER LOAES SR YU — REFSEHRED AL
F—DRFTANTAITZALEFLIVEETA TZALDETE

F—DZTANTATIALBLORETA 7 I LERETEET, 7740 T T
AT AT ZALBIORETA 77 A LITEERICRD | F—IXEIZHRTT,

N

Procedure

Note X—F o= —2NOF—DTAT7HA LANEETDIEICHET DI EEHELET., Z0k)
T DE, TIZT 4 TRE—=0N0T)Il, F—ICLDEXaTlEOUNEET D Z LR T
TET

Command or Action Purpose

R w 71 | configureterminal 7 a— N NKERTE— REBE L9,
Example:
switch# configure terminal
switch (config) #

R T 72| key chain name BELEF—Fz—rDF—Fx—r
Example: a7 4 Xab— g E— ReHlh
switch (config)# key chain bgp-keys L/337f0
switch (config-keychain) #

AT v 73 keykeyID EELEXF—DF— a7 4 ¥ al—
Example: var E— RFERBLET,
switch (config-keychain) # key 13
switch (config-keychain-key) #

X T 7 4 | accept-lifetime[local] start-time [duration | — D2 FANT A 7 ¥ A LERELE

duration-value | infinite | end-time]

Example:

switch (config-keychain-key) #
accept-lifetime 00:00:00 Jun 13 2013
23:59:59 Sep 12 2013

T T 74/ RTIEH, T35 AT
start-time B X O end-time 5%t % UTC &
LCTHEWET, local F—U— REFET
THEL TAAL RTINS DR Z B
B & LTV E 9,

F—Fr—UEBEDETE II
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Command or Action

Purpose

start-time 51¥0L, =0T 7T 4 7IZ
25 HEETT,
FTATHA LD TRHIRDWT IO
F 7 a s TRRETEET,

« duration duration-value : 71 7 % A
LAOES () . mKMIX
2147483646 ¥ (K9 68 4F) T,

s infinite: F¥—DOXIFANT A 7 XA
LSITHIBBEIIC 2D £H A,

« end-time : The end-time 3|33 — 8
TIT 4 T TR 2D HRETT,

ATy TH

send-lifetime [local] start-time [duration
duration-value | infinite | end-time]

Example:

switch (config-keychain-key) #
send-lifetime 00:00:00 Jun 13 2013
23:59:59 Aug 12 2013

F—DEEFETATHA LERELET,
T 74 FTIEL, 773 AT start-time
B Wend-time 51#% UTC & L THW
¥, local F—U—REHEETDH L.
FONA AT TS DR 2 B & L
THNET,

start-time 51800%, =07 277 4 7IZ
5 HEFTT,

FETA T XA LOKRTIRIZRDOWT
IPOF T TIRETEET,

« duration duration-value : 71 7 % A
LADRES () . mKMEIX
2147483646 ¥ (K 68 4F) T,

s infinite: ¥—DFEFET A 7 XA LT
WIRREIIC 2 £H¥ A,

« end-time : Theend-time 3% —8
TIT 4 T TR 2D EETY,

ATvT6

(Optional) show key chain name [mode
decrypt]
Example:

switch (config-keychain-key)# show key,
chain bgp-keys

F—THRZANOERELHHT, ¥—
Fr—rOREEFRRLET, T3 R
B 720 HMEH T & % mode decrypt 4
TrvareiTo L F—132 V7T
FAPTERINET,

B =7 8B08E
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Command or Action

Purpose

ATy T17

(Optional) copy running-config
startup-config
Example:

switch (config-keychain-key) # copy
running-config startup-config

FlTar 7 4 Fal—rarhk, AX—
NPy a7 Xal—rgila
[:0_ Lij—o

Related Topics
TTA~Y X—OFER L OAES AU — R BLHEED A 20k

hvd =X = =L
OSPRV2 BB ALEERSEFHD F— DR TE
OSPFV2D A v E—UH A VA RS (MD5) 7203y v aX—2AD A v E—UiEa— Rtk

FaT Ny a7 T X (HMAC-SHA) REFZRETE 9

FIE

AT RFERIEFT7TIIY

=)

ATy T

configureterminal

1 -

switch# configure terminal
switch (config) #

7a— S ERE— REBELET,

ATy T2

key chain name

1

switch(config)# key chain bgp-keys
switch (config-keychain) #

HELLEF—Fz—rDF—F=—v
ary7 4 Xalb—ar ®— NEHA
LET,

ATvT3

key key-1D
1 -

switch (config-keychain)# key 13
switch (config-keychain-key) #

BELEF—DF— a7 X2l —
valrE—RFEBBLET, key-ID 5l
B, 0~ 65535 DEHTIRET HLHE
N ET,

(6=3))

OSPFV2 D, key key-id 2~ KD
X — ID OFEIL 0 ~ 255 T,

ATvT4

[no] cryptographic-algorithm
{HMAC-SHA-1| HMAC-SHA-256 |
HMAC-SHA-384 | HMAC-SHA-512 |
MD5}

1 -

switch (config-keychain-key) #
cryptographic-algorithm HMAC-SHA-1

FEE ¥ — I S5 OSPRV2 s =577 v
TY XALEHRELET, 1OOF— T3
ETXBRRALT LITY XAF 127
<7,

F—Fr—UEBEDETE .
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ARV RFERETIVa Y

B8

ATy TH

(f£&) show key chain name

1

switch (config-keychain-key) # show key
chain bgp-keys

F—TF =V DOREEXZFRLET,

ATvT6

(f£&) copy running-config
star tup-config
1 -

switch (config-keychain-key) # copy
running-config startup-config

Fifra 74Xl —rarr, AX—
Ny a7 ¥alb—vgila
I:O— Liﬂ_o

TI9T4THEX—DIA4A T34 LD

=X

it

XF—FT 2= HADOF—DIL, ZIFANTA T EALETNTEGEITA TEALBT 7T 4778
F—Z R DI, ROEXDOa~ REMHHALET,

avy kR

S

show key chain

F A ATRIE

ENlF—Fo—rEBFRLET,

F—Fz—2FHEHD

= =¥
aX aics

TE DHE

F—FT = —VEHOREHBREFIRT DI, ROEEZITVET,

avy kR

=)

show key chain name

TNRA R TREEN TNWEF—F =2 — 0 FFRLET,

F—Fz—2FHEHD

lospf-keys )

ZIERE S S TWES, F—Id

=JL ==

=% 7€ 151

EWVOLARDOF—F == ZW T 502 LET, FF—TFAM AU~

a7/ A58 ELTMDS 2T L 9IRS

NET, HF—OZFANTA 754 DFEFETA T H A KLY LEVD, F—0~<THT
FHEATAELET, COBTE, %— 1 F—2 BLURF—2 LF—3OMICA— 1 —F v
TIMBESNTWET, ZHUTED, T2 T 4 T RF—=0N2 RS, gL
o k3L OWEE ORI A ERETE £,

key chain ospf-keys

key 1

key-string 7 070c285f4d0658544541

accept-lifetime local 00:00:00 May 13 2024
send-lifetime local 00:00:00 May 13 2024

B 58208

12:00:00 Sep 14 2024
00:00:00 Sep 14 2024
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RDIEE

zorz I

cryptographic-algorithm MD5

key 2
key-string 7 070c285£4d0658574446
accept-lifetime local 00:00:00 Sep 13 2024 12:00:00 Jan 15 2025
send-lifetime local 10:00:00 Sep 13 2024 12:00:00 Jan 15 2025
cryptographic-algorithm MD5

key 3
key-string 7 070c285fad0622474941
accept-lifetime local 00:00:00 Jan 15 2025 12:00:00 Jun 15 2025
send-lifetime local 10:00:00 Jan 15 2025 12:00:00 Jun 15 2025
cryptographic-algorithm MD5

WIZ, A7 6 EMHT %5 Tbgp-keys)] EWVIHIARDOF—F = — 2 ZERT 56127~ L E
T, ZORFE{bE— FiL, feature password encryptionaes 23 H NI 72> TWHHEITHHTE £
j‘o

key chain bgp-keys
key 1
key-string 6
JDYkKbN6ZTz3Hgrv5ZWliyxglYiQXYcOwWpOnK7epMGoHK6QVIPeJtSYAGhQIV+QKG4ZrciWeuunTtAA==
accept-lifetime local 00:00:00 May 13 2024 12:00:00 Sep 14 2024
send-lifetime local 00:00:00 May 13 2024 00:00:00 Sep 14 2024
key 2
key-string 6
JDYkO6Di145BulikPja/r8VINoSTad4I4QMxtzzG3DQzal 9GILIAGFIWNGX8GRgN95SPufdnaoTZCtAA==
accept-lifetime local 00:00:00 Sep 13 2024 12:00:00 Jan 15 2025
send-lifetime local 10:00:00 Sep 13 2024 12:00:00 Jan 15 2025
key 3
key-string 6
JDYk8DJ152d0Q/07vnj2M921RiR2x8VrLOMuj/30TN1IKSf+IMFEHOWyORfuy827G/H10w2it7eVAA==
accept-lifetime local 00:00:00 Jan 15 2025 12:00:00 Jun 15 2025
send-lifetime local 10:00:00 Jan 15 2025 12:00:00 Jun 15 2025

F—F == BEHATHL—T 4 THEREIC DWW T, [Cisco Nexus9000 SeriesNX-OSUnicast
Routing Configuration Guidel] #ZM L T 7230y,

F—Fz—2EEICET 5EMFH

BEEIEH T=aTFILBRA ML

A—H—r—hr U= 7r k=a)L| [CiscoNexus 9000 Series NX-OS Unicast Routing
Configuration Guidel

OSPFv2 ['Cisco Nexus 9000 Series NX-OS Unicast Routing
Configuration Guide]

F—Fr—UEBEDETE .
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