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BTOELLNE —FHTARETET.IP VT 7 4 v 7 F2FALET,

+ Dynamic Host Configuration Protocol (DHCP) AX—V > 7 A T 4 7 T—T LD
=R

RELEEAAT 4w 7P/ —A T )

BHETEDLIPBLOMACDOT RLANRL T A TDTANA Y T F, AT =T 407
B8 (B AARDIPT RUAZFEH L TRIERR Yy NT—7 77 2 AMEEZTST 5K E)
DS ICRSL B E T, TP Y —A H— REFTDIE, WEEFADRHRARDOIP T RLA
EMACT RV ARZM AT =T 4 7T HLERHY F97,

DHCP A X — B>/ TIEEREEIC > TR WNWL A XY 24 Z—T A ADIP V—A H— K
EAR—TMNITEET, IPY—RAH—KiZ, 7T7RAE—FKEL FF7 7 B— NTEMET S
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F—=TWNTBLE, DT T4 v T ERNT, TDAL L EZ—T A A LEDA X7 RIP
NI T4 I RTRTCT a7 SRET,

« DHCP /%4 > I, DHCP /%4 v ~E, DHCP A X— 'L 2 L > THRENFEI TSN, D
EEICS U CHIEEAIEI Fey 7EaENET,

* CiscoNX-OS TNA RIHELTZAZT 4w 7 1P —A = MU MPHDIP T 7 4>
&o

FNRAANIP T 7 4 w7 BT 25D%, DHCP AX—E 7k oTIP Xy hDOIP T
RLALMACT RLADNARAL T 47 =70 2 N BRBMENTZBE, Foida—
YWAZT 4 w7 IP Y= 2 MY EZRELHAETT,

N7y ROIPT RLVAEMACT RVABRNAL T 4 T T—=T N2 hUIZH, AXT 4
JIPY—A 2 RhUIZHRWESE, ZOIP Ny NI Fay7anEd, =& xiE, show
ip dhep snooping binding 2~ > RIZ L > CERRENTZARNS T 47 T—T L 0 b U RBRK
DEBYVTHDLELET,

MacAddress IpAddress LeaseSec Type VLAN Interface

00:02:B3:3F:3B:99 10.5.5.2 6943 dhcp-snooping 10 Ethernet2/3

IP7 FLAN10552DIP 7y baT AL ANRZIE LGS, IP V—A H—FKick-TZ
DTy RPREENDDIE. 2Dy FOMAC T KL ZAH 00:02:B3:3F:3B:99 @ & & 7217
<7,

IPY—X H— FORHREH
IP YV —R I — ROFHRSEMHITRDO LB TT,

PV —RA N — RERETHITIL., FORNZDHCPHBER L ODHCP A X — V2 7 % A 10—
T THUERSH Y £3, DHCP DFEXSRL T IFEW,

« hardwareaccess-list tcamregionipsg =~ > R&ZfH LT, IP VYV —2& %— FH® ACLTCAM
DYV =V gy YA XEeBRETHULENRDY £9, ACLTCAM U — 3 v A XORE %
SZLTLIEEN,

A

Note =)L L Tid, ipsg® VU — 3 v ¥ A XT¥ T, SMAC-IP
NA VT4 T ORAFEFEAEZT HITIE, 20V —Ya v il+5
R hY BV Y THLERDH Y £,

IPY—X A4 FOFEEFIE L HIHNEIE

IP Y —2Z H— FICHET L EEFHEFIRFHIRDO LBY TT,
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FRCIRFEL TV ET,
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(GEM) R—FTIIVFR—FENTVEE A,

«IP YV —Z FI— R, EoR TIIYR—FINEzHA,
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YV ELERA,
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IPY—AxZ M) |72L, T7FNVDPNTIEAFT 4w I IPY =AMV EHYEEA, T
TAILEDIP Y —ZA T NI HY FHAL

IPY—X H— FDEETE

LAY24 23— A RIZHTEHIPY—R A= FOEMELFILE
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Before you begin
DHCP 2 & DHCP A X —E LV I RAMI/2 > TND T L 2R LET,
IPSG (ipsg) DACLTCAMY —¥ a3 v A ARHESNTWND Z L ZER L ET,

Procedure
Command or Action Purpose
AT 71 |configureterminal Ja— VR EE— REBLET,
Example:

switch# configure terminal
switch (config) #

Z 7w 72 |interface ethernet slot/port B LAV H—T = AT LTA v
Example: H—T A A AT 4 Fal—Tar
switch (config)# interface ethernet 2/3 T }f%fgﬁﬁél,EE‘fo

switch (config-if) #

R 7 3 |[no] ip verify sourcedhcp-snooping-vian | f o % —7 = f ZDIP V— R — K%
Example: ANZLET, Zoa<r Fonofgk
switch(config-if)# ip verify source PHEHTHE, FOA L F—T A AD
dhcp-snooping vlan IPYV—A H— };‘75§I4ﬂ£§*j”:f£ ) i_,gpo

Z 5 7 4 | (Optional) show running-config dhcp PV —2 H— FOEHZ T, DHCP
Example: ARX—E T DFEITa T 4 X2 —
arERRILET,

switch (config-if)# show running-confid]

dhcp
R T 7§ |(Optional) copy running-config FATar 74 FXal—ark, A¥—
startup-config K7y a7 4Xalb—griia
Example: E—LET,

switch (config-if)# copy running-confid]
startup-config

AATF4 9 IPY—R TV R)DEME-ILEIRK

FRAAZALEDRAET 47 1P Y —A = N OBEMEFIZEIGAEZFEITTEET, 7744
T, BEIP V—RA = MY IIERENE A,

\}

Note  Cisco NX-OS 10.6(1) LAF: Tlk. EZAMAC 7 FLARIEL2 A v 4 —T = A ZA&MH4 57
ELBENIRIP ) — AN T AV TREEANTDH &, Mty v 3 U E LI REST TRE
LTWAHEAETH, MBI T — A v —URERENET, Zhid, CLIZN L CHEERE
L7 ZEICTTICAGNDEEE — L £7,
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Procedure

F5vy k- rAPv—2 5i—ronE ]

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Jua—N)L a7 4 FXalb— g
T— REMBLET

ATvT2

[no] ip source binding ip-address
mac-address vlan vian-id interface
interface-type slot/port

Example:

switch(config)# ip source binding
10.5.22.17 001£.28bd.0013 vlan 100
interface ethernet 2/3

BUEDA v B —T 2 A ZADAEZT 4
IPY—RAx M) ZERLET, AH
T4 w7 IPY—2 ) ZHIBRT 5
i, Zoavr RonoJBERAEMH L
£,

ATvT3

(Optional) show ip dhcp snooping binding
[interface interface-type dot/port]
Example:

switch(config)# show ip dhcp snooping
binding interface ethernet 2/3

ART 4y 7 PY—A Ty N HED
T.HBELIEA LV E—T A AD
IP-MAC 7 RV ANRA T 4 2 T HFR
LEd, A¥7 47 = MU Type
7T LDERRTRINET,

ATvT4

(Optional) copy running-config
startup-config
Example:

switch (config)# copy running-config
startup-config

FElTar I 4 Fal—Yarhk, AX—
Ny a7 X2l — 30l a
v—LEd,

kS29 R—FAHIPY—X A—FDHFE

KRR — MIREINTWDEAE, ZOR— MIERFTH N7 74 v 71X, TCAM
T[T HDHCPAX —E 7= MU BRWREY FeyrEhEd, 277 L, T 7HR—
KNTIPY —AH— RBRHFEEINTEYD, FFEDVLANTHERET D NI 74 v 72 DF vy
TR RWEE (DHCPA X —E VI RAEDNT/2> TWRWGAETYH) | BRIV HVLAND
VA RNEHRECTXET,

PV —AH—

4R HREIIC

DHCP #4fE L DHCP A X —E L I MENT/> TN D 2 EEHERLET,
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AR NFERERTOVa Y

=)

ATy T

configureterminal

1

switch# configure terminal
switch (config) #

Ja—nR_) a7 4 F¥al— gy
T FEBIBLET,

ATy T2

[no] ip dhcp snooping ipsg-excluded vian
vian-list
i

switch(config)# ip dhcp snooping
ipsg-excluded vlan 1001-1256,3097

KZ o7 AR —bkEDIPY —AHT— KD
DHCPAX—E L I F = v 7 LRI
AVLAND Y 2 & ELET,

ATvT3

(f£&) show ip ver source [ethernet
slot/port | port-channel channel-number]

1

switch (config)# show ip ver source

RO SN AVLANZ Fox LE T,

ATvT4

(f£&) copy running-config
startup-config
i) :

switch (config)# copy running-config
startup-config

FiTar 74 Xal—varvk, AX—
FPyFar7 4 ¥al—ygla
vE—LEd,

PY—RH—FK NN VoT1o2TDERTR

show ip ver source [ethernet slot/port | port-channel channel-number] 2l L 4 22~ > &
LT, IPPMAC T RLVADNAA T 4 v T aFRLET,

IPY—X H— FDHEHEHRD I )T

IP Y —2 H— REEHEREZ 7 V73210, RORITRTa~ > REERALET,

avw kR B&Y
clear access-list ipsg stats [instance humber | module number] IPY — A H— REEEHERE 7
U7 LET,

B rv—RI-—FoEE
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IPY—X H— FDEHEH

py—=z 5i—rozem [

AETF A4 IPY—A T NYEER L, AV F—T 2 A ADIP V—RA H— K& A

AX—=TMZT LB =R LET,

ip source binding 10.5.22.17 001£.28bd.0013 vlan 100 interface ethernet 2/3

interface ethernet 2/3
no shutdown

ip verify source dhcp-snooping-vlan

show ip ver source

IP source guard excluded vlans:

ethernet2/3

TOMDSEEH
A

ESPEREYS

I=—aT7ILARA LI

ACLTCAM V) —Y =

IP ACL DR

DHCP and DHCP snooping/]

DHCP D% E
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CORFAAVMNI, KEVRAOARITRF2 AV MDSEMRTYT, YV IBHRICODEFELTIE
. BEREBRBEFAT. REBIRICZY7T—MDHD, VY IFDR=IHBH/TEIN TS
BENDODEIT I EETELLIEZWL, HBLETHESEMREBDEFIOT. ERXBABICDOW
TIFKRET A FDORFIAVNESBIZS,
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