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Z w71 |configureterminal Ja—r ) ar7 4 ¥al—i gy
Bl - EF— FZBBLET
switch# configure terminal
switch (config) #
R 5w 72| fipsmodeenable FIPS £— FEZFRT L £ T,
{5l G¥)
switch (config)# fips mode enable fipS mode enable [T XT® LC A~
TALVDEZIZOHRANSITEET, LC
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switch (config)# exit
switch#
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{5l
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AT 75 | ¥ZE: copy running-config startup-config| £{72> 7 4 Fal—vaa, AX—
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switch# copy running-config
startup-config
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switch(config)# no fips mode enable
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switch (config)# exit
switch#

ATy 74| (f£E) showfipsstatus FIPSE— RDAT —X A% FRr LET,
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switch# show fips status
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®* N9k-Switch# conf t

Enter configuration commands, one per line. End with CNTL/Z.

N9k-Switch (config) # no feature ssh

XML interface to system may become unavailable since ssh is disabled

N9k-Switch (config)# no ssh key rsa

N9k-Switch (config)# ssh key rsa 2048

New SSH Key has a bitcount of 2048:
N9k-Switch (config)# show ssh key

R R R R R R I S S S

rsa Keys generated:Wed Apr 28 13:05:18 2021

ssh-rsa AAAAB3NzaClyc2EAAAADAQABAAABAQDHpxEgZILwmbOEpJeJtLwgedmTLkZV7Setxb9D4xg0O
p2o2féwt/48bPp/vLDGsxTF2PtLRtRSSDFNSQmkwIbg+MXvTpgNivdxWLjxtwo3YpYwPkBiReVmyrFgE

UuBmV/sDfhJpHXLoH91R2+y0L5w10G3cJIxMe30TI3703M8f2PjrAtHgkUubfEpiThcyEw+aIHf+chyoR

eDJIxcEdnlboiTDFRO/+JMUUM/vMtxd5x5DH3A07htA/181vskrReR1CpX1s00dcshmS57EEuUEzZRIcs+w

KSftQh6vLD802207T6+J7/+cXMVNQEbgOmMCSzeTmOsuIQe8u9z2C24pg¥Yzz19

bitcount : 2048

fingerprint:
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SHA256:Am9861ATIg5Mz£SPQr4ZXGe0£5M9crnhk 7HVZBXhMVBO

R R R R S S
could not retrieve dsa key information
R R S S S
could not retrieve ecdsa key information
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reload

FIPS [ZRBH9 % ENMNEHR

Z Z T, FIPS OSEEEIZRYF 2B MFHRICOW TR L E 9,

i

EEH
BEEIEE YZaTFILEA LI

CiscoNX-OS ®7 A &> | [CiscoNX-OST 1 &> A HA K]
A

a<w R U777 LA [Cisco Nexus9000 >~ U — XA NX-OStHXx V5 a~ KU 7>

|
1ZHE
T 24 kL
FIPS 140-2 EEYa—AOtXa )T ¢ Ef

FIPS D% E .


https://csrc.nist.gov/publications/PubsFIPS.html

FPS DEEE |
B res cpsv zemiss

. FIPS D& E



BERICDOWT

CORFAAVMNI, KEVRAOARITRF2 AV MDSEMRTYT, YV IBHRICODEFELTIE
. BEREBRBEFAT. REBIRICZY7T—MDHD, VY IFDR=IHBH/TEIN TS
BENDODEIT I EETELLIEZWL, HBLETHESEMREBDEFIOT. ERXBABICDOW
TIFKRET A FDORFIAVNESBIZS,



	FIPS の設定
	FIPS について
	FIPS のセルフテスト
	FIPS エラー状態

	FIPS の前提条件
	FIPS の注意事項と制約事項
	FIPS のデフォルト設定
	FIPS の設定
	FIPS モードの有効化
	FIPS の無効化

	FIPS 設定の確認
	2048ビットRSAキーの作成
	FIPS の設定例
	FIPS に関する追加情報


