AAA D% TE

ZDOFETIL, CiscoNX-OS T A ATRAE, #FAl, THhHUT 427 (AAA) ZRET D FIE
WCOWTHBLE T,

ZOFEZ, WOBETHERINTWET,

* AAA IZ-2VC, on page 1

« AAA DHITESAE, on page 7

« AAA DIEFEEIH L KI5 A, on page 7

« AAA DF 7 5 )b h % iE, on page 9

« AAA DFRIE, on page 9

cT—HIVAAAT AT 4T a S OE=2Y 7 L7 YT onpage 38
« AAA FXIE DR, on page 38

« AAA DR EH, on page 40

e J A RT A=A DFREH (40 LX—)

¢ NRAT— K 77 MERORER (41 <—)
o AAA (2B 2B E #, on page 41

AAA [ZTDINVT

Z ZTlt. CiscoNX-0S T34 2D AAA IZ DWW T L £97,

AAAtFxa1Y) T4 H—EX

AAA BEREZAEH T2 & Cisco NX-OS 73 AR 52 —F D ID #fER L, 2 —HIC7
Y AEFANL, 2—FOETTHT 7 a L ZBIFTE 9, Cisco NX-0S 7 /314 A1
Remote Access Dial-In User Service (RADIUS) "1 k 2L & 7= (% Terminal Access Controller Access
Control System Plus (TACACS+) 7'm haL&zHR—hrLET,

CiscoNX-OS IZA N ENT-2—HFIDB L UOVIRA Y — RO LS DbEHICESNT, B—H L F—
HAR—=2C KB ua— I VBGEETZIEFF. HEWXIOFERITEHDO AA AT — NI LB ) £—
RERFEE 2 IEFF A #3217 L EJ, Cisco NX-OS T34 A & AAA — O/ OEE L. Faidk

AAA DEETE
|
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B rmzpmyass

AMBEX—IC Lo THRESNE T, T 3TD AAA — NH I3 ED AAA Y — REAIC
%&&% ERECTEFET,
AAA X =2 VT 4%, ROV —EREFZTLET,
EIL‘.\EE
QA LERRT—RKOEA TS, FY Lo Pl LARVA, Avt—U 07 HR—
M, BIXOBIRLZ®X=2 VT4 70 b /WL Ui b7 E 2R L Ca—F 255
L/\iﬁqo

PRREIE. TARA AT 7B AT AN ETIZT A ADID 2R T 570k A TT,
D ID OFEFRIL. CiscoNX-0S T/, AT VB A THZ T 4T 4 75“5?;351?@57}%5:1*—
FID & /XA T — ROMAGDOHICIESNTITOILET, CiscoNX-08S 7 /34 AT, v—
HNGEAE (B—= NIV 7T v T T —=E =A% MH) 7203 ) T— FRFE B EIX
#i%r D RADIUS $—/ 3 F 721X TACACS+ — &M H) ZFITTExET,

|
TrRvAaryha—LERHELET, AAAFFAIE, 22— 2 EITT5HEE2 525
NENERET—HOBMYEHALTSH 7 2 A TE, CiscoNX-0S V7 F7 =7 TiE.
AAA =\ b X 7 om— RSN D BIEZEHE U CHERM 523 ThivE 7, mmms%
'mamyﬁ&®)% MeXxa U7 g $— NF, @Y7 — T4 T HHER & E

BIEAE (AV) O_XT7E2T7Vom— 5Lk o T, a—Hy %m@%@%ﬁ@b

i#o

FhHOIVTa4VYT
HHRENET D, HREe—hron ZIZidkT 5, Hilzd AAA Y —N2EE LGRS
e, UAR— MERZ: 85247 ) HikERIt L £,
THI T 4 THERETIX. CiscoNX-08S T /3 A~DT 7B AR ENDTXTOE
Bty g 2BHL, 710 L TCERLEY, ZOFEREEHLT, FT 70y a—
T A ITREREDIZCODVR— NEARTEET, THU T 47 mlid, v—hnic
BT TENIE, VE—DFAAA P —RNICEETEHZ b TaET,

Note CiscoNX-0S ¥ 7 b v =7 Cli, ik, #Fl, BLOTHTLTF 4 7 &MINCH H— b L
VET, e YT vV ERE IS, RIEFTEARE LY TXET,

AAA ZERT HF =R

AAA T, RO KD 72 RS RHE L 9,
o T U 2 AFRE DM il o m B

o JLARME
 FEAE(L S 7ZFRAE L (RADIUS, TACACS+ 72 &)

cHHE DR I T T T RA R

AAA DERTE
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yE—rARAS—Ex [

J)E—FAAAP—EX

RADIUS a2 F /LB LN TACACS+ 712 h L a A L CIREEEN AU E— F AAA —E X
12, m—H/L AAA —E R L H_TRO L S 2RAandH 0 £,

e 777U w7 NDE CiscoNX-0S T34 ZAD2—H RAT— K U R NOBEBENRFESI 2
D E7,

s AAA P — T TIZRENITIFEIAS BAINTED, BHICAAA YV —E R A TEF
‘é‘o

« 777U ITHNDTXTD CiscoNX-O8S TS ZADT AV T 47 v d ki
TEET,

e 777U v 7 NDF Cisco NX-0OS T 3A ZNZONWTCa—YEEZ2EH 9 5 778, Cisco
NX-OS T/XA AP —Hh )V T —=H_XR—=2&HHT 25 L0 HHETT,

AAA H— NS JL—TF

AAA H—E X3

SREE. A, THT T 4T DD Y T—h AAA V=T, V=R T —TEHEH LT
HBETEET, =T —7L1F, BIUAAA 70 FaLZEE L2 —#ED U T— k AAA
=TT, =N TNV —=TDOHIL, VE—FAAA T —NINETE Lol L &IT
Tz A== = RERMT DT, IA—THNORYIIO Y E— F =PI L
o TeGmE . WITPOT— A "PIEEZXET HE T, 7»—7%@&@)%~%%~A?
AT TONET, =N TN —THNOTRTD AAA F—PISE Lo 2856, £0
PN I N—TF X g R E #%ELTV%%@&%@éhiﬁobguﬁbf\fﬁ
DY =N T N—THIFETEET, CiscoNX-0ST /31 AL, WD T N—THNOP—1 05
TT—%Z oA, ROY—R T —FHNOY—_"TRITLET,

= O~ ~
SEA T3y
Cisco NX-0S T /51 A D AAA FHEIL. —E R R—Z2CF, KOV —ERTLIcHip-T-
AAA BEZEERTEET,

« User Telnet F 72 1% Secure Shell (SSH) © 7' i85

. j//*‘/I/ 1:’7/])/%.:

ca—WEHREya L T T 4T
WOFRIZ, AAAVT—EAREA T arTEIZCL (a<w RIA4 A F—T = R) O
o~y RErRLET,

Table : AMAY—EX 2274 FXalL—3>av ok

AAAH—ERXR a4 ¥Xal—YavATIoay |BEEav R

Telnet F7-1% SSH 17 7' 1 aaa authentication login default

AAA DERFE .
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B rmav—cexgerioay

AAAY—ER VI Xal—avAToay |BEaATUFR

avy—)pnarsAr aaa authentication login console

a—W vy arThurTr 4T aaa accounting default

AAA —ERZIE, ROBFESTRNEFEETE £,
FTRTOH RADIUS H—/\
RADIUS H— D7 1 — )L 7F— L& HH L CRAEE I TV 97,
EEH—NTIL—T
FRIE L 72 FFE O RADIUS, TACACS+, F721X LDAP —/ 3 Zb—7 % H L CRRREZAT
wiﬁo
o—AlL
2—HNDL—TFLENINAT — R T =2 _X—2 % H L CGGRREEZ I TV E T,
L
AAA BREDMER S VWK S ITHEE L £,

N

Note  [f5@EH— 27 L—7) FATHRL, T _XTHORADIUS — 3] S a$EE L7HA, Cisco
NX-0S T34 AL, BE &2 RADIUS V— "D 7 0 —o3 )L 7 — )Ly B & E DJIEIZ RADIUS
P—RERRLET, D7 a—rL F— b OH— 3L, Cisco NX-0S T34 A Lo
RADIUS $— 7 —TFNTEIRPIZRETE 5 —/TT,

WDOFRIZ, AAA T —ERZHIE L THETE D AAARGESF 2R LE T,

Table 2: AAA 9 —E XD AAA BEEA R

AAAH—E X AAA D=

ayY—)va A ERGE =T N—7 v—h), L
a—W v s a R YR T N—T m—HN, 2L
I—WEHYE g T AT T 4T | =N T =T m—F

\}

Note

aryYy—nualA Rk, 22— a s A VEERE, BXOa—VEHEy a7 AT o
/7LO%T QWMWOSTA4Xi%ﬁ7/a/%%ﬁéﬂt@rfﬁﬁbifo%@m

REFHA T a DRI LTSS, a—AINV AT a v RNF 740 FFRTE, oy —
/l/?;Et S I = /0)1:1“—7]/1/2]‘7°°/5 v MEIZ9 521X, no aaa authentication
login {console| default} fallback error local =~ > R&ZMHH L £,

. AAA DERTE
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a—y oy opiEssvrTsoex i

A—F T4 OFEEELVHFATAER
H1:1—9 051 ORESLVHTIA—

RO, 22— 07 A OBEBLOCHFA T o A0 7o —F vy — R LET,

Local

lF‘.erlule

First or
next server
lookup

Mo more

servers left

ls fallback
to local
enabled?

Found a
RADIUS server

RADIUS ¥
Failure

Mo
rasponse

19700

AAA DERTE
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B v omassvsraioex

process_workflow

B2:1—% 054 > OBiES L VHFT 70—

KO, 22— 07 ORAEBLOCHAI T o A0 T7n—F vy — R LET,

Local

ll’-‘.erlule

Is fallback
to local
enabled?

First or
next server
lookup

servers left

Found a
RADIUS server

RADIUS L
Failure

197006

W2, Zo7avr 2A0EEE R LET,
e Telnet, SSH. F7/-if=v Y —/L%&{#H L T Cisco NX-08S T /34 2l /A » LE T,

o = NI N =TT AEEHA L CAAA T — R T —T 2R LET, LT, T8
AL, IO AAA — N ZEREZEE LET,
c BETED AAA T —RDBIGE Lo oA, FDOIRD AAA — =R ITE N E
T, ZOMEL, VE—bF P AAPRFTIEERISETDHE TR ONET,
o =X TIL—T DT RTD AAA B —3BISE Lo 23856, FOWRDY— 7
=T DY — PRI TEINET,
s ALY =)L T Ay T =y TN TRERS STV D TR T ORBRES s k&
LSS, va—hL T —2_XR—2 2 U CEEENFEITINET,

e Cisco NX-0OS T/34 ANV F— k AAA — 1 SRACTIEFISGRIEEZ FEIT LT, 2
LORBEMENEHT 25808 H0 7

o AAA — 3 7’1 |k 3L RADIUS O34, cisco-av-pair BETHEIN TV DH 22—
P—m—ARnFyra— RRINET,
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AES $27— FEES ks L UTS v uSs— [

s AAA — 3 7'a h 3 /L TACACS+ DA, =D AZ At L THRESN
TWha—H a— L zZHHGT572012, 9 1 DOFERMBE Y — NZEFSNE
‘a—O

e =P —Z L RRAT— KR — ANV CEFICRIESNTSGEIE, T ACa /(T
X, 8= T ERX=ZANTHRIN TN — AR E Y THNET,

Y

GE) 0 O —N Z)—F7 L] LT, TRTOHF—R T —TDNTINDOH— 315 s
NN EWNWH Z LT, oI —"7A L] it BEOYH =T L—HNONTOHT—
PROE BISENIRNE NS T & T,

AES /XX T — REEBILE LUV T4 TS F—

T, ERFREZR 128 By b Om R SEB (AES) AU — RiF51L (XA 7 6 551k
EbWD) AT LI ENRTEEY, A7 6 LM Mz T 512X, ABS /1%
U— P ALBREZ AT L, NAV = RSB L OESRICHEN SN D 7T A ~ U
F—ERETDHLERD Y E7,

AES XAT — RiFFLEA R—T ML TTIA~) F—45RETHE, AT 6327 —
REE AL Z N L72WRY , iR — RSN TWB 7 7Y r— 3> (BIfE1X RADIUS &
TACACS+) DOEEFB X OWHIER SINZ27 VT TF A b RAU— RKRFTRT, XA 76
fboBXTHRIFESNET, £, BHFEOFHWT R TOIEB(L/ AT — R&2 ¥ 1 7655k N A
U — RIZEH#4 5 K 912 CiscoNX-OS 2R ETHZ L b TEET,

AAA DRIREH

UE— F AAA — 213, ROFHEEHRH Y £77,

« D72 &t 1 HO RADIUS $—/3, TACACS+ ¥—/3 F 721X LDAP $— 328 IP % {
LCEIEARTHDL Z L2t LET,

¢ CiscoNX-0S T34 AN, AAAY— DI TG4 T v FELTHRESNTWAH I &,

o T X —23, Cisco NX-OS T/34 ZB LY T— h AAA P—RITRESNTWVWH I L &
Eﬁ%‘ig‘ L/i ﬁ‘o

« UE— K P—/378 Cisco NX-OS 7T/3A A H D AAA BRIZINE T 5 Z L g LE T,

AAA DEEEIA L HIFEIE

AAA IZBT A EEFH EHINFRIZKRO LY TT,

AAA DEETE
|
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* Cisco NX-OS VU U —210.2 (1) FLARETIE, cisco-av-pair®shell : roles/& D HTIZSNMPV3
BMEEfRETCEET,

« LDAPIE lsnmpv3| @A AR — ML TWERA,

s T —1)L® Cisco NX-OS T /34 A LIZEEE SN TWD 22— T hH, AAA —
FoVE—F 2—=F THU N ERILCARIOEA, CiscoNX-0S V7 b7 =7 X, AAA
P—NECEHEINTWE 22— o—1 T, a—Va2a—F T7Th o hOa—4F
og—/% Y E—h 2—PIZEALET,

Cisco Nexus 9000 >V — XA A v F (&, TACACS +T®D % aaaauthentication login
ascii-authentication =~ > N%&H% 4R — s LE9 (RADIUS TIIHAR—FLEHA) .

T74N hOu A R E (local ¥ — U — REFEHETIC) ARTLHE, ary—
N7 A R APREIC L > T EFEESNE T, 3 Y =GR A IRIIZRRE
95 I1Zi%, aaaauthentication login console {group group-list [none] | local | none} =~ > K

2L ET,

login block-for ¥5 & Ut login quiet-mode = > 7 4 ¥ = L—L a3 v &— R av ¥ Nd, £
21 system login block-for 35 X U system login quiet-mode |24 RN AEH X E L7,

system login quiet-modeaccess-classQUIET_LIST =2~ R AT 2551, lEELE b
FTIA4 I DRETav I THEICT 7R AMPELL ERZINTWD Z L ZHER
TOHMERHY ET, HE2E, BETERWERA M LOa2—F el M rDhie 7oy
I DMERND LA, T/ ERAUARML, ENHDOKRAX M HOSSH, Telnet, XN
HTTP RX—ZAD7T 7 & AZxHET HAR— ~22, 23, 80, BLUV443 ZIFETHMLENRH Y
7,

Cisco NX-OS Release 10.2(2)F LARE, 87 LW IERIMIME CLI 238 A Sh, SNMP & tEF =V

T4 A R—=R NOBO—W—[AEEHT L4 T v a U ERRELET, SR
WTIE, VAT LEBEER AT A RO SNMP O OEEZ S L T 7ZE0,

VU —=Z7.0)7()NHBAEDY V—AF TO X F S E/2REZL VAR — ~ 9% CiscoNexus
9000 A A » FDOFEMINZOWTIE, Nexus A vF 7T v b 74 —L PR —F~hrJvo
AEZHRLTITEIN,

FERM CLI AN 72> TV B EE, VE—F 22— —[FX SNMP 7 — & X— X |[Z[RAH &
NFEF A,

DCNM (VU U —2% 12.0.1.a LA% Nexus Dashboard Fabric Controller & & FEIEN5) Z{FHH L
Tetxal 74 a—P =%, FRPICLINAD TRV EE, 3T 5 SNMPV3 717 7
ANPFELEEA, RPN EDIR>TWDEHEA, X2 T 4 2 R—35 2 hTERK
SNTa—PF—IAL v FIIa A o TEETN, arybe—JF A v FERHLERE
o T bha—T1%, X2V T ¢ 2—P—HITVERR S - SNMPHE 2 L TAA v~
FEMHT 5720 TT, I 51T, SNMP (X, userDB OIEFHPRIED 7=, 1ERk S izt
X274 22— =% LRNDT, A vF R TEEHAL, LEBR-T, 2 b
2—F Lo TAL vy FRBHIND LT HI2IE, SNMP = — W — 2B RIIC/ER T
LB DY £9, DCNM #ERE & & B ICIERIM CLI 2425 2 L1388 L £ A,

ZEMIZ O TIE, Cisco Nexus 9000 NX-OSt F = ) 5 f HRK T A RZZBM L T E &V,
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| AR dEE
AAA DT T A )L RERRE .

* CiscoNX-0S U U — & 10.3(1)F LAK&. AAA IZ Cisco Nexus 9808 A A v FTHHR— h I E
@—0

* Cisco NX-OS U U — R 10.4(1)F LA, AAA I, Cisco Nexus X98900CD-A 3 LN
X9836DM-A T A > B — R L72 9808 A1 v F THR—FENFET,

 Cisco NX-08 U U —2 10.4(1)F LA%. AAA IZ. X98900CD-A 5 X 8 X9836DM-A 7 A >
H— R Z#H L 7= Cisco Nexus 9804 A A v F CHR—rENEJ,

* Cisco NX-OS U U — R 10.4(3)F LA, TACACS+ H— "—Z{fH L 7= X.509 GEH#E D SSH
AR—ZDFRIEA, CiscoNexus 9000 >V — X F T 7 4 —h A v FTHR—FENE
9, ZORBEIX. aaaauthorization ssh-certificate default group tac-group-name =~ > K%
AL TADCTEET, FEMICOVWTIEL, [TACACS H—/3T? AAA SSH AEHHi83
DHERL, on page 251 ML T Z 30,

— E |
AAA DT A4 I FEETE
WDOFIZ, AAAXTA—EZDT 7 )L FiREZRLET,

Table 3: AAA /X5 » — B DT T+ )L FERFE

TADST 47 BT DRRYAX

INT A=A TIAIE
a2 — VRRGES 0 —%

T 7 v FRGES R 0—h

07 A CRRGERIA v —Y Fa4—T7n
CHAP 583l F o=
MSCHAP i FA—T
TI7HNNT T 407K 0—h

250 KB

AAA DERTE

Z Z T, CiscoNX-0S T /34 AT AAA BERER R ET D FIEIZOWTHBA L £9,

\}

Note (Cisco IOS @ CLIIZHEN TWAIHBE ., Z OREREIZH ST % Cisco NX-0S =t~ > R -4

5 CiscolOS <> RERLIGERH DO THERE LTI,

AAA DEETE
|
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A\

Note  (Cisco Nexus 9K 2 U — A A A v FI%, TACAAS+ (Z%f L CHDI CLI =~ K aaa authentication
login ascii-authentication %% 7" — k L 973, RADIUS {2k L TR — M LERHA, 774
JV RRBAET & 5 PAP AN 72 % X 51T, aaaauthentication login ascii-authentication A A F73
Mo TNWDZ MR LET, £H Lk syslog =7 —NERINET,

AAADERETOER

AAAFREB X O T U o T 4 v T RRET DI, ROEEEZITWET,

1. FRBIEIC U E— F RADIUS. TACACS+., F72IXLDAP YV — & fEH 4T 2841, CiscoNX-0S
TA%XLTTX%% RELET,

2. :l‘/7~/l/1i17/1’ /nuuﬁﬁﬁ% H/:Eﬂbij‘
3. :l“_‘-'j- D&/}' :/@71’:25])@:7:7?/1/ ]\@D 7/]’ /utuuﬁﬁﬁ% Ebiﬁ"

4. FTHNDNAAAT AT 4 VT DF 74N M HFRERELET,

y\/_)b H 7\"( > ﬁtu\nIEji_tO)anE
ZITE, ar Y= um A ORI RERET D HEERALET,
RAEF R, OB OB H Y £,
* RADIUS $— "7 v —r3)L 7' —)L
* RADIUS, TACACS+, 721X LDAP #— 1 DOfFEH 7€ > b
« Cisco NX-OS T34 ZAD 1 —H )L F—HF _N— R

o —HFLDH (none)

T 74N OFRIFr =B TTN, BT AT a v B’b 0 9,
Y

Note  aaaauthentication =~ > K group radius 33 J UF groupserver- nameﬁéft X, DN ER I
RADIUS ¥ — Dt v AR L ET, A&~ b—_"%2HET HI2IE, radiusserver host =
< REMHEHLET, — DL E 2L — 7 %{ET 5121, aaagroup server radius =
~ U REERALETS,

. AAA DERTE I
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Note

UE— FGRAENA X —T Mo TWNDH L EIANRAT— NEIEAZFEITTH L, "AU— REHE
DETHTICary—al A rOoa—A)ViBiERN A x—7 W20 £3, TOd, Bl
WA — R&EFEHLT, 23 Y—/b R— MEHE T Cisco NX-0OS T/31 AlZa /A CT&F
T, B A %L, SIERE a— O AGRREE T 50, EIXAAA = TREINTE

HENAT—FO Uty MEIZY B— FNEREEZA R—T T HZENTEES, NATU—F
E1E 7 o' 2T 5 EEE IOV T, TCiscoNexus9000 > U — ANX-OS kT 7 /Lo 2 —
T4 T HA R ZBBLTIESN,

Before you begin

MEEIZ)S U C RADIUS, TACACS+, F72I1ELDAP — N VL —T7 %R ELET,
Procedure

Command or Action Purpose

R w71 |configureterminal a7 4 Fal— gy F—KRIZAY
Example: ESE
switch# configure terminal
switch (config) #

R Fw 72 |aaaauthentication login console {group | = v —on /A L RIEFRAEBEL

group-list [none] | local | none}

Example:

£7
group-list 51 #1CiE, 7 — T H A—

switch (config)# aaa authentication
login console group radius

A TRV A MERRELET, 7
N—T80F, RO LS ITHEL LT,
radius
RADIUS #— 30D 7 1 —/3)L 7 — )b
A L CRAEA ATV E T
named-group
RADIUS, TACACS+, F 7|3 LDAP
PO EF Ty FEEHLT
ARREZATUVE T,

Iocan?fi n—H) T =R RX—= A
muu 'fﬁﬁﬁ Lij_ nonejiqif
AAAM&#ﬁméhﬁwio ?
7

FIFN DA — L a A R
1% local T, :zh:,t FEDMT R E
SINTWRWEES, R EsIR
ﬁﬁt#mf_owfwﬁﬁ%%n@w
LR, avyy—ra A% LT

AAA DELFE
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Command or Action

Purpose

O — B ~D T F—)b N 7 RN T
RWIRY . FRHEIET,

ATvT3

exit
Example:

switch (config)# exit
switch#

a7 4 Fal— gy ET— REKT
Li‘j—o

ATv74

(Optional) show aaa authentication

Example:

switch# show aaa authentication

avYy—)L a4 T RORE R
FRLET,

ATy TH

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FFar 74 Xal—arvk, AX—
Ny a7 Falb—vg iz
I:O*_‘Lji—gﬂo

TIAILbOOT A VREARDETE
PRREFRUTIL, ROBORH D £,
« RADIUS ¥ — "D ¥ o — 3L F— L

« RADIUS. TACACS+. 721X LDAP y—DfgEH 7t v

¢ Cisco NX-0S T34 2D —H )b F— K e %

C AT

T 7N bOFRITe =BV TTNR, T T 24T arBHn £9,

Before you begin

VBTG UC RADIUS, TACACS+., £721X LDAP — X VL —7%RELET,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

a7 4 X2 lb—T gy ET—RITAD
ij_o

ATvT2

. AAA DERTE

aaa authentication login default {group
group-list [none] | local | none}

T 74N MRREFRERE L ET,
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Command or Action

Purpose

Example:

switch (config)# aaa authentication
login default group radius

group-list 515X, 7 —T 4 H A—
AT 7= A NEEELET, 7
N—THIE, ROXOITHRELET,

 radiusRADIUS Y— 3D 7 o — 3L
T VA U CEREE ATV E T,

« named-group : F&FIEIC RADIUS,
TACACS+ £ 721X LDAP ¥— D4
AiftE 72y EFEHLET,

IocaJ jifi 0—H) T =R RN— A
mun ﬁiﬂq Li? nonejiﬁ’(’

AFSREDMEH I NN L 51 ?
i¢077¢wb®m74/ﬁﬁHMH
<7, :zh‘i jifzﬁ‘%ﬂ%ﬁffézhfu\
WG ETITERE SRR AT
~TIZ Ob\fm/ii)) FoNRWEEIT,
oY= a g Akt LTCae—hL
NDT F =)V Ny I RT =TT
RVBRY | ERH SR ET,

RONTNPERETEET,
b AAA Aty thEy /l/‘_‘

IJL HJtEfcc L/O) AAA Aicy nEy /1/_

u— 7 Vili
* i uiEfcﬁ L

Note
Iocal F—T— K&, AAAFRGEZ V—7
ERETDHEZITTR—FInEzEA
WZETIEH Y FHA) , THuE, v—
FVIBREIE, U E— b P R BEAR
REOLEDT 74N N THHTZDTT,
72 & 21X, aaaauthentication login
default group gl Z 5% & L7235, AAA
7»~7g%@%bfmﬁ%ﬁ5_&
MNTERTE, v — U VERGENRAT
SNET, ZHITKL, aaa
authentication login default group g1
none X E L7256, AAA 7L —"7
g%@%bfmﬁ%ﬁﬁ_&ﬂfgﬁ
i, 7R i%?j*éhi“ﬁ_‘}u

AAA DERFE .
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Command or Action

Purpose

Note

CiscoNX-OS AAA FEREITI NNy T2 F—
YR— T, XA T 6/7 F—DH
Y R—KFLET,

ATy 73| exit
Example:

switch (config)# exit
switch#

a7 4 X2l —varET—REKT
L/iﬁ—o

R 7 4 |(Optional) show aaa authentication

Example:

switch# show aaa authentication

TN hDu T A R ROREE
FrLET,

R 75 | (Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FETar T 4 Fal—rarh, AX—
Ny a7 Xal—vgila
[:O— Lij—o

A— jj)[/n:b\nIE/\o)jT_)l//\‘Jgo)m\ j]1t

FTIFINVETIE, avy Y=ol A FERET 74 gl 400 T — FRIENEREIN

TWDHEA. EO AAA —C

TEET.
A

HRFEARRER L X
CiscoNX-OS T/3A Apbua vy 7 7o hE3nRNnE iz,
F9, L. EX2 VT4 B EIED DI,

GERE= 7 —IZ2 0 £9) | Z—HFHN

0 — B JVRBFHEAD T F— LN T R

"—‘ﬁﬂ/mbu W7 =Ny 7 Z

Caution

0 — B VGRAES~D 7 — 3 7 I35 L, CiscoNX-OS T3 ZAldm v 7 &, /XA

U— REEEZFITLRWVWET I BATERLIBRDZIENRHVET, TXAA0nba vy 7T 7 b

SNRNEDITT DD,

Nar4grlbary—ualAromiTiEnl,

0 — G NVEFHEA~D T F— Ny 7 BT HRRIE, T 7 4V
WENDEITFIZT D A HERL $9,

Before you begin

avV— ) al A rERIIT AN N a sl DY FT— N AR

Procedure

HELET,

Command or Action

Purpose

R 71 |configureterminal

Example:

. AAA DERTE

a7 4 FXal—TaryE—RIZAD
N
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MAZTEDOF 74 Lk a—F a—io1x—T it [l

Command or Action

Purpose

switch# configure terminal
switch (config) #

ATv T2

no aaa authentication login {console|
default} fallback error local
Example:

switch(config)# no aaa authentication
login console fallback error local

aryy—nal A rERET 7 AL
07 A NZONT, UE— NERERRRE
SNTWBHEIZED AAA T — N2
BERRER & ZZIATESN D — LR
REASD T A — NNy 7 W LET,

0 — HVEREE D T F— )Ny 7 E L)
W BE, RDOA v E—UNERINE
j‘o

"WARNING!!! Disabling fallback can
lock your switch."

ATvT3

(Optional) exit

Example:

switch (config)# exit
switch#

a7 4 X al— gy B— REKT
Li‘a—o

ATvT4

(Optional) show aaa authentication

Example:

switch# show aaa authentication

avy—nral A4 rBIORT 740k
E15f4)¢/wuﬂEji4t0) ﬁ?%ﬁ?ﬁﬂ‘Lzﬂiif

ATvTh

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FFar 74 X¥al—arvk, AX—
T w7 a7 40Xl —gla
I:O*‘[/ji—g«o

AAASRSEDT 74 b A—H O—ILDA *—

a—HYua—LE2ErAR W) ET—ha—Hlc, TN NO—YF m— L& L T, RADIUS

F721% TACACS+ U & — FRBEEIC

7Lt

£ % CiscoNX-OS 7/31 A~ 7 A U EFFATEET,

AAA DT 7 4V b Da—H n—UfEE T 4 =TT D L =V m— L E RN
F— b 2—PEITF A RCa A o TERLI R £7,

Procedure

Command or Action

Purpose

ATy T

configure terminal

Example:

switch# configure terminal
switch (config) #

a7 4 X2 lb—T g ET—RITAD
i—a‘o

AAA DERFE .
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AmAnEE |

Command or Action

Purpose

ATvT2

aaa user default-role

Example:

switch(config)# aaa user default-role

AAAGBRED T2 DT 7 4 )V b —H
O— kA X —T M LET, T T4
rClEA R —T N7 > TWET,

T 7 x/ kN 2—Y v—LOEEET ¢
=TT B, ZDoavr RO
no B NafAH L ET,

ATvT3

exit
Example:

switch (config)# exit
switch#

REE— R T LET,

ATV

(Optional) show aaa user default-role

Example:

switch# show aaa user default-role

AAAT 74V a2 —HF o — LOREX
FRLET,

ATvT5

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FETar 7 4 Fal—rark, AX—
NPy a7 Xal—rgila
E—L ¥,

OA4 VR AYE

—UDEHE

074 VY B N AAA = ADBIEE LRV, Fou s A UiE, va—h a—H F—

AR—=2IZm—)L F—_"— L TR EINET, 20X REAIC,

a7 RIEA =T

HHCoTWDHLE, IROA v E—URa—FoMKIZERINET,

Remote AAA servers unreachable;

Remote AAA servers unreachable;

Procedure

local authentication done.

local authentication failed.

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

a7 4FXalb—vary ET—RIIAD
£,

AT T2

aaa authentication login error-enable

Example:

switch(config)# aaa authentication
login error-enable

07 A VRGERIA v =T B AN L
¥4, T7HNLNTIET A B—T L
o TWET,

. AAA DERTE
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pmLtng g oimresgLinscomti

Command or Action

Purpose

ATvT3

exit
Example:

switch (config)# exit
switch#

a7 4 Fal—gr ET— REKT
l_/iﬁ‘@

ATvT4

(Optional) show aaa authentication

Example:

switch# show aaa authentication

R RIEA =V OREE LR L
=7,

ATy TH

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

Frar 74 Xal—vark, AX—
Ty a7 X2l — 302
I:Ob‘l_/giyg‘*o

BLi-a454
L9l

FIE

VEITERBL=0T A

Dci Bl = GV

VAT
BATERM LT 7 A Vi iTR2 3T,
AL v FHRETETET,

IE S L Tzsyslogth— N IZFRERT D

AR NFERERTOIVa Y

=)

ATy T

configureterminal
1 -

switch# configure terminal

ra— LB EE— 2B LET,

ATy T2

WZH: [nao] login on-failurelog

1 -

switch (config)# login on-failure log

n%yﬁvaﬁ6_&EéﬂTm

BOH KRB LUTZFEFECET 53T
0)7‘ =V ERIEWHD syslog P—
AR LET, ZORETIE, 7o
VIRBALIZIR Dsyslog A & — VR R
SET,

AUTHPRIV-3-SYSTEM_MSG : pam_aaa :
Authentication failed for user admin from
172.22.00.00

GE)

72X 7 L~Ub authpriv 2% 6 DA
BINO Linux 71— VBFEA v &—
NLHTO A v E—U L EHIZFEREN
FT., ZNHDOBEMDA v E—U%

AAA DERFE .
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AMA DEE |

ARV RFERET7TI3 Y B#
T BN 554, authprivE% 3
ICRETHMERD D 7,

ATvT3

W28 [no] login on-success log

1

switch(config)# login on-success log
switch(config) # logging level authpriv
6
switch (config)# logging level daemon
6

Uﬂ?‘/ﬁ LAULR 6 IR E STV D
BDOI, R UTBRECET 53T
O))‘ v — VBB IEW D syslog Y—
IREERLET, ZORETIEH, vrA
_Ejzijﬁ“é LR Dsyslog A v E—T N
FREINET,

AUTHPRIV-6-SYSTEM_MSG : pam_aaa :
Authentication success for user admin from
172.22.00.00

GE)

72X LUl authpriv 23 6 DA
BIO Linux 7 — R NVEEGEA v &—
DLARTD A vE—T L & HICERREN
£7. INULHDBMDRA v E—V &M
T DN HY54A . authpriv E% 3
ICRRET D2 EN H U iﬁ"

ATvT4

(&) show login on-failurelog

5l
switch (config)# show login on-failure
log

KILUTFRFEA v & — T Zsyslogt— 3
WCFEFRT D LD ICAAL v TR EIILT
WAMNE I ERRILET,

ATy Th

(f£:%) show login on-successful log
i) :

switch (config)# show login
on-successful log

B UT-3RGE A v — /%_"syslog‘fj‘»*/\
IZRLERT D L OICAAL v TFRREINT
WAEMNEIMERRLET,

ATvT6

(f£&) copy running-config
startup-config
1 -

switch (config) # copy running-config
startup-config

FElTar I 4 F¥al—ark, AX—
Ty a7 40Xl — a0l
v—LEd,

A—H#TeEnnTA Y

JAav I DERTE

A2A o FnTa—)L a7 4 Xal—vgy B—RNIRoTWAZ LR LET,

a—Flou sy Tay JEREEFERTS L. Denial of Service (DoS) KEEDEEZ f i
LT, MERBORECREMT 5 LN TEET,

. AAA DERTE

ORI — L BN =—F 2—%
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a—vyceonsqy ovsngz |

ICHERAENET, a /A Ak Liza—T 27 ay 7438952040 RITA—FEHTE

ERA =N

\}

-

IR T FIEZEITLET,

GE)

YU—RA93(N) LIETIZ, VE—h a2—VDurs A 7uv 7 2% ETEET,

FIE

ARV RFERERTIVa Y

=)

&

configureterminal

1 -

switch# configure terminal

Ja—_ ) a7 4 Xal—T g
F—FzfmLET

ATvT2

aaa authentication reected
attemptsinsecondsbanseconds
{5

switch(config)# aaa authentication
rejected 3 in 20 ban 300

a—HETuy s TiHL5Cu s
WRIA—=BEFEELET,

GE)

TIHN ORI A RT AR
7°1Z1% no aaa authentication rejected =
~ U REMALET,

ATvT3

exit
1 -

switch (config)# exit

HkE EXEC B— RIZR Y 17,

ATv74

({L#) show running config

1 -

switch# show running config

BTA U NTA=ZEFRLET,

ATvTh

show aaa local user blocked

1

switch# show aaa local user blocked

Tuy s Enl-a—hv a—YPEER
LET,

ATvT6

clear aaalocal user blocked {username
user| all}
f1

switch (config) # switch# clear aaa local
user blocked username testuser

JayrZIni-a—h a—YEr
7T LET,

all : 7o v 7 ST _XToa—hv
2—H%E 7 VT LET,

ATy T17

show aaa user blocked

1

switch (config)# show aaa user blocked

JayZ ENET_RTCohr—F)L o—
FEUVE—h 2—HFEFRRLET,

AAA DERFE .
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AAA DERTE

ARV RFERETIVa Y

B8

ATvT8

(f£) dlear aaauser blocked{username
user| all}
1 -

switch# clear aaa user blocked username|
testuser

Tuyr ERET_RTOe— )L 2—
FryE—ha—FEs U7 LET
all : 7w 7 ShizF_XCou—
a—HPLIVE—h a—PE2I7 VT LE
7,

1

\)

=)

CHAP

II AAA D

network-admin 3 J O vdc-admin 7217 23 show B X W clear 2~ REFETTE £,

KIZ, 20 BORIC
THUTA L INT AL R

ETHhl R LET,

3RID 7 A TR LT 5E

(2, 300 il —HE2Tm v

switch(config)# aaa authentication rejected 3 in 20 ban 300
switch# show run | i rejected

aaa authentication rejected 3 in 20 ban 300
switch# show aaa local user blocked

Local-user
testuser

State

Watched (till 11:34:42

IST Nov 12 2020)

switch# clear aaa local user blocked username testuser
switch# show aaa user blocked

Local-user
testuser

State

Watched (till 11:34:42

switch# clear aaa user blocked username testuser

EL DAL

CiscoNX-OS V7 b7 =T71%, F¥x LI NV Ryz—
FLTWET,

IST Nov 12 2020)

J

WRE7 1 k=L (CHAP) Z ¥ 7A—
o7 e hant, EFERED Message Digest (MDS) N v FRAEMAH L

TE TR LT5H, FY LY VARV ARIEFAO 72 a3, Ue— MRIEF—
(RADIUS F 7213 TACACS+) Zi# U . Cisco NX-0S A A v F~Da—H 1 A | CHAP
A CTEET,

7 )L TlL, Cisco NX-0S /34 Z|%, CiscoNX-0OS T34 2L U E— k — DT
AT — REBFE7 1 b 2/b (PAP) #FEZEH L$ 9, CHAP BAZDOLEIX., CHAP X ¥ —
Eﬁ@¢(wm)%wﬁﬁéio_RmmB#~Aitinmm$+ﬁ~A% RET DTN
HET,

Bl

axX &
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Procedure

\)

cuap o ast [

Note

Cisco Nexus 9K 'V — X 24 v F L, TACAAS+ IZxf L CTDH CLI 2~ > K aaa authentication
login ascii-authentication Z %748 — ~ L 7723, RADIUS (Zxt L CIEHAR— M LEHA, 774
JV RRBAET & 5 PAP AN 72 % X 512, aaaauthentication login ascii-authentication A A » F73
Mo TND I EEMR L ET, £H L7k, syslog =T —NFREINET, KITHZ
~LET,

2017 Jun 14 16:14:15 N9K-1 %RADIUS—Z—RADIUSiNoiAUTHENilNFO: ASCII authentication not
supported

2017 Jun 14 16:14:16 NO9K-1 SAUTHPRIV-3-SYSTEM MSG: pam_aaa:Authentication failed from
192.168.12.34 - dcos_sshd[16804]

W DFIZ, CHAP IZ /45872 RADIUS 3 L O TACACS+ VSA Z/R L ¥,

Table 4: CHAP RADIUS 3§ & Uf TACACS+ VSA

AUS—ID | RuA—%54 |VSA B
&5 TES
311 11 CHAP-Challenge | AAA H— 3225 CHAP =—HIZHEEEIND

Fr Lo PaRFELET, Zhd,
Access-Request /37~ | & Access-Challenge /¥
7y NOWGTHERTE 7,

211

11 CHAP-Response | F ¢ L o 2k 9 504 & LT CHAP = —
AT UT-EAPRFF L £9°, Access-Request /¥
7y MG THERLET,

Before you begin

a7 A D AAA ASCII #RGF & ENIC L £,

Command or Action Purpose
R 71 |configureterminal a7 4F¥al—arE—RIZAD
Example: =7,

switch# configure terminal
switch (config) #

Z 5w = 2 | no aaa authentication login ASCII §8GEZ 2N LT,

ascii-authentication

Example:

switch(config) # no aaa authentication
login ascii-authentication

AAA DERFE .
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B wiscHaP =11 mscHap v2 BEE OB DL

Command or Action Purpose

R T 7 3 |aaaauthentication login chap enable CHAPFEREZ A LET, T 74/L b
Example: TR TOET,
switch(config)# aaa authentication Note
login chap enable Cisco NX-OS 7734 Z T, CHAP &

MSCHAP (% 7-1% MSCHAP V2) O]
FEEMNZITHZLITTEERTA,

AT 7 4| (Optional) exit ay 74X lb— gy E— AT
Example: LET,
switch (config) # exit
switch#

X 75 | (Optional) show aaa authentication login | CHAP O3 E42E R L FT,
chap
Example:

switch# show aaa authentication login
chap

A7y 76 | (Optional) copy running-config FATar 74 F¥al—Tark, AX—
startup-config Ty a7 44Xl — 302
Example: E—LET,

switch# copy running-config
startup-config

MSCHAP = 7= 1% MSCHAP V2 FEEED B 1L

~Af 77 KNFxlL P Ny Rya—2RFE7 1 b2l (MSCHAP) 1%, ~A/ 7Y 7k
i CHAP C9, Cisco NX-OS 7 b7 =7 &, MSCHAP Version2 (MSCHAP V2) {Z% %t/
LCWET, UVE— MRFEY—/Y (RADIUS F 721X TACACS+) %i# U T, CiscoNX-OS A A
F~Da—% 17 A IZMSCHAP Z i H TZ £9, MSCHAPV2 TiX, U E— FiiERADIUS
P — %I L72 CiscoNX-OS T /31 A~Da—% 1 7 A 7208 R— &N ET, MSCHAP
V2 DFAEIZTACACS+ VNV —T ZRETDHE, T 74/ D AAA T T A VFFAETIE, IRIZER
EINTWAFANMEHA SN ET, MO — TN —TNEEIN T RWEER, =—hL
FRMMER S ET,

)

Note (CiscoNX-0S V7 b7 =T 1E, IRDA vt —V 2 FRTHEAENH Y £7°,

II AAA D

['Warning: MSCHAP V2 is supported only with Radius. |

TDELE X b — DT HERA v E—THY . RADIUS TODO MSCHAP V2 OEIEIZ I35
BLFEHEA,

Bl

axX &
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MSCHAP = 7-(3 MscHAP V2 ZiEn a5t [}

7 kT, Cisco NX-OS 7 /34 A%, CiscoNX-0S T /34 2L U T— k P — DT
AU— RFEFEZ 1 k2L (PAP) FBAEZ M L3, MSCHAP % 7-(% MSCHAP V2 ZH%hZ

T 5 A%, MSCHAP 3 X O'MSCHAP V2 R #—[EH @M (VSA) %38+ % X 9 ICRADIUS
P—REBRETHLENRHY 7,

W DFIZ, MSCHAP (24272 RADIUS VSA 2R LE7,

Table 5: MSCHAP &5 & U* MSCHAP V2 RADIUS VSA

RuS—ID |[Ryu&—% |VSA Bl
&5 1 TES
311 11 MSCHAP-Challenge | AAA ¥-—/37>5 MSCHAP % 72 1% MSCHAP V2

A—PITEEINDLTF ¥ Lo VR LE T,
ZAUE. Access-Request 737 > b &
Access-Challenge /37 > h DOl TEHTE £
‘g—o

211 11 MSCHAP-Response | F % L > 2%k 4 25 & L CMSCHAP £ 7-
X MSCHAP V2 = —H N AN L7 & 8 L
F7, Access-Request /X7 v N TLMMEM S
FH A,

Before you begin

a7 A D AAA ASCI BEF AN LET,

Procedure
Command or Action Purpose
AT w 71 | configureterminal a7 4 FXal—arET—RNIZAD
Example: 7

switch# configure terminal
switch (config) #

R 772 | noaaaauthentication login ASCII F3F 2 Hh2 UE 1,
ascii-authentication
Example:

switch(config)# no aaa authentication
login ascii-authentication

R T 7 3 |aaaauthentication login {mschap | MSCHAP & 721X MSCHAP V2 #85F % 4
mschapv2} enable M LET, 57741 F TR 2o
Example: TWET,
switch (config)# aaa authentication Note

login mschap enable

AAA DERFE .
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B wrrs—icomasaomE

Command or Action Purpose

Cisco NX-OS 7 /34 AT, MSCHAP &
MSCHAP V2 O 52 HI425 2 &

ILTEEEA
ATy 74| exit AT 4 Falb—var B REKT
Example: LET,
switch (config)# exit
switch#

AT 75 | (Optional) show aaa authentication login | MSCHAP % 7-(% MSCHAP V2 D% E %

{mschap | mschapv2} FRLET,
Example:
switch# show aaa authentication login
mschap
R+ 7 6 | (Optional) copy running-config FTar74FXal—vark, AL—
startup-config NPy a7 4 Xal—vgila
Example: E—L £,

switch# copy running-config
startup-config

LDAP H—/\T® AAA EFr] DL TE
LDAP +—"DF 7 /L h D AAA A FRERETZ £,

Before you begin

LDAP # BNz L ET,

Procedure
Command or Action Purpose
X 71 |configureterminal Sa—JL AT 4 e l— gy
Example: E— NEBBELET

switch# configure terminal
switch (config) #

R 72 |aaaauthorization ssh-certificatedefault { | LDAP —/"DF 7 /L kD AAA A
group group-list [none] | local | none} FRAEBELET,

Example: ssh-certificate & — 7 — RNiL, FFIIER
switch (config)# aaa authorization éﬁff@"iﬂq L7 LDAP y’f‘ﬁfi 7~ o —h
ssh-certificate default group ldapl " _ _ H: D_ﬁ - N
ldap2 NV ZRE LT, T 7 A/L hOFFA]

L, 2—WFIZED YTl — Lk LT

. AAA DERTE
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TACACS #—/ << AAA ssH iEBsE iR [

Command or Action Purpose

HrEniza~vr KOV A MNTHDHE—
A IVEFRITCY,

group-list 5144121, LDAP H—/3 7 jL—
Tl ANR—ATRE) > 72U 2 M &fRE
LEd, ZOIN—TFI@T 59 —C
% LT, AAAFRIDTZDDT 7 AN
ToiET, local FX T, m—h1
T2 _R— 2 ZFFHFEH L E 9, none
FRTIE, AAAFRRERMERA S hven X

ITHRELET,
AT 73| exit Ja—)arz 4 ¥al—ia
Example: E—-FERTLES,
switch (config)# exit
switch#

AT 7 4 |(Optional) show aaa authorization [all] |AAA FFAIREEZF R LET, al F—

Example: U—RERET DL, 774V MEBRE
switch# show aaa authorization méhi‘a‘o

2T+ 7§ |(Optional) copy running-config Flrar74X¥alb—vark, AF—
startup-config Py ar T Ral—varica
Example: E—LET,

switch# copy running-config
startup-config

Related Topics
TACACS+ DA % —7 L1k,

TACACS H—/\T AAA SSH EEEAZ ST DHERK

TACACS #—/3—IZ AAA SSH REWI BR8GE % BET 51013, WO FIE% F4T L £,

FIE
ARV EFEREETIVa Y B
Z 7 71 |configureterminal su—sN b ar7 4 Fal—g s
51 T— NZRmLET

switch# configure terminal
switch (config) #

AAA DELFE
|


cisco-nexus-9000-series-nx-os-security-configuration-guide-release-106x_chapter6.pdf#nameddest=unique_99

B 7o+ romarnyvssosstons

AmAnEE |

ARV RFERETIVa Y

B8

ATv T2

aaa authorization ssh-certificate default {
group group-list [none] | local | none}
fil

switch(config)# aaa authorization
ssh-certificate default group tacl

TACACS % —/_"— J)L—7" L LT X509
FEAAE A FF> SSH ERDFT 7 4+ /L b D
AAA FRFF TR EHELE T,

ssh-certificate ¢ — U — Fi%, FFEPHER
SEZ& T L7z TACACS #F Al £ 721t —
HNVEFR R L E T, T 7 4V hOFF
"X, 2B YTl —Ixt L
THFAlshla~vr ROV R MTHD

H—AVEFR T,

group-list 51%#%(21&. TACACS #—/3 7
N—T DL AN—ATRY] 572U A
FefRELET, 2O —TIET 5
P— NIZK LT, AAAFFR[ D200 D T
7B A THOIET, local HATIE,
0= T —H_R—= A RBEECHEH L
*4, none 5T, AAA BREEME A
SN E IR ELET,

ATy 73| exit Jua—s )y ary7 4 Xal— gy
{gu . t— F%%@T Li‘a_o
switch (config) # exit
switch#

ATwv 4| ({£E) showaaaauthorization[all] |AAA FFA[EEAF R LET, al F—
%l - U—RERETDHE. 774/ MERE

N L IRSINET,

switch# show aaa authorization

ATw 75| ({E&E) copy running-config FiTar 74 X¥al—arvk, AF—
startup-config Ty a7 44Xl —gla
15“ . I:O*‘ [/ji—g«o

switch# copy running-config
startup-config

—

-

TJH#ILEDOAAATHOUT 4T ARD

=L =

ax AE

CiscoNX-0S V7 " U =T1%, THU LT 4712 TACACS+ . & RADIUS R &2V AR— k
L% 4, CiscoNX-OST A R, 22—V —DT7 I/ T4 T 4%, THIO VT 47 La—F

DIER TTACACS+ 72 IZRADIUS BF 2 U T ¢ ——|Z

VAR—hLET, KT AHUT 4

VI La—RiZ, ThHUCT 4 T RMEE (AV) ORXTRASTEY ., R AAA —
WK E N £,

. AAA DERTE



| AR dEE

AAAT IO T 4 T T 7T 471295 E ., CiscoNX-0S T /31 A1,

FIAL O MATHY T4 v EROBEE |

hoDRMEET 7

VLT AU LA RELTRELET, 2OTHYYT 407 La— R, EXal7g
=R EDT AT 47 a SIS ET,

FEDT T 4 v T HREERT DT 74NV HFRY A MeEkCc&x 3, koF%EE
WBHZENTEET,
RADIUSH—/ F)L—TF
RADIUS H— D7 a— ) F— VAL CT T T 4 v 72TV ET,
BESNE=Y—NRNTIL—TF
F8E S 472 RADIUS £ 721% TACACS+ =N I NN—T 2R LT IO T 4 v T &AT

WET,

O—AJ

0= NDL—YVZEFRNIRT = R T —IR—AFEA L CT I T 4 T EITVE

j‘o

N

Note

PN T I—T

H— ) T =R ZARERECE S E T,

WESNTNT, 2OV = T —TNEELRWIGE,

Before you begin

MBELZ)S U T RADIUS %7713 TACACS+ H— R L —7F 52 E L £,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

a7 4 FXFalb—aryE—RIIAD
i‘g‘o

ATy T2

aaa accounting default {group group-list
| local}
Example:

switch (config) # aaa accounting default]
group radius

TIHXNDNDT AT 4 TR ER
Ebiﬂ—o

group-list 51¥ZIE, Z—T 4 A A—
ATRY)-7=Y A hEfRELET, 7
V=T, RO LS ITHELET,

s radiusRADIUS —/ 3D 7 o — 3L
TN LT AT T
EITWET,

* named-group : TACACS+ H— %

721X RADIUS ¥ — D4 Fift & 4
Ty NT AT T 4 TIEH
SNET,

AAA DERFE .

57 /v b T



B cisconx-0s 754 iz &k B AAA H—/ 30> VSA D fsE

AmAnEE |

Command or Action

Purpose

local Jisiime—hL 5 —H _X— 2 % f#
AL CT T 4 v T HiTVET,

TI7AN DT AT T 4 TR,
local T9, Z AT —N T —T 03]
HRESNTWRWGES, EEHRES
NI=TRTOY—N T —T B IRE
DEFEONRP ST GAEIEH S nET,

ATvT3

exit
Example:

switch (config)# exit
switch#

a7 4 Fal—gr ET— REKT
l_/iﬁ‘@

ATvT4

(Optional) show aaa accounting

Example:

switch# show aaa accounting

FIFIVINDAAAT T T 470
ROBELERRLET,

ATy Th

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

Ffrar 74 X¥al—ark, AX—
NPy a7 40 Xalb—a 02
tob‘bgijﬂo

Cisco NX-0S 7 /31 R[Z & B AAA H—/\(D VSA D& FH

R —[EH B (VSA) ZiH LT, AAA —/3 ETO Cisco NX-08 —H m—/LB L
SNMPv3 /XT XA —Z ZRETE £7,

VSA D E

A 2 —3 vy MNEARRIIEZES (IETF) 2, *v NU—2 77X #—,3L RADIUS

P — RO/ TO VSA OBED =D DGR EHET HIEMELER L TV EF, IETF IXEM: 26
EHEHLET, XXX VSA i LT, — i Hiiicidil & 2l B OB YEZ 3
R—FTExFE9d, 2D RADIUS L, ZOMHEETHRINAEXAZHEH LT, 1 DDOX
VE—EGA T arE Y R— L TWET, YAaDOXRXUX—IDIE9, YAR— DA
TarORUE— B ATE 1 (LRI E cisco-av-pair) T9, EIFROFEAXDOA NY 7T
T

protocol : attribute separator value *

protocol [ &, FFEDFFR] X A T2 KT L A ADEM T, separator (X, LHBIEDOLEIT= (55
7). AT a rOREDOEEIEr (TAZ Y RT) TY,

. AAA DERTE



| AR dEE

VSA Dz

vsaoiz |

Cisco NX-0S 5 /34 A TOFEFEIZ RADIUS v — R E AT 2 51%. FFatEHRR 02—V E
PEZ TR R & & B ITRT XK 912, RADIUS U — N IZRADIUS 7’12 b a v CH/RLET, 2D
FEAMHERIZ. VSA THESHET,

WD VSA 7a ha)L A7 3 M, CiscoNX-OS V7 h =7 THAR—FINTWET,

Shell
a—W 777 A NWERERBET D access-accept /N7 v FTHEHEINS 7 m h 2,

Accounting
accounting-request /37 > N CHEH EN D7 m h 2, HICAXR—=AREEN TV IHEE
I, ZHEAIHFTHATIIEE N,

KOBYEDS, CiscoNX-08 Y7 h 7 =7 THAR— SN TWET,

roles
2—PFICE DB THNETRTCOr—LO—ETT, 7 4+ —/L KX, FAV—T4%E%EH
TRY 572V A NDASTZA RN 7 TF, 72& 21E, = —% 7 network-operator 35 J2 N
network-admin ® 2 —/L{ZJE L CWA A, {7 « —/b RX network-operator network-admin
R0 FT, ZOVTEMEIT Access-Accept 7 L — A D VSA #B43IAEH S 41, RADIUS

="M EEEINET, ZOBEMIEshell 71 b VEEZTFHTCEET, KRIZ, v—
NEMEE T B2 L ET,

shell:roles=network-operator network-admin

shell:roles*network-operator network-admin

RIZ, FreeRADIUS THHR— hEh b ua—V@EHoflz 5~ L £,

Cisco-AVPair = shell:roles=\network-operator network-admin\

Cisco-AVPair = shell:roles*\network-operator network-admin\

\)

Note VSA % shell:roles*"network-operator network-admin" = 7213 "shell:roles*\"network-operator
network-admin\"" & L CHEE L72HE. ZOVSAZA T v a vEihe LTT7 77/ ES
. D23 FARAL RAFZOREMEEZEAE L 9,

accountinginfo
FEARED RADIUS 7 AU T 47 7a haViZgEns@t s bicr v s a7
HMEHRMLET, ZOBREBEEINDDIE, AA v F EORADIUS Y 74 7 2 kD
® Account-Request 7 L' — A D VSAH/yNTZIF T, ZORMEE. 7horT 47 7a
k= LESE® PDU CTLAMEM TE 8 A,

AAA H—/\ET® Cisco NX-0S D1 —H O—/)LE LU SNMPv3 /35 A —2 DIEFE

AAA % —/3T VSAcisco-av-pair ZfE ] L T, IRDEA T, CiscoNX-OS 7/3A AD 2 —H 1 —
Ny BT ERETEET,

AAA DERFE .
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B 27051 oz

shell:roles="roleA roleB .."

cisco-av-pair JEMEIZ T —/b T a D ERIEE LR TGBEDT 7 40 FOa—H m—Lid,
network-operator 9,

SNMPV3 BT, > =V BIMEDRTEZIZBOWTRICE L O FET, RO L 912 SNMPv3 323
ETTANY— T ha VR ERETAZIELTEET,

snmpv3:auth="SHA” priv="AES-128" shell:roles="network-admin" shell:priv-1vl=15

shell:roles="network-admin" shell:priv-1vl=15 snmpv3:auth="SHA” priv="AES-128"

SNMPV3 3L 1 h 2 )WIZIEETX B4 7T a3 %, SHA & MD5 T9, I > —7Fa k
IVITHRECTE 547> 3 %, AES-128 & DES T, cisco-av-pair BIEICZ I HDA T T 3
VERE LR STEEEDT 7 4L FOFEE T 1 kavid, MD5 & DES T,

tXa7 074 UHEEDERTE

A4 2 NS A—2DEKTE

AREMED & 5 — B2 iE (DoS) KB SN HEIl, TRUBEDOn 7 A L ifdT % H#l)
HIC7 w7 L, BRI OERGEAT O KRB RIE SIS S ISR 2 895 2 & T «
I vaF VHBZELED X, /A NI A—FERETEET,

\}

6=

ZOMEBEIL, VAT A AL o F A —NR=NRE LS. TR AAA T AREER LT
BAICHEE L ET,

\ )

(GE)  login block-for ¥ X O'login quiet-mode = 7 4 ¥ =2 L—3 3 U E— Ra<w > KL, 212
system login block-for 5 & OF system login quiet-mode (24 RN AE T S 4vE Lz,

Fig

ARV REEEFET7IV3 Y B

X w 71 | configureterminal Ja—r\ )L a7 4 FX¥al—a
Bl T NEMBLET
switch# configure terminal

A5 72 |[no] system login block-for seconds e — PR ZRELE T, TTO
attemptstries within seconds Bl OEFIL 1 ~ 65535 T,
Bl 60 FVLAPIIC 2 [ 1 27 o B R A3 L
switch(config)# system login f:%é\ﬁl 100*9@%4’%%{_“— FIZAS & 5

block-for 100 attempts 2 within 60 KX4V%%%E75W%%bi¢

AAA DERTE
T I
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a—snsqsvtyavnsii |

AU RFERETOVa Y

B8

Zoa<wy REANJJT5HE, TelnetE 7z
IESSHAE I L7z R TChr 7 A AT
L IR TICES ShE S, T2k
A avhr—/ JURAK(ACL) b,
system a~> RBRADSNET,

GE)
oo 74 o< Raefd SRS,
ZDavy REANTHLERNHD F
KR

ATw 73| ({£EE) [no] system login quiet-mode | FHEE— NIZUIW b D L X2, AA v
access-class acl-name FIZEA SN D ACLZfRE L3, A
i - A FOFHEE— RIT > TO DRI,
switch (config) # System login jﬂ&f@m 7/]) ‘/Ej@)?ﬁ?éh\ ﬁiﬁﬁ
quiet-mode access-class myacl T%é%ﬁﬁﬂVVHWﬁm®%ﬁ@ﬁ

2720 E9,

ATw 74| (f£E) show system login [failures] 0y A Y RTA=RERRLET,

il - failures 4+~ a ik, KRLiem /A
' VARATICHEE T D RO T LR LE

switch(config) # show system login +

AT 75| (f£E&) copy running-config Frar 74 Xal—vark, AL—

startup-config
1 -

switch(config)# copy running-config
startup-config

Ny a7 X¥al—rgila
[:0_ Lij—o

A—HaJq14r vyl 3 DHIR

=PI ABHTZVOHTVDREe 7 A vty a DR KEEZFHIRTIZENTEET, 2
Nk, 22— EEORE R v v a 2o L &BfIE L, A%h72SSHE 7= (E Telnetz
valT VAT HARIEL—YOBEN X2 ) T ¢ MEE R L ET,

FIE

AT RFEEEFIT7II Y

=)

ATy T

configureterminal

1 -

switch# configure terminal

Ja—)L a7 4 Falb—g v
ET— RZHBLET

ATy T2

[no] user max-logins max-logins

1

a—H 1 ANb-YoRKEw 7 A
tyvrva U BERRLET, FEETE?

AAA DERFE .
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AmAnEE |

ARV RFERETIVa Y

B8

switch(config)# user max-logins 1

HHIZ1~7CTY, mRr 7 A AHIR%E
LIZRET DL, 2—=H 1 ADH2h D
Telnet F£721X SSH & v 3 >3 1 1Tl
[REIET,

GE)
BESNTZa 7 A UHIRIL. T
a—WZHEAINET, [froa—3
WCRRDHIREZRET HZ LITTEE
HA,

ATvT3

(f£&) show running-config all | i
max-login
1 -

switch(config)# show running-config
all | i max-login

2—HF1 ALY OREKERE Y3~
WAaFRLUET,

ATvT4

(f£&) copy running-config
startup-config
1 -

switch (config) # copy running-config
startup-config

EfFar 7 4 X2l —ark, AX—
Ny arvrzsFalb—varila
I:Ob‘ Lijﬂo

INAT— DR DHFIR

A=W RAT — FOR/NEERREZHIRCEEd, ZOMEEZFEHRTL L, 22—k
INAT—RKOANER®HTHZET, VAT LDEX=2Y T 0 2L TEET,

JR 8O BRI

XA — RORE OMERRZ AT 5121, password strength-check =~ > K& 92 M B
DoV ET, "AUV—FROEIEZHIR LN, NAV—RNBEF = v 7 2HMNET, 2—3
DHIPREN TR SOFFANIZRVVIRAT — RE AT HE, =T —RFRENETH, 2—9
T SBMERENET, NAUV—FOESZEH L, =2—F 7o MAMER I &

T HITIE,

ijﬂo

FIRr

INAT— RREF = v 7 ZHN L,

NAT— ROEIZHIRTHHLENH Y

ARV RFFERERTI VA Y

=)

ATy T

configureterminal

1

switch# configure terminal

Ja—nN)L a7 4 X2l — g
T—FERWBLET

. AAA DERTE
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1202 7—F 7avTroqx—Iuit [

AU RFERETOVa Y

B8

ATv T2

[no] user passphrase {min-length
min-length | max-length max-length}
{5l

switch (config) # userpassphrase
min-length 8 max-length 80

2—W 2T — ROF/NNEEZITRK
EZEIRLET, AU — ROR/NEIE
A~ 127 LT HZENTEES, N
AT — RO KEIT 80 ~ 127 LFT

7

ATvT3

(ff:7) show userpassphrase {length |
max-length | min-length}
fi

switch (config)# show userpassphrase
length

a—HF R2AT— FOR/NEERRKES
FRLET,

ATvT4

(f£&) copy running-config
startup-config
1 -

switch (config)# copy running-config
startup-config

FlTar 7 4 Fal—rarh, AX—
NPy a7 Xal—rgila
[:0_ Li‘ﬂ—o

A—HEZDNNRAD)— K a7 4 xr—TILiE
2—PIC L B2 —P L ANRICRAT—=RFANZERTL LT, AL v FERETEET,

FIE

AV RFEEETIVa Y

E:)

ATy T

configureterminal

1

switch# configure terminal

Ja—)L a7 4 F¥Falb—g
£ — F%%ﬁﬁébi—g«o

ATvT2

password prompt username

1

switch (config) # password prompt
username
Password prompt username is enabled.
After providing the required options
in the username command, press enter.
User will be prompted for the username
password and password will be hidden.
Note: Choosing password key in the same
line while configuring user account,
password will not be hidden.

password 47> g »EAFIT IS
username =¥ K% 72 {3 snmp-server
user 2v 2 RNASTSn=#%ic, =—
PIZxt L CRAT— RANERDO T 7
TraRRTLEI AL v FaRiELE
T, PR AS LT/ NA T — Ri3FER
RCSNET, ZOMEEZT 1 E—T L
2T B2, Zoa<r Fono BEXE
EAHLET,

G¥)

Cisco NX-0S U U — R 10.5(2)F DL,
password 7' > T SNMP . —
F—HIBROMER TIX, T NE D

AAA DERFE .
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B reows 7213 TAcAcs+ o EREORE

ARV KRFERIETI Va3 B#
\ZRAT— REEO T v 7 F R AR
TEINET
ATv 73| ({£E&) copy running-config FiTar 74 X¥al—arvk, AF—
startup-config KNP w7 avry s ¥al—variia
15“ . I:*‘[_/ji—a«o
switch(config)# copy running-config
startup-config

RADIUS % 7-(% TACACS+ DHEME DR TE

AA v F LRADIUSE 72 I1ZTACACS +H— D U E— NBREB LT B 7 > 7 1 v 7 I
ET HIEMEIL, BEFRCTHLIDIIERRICTILERHY £T, ZNLOKE LI
AR OERIZIX, radius-server [host] key 35 L U tacacs-server [host] key 2~ > K& Z 2
AEM L ET, SHA256 v =2 5T, Wb SN ARE 2 RFT DIl s E

R
FIR
OV RFERETIVa Y BH#Y
AT w 71 | configureterminal JTa— )L a7 4 ¥z lb—3a
Bl T— FEMHLET
switch# configure terminal
AT 72 |generatetype7_encrypted_secret ¥— % A7 7 CRADIUS £7-1%
i - TACACS+ DA RE 2 E L £, I
. . BREDAT) % 2 FPESCTRD HAvE
switch (config) # generate N -
type7_encrypted secret To @é% S Aﬁ?‘é EéF?EHW:fAT =S
Type-7 (Vigenere) Encryption, I, RIZ, BEAA{bL &7z 3—2 3 » DOFk
Use this encrypted secret to configure| ., ,. .
radius and tacacs shared secret with %ﬁﬁ‘?%iﬁ&§%Ljiﬁ’o
key type 7. .
Copy complete secret with double (Zi)
quotes. TL— 2 THX A NOMEERORE L
| _ NeVa B BAR L TEE, 20
Enter plain text secret: ™ o N,
Confirm plain text secret: B RS EIN-LHEWELZHRTET D
Type 7 Encrypted secret is : "fewhg" = k 75)1:5 i—g—o %@B%\%ﬁ:@i\
radius-server [host] key ¥ L O
tacacs-server [host] key Z{# i L £ =
~ U RERITLET,
ATw 73| (f£&) copy running-config Ffrar74Xal—vark, AL—
startup-config cNry7Farvrs¥alb—varvica
15“ . to“_‘ Li‘jao

. AAA DERTE
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RADIUS 0% LtEsE v v [

ARV RFERFTIVaY B8
switch (config) # copy running-config
startup-config

RADIUS O 4 ViEfHF vy v o

CiscoNX-OS ¥ 7 F 7 = 71X RADIUS v /A RO —H N v v TP R—FLT
WhTed, BEEOREEEEN S HICmEL T,

Cisco A v F D RADIUS 1 7' A EFHRF v v v U THEREIL., LSz —Y—na r 1 1E
WREO—HIVIURIFELET, 20D, MLe A Rz —hilxy v ad52 b
T, RADIUS Y — R — (T & AR R 21T 9 LN /R 720 9, Z3ud, WLuerA
ENVER R TR IR LA S5 BEE SN BREE CRICARI T,

RADIUS O 5 A UIEHRDF ¥ v VI DFISR

e INTFH—XUADMEL : RADIUS B — N IiEE SN AEEREZBS L, N7+ —< L A
A EESE, Ry MU — 7 OIEEZEE L F1,

cFRBMEERE BHEANRCL 20 L THFy v VaREEBHT LI L e L, A1y
FCOa—HF IR L ET,

RADIUS V LT ¥ ¥ LDMIET

process_workflow

1 ml A LR AAL v FITFRAED T2 DIZ BV 0 1 71 1R % RADIUS 3 — /3 —|2 iz
ELET,

2. FRAEEEND L. Nexus A v FlFua /A4 ANEREe—H il vy v 2 LET,

GE)  NRU—FRONy aDBERX Y v Va2l FESN. ZORNTRLEI RNy o XA TD
1OMFHAENET, 22k, F¥v v a7 27 EBEALTHIEDONNRAT— RERETX 2
<72 E9,

3. FULZ VLT ooy VaEGERTAROEGEERIZOWVWTIX, A v FIFEREZo—H /LT
LR L. RADIUS $r—/NZxF L CERP D RS2V L D I L £,

AAA DEETE
|
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B roussLso ooty s L soEESEL HIHEE

\)

GE) Ty UL, ROBEICHEBIEEINET
o e RN 255
¢ clear AV F?ﬁ\?éﬁéﬂf:%é\

* RADIUS F 7213 AAA FBFEDRERRICE LN & D56

RADIUS 7 LT oo vILDXxv v VT DEEERIEEHKNEIR
cEw v VU SRR AT ML T, Ty v a XA LT Y MEERRRTE T,

e ¥y v HEREIZ. RADIUS 71 2 LEEH T4, TACACSRLDAP 2 FDfid 7 |k
U, TDOF T AN RALATIIAR—FERTWERA,

cBX vy vax PFa—YP—ERDOIA LTV MBI XA LT T IR
WD L, FRRENERSNET,

o BERENIEZNZ 72 > CWVBEEE . clear 2~ REFEIT LSS, 721321 v F D AAA
£721Z RADIUS ICEER H -T2 HE. Frvvaidz V) 7anx7,

cFrvvald, WOVFTIUATHESNET
o BEREDN X 20 55
s clear AV Y RBEITEINT5GE
« A1 v F D AAA F 7213 RADIUS HICEE N H DA

o EFHE] HREZFO -V -3, Fyviashlca—Y—F—FX—2%7 7 TZ
ij_o

RADIUS Y LT oiv )L vyl VT DER

RADIUS 2 7' A UNERF v v T ZFENT LT, Cisco Nexus A1 v F TORIF Tt AD
NBRZm EESELZENTEET, Xy NU—7 RT3 —< 0 2D & RG22 B
PR A7 D12 - OMEEZ MR LE T, Nexus A1 v F T OMEEEZ MR T2 FIEIZRD L F0
<7,

FIE

A RKFEREFIT7II Y B#

AT w 71 | configureterminal ra—N)ar7 4 Xalb— gy
%l - T— RZEHBELET,

switch# configure terminal

. AAA DERTE



| AAA %

&
filt

RADIUS 04 1 i+ v oo stroriE [

AU RFERETOVa Y

B8

ATv T2

aaa authentication cachetimeout minutes

1

switch (config)# aaa authentication

RADIUS B 7/ A UMEHRF ¥ v v T &H
NZLET, Fyvia Tz NIDH
A L7 MR (AL & 1~ 1,440

FIE

cache timeout 10 @ﬁﬂﬁﬁﬁbiﬁo
RADIUS O A UiEHRF v v L U U BB DRI
ARV EFEREET7TOVa Y B#

ATy T

show running-config aaa

{5

Switch (config) # show running-config
aaa

!Command: show running-config aaa
'Running configuration last done at:
Thu Jan 30 08:41:11 2025

!Time: Thu Jan 30 08:41:18 2025

version 10.5(3) Bios:version 05.52

TNRA ADFETary 74 X2l —ay
DO—fRE LT, FRAE, FFR, T T
T4 T DM E B LBAED AAA T
T4 X2l —a O EFRLE
R

ATvT2

show aaa authentication cache
1 -
Switch# show aaa authentication cache

enabled
10

Remote user cache status:
Remote user cache timeout:

AAAZREEF ¥ v 2 DAT—H A L1
MAFoRLET, ZoFBRICIE. Fv v
VTR ENTHLNE I, BLY
FrvvaxTy NIDBEOXA LT T
MR E EN TV ET,

ATvT3

(&) show aaa authentication cache
users

1

Switch# show aaa authentication cache
users
Total Users: 4

AAA FBAFY AT M2 L - CTHIES ¥ »
Vo N TV D 2—V— B3 2 g
WEFRRLET, ZOFRICT, =—
P2 & ZIUTKIET 2RO Y 2
FREFENRTEY, Fa2—F—DF v v
Ta N OWIRINE R LET,

Username Expiry]
time

bob: Thu Feb 13
06:46:29 2025 UTC

bobl: Thu Feb 13
06:46:42 2025 UTC

bob2: Thu Feb 13
06:46:55 2025 UTC

bob3: Thu Feb 13

06:47:10 2025 UTC

RATvT4

clear aaa authentication cache

oy Vaha— Yo Fo g2
DFTXRTHOTL M) A7 VT LET,

1

AAA DERFE .
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B ocrrmmrnyosivsnsne=gussesyy

ARV RFERFTIVaY =)

Switch# clear aaa authentication cache

O—AJILAA A7 Ao T4 50F=ZRY 58D
)7

CiscoNX-OS T3, Ald, AAAT WO T 4T T I T 4T 4 Ou—0 vl a2 LT
WET, 2ol iEET=X VT LD YT LY TEET,

Procedure
Command or Action Purpose
AT w 71 |show accounting log [size | last-index | THATT 4 u R LET,
start-segnum number | start-time year Zoawy FHEAIZIE, T 74V T
month day hh: mm:ss] K 250,000 514 kDT HTLF 4 S B
Example: IRFTREINET, T~ PO
switch# show accounting log Eﬁj—é%é\&i\ Szeglii%{ﬁﬂq Lij—o

FRETE %L 0 ~ 250000 /X1 kT
T, o, v ZHAOMG— A
B E IR AR E CE 9, BHA
AT w7 ZAOHPAIX, 1~ 1000000 T
T, T T 47 vl 77 A2
bDOERBEDA T v I AFK D E FoR
T 5121%, last-index % — U — R & fifi f
LET,

Z v 72 |(Optional) clear accountinglog [logflash] |7 h v o5 4 v a Z7ONEEZ 7 VT
Example: L%, logflash ¥—VU— Rign 7 7
7y allRESNTNDT AT T 4
¥ aZz7 )7 LET,

switch# clear aaa accounting log

AAA E%TE DFERE

AAA DREFMEFRT DT, ROWTNNOIEEEZITOET,

avy kR B#Y
show aaa accounting AAAT T T 4V T DRE
ERRALET,

. AAA DERTE
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mazzEnikz ||

avy kR

S

show aaa authentication [login {ascii-authentication | chap |
error-enable| mschap | mschapv2} ]

AAAFGER 7 A VR ETERE
FrRLET,

show aaa groups

AAA Y — R TNV —T DHRIEH
FRLET,

show login [failures]

Oy Ay RTA—KERRL
F 9, faluresd 7> a %,
K L7zw 7 A AT IC B
TOHHEMROHER R LET,
Note

clear login failures 2~ > K
X, BITEOEHIEAN O 7
AVEKMEZ VT LET,

show login on-failurelog

syslog “r—/NZ%} L CRERER
WAy E—V%n 7T %
EOCAAL v TFRERESNT
WHMNERLET,

show login on-successful log

syslog ¥—/NZxf L CREAERL
WA ve—Tha V5T 5
E DAL v FRBESNT
WHMNERRLET,

show running-config aaa [all]

FEfrar 74Xl — 3
D AAABREEFRLET,

show running-config all | i max-login

a—H 1 AdHT= Y OFKFEE
tyvalrBERRLET,

show startup-config aaa

AR— T v a7 4¥a
L—3 3 D AAAREE TR
LFET,

show user passphrase {length | max-length | min-length}

A=W NRAT— FOR/MRE
RREZFRLET,

show user passphr ase sequence alphabet length

2 RZA T — ROFETF
VU ADRRKEEFRRL
F9,

show user passphr ase sequence keyboard length

=P = NAT— RDF—
A=K —r o 20K KEL
FRLET,

AAA DERFE .



B raomEs

AAA D E%TE 51

WIZ, AAA ZRET DR L ET,

aaa authentication login default group radius
aaa authentication login console group radius
aaa accounting default group radius

AJA 2 NG A —F DEETELH

Yk 2. 60FPLINIZ 3 [Elm 7 A ERDNVRIL L 725812 100 B O FF T —
ERET LR LET, ZOHlE, v 7oA DRBERLEE A,
switch# configure terminal

switch (config)# login block-for 100 attempts 3 within 60
switch (config)# show login

AMA DEE |

WCAD L IICAA >

No Quiet-Mode access list has been configured, default ACL will be applied.

Switch is enabled to watch for login Attacks.
If more than 3 login failures occur in 60 seconds or less,
logins will be disabled for 100 seconds.

Switch presently in Normal-Mode.
Current Watch Window remaining time 45 seconds.
Present login failure count 0.

switch(config)# show login failures
*** No logged failed login attempts with the device.***

LUFIZ, f%E— FACL ORGEFI 2R LE T, FiBEREFHEIT . myacl © ACL 72> 6 DR A R LR,
TRTOr T A VERPEGESNAET, ZOFE, v A ORBERLET,

switch# configure terminal
switch (config)# login block-for 100 attempts 3 within 60
switch (config)# login quiet-mode access-class myacl

switch (config)# show login

Switch is enabled to watch for login Attacks.
If more than 3 login failures occur in 60 seconds or less,
logins will be disabled for 100 seconds.

Switch presently in Quiet-Mode.
Will remain in Quiet-Mode for 98 seconds.
Denying logins from all sources.

switch (config)# show login failures
Information about last 20 login failure's with the device.

Username Line SourceIPAddr Appname TimeStamp

asd /dev/pts/0 171.70.55.158 login Mon Aug 3 18:18:54 2015
qweq /dev/pts/0 171.70.55.158 login Mon Aug 3 18:19:02 2015
qwe /dev/pts/0 171.70.55.158 login Mon Aug 3 18:19:08 2015
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switch# configure terminal

switch (config) # password prompt username

Password prompt username is enabled.

After providing the required options in the username command, press enter.

User will be prompted for the username password and password will be hidden.

Note: Choosing password key in the same line while configuring user account, password
will not be hidden.

switch(config)# username userl

Enter password:

Confirm password:

warning: password for user:userl not set. S/he may not be able to login

WOFITIL, snmp-server user 22 RAJZRIC2—F AT — KA ERO T v o7 M &E
KL, ZO%, 2—WFIHERTHT 0 P NERTRTHLICAAL v T ERET D HEEZTRL
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switch# configure terminal

switch (config) # password prompt username

Password prompt username is enabled.

After providing the required options in the username command, press enter.

User will be prompted for the username password and password will be hidden.

Note: Choosing password key in the same line while configuring user account, password
will not be hidden.

N9K-1 (config) # snmp-server user userl
Enter auth md5 password (Press Enter to Skip):
Enter auth sha password (Press Enter to Skip):
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https://cisco.github.io/cisco-mibs/supportlists/nexus9000/
Nexus9000MIBSupportList.html
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