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A TR INET,
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¢« T—HRTFTINARRBEE : T—F T A AL 82X FREEZ MY H—L, 55— VLAN ©
RADIUS $— N2 L » THGRENFE T,

Switch
ISE

3 0

IP Phone

EAPoL Start
EAPoL Request Identity

EAPoL Response |dentity RADIUS Access Request

EAP-Request: TLS i PADIUS AccessChallenge | | g

I H H Exhanges
| EAP-Response: TLS Client Hello | H d d on EAP
i & . » RADIUS Access Request i Méeﬁﬁgd on

I |

i .
) EAP Success < HA.D IUS_ A_ccess Accept
e 1 device-traffic-class=voice

Voice VLAN Enabled ¥

524605

DACL (2D T

ZAF w27 ACL (DACL) I%, 2=V BIXOITNV—TNT 7 v A TE LHEREZETHE—D
ACL T, dotlIx MAB 7 54 7> h~D7 7 A ZHIBLEJ, DACL & U 2 —23 Cisco ISE
=D Ty aE N, MACT RLART T v 7 A NMIEEEINET, Zhucky, 7
T w7 A MIBES LT MAC IZ ACL 2N &, MAB ~D7 7 2 ARHIREET, H
—®ODACL X, T R_XCHOT T v 7 IVANMABZ A7 haWYR—hrLET,

Cisco NX-OS Release 9.3(5) Cix. DACL /I Cisco Nexus A A ~ F CHATREINTNET,

802.1X D HIEE 4

« CiscoNexus U U —Z 7.0)17(1) V7 hU =7,
EAP-TLS 712 7 7 A )L Z ] L 72 802.1X "R — b _X— ZFFFIC I, RO BHESENLE T,
« PKIA > 7 7%, EAP-TLS OFEFAEEEH A2 L E3, FHl2HETILERH Y £,
e RSA F—_XT7 DAL
FAERHE R 7 A RIRA v b DIERK

« CA D33
+ 802.1X TlX. EAP-TLS Z42ftt957-0i12, T4 A LD ISE72 ED U E— | EAP ¥ —
MDRETT, a—h VB — 3 AR — STV EFT A,

s W5 DOBMT N4 A (CA ¥—/3— L Cisco Identity Services Engine (ISE) ) %3 Network
Time Protocol (NTP) %M L TIAMI STV A Z & &R LT, BB TOF A
AZATHEBI SN TV e | FEBFEIIMRGES N EE A,

. 802.1X MELE
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802X DA A FF54 v LHIHRIE .

o« AAA V— R—DRIFEFTREM: « 2 A v F P EIZEIET 272D T9,

o« 2w FIIMAZTRGEZRAT O 720, W HDAA » F I 72 AAA R T & AAA BEGEHSMBE
<7,

802IXDHA K54 > EFHIFIEIE

802.1X AN — h_—XDFRFEICIE, ROFTEICHTHEEFAELFNERARLY £,

« (FEHV/FERLD) A YR YT U =T Ty 77 L—FK (ISSU) AL T
CiscoNexus v U — X AA v F % CiscoNX-0OS U U—R 92N IZT v 77 L — KT BH5E
1%, £9 nofeaturedotlx =~ > REMAH LT 802.1x ZMshic LE4, HEELAHMNIT D
21X, featuredotlx =~ REEH L T~ VTGS £,

CiscoNX-0S U U —29.2(1) LA TIX, 802.1X N— h T/ FBIEE— RONAN/R 0 £
T, AT I v VLAN OFID B TlE, BAIOFRFEH B A Mkt UiThvES, =—
P LT U MZESWTEDRIZH R SN T —4 R A MI, EL<mEézm"

RieZ&hEd, 72720, £72 VLAN BZE D 4 THATWARWD, A— F THRANZIEL <
uwmézm_ka& BT D VLANEID Y TR EINTWDHZ 25K ELET, Zh
ZED ., R—FCEFICEESINTZTXTORA ME, MEEIZE LT VLAN 2 N2 D
?iﬂ ZAF w7 VLAN B0 Y CTOFRIMMEZ, RUNSEIES oA A 7224 T
F0FET,

* CiscoNX-0S U U — 2 9.2(3) LK, 802.1X "R — b _— ZFRGFEIL FEX-ST B LA b A >
H—TxA A (HIF) A— FTHHR—bFEINFET, IEEES02.1X KR — hX—ZAZBFED YR —
ME. AL —FBLOF 27 AR —AFEX O FIZEHE I NET,

* CiscoNexus 9000 > UV — X A A v F L, L FOHDITONTIE, 802.1X Z VAR — KL TW
FH A,

s FTUTV Y b FPARBEYVORE

« VPC R —

« PVLAN 7R— b

L3 =T v K) A—F

e AR— b X2V T 4

« CTS 8 L " MACsec PSK AN 72> TV DR — K,
* LACP R— M F ¥ x L& H L7- 802.1X,

N

GE)  802.1X 1t A¥T 4 v R— b F v aPhR—FLET,

802.1X D% E
|



821X oEEE |
B c2ixornq rsq o enpnsm

A

GE)  vPCAR— FBIOYHR— F N TORNTRTOMAETIE, 802.1X
j:iﬂé)(jj \—fci D jz—g—o

* CiscoNX-0S V7 F 7 = 7 M 802 1X Bt & VR — F 2 D%, WEAR— N EZTTT,

o« XA F I w7 VLAN Bl Y TiL, Cisco Nexus 9300-FX/EX/FX2 7T v 74— AA
FTOHYR—FENET,

« CiscoNX-0SY 7 + 7 = 7%, CTS £721% MACsec PSK #EREIZ DWW TIFEMEL A, 7
7 —/3)L72 [mac-learn disable] & 802 1X #¥FEITAE AICHHLAOTH V. FIRFICRET S Z
LiIxTEEEA,

-%ZMﬁHPV~Xﬁ—F£iUWMT%% IHAEICHHAITH Y | FRFHCRET S 2
LIXTEXFEHA, CiscoNexus Y —R AA v F % CiscoNX-OS U U —2R923) 127 v
T L= R 5581, ZHODEEOWTNNEZ BT H0ERH Y £7,

c A v FDOYr— R 802.1X L RADIUS 7 H U T 4 U T DEILEZET S EH A,
* CiscoNX-08 V7 b = 7%, KD 802.1X 7' 1 k a2 WILiEEREA AR — F LEH A,

s WEL VLAN 47005 ID ~OD 1 5% D~ v B 7

» Web #F7]

cHAFI T RAAL L TV v VED YT

IPFL T =

« 7 A~ VLAN
T I T4 Ty v a rOBRGFEALR IZIL, authentication timer inactivity =~ & K%

LT, T 7T 47X, ~—%, authentlcatlon timer reauthenticate = <~ > K CiRE I 1L
T~ HEEREERIRE L 0 b EWHIFEICERE LE T,

e AL B —T A AT YNRAX WENZI > TWAER D VLAN T, 7 U MAC BN B Sh
Dl X2 VT EXBPRELET,

* DME {77 » b7 4 — 5T 802.1X & A4 L72IRAE T MAC D28 & )T E L C
b, TT— AyvkE—VFIRRINEE A,

* Cisco Nexus U U —29.2(1) TiZ, VLAN A v Z —T =2 A ATHEIN TR TH, ¥
Jff& EAPOL 7 L — LIS, 7 T4 T 2 DA B —7 = A A CTHIEIRE L E
ﬁ‘o

e INEAR— R THEBENT-EF =27 MAC IE, vPCET TRHIBI SN EH A,

* Cisco NX-0OS U U —2Z 9.2(1) LAKE, MAC §RFE A YA Cisco Nexus 9300-FX/FX2 TOR A
Ay FTHR—bINET,

. 802.1X MELE
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B

ax ;&

802X DA A FF54 v LHIHRIE .

* Cisco NX-OS U U — & 9.3(5) LA, 802.1X 1% Cisco Nexus 9300-FX3 7°F » b 7 4 — LA A
Ay FTHR—FINET,

* Cisco NX-OS VU U —& 10.1(2) LAKE, 802.1X 1Z Cisco Nexus 9300-GX 77 v b 7 4 — LA R
Ay FTHR—FINET,

* Cisco NX-OS U U — 2 10.2(1)F LAKE, 802.1X 1L N9K-C9364D-GX2A ¥ L
NI9K-C9332D-GX2B A A v FTHHR— F ENFT,

« CiscoNX-08 U U —% 103Q2)F LA, MAC AL/ A /A &~ /LFFRIEIT. NIK-X9788TC-FX
B LYNIK-X97160YC-EX T A o I — K %4 27~ Cisco Nexus 9508 A1 v F THHR— K &
NTWnET,

* N9K-X9788TC-FX 35 J TN NIK-X97160YC-EX 7 A > /1 — K Z{fii 2 7= Cisco Nexus C9508 %
A v FiE, 802IXZEMH L2k OBREL AR — F LT ER A,

* dVLAN
* DACL
* FEX-AA
* VXLAN & mac-move
* CoA
« RAES XL LTMAB A YR — F 4L, EAP IV AR — St
« BAR— NI, H—DT 7 A VLAN 2557 7 £ A R— MIHT 2 HDTT,
* NX-0S U U —A103Q3)F LAKE, IPv6 7> #— LA X, CiscoNexus9300-FX/FX2/FX3/GX/GX2

AA v F, BLUXI7160YC-EX, 9700-FX/GX T A > 71— R %44, L 7=Cisco Nexus 9500
AA v FIZBWT, VXLANEVPN @ 802.1X THAR— I ET,

* CiscoNX-0OS U U — 2 10.4(1)F LAF%., CiscoNexus 9336C-FX2, 93180YC-FX3. 93108TC-FX3P
AL v F, BLOXITI6D-GX 7 A > H— KZHEH L7z Cisco Nexus 9500 A1 v T3,
MACSec ZME L $T5T7 v 7 ) 7R — T GEHELEET H7-DIZ) EAP/EAP-TLS
AT 5 802X A— hA_R—2ABFEE VR — F LET, ROFHIRBH £7,

¢ EAP-TLS THAHR— r &N 5 TLS N—T 3 3 1.2 T,

A F T LICHE—DEAP TR 7 s A NEYR—F L, HEDODA L H—T 2 AT
RICEAP 7 e 7 7 AV EMATEET,

TV I FDOMACKEEB a7 7 A VT AR—FENET A,

oA —tv T4 r—HF T T A%, L3AR—F, FT 7 HR—k, vPC T, MACsec
EAP-TLS IZx%t L COBRABENMI D 97,

N

GE)  MAB/EAPZ 547 v FD8NRAXA—t T 4 7 —2EhEIT. L3
FRFF T BLOVPC A — TV AR—FEINLERF AL

802.1X MEXE .
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. 802.1X MELE

802.1X D&%

« EAP-TLS i%. MACsec MR ENT-A v F —T =1 AD EAP TOHLYR—FENE
‘g—O

¢« EAP-TLS (%, ¥V FHA KN B— RTOHRAIFFR—FENFET,

« 802.1X MACsec %A v Z—7 = A4 A TOH DACL/Z V 5 71/ AUTH/FEX-AA 3 &
CZFDMD 802 1X HEEEIZ Y A — F ENTWVEF A,

JMPHSi)%—bﬂu(mwmmusqﬁnou%)?@&%ﬁ—%ém\n—ﬁ
HALA HEET j:“]j‘j_‘—‘ ]\ éﬂi‘l’f/\/

* EAP-TLS # % /3 1E L < #ERET D 121%, IRDNERFIZHE Y VENRH Y 97,

* HA)IZ macsec eap policy =~ > R&E%E LT 5, dotlx supplicant eap profile
TLSa~ Y FERETHLENDH Y £7,

*« EAP profile =~ > F® no JEAD G 1%, £ 7 dotlx supplicant eap profile TLS =
<~ F&HIER L TH S macsec eap policy =~ > FEHIRTHSLENH Y £,

e nofeature 1< RIZ-OW T, DME DB OAREE & [EHET 572012, I
802. 1X HEHEZHIBR L Th>5H MACsec HSREZHIBR 2 Z L 2 HESE L £,

-x4/% RITHERENTWAE—DEAP 70 7 7 A ik, BAd A H—T A
\_. ﬁ)ﬂf%i—é‘o

« macsec eap policy 731 > X —7 = A A THR SN TV DHHA, @O 802.1X iBiFH
EeEiziia~y R FR— ST A,

« Y7 — T MACsec Xt A1 » F1Zid, AU 802.1X F721Z MACsec i ENMET
R

e O RRER DA (—JF5 75 should-secure. & 9 — 77 must-secure 72 &) . #{EIX
REFIZZ Y . [E1EI121X shut/mo-shut O ~ U H—N LB 720 £,

e NFARMNKRA L FEFEHALTMACsecEXF 27y g VIMER S, EAP7 2 7 7
ANNA L H—T x4 AZBMENDE, ROL I F9,

e NI RAMRA U MEREZHIBRLTYE., MACsec v g VITHIBREN EH A,

802XV F U I b a<wr REHIBRLTE, MACsec® v a VidHIRENEE
Moo

* MACsec v 3 1, MACsec f v X —7 = A A[EAEDa~ > REHIBRLZ5
BIZDOHHEIBREINET,

* MACsec PKI |Z, HFHAA v FF72IIHR Yy TDRNWAL v F THR—FINDHDT,

EEEEG T OLERH D 7,

* MACsec PKI (802.1X EAP-TLS) “E— R, EoR A7 — K7L A A v F F—/3—
(SSO) #HAR—FLTWVEREA,

¢« EAP-TLS (%, KD A v X —T =2 A A XA T TOHRYR—FENET,
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7 VLAN BB L - 8021X 05« K51 e siR%E [

¢ L2/L3 AR— % R—=FFr RNV AL NR—=KR—=F, FF 7K —bF, BLOT L —

779U bk R—h
e R—FSINTWRNA U F =T 2 ZAFA T ax 2 RLVLOHIIRIZH Y F
A,

e IR — FINDMACsecz v a v OHIT, WA X —T A4 ADOFKIZ L - TR
20 ET,

» Cisco NX-0OS U U — =% 10.4(3)F LAK:. EAP-TLS X Cisco Nexus A~ - C Transport Layer
Security /N— 3 U 13 BL P12 Z2HAR—-MLET,

A

GE)  RADIUS H—/ 3= TLS v1.3 12t L TV WAk, raR—k
INDE/NIN—=Ta o THD TLSvI2 MERH L E T,

EZ7 VLAN [CREEL-8021XDHA K514 > t%llBE%IE

* CiscoNX-0OS U U — & 10.5(2)F LARRIZ I T, 802.1X 3 7 VLANMEEEIZ. KD Cisco Nexus
AA vy FTHHR—FINET,
* N9K-C9348GC-FXP
* N9K-C93108TC-FX3P
* N9K-C9348GC-FX3

* N9K-C9348GC-FX3PH

LR VLAN H ClE, L2 AA v FR—FE— KT 7B 20LR”YR—FENET,
¢ 1 DODOFF VLAN & 1 DDFT —HZVLAN OB T R— bk I FET,

A AFI v T RAHEY A+ (DACL) BX ¥ A+ 3 v 27 VLAN (DVLAN) Z, ~
JLF KA A /nLnE (MDA) R— T i"j’j‘*‘ k éﬂi'@:/u

s D~ RIE, 802.1X THEAL S 7oA — hOFEF VLANER Tl AR — b S EH A,
* switchport voice vlan untagged
* switchport voice vlan dot1p
TS ORI 802.1XAN— MIMF(ET 26, EabttEeIIfrShE i, Lo
T, WIF RAAL R —MZ iﬁm@ %WAND%%ﬁﬁéz%#%bi#

« 77 AVLAN &35 75 VLAN O FIZE CEERET D Z LIV FA—FEhEEA, [
CAECHERL L TG 81E, HE2AE L, A— 27T v 7L TLEEN,
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802X | [TER L —HY DACLYR— FDHA K54 2 &l
SE L]

cRDAA v TF TT vy T F—2iF, ZOEEYR—FLTWET,
 Cisco Nexus 9300-FX 77 v b 7 #—Ah A A v F
* Cisco Nexus 9300-FX2 77 v 7 4 — 2 A A v F
o 22— —HN7LD DACL iZ, IPv4 TCP, UDP, B X WNICMP ACL v— LV Z&ZHR—rLET
M. IPv6 ACL L— LdV AR — F LEFA,

o 2 —HF—HL{LD DACL IE, 4 KB A O H— D RADIUS JEEIZHIR S 4L, R —F3hd
ACE D R¥E 32 TY,

o ZOMERBIZ, AA v T R— FOEHEACL 2R —FLTWHWEFEA,

« K= R TLIT 1 DO DACL AR H— hENET, AL v FEETHHR—hsns
DACL O REL., TDAA v FOR—MEEFET T,

*DACL &£ %A+ v 7 VLAN iF, R UFR— kTREFIZHFR—FEINEHA,

< ISE/MBHDDACL 2> 7 Y OB AR TV R — S TnEtA, TNEEHTHIC
L. clear dotlx interface =~ > R&fEH L CLULRNCEA L7 DACL 2K — k22627 U7

L. ISENSDOH LWDACLZ#EHALET, kD, ZOR—FEOTRTOI T A
7y NTRe N T T 0y 7 OB AE L E T,

« AAFEX E— R ® Cisco Nexus 9000 > U — & A A v F %, —HF —HALO DACL % HH—
FLTWEEA,

o 2 —H—HA D DACL 1L, MABB LA TFHIAARA N E— FOLEHFR—FLET,

o 0> 9"~ T Nexus 9000 802.1x HEAE & [FIARIC, =— T & @ DACL iIWER— b, oF
DBHEDL2 T 7B AR—=FTORYR—FZI, T 7, vPC, R—FF ¥Rt %
DAL=, BLOYVTA v Z—T 2 ATV R—FrEHhEHEA,

o« 24 v FITHH S A MOFT N TD Nexus 9000 ACL & [FAEIC, =—H T & D DACL D i
KHIFRIZ 4000 ASCII LT,

« ==L D DACLIERED MAC BB 7' 1 7 7 A WIHF A — F SR THEE A,

¢ CiscoNX-0S U U —2 10.2(1) LAFE, Z O#REIT Cisco Nexus 9300-FX/FX2/ TOR A A v F T
PAR— b INET,

* Cisco NX-OS U U — & 10.5(2)F LAK%, DACL BRI Cisco Nexus 9300-FX3, GX. GX2.
H2R, H1 vV —X XA v FTHHR—FINTVET,
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syT 4 AVREDHA K51 v enmFE

)T ANIBEEDHA 54 2 EHIBEIE
« 7 UT 4 INVERGEIX, AR MABY 747 2 hORHEH R — K L, FEX-AA X VXLAN

RED MR Y TIEIR—-— S EEA,

e RIER V7 TAT v b bT 74 v 71T T RTINS, authentication event server
dead actionauthorize =~ > R&EFIZEMNZTHE, EX=2V T4 LOIVRIRAELTET,

* Cisco NX-0O8 U U —210.12) LAB&, 7 U 7 1 B /ViRGEHEREIL Cisco Nexus
9300-FX/FX2/FX3/GX TOR A A v FTHHR—F SN TWVET,

+ CiscoNX-08S U U —Z 10.2()F LA, 7 U T 1 7 VERGRERERE X N9K-C9364D-GX2A 5 LT
N9K-C9332D-GX2B A A v FTHHR— N FET,

* Cisco NX-0O8 U U —Z 10.3(2)F L%, EZELFRFEHEREIX. NIK-X9788TC-FX ¥ LY
N9K-X97160YC-EX T A > /17— R %1 2. 7= Cisco Nexus 9508 AA v F THHR— h I TV
iﬁ—o

8021IX DT 7 A I FEERE

WDFEIZ, 802AX /NT A=K DT 7 )V iR TEERLET,

Table 1: 8021IX DT 7+ )L b IS A—4

NS A—4H TIAILE
802.1X HHE F a4k —Tn
AAA 802.1X FRFF ST BIERL

[ B—T A ZAHEND802.1x 7 | T 4 &—7 /L (force-authorized)

2 ka4 Rx—7) A7 —h Note

R—=TNIT TV B b ED 821X N— A& 1THT
W, BEDONT T 4 v 7 BEZELET,

TEHRY 70 FRRRGE Fo4v—TN
BRRREDIRE (7)) 3600 F»
FERE 2 A L7 7 NI 60%> (CiscoNX-OS T /34 ZNH 7V J o b & OREFIHH
DAZHUTRIL U T % . FEBRIRAE 2 21T 2 B0 40
BIXEZA L7 U MM 30F) (CiscoNX-OS 7 /XA A ¥ EAP-Request/Identity 7 L—
KT 2TV B B DISEEGD, EREFXEE
T 5 F TOME)

802.1X D% E
|
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802.1X D&%

INT A=A TI74ILE

R EERK 2 7] (Cisco NX-OS T /3A ANRFRFET - A2 FHT 5 F
TlIZ, EAP-Request/Identity 7 L — A % 24{5 1 5 [014%)

BRARNE—F TR A B

YTV H s A LT T SRR

30 GRREY— "I DEREY U B MU Lb—7F
% & &, CiscoNX-OS T3 ANY 7Y B v MIEREZH
BETDHETIT, TV D b OIE EREORER)

muu —‘j‘*‘/\ 57/]) A?'j I\ij‘F”ﬂ

0F (FFYU B RS DREEERIA— Y L—T
% L X Cisco NX-OS F /A Z R — S |Z s % Bk E

DETIT, =300 DOJNE Z R ORFH)

802.1X D% E

Z T, 802.1X HERED

821X DERE 7 AE R

BRIE VB DWW TR L E 7,

TR, SRIAX EHRETH T AIZHOWTHALFET,

Procedure
ATvT1 802.1X HkER A F—T LT LET,
ATwF2 UE—F RADIUS Y — "~D#ft

ATFYT3 A=V b ¥ =7 A AT R02IX HREX 1 R —

802.1X #égED 1 1+ — T JL1E

Y7 Y H b FAL R ERBIT B

T HRENHY £,

Procedure

HELET,
T LET,

2. Cisco NX-OS /34 2 T 802.1X Hte % A % — 7L

Command or Action

Purpose

R T w 71 |configureterminal

Example:

. 802.1X MELE
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802.1X &> AAA

Procedure

soz1x o AMA EiEr R e I

Command or Action Purpose

switch# configure terminal
switch (config) #

AT 72 |featuredotlx 802 IX BEREZ A X —T7 M LET, T
Example: TN N TIET 4 E—T Mo TV E
switch (config)# feature dotlx Tfo

AT w73 |exit a7 4K al— gy B— REKT
Example: LET,
switch (config)# exit
switch#

A5 7 4 | (Optional) show dot1x SO2IXAEFED AT — X A E TRk LET,
Example:

switch# show dotlx

Z T w 7 5 | (Optional) copy running-config FATar74FX¥al—vark, A4—
startup-config NPy a7 Xal—vgila
Example: E—LET,

switch# copy running-config
startup-config

Faal 7 D EXTE

802.1X FFEIZ U *E— b RADIUS V— & Tx £9, RADIUS ¥ — 35 L O RADIUS ¥ —
NRIN—THREL, T 74V AAATGESFRNEREE L7=®H LT, Cisco NX-0S 7 /34 A%
802.1X #RFEZ EIT L £,

Before you begin

)£ — Kk RADIUS =R N —TDLETE 72137 FLAZEELET,

Command or Action Purpose
T w 71 | configureterminal JTa— )L a7 4 X2 l—3a
Example: EF—FEBLET

switch# configure terminal
switch (config) #

2w 72 |aaa authentication dot1x default group | 802.1X ZRZE | f# 1% RADIUS H—3
group-list TN—TEBELET,
Example:

802.1X MEXE .
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Command or Action Purpose
switch (config)# aaa authentication Group—list gl;}f—(/{ui\ R 2 2 'CIZ@J ron
dotlx default group rad2 . N .
TN —T4D) A N THRSET,
TN—=T2E, WOEIITHRELET,
* radiusRADIUS #—/30> 7' —/3 )L
‘—/I/%f'{%ﬁﬁ L& um%f??l/ \ijﬁ
+ named-group : :E(C RADIUS #—
N7 a—N) F— LA LE
‘a‘o
ATy 73| exit RIEE—RERTLET,
Example:
switch (config)# exit
switch#
AT 7 4 | (Optional) show radius-server RADIUS —_DO#EEF R LET,
Example:
switch# show radius-server
R T v 75| (Optional) show radius-server group RADIUS H—/3 7 —T DR E % R
[group-name] LES,
Example:
switch# show radius-server group rad2
Z v 76 | (Optional) copy running-config FHTar74F¥al—varik, AX—
startup-config rP v T ar7 4 ¥al—aica
Example: E—L %7,
switch# copy running-config
startup-config

’f :/9 —Jx ’f Z_GO) 8021X n:L.\nIEo)ﬂ'-Tuﬁl]

A H =T 2 A ALETEITEIND SRAX B HIH CTEET, S F—T =4 2D 802.1X 72
GEAT— MI, RO EEBY T,

BE&) (Auto)
A =T xA A LT, SQIXRIEEANCLET,
5& il FREE
AVH—=Tx2A A LD R2IXBFEL T L, RAEETOTICA v F—T = X DT

RTCOT T 4T EZFTLET, _037\7** NAT 7 4V hTY,
Force-unauthorized

A B—T 2 A A LDOFTRTORNT T 4 v 7B LET,

. 802.1X MELE
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Procedure

Before you begin

Cisco NX-0S T /34 ZC 802.1X HHE

ZAHNZ L ET,

A4 2B —T 4 XA TO 802.1X BEL D H{H .

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)L a7 4 FXal—ig
E— FERBLET

ATvT2

interface ethernet dot / port

Example:

switch (config)# interface ethernet 2/1
switch (config-if)#

BETAA L HA—T oA AT, A
VH—T 2 AR AT 4 Fal—a
v E—FREBBLET,

ATvT3

dot1x port-control {auto|force-authorized
| forced-unauthorized}
Example:

switch (config-if)# dotlx port-control
auto

A B =T 2 A AD 802.1X FRAFA T —
MNeZBERELET, T 74/ OFRTIL
force-authorized T,

AT v 74| exit aAv 74 Xal—vary E—REKT
Example: LETS
switch (config)# exit
switch#

A7y 75 | (Optional) show dot1x all 802 IX HERED T R THO AT —H A K
Example: VR EFHRERRLET,

switch# show dotlx all

ATvT6

(Optional) show dot1x interface ether net
slot / port
Example:

switch# show dotlx interface ethernet
2/1

A B —T A ZD 802.1X HERED A
T A ABIOREEREEZ R LET,

ATvT1

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FElTar 7 4 Fal—yarhk, AX—
NPy a7 4 Xal—rgila
E—L £,

802.1X MEXE .
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B == vuan m o sax o

E 7= VLAN [A] (1 802.1X DR

CiscoNX-OS VU U —Z 10.5Q2)F LAFETlX, H—FR— FTv/LF KA A 2 802 1IX BAEE H NI T
XFET,

1R BRI
Cisco NX-0OS T /31 AT 802 IX #fEAZ A X —T NIz LE T,

Fig
ARV REEEFET7IVa Y B
X w 71 | configureterminal Ja—\ )L a7 4 FX¥alb—a
Bl T R L E

switch# configure terminal
switch (config) #

Z 5w 72 |interface ethernet dot / port RETHA A —T A AZERL, A
fil VHEA—T 2 Af A AT 4 Fal—3

v E—RERMBLET,

switch (config)# interface ethernet 2/1
switch (config-if) #

R 7 3 | dotlx host-mode multi-domain AUH—=T A ALYL T LT RAA
i - VIRA b= R AL E TR L
ij_o

switch (config-if)# dotlx host-mode
multi-domain AR —T 2 f AL~YL T LT KA A
YIRA b= REEMEICTDITIE 2
Davy FOno BREHBH L ET,

GE)

EEIIAT Y MI, RARE—FK~
NTF RAAL L DR— R TOREF IR
AESNET, AR ME— RRZRLSL
DA, BF Y 747 2 MIGRFEICK

L, e £,
AT 74| exit arIT 4 S —var E—REKTL
fl ESE
switch(config)# exit
switch#

EAP-TLS D& FE

Cisco NX-OS U U — & 10.4(1)F LA TlZ. 802.1X F8FEIC EAP-TLS Y0 7 7 A L& TE £
R

. 802.1X MELE
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B
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1R BHHIIZ

ep-nis o I

« Cisco NX-0S T /34 2T 802.1X M¥heZ A X — 7 Mz LE T,

« {2 H—T A AT, MACsec EAP /R U v —Z ik L. dotlx supplicant eap profile (27

2 F LFET, MACsec EAP RV > — DRIz >\ TiE,

LTL7EENY,

FIE

MACsec EAP DR # 5 R

ARV KRFERERETY VY

=)

ATy T

configureterminal

1

switch# configure terminal
switch (config) #

Ja—nR_) a7 4 F¥al— gy
E— FEBBLET,

ATy T2

[no] eap profile TLS
i -

switch (config)# eap profile TLS
switch (config-eap-profile) #

802.1X EAP 7’11 7 7 A )b & — RN &k
L/iﬁ—o

avy ROno7 4 —A%, eap7 B 77
ANEIENCT Bl SN ET,

ATvT3

pKi-trustpoint trustpoint name

il

switch (config-eap-profile)#
pki-trustpoint tpl

switch (config-eap-profile)#

TSR A MRS FEIEELE
B

ATv74

method type
fi

switch (config-eap-profile)# method TLS
switch (config-eap-profile)#

Ja—nR_) a7 4 F¥al— g
E— FEBRBLET,

EH4 2 EAP N EAHRE L £,

ATvT5

interface ethernet dot/port
1 -

switch (config-eap-profile)# interface
ethernet 1/30
switch (config-if) #

B/ETHA L E—T oA ATBINL, A
VH—T 2 f A AT 4 X2l — g
v E—FREBMBLET,

ATvT6

[no] dot1x supplicant eap profile eap
profile name
5l

switch (config-if)# dotlx supplicant
eap profile

Ja—)L a7 4 FXalb—g
ET— F&ERHEBLET,

802.1X %7 Y H v h&Z EAP 71 7 7 A
JVZHERL L F T,

802.1X MEXE .
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821X oEEE |
B sz xcot—to715—5 PAE DR E - HIR

A3 =D ARTDA—t 2T 144 —%3 PAE DYERL FE =1 HIBR

A B —T 2 A ATRO2IX A —t& T 1/ —4 Port Access Entity (PAE) A > A% o A& ERK
FIFHIBRTE ET,

)

CE) T4V TIE, A F—T 24 ATIRIX A F—7 NI LT & ZFIT, CiscoNX-0S V7
FT 2T Ik o TA VB —T oA A THE— T 47 —HPAEA L AX L ADERR S NET,

1R BHHEIIZ
802.1X #HEx A R —T /T LET,

FIIg
ATV RFERIEITII Y B8
A 5w 71 |configureterminal yra—r\ L ar7 4 Xal—a
i - T— NERBLET,

switch# configure terminal
switch (config) #

AFwF2| (&) showdotlxinterfaceethernet | A v % —7 = A A LD 802.1X OHREH

slot/port HRLET
fi
switch# show dolx interface ethernet
2/1

R 7 7 3 |interface ethernet slot/port g A AT = AR L. A
1 VHE—T 2 AR AT 4 Fal— 3

v E—RERMBLET,

switch(config)# interface ethernet 2/1
switch(config-if) #

Z 5w 7 4 | [no] dot1x pae authenticator A BT o RACH b T 4 e X
i) : PAE A VA X UV A FR LE T, A~
switch (config-if)# dotlx pae H—T A AN PAE A VAKX A%
authenticator ﬁ”lﬁ“jﬁé £, no ﬁ/ﬁ%{&%ﬁﬁ LET
GE)

A —t T 4 —% PAE A S F—
7 A RZTTITAHEL TW DA
dot1x pae authentication =~ > R %%
FTLTHA v A —T = A A LOREIL
EHEINEE A,

. 802.1X MELE
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suFehnmiEzan=ss [

AU RFERETOVa Y

B8

ATy TH

(f£%&) copy running-config
startup-config
1 -

switch (config)# copy running-config
startup-config

FEFar 74 Xal—ark, AX—
NPy a7 4 Xalb—g0la
I:Ob‘l_/giwg‘ﬂo

7 )T« ﬁ)bnru\nméﬁ&kﬂ[:j—é

458 HHEIIZ

*RADIUS DFE=F Y v T HH ML ET,
« FN—TFHNDOFTXTOY—,328 RADIUS —_Th B Z L 2R LET,

FIRr

ARV RFERRTI VA Y

El:)

ATy T

configureterminal

&1

switch# configure terminal
switch (config) #

Juau—nN)ary7 4 FXal—g
£ F‘;&E:ﬁﬁé\]\/i—é—o

ATvT2

radius-server test idle-time minutes

1 -

idle-time 1

switch(config)# radius-server test

T — N Ip = RE =R Y D
NIA=BERELET, T 7411
@J~$Zﬁwm\?7ﬁwkmﬂx
— Ridtest T9, 74 KL ZA~—
@77¢w%ﬁi0 >CY, AR
PHIZ 0 ~ 1440 53 CT9,

GE)
RAmU&%<N®E%%&%:&U>/
TEITHINE, TA RV HA~—

KO REREET Eﬁéz%m@@i
T IN—TIBEOY— 0o 555
B, W —OT7 A4 RV E A ~—%
_mﬁLiT

ATvT3

radius-server deadtime %3

1 -

1

switch (config) # radius-server deadtime|

PLRIZ B D37 - 72 RADIUS H— 3
% Cisco NX-OS T3, ANTF = v 7 %
WMOLETONBEERRELEST, 7
74V MEIX 04T, BRI
0 ~ 1440 4T,

GE)

802.1X MEXE .
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821X OFE |

ARV FFEREETIVa Yy

S

Ty REA LE0K D REVEIZRE
LT, E=4 V7RI LET,

ATvT4

radius-server host ipv4-address key[O |6
|7] key-value

1 -

switch (config)# radius-server host
10.105.222.183 key 7 "fewhg"
authentication accounting

9T D RADIUS #—/3H D RADIUS
F—ZHELET, key-value 37 U T
TX AL (0 O, AT 65
b (6) X, A 7 7HEBAL (7)
AN EE TX £9, Cisco NX-0S
V7 My =T T, FTar 74X
L—a VIRFT DRI VT 7%
ARDOF—%MHbLET, T 741
FOERIZZ VT TF A FTY, &K
T63 XFTT, 774/ FTIL,

RADIUS F—35%E SN FEH A,

GE)

generatetype7_encrypted secret =~
RaEH LIRS L TITRE L
TWa5EE. 2FAOEO X S IZ51H
BFCHHATANILTLEEV, Bl
DU TIE, RADIUS #7213 TACACS+
DIHWEDOREEZRL TIEE
U,

ATvTh

radius-server host ipv4-addresstest
idle-time minutes

&1

switch(config)# radius-server host
10.105.222.183 test idle-time 1

P—RE=Z Y THONRT A—2 %
RN ELET, T 74/ hDx—
BT test, 7 7 A/ FDI/NRAT— R
idtest TF, TA KL EZA~—DF
7 4V MEIX 04y T, ARh/REIPH I
0~ 1440 53 T,

GE)
RADIUS H— D EHM T =H U
THEATHIIZINE, 74 KX A=—I20
LV REREERTTIOILNERHY F
7,

ATvT6

. 802.1X MELE

aaa group server radius group-name

&1

switch(config)# aaa group server
radius ISE 2.4
switch (config-radius) #

RADIUS #—/8 ZL—FZEp L, #
D7 N—7DRADIUS % —/\ J )L—F
a7 4 X2l —va T E—-RE
BAtA L £, group-name 514%ix. K
127 LF ORI DFEHTFDOA N 7
T, RXF/NLFREBEET,
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| sz1x oz

15— z4 20eRERE0A *—T 1t |

E:)

RADIUS #— 7 )L —FZHI&$ 512
X, 2oy FonoER 2 AL £
j—O

GE)
FITF I DY AT DERRT 7 4L b
7 v—=7 (RADIUS) IIHIBRrCT& £
oo

RADIUS #—/3%_ RADIUS #—/\ 7
=T DA NR—L LTHRELET,
FEE L 72 RADIUS H— 3SR o5 73
o =A%, radius-server host =<
VREFEHALTYH—N"EEREL, 20O
av U REL ) —EIITLET,

TR T I—TNDO P — 3 & O
45 VRF ZfE L £,

ZOT AL ATHRESNTNDET AT
DORADIUS Y — T N—THO 71—
INIIIGTEA VX —T = A A BREL
£7

RADIUSH— T )N—TF a7 X
L—y g 7EBE—REKRTLET,

ARV RERETI3 Y
ZAFwF1 |server {ipv4-address|ipv6-address|
hostnhame}
i
switch (config-radius)# server
10.105.222.183
RAFw 78 |usevrfvrf-name
i
switch(config-radius) # use-vrf
management
AT w79 |sourceinterfaceinterface
i
switch (config-radius) #
source-interface mgmt 0
ATy 710 |exit
i -
switch (config-radius) # exit
switch (config) #
AT w711 |authentication event server dead action
authorize
1 -
switch (config) # authentication event
server dead action authorize

RADIUS $— NIZHFETE R WS
2, §_RTDOIIAT v ha@RaLE
—é—O

AVE3—T 14 ADEYPBEILD 1 r—T Lk

A B =T x4 AD 8021X EHHTIEE A X —T VT

L. FRBREz FT 4 2HEZHRE L &

T, WM ZHEE LRV THBREZ A X — 7 /W LEGE . Bt T O MRiZ 7 v — S fElz

T AN NERESNET,

802.1X MEXE .
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Note

E@wuuﬂi7 EIfZ;KEP 7va LmunEZ§jL7:U\E31*j7 Uy NOAT—H R|

IRBEZ T EE A,

Before you begin

Cisco NX-08 T /34 2 T 802.1X MéREZ A % —

Procedure

TN LET,

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)L a7 4 FXal—g
T— F&ERHEBLET,

ATvT2

interface ethernet slot/port

Example:

switch (config)# interface ethernet 2/1
switch (config-if) #

RET DA HF—T oA AR, A
VH—T 2 AR AT 4 K2l —F
?/ £ ]\“%Eﬂﬁébijﬂo

ATvT3

dot1x re-authentication

Example:

switch(config-if)# dotlx
re-authentication

AVH—T oA AR IN TN T
V71> N OFEMHERIEE A 1 — 7»VL
9, T 74 NTIE, EMEEGE

F 4 =T NTY,

ATvT4

(Optional) dot1x timeout re-authperiod
seconds
Example:

switch (config-if)# dotlx timeout
re-authperiod 3300

HGEOMME (B) 2% ELET, 7
7 4 v MiE 3600 BT, EORIL 1
~ 65535 T,

Note

AE =T 2 A A EOFEYHRGEE A
R =TT HGETET, Zoa~vy
R Cisco NX-OS 7 /34 2 DEMEIZ
BLFET,

E/

ATvTh

exit
Example:

switch (config-if)# exit
switch (config) #

a7 4 Fal— gy ET— REKT
Li‘j—o

ATvT6

(Optional) show dot1x all

Example:

switch (config)# show dotlx all

802 IX HEDT X TDHOAT—X AB XL
OREHFREFR T LET,

. 802.1X MELE
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Command or Action Purpose

R 77 | (Optional) copy running-config FTar 74 Xal—ark, AX—
startup-conflg "Ny arvr7sXal—3aila
Example: E—L%9d,

switch (config) # copy running-config
startup-config

FEICKDH TV AL FOBERSE

Qmmmos?A4XéW®%fUﬁybikm4y&—7m4x®%f9ﬁyb%%@fﬁ
PEECE £,

)

Note FENZErmtxth, T TICRIESNTWEY T U B FDORAT—Z AT BE2Z T EH A,

Before you begin

Cisco NX-0S T /34 2 T 802.1X MéEZ AN LE T,

Procedure

Command or Action Purpose

R w 71 |dotlx re-authenticate [interface slot/port] | Cisco NX-OS /34 A E 713 A v X —

Example: TxAALOYT U T M HEREREL F
switch# dotlx re-authenticate interface Tro
2/1

'f “/'3"—7147(0) 8021X nn..\nIE/)-l’r? ODWE

CiscoNX-OS TXA ZADA v H—T =2 A AL TERETE S 802IXBFEZ A ~—IF. kRDOLB
D T‘é—o

FHEFRE2 A < —
CiscoNX-0OS T/XA ANH 7V h o FEFEIETERWGEAE. AL v TFIIFTEDORMT A R
JWRBBIZ2 Y | ZOHFFITLE T, R Z A ~—DfETT A R/VORFEARE Y £
Tomﬁw%%¢éﬁl . Y SRR SR T — REREE LA R H Y £
Ty T7ANPED BNSVEEANTZZ EICE 5T, 22—~ &R 2 i T &
F9, T 7 AN ML T u— VR 2 A~ —OfE T, fEIiE 1 ~ 65535 70T,

L— hHIRRZ A4 <7 —
Vw%ﬁ@ﬁ%ﬁ\#fva%#%L%:%EénfwéEmmbme&yh%mﬁ
LET, A—kr 74 =& — MIRFEE Y, FEREICHKE L= 7 U > Rnb O
EAPOL-Start /X7 > hEMH L ET, 774/ MAIZOR T, A—8> T 4 r—2 LT
T? EAPOL-Start /X%~ M &ZALE L F9, ®iPHIT 1 ~ 65535 T3,

802.1X MEXE .



821X oEEE |
B sz xomnxmiErrv—ozE

L/'f‘\”4/§”7 v I HRA J:)‘tu.unftﬂ—/\laﬁa)ﬁa_h@'f?—
PRREY— NI, LA VAT Y NEZETHTEWNCAAL vy FICBMLET, AA v F 9N
7y PEERIGEBHEZETE WIS, CiscoNX-08S 7 /3 ALATE DR 721 75 L
Tth, Ny NEBRELET, 7740 NI 30T, #PHIT 1 ~ 65535 CT,
EAPIEE I L—LICHT 2RA v FEH T A FEOBEEFI AT —
BV J1 > RiE, Cisco NX-OS 7 /34 A D EAP-Request/Identity 7 L — AZxf L
EAP-Response/Identity 7 L — A T LE 7, Cisco NX-OS 7/3A AN Z DISEZ%Z[FT
ERD ol E. IEOKM (FEERRE) 20 L%, 7L —LA2HEELET,
774V ME30 B TI, ®PHIL 1 ~ 65535 T
EAPERIL—LICHT H2RAvFEH T A FEOBEEFI AT —
P72 ME, EAP R T L— A% %Z(F L7 Z & % Cisco NX-0S 7 /35 A A L E
To A= T AT —FNZOWHAEZETERPSTGE, A—t T 4 —2IIE
OIS L%, 7L —2Z2FEELET, T 740 M, 70— L EEE
B A~ —DfE T, GPHIL 1~ 65535 F T,
I nactive period timeout
CiscoNX-OS 7 /NA ANRRE S NTHINC O~ THET I/ T 4 T DFEETHDHEE, timeout
inactivity-period %, FE7 7 7 ¢ 7HIMAZRE LE T, fH/PHELHEIT 1800 2 CTF, fEA
HRGERFRI OB LD /S W L 2R T HAHLERH D 77,

\}

Note - 57 4 /L MEIZ, Vo7 OEEEMET LERES0. BEOY 7Y v B L OGRIHEY—
NOBEICRIEN D 55A7R E. BE IR T ARHEBEIT O BAICIETEFR L TLES
AN

Before you begin

Cisco NX-0OS T /314 A2 T 802.1X #éRE A AN L3,

Procedure
Command or Action Purpose
ZFwF1 |configureterminal PH— L Ay T 4R L— gy
Example: T FEBBLET,

switch# configure terminal
switch (config) #

R v J2 |interfaceethernet slot/port 2 VBT o RETRIR L.
Example: A HF =Tz AT 4 Fal—
switch (config) # interface ethernet va y/q}hgls%fﬁﬁﬁél/§£7ro

2/1

switch (config-if)

R w 73 |(Optional) dot1lx timeout quiet-period F—t T 4 —EN

seconds EAP-Request/Identity 77 L — AZxf9 %
Example: TV FInbDIRE D, BR

. 802.1X MELE
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A3 —T 24 ADIXBFEZ A I —DEE .

Command or Action

Purpose

switch(config-if)# dotlx timeout
quiet-period 25

EEETHE TORME2HE TRE
LET, T74NMITRTOA
H—T 2 AIREIND 7T m—s3b
T, ®PHIL 1 ~ 65535 0T,

X5 w74 |(Optional)dotlx timeout ratelimit-period | Z8ZFIZ R L7=HF U By R D
seconds EAPOL-Start /37~ | % A7 9~ 2 IRFfiH]
Example: EMBCTRELET, 7740 MEIT
switch (config-if)# dotlx timeout 09, #FAIX 1~ 65535 BT,
ratelimit-period 10
XFw 75 |(Optional) dotlx timeout server-timeout |Cisco NX-OS T /34 AN IEY— (|2
seconds Py b EREIET B AR I
Example: EMECTRELET., 7 7 4/V ME30
switch (config-if)# dotlx timeout BCd, #PAIEL 1~ 65535 T,
server-timeout 60
ATw 76 |(Optional) dotlx timeout supp-timeout | Cisco NX-OS /XA A7\ EAP Bk 7
seconds L— A EFRET BN, BT B
Example: FREAPER 7 L—AIDSELTL %
switch(config-if)# dotlx timeout D %EF%%‘?‘ ZD H%Eﬁfﬁ %$¢§&T§£Hﬂz L/i
supp-timeout 20 T 7oA M0 TT,
~ 65535 FH T,
R w77 |(Optional) dotlx timeout tx-period FFUB Y FMSEAPER 7L — A%
seconds ZAF LIz BAAEE ShAaVEaIT,
Example: EAP R 7 L— A& WA ET HRlEE
switch(config-if)# dotlx timeout %9\;&(%&733 Li'ﬂ‘o 5:‘\7 N ﬂi‘daf\
tx-period 40 TOA L E—T =2 RAIRESIND T
2= SURDHCTS, #iPRIE 1~ 65535
A
XF w78 |(Optional) dotlx timeout inactivity-period | z 1 « F23IET 7 5 ¢ TUIRBEZ HEEE T
seconds X ORMARE LET, BT
Example: 1800 ¥ T,
switch(config-if)# dotlx timeout
inactivity-period 1800
ATy 9 |exit AT 4 X alb—arE®— RERT
Example: LETS
switch (config)# exit
switch#
AT w710 |(Optional) show dotlx all 802.1X DB/ EXF T LET,
Example:

switch# show dotlx all

802.1X MEXE .
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Command or Action

Purpose

(Optional) copy running-config
startup-config

ATvIN

Example:

switch# copy running-config
startup-config

FElTar 74 Xal—TarFk, R
H— K T a7 4 Xal— g
o — L%,

MAC FEEE/ N1 /SR DA +2—T L1k

YU H L FOBEREENTWRWA V2 —T A X T, MAC ZREEA R2AE A R —TILIZ

THILENTEET,

4a & SRS

-

Cisco NX-0OS T /34 AT 802.IX BEZAZ A X —T NIz LET,

FIE

AV RFEERETIVa Y

=)

configureterminal

1

switch# configure terminal
switch (config) #

ATy T

Ja—)L a7 4 Falb—g
£ F%%ﬁﬁébi—g«o

interface ethernet slot/port
1 -

switch (config)# interface ethernet 2/1
switch (config-if)

ATv T2

RET DA HX—T A AR L, A
VH—T AR AT 4 Fal—g
v E—RERBLET,

dot1x mac-auth-bypass [eap]
1 -

switch (config-if)# dotlx
mac-auth-bypass

ATvT3

MAC FBFENA XA A 2 —T LI L E
T, T AN MINARADT 4 —T
NTT, eapF—U—REFEHAL T, 7F
AIZ EAP Z i 9% & 9 1T Cisco NX-0S

TNAAERELET,

exit
1 -

switch (config-if)# exit
switch (config) #

ATv74

a7 4 F¥al—varET—REKT
Li‘g—o

ATFw 75| ({£&E) show dotlx all

1 -

switch# show dotlx all

RO IX HEEDT RTDHAT —H AB L
VR EEREFRLET,

. 802.1X MELE
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FI74IL D 802.1X

FIE

774 ko s2ax BiEsxon - MAs [l

AU RFERETOVa Y

B8

ATvT6

(f£%&) copy running-config
startup-config
1 -

switch (config)# copy running-config
startup-config

EfFar 7 4 X2 l—ark, AX—
Ny a7 ¥al—v g iz
I:Ob‘ I./iwg‘*o

FREE A EDIER - MAB

CiscoNX-0S U U — 2 9.3(5) LARE TlE, 802.1X kHhtsAn—
. MACHGENA /X2 (MAB) |

FNCREINDZTXTORNT T 47

CEoTOHGIETEET, CiscoNX-0S U U — X93(5)J:

D%)HlJVCi _’9]4’\(.@]\574' /7 iﬁ*ﬂ EAPOLi J:O/Cmunﬂ:.én MAB& J:éﬂ'bﬂ

EAPOL#IFE v a U BZ A LT kLTI

IOHITOIE LT,

1R B
Cisco NX-0S 7 /34 2 T MAB HRER A 2 — 7 /T LET,
avYRFERET7IOIY BRI

Z w71 |configureterminal Ja—r_)ar7 4 ¥al—i gy
Bl T REBILET,
switch# configure terminal
switch (config) #

AT 72 |interface ethernet slot/port AVH—=T oA AEEIRL, X —
- Tz A AT 4F¥alb—Tg )y T—

S N
switch (config)# interface ethernet 2/1 }‘%ﬁﬁﬂﬁnl/ik7fo
switch (config-if)

R TFw 7 3 |dotlx mac-auth-bypass MAC FEENA N2 A X—T N2 L E
i - Ty FTAN MSA RADT =T
switch (config-if)# dotlx }VTTT?O
mac-auth-bypass

AT w 7 4 |[no] dotlx authentication order mab RADIUS P NCF—H NFTT 4V
ﬁ“i O)nun *TL/TfhdAl35f4);F :f/V@:l/
switch (config-1f)# dotlx authentication > J ° S RO no JpAZ BT

order mab HE. T 74N NOFEIES XA EAPOL
WCEELET,

2T v 75 |exit a7 40— gy ET—RERKRTL

5l ESE

802.1X MEXE .
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ARV RFERETIVa Y

B8

switch (config-if)# exit
switch (config) #

ATvT6

(&) show dotlx all
1

switch# show dotlx all

802.1X HERED T RTHOAT—H AR &
Nar 74 Falb—a U ERrERL
7,

ATy T1

(f£7) copy running-config
startup-config
{5

switch (config)# copy running-config
startup-config

FTar T 4 Fal—rah, AX—
NPy a7 4 X¥al—vgila
[:0_ Lij—o

BALFIVY 7O EX X FDER

1R8O BRI

RORFEZHR L TITEEU,

*802.IXMAB 7 ATV FOHRFED N T 7 4 v 7 VT AEHAEII Ty 735895
12, TP ACE TACL 4 (acl-name) ZFHAHZ T 7T L LET, T8 AHRT S
TV 5 ACL4 (acl-name) (X, ISE — 0552159 5 acl-name & —ETAHAMLENH D

£,

FIE

ARV KRFERERETY VY

=)

ATy T

configureterminal

1

switch# configure terminal
switch (config) #

Ja—nR_)L a7 4 F¥al— g
E— FEBBLET

ATvT2

har dwar e access-list tcam region ing-dacl
tcamsize

1 -

switch (config)# hardware access-1list
tcam region ing-dacl 256
switch (config) #

TCAM %A XAEFEELET, FEETE
HEIPHIZ 0 ~ 2147483647 T,

ATvT3

ip access-list blacklist

1

switch (config)# ip access-1list
creative blacklist

EREHDT T v 27 VA NEREL, K
TE SHLT2 TCAM YA RN HS Tl
LET,

. 802.1X MELE
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ARV REEET7IVa Y B
ATy 4| ({E&E) showip accesslist BREFLDIPT 7 A YR NERRL
1 =75

switch(config)# ip access-1list
creative blacklistl

ATy F5| (fEE) show ip accesslist dynamic BEFHLOIPT 7 EA YR NERREL
f =75

switch (config)# ip access-list

creative blacklistl new Ethernetl/1l

statistics per-entry

10 permit udp 0000.1b40.£f£f13

0000.0000.0000 any range bootps bootpc
vlan 100 [match=123]

20 permit udp 0000.1b40.££f13

0000.0000.0000 any eq domain vlan 100
[match=456]

30 deny 0000.1b40.££13 0000.0000.0000
any [match=789]

AT 76| (f£E) copy running-config Frar 74 Xal—vark, AL—
startup-config Ny ar7sFalb—arila
15“ : [:O‘_I_/i‘j—o

switch (config)# copy running-config
startup-config

a—H B{10 DACL 5% 7E

CiscoISE—N"Ta—HF T LDODACLEZHETE LT, 0%, 3FFha—FBIO=2—
P IN—TNRy NI —=7IZT 7 AT 5 HEEZHET 72012, ZnEHFRY —c32%E

T&EY,
Fg
ARV RFERIFETIIaY Br
A 71 |configure terminal Ta—N)L ar 7 4 F¥al—a
- T— RZBBLET

switch# configure terminal
switch (config) #

Z 5w 2 | hardware access-list tcam region ing-dacl | %7 > DACL-TCA MV —< 3 > & {ERk
i - T2 X IICAA v FTTCAM Z@E L
iﬁ‘o

switch (config)# hardware access-list
tcam region ing-dacl

802.1X D% E
|
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821X OFE |

ARV RFERETIVa Y

B8

ATvT3

exit
I

switch (config)# exit
switch#

a7 4 Fal—ay BT— REKT
L\i‘j—-‘o

ATvT4

reload
e

switch# reload

CiscoNX-OS 7314 A% Un—RNLE
7,

RDBERY

ISEOD7ay 7 UANENZITA T MO DACL % ELET,

)

GE)  ISE ® ACE ZiX, T XTO DACL 7 A 7 > MIxt L THEERZ2IES SNBSS

72, IP DEENL—NVEZRELRNTL IZE,

Tuay 7 UANTZTAT 2 ME802.IX A — MIHEGE L., radius access-accept A v &E— D
& LTACLAV-Pair 247> —KNLET, ZELLACLIE, FEDZ T4 7T FDR—h
WEH SN ET,

DACL DR EIFIED AN DWW TIL,

[CiscoID ¥ —bE R = DU EBEHA R, VIU—2A

30] » Te7 A b OFICHDL XD u— NAHER ACL OHERZBIET 2] OHEZM
LTSN,

UL EKRRA N E—FFEFETILF RRA N E—FKOA4 2—TIL{E

A H =T 2 A ALTUV TNV HEAN BT—RELIINLTFT RA R T— KA R2—TNWIT5H
ZENTEET,

Before you begin

Cisco NX-0OS /34 AT 802.1X ¥éhE A A % — 7 /W LE T,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)L a7 4 FXal—g
T— F&EBHEBLET,

. 802.1X MELE
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Command or Action

Purpose

ATvT2

interface ethernet dot/port

Example:

switch (config)# interface ethernet 2/1
switch (config-if)

T HA v 5 —7 = A REBIRL, A
VR —T a2 f R AT 4 K2l —a
v E—-RERBLET,

ATvT3

dot1x host-mode {multi-host | single-host}

Example:

switch (config-if)# dotlx host-mode
multi-host

RANE—RERELET, T 74V

. single-host T3,

Note

FEELIZA v ¥ —7 = A AT dotlx
port-control f > % —7 = A AFKEA~
YR autolZREINTWND Z & Zfif
LT 7EEN,

ATvT4

dot1x host-mode multi-auth

Example:

switch(config-if)# dotlx host-mode
multi-auth

BHGERIEE— FEZRELET, A—h
X, EAP £72IEMABOWT A, F72
iﬁji@n’ﬂ%t/\?b'&ﬂE% _wuﬁé:ﬂt

G\ DRI SIVET, RIS
éé:\ Ty NU—7 T AWHRS
ET,

EAP %7213 MAB D87

ATvTH

exit
Example:

switch(config-if) # exit
switch (config) #

a7 4 Xal—var ET—RERT
L‘ij‘o

ATvT6

(Optional) show dot1x all

Example:

switch# show dotlx all

802X HEBEDT R TDHOAT—HF A F &
VR EEREFRLET,

ATy T17

(Optional) copy running-config
startup-config
Example:

switch (config) # copy running-config
startup-config

FTar 74 F¥al—Yark, AX—
Ty a7 40Xl — g0l
v—LEd,

Cisco NX-0S /N1 XA T 802.1X

Cisco NX-08 T /34 Z D 802.1X R:E % HERhIT

il

E. PRIEIL Cisco NX-0S T /31 A5

At I:IIE O) 7N y)] 1[:

ITEET,
e A Qmmm05/7bwl7#mmxw£%ﬁ% LE9, 72727, 802.1X Hhe
BN LT
T TliE, 802.1X ORREZ KT

F 7 4V N T, 802.1X R A A

Bk SN E9, CiscoNX-0S V7 h 7=

802.1X AL Z Az TE E T,

802.1X MEXE .
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B cisconxos 754 To 802X BEOEMIE

\)

Note QU2 IXFRFEAMEZNICT DL, RESNTVAR— b T— FIZEBRLS, 3 THOA X —T =
A ADHR— T F— K25 7 /L b D force-authorized 1272 0 F£9, 802.1X FRFFx H AN

HE. CiscoNX-OS V7 "= TI3A v X —T oA A LITHRELTER—F ET—F2ELLE

B

Before you begin

Cisco NX-0OS T /34 2T 802.1X ¥éRE A AN L ¥,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ju—)aryZ7 4 xXal—gy
F—FzfnLE7

ATv T2

no dot1x system-auth-control

Example:

switch (config)# no dotlx
system-auth-control

Cisco NX-08S T34 A L 802.1X &
PN LET, T 74/ b TIHEANIC
o TWET,

Note

Cisco NX-0S 734 Z o 802.1X #%i
AT HITiE, dotlx
system-auth-control =~ > K& L
£7

RT w73 exit REET— REKTLET,
Example:
switch (config)# exit
switch#
R T 7 4 | (Optional) show dot1x SO2LIXMEFED AT —H A KR LT,
Example:

switch# show dotlx

ATy Th

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

ETar 74 Xal—ark, AE—
Fry T argoXab—ra iz
[:0\___[/\35@—0

. 8021X

]

axX &
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802X B4RED T« E— T JL1E

Cisco NX-0OS T34 A LD 802 IX kEZ T 4 B —T7 M TE £,

8R.IXET 4 =TT 5L, BEETILITXTORENHBIICEESINE T, CiscoNX-0S
V7 R =T, 802IXEFEA X—T NV L CHELXFETLIHAICHHATE 2885 T = v
TRA Y FEERLET, SR OWTIE, ZHEHOT T v b7 4 — 20 [Cisco NX-OS 3 A
TLENEBRETA R 22 LT EE0,

Before you begin

Cisco NX-0OS T /34 2T 802.1X #éfEA A 2 — 7 /W L ¥,

Procedure
Command or Action Purpose
AT w 71 | configureterminal JTa— )L a7 4 ¥z lb—3a
Example: EF—FEBLET

switch# configure terminal
switch (config) #

AT 72 |nofeaturedotlx 802 1X HERER T 4 E—T LI L £,
Example: Caution
switch (config)# no feature dotlx BO2IXMHEZ T 4 E—T 2T B L.
802.1X DT X TOFENHIBR SN F
j‘o
R T 73 exit REE— REKTLET,
Example:
switch (config)# exit
switch#
R T w 7 4 | (Optional) copy running-config FEfTa 74X al—arhr, AX—
startup-config NP7 av7 4 Xal—arica
Example: vE—LET,

switch# copy running-config
startup-config

8021IX A VA — T A REBREDTIAHI MaE~AD) Y +

A BE =T 24 ADSNRIXREET 74/ MECV Yy T2 LN TEET,

Before you begin

Cisco NX-08 T /34 2 T 802.1X MéEZ AN L £ 7,

802.1X D% E
|
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Procedure

821X OFE |

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)ary7 4 Xalb—g v
E—RFZRBLET,

ATvT2

interface ethernet dot/port

Example:

switch (config)# interface ethernet 2/1
switch (config-if)

BRETDHA X —T A AEZTRL, A
VHE—T 2 Af A AT 4 Fal—3
v E— RERGLET,

ATvT3

dot1x default

Example:
switch(config-if)# dotlx default

A B =T 2 AD 8NRIXKRTEET
TV MEICRELFET,

ATV

exit
Example:

switch (config-if)# exit
switch (config) #

a7 4L —var B— REKRTL
ij‘o

ATy TH

(Optional) show dot1x all

Example:
switch (config)# show dotlx all

802 IX BBEDT XRTDHORAT —H AB L
VR EEREFRLET,

ATvT6

(Optional) copy running-config
startup-config
Example:

switch (config) # copy running-config
startup-config

FlTar 7 4 Fal—vark, AX—
NPy ar7 4 Xal—rgila
E—L £,

AB—DTTARTODA—CTa5—2EEHT)AY

LDIRARBDKTE

RN T L—

torvalrNFA LT T T EHETI, CiscoNX-OS T A AN, LV H—T 2 A ALETHTY
H v MIRBREER 2 A ET KB EZHETCEET, 7 740 MI2EITT, AR/
X1~ 10 [ETY,

Before you begin

Cisco NX-0O8 /34 AT 802.1X #¥hE % 1 —

. 802.1X MELE

Tz LET,
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Procedure

8021X F2EEM RADIUS 7 H o VT «

vongx—7uite ||

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—ary7 4 Xalb—g v
E—RFZRBLET,

ATvT2

interface ethernet dot/port

Example:

switch (config)# interface ethernet 2/1
switch (config-if)#

BRETDHA X —T A A&EFTRL, A
VHE—T 2 Af A AT 4 Fal—3
v E— RERGELET,

ATvT3

dot1lx max-req count

Example:

switch(config-if)# dotlx max-req 3

RFGEESR Y NI A B EEH LE
T, T 74V MI2EITE, ARhZe P
11~ 10[ETY,

Note

FEE LA v H—7 = A AT dotlx
port-control 4 > % —7 = A AFRKEA~
yFﬁamo;&ﬁéﬂxwws L a i
BLTLLIEEN,

AT v 74| exit Ao B —Tx2f AL T 4 Fal—T 3
Example: YE-RERTLET,
switch (config)# exit
switch#

AT 75 | (Optional) show dot1x all 802.IX HFEDT R TDH AT — X ZFB &
Example: OREHRERRLET,

switch# show dotlx all

ATvT6

(Optional) copy running-config
startup-config
Example:

switch (config)# copy running-config
startup-config

Frar 74 Xal—vark, AX—
Ty a7 X2l — 302
Eoﬁbi?‘*o

802.1X

BO2AX FRFEDT 7T 4 BT 1

l:mt.\nIEOD RADIUS 7jj '7/7_’{ ./7 0)’(*

(%45 RADIUS 7 H 7 T v T A F—

Before you begin

Cisco NX-0OS /314 AT 802.1X #¥hE % 1 —

Ik
TN TEET,

Tz LET,

802.1X MEXE .
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Procedure

802.1X DR E

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)ary7 4 Xalb—g v
E—RFZRBLET,

ATvT2

dot1x radius-accounting

Example:

switch (config) # dotlx radius-accounting]

802.1X IZ%f9 % RADIUS 7 h o v 7 4
VT EAR—T NI LET, T+
TIETF 4 E—T N> TWET,

AT w73 |exit a7 4K al—ary EB— REKT
Example: LET,
switch (config)# exit
switch#

R T 7 4 | (Optional) show dot1x 802.1X DEEZ TR LET,
Example:

switch# show dotlx

ATy TH

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FFar 74 Xal—ark, AX—
T w7 a7 44Xl — g0l
I:O*_‘[_/ji—aﬂo

802IXDAAA 7 ho VT4 T ARKD

ZHTDAAAT AT T 4 T HREA F—=T M TEET,

802.1X HEREL

o

axX AE

Before you begin

Cisco NX-0OS /34 AT 802.1X #éfEA A 2 — T /WIZ L ¥,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Ju—)aryZ7 4 Xal—gy
F—FzfmLET

ATy T2

. 802.1X MELE

aaa accounting dot1x default group
group-list

802.1XIZ5TBAAAT v T 40
A X—T NV LET, T 74/ FTIE
F4—T N TWVWET,
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Command or Action Purpose

group-list 51T, 7 Vv—T 4 % AR—
A TR o7V A MERRELET, 7
N—T 0%, RO LS ITHEL LT,

s radius : HEFHDTXTD
RADIUS H—,x

« named-group : & EF B DIEE D
RADIUS #—/\ 7 /L—74

AT w73 |exit a7 4 FXal—Tary EB— REKT
LET,

AT v 7 4| (Optional) show aaa accounting AAAT AT VT 4 VT OREERRL
£

R T 75 | (Optional) copy running-config FHrar s Xal—valrE, AF—

startup-config NPy a7 4 Xal—vgila

[:ob—[/ij_o

Example

WIZ, 802 IX HEREZ AN T DB 2R LET,

switch# configure terminal

switch(config)# aaa accounting dotlx default group radius
switch (config)# exit

switch# show aaa accounting

switch# copy running-config startup-config

A 23— 14 ATHBEFARKY 51 BIHDHE

Procedure

vy alrBEA LT T RTHETIZ, CiscoNX-0S T /3A ANA U H—T 2 A A LETHTY
A MCHRREERZ FEETORKEBEZHRECEET, 774/ MI2[EITY, AR
FHIZ 1~ 10 BT,

Before you begin

Cisco NX-08 7 /34 2 T 802.1X MéhEZ A % — T /MIZ LE T,

Command or Action Purpose
2w 71 |configureterminal Fa— L Ay 7 4 X¥al— g
Example: T—FZBBLES,

802.1X MEXE .
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802.1X DR E

Command or Action

Purpose

switch (config) #

switch# configure terminal

R T w 7 2 |interface ethernet slot/port

Example:

switch (config-if) #

switch (config)# interface ethernet 2/1

BETAA L HA—T oA AT, A
VH—T 2 AR AT 4 Falb—a
v E—FREBBLET,

R Ty 7 3 | dotlx max-reauth-req retry-count IOKERBREESR Y b T A BAZH L E

Example:

3

switch (config-if)# dotlx max-reauth-req

T, T 7 4V MI2EITYE, ARhZe#H
11~ 10 [ET9,

ATy 74| exit
Example:

switch (config)# exit
switch#

Ao HF—T a2 A2 T 4 Fal—3
vE—REETLET,

R T 75 | (Optional) show dot1x all

RO IX HEEDT RTDHAT —H AB L

Example: ORTEEREERLET,
switch# show dotlx all
R+ 7 6 | (Optional) copy running-config FTFaL T 4 Xal—a vk, AX—

startup-config

Example:

startup-config

switch (config) # copy running-config

Ny a7 sFalb—arila
vE—L %9,

802.1X X E D&

802.1X fEH A X/RT BHITIE, ROWVTNNDOIEEEITNET,

avU kR

S]]

show dot1x

02X HERED AT —H A HF R LE T,

show dot1x all [details| statistics |
summary]

802 IXHEREDT RTHO AT —Z AR LR ERBHRAEFE
R~RLFET,

show dot1x interface ether net slot/port
[details| statistics | summary]

A=Ky~ A B =T x A ADO2IXERED AT —
FABLOREHRERTLET,

show running-config dot1x [all]

FITA LT 4 X2 b— g RO 802 1X HERED R E
EFRRLET,

. 802.1X MELE
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)
ax ;&

802.1X X TE D FEFR .

avw vk =]y

show startup-config dot1x AR — R Ty a7 4 Xal— 3 HND802.1X
HREDHREL R R LET,

hooavwry ROWHT7 4 —L ROFEMICOWTIR, SHEHO7S >y 7 +—20 [Cisco
NX-OStFx=2VT 4 a<wr RV 77 L] 2BRBLTLEEN,

Wiz, BIESNTREEOA —v T 4 r—H VTV h o vOiHFE LTOR— kDEAP-TLS
REICET ERER ST HHERLET,

switch (config)# show dotlx int eth 5/6 details

Dotlx Info for Ethernet5/6
PAE = AUTHENTICATOR
PortControl = AUTO
HostMode = MULTI HOST
ReAuthentication = Disabled
QuietPeriod = 60
ServerTimeout = 30
SuppTimeout = 30
ReAuthPeriod = 3600 (Locally configured)
ReAuthMax = 2
MaxReq = 2
TxPeriod = 30
RateLimitPeriod = 0
InactivityPeriod = 0
Mac-Auth-Bypass = Disabled

Dotlx Info for Ethernet5/6
PAE = SUPPLICANT
StartPeriod = 30
AuthPeriod = 30
HeldPeriod = 60
MaxStart = 3

Dotlx Authenticator Client List
Supplicant = C4:B2:39:2C:EE:50
Domain = DATA
Auth SM State = AUTHENTICATED
Auth BEND SM State = IDLE
Port Status = AUTHORIZED
Authentication Method = EAP
Authenticated By = Remote Server
Auth-Vlan = 0
DACL-Applied = False

Dotlx Supplicant Client List
Authenticator = C4:B2:39:2C:EE:50
Supp SM State = AUTHENTICATED
Supp Bend SM State = IDLE
Port Status = AUTHORIZED

szix oz i
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VXLAN EVPN @ 802.1X t-7R— k

ZD¥ 7 g TiL, VXLAN EVPN O 802.1X HEBE DAERL T EEIZ DWW TEA L £ 37,

VXLAN EVPN O 802.1X H-7/R— M ZRE9 43 EFI1E & HINEIE

VXLAN EVPN @ 802.1X ¥ — MIT2EEFHELEFNEEZRIRLET,

* Cisco NX-0OS U U — 2% 9.3(7) A& TliL, VXLAN EVPN #£HE? 802.1X 74— k23 Cisco
Nexus 9300-GX 77 v b 7 4 —L A v F THR—-hSNET,

RN TRV A E =T oA AFERIFTR— N FXxRXNVD A NR— R — NI FR— &
NEEA,

« VPC AR— MIVFR—FENEHA,

ZOMBEDOBAED Y R — FTIL, 802.1X BF =7 MAC EHD7=HIZ BGP-EVPN = |
o—/L 7 L— L CEMNS L O/ EVPN B2 A LET, FD7-H, Za— L
AU —» [dotlx mac-move deny] TH->TH, EVPN 2 E/- W THEITHZ LT TEF
A,

[dotlx mac-move] RYU T —NT7 77V o V2K TRICICRESINTNDLZ LR LE
T, /— R CTREDOKRIEIIITHON /W=D, FHERY =R L W 7eWnWGEiE T3
LR WENMER AT HAREERH Y 7,

EBE—FREFATE—FOE—HANE U E— D MAC BEIEIWEIZZATSNET, L
725 T, ERE— FRAMNI>TWNTH, MAC BENIFFR SN E T,

82IX EHR—bF X2V T 4 R—FINELDVLANZHFEHL WD Z AR LET,
[ U VLAN Z@ DR — MIEIVETHZ LIETEERA,

802.1X IZ VLAN Z## L7272, 2 DDHE/p % VLAN TR U MAC 245 Z & 1%
TEXEHA, BRI MAC BEIE— R UT. MAC 135 LW VLAN (281 X115
2, HEESINET,

« 2T 47 MAC £tEFX 27 MAC ZRIFFICERETHZ LI TEEH AL

¢ R I A J1— F#&#i#k L7= Cisco Nexus 9504 35 J U8 Cisco Nexus 9508 75 » k7 +— .14
AA v FiE, VXLAN TOSNVTFRIEB LI OV T EE AR — L TWERA,

« RADIUS OFAEZEE L VXLAN EVPN IC X W HR—FENTWET,
o A — V% E OHELEFRERERF I RIBR X T 7 4L ME T, 3600 F T,
c802.1X X777V w7 BTV U TIIAR—FENTWERA,

. 802.1X MELE
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VXLAN EVPN O 802.1X H7R— ~ DE&TE

ZDOFNETIE. VXLAN EVPN @ 802.1X #&EL £,

FIE

VXLAN EVPN > 802X # K — oz [}

ARV RFERFTIVaY

=)

R 71 |configureterminal Ta— ) ar7Z 4 ¥al—g
- E— FERBLET
switch# configure terminal

AT 72 |featuredotlx 802 IX HfEZ A F—T7 M L ET, T
i - T ANV N TIET 4 B—=T Mo T E
switch (config) # feature dotlx R

R T 7 3| dotlx mac-move {permit | deny} deny /X T A —# |3 MAC BE 245 L
il - £7, permit /N7 A —ZIIMACEE %
switch (config) # dotlx mac-move permit FEAT LT

ATw 74| ({E&) show running-configdotlx all |802.1X D% iE %K~ L E7,

1 -

switch (config) # show running-config
dotlx all

!Command: show running-config dotlx
all

!No configuration change since last
restart

!Time: Thu Sep 20 10:22:58 2018

version 9.2(2) Bios:version 07.64
feature dotlx

dotlx system-auth-control
dotlx mac-move deny

interface Ethernetl/1
dotlx host-mode multi-auth
dotlx pae authenticator
dotlx port-control auto
no dotlx re-authentication
dotlx max-req 1
dotlx max-reauth-reqg 2
dotlx timeout quiet-period 60
dotlx timeout re-authperiod 3600
dotlx timeout tx-period 1
dotlx timeout server-timeout 30
dotlx timeout ratelimit-period O
dotlx timeout supp-timeout 30
dotlx timeout inactivity-period O
dotlx mac-auth-bypass

interface Ethernetl1/33

802.1X MEXE .
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ARV RFEREET7TOVa Y ]3]
dotlx host-mode multi-auth
dotlx pae authenticator
dotlx port-control auto
no dotlx re-authentication
dotlx max-req 1
dotlx max-reauth-req 2
dotlx timeout quiet-period 60
dotlx timeout re-authperiod 3600
dotlx timeout tx-period 1
dotlx timeout server-timeout 30
dotlx timeout ratelimit-period 0O
dotlx timeout supp-timeout 30
dotlx timeout inactivity-period 0
dotlx mac-auth-bypass

VXLAN EVPNO®) 802.1X B-7R— kD HEER

VXLAN EVPN OREREHR TD 802.1X iR — 2 FR-TBHI121E, ROWTrda~<w Ra A

ILET,

avo kR B

show running-config dot1x all 802.1X DIATHERK Z TR LE T,

show dot1x all summary A B =T 2 ADAT—H AT LET,
show dot1x TNV PREERFLET,

show dot1x all A B—=T oA ADFEMERRLET,

show running-config dotlx all 23 < > F D45l

switch# show running-config dotlx all
!Command: show running-config dotlx all

!No configuration change since last restart
!Time: Thu Sep 20 10:22:58 2018

version 9.2(2) Bios:version 07.64
feature dotlx

dotlx system-auth-control
dotlx mac-move deny

interface Ethernetl/1
dotlx host-mode multi-auth
dotlx pae authenticator
dotlx port-control auto
no dotlx re-authentication
dotlx max-req 1
dotlx max-reauth-req 2
dotlx timeout quiet-period 60
dotlx timeout re-authperiod 3600
dotlx timeout tx-period 1
dotlx timeout server-timeout 30
dotlx timeout ratelimit-period O
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dotlx timeout supp-timeout

30

dotlx timeout inactivity-period 0

dotlx mac-auth-bypass

interface Ethernetl/33
dotlx host-mode multi-auth
dotlx pae authenticator
dotlx port-control auto
no dotlx re-authentication
dotlx max-req 1
dotlx max-reauth-req 2
dotlx timeout quiet-period
dotlx timeout re-authperio
dotlx timeout tx-period 1
dotlx timeout server-timeo
dotlx timeout ratelimit-pe
dotlx timeout supp-timeout

60
d 3600

ut 30
riod 0
30

dotlx timeout inactivity-period 0

dotlx mac-auth-bypass

show dot1x all summary 3<% > KDl

VXLAN EVPNO 802.1X H7K— k DR .

switch# show dotlx all summary
Interface PAE Client Status
Ethernetl/1 AUTH none UNAUTHORIZED
Interface PAE Client Status
Ethernetl/33 AUTH 00:16:5A:4C:00:07 AUTHORIZED
00:16:5A:4C:00:06 AUTHORIZED
00:16:5A:4C:00:05 AUTHORIZED
00:16:5A:4C:00:04 AUTHORIZED
switch#
switch# show mac address-table vlan 10
Legend:
* - primary entry, G - Gateway MAC, (R) - Routed MAC, O - Overlay MAC
age - seconds since last seen,+ - primary entry using vPC Peer-Link,
(T) - True, (F) - False, C - ControlPlane MAC, ~ - vsan
VLAN MAC Address Type age Secure NTFY Ports
————————— e e T e et I ettt
* 10 0016.5a24c.0004 secure - T F Ethl1/33
* 10 0016.5a4c.0005 secure - T F Ethl1/33
* 10 0016.5a4c.0006 secure - T F Ethl1/33
* 10 0016.5a4c.0007 secure - T F Ethl1/33
switch#
switch# show mac address-table vlan 10 (VPC-PEER)
Legend:
* - primary entry, G - Gateway MAC, (R) - Routed MAC, O - Overlay MAC
age - seconds since last seen,+ - primary entry using vPC Peer-Link,
(T) - True, (F) - False, C - ControlPlane MAC, ~ - vsan
VLAN MAC Address Type age Secure NTFY Ports
————————— B et et
* 10 0016.5a4c.0004 secure - T F vPC Peer-Link
* 10 0016.5a4c.0005 secure - T F vPC Peer-Link
* 10 0016.5a4c.0006 secure - T F vPC Peer-Link
* 10 0016.5a4c.0007 secure - T F vPC Peer-Link
switch#

switch# show mac address-table vlan 10 (RVTEP)

Legend:

* - primary entry, G - Gateway MAC,

(R)

- Routed MAC, O - Overlay MAC

szix oz i
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age - seconds since last seen,+ - primary entry using vPC Peer-Link,
(T) - True, (F) - False, C - ControlPlane MAC, ~ - vsan
VLAN MAC Address Type age Secure NTFY Ports
————————— e ittt e bt
C 10 0016.5a4c.0004 dynamic 0 F F nvel (67.67.67.67)
C 10 0016.5a4c.0005 dynamic 0 F F nvel (67.67.67.67)
C 10 0016.5a4c.0006 dynamic 0 F F nvel (67.67.67.67)
C 10 0016.5a4c.0007 dynamic 0 F F nvel (67.67.67.67)
show dotlx < > KDl
switch# show dotlx
Sysauthcontrol Enabled
Dotlx Protocol Version 2
Mac-Move Deny
show dotlx all 2 < > KO
switch# show dotlx all
Sysauthcontrol Enabled
Dotlx Protocol Version 2
Mac-Move Deny
Dotlx Info for Ethernetl/1
PAE = AUTHENTICATOR
PortControl = AUTO
HostMode = MULTI AUTH
ReAuthentication = Disabled
QuietPeriod = 60
ServerTimeout = 30
SuppTimeout = 30
ReAuthPeriod = 3600 (Locally configured)
ReAuthMax = 2
MaxReq = 1
TxPeriod = 1
RateLimitPeriod = 0
InactivityPeriod = 0
Mac-Auth-Bypass = Enabled
Dotlx Info for Ethernetl/33
PAE = AUTHENTICATOR
PortControl = AUTO
HostMode = MULTI AUTH
ReAuthentication = Disabled
QuietPeriod = 60
ServerTimeout = 30
SuppTimeout = 30
ReAuthPeriod = 3600 (Locally configured)
ReAuthMax = 2
MaxReq = 1
TxPeriod = 1
RatelLimitPeriod = 0
InactivityPeriod = 0
Mac-Auth-Bypass = Enabled
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switch (config)# show dotlx
Sysauthcontrol Enabled
Dotlx Protocol Version 2
Mac-Move Permit
Server-Dead-Action-Authorize Enabled

Server-Dead-Action-Authorize /X A — % OfES Enabled DA, 7 VT I I/VERIHERRNH
70 F97,

802IXNDE=-HY Y

Cisco NX-OS T/A ANEFE LTS 801X DT 7T 4 BT L ICHT 2 EHER AT T
i—a‘o

Before you begin

Cisco NX-OS /34 AT 802.1X ¥éhEA A % — 7 W LE T,

Procedure

Command or Action Purpose

R T 71 |show dotlx {all | interface ethernet 802.1X fatEME RN L E T,
slot/port} statistics

Example:

switch# show dotlx all statistics

802.1X O =% 7€ 5

WIZ, T7E®ZA R—RMI8IX ZHETHHZRLET,

feature dotlx

aaa authentication dotlx default group rad2
interface Ethernet2/1

dotlx pae authenticator

dotlx port-control auto

WIZ, bT 7 R— M 80R21X e iET HHlE R LET,

feature dotlx

aaa authentication dotlx default group rad2
interface Ethernet2/1

dotlx pae authenticator

802.1X D% E
|



821X oFE |
B =1 5=y dacLomsEs

dotlx port-control auto
dotlx host-mode multi-host

)

Note  802.1X FEFENME /R T _XTDA ¥ —7 = A A% LT, dotlx paeauthenticator =~ > K
WV dotix port-control auto 2~ > R&E#VIK L T 20,

3—H1 ANH71-Y O DACL D&% E

WOHNL, R—FD1 O TRESNTZ2—F T L DDACLEZ/RLTWET, DACL 2 EA &1
e, 7uryZ7URAN N7 4y 73RS EIET, DACL-Applied /X7 A — % OfEH true D
e, 7947 MIISEDS ACLZZE L7 uyJ UVAN I I5A4T 2 FTT,

switch# show dotlx all summary

Interface PAE Client Status

Ethernetl/1 AUTH 36:12:61:51:21:52 AUTHORIZED
36:12:61:51:21:53 AUTHORIZED

switch# show dotlx all details

Supplicant = 36:12:61:51:21:52
Domain = DATA

Auth SM State = AUTHENTICATED
DACL-Applied = False
Supplicant = 36:12:61:51:21:53
Domain = DATA

Auth SM State = AUTHENTICATED
DACL-Applied = True

WIZ, 7y VA RNESNIE NI T 4 v 7 2RR-TDEIZRLET,

switch# show ip access-list dynamic

IP access list DOT1X Restricted base acl Ethernetl/l new statistics per-entry fragments
deny-all

10 permit udp any 3612.6151.2153 0000.0000.0000 any eg 5555 vlan 100 [match=0]

20 permit udp any 3612.6151.2153 0000.0000.0000 any eq 6666 vlan 100 [match=0]

30 deny ip any 3612.6151.2153 0000.0000.0000 any vlan 100 [match=0]

802.1X [Z F;El'q‘é EANE

S, 802.1X OSEEIZET HBIMERIZOWTIHIA L £,

R
T #e 24 kL

IEEE Std 802.1X-2004 (IEEE Std | [802.1X |IEEE Standard for Local and Metropolitan Area
802.1X-2001 DOUEThR) Networ ks Port-Based Network Access Control ]
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R 24 kI
RFC 2284 [PPP Extensible Authentication Protocol (EAP).
RFC 3580 ['EEE 802.1X Remote Authentication Dial In User Service

(RADIUS) Usage Guidelines]]
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