TCPEREEA T2 3 D DEETE

AETIL, CiscoNX-0OS 734 AZTCPERGFEA 'Y a LV AFRET HFIEICHOWTHH L 7,
o TCP HFEA T v a > T (1 %—)
¢« TCP-AQ ¥— F=—> (2X—=)
* TCP-AOQ F— B — /LA —/— (4 =)
c HEFELAKFEH 4 —)
eTCP F—F = —UBLRF—DHKE (53—)
«TCP ¥—F = — L DR (8§ X—2)
¢ TCP —F = — L DR (9 =—3)

TCP EEEfA T a3 IZDLV T

RFC 5925 CEZ SN TWA TCP #iFA 7 2> (TCP-AO) *#ffHT AL, LAy
=V —F (MAC) ZfEH LT, RHIMO TCP #fiz ) 7L A o Ri#ETE £7,
TCP-AO I%, RFC 2385 TEHRIN TS TCP MD5 DRIERZE T, TCP MD5 &1L

TCP-AOZ 2V ¥ a VBT DMMERH D, 73 XARBREMNEE —EFHOFR—
AR LU ET,

TCP-AO (2R D & 5 RERE RSN H Y £,

* TCP-AO ., BRI TCPEH DX 2 U T 4 il T 572012, L@l A vb—v
FGEa— F (MAC) OffHZ YR —FLTWET,

« TCP-AO T, EMIRIZARTCPERHDO Y LA ORE L., LR —EMAii4 5
LT, U FRRA VU MNEOX—EFERELET,

TCP-AO BHEIZ L TCP MDS5 [3BE 1L v E T, Cisco NX-OS 734 XX, L —BGP v
DTCP-MD5 A7 v a v as|&EAR—bMLET, L, —FHDOENT /A AT TCPMD5
AT a VBRI, b~ HFDOET Y U ZIZTCP-AO A7 Y 3 U DMERL STV SRR
PFHR—bhINTOERA,

TePRiEA 7o avoEE )



B crror—57:—2

TCP-AQ & —

TCP B3+ 7 a v OBE |

FI—

TCP-AO (X, bT77 4 v 7 F—, BIOF—EMACT /LI XL&EMHLTAERSINIZA v
== — F (MAQ) ([ZESWTWET, N7 7 4 v 7 F—id, TCP-AO ¥— F=—
THRETELVAY— F—poEHINET, TCP-AO ¥— F=—EEKL, F=—2WN
DX —%BRETDHITIE, Fe— L a7 o Fa b— 3 E— R Tkeychainkey-chain-name
tepa~vr REEALET, TCPERZIN L CEBETAIMEFDOET TTCP-AO ¥ — T =— 1%
RET HDMENRDHY £77,

TCP-AO F— F = — 0 DF—{T1E, ROBEARER T XT 4 BH VY £7,

HEAAEd FOs% |5EB3  (Description)

T4

send-id FlEg® 7 AL hD TCP-AO A7 a v D F—i#khl+,
Jb— B THERL S VT 555k A 71X, B 7 TR SN2 Gikh] 1 & —
BT 20LERHY 7,

recv-id PRIERFICEE ' A D TCP-AO F—ik B+ & ik X315 & —ik A
¥
Jb— B THERL S VTSGR 13, B 7 TR S LR E7kn 1 & —
HITH20ERHD 77,

cryptographic-algorithm | 38{5+ 7" 2 > s D MAC Z 1B B 72O &5 MAC 7L = U X
A, TAITY ZAFERONTANCRY T,

« AES-128-CMAC FRAET /v = U X A
* HMAC-SHA-1 #BGET /v T Y X L

* HMAC-SHA-256 G8AE7 /L = U X A

include-tcp-options ZDOT7Z 71X, MAC OFHIZ TCP-AO LIS D TCP 47> 3 v & fii
TAEIMNE IR LET,

DT TEEIMITDH L, ¢&T®ﬁ793V®W§E€DT@w
OINTEAEA 7 3 S MAC OEFEICHE S nE 1,

77 TG DH L, TCP-AO LIMSNDT X TDOA T 3 V)3 MAC i
BB SHET,

DT T TET T A b TIEENI o TOET,

GE)
COT7TITOREX, TV — g VERERFAFREICTSE, T
TV hrr— g VERTEICL T EEXINET,
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HEAAEd FOs% |5EB3  (Description)

F 1

send-lifetime DBLEE. F—NHEHTHY . TCPEZ A2 h® TCP-AO ~_— A D
mu_ﬁmfééﬁﬁ%ﬁmbif F—DTA T HALDRIEL
F—HBREINIC B, TA T XA LN EDHEVDIRDF— ﬂ%ﬁé
hij‘o

key-string F—FHNL, WMHFOET TREINZHAHEAY AL —F—ThHY |
NZT7 4y —%EHTHZOIEHINET,

TCP-AO 2=

TLV D7 4 —/L FiE, RO LB TH,
« Kind : TCP-AO %7~ 29 &9 i,
s Length : TCP-AO v — /7 v ADEI%#/RLET,
*KeylD: N 77 4 v 7 F—DAEFIMEHESND v AFZ— F— Z 7L (MKT) OEE7H]
¥
* RNextKeyID : &5 L72& 27 A > h ORGEICMHEH TE 2 MKT OSAZ75 1

*MAC: TCP 27 AL s T—=X LT VT 4 v AF&E gL~y X =1 L CHE SN
MAC,

YRE—F— 2T
cNoT7 497 F—IE, HEDTCP BT AL FDA v E—VEFa— REEET 5720
INBF—1FHRTT,
VALZ—F— X7 (MKT) 2fHT5L, " BEORNTZ 747 F—%EHL, 2160 b
TT 4T X —DERIIHNE X —~T VTN EEOHZENTEET, MKTIE, o771y
7 X —DBRESINDHNNTA—FERLET, NTA—=ZIZiL, TCP A7 > a U RiGESh T
WAENEIMD, ZFLTHIF T 7 47 F—DEHBIOMACHEIEA SN ST AT Y XLD
BRI REENET,
£ MKT 21X, IRD 2 SOEE 2R3 H 0 F3 .
+ SendID : SendID §#BI 13, EEZ A FDTCPAO A7 3 @ KeylD i#ihll 7 & LT
AN ET,

TePRiEA 7o avoEE )



TCP B3+ T2 3 v EE |
B rcrrox—o—nt—in—

*RecvlD : RecviD (&, BE B/ A PO TCPAO ¥ — 1D EHBEEINET,

TCP-AQ0 +— O— /LA —/\—

TCP-AO ¥ —/%. send-lifetime Z#fEH L THRE I N-EBFEADHIM AT, send-lifetime 73
RESNTWRWEES, $—I3ET V7T 47 LARENET, F—a—Ld—1—F, F—0D
BEETATEA DTESTHBENET,

TCP-AO (%, TCP-AO 47+ 3> 7 4—/L R® RNextKeylD 35 X O'KeyID 7 « —/L R&ffifH L
T, BILLWMKTOEHAZFE LET, by hLAF—m— LA —R"—DH, F—F=—r
BRIEDFH LNF— L HnF—{2iX, DR b 1I5HHOA— =T v FPRRETT, L,
TCP-AO 72357 L\ MKT O % %52 DI+ 72 R 2 R T~ 5 T2 DI BT,

F—m— A —N—RHBEENAR L, BT A—FZD1D (L zIFL—FA) B, a—/LF—
N—NUETHAZEZRLET, BT —NR—PBUNETHALILERTTDIZ, L—FA
WEEER T 58 L MKT O {57511 (recv-id) (Z RNextKeylD Z g% & L £, TCP &7 A
FNeZlETbe, BT —% (IzL 2I1FV—%B) X, T —H¥X—2THEHIT (send-id)
%R LT, TCP-AO ~3A 12— K@ RNextKeyID (2 L > T/REND MKT % @AOF£9, F—
MEFARE CH G A, V—4% BIFHEDOF—Z2H LW MKT IZHELET, L—F B)
02—V —N"— L7tk V= HALBIEOXF—ZH LW T T4~ F—ZFNVICEELET,

RIETATIALERETA T ZA LOFAHBIRPELL THF—m— A==l S E
ﬁ—o

BHEDF—DAEBIRPYINDSHNZT 77 4 TALTETLH LDF—2BE LRV E | F—0H
A LT U LTRSS AR H Y £9, ZOX 0 RBIRSUIND &, ©7 r—4750
BIREIN DX —TRERES et 7 A v MR L, HEERRETLIZEBH Y £9, HERE
A LT T b (RTO) 2NFA THER A KIS D ATREMER H Y £97, B LA — D3R
ARG G, Bt A LD 2 LN TEET,

TIEFRIHELEHIWNSEIA

e F—F = — U NDEF—D send-id & recv-id IT— B THDHMLENH Y £9°, send-id & recv-id
120~ 255 DFEFHAPSEIRT BEMLERH H720, TCP-AO F—F = — U IZEHLNDDIE
K 256 H D F—T9,

« TN r— g VEEGHICEEM T O N F—F = — i 1 27T, g— LA ——
Z. B oXF—F =2 — 2 OF—NTETINET,

RO —BHIRGNIC R S TB BT, ARRTA 774 LafFoFLnF—nEne
NORTRESNET, F—=DP— LA —"—=FTL5FET, BT AL FORRBTHREINE
R

* TCP-AQO ¥—F = — 2 F—%T 77 47 & H7279I2IL, send-id, recv-id, key-string,
send-lifetime, 3 X 0" cryptographic-algorithm O3 X COREEITHOLE RN H VY £,
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| TePsBEEA T avoEE
TP —Fr—oisvE—onE |

X —F == VT U7 T ATIE, EETATXA LERIZE S TRIOX—
MERHENET, £HF. ALF—F—F=2—r D2 ODHER 5% —IZ[F U send-lifetime
NEEINTWDLHEAIL, REICHESNZF—2BIRLET, RILEETA 74 A 2%
FFOo2 00F—%FHETH I LIX, RAN T T 7 40 ATIE AL, HERELETA,

s 2—HP—iF, BEET L2 o00F—HOEMERHZ 15 0L LICRET DLENRHY £7,

» key-string, send-id, recv-id, cryptographic-algorithm, send-lifetime 72 & FH DX — D E
EEETDH L, TCP#HR T 7 v THRAELET,

e X —F 2=V DHREXATE, 7747 M TR Fa L NTYI 7 IR TNDLHATL—
BLTWAMERHY T, NOLDOXA TOLR—BENHIHRETRITESND &, =—
P —IZEENT B2 D syslog A v EB—UNERIINET, =& 21X, keychain abc &9
ZHIDF—F = —2 2 Macsec F—F = — 2 & LTHREEINTWTH, BGP TTCP F—
Fxz—r & LTEEMTONTWAEHEITY AR — hENEHA, FREZ, F—F=—0»
BN T4 7 > MCBEMST b (FIAZREMEINDG et R) | JloF—F=—r
AT ELTRESINLIGE LT AR—FSLEREA,

TCPXF—Fz—2BLUVF—DHRTE

4r & HREIIC

e X—FH|, FETATEA L, HEAET LI XA, BERF—DIDBWEFOLT T
T AL EMERLET,

L—HZDEEDNETIL—ZDZEID & —H L TWNWDHZ L AR LET, fERDxF—A
NR—=RAEFEHTLHIVERNDLLEERE, MFONRNTA—2IZFE LD AT L%
BEIDLET,

X —DXEEID EZEDERULF—F=2—CHNOBOXF—IZHFIHTAZ LT TXER
}\Jo

¢ AES /XA U — RIS EAVSTER AN /> TRY, 774~ F—0MEREIN TV BEA,
F—2 M) UTEELEN, XA TN TRIESNE T, TS DOEHE, AT —
Rz A4 7 155X CRFESNET,

cFANCOVWTIE, 774~V F—DOREL LV AES /N A T — N SLRED A 1 —7
bl B LT 7EEN,

FE
ARV FEEEFET7IVa Y B
R 71 |configureterminal Ja— " ERTE— REBE L ET,
1 -
switch# configure terminal

TePRiEA 7o avoEE )
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ARV RFERETIVa Y

B8

ATv T2

key chain nametcp
1 -

switch (config)# key chain bgp-keys tcp

FRELES—F = DF—F = —
Ay 7 4 Xalb—ar E— FEHA
LET,

ATvT3

key key-1D
fl

switch (config-tcpkeychain)# key 13

BELESF—DF— a7 X2l —
varyE®—RFEmLET, key-ID 5l
B, 0~ 65535 DEKTIRET HLHE
NHOFET,

ATvT4

send-id send-ID

1 -

switch (config-tcpkeychain-tcpkey) #
send-id 2

F—DXEID ZHEELET, send-ID
X, 0~255 DHEIPFHNT, F—F =—V
TLIL—EDHETHIVENDH D T,

ATy TH

recv-id recv-ID

1

switch (config-tcpkeychain-tcpkey) #
recv-id 2

F—DZfEID #E L F T, recv-ID
1T, 0~255DHEFANT, ¥—F=—
TLIL—EDHETHIVEND D 7,

ATvT6

key-string [encryption-type] text-string
fi

switch (config-tcpkeychain-tcpkey) #
key-string 0 AS3cureStrlng

| RESE P EPIE ¥

ZDOX—DTXFAN AN VT ERE
LET, text-string 5 EUTFE T THEE
LET, FRCFELHEHTEET, KX
F L SCFIERB SV ET,

Encryption-type 51422, IRDWT LD
ExfiELET,

«0: AJJ L7z text-string 54%1%, IKF
FALENTWRWT F A b UFHT
4, TR T 7/ TY,

* 6 : CiscoNX-OS U U —X 10.3(3)F

LI, CiscoNexus 9000 >V — X =7
Ty b7 —b ALy FTI R
MEDO (AT 6MEb) Y
A—=FrENTHET,

7 : AJ1 LTz text-string 51 3iE, K
TS TWEd, A aEfFOR
FHA TS bshEd, 2ot
va i, B0 Cisco NX-0S 73
A A _LT54T L7z showkey chain =
~ v ROWFLHANTESNT, T
F A FFINE NT1T DG T
HET,



| TePsBEEA T avoEE

P x—Fr—oikvr—onE |

AU RFERETOVa Y

B8

key-string ==~ > NIZiZ, text-string TO
R OFFRCF- ORI BT DR 8 D
ij—o

¥ |EREA F
% | (Description)
X
=
| e E 713 | ST DB T
47 [T AR— I Tn
FHA

> AL S L | F—ICFHIOSEAT
TREW TP R—hrSnTn

FHEA
\ | Sw s RT oy | s s E
v IR E TITAR—
FEATOERA

(| ERD>Z | F—3CFHNDOIIET
I AR— R &

FHA
B I e e
A A= b & Tn
ESE
"B F—SCFHIDIFAT
A= b ST
EHA
? | EERAE PR— bk, L,

S () = AT
T BRI Ctrl+V %
HFLEI,

T~ R TORBRCFORE I TEDFEM
IZOoWTIE, Ta<wr Roq A0 %—
T2 A RIONWT] 7 a L ESRL
TLEEE,

ATy T17

[no] cryptographic-algorithm
{HMAC-SHA-1| HMAC-SHA-256 |
AES-128-CMAC }

1

TCP & 7 A > D MAC DFEIAE T3
L7V ALERELET, 120

F— [IRETEX LT VT Y XA
X1 27T,
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switch (config-tcpkeychain-tcpkey) #
cryptographic-algorithm HMAC-SHA-1

27w 7 8 | send-lifetime[local] start-time duration

1

[duration-value | infinite | end-time]

switch (config-tcpkeychain-tcpkey) #
send-lifetime local 01:01:01 Jan 01
2023 01:01:01 Jan 10 2023

F—DEETA T HALEHELET,
T 7 x /v T, T /31 AT start-time
B L Wend-time 514% UTC & L THW
*9, local F—TU— R&EETH L.
TR AL TS O 2 BT & L
THRNET,

start-time |3%, F—NT 7T 4 TIZ
A RE LG

HEETA T EZA LOKTRIZROWTH
NOXF TS arTIEETXET,

« duration duration-value : 71 7 % A1
LAOES (M) . KM
2147483646 ¥ (£ 68 4F) T,

sinfinite : F—DFETA 7 XA LT
HWIRREIIC 722 0 £8 A,

» end-time : end-time 5|4 ILF—NT
IT 4 7T BHHETT,

ATw 79| (f£&) includetcp-options

1

switch (config-tcpkeychain-tcpkey) #
include-tcp-options

Xy o IMAC) #A4 V= A N&EEF
BHIZTCP~y #— (TCPAOA 7 3
VLA o—Eo TTCP A7 =3 )

BAREEDDHVENH HNE D DEFEE
THEODOF T g  ORERK T,

TCP X+—F x— > DHEER

avwU kR

E:)

show key chain [name] [detail]

FTNRARAIREEN TN AEAF—F =2—FFRrLET,

switch# show key chain
Key-Chain bgp_ keys tcp

Key 2 -- text 7 "070e234f"

send-id 2
recv-id 2

cryptographic-algorithm AES 128 CMAC
send lifetime UTC (08:17:00 May 29 2023)-(08:21:00 May 29 2023)

include-tcp-options

Key 3 -- text 7 "070c2058"

send-id 3
recv-id 4
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cryptographic-algorithm HMAC-SHA-1
send lifetime UTC (08:20:00 May 29 2023)-(always valid) [active]
include-tcp-options
Key 12 -- text ""
send lifetime UTC (08:20:00 May 29 2023)-(always valid)
S

GE)  J[active] X, ¥F—BENTT 7T 47 THHILERLET, TNLSNOHE, F—I13HET
T4 7 TT, ERROBITIE, ¥—3DHRNT VT 4 7 THHRRETT,

show key chain detail =~ > Rk, 777 4 77X —LIET 7T 4 TiF— %W RIICFERL
F9, HA 7 6T LDEA . show key chain detail 2~ REFEITTDHE, XA 76 F—LF
PR FACTTRENE DI MbRRINET, o, 27 74T BTy FERFET 720128
EHEAL T DROFLWT 77 4 T REEF— bR RESNET,

switch# show key chain detail
Key-Chain bgp_keys tcp

Key 1 -- text 6 "JDYk9k4dkmacigaH6Eu2+9CO0tmCR19k7JAMYs/fXGbW11lmHP88PAA==""
Type6 Decryptable: yes
send-id 1

recv-id 1

cryptographic-algorithm HMAC-SHA-1

send lifetime local (18:15:42 May 15 2023)-(always valid) [active]
include-tcp-options

accept-ao-mismatch

Key 2 -- text 6 "JDYkB+Fs8u3ujRDpFSu4tH6H71iTS45JJA65KeGSBDOL3H)GDeg9AA==""
Type6 Decryptable: yes
send-id 2

recv-id 2
cryptographic-algorithm AES 128 CMAC
send lifetime local (17:10:47 May 15 2023)-(18:15:42 May 15 2023) [inactive]

youngest active send key: 1

TCP *—F = — > DERHI

bgp keys L WO ARTD TCP ¥ —F = — v ZRETLHHZRLET, FEF—TFA M AN
TS SN TVWET, F—DT7 A 7X A ARTEETHEEL TWET,

key chain bgp keys tcp

key 1
send-id 1
recv-id 1
key-string 7 070e234f
send-lifetime 01:00:00 Oct 10 2023 01:00:00 Oct 11 2023
cryptographic-algorithm AES-128-CMAC

key 2
send-id 2
recv-id 2
key-string 7 075e731f
send-lifetime 00:45:00 Oct 11 2023 01:00:00 Oct 12 2023
cryptographic-algorithm HMAC-SHA-256
include-tcp-options

TePRiEA 7o avoEE )



TCP B3+ 7 a v OBE |
B oror 57— omup

s
il

| ES S EDIO)



BERICDOWT

CORFAAVMNI, KEVRAOARITRF2 AV MDSEMRTYT, YV IBHRICODEFELTIE
. BEREBRBEFAT. REBIRICZY7T—MDHD, VY IFDR=IHBH/TEIN TS
BENDODEIT I EETELLIEZWL, HBLETHESEMREBDEFIOT. ERXBABICDOW
TIFKRET A FDORFIAVNESBIZS,
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