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はじめに

この前書きは、次の項で構成されています。

•対象読者（xviiページ）
•表記法（xviiページ）
• Cisco Nexus 9000シリーズスイッチの関連資料（xviiiページ）
•マニュアルに関するフィードバック（xviiiページ）
•通信、サービス、およびその他の情報（xixページ）

対象読者
このマニュアルは、Cisco Nexusスイッチの設置、設定、および維持に携わるネットワーク管
理者を対象としています。

表記法
コマンドの説明には、次のような表記法が使用されます。

説明表記法

太字の文字は、表示どおりにユーザが入力するコマンドおよび

キーワードです。

bold

イタリック体の文字は、ユーザが値を指定する引数です。italic

省略可能な要素（キーワードまたは引数）は、角かっこで囲ん

で示しています。

[x]

いずれか1つを選択できる省略可能なキーワードや引数は、角
かっこで囲み、縦棒で区切って示しています。

[x | y]

必ずいずれか1つを選択しなければならない必須キーワードや
引数は、波かっこで囲み、縦棒で区切って示しています。

{x | y}

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
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説明表記法

角かっこまたは波かっこが入れ子になっている箇所は、任意ま

たは必須の要素内の任意または必須の選択肢であることを表し

ます。角かっこ内の波かっこと縦棒は、省略可能な要素内で選

択すべき必須の要素を示しています。

[x {y | z}]

ユーザが値を入力する変数であることを表します。イタリック

体が使用できない場合に使用されます。

variable

引用符を付けない一組の文字。stringの前後には引用符を使用
しないでください。引用符を使用すると、その引用符も含めて

stringと見なされます。

string

例では、次の表記法を使用しています。

説明表記法

スイッチが表示する端末セッションおよび情報は、スクリーン

フォントで示しています。

screen フォント

ユーザが入力しなければならない情報は、太字の screenフォン
トで示しています。

太字の screen フォント

ユーザが値を指定する引数は、イタリック体の screenフォント
で示しています。

イタリック体の screenフォン

ト

パスワードのように出力されない文字は、山カッコ（< >）で
囲んで示しています。

< >

システムプロンプトに対するデフォルトの応答は、角カッコ

で囲んで示しています。

[ ]

コードの先頭に感嘆符（!）またはポンド記号（#）がある場合
には、コメント行であることを示します。

!、#

Cisco Nexus 9000シリーズスイッチの関連資料
Cisco Nexus 9000シリーズスイッチ全体のマニュアルセットは、次の URLにあります。

https://www.cisco.com/en/US/products/ps13386/tsd_products_support_series_home.html

マニュアルに関するフィードバック
このマニュアルに関する技術的なフィードバック、または誤りや記載もれなどお気づきの点が

ございましたら、HTMLドキュメント内のフィードバックフォームよりご連絡ください。ご
協力をよろしくお願いいたします。
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通信、サービス、およびその他の情報
•シスコからタイムリーな関連情報を受け取るには、Cisco Profile Managerでサインアップ
してください。

•重要な技術によりビジネスに必要な影響を与えるには、Cisco Servicesにアクセスしてくだ
さい。

•サービスリクエストを送信するには、Cisco Supportにアクセスしてください。

•安全で検証済みのエンタープライズクラスのアプリケーション、製品、ソリューション、
およびサービスを探して参照するには、Cisco DevNet [英語]にアクセスしてください。

•一般的なネットワーキング、トレーニング、認定関連の出版物を入手するには、CiscoPress
にアクセスしてください。

•特定の製品または製品ファミリの保証情報を探すには、Cisco Warranty Finderにアクセス
してください。

Ciscoバグ検索ツール
シスコバグ検索ツール（BST）は、シスコ製品とソフトウェアの障害と脆弱性の包括的なリス
トを管理するシスコバグ追跡システムへのゲートウェイです。BSTは、製品とソフトウェアに
関する詳細な障害情報を提供します。

マニュアルに関するフィードバック

シスコのテクニカルドキュメントに関するフィードバックを提供するには、それぞれのオンラ

インドキュメントの右側のペインにあるフィードバックフォームを使用してください。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
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第 1 章

新機能と更新情報

•新機能と更新情報（1ページ）

新機能と更新情報
表 1 :新機能および変更された機能

参照先変更が行われたリ

リース

説明特長

該当なし10.6(1)Fこのリリースで追加され

た新機能はありません。

NA

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
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第 2 章

SANスイッチングのハードウェアサポー
ト

• SANスイッチングのハードウェアサポート（3ページ）
•サポートされるプラットフォーム（4ページ）

SANスイッチングのハードウェアサポート
次の表に、SANスイッチングをサポートする Cisco Nexus 9000シリーズハードウェアを示し
ます。

表 2 : Cisco Nexus 9300シリーズスイッチ：サポートするハードウェア

FEXサポートFCoEエッジ
ポート

FCエッジポー
ト

FCoE Eポー
ト

FC Eポートモデル（PID）

非対応〇〇はい○N9K-C9336C-FX2-E

非対応〇〇はい○N9K-C93180YC-FX

非対応〇〇はい○N9K-C93360YC-FX2

Cisco NX-OSリリース 10.2(3)F以降、FCoE Eポートがサポートされています。（注）

次の FC SFPがサポートされています。

• DS-SFP-4X32G-SWは N9K-C9336C-FX2-Eでのみサポートされます

• DS-SFP-FC8G-SWは N9K-C93180YC-FXおよび N9K-C93360YC-FX2でのみサポートされ
ます

• DS-SFP-FC16G-SWはN9K-C93180YC-FXおよびN9K-C93360YC-FX2でのみサポートされ
ます

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
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• DS-SFP-FC32G-SWはN9K-C93180YC-FXおよびN9K-C93360YC-FX2でのみサポートされ
ます

• DS-SFP-FC32G LWは長距離 ISLでのみサポートされます（N9K-C93180YC-FXでサポー
ト）

FCoE長距離 ISLでは、次の SFPがサポートされています。

• SFP-10G-LR、SFP-10/25G-LR-I、および QSFP-40G-LR4/QSFP-40G-LR4-Sは FCoE長距離
ISLでのみサポートされます

サポートされるプラットフォーム
Nexusスイッチプラットフォームサポートマトリックスには、次のものがリストされていま
す。

•サポートされているCisco Nexus 9000および 3000スイッチモデル

• NX- OSソフトウェアリリースバージョン

プラットフォームと機能の完全なマッピングについては、Nexus Switch Platform Support Matrix
を参照してください。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
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C H A P T E R 3
概要

この章は、次の内容で構成されています。

•ライセンス要件（5ページ）
• SANスイッチングの概要（5ページ）
• SANスイッチングの一般的な注意事項と制限事項（10ページ）

ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。

•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価可能な
場合があります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

ハードウェアの取り付け手順の詳細については、 Cisco NX-OSライセンスガイドおよびを参

照してくださいCisco NX-OSライセンシングオプションガイド。

SANスイッチングの概要
この章では、Cisco Nexus 9000デバイスの SANスイッチングの概要について説明します。この
章は、次の項で構成されています。

拡張モジュールを使用した場合、使用可能なファイバチャネルポートは、Cisco Nexus 5010ス
イッチで最大 8個、Cisco Nexus 5020スイッチで最大 16個です。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
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ドメインパラメータ

ファイバチャネルドメイン（fcdomain）機能では、FC-SW-2標準で記述されているように、
主要スイッチ選択、ドメイン ID配信、FC ID割り当て、ファブリック再設定機能が実行され
ます。ドメインは VSAN単位で設定されます。ドメイン IDを設定しない場合、ローカルス
イッチはランダムな IDを使用します。

Nポート仮想化

Cisco NX-OSソフトウェアは業界標準の Nポート IDバーチャライゼーション（NPIV）をサ
ポートします。NPIVを使用すると、単一の物理ファイバチャネルリンクで複数の Nポート
ファブリックが同時にログインできます。NPIVをサポートするHBAでは、ホスト上の各仮想
マシン（OSパーティション）についてゾーン分割とポートセキュリティを個別に設定できる
ようにすることで、SANセキュリティを改善できます。NPIVはサーバ接続に有効なだけでな
く、コアおよびエッジの SANスイッチ間の接続にも有効です。

Nポートバーチャライザ（NPV）は、コアエッジ SANのファイバチャネルドメイン ID数を
減らすことができる補完的な機能です。NPVモードで動作する Cisco MDS 9000ファミリファ
ブリックスイッチはファブリックに参加せず、コアスイッチリンクとエンドデバイス間でト

ラフィックを通過させるだけです。このため、スイッチのドメイン IDは不要です。NPIVは、
NPVコアスイッチへのリンクを共有する複数のエンドデバイスにログインするために、NPV
モードのエッジスイッチで使用されます。この機能を使用できるのは、Cisco MDSブレード
スイッチシリーズ、Cisco MDS 9124マルチレイヤファブリックスイッチ、および Cisco MDS
9134マルチレイヤファブリックスイッチだけです。

Nポートバーチャライザ（NPV）は、コアエッジ SANのファイバチャネルドメイン ID数を
減らすことができる補完的な機能です。NPVモードで動作するCisco Nexus 9000シリーズファ
ブリックスイッチはファブリックに参加せず、コアスイッチリンクとエンドデバイス間でト

ラフィックを通過させるだけです。このため、スイッチのドメイン IDは不要です。NPIVは、
NPVコアスイッチへのリンクを共有する複数のエンドデバイスにログインするために、NPV
モードのエッジスイッチで使用されます。

VSANトランキング

トランキングは、VSANトランキングとも呼ばれ、複数のVSAN内で、同一の物理リンクを介
して、ポートが相互接続してフレームを送受信することを可能にします。トランキングは E
ポートおよび Fポートでサポートされます

SANポートチャネル

ポートチャネルは、ファイバチャネルトラフィックについて、複数の物理 ISLを帯域幅が大き
く、またポートの耐障害性が高い1つの論理リンクに集約します。この機能を使用すると、最
大 16の拡張ポート（Eポート）またはトランキング Eポート（TEポート）をポートチャネル
にバンドルできます。ISLポートは任意のスイッチングモジュールに配置できるため、特定の
プライマリポートは必要ありません。ポートまたはスイッチングモジュールに障害が発生し

た場合、ファブリックを再設定しなくても、ポートチャネルは引き続き正常に機能します。

Cisco NX-OSソフトウェアでは、隣接するスイッチ間でポートチャネル設定情報を交換すると
きにプロトコルを使用するので、ポートチャネル管理が簡易化されます。たとえば、誤設定の

検出や、互換性のある ISLでのポートチャネルの自動作成などの管理機能です。自動設定モー

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
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ドでは、互換性のあるパラメータを使用する ISLによって、チャネルグループが自動的に構成
されます。手動操作は必要ありません。

ポートチャネルでは、発信元 FC-IDと宛先 FC-IDのハッシュ、さらにオプションで交換 IDを
使用して、ファイバチャネルトラフィックのロードバランスが実行されます。ポートチャネ

ルを使用するロードバランシングは、ファイバチャネルリンクと FCIPリンクの両方で実行
されます。また、Cisco NX-OSソフトウェアを設定して、コストが同じ複数の FSPFルート間
でロードバランスを実行することもできます。

仮想 SAN

仮想SAN（VSAN）は、単一の物理SANを複数のVSANに分割します。VSANを使用すると、
Cisco NX-OSソフトウェアで、大規模な物理ファブリックを個々の分離された環境に論理的に
分割して、ファイバチャネル SANのスケーラビリティ、アベイラビリティ、管理性、および
ネットワークセキュリティを高めることができます。

それぞれのVSANは、独自の一連のファイバチャネルファブリックサービスを持つ論理的お
よび機能的に別個の SANです。ファブリックサービスのこの分割は、個々のVSAN内にファ
ブリックの再設定およびエラー条件を含めることにより、ネットワークの不安定さを大幅に軽

減します。VSANが実現する厳密なトラフィック分離は、特定の VSANの制御およびデータ
トラフィックを VSAN独自のドメイン内に限定することにより、SANセキュリティを高める
ために役立ちます。VSANは、アベイラビリティを低下させることなく、分離された SANア
イランドを共通のインフラストラクチャに容易に統合できるようにすることで、コスト削減に

貢献します。

ユーザーは、特定のVSANの範囲内に限定される管理者ロールを作成できます。たとえば、す
べてのプラットフォーム固有の機能を設定できるネットワーク管理者ロールを設定する一方

で、特定のVSAN内のみで設定および管理ができるその他のロールを設定できます。この手法
は、スイッチポートまたは接続されたデバイスのWWN（World Wide Name）に基づいてメン
バーシップを割り当てることができる、特定のVSANに対するユーザー操作の効果を分離する
ことにより、SANの管理性を高め、人為的エラーを原因とする中断を減らします。

VSANは、離れた場所にあるデバイスを含めるためにVSANを拡張する、SAN間のFibreChannel
over IP（FCIP）リンク全体にわたりサポートされます。Cisco SANスイッチは、VSANのトラ
ンキングも実装します。トランキングでは、ISL（スイッチ間リンク）によって、同じ物理リ
ンク上で複数の VSANのトラフィックを伝送できます。

ゾーン分割

ゾーン分割は、SAN内のデバイスのアクセスコントロールを提供します。Cisco NX-OSソフ
トウェアは、次の種類のゾーン分割をサポートしています。

• Nポートゾーン分割：エンドデバイス（ホストおよびストレージ）ポートに基づいてゾー
ンメンバーを定義します。

• WWN

•ファイバチャネル ID（FC-ID）

• Fxポートゾーン分割：スイッチポートに基づいてゾーンメンバーを定義します。

• WWN

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
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• WWNおよびインターフェイスインデックス、またはドメイン IDおよびインターフェ
イスインデックス

•ドメイン IDおよびポート番号（Brocadeの相互運用性用）。

• iSCSIゾーン分割：ホストゾーンに基づいてゾーンメンバーを定義します。

• iSCSI名

• IPアドレス

• LUNゾーン分割：Nポートゾーン分割と組み合わせて使用すると、論理ユニット番号
（LUN）ゾーン分割は、特定のホストだけが LUNにアクセスできるようにし、異種スト
レージサブシステムアクセスを管理するための単一制御点を提供します。

•読み取り専用ゾーン：属性を設定して、任意のゾーンタイプでの I/O操作を SCSI読み取
り専用コマンドに制限できます。この機能は、バックアップ、データウェアハウジングな

ど、サーバー間でボリュームを共有する場合に役立ちます。

•ブロードキャストゾーン：任意のゾーンタイプ用の属性を設定して、ブロードキャスト
フレームを特定のゾーンのメンバーに制限できます。

厳密なネットワークセキュリティを実現するため、入力スイッチで適用されるアクセスコン

トロールリスト（ACL）を使用して、ゾーン分割はフレームごとに常に適用されます。すべて
のゾーン分割ポリシーはハードウェアで適用され、パフォーマンスの低下を引き起こすことは

ありません。拡張ゾーン分割セッション管理機能では、一度に1人のユーザーだけがゾーンを
変更できるようにすることで、セキュリティがさらに高まります。

デバイスエイリアスサービス

ソフトウェアでは、VSAN単位およびファブリック全体のデバイスエイリアスサービス（デ
バイスエイリアス）がサポートされます。デバイスエイリアス配信により、エイリアス名を

手動で再度入力することなく、VSAN間で HBA（ホストバスアダプタ）を移動できます。

ファイバチャネルルーティング

Fabric Shortest Path First（FSPF）は、ファイバチャネルファブリックで使用されるプロトコル
です。FSPFは、どのファイバチャネルスイッチでも、デフォルトでイネーブルになっていま
す。特に考慮が必要な設定を除いて、FSPFサービスを設定する必要はありません。FSPFは
ファブリック内の任意の 2つのスイッチ間の最適パスを自動的に計算します。特に、FSPFは
次の機能を実行するために使用されます。

•任意の2つのスイッチ間の最短かつ最速のパスを確立して、ファブリック内のルートを動
的に計算します。

•特定のパスで障害が発生した場合は、代替パスを選択します。FSPFは複数のパスをサポー
トし、障害リンクを迂回する代替パスを自動的に計算します。2つの同等パスを使用でき
る場合は、推奨ルートを設定します。

SCSIターゲット
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8

概要

SANスイッチングの概要



SCSIターゲットにはディスク、テープ、およびその他のストレージデバイスが含まれます。
これらのターゲットは、ネームサーバーに論理ユニット番号（LUN）を登録しません。SCSI
LUN検出機能は、CLI（コマンドラインインターフェイス）またはSNMP（簡易ネットワーク
管理プロトコル）を通して、オンデマンドで開始されます。近接スイッチが Cisco Nexusデバ
イスに属する場合、この情報は近接スイッチとも同期されます。

拡張ファイバチャネル機能

分散サービス、エラー検出、およびリソース割り当てのためにファイバチャネルプロトコル

関連タイマーの値を設定できます。

単一のスイッチにWWNを一意に関連付ける必要があります。主要スイッチを選択するとき、
およびドメイン IDを割り当てるときは、WWNを使用します。Cisco Nexusデバイスは、3つ
の Network Address Authority（NAA）アドレスフォーマットをサポートします。

ファイバチャネル標準では、任意のスイッチの Fポートに接続されたNポートに、一意の FC
IDを割り当てる必要があります。使用する FC ID番号を節約するために、 Cisco Nexusデバイ
スでは特殊な割り当て方式を使用しています。

FC-SPおよび DHCHAP

Fibre Channel Security Protocol（FC-SP）は、スイッチ間およびホストとスイッチ間で認証を実
行して、企業全体のファブリックに関するセキュリティ問題を解決します。Diffie-Hellman
Challenge Handshake Authentication Protocol（DHCHAP）は、スイッチとその他のデバイス間で
認証を行う FC-SPプロトコルです。DHCHAPは、CHAPプロトコルとDiffie-Hellman交換を組
み合わせて構成されています。

FC-SPの使用により、スイッチ、ストレージデバイス、およびホストは信頼性の高い管理可能
な認証メカニズムを使ってそれぞれのアイデンティティを証明できます。FC-SPの使用によ
り、ファイバチャネルトラフィックをフレーム単位で保護することで、信頼できないリンク

であってもスヌーピングやハイジャックを防止できます。ポリシーと管理アクションの一貫し

た組み合わせがファブリックを介して伝播されて、ファブリック全体での均一なレベルのセ

キュリティが実現します。

ポートセキュリティ

ポートセキュリティ機能は、1つ以上の所定のスイッチポートへのアクセス権を持つ特定の
World-Wide Name（WWN）をバインドすることによって、スイッチポートへの不正なアクセ
スを防止します。

スイッチポートでポートセキュリティをイネーブルにしている場合は、そのポートに接続す

るすべてのデバイスがポートセキュリティデータベースになければならず、所定のポートに

バインドされているものとしてデータベースに記されている必要があります。これらの両方の

基準を満たしていないと、ポートは動作上アクティブな状態にならず、ポートに接続している

デバイスは SANへのアクセスを拒否されます。

ファブリックバインディング

ファブリックバインディングは、ファブリックバインディング設定で指定されたスイッチ間

のみでスイッチ間リンク（ISL）がイネーブルにされるようにします。これによって、無許可
のスイッチが、ファブリックに参加したり、現在のファブリック処理が中断したりできないよ

うにします。この機能では、Exchange Fabric Membership Data（EEMD）プロトコルを使用する
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ことによって、許可されたスイッチのリストがファブリック内の全スイッチで同一になりま

す。

ファブリック構成サーバー

Fabric Configuration Server（FCS）を使用すると、トポロジ属性を検出したり、ファブリック要
素の設定情報リポジトリを維持したりすることができます。通常、管理アプリケーションはN
ポートを通してスイッチの FCSに接続されます。複数の VSANがファブリックを構成し、
VSANごとに 1つの FCSインスタンスが存在します。

SANスイッチングの一般的な注意事項と制限事項
次に、SANスイッチングの一般的な注意事項と制限事項を示します。

• SANスイッチングは、Cisco Nexus C93180YC-FXおよびC93360YC-FX2スイッチでのみサ
ポートされます。Cisco NX-OSリリース 10.2(2)F以降、SANスイッチングはCisco
N9K-C9336C-FX2-Eプラットフォームスイッチでもサポートされています。

• VEポートまたは仮想拡張ポート（ISL）は、Cisco NX-OSリリース 10.2(3)Fからサポート
されています。

•ダイナミックポート VLANメンバーシップ（DPVM）はサポートされていません。

•スイッチモードのファブリックエクステンダ（FEX）はサポートされていません

• IP over Fibre Channel（IPFC）機能はサポートされていません。

• Inter VSAN Routing（IVR）はサポートされていません

• CLIの XMLおよび DMEはサポートされていません。

• OBFL（show logging onboard）機能のサポートは、エラー統計に限定されています。

OBFLの詳細については、Cisco Nexus 9000シリーズ NX-OSトラ

ブルシューティングガイド、リリース 9.3(x)を参照してくださ
い。

（注）

• Nexus 9000は、8 Gbpsファイバチャネルインターフェイスで IDLEフィルパターンのみ
をサポートします。Nexus 9000 FCインターフェイスを 8 Gbpsで動作させるには、一致す
る IDLEフィルパターンを使用するようにピアデバイスを設定する必要があります。ほと
んどのサーバーおよびターゲットFCインターフェイスはこれをサポートしていないため、
8 Gbpsでは Nexus 9000に接続できません。8 Gbpsで他のファイバチャネルスイッチと相
互運用するには、ピアスイッチ FCインターフェイスでも一致する IDLEフィルパターン
が使用されていることを確認します。Cisco MDSスイッチの場合は、switchportfill-pattern
インターフェイス構成コマンドを使用して設定します。8 Gbpsでピア Nexus 9000に接続
するには、フィルパターン設定を使用しないでください。デフォルトでは、両方のデバイ

スが一致する IDLEフィルパターンを使用するからです。
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• Cisco NX-OSリリース 10.2(2)以降、Cisco Nexus N9K-C9336C-FX2-Eプラットフォームス
イッチの動作速度と san-poへのメンバーの追加には、次の制限が課されています。

• fc-boの速度変更：

•デフォルトの速度は 32Gです。

•速度変更は、単一の fc-boインターフェイスレベルでは実行できません。

• fc-boの速度変更は、fc-boインターフェイスレベルの範囲で行われます。

•範囲には、フロントパネルのポートに対応する fc-boのフルセットが含まれ
ている必要があります。

範囲の一部を指定すると、速度設定でERR_01エラーが表示され
ます。

（注）

• san-poの一部である fc-boを範囲に含めないでください。

範囲に san-poメンバーが含まれている場合、速度設定は ERR_02
エラーを表示します。

（注）

•範囲には、複数の前面パネルポートに対応する fc-boポートを設定できま
す。

• san-poの速度変更：

• san-poのデフォルトの速度は 32Gです。

• san-poの速度変更は、そのメンバーにフロントパネルのポートに対応するすべて
の fc-boポートが含まれている場合にのみ許可されます。

san-poがフロントパネルポートに対応する fc-boポートを部分的
に設定している場合、速度変更によりERR_03エラーが表示され
ます。

（注）

• san-poの速度を変更するには、san-poインターフェイスの範囲を指定します。

•実行中の構成の速度設定：

•速度設定（デフォルトではない）は、fc-boインターフェイスの範囲レベルで表
示されます。 sh runnコマンドの個々の fc-breakoutインターフェイスの下には表
示されません。
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•速度設定（デフォルトではない）は、show interface fc<int no>コマンドで表示さ
れます。

• san-poへのメンバーの追加（channel-group x）：

•インターフェイスの範囲には、フロントパネルのポートに対応する fc-boのフル
セットが含まれている必要があります。

チャネルの追加は成功しますが、一部の範囲に対してWARN_01
警告メッセージが表示されます。

（注）

•範囲には、複数の前面パネルポートに対応する fc-boポートを設定できます。

ERR_01 : if-range contains partial set of fc1/18/1-4 fc-bo ports
ERR_02 : if-range contains fc1/21/1-4 ports; some are part sanpo
ERR_03 : san-port-channel21 does not contain full set of fc1/22/1-4 fc-bo ports
WARN_01 : Warning: if-range contains partial set of fc1/22/1-4 fc-bo ports

• Cisco NX-OSリリース 10.2(3)F以降、ファイバチャネルフォワーダ（FCF）間の仮想 E
ポート（VEポート）接続は、Cisco N9K-C93180YC-FX、N9K-C9336C-FX2-E、および
N9K-C93360YC-FX2プラットフォームスイッチでサポートされます。

•同じスイッチ上に FCまたは FCOEが設定されている場合、トンネルはサポートされませ
ん。
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第 4 章

FC/FCoEスイッチモードの有効化

この章は、次の内容で構成されています。

Cisco Nexus 9000シリーズスイッチで FC/FCoEスイッチモードを有効にするには、feature-set
fcoeを設定する必要があります。

Cisco Nexus 9000シリーズスイッチでNPVモードを有効にする方法の詳細については、cisco.com
の Cisco Nexus 9000 Series NX-OS FC-NPV and FCoE-NPV Configuration Guideを参照してくださ
い。

（注）

• FCoE機能を有効にする（13ページ）
• FCスイッチングモードに関する注意事項と制限事項（13ページ）
• FC/FCoEの有効化 , on page 14
• FC/FCoEの無効化 , on page 15
• FCoEリンクの LANトラフィックの無効化（16ページ）
• FC-Mapの設定 , on page 17
•ファブリックプライオリティの設定, on page 18
•ジャンボMTUの設定（19ページ）
•アドバタイズメント間隔の設定, on page 19

FCoE機能を有効にする

FCスイッチングモードに関する注意事項と制限事項
•リリース 10.1(1)以降、FCスイッチモードは Cisco Nexus 93360YC-FX2でサポートされま
す。

•リリース 10.2(2)以降、FCスイッチモードは Cisco Nexus C9336C-FX2-Eでサポートされま
す。
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• FC/FCoE構成はロールバックをサポートしていません。FC/FCoE構成が存在する場合は、
ベストエフォートオプションを使用します。他のすべての構成は成功しますが、FC/FCoE
構成ではエラーメッセージが表示されます。

FC/FCoEの有効化
スイッチで FC/FCoEをイネーブルにできますが、VLAN 1で FCoEをイネーブルにすることは
できません。

または、Cisco NX-OSセットアップユーティリティに含まれている FCセットアップスクリ
プトを使用して、FC/FCoEを有効にすることもできます。詳細については、対応するバージョ
ンのCisco Nexus 9000シリーズ NX-OS基本設定ガイドを参照してください。cisco.comに掲載さ
れています。

Note

Cisco Nexusデバイスのファイバチャネル機能はすべて、FCプラグインにパッケージ化されて
います。FC/FCoEを有効にすると、スイッチソフトウェアにより SAN_ENTERPRISE_PKG
FC_FEATURES_PKGライセンスのチェックが行われます。ライセンスが検出されると、ソフ
トウェアによりプラグインがロードされます。FCポートライセンスを有効にするには、パッ
ケージ FC_PORT_ACTIVATION_PKGが必要です。

FCプラグインのロード後は、次の 2つが使用可能となります。

•ファイバチャネルおよび FCoEに関するすべての CLI

•インストールされている拡張モジュールのファイバチャネルインターフェイス。

180日が経過すると、有効なライセンスが消失し、FCプラグインは無効となります。スイッチ
の次回リブート時に、すべての FC/FCoEコマンドが CLIから削除され、FC/FCoE設定が消去
されます。

Note

Before you begin

FC_FEATURES_PKG（N5010SSまたは N5020SS）ライセンスがインストールされていること
が必要です。次の表に、SANスイッチングのライセンス要件に関する詳細情報を示します。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# install feature-set fcoe
3. switch(config)# feature-set fcoe
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

機能セット FCoEをインストールします。switch(config)# install feature-set fcoeステップ 2

FC/FCoE機能を有効にします。switch(config)# feature-set fcoeステップ 3

Example

次の例は、スイッチで FC/FCoEを有効にする方法を示しています。
switch# configure terminal
switch(config)# install feature-set fcoe
switch(config)# feature-set fcoe

FC/FCoEの無効化
FC/FCoEを無効にすると、すべての FC/FCoEコマンドが CLIから削除され、FC/FCoE構成が
削除されます。

スイッチに FCポートがある場合、コマンド no feature-set fcoeは許可されません。スイッチに
FCポートがある場合は、このコマンドを発行する前に、それらをイーサネットポートに変換
する必要があります。Cisco Nexus C93180YC-FX、C9336C-FX2-E、および C93360YC-FX2ス
イッチでは、機能セット fcoeを無効にした後にスイッチをリロードする必要があります。

Note

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# no feature-set fcoe
3. switch(config)# no install feature-set fcoe

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
15

FC/FCoEスイッチモードの有効化

FC/FCoEの無効化



DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

FC/FCoE機能を無効にします。switch(config)# no feature-set fcoeステップ 2

機能セット FCoEをアンインストールします。switch(config)# no install feature-set fcoeステップ 3

Example

次の例は、スイッチの FCoEを無効にする方法を示したものです。
switch# configure terminal

switch(config)# no feature-set fcoe

switch(config)# no install feature-set fcoe

FCoEリンクの LANトラフィックの無効化
FCoEリンクの LANトラフィックを無効にできます。

DCBXを使用すると、スイッチから、直接接続された CNAへ LAN論理リンクステータス
（LLS）メッセージを送信できます。CNAへLLSダウンメッセージを送信する場合は、shutdown
lanコマンドを入力します。このコマンドにより、インターフェイスの VLANのうち、FCoE
に対応していないすべてのVLANをダウンできます。インターフェイスのVLANのうち FCoE
に対応している VLANでは、中断されることなくそのまま SANトラフィックを伝送できま
す。

手順の概要

1. switch# configure terminal
2. switch(config)# interface ethernet slot/port

3. switch(config-if)# shutdown lan

4. （任意） switch(config-if)# no shutdown lan
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

設定するインターフェイスを指定し、インターフェ

イスコンフィギュレーションモードを開始します。

switch(config)# interface ethernet slot/portステップ 2

（注）

これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

インターフェイス上のイーサネットトラフィックを

シャットダウンします。インターフェイスが FCoE
switch(config-if)# shutdown lanステップ 3

VLANの一部である場合は、シャットダウンを実行
しても、その FCoEトラフィックに影響はありませ
ん。

インターフェイス上のイーサネットトラフィックを

再び有効にします。

（任意） switch(config-if)# no shutdown lanステップ 4

FC-Mapの設定

ファブリックの分離を維持し、FC-MAPのデフォルトを残すには、VLANへのVSANのマッピ
ング方式を使用することをお勧めします。

Note

対象となる Cisco Nexuxデバイスのファイバチャネルファブリックを識別するための FC-Map
を設定することにより、ファブリック間の通信に伴うデータの破損を防ぐことができます。

FC-Mapが設定されると、現在のファブリックの一部ではないMACアドレスがスイッチによっ
て廃棄されます。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# fcoe fcmap fabric-map

3. (Optional) switch(config)# no fcoe fcmap fabric-map
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

グローバルFC-Mapを設定します。デフォルト値は、
0E.FC.00です。有効な範囲は、0E.FC.00～ 0E.FC.FF
です。

switch(config)# fcoe fcmap fabric-mapステップ 2

グローバル FC-Mapをデフォルト値の 0E.FC.00にリ
セットします。

(Optional) switch(config)# no fcoe fcmap fabric-mapステップ 3

Example

次に示すのは、グローバル FC-Mapの設定例です。
switch# configure terminal

switch(config)# fcoe fcmap 0x0efc2a

ファブリックプライオリティの設定
Cisco Nexusデバイスはプライオリティをアドバタイズします。ファブリック内の CNAでは、
このプライオリティを基に、接続先として最適なスイッチが決定されます。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# fcoe fcf-priority fabric-priority

3. (Optional) switch(config)# no fcoe fcf-priority fabric-priority

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

グローバルファブリックプライオリティを設定し

ます。デフォルト値は 128です。有効な範囲は、0
（高い）～ 255（低い）です。

switch(config)# fcoe fcf-priority fabric-priorityステップ 2
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PurposeCommand or Action

グローバルファブリックプライオリティをデフォ

ルト値である 128にリセットします。
(Optional) switch(config)# no fcoe fcf-priority
fabric-priority

ステップ 3

Example

次に示すのは、グローバルファブリックプライオリティの設定例です。

switch# configure terminal

switch(config)# fcoe fcf-priority 42

ジャンボMTUの設定
次の例は、ジャンボMTUをサポートするようにデフォルトのイーサネットシステムクラスを
設定する方法を示しています。

switch(config)# policy-map type network-qos jumbo
switch(config-pmap-nq)# class type network-qos class-fcoe
switch(config-pmap-c-nq)# pause no-drop
switch(config-pmap-c-nq)# mtu 2158
switch(config-pmap-nq)# class type network-qos class-default
switch(config-pmap-c-nq)# mtu 9216
switch(config-pmap-c-nq)# exit
switch(config-pmap-nq)# exit
switch(config)# system qos
switch(config-sys-qos)# service-policy type qos input fcoe-default-in-policy
switch(config-sys-qos)# service-policy type queuing input fcoe-default-in-policy
switch(config-sys-qos)# service-policy type queuing output fcoe-default-out-policy
switch(config-sys-qos)# service-policy type network-qos jumbo

アドバタイズメント間隔の設定
スイッチ上で、ファイバチャネルファブリックのアドバタイズメント間隔を設定できます。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# fcoe fka-adv-period interval

3. (Optional) switch(config)# no fcoe fka-adv-period interval
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

ファブリックのアドバタイズメント間隔を設定しま

す。デフォルト値は 8秒です。有効な範囲は 4～ 60
秒です。

switch(config)# fcoe fka-adv-period intervalステップ 2

ファブリックのアドバタイズメント間隔を、デフォ

ルト値の 8秒にリセットします。
(Optional) switch(config)# no fcoe fka-adv-period intervalステップ 3

Example

次の例は、ファブリックのアドバタイズメント間隔を設定する方法を示したものです。

switch# configure terminal

switch(config)# fcoe fka-adv-period 42
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第 5 章

FCoEの設定

この章は、次の内容で構成されています。

• FCoEのトポロジ（21ページ）
• FCoEのベストプラクティス（22ページ）
•注意事項と制約事項（25ページ）
• FC/FCoEの構成（26ページ）
• FCoE設定の確認, on page 68

FCoEのトポロジ

直接接続された CNAのトポロジ
Cisco Nexusデバイスは、次の図のようにファイバチャネルフォワーダ（FCF）として配置で
きます。

図 1 :直接接続された FCF

FCFが FCoEノード（ENode）と他の FCFとの間の中継に使用されないようにするため、FIP
フレームは次のルールに従って処理されます。この処理により、異なるファブリック内のENode
と FCFとの間のログインセッションも回避されます。

• CNAから受信された FIPの送信要求フレームおよびログインフレームは FCFにより処理
され、転送されません。

• FCFが他の FCFからインターフェイスを介して送信要求およびアドバタイズメントを受
信すると、次のような処理が実行されます。

•フレーム内の FC-MAP値が FCFの FC-MAP値と一致する（FCFが同一のファブリッ
ク内にある）場合、これらのフレームは無視され、廃棄されます。

• FIPフレーム内の FC-MAP値が FCFの FC-MAP値と一致しない（FCFが異なるファ
ブリック内にある）場合、インターフェイスが「FCoE孤立」状態になります。
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中継用のCisco Nexus FCFを経由した場合に限って到達可能な FCFについては、CNAから検出
することもログインすることもできません。ハードウェアの制約上、Cisco Nexusデバイスで
は、CNAと他の FCFとの間の FCoE中継機能は実行できません。

Cisco Nexus FCFではFCoE中継機能が実行できないため、FCoE VLANのアクティブなSpanning
Tree Protocol（STP）パスが必ず CNAと FCFの間の直接接続されたリンクを経由するように
ネットワークトポロジを設計する必要があります。FCoE VLANは、直接接続されたリンクに
対してだけ設定するようにしてください。

リモート接続された CNAのトポロジ
Cisco Nexusデバイスは、次の図のようにリモート接続されたCNAに対する FCFとしては配置
できますが、FIPスヌーピングブリッジとしては配置できません。

図 2 :リモート接続された FCF

FCFが ENodeと他の FCFとの間の中継に使用されないようにするため、FIPフレームは次の
ルールに従って処理されます。この処理により、異なるファブリック内の ENodeと FCFとの
間のログインセッションも回避されます。

• CNAから受信された FIPの送信要求フレームおよびログインフレームは FCFにより処理
され、転送されません。

• FCFが他の FCFからインターフェイスを介して送信要求およびアドバタイズメントを受
信すると、次のような処理が実行されます。

•フレーム内の FC-MAP値が FCFの FC-MAP値と一致する（FCFが同一のファブリッ
ク内にある）場合、これらのフレームは無視され、廃棄されます。

• FIPフレーム内の FC-MAP値が FCFの FC-MAP値と一致しない（FCFが異なるファ
ブリック内にある）場合、インターフェイスが「FCoE孤立」状態になります。

Cisco Nexus FCFでは FCoE中継機能が実行できないため、FCoE VLANのアクティブな STPパ
スが必ずCNAと FCFの間の直接接続されたリンクを経由するようにネットワークトポロジを
設計する必要があります。FCoE VLANは、直接接続されたリンクに対してだけ設定するよう
にしてください。

FCoEのベストプラクティス

直接接続された CNAのベストプラクティス
次の図は、直接接続された CNAと Cisco Nexusデバイスを使用したアクセスネットワークの
ベストプラクティストポロジを示したものです。
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図 3 :直接接続された CNA

上図の配置トポロジに対する設定のベストプラクティスは次のとおりです。

1. SAN内の仮想ファブリック（VSAN）ごとにトラフィックを伝送できるよう、それぞれの
統合アクセススイッチに一意の専用VLANを設定する必要があります（VSAN1用にVLAN
1002、VSAN 2用に VLAN 1003など）。マルチスパニングツリー（MST）を有効にした
場合は、FCoE VLANに対して別個のMSTインスタンスを使用する必要があります。

2. ユニファイドファブリック（UF）リンクをトランクポートとして設定する必要がありま
す。ネイティブVLANとして FCoE VLANを設定しないでください。仮想ファイバチャネ
ルインターフェイスのVF_PortトランキングおよびVSAN管理を拡張できるよう、すべて
の FCoE VLANを UFリンクのメンバとして設定する必要があります。

イーサネットトラフィックおよびFCoEトラフィックはどちらも、統合ワイヤにより伝送され
ます。

（注）

3. UFリンクをスパニングツリーエッジポートとして設定する必要があります。

4. FCoEトラフィックの伝送用として指定されていないイーサネットリンクのメンバとして
FCoE VLANを設定しないでください。これは、FCoE VLANに使用する STPのスコープを
UFリンクに限定する必要があるためです。

5. LANの代替パス用に（同一または別の SANファブリックにある）統合アクセススイッチ
をイーサネットリンク経由で相互に接続する必要がある場合は、すべての FCoE VLANを
メンバーシップから除外することを、これらのリンクに対して明示的に設定する必要があ

ります。この設定により、FCoE VLANに使用する STPのスコープが UFリンクに限定さ
れます。

6. SAN-Aおよび SAN-Bの FCoEに対してはそれぞれ別々の FCoE VLANを使用する必要が
あります。

直接接続されたトポロジでは、すべての Gen-1（pre-FIP）CNAおよび Gen-2（FIP）CNAがサ
ポートされています。

（注）

リモート接続された CNAのベストプラクティス
次の図は、リモート接続された CNAと Cisco Nexusデバイスを使用したアクセスネットワー
クのベストプラクティストポロジを示したものです。
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図 4 :リモート接続された CNA

上図の配置トポロジに対する設定のベストプラクティスは次のとおりです。

1. SAN内の仮想ファブリック（VSAN）ごとにトラフィックを伝送できるよう、それぞれの
統合アクセススイッチに一意の専用VLANを設定する必要があります（VSAN1用にVLAN
1002、VSAN 2用に VLAN 1003など）。MSTを有効にした場合は、FCoE VLANに対して
別個のMSTインスタンスを使用する必要があります。

2. ユニファイドファブリック（UF）リンクをトランクポートとして設定する必要がありま
す。ネイティブVLANとして FCoE VLANを設定しないでください。仮想ファイバチャネ
ルインターフェイスのVF_PortトランキングおよびVSAN管理を拡張できるよう、すべて
の FCoE VLANを UFリンクのメンバとして設定する必要があります。

イーサネットトラフィックおよび FCoEトラフィックはどちらも、ユニファイドファブリッ
クリンクにより伝送されます。

（注）

3. CNAおよびブレードスイッチを、スパニングツリーエッジポートとして設定する必要が
あります。

4. 新しいリンクやブレードスイッチのプロビジョニングなど、さまざまなイベントに伴って
実行される STPの再コンバージェンスの際に障害が発生しないよう、各ブレードスイッ
チは、（できれば EtherChannelを介して）ただ 1つの Cisco Nexus統合アクセススイッチ
に接続される必要があります。

5. Cisco Nexus統合アクセススイッチには、それに接続されているブレードスイッチよりも
高い STPプライオリティを設定する必要があります。そうすることで、統合アクセスス
イッチがスパニングツリーのルートであり、かつそれに接続されているすべてのブレード

スイッチがダウンストリームノードとなるような FCoE VLANのアイランドを作成できま
す。

6. FCoEトラフィックの伝送用として指定されていないイーサネットリンクのメンバとして
FCoE VLANを設定しないでください。これは、FCoE VLANに使用する STPのスコープを
UFリンクに限定する必要があるためです。

7. LANの代替パス用に、統合アクセススイッチやブレードスイッチをイーサネットリンク
経由で相互に接続する必要がある場合は、これらのリンクに対してすべての FCoE VLAN
をメンバーシップから除外することを、明示的に設定する必要があります。この設定によ

り、FCoE VLANに使用する STPのスコープが UFリンクに限定されます。

8. SAN-Aおよび SAN-Bの FCoEに対してはそれぞれ別々の FCoE VLANを使用する必要が
あります。
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リモート接続されたトポロジは、Gen-2、Gen-3、Gen-4（FIP）CNAに限ってサポートされま
す。

（注）

注意事項と制約事項
FC/FCoEには、次のガイドラインと制約事項があります。

• Cisco Nexusデバイスの FCoEは、Gen-1（pre-FIP）CNAおよび Gen-2（FIP）CNA 2をサ
ポートします。Cisco Nexus 2232PPファブリックエクステンダ（FEX）の FCoEでは、
Gen-2 CNAに限りサポートされています。

• VLAN 1では FCoEをイネーブルにできません。

• LLDPはデフォルトでは有効になっていないため、FCoEを有効にするには、feature lldp
を使用して LLDP機能を有効にする必要があります。

•同一の FEXに対して、ストレート型とアクティブ-アクティブを組み合わせたトポロジは
サポートされていません。

• FCOEは、銅線 SFPではサポートされていません。

• FC/FCoE構成はロールバックをサポートしていません。FC/FCoE構成が存在する場合は、
ベストエフォートオプションを使用します。他のすべての構成は成功しますが、FC/FCoE
構成ではエラーメッセージが表示されます。

• FCoEは 10ギガビット、25ギガビット、40ギガビットおよび 100ギガビットイーサネッ
トインターフェイスでサポートされます。100Gブレイクアウト (4x25G)および 40Gブレ
イクアウト (4x10G)は、FCoEインターフェイスでサポートされています。

• Cisco Nexusデバイスインターフェイスのポートチャネルでは、複数のインターフェイス
が設定されている場合、直接接続FCoE（つまりバインドインターフェイスを介してCNA
に直接接続された FCoE）はサポートされていません。単一リンクのポートチャネル上で
は、直接接続 FCoEがサポートされています。これにより、1つの 10/25/40/100 GBリンク
を持つ仮想ポートチャネル（vPC）を介して各アップストリームスイッチに接続された
CNAからの FCoEを実現できます。

• vFCに使用されるイーサネットインターフェイスでは、グローバルに定義されたデフォル
トまたはカスタムポリシーに関係なく、QOSポリシーを手動で設定する必要があります。

FC/FCoEのデフォルトの Quality of Service（QoS）ポリシーの説明については、ご使用のデバ
イスの Quality of Serviceについてのガイドを参照してください。ご使用の Nexusソフトウェア
リリース版を参照してください。このマニュアルの入手可能なバージョンは、次のサイトから

取得できます：https://www.cisco.com/c/en/us/support/switches/nexus-9000-series-switches/
products-installation-and-configuration-guides-list.html

（注）
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FC/FCoEの構成

TCAMカービングの実行
ここでは、TCAMカービングの実行方法について説明します。

手順の概要

1. 機能 FCoEをインストールします。
2. fcoeが完全に機能するように、次のコマンドを設定します（まだ設定されていない場合）。
3. TCAMカービングを実行します。
4. 設定されたTCAMリージョンサイズを確認するには、show hardware access-list tcam region
コマンドを使用します。

5. 構成を保存し、コマンド reloadを使用して、スイッチをリロードします。

手順の詳細

手順

ステップ 1 機能 FCoEをインストールします。
switch(config)# install feature-set fcoe

switch(config)# switch(config)# feature-set fcoe

ステップ 2 fcoeが完全に機能するように、次のコマンドを設定します（まだ設定されていない場合）。
hardware access-list tcam region ing-ifacl 256
hardware access-list tcam region ing-redirect 256

256は、FC/FCoEの ing-ifaclおよび ing-redirectリージョンに必要な最小 tcamスペースです。

（注）

現在の tcamの構成を確認するには、show hardware access-list tcam regionコマンドを使用します。

必要な tcamスペースが使用できない場合は、hardware access-list tcam region ing-racl 1536コマンド

を使用して ing-raclリージョンを縮小できます。

ステップ 3 TCAMカービングを実行します。

例：

Switch(config)# hardware access-list tcam region ing-racl 1536
Switch(config)# hardware access-list tcam region ing-ifacl 256
Switch(config)# hardware access-list tcam region ing-redirect 256

ステップ 4 設定された TCAMリージョンサイズを確認するには、show hardware access-list tcam regionコマンドを使
用します。
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例：

Switch(config)# show hardware access-list tcam region
Switch(config)#

ステップ 5 構成を保存し、コマンド reloadを使用して、スイッチをリロードします。

例：

Switch(config)# reload
Switch(config)#

次のタスク

TCAMのカービング後には、スイッチをリロードする必要があります。

LLDPの構成
ここでは、LLDPの設定方法について説明します。

手順の概要

1. configure terminal
2. [no] feature lldp

手順の詳細

手順

ステップ 1 configure terminal

グローバル設定モードを開始します。

ステップ 2 [no] feature lldp

デバイス上でLLDPをイネーブルまたはディセーブルにします。LLDPはデフォルトでディセーブルです。

デフォルトQoSの設定
FCoEのデフォルトポリシーには、ネットワーク QoS、出力キューイング、入力キューイン
グ、QoSの 4種類があります。FCoEデフォルトポリシーを有効にするには、feature-set fcoe
commandコマンドを使用して FCoE NPV機能を有効にします。デフォルトの QoS入力ポリ
シーである default-fcoe-in-policyは、すべてのFCおよびSANポートチャネルインターフェイ
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スに暗黙的に付加され、FCからFCoEへのトラフィックを可能にします。これは、showinterface
{fc slot/port | san-port-channel <no>} allを使用して確認できます。デフォルトの QoSポリシー
は、すべての FCおよび FCoEトラフィックに CoS3および Q1を使用します。

ユーザー定義の QoSの構成
FCoEトラフィックに別のキューまたは CoS値を使用するには、ユーザー定義のポリシーを作
成します。トラフィックが異なるキューまたはCoSを使用できるようにするには、ユーザー定
義の QoS入力ポリシーを作成し、FCインターフェイスと FCoEインターフェイスの両方に明
示的にアタッチする必要があります。ユーザー定義の QoSポリシーを作成し、システム全体
の QoSに対してアクティブにする必要があります。

FCoEをサポートするには、イーサネットまたはポートチャネルインターフェイスをMTU
9216 (または使用可能な最大MTUサイズ)で構成する必要があります。

（注）

次の例は、すべての FCおよび FCoEトラフィックに CoS3および Q2を使用するユーザー定義
の QoSポリシーを設定し、アクティブにする方法を示しています。

•ユーザー定義のネットワーク QoSポリシーの設定：

switch(config)# policy-map type network-qos fcoe_nq
switch(config-pmap-nqos)# class type network-qos c-nq1
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq2
switch(config-pmap-nqos-c)# mtu 9216
switch(config-pmap-nqos-c)# pause pfc-cos 3
switch(config-pmap-nqos-c)# class type network-qos c-nq3
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq-default
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# exit
switch(config-pmap-nqos)# exit
switch(config)#

•ユーザー定義の入力キューイングポリシーの作成：
switch(config)# policy-map type queuing fcoe-in-policy
switch(config-pmap-que)# class type queuing c-in-q2
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# exit
switch(config-pmap-que)# exit
switch(config)

•ユーザー定義の出力キューイングポリシーの作成：
switch(config)# policy-map type queuing fcoe-out-policy
switch(config-pmap-que)# class type queuing c-out-q3
switch(config-pmap-c-que)# priority level 1
switch(config-pmap-c-que)# class type queuing c-out-q-default
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# class type queuing c-out-q1
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switch(config-pmap-c-que)# bandwidth remaining percent 0
switch(config-pmap-c-que)# class type queuing c-out-q2
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# exit
switch(config-pmap-que)# exit
switch(config)#

•ユーザー定義の QoS入力ポリシーの作成：

switch(config)# class-map type qos match-any fcoe
switch(config-cmap-qos)# match protocol fcoe
switch(config-cmap-qos)# match cos 3
switch(config-cmap-qos)# exit
switch(config)#
switch(config)# policy-map type qos fcoe_qos_policy
switch(config-pmap-qos)# class fcoe
switch(config-pmap-c-qos)# set cos 3
switch(config-pmap-c-qos)# set qos-group 2
switch(config-pmap-c-qos)# exit
switch(config-pmap-qos)# exit
switch(config)#

•ユーザー定義のシステム QoSポリシーのアクティブ化：
switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input fcoe-in-policy
switch(config-sys-qos)# service-policy type queuing output fcoe-out-policy
switch(config-sys-qos)# service-policy type network-qos fcoe_nq
switch(config-sys-qos)# exit
switch(config)#

• FCまたは FCoEインターフェイスへの QoS入力ポリシーの適用：

switch# conf
switch(config)# interface {fc <slot>/<port> | ethernet <slot>/<port> | san-port-channel
<no> | port-channel <no>}
switch(config-if)# service-policy type qos input fcoe_qos_policy

• FCまたは FCoEインターフェイスからの QoS入力ポリシーの削除：

switch# conf
switch(config)# interface {fc <slot>/<port> | ethernet <slot>/<port> | san-port-channel
<no> | port-channel <no>}
switch(config-if)# no service-policy type qos input fcoe_qos_policy

• FCまたは FCoEインターフェイスに適用される QoS入力ポリシーの確認：

switch# show running-config interface {fc <slot>/<port> | interface <slot>/<port> |
san-port-channel <no> | port-channel <no>} all
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•ユーザー定義の QoSポリシーを使用する場合、同じ QoS入力ポリシーをスイッチ内のす
べての FCおよび FCoEインターフェイスに適用する必要があります。

• FCoEトラフィックは単一の CoSでのみサポートされるため、複数の QoSクラスマップ
で match protocol fcoeを設定しないでください。

（注）

トラフィックシェーピングの設定

トラフィックシェーピングにより、使用可能な帯域幅へのアクセスの制御、および送信された

トラフィックがリモートのターゲットインターフェイスのアクセス速度を超える場合に発生す

る輻輳を回避するために、トラフィックのフローを規制できます。トラフィックシェーピング

はデータの伝送レートを制限するため、このコマンドは必要な場合にのみ使用できます。

次の例は、トラフィックシェーパーの構成方法を示しています。

•次のコマンドは、すべての FCインターフェイスのデフォルトのシステムレベル設定を表
示します。

switch(config)# show running-config all | i i rate
hardware qos fc rate-shaper
switch(config)#

•次の例は、レートシェーパーの構成方法を示しています。このコマンドは、すべての FC
インターフェイスに適用されます。

まれに、4G、8G、16G、または32Gインターフェイスのいずれか
で入力廃棄が発生することがあります。レートシェープを設定す

るには、hardware qos fc rate-shaper [low]コマンドを使用します。
これはシステムレベルの設定であるため、すべての FCポートに
適用され、すべての FCポートのレートが低下します。hardware
qos fc rate-shaperコマンドのデフォルトオプションは、すべての
FCインターフェイスに適用できます。

（注）

switch(config)# hardware qos fc rate-shaper low
switch(config)#
switch(config)#end

vPCを伴う FCoEの設定例
Cisco NX-OSリリース 9.3(5)以降、Cisco Nexus N9K-93180YC-FXデバイスは vPCをサポート
し、Cisco NX-OSリリース 10.1(1)以降、Cisco Nexus N9K-C93360YC-FX2デバイスも vPCをサ
ポートします。Cisco Nexus N9K-93180YC-FX、N9K-C9336C-FX2-E、およびN9K-C93360YC-FX2
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デバイスはvPCをサポートします。vPCscanは、帯域幅を増やし、イーサネットファブリック
へのロードバランシングを強化するように設定できます。次に、Cisco Nexus 9000シリーズス
イッチで vPCを使用するときに FCoEを設定する方法を説明する設定例を示します。

図 5 :ホスト vPCでの FCoEトラフィックフロー

図 6 : Nexus 9000 FCoEおよび vPCラボトポロジ

FCoE VLANは、vPCピアリンク間でトランキングしないでください。（注）

コアスイッチに接続するCisco Nexus N9K-93180YC-FXスイッチ（スイッチモード）では、FC
アップリンクのみがサポートされます。

（注）

設定例では、次のパラメータが含まれています。

switchname: tme-switch-1
switchname: tme-switch-2
mgmt ip: 172.25.182.66
mgmt ip: 172.25.182.67

設定例には、次のハードウェアが含まれています。

• Dellサーバ PE2950

• Emulex CNAまたは CISCO CNA

• Cisco NX-OSリリース 9.3(5)10.2(1)F以降のリリースを実行している 2つの Cisco Nexus
9000スイッチ。

設定例は次の考慮事項と要件を含んでいます。

• DCBXをサポートする第 2世代 CNAが必要です。

•別のスイッチへの単一のホストCNAポートチャネル接続。単一スイッチのポートチャネ
ルで、ポートチャネルまたは vPCに複数のメンバーポートが含まれている場合、FCoE
インターフェイスは機能しません。

• Cisco NX-OSリリース 9.3(5) 10.2(1)F以降のリリース。

• FCoEを実行するには、FC機能パッケージが必要です。これがインストールされていない
場合、90日持続する一時ライセンスがあります。
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Cisco Nexus 9000シリーズスイッチの vPCの設定例

この例では、基本設定（IPアドレス（mgmt0）、スイッチ名、管理者のパスワードなど）がス
イッチで完了していると仮定します。

設定は、vPCトポロジの両方のピアスイッチで実行する必要があります。（注）

手順の概要

1. feature vpc
2. vPC domain
3. vpc peer-link
4. show vpc peer-keepalive
5. int po
6. vpc
7. show vpc statistics

手順の詳細

手順

目的コマンドまたはアクション

両方のピアスイッチで vPC機能をイネーブルにし
ます。

feature vpc

例：

ステップ 1

tme-switch-1# conf t
Enter configuration commands, one per line. End
with CNTL/Z.
tme-switch-1(config)# feature vpc
tme-switch-1(config)#

tme-switch-2# conf t
Enter configuration commands, one per line. End
with CNTL/Z.
tme-switch-2(config)# feature vpc
tme-switch-2(config)#

vPCドメインおよびピアのキープアライブの宛先を
設定します。

vPC domain

例：

ステップ 2

（注）
tme-switch-1(config)# vpc domain 2 この設定では、スイッチ tme-switch-1の管理 IPア

ドレスは 192.165.200.229、スイッチ tme-switch-2の
管理 IPアドレスは 192.165.200.230です。

tme-switch-1(config-vpc-domain)# peer-keepalive
destination 192.165.200.230

tme-switch-2(config)# vpc domain 2
tme-switch-2(config-vpc-domain)# peer-keepalive
destination 192.165.200.229
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目的コマンドまたはアクション

vPCピアリンクとして使用するポートチャネルイ
ンターフェイスを設定します。

vpc peer-link

例：

ステップ 3

tme-switch-1(config)# int port-channel 1
tme-switch-1(config-if)# vpc peer-link

（注）

vPCピアリンクでは、スパニングツリーポートタ
イプは、ネットワークポートタイプに変更されま

す。これにより、STPブリッジ保証（デフォルトで
イネーブル）がディセーブルでなければ、vPCピア
リンクの STPブリッジ保証がイネーブルになりま
す。

tme-switch-2(config)# int port-channel 1
tme-switch-2(config-if)# vpc peer-link

ピアキープアライブに到達できることを確認しま

す。

show vpc peer-keepalive

例：

ステップ 4

tme-switch-1(config)# show vpc peer-keepalive
vPC keep-alive status : peer is alive
--Destination : 172.25.182.167
--Send status : Success
--Receive status : Success
--Last update from peer : (0) seconds, (975) msec
tme-switch-1(config)#

tme-switch-2(config)# show vpc peer-keepalive
--PC keep-alive status : peer is alive
--Destination : 172.25.182.166
--Send status : Success
--Receive status : Success
--Last update from peer : (0) seconds, (10336)
msec
tme-switch-2(config)#

vPCピアリンクポートチャネルにメンバーポート
を追加し、このポートチャネルインターフェイス

を起動します。

int po

例：

tme-switch-1(config-if-range)# int po 1

ステップ 5

tme-switch-1(config-if)# switchport mode trunk
tme-switch-1(config-if)# no shut
tme-switch-1(config-if)# exit
tme-switch-1(config)# int eth 1/39-40
tme-switch-1(config-if-range)# switchport mode
trunk
tme-switch-1(config-if-range)# channel-group 1
tme-switch-1(config-if-range)# no shut
tme-switch-1(config-if-range)#

tme-switch-2(config-if-range)# int po 1
tme-switch-2(config-if)# switchport mode trunk
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目的コマンドまたはアクション

tme-switch-2(config-if)# no shut
tme-switch-2(config-if)# exit
tme-switch-2(config)# int eth 1/39-40
tme-switch-2(config-if-range)# switchport mode
trunk
tme-switch-2(config-if-range)# channel-group 1
tme-switch-2(config-if-range)# no shut
tme-switch-2(config-if-range)#

tme-switch-1(config-if-range)# show int po1
port-channel 1 is up
Hardware: Port-Channel, address: 000d.ecde.a92f
(bia 000d.ecde.a92f)
MTU 1500 bytes, BW 20000000 Kbit, DLY 10 usec,
reliability 255/255, txload 1/255, rxload 1/255
Encapsulation ARPA
Port mode is trunk
full-duplex, 10 Gb/s
Beacon is turned off
Input flow-control is off, output flow-control is
off
Switchport monitor is off
Members in this channel: Eth1/39, Eth1/40
Last clearing of "show interface" counters never
1 minute input rate 1848 bits/sec, 0 packets/sec
1 minute output rate 3488 bits/sec, 3 packets/sec
tme-switch-1(config-if-range)#

tme-switch-2(config-if-range)# show int po1
port-channel1 is up
Hardware: Port-Channel, address: 000d.ecdf.5fae
(bia 000d.ecdf.5fae) MTU 1500 bytes, BW 20000000
Kbit, DLY 10 usec,
reliability 255/255, txload 1/255, rxload 1/255
Encapsulation ARPA
Port mode is trunk
full-duplex, 10 Gb/s
Beacon is turned off
Input flow-control is off, output flow-control is
off
Switchport monitor is off
Members in this channel: Eth1/39, Eth1/40
Last clearing of "show interface" counters never
minute input rate 1848 bits/sec, 0 packets/sec
minute output rate 3488 bits/sec, 3 packets/sec
tme-switch-2(config-if-range)#

vPCを作成し、メンバーインターフェイスを追加し
ます。

vpc

例：

ステップ 6

（注）tme-switch-1(config)# int po 11
tme-switch-1(config-if)# vpc 11 vPCトポロジを介した FCoEを実行するには、ポー

トチャネルは単一のメンバーインターフェイスだ

けを持っている必要があります。

tme-switch-1(config-if)# switchport mode trunk
tme-switch-1(config-if)# no shut
tme-switch-1(config-if)# int eth 1/1
tme-switch-1(config-if)# switchport mode trunk
tme-switch-1(config-if)# channel-group 11

（注）tme-switch-1(config-if)# spanning-tree port type

ポートチャネルインターフェイスの下に設定され

た vPC番号は、両方の Nexus 9000スイッチで一致

edge trunk
tme-switch-1(config-if)#
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目的コマンドまたはアクション

する必要があります。ポートチャネルインターフェ

イス番号が両方のスイッチで一致している必要はあ

りません。

警告

エッジポートタイプ（PortFast）は、単一のホスト
に接続されているポートだけでイネーブルにする必

要があります。エッジポートタイプ（PortFast）が
イネーブルの場合、このインターフェイスにハブ、

コンセントレータ、スイッチ、ブリッジなどの一部

のデバイスを接続すると、一時的なブリッジング

ループが発生することがあります。このタイプの設

定は、慎重に行う必要があります。

tme-switch-2(config)# int po 11
tme-switch-2(config-if)# vpc 11
tme-switch-2(config-if)# switchport mode trunk
tme-switch-2(config-if)# no shut
tme-switch-2(config-if)# int eth 1/1
tme-switch-2(config-if)# switchport mode trunk
tme-switch-2(config-if)# channel-group 11
tme-switch-2(config-if)# spanning-tree port type
edge trunk

警告

エッジポートタイプ（PortFast）は、単一のホスト
に接続されているポートだけでイネーブルにする必

要があります。エッジポートタイプ（PortFast）が
イネーブルの場合、このインターフェイスにハブ、

コンセントレータ、スイッチ、ブリッジなどの一部

のデバイスを接続すると、一時的なブリッジング

ループが発生することがあります。このタイプの設

定は、慎重に行う必要があります。

vPCインターフェイスが起動していて、動作してい
ることを確認します。

show vpc statistics

例：

ステップ 7

tme-switch-1(config-if)# show vpc statistics vpc
11
port-channel11 is up
vPC Status: Up, vPC number: 11
Hardware: Port-Channel, address: 000d.ecde.a908
(bia 000d.ecde.a908)
MTU 1500 bytes, BW 10000000 Kbit, DLY 10 usec,
reliability 255/255, txload 1/255, rxload 1/255
Encapsulation ARPA
Port mode is trunk
full-duplex, 10 Gb/s
Beacon is turned off
Input flow-control is off, output flow-control is
off
Switchport monitor is off
Members in this channel: Eth1/1
Last clearing of "show interface" counters never
minute input rate 4968 bits/sec, 8 packets/sec
minute output rate 792 bits/sec, 1 packets/sec
tme-switch-1(config-if)#
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目的コマンドまたはアクション

tme-switch-2(config-if)# show vpc statistics vpc
11
port-channel11 is up
vPC Status: Up, vPC number: 11
Hardware: Port-Channel, address: 000d.ecdf.5fae
(bia 000d.ecdf.5fae)
MTU 1500 bytes, BW 10000000 Kbit, DLY 10 usec,
reliability 255/255, txload 1/255, rxload 1/255
Encapsulation ARPA
Port mode is trunk
full-duplex, 10 Gb/s
Beacon is turned off
Input flow-control is off, output flow-control is
off
Switchport monitor is off
Members in this channel: Eth1/1
Last clearing of "show interface" counters never
minute input rate 4968 bits/sec, 8 packets/sec
minute output rate 792 bits/sec, 1 packets/sec
tme-switch-1(config-if)#

Cisco Nexus 9000シリーズスイッチの FCoEの設定例

2つの Nexus 9000スイッチ間に vPCをセットアップしたら、FCoEトポロジを設定できます。
この手順では、IPアドレス（mgmt0）、スイッチ名、パスワード、管理者などを指定する基本
設定が Nexus 9000スイッチ上で実施済みであり、前のセクションに従って vPC設定が完了し
ていると想定しています。次の手順では、vPCトポロジとともに FCoEトポロジをセットアッ
プするために必要な FCoEの基本設定を行います。

手順の概要

1. install feature-set fcoe
2. feature-set fcoe
3. vsan database
4. interface port-channel
5. int vfc
6. show int brief
7. show flogi database
8. show vpc statistics

手順の詳細

手順

目的コマンドまたはアクション

FCoE機能をインストールします。install feature-set fcoeステップ 1

Cisco Nexus 9000スイッチでFCoEを有効にします。feature-set fcoe

例：

ステップ 2

（注）
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目的コマンドまたはアクション

これが完了するまでに数分かかることがあります。

この手順を実行する前に、TCAMカービングを完了
tme-switch-1(config)# feature-set fcoe
Please configure the following for fcoe to be

する必要があります。TCAMカービングの完了後に
は、スイッチをリロードする必要があります。

fully functional:
- hardware access-list tcam region ing-racl TCAM
size
- hardware access-list tcam region ing-ifacl TCAM
size
- hardware access-list tcam region ing-redirect
TCAM size
tme-switch-1(config)#

tme-switch-2(config)# feature-set fcoe
Please configure the following for fcoe to be
fully functional:
- hardware access-list tcam region ing-racl TCAM
size
- hardware access-list tcam region ing-ifacl TCAM
size
- hardware access-list tcam region ing-redirect
TCAM size
tme-switch-2(config)#

VSANを構築して、FCoEトラフィックの伝送用と
して指定されている VLANにマッピングします。

vsan database

例：

ステップ 3

（注）tme-switch-1(config)# vsan database
tme-switch-1(config-vsan-db)# vsan 100 VLAN番号と VSAN番号が同じである必要はあり

ません。
tme-switch-1(config-vsan-db)# exit
tme-switch-1(config)# vlan 100
tme-switch-1(config-vlan)# fcoe vsan 100
tme-switch-1(config-vlan)# show vlan fcoe
VLAN VSAN Status
-------- -------- --------
100 100 Operational
tme-switch-1(config-vlan)#

tme-switch-2(config)# vsan database
tme-switch-2(config-vsan-db)# vsan 101
tme-switch-2(config-vsan-db)# exit
tme-switch-2(config)# vlan 101
tme-switch-2(config-vlan)# fcoe vsan 101
tme-switch-2(config-vlan)# show vlan fcoe
VLAN VSAN Status
-------- -------- --------
101 101 Operational
tme-switch-2(config)#

vPCリンクの通過を許可される VLANを設定しま
す。

interface port-channel

例：

ステップ 4

tme-switch-1(config)# interface port-channel 11
tme-switch-1(config-if)# switchport trunk allowed
vlan 1, 100
tme-switch-1(config-if)# mtu 9216
tme-switch-1(config-if)# service-policy type qos
input default-fcoe-in-policy
tme-switch-1(config-if)# show int trunk
------------------------------------------------------------------
Port Native Status Port
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目的コマンドまたはアクション

------------------------------------------------------------------
Eth1/1 1 trnk-bndl Po11
Eth1/39 1 trnk-bndl Po1
Eth1/40 1 trnk-bndl Po1
Po1 1 trunking --
Po11 1 trunking --

------------------------------------------------------------------
Port Vlans Allowed on Trunk
------------------------------------------------------------------
Eth1/1 1,100
Eth1/39 1-3967,4048-4093
Eth1/40 1-3967,4048-4093
Po1 1-3967,4048-4093
Po11 1,100

------------------------------------------------------------------
Port Vlans Err-disabled on Trunk
------------------------------------------------------------------
Eth1/1 none
Eth1/39 100
Eth1/40 100
Po1 100
Po11 none

------------------------------------------------------------------
Port STP Forwarding
------------------------------------------------------------------
Eth1/1 none
Eth1/39 none
Eth1/40 none
Po1 1
Po11 1,100
tme-switch-1(config-if)#

tme-switch-2(config)# int po 11
tme-switch-2(config-if)# switchport trunk allowed
vlan 1, 101
tme-switch-1(config-if)# mtu 9216
tme-switch-1(config-if)# service-policy type qos
input default-fcoe-in-policy
tme-switch-2(config-if)# show int trunk
------------------------------------------------------------------
Port Native Status Port
------------------------------------------------------------------
Eth1/1 1 trnk-bndl Po11
Eth1/39 1 trnk-bndl Po1
Eth1/40 1 trnk-bndl Po1
Po1 1 trunking --
Po11 1 trunking --

------------------------------------------------------------------
Port Vlans Allowed on Trunk
------------------------------------------------------------------
Eth1/1 1,101
Eth1/39 1-3967,4048-4093
Eth1/40 1-3967,4048-4093
Po1 1-3967,4048-4093
Po11 1,101

------------------------------------------------------------------
Port Vlans Err-disabled on Trunk
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目的コマンドまたはアクション

------------------------------------------------------------------
Eth1/1 none
Eth1/39 101
Eth1/40 101
Po1 101
Po11 none

------------------------------------------------------------------
Port STP Forwarding
------------------------------------------------------------------
Eth1/1 none
Eth1/39 none
Eth1/40 none
Po1 1
Po11 1,101
tme-switch-2(config-if)#

仮想ファイバチャネルインターフェイス（vfc）を
構築し、前のステップで構築したVSANに追加しま
す。

int vfc

例：

tme-switch-1(config)# int vfc 1

ステップ 5

tme-switch-1(config-if)# bind interface po11
tme-switch-1(config-if)# no shut
tme-switch-1(config-if)#

tme-switch-2(config)# int vfc 1
tme-switch-2(config-if)# bind interface po11
tme-switch-2(config-if)# no shut
tme-switch-2(config-if)#

tme-switch-1(config)# vsan database
tme-switch-1(config-vsan-db)# vsan 100 interface
vfc 1
tme-switch-1(config)# show vsan membership
vsan 1 interfaces:
fc2/1 fc2/2 fc2/3 fc2/4
fc2/5 fc2/6 fc2/7 fc2/8

vsan 100 interfaces:
vfc1

vsan 4079(evfp_isolated_vsan) interfaces:

vsan 4094(isolated_vsan) interfaces:
tme-switch-1(config)#

tme-switch-2(config)# vsan database
tme-switch-2(config-vsan-db)# vsan 101 interface
vfc 1
tme-switch-2(config)# show vsan membership
vsan 1 interfaces:
fc2/1 fc2/2 fc2/3 fc2/4
fc2/5 fc2/6 fc2/7 fc2/8

vsan 101 interfaces:
vfc1

vsan 4079(evfp_isolated_vsan) interfaces:
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目的コマンドまたはアクション

vsan 4094(isolated_vsan) interfaces:
tme-switch-2(config)#

vfcが起動し、動作していることを確認します。show int brief

例：

ステップ 6

tme-switch-1(config-if)# show int brief
------------------------------------------------------------------
Ethernet VLAN Type Mode Status Reason Speed
------------------------------------------------------------------
Eth1/1 1 eth trunk up none 10G(D)
Eth1/2 1 eth access up none 10G(D)
Eth1/38 1 eth access down SFP not inserted 10G(D)
Eth1/39 1 eth trunk up none 10G(D)
Eth1/40 1 eth trunk up none 10G(D)

------------------------------------------------------------------
Port-channel VLAN Type Mode Status Reason Speed
------------------------------------------------------------------
Po1 1 eth trunk up none a-10G(D) none
Po11 1 eth trunk up none a-10G(D) none

------------------------------------------------------------------
Port VRF Status IP Address Speed MTU
------------------------------------------------------------------
mgmt0 -- up 172.25.182.166 1000 1500

------------------------------------------------------------------
Interface Vsan Admin Admin Status SFP Oper Oper
Port
------------------------------------------------------------------
vfc1 100 F on up -- F auto --
tme-switch-1(config-if)#

tme-switch-2(config-if)# show int brief
------------------------------------------------------------------
Ethernet VLAN Type Mode Status Reason Speed Port
------------------------------------------------------------------
Eth1/1 1 eth trunk up none 10G(D) 11
Eth1/2 1 eth access up none 10G(D) --
Eth1/38 1 eth access down SFP not inserted 10G(D)
--
Eth1/39 1 eth trunk up none 10G(D) 1
Eth1/40 1 eth trunk up none 10G(D) 1

------------------------------------------------------------------
Port-channel VLAN Type Mode Status Reason Speed
Protocol
------------------------------------------------------------------
Po1 1 eth trunk up none a-10G(D) none
Po11 1 eth trunk up none a-10G(D) none

------------------------------------------------------------------
Port VRF Status IP Address Speed MTU
------------------------------------------------------------------
mgmt0 -- up 172.25.182.167 1000 1500

------------------------------------------------------------------
Interface Vsan Admin Admin Status SFP Oper Oper
------------------------------------------------------------------
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目的コマンドまたはアクション

vfc1 101 F on up -- F auto --
tme-switch-2(config-if)#

仮想ファイバチャネルインターフェイスがファブ

リックにログインしたことを確認します。

show flogi database

例：

ステップ 7

tme-switch-1# show flogi database
------------------------------------------------------------------
INTERFACE VSAN FCID PORT NAME NODE NAME
-----------------------------------------------------------------------
vfc1 100 0x540000 21:00:00:c0:dd:11:2a:01
20:00:00:c0:dd:11:2a:01

Total number of flogi = 1.
tme-switch-2# show flogi database
-----------------------------------------------------------------------
INTERFACE VSAN FCID PORT NAME NODE NAME
------------------------------------------------------------------------
vfc1 101 0x540000 21:00:00:c0:dd:11:2a:01
20:00:00:c0:dd:11:2a:01

Total number of flogi = 1.

vPCが起動し、動作していることを確認します。show vpc statistics

例：

ステップ 8

tme-switch-1(config-if)# show vpc statistics vpc
11
port-channel11 is up
vPC Status: Up, vPC number: 11
Hardware: Port-Channel, address: 000d.ecde.a908
(bia 000d.ecde.a908)
MTU 1500 bytes, BW 10000000 Kbit, DLY 10 usec,
reliability 255/255, txload 1/255, rxload 1/255
Encapsulation ARPA
Port mode is trunk
full-duplex, 10 Gb/s
Beacon is turned off
Input flow-control is off, output flow-control is
off
Switchport monitor is off
Members in this channel: Eth1/1
Last clearing of "show interface" counters never
1 minute input rate 4968 bits/sec, 8 packets/sec
1 minute output rate 792 bits/sec, 1 packets/sec

tme-switch-2(config-if)# show vpc statistics vpc
11
port-channel11 is up
vPC Status: Up, vPC number: 11
Hardware: Port-Channel, address: 000d.ecdf.5fae
(bia 000d.ecdf.5fae)
MTU 1500 bytes, BW 10000000 Kbit, DLY 10 usec,
reliability 255/255, txload 1/255, rxload 1/255
Encapsulation ARPA
Port mode is trunk
full-duplex, 10 Gb/s
Beacon is turned off
Input flow-control is off, output flow-control is
off
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目的コマンドまたはアクション

Switchport monitor is off
Members in this channel: Eth1/1
Last clearing of "show interface" counters never
1 minute input rate 4968 bits/sec, 8 packets/sec
1 minute output rate 792 bits/sec, 1 packets/sec

QoSの構成
QoSを設定するには、システムサービスポリシーをアタッチする必要があります。service-policy
コマンドは、システムのサービスポリシーとしてシステムクラスポリシーマップを指定しま

す。

手順の概要

1. switch# configure terminal
2. switch(config)# system qos
3. switch(config-sys-qos)# service-policy type {network-qos | qos | queuing} [input | output] fcoe

default policy-name

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

システム QoS構成モードを開始します。switch(config)# system qosステップ 2

デフォルトの FCoEポリシーマップをシステムの
サービスポリシーとして使用するよう指定します。

switch(config-sys-qos)# service-policy type {network-qos
| qos | queuing} [input | output] fcoe default policy-name

ステップ 3

FCoEには次の 4つの定義済みポリシーマップがあ
ります。

• service-policy type queuing input
fcoe-default-in-policy

• service-policy type queuing output
fcoe-default-out-policy

• service-policy type qos input fcoe-default-in-policy

• service-policy type network-qos
fcoe-default-nq-policy

（注）
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目的コマンドまたはアクション

Cisco Nexusデバイスで FCoEをイネーブルにする
前に、事前定義されたFCoEポリシーマップをタイ
プ qos、タイプ network-qos、およびタイプ queuing
の各ポリシーマップに追加する必要があります。

TCAMカービングに関する情報
3値連想メモリ（TCAM）カービング機能では、TCAMのデフォルトリージョンサイズの変
更を可能にするテンプレートベースの手段を使用します。スイッチが起動すると、他のどんな

テンプレートも設定していなければ、このデフォルトテンプレートが表示されます。次の表

に、テンプレート内のさまざまなリージョンの種類とサイズを示します。

表 3 :事前定義済み組み込みデフォルトテンプレート

特長サイズ（ブロック数）サイズ（エントリ

数）

[リージョン
（Region）]

入力VLANアクセス
コントロールリスト

（VACL）、出力
VACL

161024Vacl

入力インターフェイ

スACL、入力レイヤ
3物理ポート/サブイ
ンターフェイス

RACL、すべての
ポートの出力

RACL、デフォルト
のコントロールプ

レーンポリシング

（CoPP）

18日1152Ifacl

入力 vlan-qos、入力
system-qos、入力
interface-qos

7448QoS
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特長サイズ（ブロック数）サイズ（エントリ

数）

[リージョン
（Region）]

入力レイヤ 3スイッ
チ仮想インターフェ

イス、入力レイヤ 3
ポートチャネル/
ポートチャネルサ

ブインターフェイス

ルータアクセスコ

ントロールリスト

（RACL）、出力
Cisco Trusted Security
（CTS）

18日1152Rbacl

スパン164スパン

Sup-rdt4256Sup

644096合計

ユーザー定義テンプレートに関する情報

デフォルトテンプレートに加えて最大 16個のテンプレートを作成できます（つまり、同時に
17個のテンプレートを保持できるということです）。希望の 3値連想メモリ（TCAM）リー
ジョンにどんなサイズでも設定できます。

各テンプレートで、次の操作を実行できます。

•作成（Create）

•変更

•削除

• Commit

各テンプレートは、次のうちのいずれかのステータスになっています。

•保存済み

•コミット型

作成（Create）

テンプレートを作成する場合、TCAMリージョンのサイズはデフォルト値に初期化されます。
テンプレートを作成する場合、テンプレートはデフォルトでは保存済みステートになっていま

す。テンプレートを作成すると、これを変更してどの TCAMリージョンのサイズも変更でき
ます。各 TCAMブロックのサイズは 64エントリのため、リージョンのサイズは 64の倍数で
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設定する必要があります。入力した値が 64の倍数でなかった場合、値を再入力するように求
めるエラーメッセージが表示されます。

変更

すべての保存済みテンプレートを編集してどの TCAMリージョンのサイズでも変更できます
が、どの TCAMのリージョンのサイズも 0に設定することはできません。編集中、入力した
サイズが 64の境界線にあるかがソフトウェアによってチェックされます。テンプレートを変
更する場合、すべての TCAMリージョンのサイズの合計が 4096エントリより小さくなる必要
があります。変更中は、4096エントリ未満なのかはソフトウェアではチェックされません。

テンプレートは、保存済みステートのときにのみ変更できます。テンプレートをコミットした

後は編集できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template

削除

どの保存済みテンプレートも削除できます。テンプレートを削除した後では、そのテンプレー

トに関するすべての情報が失われます。コミットしたテンプレートは削除できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template

Commit

自分のユーザ定義テンプレートまたはソフトウェアで提供されているデフォルトテンプレート

はどれでもコミットできます。テンプレートをコミットするには、commitコマンドを入力し、
スイッチの再起動を行います。commitコマンドを入力すると、ソフトェアによってテンプレー
トが検証されます。検証が成功すると、スイッチを再起動するか確認するメッセージが表示さ

れます。テンプレート（ユーザー定義またはデフォルト）は、再起動後に適用されます。再起

動を選択しなかった場合、TCAMリージョンへの変更は行われず、コミットされるテンプレー
トはありません。

Cisco NX-OSリリース9.3(3)以降では、テンプレートをコミットすると、実行コンフィギュレー
ションをスタートアップコンフィギュレーションにコピーしてスイッチをリブートするかどう

かを確認するプロンプトが表示されます。続行に同意すると、次のことが行われます。
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•コミットしたテンプレートがスタートアップコンフィギュレーションに保存されます。

•スイッチが再起動します。

•コミットしたテンプレートがソフトウェアによって使用されます。

•テンプレートが実行中ステートに移行します。

Cisco NX-OSリリース 9.3(3)より前では、テンプレートをコミットした後、システムは自動で
は再起動せず commitコマンドの出力にメッセージが表示され、コミットしたテンプレートを
有効にするためにスイッチを再起動するか尋ねられます。

（注）

コミットされていないTCAMプロファイルを含むバックアップコンフィギュレーションから、
書き込み消去、リロード、および実行コンフィギュレーションのコピーを実行すると、次のこ

とが発生します。

1. TCAMプロファイルがコミットされると、スイッチはプロンプトなしで自動的にリロード
します。

2. TCAMカービング CLIの後の設定は適用されません。

3. コミットされた TCAMプロファイルで設定を復元するには、バックアップコンフィギュ
レーションを実行コンフィギュレーションに再度コピーする必要があります。ただし、

TCAMカービングプロファイルはすでにコミットされているため、スイッチのリロードは
ありません。

新しいコミットされたTCAMプロファイルが原因でスイッチがリロードされると、showsystem
reset-reasonコマンドは、次に示すようにリロードの理由を表示します。

switch# show system reset-reason
----- reset reason for Supervisor-module 1 (from Supervisor in slot 1) ---
1) At 302777 usecs after Sun Jan 20 22:02:37 2019

Reason: Reload due to change in TCAM service-template
Service:
Version: 9.3(3)

2) At 314447 usecs after Sun Jan 20 21:52:58 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)

3) At 20142 usecs after Sun Jan 20 21:27:33 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)

スイッチを再起動後、コミットされたテンプレートがCisco Nexusサーバー上のすべてのASIC
に適用されます。Cisco Nexusデバイス上の別のASICに別のテンプレートをコミットできませ
ん。各テンプレートの各リージョンのサイズを指定したすべての保存済みテンプレートおよび

コミット済みテンプレートは実行コンフィギュレーションに表示されます。

テンプレートがコミットされたとき、以下がチェックされます。
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1. TCAM内のすべてのリージョンの合計サイズは 4096エントリです。

2. 各リージョンのサイズは TCAM内に収まります。どの時点でも、TCAMリージョンに対
して常に実行サイズがあります。実行サイズ（ハードウェア TCAM内の現在のサイズ）
は、コミットされ実行テンプレートとして現在使用されているデフォルトまたはユーザ定

義テンプレートのどちらかによって定義されます。現在コミットされているテンプレート

内のリージョンのサイズを現在の実行サイズから増やす場合は、リージョンのサイズを増

やすために使用可能な現在のリージョンの外部に未使用のエントリ（他のどのリージョン

にも割り当てられていないエントリ）が十分にあるかチェックされます。現在コミットさ

れているテンプレート内のリージョンのサイズを現在の実行サイズから減らす場合は、

TCAMリージョンのサイズを減らすために開放できるエントリがリージョン内に十分にあ
るか判断するためにチェックされます。テンプレート内のリージョンのサイズを減らすす

べての変更は、そのテンプレート内のリージョンのサイズを増やす変更の前に完了しま

す。

3. sup-regionのすべての機能をサポートするためにソフトウェアで 256エントリを必要とす
るため、スーパーバイザリージョンのサイズは 256エントリより小さく変更できません。

4. 256エントリが使用可能でも、スーパーバイザリージョンのデフォルトサイズは 128エン
トリです。TCAMカービングにより、128エントリをさらに使用できます。sup-regionの値
を 128、192、または 256に変更するには、CLIで supキーワードを使用できます。

5. スーパーバイザリージョンおよびスパンリージョンではハードウェアは 256エントリよ
り多くはサポートしません。このチェックは検査過程で実施されます。

これらすべてのチェックを通過した場合、そのテンプレートをコミットでき、再起動してテン

プレートを適用するかを確認するプロンプトが表示されます。

これらのチェックが失敗した場合、コミットが失敗しテンプレートは保存済みステートに戻り

ます。コミットが失敗した場合、commitコマンドの出力に失敗の原因が表示されます。

デフォルトテンプレートは変更または削除できません。このテンプレートは、保存済みからコ

ミット済み、コミット済みから保存済みへ移行のみが可能です。デフォルトテンプレートがコ

ミットされた場合、実行コンフィギュレーションには表示されません。デフォルトテンプレー

トを適用するには、現在の実行テンプレートを使用してno commitコマンドを入力してくださ
い。このコマンドを入力すると、テンプレートをコミットするときに実行されるのと同じ検証

チェックが実行されます。すべての検証が成功すると、スイッチを再起動するか確認するメッ

セージが表示されます。再起動に同意すると、テンプレートがスタートアップコンフィギュ

レーションに保存されシステムが再起動します。再起動後、デフォルトテンプレートが適用さ

れます。スタートアップコンフィギュレーションには、再起動前にコミットしたコミット済み

テンプレートがあります。再起動後に、スタートアップコンフィギュレーションのテンプレー

トが使用されます。スタートアップコンフィギュレーションにコミット済みテンプレートがな

い場合、デフォルトテンプレートが使用されます。

テンプレート管理コマンドを入力して、TCAMカービングテンプレートを作成および管理で
きます。このテンプレートベース TCAMカービング CLIは config-syncでサポートされます。
テンプレートの作成のみが config-sync内部でサポートされます。テンプレートコミットは、
config-syncコンテクストの外部でスイッチごとに別々に実施する必要があります。
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ユーザー定義テンプレートの作成

手順の概要

1. switch# configure terminal
2. switch(config)# hardware profile tcam resource template template-name

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

デフォルトリージョンサイズで新しいテンプレー

トを作成します。最大 16個のテンプレート（加え
switch(config)# hardware profile tcam resource template
template-name

ステップ 2

てデフォルトテンプレート）を作成できます。

template-name引数には最大64文字を指定できます。

例

次に、qos-templateという名前のユーザー定義テンプレートを作成する例を示します。
switch# configure terminal
switch(config)# hardware profile tcam resource template qos-template

ユーザー定義テンプレートに関する情報

デフォルトテンプレートに加えて最大 16個のテンプレートを作成できます（つまり、同時に
17個のテンプレートを保持できるということです）。希望の 3値連想メモリ（TCAM）リー
ジョンにどんなサイズでも設定できます。

各テンプレートで、次の操作を実行できます。

•作成（Create）

•変更

•削除

• Commit

各テンプレートは、次のうちのいずれかのステータスになっています。

•保存済み

•コミット型
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作成（Create）

テンプレートを作成する場合、TCAMリージョンのサイズはデフォルト値に初期化されます。
テンプレートを作成する場合、テンプレートはデフォルトでは保存済みステートになっていま

す。テンプレートを作成すると、これを変更してどの TCAMリージョンのサイズも変更でき
ます。各 TCAMブロックのサイズは 64エントリのため、リージョンのサイズは 64の倍数で
設定する必要があります。入力した値が 64の倍数でなかった場合、値を再入力するように求
めるエラーメッセージが表示されます。

変更

すべての保存済みテンプレートを編集してどの TCAMリージョンのサイズでも変更できます
が、どの TCAMのリージョンのサイズも 0に設定することはできません。編集中、入力した
サイズが 64の境界線にあるかがソフトウェアによってチェックされます。テンプレートを変
更する場合、すべての TCAMリージョンのサイズの合計が 4096エントリより小さくなる必要
があります。変更中は、4096エントリ未満なのかはソフトウェアではチェックされません。

テンプレートは、保存済みステートのときにのみ変更できます。テンプレートをコミットした

後は編集できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template

削除

どの保存済みテンプレートも削除できます。テンプレートを削除した後では、そのテンプレー

トに関するすべての情報が失われます。コミットしたテンプレートは削除できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template

Commit

自分のユーザ定義テンプレートまたはソフトウェアで提供されているデフォルトテンプレート

はどれでもコミットできます。テンプレートをコミットするには、commitコマンドを入力し、
スイッチの再起動を行います。commitコマンドを入力すると、ソフトェアによってテンプレー
トが検証されます。検証が成功すると、スイッチを再起動するか確認するメッセージが表示さ

れます。テンプレート（ユーザー定義またはデフォルト）は、再起動後に適用されます。再起
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動を選択しなかった場合、TCAMリージョンへの変更は行われず、コミットされるテンプレー
トはありません。

Cisco NX-OSリリース9.3(3)以降では、テンプレートをコミットすると、実行コンフィギュレー
ションをスタートアップコンフィギュレーションにコピーしてスイッチをリブートするかどう

かを確認するプロンプトが表示されます。続行に同意すると、次のことが行われます。

•コミットしたテンプレートがスタートアップコンフィギュレーションに保存されます。

•スイッチが再起動します。

•コミットしたテンプレートがソフトウェアによって使用されます。

•テンプレートが実行中ステートに移行します。

Cisco NX-OSリリース 9.3(3)より前では、テンプレートをコミットした後、システムは自動で
は再起動せず commitコマンドの出力にメッセージが表示され、コミットしたテンプレートを
有効にするためにスイッチを再起動するか尋ねられます。

（注）

コミットされていないTCAMプロファイルを含むバックアップコンフィギュレーションから、
書き込み消去、リロード、および実行コンフィギュレーションのコピーを実行すると、次のこ

とが発生します。

1. TCAMプロファイルがコミットされると、スイッチはプロンプトなしで自動的にリロード
します。

2. TCAMカービング CLIの後の設定は適用されません。

3. コミットされた TCAMプロファイルで設定を復元するには、バックアップコンフィギュ
レーションを実行コンフィギュレーションに再度コピーする必要があります。ただし、

TCAMカービングプロファイルはすでにコミットされているため、スイッチのリロードは
ありません。

新しいコミットされたTCAMプロファイルが原因でスイッチがリロードされると、showsystem
reset-reasonコマンドは、次に示すようにリロードの理由を表示します。

switch# show system reset-reason
----- reset reason for Supervisor-module 1 (from Supervisor in slot 1) ---
1) At 302777 usecs after Sun Jan 20 22:02:37 2019

Reason: Reload due to change in TCAM service-template
Service:
Version: 9.3(3)

2) At 314447 usecs after Sun Jan 20 21:52:58 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)

3) At 20142 usecs after Sun Jan 20 21:27:33 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)
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スイッチを再起動後、コミットされたテンプレートがCisco Nexusサーバー上のすべてのASIC
に適用されます。Cisco Nexusデバイス上の別のASICに別のテンプレートをコミットできませ
ん。各テンプレートの各リージョンのサイズを指定したすべての保存済みテンプレートおよび

コミット済みテンプレートは実行コンフィギュレーションに表示されます。

テンプレートがコミットされたとき、以下がチェックされます。

1. TCAM内のすべてのリージョンの合計サイズは 4096エントリです。

2. 各リージョンのサイズは TCAM内に収まります。どの時点でも、TCAMリージョンに対
して常に実行サイズがあります。実行サイズ（ハードウェア TCAM内の現在のサイズ）
は、コミットされ実行テンプレートとして現在使用されているデフォルトまたはユーザ定

義テンプレートのどちらかによって定義されます。現在コミットされているテンプレート

内のリージョンのサイズを現在の実行サイズから増やす場合は、リージョンのサイズを増

やすために使用可能な現在のリージョンの外部に未使用のエントリ（他のどのリージョン

にも割り当てられていないエントリ）が十分にあるかチェックされます。現在コミットさ

れているテンプレート内のリージョンのサイズを現在の実行サイズから減らす場合は、

TCAMリージョンのサイズを減らすために開放できるエントリがリージョン内に十分にあ
るか判断するためにチェックされます。テンプレート内のリージョンのサイズを減らすす

べての変更は、そのテンプレート内のリージョンのサイズを増やす変更の前に完了しま

す。

3. sup-regionのすべての機能をサポートするためにソフトウェアで 256エントリを必要とす
るため、スーパーバイザリージョンのサイズは 256エントリより小さく変更できません。

4. 256エントリが使用可能でも、スーパーバイザリージョンのデフォルトサイズは 128エン
トリです。TCAMカービングにより、128エントリをさらに使用できます。sup-regionの値
を 128、192、または 256に変更するには、CLIで supキーワードを使用できます。

5. スーパーバイザリージョンおよびスパンリージョンではハードウェアは 256エントリよ
り多くはサポートしません。このチェックは検査過程で実施されます。

これらすべてのチェックを通過した場合、そのテンプレートをコミットでき、再起動してテン

プレートを適用するかを確認するプロンプトが表示されます。

これらのチェックが失敗した場合、コミットが失敗しテンプレートは保存済みステートに戻り

ます。コミットが失敗した場合、commitコマンドの出力に失敗の原因が表示されます。

デフォルトテンプレートは変更または削除できません。このテンプレートは、保存済みからコ

ミット済み、コミット済みから保存済みへ移行のみが可能です。デフォルトテンプレートがコ

ミットされた場合、実行コンフィギュレーションには表示されません。デフォルトテンプレー

トを適用するには、現在の実行テンプレートを使用してno commitコマンドを入力してくださ
い。このコマンドを入力すると、テンプレートをコミットするときに実行されるのと同じ検証

チェックが実行されます。すべての検証が成功すると、スイッチを再起動するか確認するメッ

セージが表示されます。再起動に同意すると、テンプレートがスタートアップコンフィギュ

レーションに保存されシステムが再起動します。再起動後、デフォルトテンプレートが適用さ

れます。スタートアップコンフィギュレーションには、再起動前にコミットしたコミット済み

テンプレートがあります。再起動後に、スタートアップコンフィギュレーションのテンプレー

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
51

FCoEの設定

ユーザー定義テンプレートに関する情報



トが使用されます。スタートアップコンフィギュレーションにコミット済みテンプレートがな

い場合、デフォルトテンプレートが使用されます。

テンプレート管理コマンドを入力して、TCAMカービングテンプレートを作成および管理で
きます。このテンプレートベース TCAMカービング CLIは config-syncでサポートされます。
テンプレートの作成のみが config-sync内部でサポートされます。テンプレートコミットは、
config-syncコンテクストの外部でスイッチごとに別々に実施する必要があります。

ユーザー定義テンプレートの変更

手順の概要

1. switch# configure terminal
2. switch(config)# hardware profile tcam resource template template-name

3. switch(config-tmpl)# {vacl vacl-region | ifacl ifacl-region | qos qos-region | rbacl rbacl-region |
span span-region}

4. switch(config-tmpl)# {vacl vacl-region | ifacl ifacl-region | qos qos-region | rbacl rbacl-region |
span span-region iracl iracl-region eracl eracl-region sup sup-region iracl iracl-region eracl
eracl-region sup sup-region }

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

デフォルトリージョンサイズで新しいテンプレー

トを作成します。最大 16個のテンプレート（加え
switch(config)# hardware profile tcam resource template
template-name

ステップ 2

てデフォルトテンプレート）を作成できます。この

コマンドは、テンプレートモードを開始するために

使用します。

リージョンブロックサイズを設定します。switch(config-tmpl)# {vacl vacl-region | ifacl ifacl-region
| qos qos-region | rbacl rbacl-region | span span-region}

ステップ 3

• vacl-region：このリージョンのブロックサイズ
は 64～ 3584です。

• ifacl-region：このリージョンのブロックサイズ
は 320～ 3584です。

• qos-region：このリージョンのブロックサイズは
64～ 3584です。

• rbacl-region：このリージョンのブロックサイズ
は 64～ 3584です。
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目的コマンドまたはアクション

• span-region：このリージョンのブロックサイズ
は 64～ 256です。

（注）

リージョンのサイズをゼロには設定できません。ブ

ロックサイズは 64の倍数にする必要があります。

リージョンブロックサイズを設定します。switch(config-tmpl)# {vacl vacl-region | ifacl ifacl-region
| qos qos-region | rbacl rbacl-region | span span-region

ステップ 4

• vacl-region：このリージョンのブロックサイズ
は 64～ 3584です。

iracl iracl-region eracl eracl-region sup sup-region iracl
iracl-region eracl eracl-region sup sup-region }

• ifacl-region：このリージョンのブロックサイズ
は 320～ 3584です。

• qos-region：このリージョンのブロックサイズは
64～ 3584です。

• rbacl-region：このリージョンのブロックサイズ
は 64～ 3584です。

• span-region：このリージョンのブロックサイズ
は 64～ 256です。

• iracl-region：このリージョンのブロックサイズ
は 64～ 3648です。

• eracl-region：このリージョンのブロックサイズ
は 64～ 3648です。

• sup-region：このリージョンのブロックサイズは
64～ 256です。

（注）

リージョンのサイズをゼロには設定できません。ブ

ロックサイズは 64の倍数にする必要があります。
iraclとeraclのブロックサイズを合計すると 3712に
なります。

例

次に、ユーザ定義 QoSテンプレートを変更する例を示します。
switch# configure terminal
switch(config)# hardware profile tcam resource template qos-template
switch(config-tmpl) qos 64
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ユーザー定義テンプレートに関する情報

デフォルトテンプレートに加えて最大 16個のテンプレートを作成できます（つまり、同時に
17個のテンプレートを保持できるということです）。希望の 3値連想メモリ（TCAM）リー
ジョンにどんなサイズでも設定できます。

各テンプレートで、次の操作を実行できます。

•作成（Create）

•変更

•削除

• Commit

各テンプレートは、次のうちのいずれかのステータスになっています。

•保存済み

•コミット型

作成（Create）

テンプレートを作成する場合、TCAMリージョンのサイズはデフォルト値に初期化されます。
テンプレートを作成する場合、テンプレートはデフォルトでは保存済みステートになっていま

す。テンプレートを作成すると、これを変更してどの TCAMリージョンのサイズも変更でき
ます。各 TCAMブロックのサイズは 64エントリのため、リージョンのサイズは 64の倍数で
設定する必要があります。入力した値が 64の倍数でなかった場合、値を再入力するように求
めるエラーメッセージが表示されます。

変更

すべての保存済みテンプレートを編集してどの TCAMリージョンのサイズでも変更できます
が、どの TCAMのリージョンのサイズも 0に設定することはできません。編集中、入力した
サイズが 64の境界線にあるかがソフトウェアによってチェックされます。テンプレートを変
更する場合、すべての TCAMリージョンのサイズの合計が 4096エントリより小さくなる必要
があります。変更中は、4096エントリ未満なのかはソフトウェアではチェックされません。

テンプレートは、保存済みステートのときにのみ変更できます。テンプレートをコミットした

後は編集できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template
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削除

どの保存済みテンプレートも削除できます。テンプレートを削除した後では、そのテンプレー

トに関するすべての情報が失われます。コミットしたテンプレートは削除できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template

Commit

自分のユーザ定義テンプレートまたはソフトウェアで提供されているデフォルトテンプレート

はどれでもコミットできます。テンプレートをコミットするには、commitコマンドを入力し、
スイッチの再起動を行います。commitコマンドを入力すると、ソフトェアによってテンプレー
トが検証されます。検証が成功すると、スイッチを再起動するか確認するメッセージが表示さ

れます。テンプレート（ユーザー定義またはデフォルト）は、再起動後に適用されます。再起

動を選択しなかった場合、TCAMリージョンへの変更は行われず、コミットされるテンプレー
トはありません。

Cisco NX-OSリリース9.3(3)以降では、テンプレートをコミットすると、実行コンフィギュレー
ションをスタートアップコンフィギュレーションにコピーしてスイッチをリブートするかどう

かを確認するプロンプトが表示されます。続行に同意すると、次のことが行われます。

•コミットしたテンプレートがスタートアップコンフィギュレーションに保存されます。

•スイッチが再起動します。

•コミットしたテンプレートがソフトウェアによって使用されます。

•テンプレートが実行中ステートに移行します。

Cisco NX-OSリリース 9.3(3)より前では、テンプレートをコミットした後、システムは自動で
は再起動せず commitコマンドの出力にメッセージが表示され、コミットしたテンプレートを
有効にするためにスイッチを再起動するか尋ねられます。

（注）

コミットされていないTCAMプロファイルを含むバックアップコンフィギュレーションから、
書き込み消去、リロード、および実行コンフィギュレーションのコピーを実行すると、次のこ

とが発生します。

1. TCAMプロファイルがコミットされると、スイッチはプロンプトなしで自動的にリロード
します。

2. TCAMカービング CLIの後の設定は適用されません。
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3. コミットされた TCAMプロファイルで設定を復元するには、バックアップコンフィギュ
レーションを実行コンフィギュレーションに再度コピーする必要があります。ただし、

TCAMカービングプロファイルはすでにコミットされているため、スイッチのリロードは
ありません。

新しいコミットされたTCAMプロファイルが原因でスイッチがリロードされると、showsystem
reset-reasonコマンドは、次に示すようにリロードの理由を表示します。

switch# show system reset-reason
----- reset reason for Supervisor-module 1 (from Supervisor in slot 1) ---
1) At 302777 usecs after Sun Jan 20 22:02:37 2019

Reason: Reload due to change in TCAM service-template
Service:
Version: 9.3(3)

2) At 314447 usecs after Sun Jan 20 21:52:58 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)

3) At 20142 usecs after Sun Jan 20 21:27:33 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)

スイッチを再起動後、コミットされたテンプレートがCisco Nexusサーバー上のすべてのASIC
に適用されます。Cisco Nexusデバイス上の別のASICに別のテンプレートをコミットできませ
ん。各テンプレートの各リージョンのサイズを指定したすべての保存済みテンプレートおよび

コミット済みテンプレートは実行コンフィギュレーションに表示されます。

テンプレートがコミットされたとき、以下がチェックされます。

1. TCAM内のすべてのリージョンの合計サイズは 4096エントリです。

2. 各リージョンのサイズは TCAM内に収まります。どの時点でも、TCAMリージョンに対
して常に実行サイズがあります。実行サイズ（ハードウェア TCAM内の現在のサイズ）
は、コミットされ実行テンプレートとして現在使用されているデフォルトまたはユーザ定

義テンプレートのどちらかによって定義されます。現在コミットされているテンプレート

内のリージョンのサイズを現在の実行サイズから増やす場合は、リージョンのサイズを増

やすために使用可能な現在のリージョンの外部に未使用のエントリ（他のどのリージョン

にも割り当てられていないエントリ）が十分にあるかチェックされます。現在コミットさ

れているテンプレート内のリージョンのサイズを現在の実行サイズから減らす場合は、

TCAMリージョンのサイズを減らすために開放できるエントリがリージョン内に十分にあ
るか判断するためにチェックされます。テンプレート内のリージョンのサイズを減らすす

べての変更は、そのテンプレート内のリージョンのサイズを増やす変更の前に完了しま

す。

3. sup-regionのすべての機能をサポートするためにソフトウェアで 256エントリを必要とす
るため、スーパーバイザリージョンのサイズは 256エントリより小さく変更できません。

4. 256エントリが使用可能でも、スーパーバイザリージョンのデフォルトサイズは 128エン
トリです。TCAMカービングにより、128エントリをさらに使用できます。sup-regionの値
を 128、192、または 256に変更するには、CLIで supキーワードを使用できます。
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5. スーパーバイザリージョンおよびスパンリージョンではハードウェアは 256エントリよ
り多くはサポートしません。このチェックは検査過程で実施されます。

これらすべてのチェックを通過した場合、そのテンプレートをコミットでき、再起動してテン

プレートを適用するかを確認するプロンプトが表示されます。

これらのチェックが失敗した場合、コミットが失敗しテンプレートは保存済みステートに戻り

ます。コミットが失敗した場合、commitコマンドの出力に失敗の原因が表示されます。

デフォルトテンプレートは変更または削除できません。このテンプレートは、保存済みからコ

ミット済み、コミット済みから保存済みへ移行のみが可能です。デフォルトテンプレートがコ

ミットされた場合、実行コンフィギュレーションには表示されません。デフォルトテンプレー

トを適用するには、現在の実行テンプレートを使用してno commitコマンドを入力してくださ
い。このコマンドを入力すると、テンプレートをコミットするときに実行されるのと同じ検証

チェックが実行されます。すべての検証が成功すると、スイッチを再起動するか確認するメッ

セージが表示されます。再起動に同意すると、テンプレートがスタートアップコンフィギュ

レーションに保存されシステムが再起動します。再起動後、デフォルトテンプレートが適用さ

れます。スタートアップコンフィギュレーションには、再起動前にコミットしたコミット済み

テンプレートがあります。再起動後に、スタートアップコンフィギュレーションのテンプレー

トが使用されます。スタートアップコンフィギュレーションにコミット済みテンプレートがな

い場合、デフォルトテンプレートが使用されます。

テンプレート管理コマンドを入力して、TCAMカービングテンプレートを作成および管理で
きます。このテンプレートベース TCAMカービング CLIは config-syncでサポートされます。
テンプレートの作成のみが config-sync内部でサポートされます。テンプレートコミットは、
config-syncコンテクストの外部でスイッチごとに別々に実施する必要があります。

ユーザー定義テンプレートのコミット

ユーザー定義テンプレートをコミットできます。

手順の概要

1. switch# configure terminal
2. switch(config)# hardware profile tcam resource service-template template-name

3. （任意） switch# show hardware profile tcam resource template

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

必須: switch# configure terminalステップ 1
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目的コマンドまたはアクション

事前定義済みのテンプレートを実行イメージでコ

ミットします。テンプレートをコミットすると、実

switch(config)# hardware profile tcam resource
service-template template-name

ステップ 2

行コンフィギュレーションをスタートアップコン

フィギュレーションにコピーしてスイッチをリブー

トするかどうかを確認するプロンプトが表示されま

す。続行に同意すると、指定したテンプレートが再

起動後に適用されます。それ以外の場合、TCAM
リージョンは変更されず、テンプレートもコミット

されません。

すべてのテンプレートを表示します。（任意） switch# show hardware profile tcam resource
template

ステップ 3

（注）

スイッチのリロード後、このコマンドを使用して、

コミットされたテンプレートを表示します。

例

次の例では、ユーザー定義テンプレートをコミットする方法を示します。

switch# configure terminal
switch(config)# hardware profile tcam resource service-template temp1

Details of the temp1 template you are trying to commit are as follows:

-------------------------------------------------------------------------------
Template name: temp1
Current state: Created

Region Features Size-allocated Current-size Current-usage Available/free
-------------------------------------------------------------------------------
Vacl Vacl 1024 1024 15 1009
Ifacl Ifacl 1152 1152 209 943
Rbacl Rbacl 1152 1152 3 1149
Qos Qos 448 448 30 418
Span Span 64 64 2 62
Sup Sup 256 256 58 198
-------------------------------------------------------------------------------

To finish committing the template, the system will do the following:
1> Save running config : "copy running-config startup-config"
2> Reboot the switch : "reload"

-------------------------------------------------------------------------------
Do you really want to continue with RELOAD ? (y/n) [no] yes
System is still initializing
Configuration mode is blocked until system is ready
switch(config)# [16152.925385] Shutdown Ports..
[16152.959744] writing reset reason 9
[snip]
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/AFTER SWITCH RELOADS/

switch# show hardware profile tcam resource template
Template Type State Vacl Ifacl Rbacl Qos Span Sup TOTAL

------------------------------------------------------------------------------
default system Created 1024 1152 1152 448 64 256 4096
temp1 user Committed 1024 1152 1152 448 64 256 4096
temp2 user Created 1024 1152 1152 448 64 256 4096

------------------------------------------------------------------------------

次に、レイヤ 3カード側UPCに対して、ユーザー定義のテンプレートをコミットし、
適用する例を示します。

switch# configure terminal
switch(config)# hardware profile tcam resource service-template temp1

Details of the temp1 template you are trying to commit are as follows:

-------------------------------------------------------------------------------
Template name: temp1
Current state: Created

Region Features Size-allocated Current-size Current-usage Available/free
-------------------------------------------------------------------------------
Vacl Vacl 1984 2048 11 2037
Ifacl Ifacl 1216 1152 26 1126
Rbacl Rbacl 128 128 3 125
Qos Qos 448 448 9 439
Span Span 64 64 3 61
Sup Sup 256 128 81 47
ERacl ERacl 1920 0 0 0
IRacl IRacl 1792 0 0 0
-------------------------------------------------------------------------------

To finish committing the template, the system will do the following:
1> Save running config : "copy running-config startup-config"
2> Reboot the switch : "reload"

-------------------------------------------------------------------------------
Do you really want to continue with RELOAD ? (y/n) [no] yes
System is still initializing
Configuration mode is blocked until system is ready
5548(config)# [166850.680711] Shutdown Ports..
[166850.716114] writing reset reason 9,
[snip]

/AFTER SWITCH RELOADS/

switch# show hardware profile tcam resource template
Template Type State ERacl Ifacl IRacl Qos Span Sup TOTAL

------------------------------------------------------------------------------
default system Created 2048 64 1664 64 64 64 4096
temp1 user Committed 1920 64 1792 64 64 64 4096
temp2 user Created 2048 64 1664 64 64 64 4096

------------------------------------------------------------------------------
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ユーザー定義テンプレートに関する情報

デフォルトテンプレートに加えて最大 16個のテンプレートを作成できます（つまり、同時に
17個のテンプレートを保持できるということです）。希望の 3値連想メモリ（TCAM）リー
ジョンにどんなサイズでも設定できます。

各テンプレートで、次の操作を実行できます。

•作成（Create）

•変更

•削除

• Commit

各テンプレートは、次のうちのいずれかのステータスになっています。

•保存済み

•コミット型

作成（Create）

テンプレートを作成する場合、TCAMリージョンのサイズはデフォルト値に初期化されます。
テンプレートを作成する場合、テンプレートはデフォルトでは保存済みステートになっていま

す。テンプレートを作成すると、これを変更してどの TCAMリージョンのサイズも変更でき
ます。各 TCAMブロックのサイズは 64エントリのため、リージョンのサイズは 64の倍数で
設定する必要があります。入力した値が 64の倍数でなかった場合、値を再入力するように求
めるエラーメッセージが表示されます。

変更

すべての保存済みテンプレートを編集してどの TCAMリージョンのサイズでも変更できます
が、どの TCAMのリージョンのサイズも 0に設定することはできません。編集中、入力した
サイズが 64の境界線にあるかがソフトウェアによってチェックされます。テンプレートを変
更する場合、すべての TCAMリージョンのサイズの合計が 4096エントリより小さくなる必要
があります。変更中は、4096エントリ未満なのかはソフトウェアではチェックされません。

テンプレートは、保存済みステートのときにのみ変更できます。テンプレートをコミットした

後は編集できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template
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削除

どの保存済みテンプレートも削除できます。テンプレートを削除した後では、そのテンプレー

トに関するすべての情報が失われます。コミットしたテンプレートは削除できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template

Commit

自分のユーザ定義テンプレートまたはソフトウェアで提供されているデフォルトテンプレート

はどれでもコミットできます。テンプレートをコミットするには、commitコマンドを入力し、
スイッチの再起動を行います。commitコマンドを入力すると、ソフトェアによってテンプレー
トが検証されます。検証が成功すると、スイッチを再起動するか確認するメッセージが表示さ

れます。テンプレート（ユーザー定義またはデフォルト）は、再起動後に適用されます。再起

動を選択しなかった場合、TCAMリージョンへの変更は行われず、コミットされるテンプレー
トはありません。

Cisco NX-OSリリース9.3(3)以降では、テンプレートをコミットすると、実行コンフィギュレー
ションをスタートアップコンフィギュレーションにコピーしてスイッチをリブートするかどう

かを確認するプロンプトが表示されます。続行に同意すると、次のことが行われます。

•コミットしたテンプレートがスタートアップコンフィギュレーションに保存されます。

•スイッチが再起動します。

•コミットしたテンプレートがソフトウェアによって使用されます。

•テンプレートが実行中ステートに移行します。

Cisco NX-OSリリース 9.3(3)より前では、テンプレートをコミットした後、システムは自動で
は再起動せず commitコマンドの出力にメッセージが表示され、コミットしたテンプレートを
有効にするためにスイッチを再起動するか尋ねられます。

（注）

コミットされていないTCAMプロファイルを含むバックアップコンフィギュレーションから、
書き込み消去、リロード、および実行コンフィギュレーションのコピーを実行すると、次のこ

とが発生します。

1. TCAMプロファイルがコミットされると、スイッチはプロンプトなしで自動的にリロード
します。

2. TCAMカービング CLIの後の設定は適用されません。
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3. コミットされた TCAMプロファイルで設定を復元するには、バックアップコンフィギュ
レーションを実行コンフィギュレーションに再度コピーする必要があります。ただし、

TCAMカービングプロファイルはすでにコミットされているため、スイッチのリロードは
ありません。

新しいコミットされたTCAMプロファイルが原因でスイッチがリロードされると、showsystem
reset-reasonコマンドは、次に示すようにリロードの理由を表示します。

switch# show system reset-reason
----- reset reason for Supervisor-module 1 (from Supervisor in slot 1) ---
1) At 302777 usecs after Sun Jan 20 22:02:37 2019

Reason: Reload due to change in TCAM service-template
Service:
Version: 9.3(3)

2) At 314447 usecs after Sun Jan 20 21:52:58 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)

3) At 20142 usecs after Sun Jan 20 21:27:33 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)

スイッチを再起動後、コミットされたテンプレートがCisco Nexusサーバー上のすべてのASIC
に適用されます。Cisco Nexusデバイス上の別のASICに別のテンプレートをコミットできませ
ん。各テンプレートの各リージョンのサイズを指定したすべての保存済みテンプレートおよび

コミット済みテンプレートは実行コンフィギュレーションに表示されます。

テンプレートがコミットされたとき、以下がチェックされます。

1. TCAM内のすべてのリージョンの合計サイズは 4096エントリです。

2. 各リージョンのサイズは TCAM内に収まります。どの時点でも、TCAMリージョンに対
して常に実行サイズがあります。実行サイズ（ハードウェア TCAM内の現在のサイズ）
は、コミットされ実行テンプレートとして現在使用されているデフォルトまたはユーザ定

義テンプレートのどちらかによって定義されます。現在コミットされているテンプレート

内のリージョンのサイズを現在の実行サイズから増やす場合は、リージョンのサイズを増

やすために使用可能な現在のリージョンの外部に未使用のエントリ（他のどのリージョン

にも割り当てられていないエントリ）が十分にあるかチェックされます。現在コミットさ

れているテンプレート内のリージョンのサイズを現在の実行サイズから減らす場合は、

TCAMリージョンのサイズを減らすために開放できるエントリがリージョン内に十分にあ
るか判断するためにチェックされます。テンプレート内のリージョンのサイズを減らすす

べての変更は、そのテンプレート内のリージョンのサイズを増やす変更の前に完了しま

す。

3. sup-regionのすべての機能をサポートするためにソフトウェアで 256エントリを必要とす
るため、スーパーバイザリージョンのサイズは 256エントリより小さく変更できません。

4. 256エントリが使用可能でも、スーパーバイザリージョンのデフォルトサイズは 128エン
トリです。TCAMカービングにより、128エントリをさらに使用できます。sup-regionの値
を 128、192、または 256に変更するには、CLIで supキーワードを使用できます。
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5. スーパーバイザリージョンおよびスパンリージョンではハードウェアは 256エントリよ
り多くはサポートしません。このチェックは検査過程で実施されます。

これらすべてのチェックを通過した場合、そのテンプレートをコミットでき、再起動してテン

プレートを適用するかを確認するプロンプトが表示されます。

これらのチェックが失敗した場合、コミットが失敗しテンプレートは保存済みステートに戻り

ます。コミットが失敗した場合、commitコマンドの出力に失敗の原因が表示されます。

デフォルトテンプレートは変更または削除できません。このテンプレートは、保存済みからコ

ミット済み、コミット済みから保存済みへ移行のみが可能です。デフォルトテンプレートがコ

ミットされた場合、実行コンフィギュレーションには表示されません。デフォルトテンプレー

トを適用するには、現在の実行テンプレートを使用してno commitコマンドを入力してくださ
い。このコマンドを入力すると、テンプレートをコミットするときに実行されるのと同じ検証

チェックが実行されます。すべての検証が成功すると、スイッチを再起動するか確認するメッ

セージが表示されます。再起動に同意すると、テンプレートがスタートアップコンフィギュ

レーションに保存されシステムが再起動します。再起動後、デフォルトテンプレートが適用さ

れます。スタートアップコンフィギュレーションには、再起動前にコミットしたコミット済み

テンプレートがあります。再起動後に、スタートアップコンフィギュレーションのテンプレー

トが使用されます。スタートアップコンフィギュレーションにコミット済みテンプレートがな

い場合、デフォルトテンプレートが使用されます。

テンプレート管理コマンドを入力して、TCAMカービングテンプレートを作成および管理で
きます。このテンプレートベース TCAMカービング CLIは config-syncでサポートされます。
テンプレートの作成のみが config-sync内部でサポートされます。テンプレートコミットは、
config-syncコンテクストの外部でスイッチごとに別々に実施する必要があります。

テンプレートの削除

テンプレートを作成後、そのテンプレートを削除できます。削除は、そのテンプレートに関す

るすべての情報をソフトウェアから取り除きます。

手順の概要

1. switch# configure terminal
2. switch(config)# no hardware profile tcam resource template template-name

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

ユーザー定義テンプレートを削除します。switch(config)# no hardware profile tcam resource
template template-name

ステップ 2
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目的コマンドまたはアクション

保存済みのテンプレートだけが削除できます。コ

ミット済み/実行中のテンプレートは削除できませ
ん。実行コンフィギュレーションに記述されている

テンプレートは（スタートアップコンフィギュレー

ションも同様）削除できません。他のどんなユーザ

定義テンプレートも保存済みのステータスにあれば

削除できます。デフォルトテンプレートは削除でき

ません。

例

次に、テンプレートを削除する例を示します

switch# configure terminal
switch(config)# no hardware profile tcam resource template qos-template

ユーザー定義テンプレートに関する情報

デフォルトテンプレートに加えて最大 16個のテンプレートを作成できます（つまり、同時に
17個のテンプレートを保持できるということです）。希望の 3値連想メモリ（TCAM）リー
ジョンにどんなサイズでも設定できます。

各テンプレートで、次の操作を実行できます。

•作成（Create）

•変更

•削除

• Commit

各テンプレートは、次のうちのいずれかのステータスになっています。

•保存済み

•コミット型

作成（Create）

テンプレートを作成する場合、TCAMリージョンのサイズはデフォルト値に初期化されます。
テンプレートを作成する場合、テンプレートはデフォルトでは保存済みステートになっていま

す。テンプレートを作成すると、これを変更してどの TCAMリージョンのサイズも変更でき
ます。各 TCAMブロックのサイズは 64エントリのため、リージョンのサイズは 64の倍数で
設定する必要があります。入力した値が 64の倍数でなかった場合、値を再入力するように求
めるエラーメッセージが表示されます。
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変更

すべての保存済みテンプレートを編集してどの TCAMリージョンのサイズでも変更できます
が、どの TCAMのリージョンのサイズも 0に設定することはできません。編集中、入力した
サイズが 64の境界線にあるかがソフトウェアによってチェックされます。テンプレートを変
更する場合、すべての TCAMリージョンのサイズの合計が 4096エントリより小さくなる必要
があります。変更中は、4096エントリ未満なのかはソフトウェアではチェックされません。

テンプレートは、保存済みステートのときにのみ変更できます。テンプレートをコミットした

後は編集できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template

削除

どの保存済みテンプレートも削除できます。テンプレートを削除した後では、そのテンプレー

トに関するすべての情報が失われます。コミットしたテンプレートは削除できません。

コミット済みのユーザー定義テンプレートは、別のユーザー定義テンプレートまたはデフォル

トテンプレートを提供することによって作成済みステートに変更できます。

別のユーザー定義テンプレートを提供するには、次のコマンドを入力します。

hardware profile tcam resource service-template user-defined-template

デフォルトテンプレートを提供するには、次のコマンドを入力します。

no hardware profile tcam resource service-template currently-committed- template

Commit

自分のユーザ定義テンプレートまたはソフトウェアで提供されているデフォルトテンプレート

はどれでもコミットできます。テンプレートをコミットするには、commitコマンドを入力し、
スイッチの再起動を行います。commitコマンドを入力すると、ソフトェアによってテンプレー
トが検証されます。検証が成功すると、スイッチを再起動するか確認するメッセージが表示さ

れます。テンプレート（ユーザー定義またはデフォルト）は、再起動後に適用されます。再起

動を選択しなかった場合、TCAMリージョンへの変更は行われず、コミットされるテンプレー
トはありません。

Cisco NX-OSリリース9.3(3)以降では、テンプレートをコミットすると、実行コンフィギュレー
ションをスタートアップコンフィギュレーションにコピーしてスイッチをリブートするかどう

かを確認するプロンプトが表示されます。続行に同意すると、次のことが行われます。

•コミットしたテンプレートがスタートアップコンフィギュレーションに保存されます。

•スイッチが再起動します。
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•コミットしたテンプレートがソフトウェアによって使用されます。

•テンプレートが実行中ステートに移行します。

Cisco NX-OSリリース 9.3(3)より前では、テンプレートをコミットした後、システムは自動で
は再起動せず commitコマンドの出力にメッセージが表示され、コミットしたテンプレートを
有効にするためにスイッチを再起動するか尋ねられます。

（注）

コミットされていないTCAMプロファイルを含むバックアップコンフィギュレーションから、
書き込み消去、リロード、および実行コンフィギュレーションのコピーを実行すると、次のこ

とが発生します。

1. TCAMプロファイルがコミットされると、スイッチはプロンプトなしで自動的にリロード
します。

2. TCAMカービング CLIの後の設定は適用されません。

3. コミットされた TCAMプロファイルで設定を復元するには、バックアップコンフィギュ
レーションを実行コンフィギュレーションに再度コピーする必要があります。ただし、

TCAMカービングプロファイルはすでにコミットされているため、スイッチのリロードは
ありません。

新しいコミットされたTCAMプロファイルが原因でスイッチがリロードされると、showsystem
reset-reasonコマンドは、次に示すようにリロードの理由を表示します。

switch# show system reset-reason
----- reset reason for Supervisor-module 1 (from Supervisor in slot 1) ---
1) At 302777 usecs after Sun Jan 20 22:02:37 2019

Reason: Reload due to change in TCAM service-template
Service:
Version: 9.3(3)

2) At 314447 usecs after Sun Jan 20 21:52:58 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)

3) At 20142 usecs after Sun Jan 20 21:27:33 2019
Reason: Reset Requested by CLI command reload
Service:
Version: 9.3(3)

スイッチを再起動後、コミットされたテンプレートがCisco Nexusサーバー上のすべてのASIC
に適用されます。Cisco Nexusデバイス上の別のASICに別のテンプレートをコミットできませ
ん。各テンプレートの各リージョンのサイズを指定したすべての保存済みテンプレートおよび

コミット済みテンプレートは実行コンフィギュレーションに表示されます。

テンプレートがコミットされたとき、以下がチェックされます。

1. TCAM内のすべてのリージョンの合計サイズは 4096エントリです。

2. 各リージョンのサイズは TCAM内に収まります。どの時点でも、TCAMリージョンに対
して常に実行サイズがあります。実行サイズ（ハードウェア TCAM内の現在のサイズ）
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は、コミットされ実行テンプレートとして現在使用されているデフォルトまたはユーザ定

義テンプレートのどちらかによって定義されます。現在コミットされているテンプレート

内のリージョンのサイズを現在の実行サイズから増やす場合は、リージョンのサイズを増

やすために使用可能な現在のリージョンの外部に未使用のエントリ（他のどのリージョン

にも割り当てられていないエントリ）が十分にあるかチェックされます。現在コミットさ

れているテンプレート内のリージョンのサイズを現在の実行サイズから減らす場合は、

TCAMリージョンのサイズを減らすために開放できるエントリがリージョン内に十分にあ
るか判断するためにチェックされます。テンプレート内のリージョンのサイズを減らすす

べての変更は、そのテンプレート内のリージョンのサイズを増やす変更の前に完了しま

す。

3. sup-regionのすべての機能をサポートするためにソフトウェアで 256エントリを必要とす
るため、スーパーバイザリージョンのサイズは 256エントリより小さく変更できません。

4. 256エントリが使用可能でも、スーパーバイザリージョンのデフォルトサイズは 128エン
トリです。TCAMカービングにより、128エントリをさらに使用できます。sup-regionの値
を 128、192、または 256に変更するには、CLIで supキーワードを使用できます。

5. スーパーバイザリージョンおよびスパンリージョンではハードウェアは 256エントリよ
り多くはサポートしません。このチェックは検査過程で実施されます。

これらすべてのチェックを通過した場合、そのテンプレートをコミットでき、再起動してテン

プレートを適用するかを確認するプロンプトが表示されます。

これらのチェックが失敗した場合、コミットが失敗しテンプレートは保存済みステートに戻り

ます。コミットが失敗した場合、commitコマンドの出力に失敗の原因が表示されます。

デフォルトテンプレートは変更または削除できません。このテンプレートは、保存済みからコ

ミット済み、コミット済みから保存済みへ移行のみが可能です。デフォルトテンプレートがコ

ミットされた場合、実行コンフィギュレーションには表示されません。デフォルトテンプレー

トを適用するには、現在の実行テンプレートを使用してno commitコマンドを入力してくださ
い。このコマンドを入力すると、テンプレートをコミットするときに実行されるのと同じ検証

チェックが実行されます。すべての検証が成功すると、スイッチを再起動するか確認するメッ

セージが表示されます。再起動に同意すると、テンプレートがスタートアップコンフィギュ

レーションに保存されシステムが再起動します。再起動後、デフォルトテンプレートが適用さ

れます。スタートアップコンフィギュレーションには、再起動前にコミットしたコミット済み

テンプレートがあります。再起動後に、スタートアップコンフィギュレーションのテンプレー

トが使用されます。スタートアップコンフィギュレーションにコミット済みテンプレートがな

い場合、デフォルトテンプレートが使用されます。

テンプレート管理コマンドを入力して、TCAMカービングテンプレートを作成および管理で
きます。このテンプレートベース TCAMカービング CLIは config-syncでサポートされます。
テンプレートの作成のみが config-sync内部でサポートされます。テンプレートコミットは、
config-syncコンテクストの外部でスイッチごとに別々に実施する必要があります。

TCAMカービング設定の確認
TCAMカービングの設定情報を表示するには、次のいずれかのコマンドを入力します。
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目的コマンド

すべてのテンプレートを表示します。show hardware profile tcam resource template

ユーザー定義テンプレートを表示します。show hardware profile tcam resource template
name template-name

デフォルトテンプレートを表示します。show hardware profile tcam resource template
default

FCoE設定の確認
FCoEの設定情報を確認するには、次のうちいずれかの作業を行います。

目的コマンド

FCoEがスイッチでイネーブルになっているかどうか
を表示します。

switch# show fcoe

FCoEデータベースの内容を表示します。switch# show fcoe database

個々のインターフェイスまたはすべてのインターフェ

イスに関する FCoE設定を表示します。
switch# show interface [interface number]
fcoe

キューの設定および統計情報を表示します。switch# show queuing interface[interface
slot/port]

1つまたはすべてのインターフェイスのポリシーマッ
プ設定を表示します。

switch# show policy-map
interface[interface number]

次の例は、FCoE機能が有効になっているかどうかを確認する方法を示したものです。
switch# show fcoe

Global FCF details

FCF-MAC is 00:0d:ec:6d:95:00

FC-MAP is 0e:fc:00

FCF Priority is 128

FKA Advertisement period for FCF is 8 seconds

次に、FCoEデータベースを表示する例を示します。
switch# show fcoe database

-------------------------------------------------------------------------------

INTERFACE FCID PORT NAME MAC ADDRESS

-------------------------------------------------------------------------------

vfc3 0x490100 21:00:00:1b:32:0a:e7:b8 00:c0:dd:0e:5f:76

次の例は、あるインターフェイスの FCoE設定を表示する方法を示したものです。
switch# show interface ethernet 1/37 fcoe
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Ethernet1/37 is FCoE UP

vfc3 is Up

FCID is 0x490100

PWWN is 21:00:00:1b:32:0a:e7:b8

MAC addr is 00:c0:dd:0e:5f:76
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第 6 章

長距離 over FCoEの構成

•長距離 over FCoEの構成（71ページ）
•異なるタイプのポリシーの構成（72ページ）
•イーサネットインターフェイスに適用されるポリシーの構成例（74ページ）
• Long-Distance Over FCoEの構成の確認（74ページ）

長距離 over FCoEの構成
N9K-C93180YC-FXは、FCoE ISLで長距離（最大 10キロメートル）をサポートします。この
サポートは、10G、25G、および40Gの速度に適用されます。ドロップのないラインレートト
ラフィックの場合、入力バッファサイズと一時停止/再開しきい値を長距離 ISLで増やす必要
があります。これは、ISLポートにカスタム長距離 FCoEポリシーを適用することで実現でき
ます。デフォルト FCoE関連のシステムレベルのネットワーク QoSおよびキューイングポリ
シーは、すべてのイーサネットポートに固定の入力バッファサイズとポーズ/再開しきい値を
割り当てます。長距離 ISLの入力バッファ割り当ての増加を促進するには、カスタム短距離
FCoEポリシーを使用していくつかのイーサネットポートの入力バッファ割り当てを減らす必
要がある場合があります。

SANトラフィックにはのみ FCoE長距離 ISLを使用することを推奨します。（注）

表 4 :さまざまな速度での FC長距離

ディスタンススピード

10 km10G

10 km25 G

10 km40G
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• VFCにバインドされていないイーサネットポートまたは VFCにバインドされたイーサ
ネットポート（短距離要件、100メートル未満）の入力バッファ割り当ては、カスタム短
距離 FCoEポリシーを使用して減らすことができます。

•トラフィックを実行しているポートでポリシーが変更されると、トラフィックが一時的に
ドロップされます。

•イーサネットポートの入力バッファの割り当てに失敗した場合は、イーサネットポート
を起動するために入力バッファを使用できるようになった後、ポートで shut/no shutを実
行する必要があります。

（注）

異なるタイプのポリシーの構成
構成は、次のように、異なるタイプのポリシー、つまり、異なる速度のデフォルトのシステム

レベルポリシーとインターフェイスレベルのカスタムポリシーによって異なります。

• FCoEのデフォルトのシステムレベルポリシー

switch(config)# system qos
switch(config-sys-qos)# service-policy type network-qos default-fcoe-nq-policy
switch(config-sys-qos)# service-policy type queuing input default-fcoe-in-que-policy
switch(config-sys-qos)# service-policy type queuing output default-fcoe-out-policy

FCoEのシステムレベルポリシーのデフォルト設定は次のとおりです。

• Buffer-size：104000

• Pause-threshold：20800

• Resume-threshold：19136

•異なる速度でのインターフェイスレベルのカスタムポリシー

長距離をサポートする VFC/VFC-PO ISLにバインドされたイーサネットポート/ポート
チャネルに適用する必要がある長距離のカスタムポリシーは次のとおりです。

• 10G ISLの長距離ポリシー

switch(config)# policy-map type queuing ld_10G_fcoe_in_que_policy
switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 90
switch(config-pmap-c-que)# pause buffer-size 166400 pause-threshold 20800
resume-threshold 19136
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 10
switch(config-pmap-c-que)

switch(config)# policy-map type queuing ld_10G_fcoe_in_que_policy
switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 90
switch(config-pmap-c-que)# pause buffer-size 291200 pause-threshold 145600
resume-threshold 143936
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switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 10

• 25G ISLの長距離ポリシー

switch(config)# policy-map type queuing ld_25G_fcoe_in_que_policy
switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 90
switch(config-pmap-c-que)# pause buffer-size 384800 pause-threshold 20800
resume-threshold 19136
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 10
switch(config-pmap-c-que)#

switch(config)# policy-map type queuing ld_25G_fcoe_in_que_policy
switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 90
switch(config-pmap-c-que)# pause buffer-size 728000 pause-threshold 364000
resume-threshold 362336
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 10
switch(config-pmap-c-que)#

• 40G ISLの長距離ポリシー

switch(config)# policy-map type queuing ld_40G_fcoe_in_que_policy
switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 90
switch(config-pmap-c-que)# pause buffer-size 728000 pause-threshold 78208
resume-threshold 76544
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 10
switch(config-pmap-c-que)#

switch(config)# policy-map type queuing ld_40G_fcoe_in_que_policy
switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 90
switch(config-pmap-c-que)# pause buffer-size 1299584 pause-threshold 649792
resume-threshold 648128
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 10
switch(config-pmap-c-que)#

入力バッファサイズと一時停止/再開しきい値のカスタムポリシー

長距離ポートを起動するのに十分なバッファがない場合は、デフォルトポリシーを使用して

10G/25Gイーサネットポート（短距離要件、つまり 100 m未満）に割り当てられたバッファを
微調整する必要があります。長距離ポートを起動するのに十分なバッファが存在しない場合

は、バッファ割り当て失敗のメッセージが表示されます。バッファ割り当て失敗メッセージの

例は次のとおりです。

switch(config-if)# interface ethernet1/8
switch(config-if)# service-policy type queuing input ld_10G_fcoe_in_que_policy
switch(config-if)# no shutdown
2022 Oct 31 07:39:21 HW1 %$ VDC-1 %$ %ACLQOS-SLOT1-2-ACLQOS_FAILED: ACLQOS failure:
Ingress buffer allocation failed for interface Ethernet1/8

カスタムポリシーを作成して必要なバッファを解放し、既存のイーサネットポートまたは短距

離接続に使用される VFCにバインドされたイーサネットポートに適用します。
switch(config)# policy-map type queuing 100m_fcoe_in_que_policy
switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 50
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switch(config-pmap-c-que)# pause buffer-size 41600 pause-threshold 20800 resume-threshold
19136
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)#

長距離 FCoE ISLごとに入力バッファを減らすために必要なイーサネットポートの数

次の表に、特定の速度の単一の長距離 FCoE ISLに対応するために、入力バッファサイズを縮
小する必要があるイーサネットポートの数を示します。

表 5 :入力バッファサイズの削減に関する推奨事項

推奨スピード

1つの 10G/25Gポートに
100m_fcoe_in_que_policyを適用

10G長距離 ISL

5つの 10G/25Gポートに
100m_fcoe_in_que_policyを適用

25G長距離 ISL

9つの 10G/25Gポートに
100m_fcoe_in_que_policyを適用

40G長距離 ISL

イーサネットインターフェイスに適用されるポリシーの

構成例
次のセクションでは、10G、25G、および 40G FCoE長距離 ISLを有効にするためにイーサネッ
トインターフェイスに適用されるポリシーの設定例を示します。

switch(config)# interface ethernet 1/1
switch(config-if)# service-policy type queuing input ld_10G_fcoe_in_que_policy
switch(config-if)#

switch(config)# interface ethernet 1/2
switch(config-if)# service-policy type queuing input ld_25G_fcoe_in_que_policy
switch(config-if)#

switch(config)# interface ethernet 1/3
switch(config-if)# service-policy type queuing input ld_40G_fcoe_in_que_policy
switch(config-if)#

switch(config)# interface ethernet 1/4
switch(config-if)# service-policy type queuing input 100m_fcoe_in_que_policy
switch(config-if)#

Long-Distance Over FCoEの構成の確認
Long-Distance Over FCoEの構成情報を表示するには、次のいずれかのタスクを実行します。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
74

長距離 over FCoEの構成

イーサネットインターフェイスに適用されるポリシーの構成例



目的コマンド

割り当てられた入力バッファの可用性と一時

停止/再開のしきい値を表示します。
show queuing interface eth eth port

構成の情報を表示します。show running-config interface ethernet eth port
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第 7 章

ファイバチャネルインターフェイスの構

成0

この章は、次の内容で構成されています。

•ファイバチャネルインターフェイスについて（77ページ）
•ファイバチャネルインターフェイスについて（77ページ）
•ファイバチャネルインターフェイスの構成0（100ページ）
•ファイバチャネルインターフェイスのグローバル属性の設定（117ページ）
•ファイバチャネルインターフェイスの確認（120ページ）
•ファイバチャネルインターフェイスのデフォルト設定, on page 122
•ファイバチャネルインターフェイスの構成0（123ページ）

ファイバチャネルインターフェイスについて

ファイバチャネルインターフェイスについて

仮想ファイバチャネルインターフェイス

Fibre Channel over Ethernet（FCoE）カプセル化により、物理イーサネットケーブルでファイバ
チャネルとイーサネットトラフィックを同時に伝送できます。Cisco Nexusデバイスでは、
FCoE対応の物理イーサネットインターフェイスは、1つの仮想のファイバチャネル（vFC）
インターフェイスのトラフィックを伝送できます。

vFCインターフェイスは、Cisco NX-OSの他のインターフェイスと同様に、設定やステータス
などのプロパティを持つ、操作可能なオブジェクトです。ネイティブファイバチャネルイン

ターフェイスと vFCインターフェイスは、同じ CLIコマンドを使用して設定します。

次の機能は、仮想ファイバチャネルインターフェイスではサポートされません。

• SANポートチャネル
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• SPAN宛先を vFCインターフェイスにすることはできません。

• Buffer-to-Buffer credit（BB_credit）

• Exchange Link Parameter（ELP）

•物理属性の設定（速度、レート、モード、トランスミッタ情報、MTUサイズ）

•ポートトラッキング

VFポート

vFCインターフェイスは、常にトランクモードで実行されます。それ以外では、どのモードで
も動作しません。vFCインターフェイスでは、switchport trunk allowed vsanコマンドを使用し
て vFCの許可VSANを設定できます（FC TFおよび TEポートと類似）。ホストに接続されて
いるvFCインターフェイスの場合、ログイン（FLOGI）をサポートするVSANはポートVSAN
だけです。VFポートを設定する switchport trunk allowed vsanコマンドをインターフェイス
モードで使用し、このような vFCインターフェイスの許可 VSANをポート VSANに制限する
ことを推奨します。

160 vFCインターフェイスのサポートが含まれます。

Cisco Nexusデバイスは、vFC VSAN割り当てとグローバルな VLAN-to-VSANマッピングテー
ブルにより、VFポートに対して適切な VLANを選択できます。

10G-FEXインターフェイス経由の VFポートのサポートは、各ファブリックエクステンダが
Cisco Nexusデバイスに直接接続する、Cisco Nexusファブリックエクステンダストレート型ト
ポロジでのみサポートされます。

VEポート

仮想 Eポート（VEポート）は、非ファイバチャネルリンク上の Eポートをエミュレートす
るポートです。Fibre Channel Forwarder（FCF）間の VEポート接続は、ポイントツーポイント
リンク上でサポートされます。このリンクは、個々のイーサネットインターフェイス、または

イーサネットポートチャネルインターフェイスのメンバーです。FCFが接続された各イーサ
ネットインターフェイスに、vFCインターフェイスを作成し、バインドする必要があります。
インターフェイスモードで switchport mode Eコマンドを使用して、vFCインターフェイスを
VEポートとして設定します。

VEポートに関する注意事項は次のとおりです。

• vFCで autoモードはサポートされません。

• VEポートトランキングは、FCoE対応 VLAN上でサポートされます。

• MACアドレスにバインドされているVEポートインターフェイスはサポートされません。

•デフォルトでは、VEポートはトランクモードで有効になります。

VEポート上に複数のVSANを構成できます。VEポートのVSANに対応する FCoE VLAN
を、バインドしたイーサネットインターフェイスに構成する必要があります。
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•スパニングツリープロトコルは、vFCインターフェイスがバインドされたすべてのイン
ターフェイスの FCoE VLAN上で無効になります。これには、VEポートがバインドされ
たインターフェイスが含まれます。

特定の FCFとピア FCF間でサポートされる VEポートペアの数は、ピア FCFの FCF-MACア
ドバタイジング機能に依存します。

•ピアFCFがそのすべてのインターフェイス上で同じFCF-MACアドレスをアドバタイズす
る場合、1つの VEポート上で FCFをピア FCFに接続できます。このようなトポロジで
は、冗長性のために 1つのポートチャネルインターフェイスを使用することを推奨しま
す。

•ピア FCFが複数の FCF-MACアドレスをアドバタイズする場合、VEポート構成制限テー
ブルの制限が適用されます。

vPCトポロジの VEポート

vPCトポロジの VEポートに関する注意事項は次のとおりです。

• LANトラフィック用の vPC上で接続された FCF間の FCoE VLANには、専用リンクが必
要です。

• FCoE VLANはスイッチ間の vPCインターフェイス上に設定しないでください。

• FCoEペイロードサイズが 2112より大きい場合、VEポートは輻輳中にフラップする可能
性があります。

FSPFパラメータ

FSPFは、VSANで起動されると、VEポート上でVSAN単位で動作します。vFCインターフェ
イスのデフォルトの FSPFコスト（メトリック）は、10 Gbps単位の帯域幅です。イーサネッ
トポートチャネルにバインドされた VEポートの場合、FSPFコストは動作可能なメンバー
ポートの数に基づいて調整されます。

VEポート設定の制限

プラットフォームインターフェ

イスタイプ FEXN9K-C93180YC-FXN9K-C93360YC-FX2N9K-C9336C-FX2-E

サポート対象

外

8（最大値）8（最大値）8（最大値）イーサネット

ポートチャネ

ルインター

フェイスにバ

インドされて

いる vFC（VE
および VF）
ポート
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VNPポート

FCoE NPVブリッジから FCFへの接続は、ポイントツーポイントリンク上でのみサポートさ
れます。このリンクは、個々のイーサネットインターフェイス、またはイーサネットポート

チャネルインターフェイスのメンバーです。FCFが接続された各イーサネットインターフェ
イスに、vFCインターフェイスを作成し、バインドする必要があります。これらの vFCイン
ターフェイスは、VNPポートとして設定する必要があります。VNPポートでは、FCoE NPV
ブリッジが、それぞれ固有の eNode MACアドレスが付いた複数の eNodeを持つ FCoE対応ホ
ストをエミュレートします。MACアドレスにバインドされる VNPポートインターフェイス
はサポートされません。デフォルトでは、VNPポートはトランクモードでイネーブルになり
ます。VNPポートには、複数の VSANを設定できます。VNPポート VSANに対応する FCoE
VLANを、バインドしたイーサネットインターフェイスに設定する必要があります。

スパニングツリープロトコル（STP）は、VNPポートがバインドされたインターフェイス上の
FCoE VLANでは自動的にディセーブルになります。

インターフェイスモード

スイッチ内の各物理ファイバチャネルインターフェイスは、複数のポートモード（Eモード、
TEモード、Fモード、およびTFモードおよびTNPモード）のうちのいずれかで動作します。
物理ファイバチャネルインターフェイスを Eポートまたは Fポート、Fポート、または SD
ポートとして設定できます。インターフェイスをautoモードに設定することもできます。ポー
トタイプは、インターフェイスの初期化中に判別されます。

NPVモードでは、ファイバチャネルインターフェイスは Fモード、または SDモードで動作
します。NPモード、Fモード、SDモードで動作します。

仮想ファイバチャネルインターフェイスは Eモードまたは Fモードで設定できます。

デフォルトでは、インターフェイスには VSAN 1が自動的に割り当てられます。

各インターフェイスには、管理設定と動作ステータスが対応付けられています。

•管理設定は、修正を加えない限り変更されません。この設定には、管理モードで設定でき
る各種の属性があります。

•動作ステータスは、インターフェイス速度のような指定された属性の現在のステータスを
表します。このステータスは変更できず、読み取り専用です。インターフェイスがダウン

の状態のときは、値の一部（たとえば、動作速度）が有効にならない場合があります。

Eポート

拡張ポート（Eポート）モードでは、インターフェイスがファブリック拡張ポートとして機能
します。このポートを別の Eポートに接続し、2つのスイッチ間でスイッチ間リンク（ISL）
を作成できます。Eポートはフレームをスイッチ間で伝送し、ファブリックを設定および管理
できるようにします。リモートNポート宛てフレームのスイッチ間コンジットとして機能しま
す。Eポートは、クラス 3およびクラス Fサービスをサポートします。

別のスイッチに接続されたEポートも、SANポートチャネルを形成するように設定できます。
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Related Topics

SANポートチャネルの設定（141ページ）

Fポート

ファブリックポート（Fポート）モードでは、インターフェイスがファブリックポートとし
て機能します。このポートは、ノードポート（Nポート）として動作する周辺装置（ホストま
たはディスク）に接続できます。Fポートは、1つの Nポートだけに接続できます。Fポート
はクラス 3サービスをサポートします。

NPポート

スイッチがNPVモードで動作しているとき、スイッチをコアネットワークスイッチに接続す
るインターフェイスは NPポートとして設定されます。NPポートは Nポートと同様に動作し
ますが、複数の物理 Nポートに対するプロキシとして機能します。

Related Topics

Nポートバーチャライゼーションの構成

TEポート

トランキング Eポート（TEポート）モードでは、インターフェイスがトランキング拡張ポー
トとして機能します。別の TEポートに接続し、2つのスイッチ間で Extended ISL（EISL）を
作成します。TEポートは別の Cisco Nexusデバイススイッチまたは Cisco MDS 9000ファミリ
スイッチに接続します。Eポートの機能を拡張して、次の内容をサポートします。

• VSANトランキング

•ファイバチャネルトレース（fctrace）機能

TEポートモードでは、すべてのフレームが VSAN情報を含む EISLフレームフォーマットで
送信されます。相互接続されたスイッチは VSAN IDを使用して、1つまたは複数の VSANか
らのトラフィックを同一の物理リンク上で多重化します。この機能は、Cisco Nexusデバイス
では VSANトランキングと呼ばれます。TEポートは、クラス 3およびクラス Fサービスをサ
ポートします。

Related Topics

VSANトランキングの設定

TFポート

スイッチがNPVモードで動作しているとき、スイッチをコアネットワークスイッチに接続す
るインターフェイスは NPポートとして設定されます。NPポートは Nポートと同様に動作し
ますが、複数の物理 Nポートに対するプロキシとして機能します。

トランキング Fポート（TFポート）モードでは、インターフェイスがトランキング拡張ポー
トとして機能します。トランキングした別の Nポート（TNポート）または NPポート（TNP
ポート）に接続して、コアスイッチと NPVスイッチまたは HBAの間のリンクを作成し、タ
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グ付きフレームを伝送できます。TFポートは、Fポートの機能を拡張して、VSANトランキン
グをサポートします。

TFポートモードでは、すべてのフレームが、VSAN情報を含む EISLフレームフォーマット
で送信されます。相互接続されたスイッチは VSAN IDを使用して、1つまたは複数の VSAN
からのトラフィックを同一の物理リンク上で多重化します。この機能は、Cisco Nexusデバイ
スでは VSANトランキングと呼ばれます。TFポートは、クラス 3およびクラス Fサービスを
サポートします。

TNPポート

トランキング NPポート（TNPポート）モードでは、インターフェイスがトランキング拡張
ポートとして機能します。トランキングされた Fポート（TFポート）に TNPポートを接続し
て、NPVスイッチからコア NPIVスイッチへのリンクを作成することができます。

SDポート

SPAN宛先ポート（SDポート）モードでは、インターフェイスがスイッチドポートアナライ
ザ（SPAN）として機能します。SPAN機能は、ファイバチャネルインターフェイスを通過す
るネットワークトラフィックを監視します。このモニタリングは、SDポートに接続された標
準ファイバチャネルアナライザ（または同様のスイッチプローブ）を使用して行われます。

SDポートはフレームを受信しません。送信元トラフィックのコピーを送信するだけです。
SPAN機能は他の機能に割り込むことなく、SPAN送信元ポートのネットワークトラフィック
のスイッチングに影響しません。

autoモード

autoモードに設定されたインターフェイスは、Eポート、Fポート、TEポート、および TF
ポート、NPポートおよびTNPポートのいずれかのモードで動作します。ポートモードは、イ
ンターフェイスの初期設定中に決定されます。たとえば、インターフェイスがノード（ホスト

またはディスク）に接続されている場合、Fポートモードで動作します。インターフェイスが
サードパーティ製のスイッチに接続されている場合、Eポートモードで動作します。インター
フェイスが Cisco Nexusデバイスまたは Cisco MDS 9000ファミリの別のスイッチに接続され
ている場合、TEポートモードで動作できます。

Related Topics

VSANトランキングの設定

インターフェイスの状態

インターフェイスステートは、インターフェイスの管理設定および物理リンクのダイナミック

ステートによって異なります。

管理ステート

管理のステートは、インターフェイスの管理設定を表します。次の表に、管理ステートを示し

ます。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
82

ファイバチャネルインターフェイスの構成0

TNPポート



Table 6:管理ステート

説明管理状

態

インターフェイスはイネーブルです。アップ

インターフェイスはディセーブルです。インターフェイスをシャットダウンして管

理上のディセーブル状態にした場合は、物理リンク層ステートの変更が無視されま

す。

下へ

動作ステート

動作ステートは、インターフェイスの現在の動作ステートを示します。次の表に、動作ステー

トを示します。

Table 7:動作ステート

説明動作状態

インターフェイスは、トラフィックを要求に応じて送受信しています。このス

テートにするためには、インターフェイスが管理上アップの状態、インターフェ

イスリンク層ステートがアップの状態で、インターフェイスの初期化が完了し

ている必要があります。

アップ

インターフェイスが（データ）トラフィックを送信または受信できません。下へ

インターフェイスが TEまたは TFモードで正常に動作しています。トランキン

グ

理由コード

理由コードは、インターフェイスの動作ステートによって異なります。次の表に、動作ステー

トの理由コードを示します。

Table 8:インターフェイスステートの理由コード

理由コード運用ステータス管理設

定

なし。アップアップ

管理上ダウンされています。インターフェイスを管理上ダウンの状

態に設定する場合、インターフェイスをディセーブルにします。ト

ラフィックが受信または送信されません。

DownDown

次の表を参照してください。ダウン

（Down）
アップ
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管理ステートがupで、動作ステートがdownの場合、理由コードは、動作不能理由コードに基
づいて異なります。次の表に、動作不能ステートの理由コードを示します。

表に示されている理由コードは一部だけです。Note

Table 9:動作不能ステートの理由コード

適用可能な

モード

説明理由コード（長いバージョ

ン）

すべて（All）物理層リンクが正常に動作していません。リンク障害または未接続

すべて（All）Small Form-Factor Pluggable（SFP）ハードウェ
アが接続されていません。

SFPがありません

すべて（All）物理層リンクが正常に動作しており、プロトコ

ル初期化が進行中です。

初期化中

ファブリックが現在再設定されています。Reconfigure fabric in progress

初期化を再試行する前に、スイッチソフトウェ

アが指定された R_A_TOV時間待機します。
Offline

インターフェイスVSANが削除されているか、
suspendedステートにあります。

インターフェイスを正常に動作させるには、設

定されたアクティブなVSANにポートを割り当
てます。

非アクティブ

ハードウェア障害が検出されました。ハードウェア障害（Hardware
failure）

エラー条件は、管理上の注意を必要とします。

さまざまな理由でインターフェイスがエラー

ディセーブルになることがあります。次に例を

示します。

•設定障害。

•互換性のない BB_credit設定

インターフェイスを正常に動作させるには、ま

ずこのステートの原因となるエラー条件を修正

し、次にインターフェイスを管理上シャットダ

ウンして、さらにまたは、インターフェイスを

イネーブルにします。

エラーディセーブル化

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
84

ファイバチャネルインターフェイスの構成0

理由コード



適用可能な

モード

説明理由コード（長いバージョ

ン）

スイッチにアクティブ SANポートチャネルの
最大数がすでに設定されているので、インター

フェイスは隔離されます。

Isolation because limit of active
port channels is exceeded.

Eポートと TE
ポートのみ

ポートネゴシエーションが失敗しました。ELPが失敗したため、隔離さ
れました

ポートネゴシエーションが失敗しました。ESCが失敗したため、隔離さ
れました

Fibre Channel Domain（fcdomain）のオーバー
ラップ。

ドメインの重複により隔離さ

れました

割り当てられたドメイン IDが無効です。Isolation due to domain ID
assignment failure

リンクのもう一方の端のEポートが分離してい
ます。

Isolation due to the other side of
the link E port isolated

ファブリックの再設定によりポートが分離され

ました。

ファブリック再構成が無効な

ため、隔離されました

fcdomain機能がディセーブルです。ドメインマネージャがが無効

なため、隔離されました

ゾーン結合に失敗しました。ゾーンのマージが失敗したた

め、隔離されました

ISLの両端の VSANが異なります。Isolation due to VSAN mismatch

SANポート
チャネルイン

ターフェイス

のみ

SANポートチャネルに所属するインターフェ
イスがダウンの状態です。

port channel administratively
down

SANポートチャネルに所属するインターフェ
イスに互換性のない速度が存在します。

速度に互換性がないため、中

断しました

SANポートチャネルに所属するインターフェ
イスに互換性のないモードが存在します。

モードに互換性がないため、

中断しました

不適切な接続が検出されました。SANポート
チャネルのすべてのインターフェイスが同一の

スイッチのスイッチペアに接続されている必

要があります。

リモートスイッチWWNに互
換性がないため、中断しまし

た
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適用可能な

モード

説明理由コード（長いバージョ

ン）

仮想ファイバ

チャネルイン

ターフェイス

のみ

仮想ファイバチャネルインターフェイスにバ

インドされたイーサネットインターフェイス

が動作していません。

Bound physical interface down

仮想ファイバ

チャネルイン

ターフェイス

のみ

仮想ファイバチャネルインターフェイスにバ

インドされたイーサネットインターフェイス

が、仮想ファイバチャネルインターフェイス

に関連付けられたVLANに対してSTPフォワー
ディングステートではありません。

STP not forwarding in FCoE
mapped VLAN

バッファツーバッファクレジット

BB_creditはフロー制御メカニズムで、ファイバチャネルインターフェイスがフレームをド
ロップしないようにします。BB_creditは、ホップごとにネゴシエーションします。

BB_creditメカニズムは仮想ファイバチャネルインターフェイスではなく、ファイバチャネル
インターフェイスで使用されます。受信 BB_creditでは、ピアへの確認応答を必要とせずに、
受信側の受信バッファの容量が決まります。これは、帯域幅遅延が大きいリンク（遅延が大き

い長距離リンク）で、遅延時間が長い回線レートトラフィックを維持できるようにするうえで

重要です。

受信 BB_credit（fcrxbbcredit）値を各ファイバチャネルインターフェイスに設定できます。ほ
とんどの場合、デフォルト設定を変更する必要がありません。

仮想ファイバチャネルインターフェイスの場合、BB_creditは使用されません。仮想ファイ
バーチャネルインターフェイスは、プライオリティフロー制御と呼ばれるクラスベースの一

時停止メカニズムに基づいたフロー制御を提供します。プライオリティフロー制御

•バッファ間（B2B）クレジットは構成できません。

• 8Gリンクのフィルパターンは IDLEでなければなりません。両方のピアで、8Gリンクの
フィルパターンを IDLEに設定する必要があります。コマンド switchport fill-pattern IDLE
speed speedを使用して、Cisco Nexus 9000スイッチでフィルパターンを IDLEに設定しま
す。

switch (config)# interface fc1/1
switch (config-if)# switchport fill-pattern IDLE speed 8000

Note

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
86

ファイバチャネルインターフェイスの構成0

バッファツーバッファクレジット



受信BB_credit値は、ポートモードによって異なります。物理ファイバチャネルインターフェ
イスの場合、Fモードおよび Eモードインターフェイスのデフォルト値は 64です。必要に応
じて、この値を変更できます。最大値は 240です。

受信 B2Bクレジット値は、N9K-C93180YC-FXでは64、N9K-C93360YC-FX2および
N9K-C9336C-FX2-Eでは 32です。これは、両方のプラットフォームのすべてのポートモード
(F、E)に適用され、変更できません。

Note

ファイバチャネルのライセンス要件

ファイバチャネルインターフェイスとその機能を使用する前に、正しいライセンスがインス

トールされていることを確認します。ライセンスの詳細については、このガイドのFC/FCoEの

有効化の章を参照してください。

Storage Protocol Servicesライセンスなしで仮想ファイバチャネルインターフェイスを設定でき
ますが、ライセンスがアクティブになるまでこれらのインターフェイスは動作状態になりませ

ん。

Note

ファイバチャネルポートライセンスの有効化

ここでは、SANスイッチングのライセンスを有効にする方法について説明します。

始める前に

ポートライセンスを有効にするには、ファイバチャネル（FC）ポートをシャットダウンする
必要があります。

FCポートへの変換については、ユニファイドポートの設定を参照してください。（注）

手順の概要

1. ポートライセンスを有効にします。

手順の詳細

手順

ポートライセンスを有効にします。
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例：

Switch(config)# int fc1/1
Switch(config-if)# port-license acquire

ファイバチャネルの QOS要件
次のタイプのインターフェイスが使用されている場合は、FCoE QoSを設定する必要がありま
す。

•ネイティブ FC - FCの場合
• FCoE - vFCの場合
• FCおよび FCoE - FCおよび vFCの場合

スイッチでイーサネットが設定されていない場合でも、FCoEQoSを追加する必要があります。

次のコマンドは、ネイティブ FCまたは FCoE、または FCと FCoE用に構成する必要があるデ
フォルトの QoS構成を有効にします。
switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input fcoe-default-in-policy
switch(config-sys-qos)# service-policy type queuing output fcoe-default-out-policy
switch(config-sys-qos)# service-policy type qos input fcoe-default-in-policy
switch(config-sys-qos)# service-policy type network-qos fcoe-default-nq-policy

QoSの構成による no-dropのサポート
ingress FC/FCoEフレームをマークするには、qos ingressポリシーが使用されます。qos ingress
ポリシーは、FC/FCoEトラフィックを処理するインターフェイスに適用する必要があります
（vFCにバインドされるすべてのイーサネット/ポートチャネルインターフェイスなど）。
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（注）
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ポート qos領域にハードウェア TCAMスペースが予約されていることを確認します。入力
PACL TCAMしきい値が syslogに表示される場合は常に、TCAMサイズを増やし、スイッチを
リロードします。

この手順は、FCoE NPVが機能するために必須です。

•ポートの ACL領域用に、TCAMスペースを予約します。

他の領域用に予約された TCAMスペースを取得することが必要な場合があります。

•設定を保存します。

•ラインカードまたはスイッチをリロードします。

スイッチをリロードします。

• ACL領域の TCAMスペースを確認します。

• N9K-C93180YC-FX、N9K-C93360YC-FX2、およびN9K-C9336C-FX2-Eでの TCAMカービ
ングの例：

hardware access-list tcam region ing-racl 1536
hardware access-list tcam region ing-ifacl 256
hardware access-list tcam region ing-redirect 256

• N9K-C92160YC-X、N9K-C9272Q、N9K-C93236C、N9K-C93180YC-EX、または
N9K-C93180YC-FXでの TCAMカービングの例

hardware access-list tcam region ing-racl 1536
hardware access-list tcam region ing-redirect 256

例：

switch# show hardware access-list tcam region |i i ifacl
Ingress PACL [ing-ifacl] size = 256
switch# config

switch(config)# hardware access-list tcam region ing-racl 1536
switch(config)# hardware access-list tcam region ing-ifacl 256
switch(config)# hardware access-list tcam region ing-redirect 256

switch# copy running-config startup-config
switch# reload

switch# show hardware access-list tcam region |i i ifacl
Ingress PACL [ing-ifacl] size = 256

switch# show hardware access-list tcam region | i "IPV4 Port QoS \[qos\] size"
Ingress PACL [ing-ifacl] size = 256
switch# config

switch(config)# hardware access-list tcam region ing-racl 1536
switch(config)# hardware access-list tcam region ing-ifacl 256
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switch(config)# hardware access-list tcam region ing-redirect 256

switch# copy running-config startup-config

switch# reload

switch# show hardware access-list tcam region | i "IPV4 Port QoS \[qos\] size"
Ingress PACL [ing-ifacl] size = 256

FCoE QoSポリシーの設定

• FCoEのデフォルトポリシーには、network-qos、output queuing、input queuingの 4種類が
あります。

• FCoEデフォルトポリシーをアクティブにするには、feature-set fcoe-npvコマンドを使用
して FCoE-NPV機能を有効にし、no feature-set fcoe-npvコマンドを実行して FCoEデフォ
ルトポリシーを削除します。

• no feature-set fcoe-npvを入力する前に、インターフェイスおよびシステムレベルからすべ
ての FCoEポリシーを削除します。no feature-set fcoe-npvコマンドは、FCポートが設定
されていない場合にのみ使用できます。

FCoEのデフォルトポリシーを使用することを推奨します。適用
されるすべてのポリシーは、同じタイプ（4qまたは 8qモード）
である必要があり、システムおよびインターフェイスレベルで明

示的に適用または削除する必要があります。

（注）

• FCoEに対して有効化された active-active FEXトポロジの QoSポリシーを構成するとき、
予期せぬ結果を避けるために、両方の VPCピアの FEX HIFポートで QoSポリシーを構成
しなければなりません。

Active/Active FEXトポロジをサポートするのは、次のものだけで
す。

• N2K-C2232PP

• N2K-C2348UPQ

• NB22HP

• NB22IBM

（注）

• FCoEトラフィックに異なるキューまたはcos値を使用するには、ユーザー定義のポリシー
を作成します。
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FC/FCoEの QoSポリシーの構成

• FC/FCoEのデフォルトポリシーには、network-qos、output queuing、input queuing、および
qosの 4種類があります。

• FC/FCoEトラフィックに別のキューまたは cos値を使用するには、ユーザー定義のポリ
シーを作成します。

•これらの方法の 1つに従って QoSポリシーを構成できます。

•定義済みポリシー：要件に合わせて事前定義されたネットワーク QoSポリシー
（default-fcoe-in-policy）を適用できます。

•デフォルトでは、FCoEに適用されるポリシーはありません。

• no-stats を QoSポリシーに適用することを推奨します。

（注）

•ユーザー定義のポリシー：システム定義ポリシーの1つに準拠するQoSポリシーを作
成できます。

システム全体の QoSポリシーの設定

FC/FCoEトラフィックを伝送するすべてのインターフェイスについて、ネットワーク QoSポ
リシーと出力/入力キューイングポリシーをシステムレベルで適用し、qosポリシーをインター
フェイスレベルで適用する必要があります。

（注）

switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input default-fcoe-in-que-policy
switch(config-sys-qos)# service-policy type queuing output { default-fcoe-8q-out-policy
| default-fcoe-out-policy }
switch(config-sys-qos)# service-policy type network-qos { default-fcoe-8q-nq-policy |
default-fcoe-nq-policy }

ユーザー定義ポリシーの設定例

switch(config)# policy-map type network-qos fcoe_nq
switch(config-pmap-nqos)# class type network-qos c-nq1
switch(config-pmap-nqos-c)# pause pfc-cos 3
switch(config-pmap-nqos-c)# mtu 9216
switch(config-pmap-nqos-c)# class type network-qos c-nq2
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq3
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq-default
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# exit
switch(config-pmap-nqos)# exit
switch(config)#
switch(config)# policy-map type queuing fcoe-in-policy
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switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# exit
switch(config)
switch(config)# policy-map type queuing fcoe-out-policy
switch(config-pmap-que)# class type queuing c-out-q3
switch(config-pmap-c-que)# priority level 1
switch(config-pmap-c-que)# class type queuing c-out-q-default
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# class type queuing c-out-q1
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# class type queuing c-out-q2
switch(config-pmap-c-que)# bandwidth remaining percent 0
switch(config-pmap-c-que)# exit
switch(config)#
switch(config)# class-map type qos match-any fcoe
switch(config-cmap-qos)# match protocol fcoe
switch(config-cmap-qos)# match cos 3
switch(config-cmap-qos)# exit
switch(config)#
switch(config)# policy-map type qos fcoe_qos_policy
switch(config-pmap-qos)# class fcoe
switch(config-pmap-c-qos)# set cos 3
switch(config-pmap-c-qos)# set qos-group 1
switch(config-pmap-c-qos)# exit
switch(config-pmap-qos)# exit
switch(config)#
switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input fcoe-in-policy
switch(config-sys-qos)# service-policy type queuing output fcoe-out-policy
switch(config-sys-qos)# service-policy type network-qos fcoe_nq

QOSポリシーでの set cos 3コマンドは、ネイティブファイバチャネルポートがある場合にのみ
必須で、N9K-C93180YC-FXプラットフォーム、N9K-C93360YC-FX2プラットフォーム、およ
び N9K-C9336C-FX2-Eにのみ適用されます。他のすべての Cisco Nexus 9000プラットフォーム
スイッチでは、この手順はオプションです。

（注）

FEXが接続されている場合：

•システムレベルおよびHIFポートにQoSポリシーを適用して、FCoEトラフィックのポー
ズフレームを受け入れます。

• FEXがオンラインの場合、8qポリシーはサポートされません。

switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input policy-name
switch(config-sys-qos)# service-policy type queuing output policy-name
switch(config-sys-qos)# service-policy type network-qos policy-name
switch(config-sys-qos)# service-policy type qos input policy-name

（注）
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FC/FCoEの VFCインターフェイスにバインドされている個々のイーサネット/ポートチャネル
インターフェイスに対し、ingress QoSポリシーを適用します。

switch(config)# interface ethernet 2/1
switch(config-if)# switchport mode trunk
switch(config-if)# mtu 9216 /* Or maximum allowed value */
switch(config-if)# service-policy type qos input { default-fcoe-in-policy | fcoe_qos_policy
) no-stats
switch(config-if)# exit
switch(config)#

QoSポリシーは、HIFインターフェイスまたは HIFインターフェイスのポートチャネルにア
タッチする必要があります。

• HIFインターフェイス

interface "HIF port"
service-policy type qos input policy-name

• HIFインターフェイスのポートチャネル

interface port-channel
service-policy type qos input policy-name

（注）

次のプラットフォームは 8qポリシーをサポートしていません。

• Cisco Nexus 9332PQスイッチ

• Cisco Nexus C9372PXスイッチ

• Cisco Nexus C9396PX switch

• Cisco Nexus C9372PX-Eスイッチ

• Cisco Nexus X9536C-Sラインカード

• Cisco Nexus X9564PXラインカード

（注）

• FC/FCoE QoSポリシーの設定

• FC/FCoEのデフォルトポリシーには、ネットワーク QoS、出力キューイング、入力
キューイング、QoSの 4種類があります。

• FCoEデフォルトポリシーをアクティブにするには、feature-set fcoe-npvコマンドを
使用してFCoE-NPV機能を有効にし、no feature-set fcoe-npvコマンドを実行してFCoE
デフォルトポリシーを削除します。
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• no feature-set fcoe-npvを入力する前に、インターフェイスおよびシステムレベルから
すべての FCoEポリシーを削除します。

FCoEのデフォルトポリシーを使用することを推奨します。適用
されるすべてのポリシーは、同じタイプ（4qまたは 8qモード）
である必要があり、システムおよびインターフェイスレベルで明

示的に適用または削除する必要があります。

（注）

• FC/FCoEトラフィックに別のキューまたは cos値を使用するには、ユーザー定義のポ
リシーを作成します。

• FC/FCoEのネットワーク QoSポリシーの構成

•これらの方法の 1つに従ってネットワーク QoSポリシーを設定できます。

•定義済みポリシー：要件に合わせて事前定義されたネットワークQoSポリシーを
適用できます。default-fcoe-8q-nq-policyまたは default-fcoe-nq-policyを選択する
オプションがあります。

デフォルトでは、FC/FCoEに適用されるポリシーはありません。（注）

•ユーザ定義のポリシー：システム定義ポリシーの 1つに準拠するネットワークの
QoSポリシーを作成できます。

• FC/FCoEの出力キューイングポリシーの構成

•これらの方法の 1つに従って、出力キューイングポリシーを構成できます。

•定義済みポリシー：要件に合わせて事前定義された出力キューイングポリシーを
適用できます。default-fcoe-8q-out-policyまたは default-fcoe-out-policyを選択す
るオプションがあります。

デフォルトでは、FC/FCoEに適用されるポリシーはありません。（注）

•ユーザー定義のポリシー：システム定義ポリシーの 1つに準拠する出力キューイ
ングポリシーを作成できます。

• FC/FCoEの入力キューイングポリシーの構成

•これらの方法の 1つに従って、入力キューイングポリシーを構成できます。

•定義済みポリシー：定義済み入力キューイングポリシーを適用できます。
default-fcoe-in-que-policy
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デフォルトでは、FCoEに適用されるポリシーはありません。（注）

•ユーザー定義のポリシー：システム定義ポリシーの 1つに準拠する入力キューイ
ングポリシーを作成できます。

• FCoEの QoSポリシーの構成

•これらの方法の 1つに従って QoSポリシーを構成できます。

•定義済みポリシー：要件に合わせて事前定義されたネットワーク QoSポリシー
（default-fcoe-in-policy）を適用できます。

•デフォルトでは、FCoEに適用されるポリシーはありません。

• no-stats を QoSポリシーに適用することを推奨します。

（注）

•ユーザー定義のポリシー：システム定義ポリシーの1つに準拠するQoSポリシー
を作成できます。

•システム全体の QoSポリシーの設定

FCoEトラフィックを伝送するすべてのインターフェイスについ
て、ネットワークQoSポリシーと出力/入力キューイングポリシー
をシステムレベルで適用し、qosポリシーをインターフェイスレ
ベルで適用する必要があります。

（注）

switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input default-fcoe-in-que-policy
switch(config-sys-qos)# service-policy type queuing output { default-fcoe-8q-out-policy
| default-fcoe-out-policy }
switch(config-sys-qos)# service-policy type network-qos { default-fcoe-8q-nq-policy
| default-fcoe-nq-policy }

•ユーザー定義ポリシーの設定例

switch(config)# policy-map type network-qos fcoe_nq
switch(config-pmap-nqos)# class type network-qos c-nq1
switch(config-pmap-nqos-c)# pause pfc-cos 3
switch(config-pmap-nqos-c)# mtu 9216
switch(config-pmap-nqos-c)# class type network-qos c-nq2
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq3
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq-default
switch(config-pmap-nqos-c)# mtu 1500
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switch(config-pmap-nqos-c)# exit
switch(config-pmap-nqos)# exit
switch(config)#
switch(config)# policy-map type queuing fcoe-in-policy
switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# exit
switch(config)
switch(config)# policy-map type queuing fcoe-out-policy
switch(config-pmap-que)# class type queuing c-out-q3
switch(config-pmap-c-que)# priority level 1
switch(config-pmap-c-que)# class type queuing c-out-q-default
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# class type queuing c-out-q1
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# class type queuing c-out-q2
switch(config-pmap-c-que)# bandwidth remaining percent 0
switch(config-pmap-c-que)# exit
switch(config)#
switch(config)# class-map type qos match-any fcoe
switch(config-cmap-qos)# match protocol fcoe
switch(config-cmap-qos)# match cos 3
switch(config-cmap-qos)# exit
switch(config)#
switch(config)# policy-map type qos fcoe_qos_policy
switch(config-pmap-qos)# class fcoe
switch(config-pmap-c-qos)# set cos 3
switch(config-pmap-c-qos)# set qos-group 1
switch(config-pmap-c-qos)# exit
switch(config-pmap-qos)# exit
switch(config)#
switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input fcoe-in-policy
switch(config-sys-qos)# service-policy type queuing output fcoe-out-policy
switch(config-sys-qos)# service-policy type network-qos fcoe_nq

QOSポリシーでの set cos 3コマンドは、ネイティブファイバチャ
ネルポートがある場合にのみ必須で、N9K-C93180YC-FXプラッ
トフォームにのみ適用されます。他のすべての Cisco Nexus 9000
プラットフォームスイッチでは、この手順はオプションです。

（注）
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FEXが接続されている場合：

•システムレベルおよび HIFポートに QoSポリシーを適用し
て、FCoEトラフィックのポーズフレームを受け入れます。

• FEXがオンラインの場合、8qポリシーはサポートされませ
ん。

switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input
policy-name
switch(config-sys-qos)# service-policy type queuing output
policy-name
switch(config-sys-qos)# service-policy type network-qos
policy-name
switch(config-sys-qos)# service-policy type qos input
policy-name

（注）

FCoEの VFCインターフェイスにバインドされている個々のイーサネット/ポートチャネ
ルインターフェイスに対し、ingress QoSポリシーを適用します。

switch(config)# interface ethernet 2/1
switch(config-if)# switchport mode trunk
switch(config-if)# mtu 9216 /* Or maximum allowed value */
switch(config-if)# service-policy type qos input { default-fcoe-in-policy |
fcoe_qos_policy }
switch(config-if)# exit
switch(config)#

QoSポリシーは、HIFインターフェイスまたは HIFインターフェ
イスのポートチャネルにアタッチする必要があります。

• HIFインターフェイス

interface "HIF port"
service-policy type qos input policy-name

• HIFインターフェイスのポートチャネル

interface port-channel
service-policy type qos input policy-name

（注）
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•

次のプラットフォームは 8qポリシーをサポートしていません。

• Cisco Nexus 9332PQスイッチ

• Cisco Nexus C9372PXスイッチ

• Cisco Nexus C9396PX switch

• Cisco Nexus C9372PX-Eスイッチ

• Cisco Nexus X9536C-Sラインカード

• Cisco Nexus X9564PXラインカード

（注）

Syslogにラベル割り当ての失敗が表示される場合は常に、FC/FCoE ACLがインターフェイス
に適用されていない可能性があります。次に、QoSポリシーがインターフェイスに no-statsで
適用されているかどうかを確認する必要があります。

（注）

物理ファイバチャネルインターフェイス

Cisco Nexus C93180YC-FXおよびC93360YC-FX2スイッチは、SANネットワークに接続された
アップリンクまたは（サーバーまたはターゲットに接続された）ダウンリンクとして、それぞ

れ最大48および96の物理ファイバチャネル（FC）インターフェイスをサポートします。Cisco
Nexus N9K-C9336C-FX2-Eスイッチには、SANネットワークに接続されたアップリンクまたは
ダウンリンク (サーバまたはターゲットに接続された)として、最大 112個の物理ファイバチャ
ネル（FC）ブレークアウトインターフェイスを含めることができます。FCブレークアウトで
変換できるのは、9～ 36のポートのみです。

各ファイバチャネルポートをダウンリンク（サーバに接続）、またはアップリンク（データ

センター SANネットワークに接続）として使用できます。ファイバチャネルインターフェイ
スは、E、F、NP、SD、TE、および TFおよび TNPのモードをサポートします。

NPおよび TNPは、機能 fcoe-npvでのみサポートされます。Note

長距離 ISL
Cisco NX-OSリリース 10.2(1)F以降、Cisco Nexus N9K-C93180YC-FXおよびN9K-C93360YC-FX2
スイッチは、32 Gbpsファイバチャネルスイッチ間リンク（ISL）での長距離をサポートしま
す。
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長距離 ISL BB_creditを計算するための公式は、2 KBの一般的なファイバーチャネルフレーム
とインターフェイス速度を想定しています。新しいスイッチの固定（64）バッファ間クレジッ
トは、最大 3キロメートルの距離にわたって 32 Gbpsファイバチャネル ISLをサポートするよ
うになりました。

表 10 :さまざまな速度での FC長距離

ディスタンススピード

3 km32G

5 km16G

10 km8G

表 11 :さまざまな速度での FC長距離

Throughputディスタンススピード

25.45G3 km32G

13.35G5 km16G

6.67G10 km8G

ファイバチャネルインターフェイスの構成0

ファイバチャネルインターフェイスの構成

ファイバチャネルインターフェイスを設定する手順は、次のとおりです。

FCポートの作成またはポート変換については、ユニファイドポートの設定セクションを参照
してください。

Note

SUMMARY STEPS

1. switch# configuration terminal
2. switch(config)# interface {fc slot/port}|{vfc vfc-id}
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DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configuration terminalステップ 1

ファイバチャネルインターフェイスを選択し、イ

ンターフェイスコンフィギュレーションモードを

開始します。

switch(config)# interface {fc slot/port}|{vfc vfc-id}ステップ 2

Note
ファイバチャネルインターフェイスが設定された

場合、自動的に一意のWorld Wide Name（WWN）
が割り当てられます。インターフェイスの動作状態

がアップの場合、ファイバチャネル ID（FC ID）も
割り当てられます。

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

ファイバチャネルインターフェイスの範囲の構成

ファイバチャネルインターフェイスの範囲を設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configuration terminal
2. switch(config)# interface { fc slot/port - port [ , fc slot/port - port ] | vfc vfc-id - vfc-id [ , vfc vfc-id

- vfc-id ] }

DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configuration terminalステップ 1
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PurposeCommand or Action

ファイバチャネルインターフェイスの範囲を選択

し、インターフェイスコンフィギュレーションモー

ドを開始します。

switch(config)# interface { fc slot/port - port [ , fc
slot/port - port ] | vfc vfc-id - vfc-id [ , vfc vfc-id - vfc-id ]
}

ステップ 2

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

インターフェイスの管理状態の設定

インターフェイスを正常にシャットダウンする手順は、次のとおりです。

トラフィックフローを有効に無効にする手順は、次のとおりです。

SUMMARY STEPS

1. switch# configuration terminal
2. switch(config)# interface {fc slot/port}|{vfc vfc-id}
3. switch(config-if)# shutdown

DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configuration terminalステップ 1

ファイバチャネルインターフェイスを選択し、イ

ンターフェイスコンフィギュレーションモードを

開始します。

switch(config)# interface {fc slot/port}|{vfc vfc-id}ステップ 2

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

インターフェイスを正常にシャットダウンし、トラ

フィックフローを管理上ディセーブルにします（デ

フォルト）。

switch(config-if)# shutdownステップ 3
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インターフェイスモードの設定

SUMMARY STEPS

1. configure terminal
2. switch(config) # interface vfc vfc-id}
3. switch(config-if) # switchport mode {F}

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

仮想ファイバチャネルインターフェイスを選択し、

インターフェイスコンフィギュレーションモード

を開始します。

switch(config) # interface vfc vfc-id}

Example:
switch(config) # interface vfc 20
switch(config-if) #

ステップ 2

ポートモードを設定します。switch(config-if) # switchport mode {F}

Example:

ステップ 3

vFCインターフェイスは Fモードのみをサポートし
ます。switch(config-if) # switchport mode F

switch(config-if) #
Note
SDポートを自動では設定できません。このポート
は管理上設定する必要があります。

Example

次に、VEポート 20を設定し、イーサネットスロット 1、ポート 3にバインドする例
を示します。

switch# config t
switch(config) # interface vfc 20
switch(config-if) # bind interface ethernet 1/3
switch(config-if) # switchport mode F
switch(config-if) # exit
switch#

次に、イーサネット slot1、ポート 3インターフェイスにバインドされた vFC 20の実
行コンフィギュレーションの例を示します。

switch# show running-config
switch(config) # interface vfc20
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switch(config-if) # bind interface Ethernet 1/3
switch(config-if) # switchport mode F
switch(config-if) # no shutdown

次に、VNPポート 10を設定し、イーサネットスロット 1、ポート 1にバインドする
例を示します。

switch # config t
switch(config) # interface vfc 10
switch(config-if) # bind interface ethernet 2/1
switch(config-if) # switchport mode NP
switch(config-if) # exit
switch#

インターフェイスの説明の構成

インターフェイスの説明は、トラフィックを識別したり、インターフェイスの使用状況を知る

場合に役立ちます。インターフェイスの説明には、任意の英数字の文字列を使用できます。

インターフェイスの説明を設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configuration terminal
2. switch(config)# interface {fc slot/port}|{vfc vfc-id}
3. switch(config-if)# switchport description cisco-HBA2
4. switch(config-if)# no switchport description

DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configuration terminalステップ 1

ファイバチャネルインターフェイスを選択し、イ

ンターフェイスコンフィギュレーションモードを

開始します。

switch(config)# interface {fc slot/port}|{vfc vfc-id}ステップ 2

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。
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PurposeCommand or Action

インターフェイスの説明を設定します。ストリング

の長さは、最大 80文字まで可能です。
switch(config-if)# switchport description cisco-HBA2ステップ 3

インターフェイスの説明をクリアします。switch(config-if)# no switchport descriptionステップ 4

ユニファイドポートの設定

始める前に

サポートされる Cisco Nexusスイッチが存在することを確認します。ユニファイドポートは、
Cisco Nexus C93180YC-FXスイッチ、N9K-C9336C-FX2-E、および C93360YC-FX2スイッチで
使用できます。

• Cisco Nexus 5672UP

• Cisco Nexus 5672UP-16G

• N56-M24UP2Q LEMを搭載した Cisco Nexus 56128P

• N5696-M20UP LEMを搭載した Cisco Nexus 5696Q

C93180YC-FX、N9K-C9336C-FX2-E、またはC93360YC-FX2プラットフォームの詳細について
は、Cisco Nexus 9000 Series Hardware Installation Guideを参照してください。

（注）

ユニファイドポートをファイバチャネルまたは FCoEとして設定している場合は、 install
feature-set fcoe および feature-set fcoe コマンドをイネーブルにしていることを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

スイッチ上のスロットを指定します。switch(config) # slot slot numberステップ 2

（注）

これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

ユニファイドポートをネイティブファイバチャネ

ルポートおよびイーサネットポートとして設定し

ます。

switch(config-slot) # port port number type {ethernet |
fc}

ステップ 3
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目的コマンドまたはアクション

• type：シャーシのスロット上で設定するポート
のタイプを指定します。

• ethernet：イーサネットポートを指定します。

• fc：ファイバチャネル（FC）ポートを指定し
ます。

• breakout：ポートタイプをイーサネットポー
トから FCポートに変更または分割します。た
だし、このオプションはN9K-C9336C-FX2-Eで
のみサポートされます。

（注）

•拡張モジュール上のユニファイドポートを変
更するには、GEMカードの電源を再投入する
必要があります。変更を有効にするためにス

イッチ全体をリブートする必要はありません。

•ユニファイドポートをファイバチャネルとし
て設定する場合、ファイバチャネルインター

フェイスおよび VSANメンバーシップの既存
の設定は影響を受けません。

• N9K-C93180YC-FXスイッチでは、FCポート範
囲は4の倍数にする必要があります。不連続に
することもできます。変更を有効にするため

に、スイッチをリロードしてください。

• N9K-C93360YC-FX2スイッチでは、カラム内
の 4つの前面パネルポートすべてをまとめて
FC/イーサネットに変換する必要があります。
このスイッチでは、4つのポートがポートグ
ループを形成します。たとえば、最初のポート

グループは､1､2､49､50 です。 2番目のポート
グループは、3、4、51、52になり、以下も同
様です。

• N9K-C9336C-FX2-Eスイッチでは、ポートタイ
プ (9～ 36など)を FCブレークアウトポート
として変換できます。ポートは、連続した範囲

(たとえば、9～ 11)、非連続的な範囲 (たとえ
ば、18、23、30)、または単一のポート (たとえ
ば、36)の FCブレークアウトポートとして変
換することもできます。

（注）
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目的コマンドまたはアクション

N5672-16Gで FCポートを構成する場合、16Gをサ
ポートするには、ファブリックモードを 40Gモー
ドにする必要があります。ポートがイーサネットか

ら FCに変更されると、次回のリロード時にファブ
リックモードが 40Gに変更されます。初めてポー
トを FCに変更すると、次のメッセージが表示され
ます：「ポートの種類が変更されました。ファブ

リックモードも変更されます。設定を保存して、ス

イッチをリロードしてください」。

現在のファブリックモード設定を確認するために

使用します。 show fabric-mode

FCポート範囲は 4の倍数にする必要があります。
不連続にすることもできます。変更を有効にするた

めに、スイッチをリロードしてください。

実行コンフィギュレーションを、スタートアップコ

ンフィギュレーションにコピーします。

switch(config-slot) # copy running-config startup-configステップ 4

スイッチをリブートします。switch(config-slot) # reloadステップ 5

スイッチ上のスロットを指定します。switch(config) # slot slot numberステップ 6

copy r sを実行してスイッチをリロードした後、ポー
トをイーサネットポートに戻します。

switch(config-slot) # no port port number type fcステップ 7

（注）

すべての FCポートが削除されると、ファブリック
モードは 10-Gモードに変わります。すべてのポー
トをイーサネットに変更すると、次のメッセージが

表示されます。「ポートの種類が変更されました。

ファブリックモードも変更されます。設定を保存し

て、スイッチをリロードしてください」。

例

次の例は、C93180YC-FX拡張モジュールでユニファイドポートを設定する方法を示
したものです。

switch# configure terminal
switch(config)# slot 1
switch(config-slot)# port 1-16 type fc
switch(config-slot)# copy running-config startup-config
switch(config-slot)# reload
switch(config-slot)#
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N9K-C93180YC-FXおよびN9K-C93360YC-FX2スイッチでは、個々のポートをFCポー
トに変換できません。。N5672UP-16Gでは、スロット 2のみに UPポートがありま
す。

（注）

switch# configure terminal
switch(config)# slot 1
switch(config-slot)# port 1-24 type fc
Port type is changed. ACTION REQUIRED: Please save configurations and reload the switch
switch(config-slot)#

または

switch# configure terminal
switch(config)# slot 2
switch(config-slot)# port 13-24 type fc
Port type is changed. Please power-off and no power-off the module
switch(config-slot)#

次の例は、スロット 1、10ポートを Cisco N6004X–M20UPモジュールの FCポートと
して設定する方法を示しています。

switch# configure terminal
switch(config)# slot 1
switch(config-slot)# port 1-10 type fc
switch(config-slot)# copy running-config startup-config
switch(config-slot)# reload

ポート速度の設定

ポート速度は、仮想ファイバチャネルインターフェイスではなく、物理ファイバチャネルイ

ンターフェイスで設定できます。サポートされるすべてのプラットフォームスイッチで、サ

ポートされる最小速度は 4Gで、最大速度は 32Gです。ただし、N9K-C9336C-FX2-Eスイッチ
でサポートされる最小速度は 8Gであり、サポートされる最大速度は同じく 32Gです。デフォ
ルトでは、インターフェイスのポート速度はスイッチによって自動計算されます。

8G速度はサーバーおよびターゲットインターフェイスに対してサポートされていません。Note

ポート速度の変更は中断を伴う動作です。Caution

インターフェイスのポート速度を設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configuration terminal
2. switch(config)# interface fc slot/port
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3. switch(config-if)# switchport speed 16000
4. switch(config-if)# no switchport speed

DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configuration terminalステップ 1

指定されたインターフェイスを選択して、インター

フェイスコンフィギュレーションモードを開始し

ます。

switch(config)# interface fc slot/portステップ 2

Note
仮想ファイバチャネルインターフェイスのポート

速度は設定できません。

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

インターフェイスのポート速度を 16 Mbpsに構成し
ます。

switch(config-if)# switchport speed 16000ステップ 3

数値は、Mbps単位の速度を表します。4 Gbpsイン
ターフェイスには4000の速度、8 Gbpsインターフェ
イスには 8000、16 Gbpsインターフェイスには
16000、32 Gbpsインターフェイスには 32000、また
は auto（デフォルト）を設定できます。

Note
16GホストアダプタをCisco Nexus 9000スイッチの
32G SFPポートに接続するときに、速度が自動速度
として設定されている場合、またはデフォルトが

8G速度に設定されているときにリンクがアップし
ない場合は、switchport speed 16000コマンドを使
用して、ポートを手動で設定する必要があります。

インターフェイスの出荷時のデフォルト（auto）管
理速度に戻します。

switch(config-if)# no switchport speedステップ 4
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トランクモードの構成

トランクモードを構成するには、次の作業を行います。

手順の概要

1. switch# configuration terminal
2. switch(config)# interface fc slot/port

3. switch(config-if)# switchport trunk mode on
4. switch(config-if)# switchport trunk mode off
5. switch(config-if)# switchport trunk mode auto

手順の詳細

手順

目的コマンドまたはアクション

構成モードに入ります。switch# configuration terminalステップ 1

指定したインターフェイスを設定し、インターフェ

イスコンフィギュレーションモードを開始します。

switch(config)# interface fc slot/portステップ 2

指定されたインターフェイスのトランクモードをイ

ネーブルにします（デフォルト）。

switch(config-if)# switchport trunk mode onステップ 3

指定されたインターフェイスのトランクモードを

ディセーブルにします。

switch(config-if)# switchport trunk mode offステップ 4

インターフェイスの自動検知を提供するトランク

モードを autoモードに設定します。
switch(config-if)# switchport trunk mode autoステップ 5

コメント

トランキングモードがオンの FCポートと SAN-POリンクが 2つのスイッチ間で起動するに
は、両方のスイッチを互いの OUIで構成する必要があります。

OUI値がデフォルトで登録されていない場合にのみ、スイッチでOUIを構成します。OUIは次
のように検出および構成されます。

N9K(config-if)# show wwn switch
Switch WWN is 20:00:2c:d0:2d:50:ea:64
N9K(config-if)#

スイッチでは、OUI (0x2cd02d)がすでに登録されている場合、次の出力が表示されます。
MDS9710(config-if)# sh wwn oui | i 2cd02d
0x2cd02d Cisco Default
MDS9710(config-if) #

If the OUI is not registered, configure it manually.
MDS9710(config-if)# wwn oui 0x2cd02d
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Cisco NX-OS Release 7.3(0)D1(1)以降では、Cisco MDS 9700シリーズコアスイッチで OUIを構
成できます。

自動検知

自動検知は、速度に関係なく、すべてのインターフェイスで有効になっています。8G Small
Form-Factor Pluggable（SFP）が挿入されている場合、インターフェイスは 8Gおよび 4Gの速
度で動作します。16G SFPが挿入されている場合、インターフェイスは 16G、8G、および 4G
の速度でのみ動作し、32G SFPでは、インターフェイスは 32G、16G、および 8Gの速度で動
作します。

Cisco Nexus C93180YC-FXスイッチは 10G SFPをサポートします。Cisco Nexus 2348UPQでは、
16Gは自動検知されません。16G速度を明示的に設定するには、ファイバチャネルインター
フェイスを使用した Cisco Unified FEX Nexus 2348UPQの設定を参照してください。

Note

デフォルトではすべての 4 Gbpsインターフェイスで速度自動検知がイネーブルになっていま
す。この設定を使用すると、4 Gbpsポートのインターフェイスは 1 Gbps、2 Gbps、または 4
Gbpsの速度で動作します。専用レートモードで動作するインターフェイスに対して自動検知
をイネーブルにすると、ポートが 1 Gbpsまたは 2 Gbpsの動作速度をネゴシエートした場合で
も、4 Gbps帯域幅が予約されます。

ブレークアウトによる FCポートの変換
ファイバチャネル（FC）ポートのブレークアウトインターフェイスポートオプションは、
Cisco Nexus N9K-C9336C-FX2-Eプラットフォームスイッチ上の FCのインターフェイスでのみ
サポートされています。LCMコンポーネントは、FCポートのブレークアウトまたは変換をサ
ポートします。

FCoEポートを FCポートに変換するには、次の手順を実行します。

SUMMARY STEPS

1. switch# configuration terminal
2. switch(config)# slot1
3. switch(config-slot)# port 9 type fc breakout
4. switch(config-slot)# reload

DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configuration terminalステップ 1
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PurposeCommand or Action

シャーシのスロットで事前プロビジョニングを有効

にします。

switch(config)# slot1ステップ 2

ポートタイプをFCoEポートからファイバーチャネ
ルポートに変更または分割します。

switch(config-slot)# port 9 type fc breakoutステップ 3

Note
ポートタイプ、たとえば 9～ 36を、FCブレークア
ウトポートとして変換できます。ポートは、連続

範囲 (たとえば、9～ 11)、非連続範囲 (たとえば、
18、23、30)、または単一ポート (たとえば、36)の
FCブレークアウトポートとして変換できます。

スイッチをリロードします。switch(config-slot)# reloadステップ 4

スイッチがリロードされると、スイッチは FCブレークアウトポート（fc1/9/1…fc1/9/4など）
でオンラインになります。

ブレイクアウトインターフェイスでの速度の変更

各ブレイクアウトインターフェイスで速度を変更できます。ただし、すべてのブレイクアウト

ポートの速度が変更されます。

コマンドの例：

switch(config)# int fc1/9/1-4
switch(config-if)# switchport speed 32000
!!!WARNING! This command affects all interfaces of a breakout port!!!
switch(config-if)#

FCブレークアウトポートのデフォルトの速度は 32Gです。（注）

SDポートフレームカプセル化の設定
switchport encap eislコマンドは、SDポートインターフェイスにだけ適用されます。このコマ
ンドは、SDポートモードにあるインターフェイスによって送信されたすべてのフレームのフ
レームフォーマットを判別します。カプセル化を EISLに設定すると、すべての SPAN送信元
について、すべての発信フレームが EISLフレームフォーマットで送信されます。

switchport encap eislコマンドは、デフォルトではディセーブルです。カプセル化を有効にする
と、すべての発信フレームがカプセル化され、show interface SD_port_interfaceコマンドの出力
には、カプセル化が EISLであることを示す新しい行が表示されます。
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受信データフィールドサイズの構成

仮想ファイバチャネルインターフェイスではなく、ネイティブファイバチャネルインター

フェイスの受信データフィールドサイズを設定できます。デフォルトのデータフィールドサ

イズが 2112バイトの場合、フレームの長さは 2148バイトです。

受信データフィールドサイズを設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configuration terminal
2. switch(config)# interface fc slot/port

3. switch(config-if)# switchport fcrxbufsize 2000

DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configuration terminalステップ 1

ファイバチャネルインターフェイスを選択し、イ

ンターフェイスコンフィギュレーションモードを

開始します。

switch(config)# interface fc slot/portステップ 2

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

選択されたインターフェイスのデータフィールド

サイズを 2000バイトに減らします。デフォルトは
2112バイトで、範囲は 256～ 2112バイトです。

switch(config-if)# switchport fcrxbufsize 2000ステップ 3

ビットエラーしきい値を理解する

ビットエラーレートしきい値は、パフォーマンスの低下がトラフィックに重大な影響を与え

る前にエラーレートの増加を検出するために、スイッチにより使用されます。

ビットエラーは次のような理由のため発生します。

•ケーブル故障または不良。
• GBICまたは SFP故障または不良。
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• GBICまたは SFPは 1 Gbpsで動作するように指定されているが、2 Gbpsで使用されてい
る。

• GBICまたは SFPは 2 Gbpsで動作するように指定されているが、4 Gbpsで使用されてい
る。

•長距離に短距離ケーブルが使用されている、または短距離に長距離ケーブルが使用されて
いる。

•一時的な同期ロス
•ケーブルの片端または両端の接続のゆるみ。
•片端または両端での不適切な GBIC接続または SFP接続。

5分間に 15のエラーバーストが発生すると、ビットエラーレートしきい値が検出されます。
デフォルトでは、しきい値に達するとスイッチはインターフェイスを無効化します。

shutdown/no shutdownコマンドを順番に入力すると、インターフェイスを再度イネーブルにで
きます。

しきい値を超えてもインターフェイスが無効化されないようにスイッチを設定できます。

ビットエラーしきい値イベントによってインターフェイスがディセーブルにならないように設

定されていても、ビットエラーしきい値イベントが検出されると、スイッチによって syslog
メッセージが生成されます。

Note

インターフェイスのビットエラーしきい値をディセーブルにする手順は、次のとおりです。

SUMMARY STEPS

1. switch# configuration terminal
2. switch(config)# interface fc slot/port

3. switch(config-if)# switchport ignore bit-errors
4. switch(config-if)# no switchport ignore bit-errors

DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configuration terminalステップ 1

ファイバチャネルインターフェイスを選択し、イ

ンターフェイスコンフィギュレーションモードを

開始します。

switch(config)# interface fc slot/portステップ 2

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。
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PurposeCommand or Action
Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

ビットエラーしきい値イベントを検出したとき、イ

ンターフェイスがディセーブルにならないようにし

ます。

switch(config-if)# switchport ignore bit-errorsステップ 3

ビットエラーしきい値イベントを検出したとき、イ

ンターフェイスがイネーブルにならないようにしま

す。

switch(config-if)# no switchport ignore bit-errorsステップ 4

バッファ間クレジットの構成

switchport fcrxbbcreditコマンドを使用してインターフェイスを設定すると、設定の変更がす
ぐに適用されるように、インターフェイスは自動的にフラップします。したがって、このよう

な構成の計画は、スケジュールされたメンテナンス時間帯にのみ行い、運用環境へのそのよう

な構成の影響を最小限に抑えることをお勧めします。

Caution

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface fc slot/port

3. switch(config-if)# switchport fcrxbbcredit default
4. switch(config-if)# switchport fcrxbbcredit number mode {E | F | TE}
5. switch(config-if)# do show int fc slot/port

6. (Optional) switch(config-if)# copy running-config startup-config

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

ファイバチャネルインターフェイスを選択し、イ

ンターフェイスコンフィギュレーションモードを

開始します。

switch(config)# interface fc slot/portステップ 2

Note
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PurposeCommand or Action

これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

デフォルトの使用可能な値を選択されたインター

フェイスに適用します。使用可能な値は、ポート

モードによって異なります。

switch(config-if)# switchport fcrxbbcredit defaultステップ 3

デフォルト値は、ポート機能に応じて割り当てられ

ます。

選択したインターフェイスにバッファ間クレジット

番号を割り当て、必要に応じてポートがE、F、また
は TEのどのモードで動作するかを指定します。

switch(config-if)# switchport fcrxbbcredit number mode
{E | F | TE}

ステップ 4

Note
E、F、または TEを mode用に指定すると、バッ
ファ間クレジットの値は、ポートがその特定のモー

ドに設定されている場合にのみ、適用されます。

バッファ間クレジットの値の破には、1～240です。

デフォルト値は 16です。

送受信のバッファ間クレジットを、このインター

フェイスのその他の関連インターフェイス情報とと

もに表示します。

switch(config-if)# do show int fc slot/portステップ 5

Note
正しいバッファ間クレジット値は、レジスタの読み

取り時に得られます。データトラフィックが遅い

ときに状況を確認するのに役立ちます。

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

リブートおよびリスタート時に実行コンフィギュ

レーションをスタートアップコンフィギュレーショ

ンにコピーして、変更を継続的に保存します。

(Optional) switch(config-if)# copy running-config
startup-config

ステップ 6
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ファイバチャネルインターフェイスのグローバル属性の

設定

スイッチポート属性のデフォルト値の構成

各種のスイッチポート属性の属性デフォルト値を設定できます。これらの属性は、この時点で

それぞれを指定しなくても、今後のすべてのスイッチポート設定にグローバルに適用されま

す。

スイッチポート属性を設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configuration terminal
2. switch(config)# no system default switchport shutdown san
3. switch(config)# system default switchport shutdown san
4. switch(config)# system default switchport trunk mode auto

DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configuration terminalステップ 1

インターフェイス管理ステートのデフォルト設定を

upに設定します（出荷時のデフォルト設定は down
です）。

switch(config)# no system default switchport shutdown
san

ステップ 2

Tip
このコマンドは、管理ステートに対してユーザ設定

が存在しないインターフェイスにだけ適用されま

す。

インターフェイス管理ステートのデフォルト設定を

downに設定します。これが出荷時のデフォルト設
定です。

switch(config)# system default switchport shutdown sanステップ 3

Tip
このコマンドは、管理ステートに対してユーザ設定

が存在しないインターフェイスにだけ適用されま

す。
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PurposeCommand or Action

インターフェイスの管理トランクモードステート

のデフォルト設定を autoに設定します。
switch(config)# system default switchport trunk mode
auto

ステップ 4

Note
デフォルト設定のトランクモードは onです。

Nポート識別子仮想化について
Nポート識別子仮想化（NPIV）は単一 Nポートに複数の FC IDを割り当てる手段を提供しま
す。この機能を使用すると、Nポート上の複数のアプリケーションが異なる IDを使用したり、
アクセスコントロール、ゾーニング、ポートセキュリティをアプリケーションレベルで実装

したりできます。次の図に、NPIVを使用するアプリケーションの例を示します。

Figure 7: NPIVの例

Nポート識別子仮想化のイネーブル化
スイッチで NPIVをイネーブルまたはディセーブルにできます。feature-set fcoeが有効になっ
ている場合、機能 NPIVはデフォルトで有効になります。

Before you begin

スイッチ上のすべての VSANに対して NPIVをグローバルでイネーブルにし、NPIV対応のア
プリケーションが複数の Nポート IDを使用できるようにする必要があります。

すべての Nポート IDは同じ VSAN内で割り当てられます。Note

SUMMARY STEPS

1. configure terminal
2. feature npiv
3. no feature npiv
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DETAILED STEPS

Procedure

PurposeCommand or Action

コンフィギュレーションモードに入ります。configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

スイッチ上のすべての VSANの NPIVをイネーブル
にします。

feature npiv

Example:

ステップ 2

switch(config)# feature npiv

スイッチ上のNPIVをディセーブルにします（デフォ
ルト）。

no feature npiv

Example:

ステップ 3

switch(config)# no feature npiv

ポートチャネルの設定例

この項では、Fポートチャネルを共有モードで設定する方法、および NPIVコアスイッチの F
ポートとNPVスイッチのNPポート間のリンクを起動する方法の例を示します。Fポートチャ
ネルを設定する前に、Fポートトランキング、Fポートチャネリング、および NPIVがイネー
ブルであることを確認します。

例

次の例は、ポートチャネルの作成方法を示しています。

switch(config)# interface san-po-channel 2

switch(config-if)# switchport mode F

switch(config-if)# channel mode active

switch(config-if)# exit

次に、コアスイッチで専用モードでポートチャネルメンバインターフェイスを設定

する例を示します。

switch(config)# interface fc1/4-6
switch(config-if)# shut
switch(config-if)# switchport mode F
switch(config-if)# switchport speed 32000
switch(config-if)# switchport trunk mode on
switch(config-if)# channel-group 2
switch(config-if)# no shut
switch(config-if)# exit
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ファイバチャネルインターフェイスの確認

SFPトランスミッタタイプの確認
SFPトランスミッタタイプは、仮想ファイバチャネルではなく、物理ファイバチャネルイン
ターフェイス用に表示できます。

Small Form-Factor Pluggable（SFP）ハードウェアトランスミッタは、show interface briefコマ
ンドで表示される際に略語で示されます。関連するSFPがシスコによって割り当てられた拡張
IDを持つ場合、show interfaceコマンドと show interface briefコマンドは、トランスミッタタ
イプではなく、IDを表示します。show interface transceiverコマンドと show interface fc slot/port
transceiverコマンドは、シスコがサポートする SFPに関して両方の値を表示します。

インターフェイス情報の検証

show interfaceコマンドはインターフェイス構成を表示します。引数を入力しないと、このコ
マンドはスイッチ内に設定されたすべてのインターフェイスの情報を表示します。

インターフェイス情報を表示するのに引数（インターフェイスの範囲、または複数の指定され

たインターフェイス）を指定することもできます。interface fc2/1 - 4 , fc3/2 - 3という形式でコ
マンドを入力して、インターフェイスの範囲を指定できます。

次に、すべてのインターフェイスを表示する例を示します。

switch# show interface

fc3/1 is up
...
fc3/3 is up
...
Ethernet1/3 is up
...
mgmt0 is up
...
vethernet1/1 is up
...
vfc 1 is up

次に、指定された複数のインターフェイスを表示する例を示します。

switch# show interface fc3/1 , fc3/3
fc3/1 is up
...
fc3/3 is up
...

次に、特定の 1つのインターフェイスを表示する例を示します。
switch# show interface vfc 1
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vfc 1 is up

...

次に、インターフェイスの説明を表示する例を示します。

switch# show interface description
-------------------------------------------------
Interface Description
-------------------------------------------------
fc3/1 test intest
Ethernet1/1 --
vfc 1 --
...

次に、すべてのインターフェイスを表示する例を示します（簡略）。

switch# show interface brief

次に、インターフェイスカウンタを表示する例を示します。

switch# show interface counters

次に、特定のインターフェイスのトランシーバ情報を表示する例を示します。

switch# show interface fc3/1 transceiver

SFPが存在する場合にだけ、show interface transceiverコマンドは有効です。Note

show running-configurationshow running-configコマンドを実行すると、すべてのインターフェ
イスの情報を含む実行コンフィギュレーション全体が表示されます。スイッチがリロードした

とき、インターフェイスコンフィギュレーションコマンドが正しい順序で実行するように、

インターフェイスはコンフィギュレーションファイルに複数のエントリを持っています。特定

のインターフェイスの実行コンフィギュレーションを表示する場合、そのインターフェイスの

すべてのコンフィギュレーションコマンドはグループ化されます。

次の例では、すべてのインターフェイスの実行コンフィギュレーションを表示する場合のイン

ターフェイスの表示を示します。

switch# show running configurationshow running-config
...
interface fc3/5
switchport speed 200016000

...
interface fc3/5
switchport mode E

...
interface fc3/5
channel-group 11 force
no shutdown

次の例では、特定のインターフェイスの実行コンフィギュレーションを表示する場合のイン

ターフェイスの表示を示します。

switch# show running configuration fc3/5show running-config fc3/5
interface fc3/5
switchport speed 200016000
switchport mode E
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channel-group 11 force
no shutdown

BB_Credit情報の確認
次に、すべてのファイバチャネルインターフェイスの BB_credit情報を表示する例を示しま
す：

switch# show interface fc1/7
...
fc1/7 is up
Hardware is Fibre Channel, SFP is short wave laser w/o OFC (SN)
Port WWN is 20:07:2c:d0:2d:50:e5:24
Admin port mode is auto, trunk mode is off
snmp link state traps are enabled
Port mode is F, FCID is 0xe10280
Port vsan is 500
Operating Speed is 32 Gbps
Admin Speed is auto
Transmit B2B Credit is 12
Receive B2B Credit is 64
Receive data field Size is 2112
Beacon is turned off
fec state is enabled by default
5 minutes input rate 0 bits/sec,0 bytes/sec, 0 frames/sec
5 minutes output rate 0 bits/sec,0 bytes/sec, 0 frames/sec
16705 frames input,1225588 bytes
0 discards,0 errors
0 invalid CRC/FCS,0 unknown class
0 too long,0 too short
16714 frames output,1345676 bytes
0 discards,0 errors
0 input OLS,0 LRR,0 NOS,0 loop inits
7 output OLS,4 LRR, 0 NOS, 0 loop inits
Receive B2B Credit performance buffers is 0
12 transmit B2B credit remaining
0 low priority transmit B2B credit remaining
Interface last changed at Thu Nov 14 11:59:40 2019

ファイバチャネルインターフェイスのデフォルト設定
次の表に、ネイティブファイバチャネルインターフェイスパラメータのデフォルト設定を示

します。

Table 12:デフォルトのネイティブファイバチャネルインターフェイスパラメータ

デフォルトパラメータ

自動インターフェイスモード

自動インターフェイス速度

Shutdown（初期設定時に変更された場合を除く）管理状態
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デフォルトパラメータ

On（初期設定時に変更された場合を除く）トランクモード

1～ 4093トランク許可 VSAN

デフォルト VSAN（1）インターフェイス VSAN

Off（ディセーブル）標識モード

ディセーブルEISLカプセル化

2112バイトデータフィールドサイズ

次の表に、ネイティブファイバチャネルインターフェイスパラメータのデフォルト設定を示

します。

Table 13:デフォルトの仮想ファイバチャネルインターフェイスパラメータ

デフォルトパラメータ

Fモードインターフェイスモード

該当なしインターフェイス速度

Shutdown（初期設定時に変更された場合を除く）管理状態

[オン（On）]トランクモード

すべての VSANトランク許可 VSAN

デフォルト VSAN（1）インターフェイス VSAN

該当なしEISLカプセル化

適用対象外データフィールドサイズ

ファイバチャネルインターフェイスの構成0
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第 8 章

VSANの設定と管理

この章では、VSANの設定と管理方法について説明します。

この章は、次の項で構成されています。

• VSANの設定と管理, on page 125
• VSANに関する情報, on page 125
• VSANの注意事項と制限事項, on page 128
•スタティック VSAN設定の表示, on page 138
• VSANのデフォルト設定, on page 138

VSANの設定と管理
VSAN（仮想 SAN）を使用することによって、ファイバチャネルファブリックでより高度な
セキュリティと安定性を実現できます。VSANは同じファブリックに物理的に接続されたデバ
イスを分離します。VSANでは、一般の物理インフラストラクチャで複数の論理 SANを作成
できます。各 VSANには最大 239台のスイッチを組み込めます。それぞれの VSANは、異な
る VSANで同じファイバチャネル ID（FC ID）を同時に使用できる独立したアドレス領域を
持ちます。

VSANに関する情報
VSANは、仮想ストレージエリアネットワーク（SAN）です。SANは、主にSCSIトラフィッ
クを交換するためにホストとストレージデバイス間を相互接続する専用ネットワークです。

SANでは、この相互接続を行うために物理リンクを使用します。一連のプロトコルは SAN上
で実行され、ルーティング、ネーミングおよびゾーン分割を処理します。異なるトポロジで複

数の SANを設計できます。

各 VSANには最大 239台のスイッチを組み込めます。それぞれの VSANは、異なる VSANで
同じファイバチャネル ID（FC ID）を同時に使用できる独立したアドレス領域を持ちます。
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VSANトポロジ
VSANには次の特徴もあります。

•複数の VSANで同じ物理トポロジを共有できます。

•同じファイバチャネル ID（FC ID）を別のVSAN内のホストに割り当て、VSANのスケー
ラビリティを高めることができます。

• VSANの各インスタンスは、FSPF、ドメインマネージャ、およびゾーン分割などの必要
なすべてのプロトコルを実行します。

• VSAN内のファブリック関連の設定は、別の VSAN内の関連トラフィックに影響しませ
ん。

•ある VSAN内のトラフィック中断を引き起こしたイベントはその VSAN内にとどまり、
他の VSANに伝播されません。

次の図は、各フロアに 1つずつ、3つのスイッチがあるファブリックを示しています。スイッ
チと接続された装置の地理的な配置は、論理VSANの区分けには依存しません。VSAN間では
通信できません。各 VSAN内では、すべてのメンバが相互に対話できます。

Figure 8:論理 VSANの区分け

アプリケーションサーバまたはストレージアレイは、ファイバチャネルまたは仮想ファイバ

チャネルインターフェイスを使用してスイッチに接続できます。VSANには、ファイバチャ
ネルインターフェイスと仮想ファイバチャネルインターフェイスを組み合わせて含めること

ができます。

次の図に、VSAN 2（破線）とVSAN 7（実線）の2つの定義済みVSANからなるファイバチャ
ネルスイッチングの物理インフラストラクチャを示します。VSAN 2には、ホストH1とH2、
アプリケーションサーバーAS2とAS3、ストレージアレイ SA1と SA4が含まれます。VSAN
7は、H3、AS1、SA2、および SA3と接続します。

Figure 9: 2つの VSANの例

このネットワーク内の 4つのスイッチは、VSAN 2と VSAN 7の両方のトラフィックを伝送す
る VSANトランクリンクによって相互接続されます。各 VSANに異なるスイッチ間トポロジ
を設定できます。上の図では、VSAN 2と VSAN 7のスイッチ間トポロジは同じです。

VSANがもしなければ、SANごとに別個のスイッチとリンクが必要です。VSANをイネーブル
にすることによって、同一のスイッチとリンクが複数のVSANで共有されることがあります。
VSANでは、スイッチ精度ではなく、ポート精度でSANを作成できます。前の図では、VSAN
が物理 SANで定義された仮想トポロジを使用して相互に通信するホストまたはストレージデ
バイスのグループであることを表しています。

このようなグループを作成する基準は、VSANトポロジによって異なります。
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• VSANは、次の条件に基づいてトラフィックを分離できます。

•ストレージプロバイダーデータセンター内の異なるお客様

•企業ネットワークの業務またはテスト

•ローセキュリティおよびハイセキュリティの要件

•別個の VSANによるバックアップトラフィック

•ユーザートラフィックからのデータの複製

• VSANは、特定の部門またはアプリケーションのニーズを満たせます。

VSANの利点
VSANには、次のような利点があります。

•トラフィックの分離：必要に応じて、トラフィックをVSAN境界内に含み、1つのVSAN
内だけに装置を存在させることによって、ユーザーグループ間での絶対的な分離を確保し

ます。

•スケーラビリティ：VSANは、1つの物理ファブリック上でオーバーレイされます。複数
の論理 VSAN層を作成することによって、SANのスケーラビリティが向上します。

• VSAN単位のファブリックサービス：VSAN単位のファブリックサービスの複製は、拡
張されたスケーラビリティとアベイラビリティを提供します。

•冗長構成：同一の物理 SANで作成された複数の VSANは、冗長構成を保証します。1つ
の VSANに障害が発生した場合、ホストと装置の間にあるバックアップパスによって、
同一の物理 SANにある別の VSANに冗長保護が設定されます。

•設定の容易さ：SANの物理構造を変更することなく、VSAN間でユーザーを追加、移動、
または変更できます。ある VSANから別の VSANへ装置を移動する場合は、物理的な設
定ではなく、ポートレベルの設定だけが必要となります。

最大34のVSANを1つのスイッチに設定できます。これらのVSANの1つがデフォルトVSAN
（VSAN 1）、もう 1つが独立 VSAN（VSAN 4094）と evfp isolated_vsan（vsan 4079）です。
ユーザー指定の VSAN ID範囲は 4078と 4080～4093です。

VSANとゾーン
ゾーンは、VSAN内に常に含まれます。VSANに複数のゾーンを定義できます。

2つの VSANは未接続の 2つの SANに相当するので、VSAN 1のゾーン Aは、VSAN 2のゾー
ン Aとは異なる、別個のものです。次の表に、VSANとゾーンの相違点を示します。
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Table 14: VSANとゾーンの比較

ゾーン特性VSAN特性

ルーティング、ネーミング、およびゾーニン

グプロトコルは、ゾーン単位で利用できま

せん。

VSANは、SANとルーティング、ネーミング、
およびゾーン分割プロトコルが同じです。

ゾーンは、ユニキャストトラフィックを制

限します。

VSANは、ユニキャスト、マルチキャスト、お
よびブロードキャストトラフィックを制限しま

す。

メンバーシップは、一般的に pWWNによっ
て定義されます。

メンバーシップは、一般的にVSAN IDを使用し
て Fポートに定義されます。

HBAまたはストレージデバイスは、複数の
ゾーンに所属できます。

HBAまたはストレージデバイスは、1つの
VSAN（Fポートに対応付けられたVSAN）だけ
に所属できます。

ゾーンは、送信元ポートおよび宛先ポートだ

けでメンバーシップを実行します。

VSANは、各 Eポート、送信元ポート、および
宛先ポートでメンバーシップを実行します。

ゾーンは、ゾーンの外部に表示されないイニ

シエータおよびターゲットのセットで定義さ

れます。

VSANは、規模が大きい環境（ストレージサー
ビスプロバイダー）で定義されます。

ゾーンは、ファブリックエッジで設定され

ます。

VSANは、ファブリック全体を網羅します。

次の図は、VSANとゾーン間の考えられる関係性を示します。VSAN 2には、ゾーン A、ゾー
ン B、ゾーン Cの 3つのゾーンが定義されています。ゾーン Cは、ファイバチャネル標準に
準拠してゾーン Aとゾーン Bにオーバーラップしています。VSAN 7には、ゾーン Aとゾー
ン Dの 2つのゾーンが定義されています。VSAN境界を越えるゾーンはありません。VSAN 2
に定義されたゾーン Aは、VSAN 7に定義されたゾーン Aとは別個のものです。

Figure 10: VSANとゾーン分割

VSANの注意事項と制限事項
VRF設定時の注意事項と制限事項は次のとおりです。

• VSAN ID：VSAN IDは、デフォルト VSAN（VSAN 1）、ユーザー定義の VSAN（VSAN
2～ 4078および 4080～4093）、evfp_isolated_vsan（VSAN 4079）および分離VSAN（VSAN
4094）として、VSANを識別します。
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•ステート：VSANの管理ステートをactive（デフォルト）または suspendedステートに設定
できます。VSANが作成されると、VSANはさまざまな状態またはステートに置かれま
す。

• VSANの activeステートは、VSANが設定されイネーブルであることを示します。
VSANをイネーブルにすることによって、VSANのサービスをアクティブにします。

• VSANの suspendedステートは、VSANが設定されているがイネーブルではないこと
を示します。このVSANにポートが設定されている場合、ポートはディセーブルの状
態です。このステートを使用して、VSANの設定を失うことなくVSANを非アクティ
ブにします。suspendedステートの VSANのすべてのポートは、ディセーブルの状態
です。VSANを suspendedステートにすることによって、ファブリック全体のすべて
の VSANパラメータを事前設定し、VSANをただちにアクティブにできます。

• VSAN名：このテキストストリングは、管理目的で VSANを識別します。名前は、1～
32文字で指定できます。また、すべての VSANで一意である必要があります。デフォル
トでは、VSAN名は VSANと VSAN IDを表す 4桁のストリングを連結したものです。た
とえば、VSAN 3のデフォルト名は VSAN0003です。

VSAN名は一意である必要があります。Note

•ロードバランシング属性：これらの属性は、ロードバランシングパス選択に対する送信
元/宛先 ID（src-dst-id）または Originator Exchange ID（OX ID）（デフォルトでは、
src-dst-ox-id）の使用を示します。

• VSANがアクティブの状態で、最低 1つのポートがアップの状態であれば、VSANは動作
ステートにあります。このステートは、トラフィックがこのVSANを通過できることを示
します。このステートは設定できません。

• Cisco Nexus 9300-FXおよび9700-FXプラットフォームスイッチでは、デフォルトのVSAN
1を含む 32の VSANのみを作成できます。

•トランキング Fポートチャネル機能を有効にするために f port-channel-trunkコマンドが実
行される標準スイッチは、以下の予約済み VSANと分離された VSANの設定ガイドライ
ンに従います。

•いずれかのインターフェイスでトランクモードがオンであるか、NPポートチャネル
が稼働している場合、予約済みVSANは 3040～ 4078であり、ユーザー設定には使用
できません。

•分離 VSANの 4094、および拡張仮想ファブリックプロトコル（EVFP）分離 VSAN
の 4079は、ユーザー設定には使用できません。
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VSANの作成について
VSANがアクティブの状態で、最低 1つのポートがアップの状態であれば、VSANは動作ス
テートにあります。このステートは、トラフィックがこの VSANを通過できることを示しま
す。このステートは設定できません。

VSANの静的な作成
VSANを作成する前には、VSANに対してアプリケーション特有のパラメータを設定できませ
ん。

SUMMARY STEPS

1. configure terminal
2. vsan database
3. vsan vsan-id

4. vsan vsan-id name name

5. vsan vsan-id suspend
6. switch(config-vsan-db)# no vsan vsan-id suspend
7. switch(config-vsan-db)# end

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

VSANに対するデータベースを設定します。アプリ
ケーション特有のVSANパラメータは、このプロン
プトから設定できません。

vsan database

Example:
switch(config)# vsan database

ステップ 2

VSANが存在しない場合は、指定された IDでVSAN
を作成します。

vsan vsan-id

Example:

ステップ 3

switch(config-vsan-db)# vsan 360

割り当てられた名前で VSANをアップデートしま
す。

vsan vsan-id name name

Example:

ステップ 4

switch(config-vsan-db)# vsan 360 name test

選択された VSANを中断します。vsan vsan-id suspend

Example:

ステップ 5
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PurposeCommand or Action
switch(config-vsan-db)# vsan 470 suspend

前のステップで入力した suspendコマンドを無効に
します。

switch(config-vsan-db)# no vsan vsan-id suspend

Example:

ステップ 6

switch(config-vsan-db)# no vsan 470 suspend

EXECモードに戻ります。switch(config-vsan-db)# end

Example:

ステップ 7

switch(config-vsan-db)# end

ポート VSANメンバーシップ
スイッチのポート VSANメンバーシップは、ポート単位で割り当てられます。デフォルトで
は、各ポートはデフォルトVSANに属します。ポートにVSANメンバーシップを静的に（ポー
トに VSANを割り当てて）割り当てることができます。

•スタティック：ポートに VSANを割り当てます。

•ダイナミック：デバイスWWNに基づいてVSANを割り当てます。この方式は、Dynamic
Port VSAN Membership（DPVM）と呼ばれます。Cisco Nexusデバイスは DPVMをサポー
トしていません。

VSANトランキングポートは、許可リストの一部である VSANの対応リストを持ちます。

スタティックポート VSANメンバーシップの概要
インターフェイスポートの VSANメンバーシップをスタティックに割り当てることができま
す。

SUMMARY STEPS

1. configure terminal
2. vsan database
3. vsan vsan-id

4. switch(config-vsan-db)# vsan vsan-id interface vfc vfc-id

5. vsan vsan-id interface vfc vfc-id

6. switch(config-vsan-db)# vsan vsan-id vfc vfc-id

7. vsan vsan-id vfc vfc-id}
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

VSANに対するデータベースを設定します。vsan database

Example:

ステップ 2

switch(config)# vsan database
switch(config-vsan-db)#

VSANが存在しない場合は、指定された IDでVSAN
を作成します。

vsan vsan-id

Example:

ステップ 3

switch(config-vsan-db)# vsan 50

指定されたインターフェイスのメンバーシップを

VSANに割り当てます。
switch(config-vsan-db)# vsan vsan-id interface vfc vfc-idステップ 4

指定されたインターフェイスのメンバーシップを

VSANに割り当てます。
vsan vsan-id interface vfc vfc-id

Example:

ステップ 5

switch(config-vsan-db)# vsan 34 interface vfc 5

変更された VSANを反映させるために、インター
フェイスのメンバーシップ情報を更新します。

switch(config-vsan-db)# vsan vsan-id vfc vfc-idステップ 6

Note
FCまたは vFCインターフェイスのVSANメンバー
シップを削除するには、別のVSANにそのインター
フェイスのVSANメンバーシップを割り当てます。
VSAN 1に割り当てることを推奨します。

変更された VSANを反映させるために、インター
フェイスのメンバーシップ情報を更新します。

vsan vsan-id vfc vfc-id}

Example:

ステップ 7

Noteswitch(config-vsan-db)# vsan 10 vfc 3

vFCインターフェイスの VSANメンバーシップを
削除するには、別の VSANにそのインターフェイ
スのVSANメンバーシップを割り当てます。VSAN
1に割り当てることを推奨します。
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VSANスタティックメンバーシップの表示
VSANスタティックメンバーシップ情報を表示するには、show vsan membershipコマンドを
使用します。

次に、指定された VSANのメンバーシップ情報を表示する例を示します。
switch # show vsan 1 membership

vsan 1 interfaces:

vfc21 vfc22 vfc23 vfc24

san-port-channel 3 vfc1/1

インターフェイスがこのVSANに設定されていない場合は、インターフェイス情報が表示され
ません。

Note

次に、すべての VSANのメンバーシップ情報を表示する例を示します。
switch # show vsan membership

vsan 1 interfaces:

vfc21 vfc22 vfc23 vfc24

san-port-channel 3 vfc31

vsan 2 interfaces:

vfc23 vfc41

vsan 7 interfaces:

vsan 100 interfaces:

vsan 4094(isolated vsan) interfaces:

次に、指定されたインターフェイスのスタティックメンバーシップ情報を表示する例を示しま

す。

switch # show vsan membership interface vfc21
vfc21

vsan:1
allowed list:1-4093

デフォルト VSAN
Cisco SANスイッチの出荷時の設定では、デフォルトの VSAN 1のみが有効です。VSAN 1を
実稼働環境の VSANとして使用しないことを推奨します。VSANが設定されていない場合、
ファブリック内のすべてのデバイスはデフォルト VSANに含まれていると見なされます。デ
フォルトでは、デフォルト VSANにすべてのポートが割り当てられています。
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VSAN 1は削除できませんが、中断できます。

最大34のVSANを1つのスイッチに設定できます。これらのVSANの1つがデフォルトVSAN
（VSAN 1）、もう 1つが独立 VSAN（VSAN 4094）と evfp isolated_vsan（vsan 4079）です。
ユーザー指定の VSAN ID範囲は 4078と 4080～4093です。

Note

独立 VSAN
VSAN 4094は独立 VSANです。VSANを削除すると、すべての非トランキングポートが独立
VSANに移動され、デフォルト VSANまたは別の設定済み VSANにポートが暗黙的に移動さ
れるのを防ぎます。これにより、削除された VSANのすべてのポートが分離されます（ディ
セーブルにされます）。

VSAN 4094内にポートを設定するか、ポートを VSAN 4094に移動すると、このポートがすぐ
に分離されます。

Note

独立 VSANを使用してポートを設定しないでください。Caution

最大34のVSANを1つのスイッチに設定できます。これらのVSANの1つがデフォルトVSAN
（VSAN 1）、もう 1つが独立 VSAN（VSAN 4094）と evfp isolated_vsan（vsan 4079）です。
ユーザー指定の VSAN ID範囲は 4078と 4080～4093です。

Note

分離された VSANメンバーシップの概要
show vsan 4094 membershipコマンドを実行すると、独立 VSANに関連するすべてのポートが
表示されます。

VSANの動作ステート
VSANがアクティブの状態で、最低 1つのポートがアップの状態であれば、VSANは動作ス
テートにあります。このステートは、トラフィックがこの VSANを通過できることを示しま
す。このステートは設定できません。
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スタティック VSANの削除
アクティブなVSANが削除されると、その属性が実行コンフィギュレーションからすべて削除
されます。VSAN関連情報は、次のようにシステムソフトウェアによって保持されます。

• VSAN属性およびポートメンバーシップの詳細は、VSANマネージャによって保持されま
す。コンフィギュレーションからVSANを削除すると、この機能が影響を受けます。VSAN
が削除されると、VSAN内のすべてのポートが非アクティブになり、ポートが独立VSAN
に移動されます。同一の VSANが再作成されると、ポートはその VSANに自動的に割り
当てられることはありません。ポートVSANメンバーシップを明示的に再設定する必要が
あります（次の図を参照してください）。

Figure 11: VSANポートメンバーシップの詳細

• VSANベースのランタイム（ネームサーバー）、ゾーン分割、および設定（スタティック
ルート）情報は、VSANが削除されると削除されます。

•設定された VSANインターフェイス情報は、VSANが削除されると削除されます。

許可 VSANリストは、VSANが削除されても影響を受けません。Note

設定されていない VSANのコマンドは拒否されます。たとえば、VSAN 10がシステムに設定
されていない場合、ポートを VSAN 10に移動するコマンド要求が拒否されます。

Related Topics

VSANトランキングの設定

スタティック VSANの削除
VSANおよびその各種属性を削除できます。

SUMMARY STEPS

1. configure terminal
2. vsan database
3. vsan vsan-id

4. switch(config-vsan-db)# no vsan vsan-id

5. switch(config-vsan-db)# end
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

VSANデータベースを設定します。vsan database

Example:

ステップ 2

switch(config)# vsan database
switch(config-vsan-db)#

VSANコンフィギュレーションモードを開始しま
す。

vsan vsan-id

Example:

ステップ 3

switch(config-vsan-db)# vsan 2

データベースおよびスイッチから VSAN 5を削除し
ます。

switch(config-vsan-db)# no vsan vsan-id

Example:

ステップ 4

switch(config-vsan-db)# no vsan 5

EXECモードに戻ります。switch(config-vsan-db)# end

Example:

ステップ 5

switch(config-vsan-db)# end

ロードバランシングの概要

ロードバランシング属性は、ロードバランシングパス選択に対する送信元/宛先 ID（src-dst-id）
または Originator Exchange ID（OX ID）（デフォルトでは、src-dst-ox-id）の使用を示します。

ロードバランシングの設定

既存の VSANでロードバランシングを設定できます。

ロードバランシング属性は、ロードバランシングパス選択に対する送信元/宛先 ID（src-dst-id）
または Originator Exchange ID（OX ID）（デフォルトでは、src-dst-ox-id）の使用を示します。

SUMMARY STEPS

1. configure terminal
2. vsan database
3. vsan vsan-id

4. vsan vsan-id loadbalancing src-dst-id

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
136

VSANの設定と管理

ロードバランシングの概要



5. no vsan vsan-id loadbalancing src-dst-id
6. vsan vsan-id loadbalancing src-dst-ox-id
7. vsan vsan-id suspend
8. no vsan vsan-id suspend
9. end

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

VSANデータベースコンフィギュレーションサブ
モードを開始します。

vsan database

Example:

ステップ 2

switch(config)# vsan database
switch(config-vsan-db)#

既存の VSANを指定します。vsan vsan-id

Example:

ステップ 3

switch(config-vsan-db)# vsan 15

選択された VSANに対してロードバランシングの
保証をイネーブルにし、スイッチがパス選択プロセ

スで送信元/宛先 IDを使用するようにします。

vsan vsan-id loadbalancing src-dst-id

Example:
switch(config-vsan-db)# vsan 15 loadbalancing
src-dst-id

ステップ 4

前のステップで入力したコマンドを無効にし、ロー

ドバランシングパラメータのデフォルト値に戻し

ます。

no vsan vsan-id loadbalancing src-dst-id

Example:
switch(config-vsan-db)# no vsan 15 loadbalancing
src-dst-id

ステップ 5

送信元 ID、宛先 ID、OX ID（デフォルト）を使用す
るようにパス選択設定を変更します。

vsan vsan-id loadbalancing src-dst-ox-id

Example:

ステップ 6

switch(config-vsan-db)# vsan 15 loadbalancing
src-dst-ox-id

選択された VSANを中断します。vsan vsan-id suspend

Example:

ステップ 7

switch(config-vsan-db)# vsan 23 suspend

前のステップで入力した suspendコマンドを無効に
します。

no vsan vsan-id suspend

Example:

ステップ 8

switch(config-vsan-db)# no vsan 23 suspend
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PurposeCommand or Action

EXECモードに戻ります。end

Example:

ステップ 9

switch(config-vsan-db)# end

interopモード
インターオペラビリティを使用すると、複数ベンダーによる製品の間で相互に接続できます。

ファイバチャネル標準規格では、ベンダーに対して共通の外部ファイバチャネルインターフェ

イスを作成することを推奨しています。

Related Topics

スイッチの相互運用性（295ページ）

スタティック VSAN設定の表示
次に、特定の VSANに関する情報を表示する例を示します。
switch# show vsan 100

次に、VSAN使用状況を表示する例を示します。
switch# show vsan usage

4 vsan configured

configured vsans:1-4

vsans available for configuration:5-4093

次に、すべての VSANを表示する例を示します。
switch# show vsan

VSANのデフォルト設定
次の表に、設定されたすべての VSANのデフォルト設定を示します。

Table 15:デフォルト VSANパラメータ

デフォルトパラメータ

VSAN 1デフォルト VSAN

activeステート状態

VSANと VSAN IDを表す 4桁のストリングを連結したものです。
たとえば、VSAN 3は VSAN0003です。

名前
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デフォルトパラメータ

OX ID（src-dst-ox-id）ロードバランシング属

性
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第 9 章

SANポートチャネルの設定

この章は、次の内容で構成されています。

• SANポートチャネルの設定, on page 141

SANポートチャネルの設定
ストレージエリアネットワーク（SAN）ポートチャネルは、複数の物理インターフェイスを
1つの論理インターフェイスに集約し、より精度の高い集約帯域幅、ロードバランシング、リ
ンク冗長性を提供するものです。

Cisco Nexus 9000スイッチでは、SANポートチャネルは物理ファイバチャネルインターフェ
イスを含むことができます。ただし、仮想ファイバーチャネルインターフェイスはサポート

されていません。SANポートチャネルは、最大 16のファイバチャネルインターフェイスを
含むことができます。

SANポートチャネルに関する情報

Eおよび TEポートチャネルについて

Eポートチャネルは、複数の Eポートを 1つの論理インターフェイスに集約し、より高度な集
約帯域幅、ロードバランシング、およびリンク冗長性を提供する機能です。ポートチャネルは

スイッチングモジュール間のインターフェイスに接続することができるため、スイッチングモ

ジュールで障害が発生してもポートチャネルのリンクがダウンすることはありません。Cisco
Nexusデバイスは FCスイッチモードで最大 4つのポートチャネルをサポートしています。こ
れには E/TEポートのポートチャネルが含まれます。

SANポートチャネルには、次の機能があります。

• ISL（スイッチ間リンク）（Eポート）またはEISL（TEポート）を介してポイントツーポ
イントで接続できます。複数のリンクを SANポートチャネルに結合できます。

•チャネル内で機能するすべてのリンクにトラフィックを分配して、ISL上の集約帯域幅を
増加させます。
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•複数のリンク間で負荷を分散し、最適な帯域利用率を維持します。ロードバランシング
は、送信元 ID、宛先 ID、Originator Exchange ID（OX ID）に基づきます。

• ISLにハイアベイラビリティを提供します。いずれか 1つのリンクに障害が発生したら、
それまでそのリンクで伝送されていたトラフィックが残りのリンクに切り替えられます。

SANポートチャネルでリンクが 1つダウンしても、上位層プロトコル（ULP）はそのこ
とを認識しません。ULPから見れば、帯域幅は減っていても引き続きリンクが存在してい
ます。リンク障害によるルーティングテーブルへの影響はありません。

Cisco Nexusデバイスは、最大 4つの SANポートチャネル（ポートチャネルあたり 8つのイ
ンターフェイス）をサポートします。ポートチャネル番号は、各チャネルグループに関連付

けられた（スイッチごとに）一意の識別番号です。この番号の範囲は 1～ 256です。

NPVポートチャネルおよび NPポートチャネルについて

Cisco Nexusデバイス NPVモードで最大 4つの SANポートチャネル（ポートチャネルあたり
8つのインターフェイス）をサポートします。つまり、NPVモードでは、Cisco Nexusデバイ
スで最大 4 x NPのポートチャネルをサポートします。ポートチャネル番号は、各チャネルグ
ループに関連付けられた（スイッチごとに）一意の識別番号です。この番号の範囲は 1～ 256
です。

Fおよび TFポートチャネルについて

Fポートチャネルも、同じファイバチャネルノードに接続された Fポートのセットを組み合
わせ、Fポートと NPポート間で 1つのリンクとして動作する論理インターフェイスです。F
ポートチャネルでは、Eポートチャネルと同様の帯域利用率およびアベイラビリティをサポー
トします。Fポートチャネルは主に Nexus 9000コアと NPVスイッチの接続に使用され、最適
な帯域利用率および VSANのアップリンク間での透過型フェールオーバーを実現します。F
ポートチャネルのトランクでは、TFポートと Fポートチャネルの機能性および利点が組み合
わせられます。この論理リンクは、Cisco EPP (ELS)上でCisco PTPおよび PCPプロトコルを使
用します。Cisco Nexusデバイスは F/TFポートチャネルを含む FCスイッチモードで最大 4
つの SANポートチャネルをサポートします。

ファイバチャネルトラフィックに対し、すべてのリンクがポートチャネルで使用できるよう

に、 port-channel load-balance ethernetsource-dest-portコマンドを入力して、ポートチャネル
のロードバランシングを「source-dest-port」に設定します。この設定では、
「source-destination-oxid」ロードバランシングがファイバチャネルトラフィックに使用されま
す。

Note

ポートチャネルと VSANトランキングの理解

Cisco Nexusデバイスは、次のように VSANトランキングとポートチャネルを実装します。

• SANポートチャネルでは、複数の物理リンクを 1つの集約論理リンクに結合できます。
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•業界標準の Eポートは、他のベンダースイッチにリンクできます。スイッチ間リンク
（ISL）と呼ばれます（下の図の左側を参照）。

• VSANトランキングを使用すると、複数の VSANのトラフィックを伝送する EISL形式で
のフレーム伝送が可能になります。トランキングが Eポートで動作可能な場合、その E
ポートは TEポートになります。次の図の右側に示すように、EISLはシスコスイッチ間
のみで接続されます。

Figure 12: VSANトランキングのみ

•下の図の左側に示すように、Eポートであるメンバで SANポートチャネルを作成できま
す。この設定では、ポートチャネルは論理 ISL（1つの VSANのトラフィックを伝送す
る）を実装します。

•下の図の右側に示すように、TEポートであるメンバでSANポートチャネルを作成できま
す。この設定では、ポートチャネルは論理 EISL（複数の VSANのトラフィックを伝送す
る）を実装します。

Figure 13:ポートチャネルと VSANトランキング

•ポートチャネルインターフェイスは、次のポートセット間でチャネリングできます。

• Eポートおよび TEポート

• Fポートおよび NPポート

• TFポートおよび TNPポート

•トランキングでは、スイッチ間で複数の VSANのトラフィックが許可されます。

•ポートチャネルとトランキングは、TE ports over EISL間で使用できます。

ロードバランシングを理解する

ロードバランシング機能は、次の方式を使用して提供できます。

•フローベース：送信元と宛先間のすべてのフレームが所定のフローで同一のリンクをたど
ります。つまり、フローの最初のエクスチェンジで選択されたリンクが、後続のすべての

エクスチェンジで使用されます。

•エクスチェンジベース：エクスチェンジの最初のフレームがリンクに割り当てられ、エク
スチェンジの後続のフレームが同一のリンクをたどります。ただし、後続のエクスチェン

ジは、別のリンクを使用できます。この方式によって、より精度の高いロードバランシン

グが可能になり、さらに各エクスチェンジでのフレームの順序が維持されます。

次の図は、フローベースのロードバランシングがどのように機能するかを示しています。フ

ローの最初のフレームが転送のためにインターフェイスで受信されると、リンク1が選択され
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ます。そのフローの各後続のフレームが、同一のリンク上に送信されます。SID1およびDID1
のフレームは、リンク 2を使用しません。

Figure 14: SID1、DID1、およびフローベースのロードバランシング

次の図は、エクスチェンジベースのロードバランシングがどのように機能するかを示していま

す。エクスチェンジで最初のフレームが転送用にインターフェイスで受信されると、リンク 1
がハッシュアルゴリズムによって選択されます。その特定のエクスチェンジにある残りすべて

のフレームが同一のリンクに送信されます。エクスチェンジ 1では、リンク 2を使用するフ
レームはありません。次のエクスチェンジでは、ハッシュアルゴリズムによってリンク2が選
択されます。ここではエクスチェンジ 2のすべてのフレームが、リンク 2を使用します。

Figure 15: SID1、DID1、およびエクスチェンジベースのロードバランシング

SANポートチャネルの設定
SANポートチャネルは、デフォルト値で作成されます。その他の物理インターフェイスと同
様にデフォルト設定を変更できます。

次の図は、有効な SANポートチャネルの設定例を示しています。

Figure 16:有効な SANポートチャネルの設定

次の図は、無効な設定例を示しています。リンクが1、2、3、4の順番でアップした場合、ファ
ブリックの設定が誤っているため、リンク 3および 4は動作上ダウンします。

Figure 17:誤った設定

SANポートチャネルの設定時の注意事項

SANポートチャネルを設定する前に、次の注意事項を守ってください。

•ポートチャネルモードはデフォルトでアクティブです。ポートチャネル ONモードはサ
ポートされていません。

•異なるポートグループのファイバチャネルポートを使用して、SANポートチャネルを構
成します。

• 1つの SANポートチャネルが異なるスイッチ群に接続されないようにします。SANポー
トチャネルでは、同一のスイッチ群内でのポイントツーポイント接続が必要です。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
144

SANポートチャネルの設定

SANポートチャネルの設定



• SANポートチャネルを誤って設定すると、誤設定メッセージを受け取る場合があります。
このメッセージを受信した場合、エラーが検出されたため、ポートチャネルの物理リンク

はディセーブルになります。

•次の要件を満たしていない場合に、SANポートチャネルのエラーが検出されます。

• SANポートチャネルの両側のスイッチが、同じ数のインターフェイスに接続されて
いる必要があります。

•各インターフェイスは、反対側の対応するインターフェイスに接続されている必要が
あります。

•ポートチャネルを設定したあとで、SANポートチャネルのリンクを変更できません。
ポートチャネルを設定したあとにリンクを変更する場合は、必ずそのポートチャネ

ル内でリンクをインターフェイスに再接続し、再度イネーブルにしてください。

3つすべての条件が満たされていない場合、そのリンクはディセーブルになっていま
す。

• SANポートチャネルのメンバーの最大数は 16です。

• Cisco Nexus N9K-C93180YC-FXスイッチは、実質的に暗黙の 1:1.6オーバーサブスクリプ
ションモデルに従います。したがって、24UPポートのうち、すべてのポートが同時に
16-G FCラインレートを取得できるわけではありません。

• Cisco Nexus 5672UP-16Gスイッチを別の Cisco Nexus 5672UP-16Gスイッチに接続する場合
は、ポートグループ全体を同じポートタイプに接続します。ポートグループ内のポート

は、次のいずれかのシナリオと同じタイプである必要があります。

• 4つの Fポートはすべて同じポートグループ内にある必要があります

• 4つの Eポートはすべて同じポートグループ内にある必要があります

•同じポートチャネルの 4つのポートはすべて、同じポートグループ内にある必要が
あります。

たとえば、Cisco Nexus 5672UP-16Gスイッチのポート FC2/1～ 4は、別の Cisco Nexus
5672UP-16Gスイッチのポートタイプのポート 1～ 4、ポート 5～ 8、またはポート 9～
12に接続できます。

そのインターフェイスに show interfaceコマンドを入力して、ポートチャネルが設定どおりに
機能していることを確認します。

Fおよび TFポートチャネルの注意事項

Fおよび TFポートチャネルの注意事項は次のとおりです。

•ポートを Fモードとしておく必要があります。

•自動作成はサポートされません。
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• ONモードはサポートされません。サポートされるのは Active-Activeモードだけです。デ
フォルトでは、NPVスイッチのモードは Activeです。

• MDSスイッチの Fポートチャネル経由でログインしたデバイスは、IVRの非 NAT設定で
サポートされません。このデバイスをサポートするのは IVR NAT設定だけです。

•ポートセキュリティルールは、物理 pWWNだけで単一リンクレベルで実行されます。

• Fポートチャネル経由でログインする Nポートのネームサーバ登録では、ポートチャネ
ルインターフェイスの fWWNを使用します。

• DPVM設定はサポートされません。

•ダイナミックポート VSANメンバーシップ（DPVM）を使ってポートチャネルのポート
VSANを設定することはできません。

• Fポートチャネルを設定する前に、スイッチで fport-channel-trunk機能が有効になってい
ることを確認してください。

•いずれかのインターフェイスでトランキングが設定されている NPVスイッチ、またはト
ランキング Fポートチャネル機能を有効にするために f port-channel-trunkコマンドが実行
される標準スイッチは、以下の予約済み VSANと分離された VSANの設定ガイドライン
に従います。

•いずれかのインターフェイスでトランクモードがオンであるか、NPポートチャネル
が稼働している場合、予約済みVSANは 3040～ 4078であり、ユーザー設定には使用
できません。

• Exchange Virtual Fabric Protocol（EVFP）分離 VSANは 4079であり、ユーザー設定に
は使用できません。

SANポートチャネルの作成

SANポートチャネルを作成する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface san-port-channel channel-number

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1
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PurposeCommand or Action

デフォルトのモード（オン）を使用して、指定され

た SANポートチャネルを作成します。SANポート
チャネル番号の範囲は、1～ 256です。

switch(config)# interface san-port-channel
channel-number

ステップ 2

Note
未使用のチャネル番号を入力して、新しいSANポー
トチャネルを作成します（ファイバチャネルポー

ト用）。使用済みと未使用のチャネル番号の範囲を

表示するには、show san-port-channel usageコマン
ドを使用します。

ポートチャネルモードについて

チャネルグループモードパラメータを使用して各 SANポートチャネルを設定し、このチャ
ネルグループのすべてのメンバポートに対するポートチャネルプロトコルの動作を指定でき

ます。チャネルグループモードに指定できる値は、次のとおりです。

•オン（デフォルト）：メンバポートは SANポートチャネルの一部としてだけ動作する
か、または非アクティブなままです。このモードでは、ポートチャネルプロトコルは起

動されません。ただし、ポートチャネルプロトコルフレームがピアポートから受信され

る場合は、ネゴシエーションが不可能な状態であることを示します。オンモードで設定さ

れたポートチャネルでは、ポートチャネルの設定に対してポートの追加または削除を行

う場合、各端のポートチャネルメンバポートを明示的にイネーブルおよびディセーブル

に設定する必要があります。また、ローカルポートおよびリモートポートが相互に接続

されていることを物理的に確認する必要があります。

•アクティブ：ピアポートのチャネルグループモードに関係なく、メンバポートはピア
ポートとのポートチャネルプロトコルネゴシエーションを開始します。チャネルグルー

プで設定されているピアポートがポートチャネルプロトコルをサポートしていない場合、

またはネゴシエーション不可能なステータスを返す場合、デフォルトでオンモードの動作

に設定されます。アクティブポートチャネルモードでは、各端でポートチャネルメンバ

ポートを明示的にイネーブルおよびディセーブルに設定することなく自動回復が可能で

す。

Fポートチャネルはアクティブモードのみでサポートされます。Note

次の表では、オンモードとアクティブモードを比較します。

Table 16:チャネルグループ構成の相違点

アクティブモードオンモード

ピアポートとのポートチャネルプロトコル

ネゴシエーションが実行されます。

プロトコルは交換されません。
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アクティブモードオンモード

動作値がSANポートチャネルと互換性がない
場合、インターフェイスは隔離ステートにな

ります。

動作値が SANポートチャネルと互換性がな
い場合、インターフェイスは中断ステートに

なります。

ポートチャネルインターフェイスを追加また

は変更すると、SANポートチャネルは自動的
に復旧します。

ポートチャネルのメンバポートの設定を追加

または変更する場合、各端でポートチャネル

のメンバポートを明示的にディセーブル

（shut）およびイネーブル（no shut）にする必
要があります。

すべてのピアスイッチで、チャネル内のすべ

てのポートの起動が同時に行われます。

ポートの起動は同期化されません。

ポートチャネルプロトコルを使用して常に誤

構成が検出されます。

プロトコルが交換されないため、すべての誤

構成が検出される訳ではありません。

誤設定を修正するために、誤設定ポートを隔

離ステートに移行します。誤設定を修正すれ

ば、プロトコルによって自動的に復旧されま

す。

誤設定ポートを中断ステートに移行します。

各端でメンバポートを明示的にディセーブル

（shut）およびイネーブル（no shut）に設定す
る必要があります。

このモードは明示的に設定する必要がありま

す。

これは、デフォルトのモードです。

アクティブモードの SANポートチャネルの設定

アクティブモードを設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface san-port-channel channel-number

3. switch(config-if)# channel mode active
4. switch(config-if)# no channel mode active

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1
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PurposeCommand or Action

デフォルトのオンモードを使用して、指定された

ポートチャネルを設定します。SANポートチャネ
ル番号の範囲は、1～ 256です。

switch(config)# interface san-port-channel
channel-number

ステップ 2

アクティブモードを設定します。switch(config-if)# channel mode activeステップ 3

デフォルトのオンモードに戻します。switch(config-if)# no channel mode activeステップ 4

アクティブモードの設定例

アクティブモードを設定する手順は、次のとおりです。

switch(config)# interface san-port-channel 1

switch(config-if)# channel mode active

SANポートチャネルの削除について

SANポートチャネルを削除すると、関連するチャネルメンバーシップも削除されます。削除
された SANポートチャネルのすべてのインターフェイスは、個々の物理リンクに変換されま
す。SANポートチャネルを削除すると、使用されているモード（アクティブおよびオン）に
関係なく、各端のポートが正常にシャットダウンされます。これは、インターフェイスのシャッ

トダウン時にフレームが失われないことを意味します。

あるポートの SANポートチャネルを削除した場合、削除された SANポートチャネル内の各
ポートは互換性パラメータの設定（速度、モード、ポートVSAN、許可VSAN、およびポート
セキュリティ）を維持します。これらの設定は、必要に応じて、明示的に変更できます。

•デフォルトのオンモードを使用すると、スイッチ全体の不整合な状態を防ぎ、整合性を保
つために、ポートがシャットダウンします。これらのポートは再度明示的にイネーブルに

する必要があります。

•アクティブモードを使用すると、ポートチャネルのポートは削除から自動的に復旧しま
す。

Related Topics

インターフェイスの管理状態の設定（102ページ）

SANポートチャネルの削除

SANポートチャネルを削除する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# no interface san-port-channel channel-number
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

指定されたポートチャネル、関連するインターフェ

イスマッピング、およびこの SANポートチャネル
のハードウェアアソシエーションを削除します。

switch(config)# no interface san-port-channel
channel-number

ステップ 2

SANポートチャネルのインターフェイス
物理ファイバチャネルインターフェイス（またはインターフェイス範囲）を既存の SANポー
トチャネルに追加したり、そこから削除できます。互換性のあるコンフィギュレーションパ

ラメータが、SANポートチャネルにマッピングされます。SANポートチャネルにインター
フェイスを追加すると、SANポートチャネルのチャネルサイズと帯域幅が増加します。SAN
ポートチャネルからインターフェイスを削除すると、SANポートチャネルのチャネルサイズ
と帯域幅が減少します。

仮想ファイバチャネルインターフェイスは、SANポートチャネルに追加できません。Note

SANポートチャネルへのインターフェイスの追加について

物理インターフェイス（またはインターフェイス範囲）を既存の SANポートチャネルに追加
できます。互換性のあるコンフィギュレーションパラメータが、SANポートチャネルにマッ
ピングされます。SANポートチャネルにインターフェイスを追加すると、SANポートチャネ
ルのチャネルサイズと帯域幅が増加します。

メンバを追加すると、使用されているモード（アクティブおよびオン）に関係なく、各端の

ポートが正常にシャットダウンされます。これは、インターフェイスのシャットダウン時にフ

レームが失われないことを意味します。

Cisco Nexus N9K-C9336C-FX2-Eプラットフォームスイッチの SANポートチャネルにファイバ
チャネル (FC)ブレイクアウト (BO)インターフェイスを追加するには、SANスイッチングの一
般的なガイドラインと制限事項を参照してください。

互換性チェック

互換性チェックでは、チャネルのすべての物理ポートで同一のパラメータ設定が確実に使用さ

れるようにします。そうでない場合、ポートが SANポートチャネルに所属できません。互換
性チェックは、ポートを SANポートチャネルに追加する前に実施します。
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互換性チェックでは、SANポートチャネルの両側で次のパラメータと設定が一致することを
確認します。

•機能パラメータ（インターフェイスのタイプ、両側のファイバチャネル）

•管理上の互換性パラメータ（速度、モード、ポート VSAN、および許可 VSAN）

•運用パラメータ（速度およびリモートスイッチのWWN）

リモートスイッチの機能パラメータと管理パラメータおよびローカルスイッチの機能パラメー

タと管理パラメータに互換性がない場合、ポートは追加できません。互換性チェックが正常で

あれば、インターフェイスは正常に動作し、対応する互換性パラメータ設定がこれらのイン

ターフェイスに適用されます。

channel-group forceコマンドを使用して、ポートをチャネルグループへ強制的に追加できるよ
うにした場合、パラメータは次のように処理されます。

•インターフェイスがポートチャネルに追加されると、次のパラメータは削除され、代わっ
てポートチャネルに関する値が指定されます。ただしこの変更は、インターフェイスに関

する実行コンフィギュレーションには反映されません。

•帯域幅

•遅延

•サービスポリシー

• ACL

インターフェイスがポートチャネルに追加またはポートチャネルから削除されても、次

のパラメータはそのまま維持されます。

•ビーコン

•説明

• LACPポートプライオリティ

• Debounce

•シャットダウン

• SNMPトラップ

中断および隔離ステート

動作パラメータに互換性がない場合、互換性チェックは失敗し、インターフェイスは設定され

たモードに基づいて中断ステートまたは隔離ステートになります。

•インターフェイスがオンモードで設定されている場合、インターフェイスは中断ステート
になります。

•インターフェイスがアクティブモードで設定されている場合、インターフェイスは隔離ス
テートになります。
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SANポートチャネルへのインターフェイスの追加

SANポートチャネルにインターフェイスを追加する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface type slot/port/BO port

3. switch(config-if)# channel-group channel-number

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

指定されたインターフェイスのコンフィギュレー

ションモードを開始します。

switch(config)# interface type slot/port/BO portステップ 2

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

ファイバチャネルインターフェイスを指定された

チャネルグループに追加します。チャネルグルー

switch(config-if)# channel-group channel-numberステップ 3

プが存在しない場合は、作成されます。ポートが

シャットダウンする

インターフェイスの強制追加

forceオプションを指定して、SANポートチャネルがポート設定を上書きするように強制でき
ます。この場合、インターフェイスは SANポートチャネルに追加されます。

•デフォルトのオンモードを使用すると、スイッチ全体の不整合な状態を防ぎ、整合性を保
つために、ポートがシャットダウンします。これらのポートは再度明示的にイネーブルに

する必要があります。

•アクティブモードを使用すると、ポートチャネルのポートは追加から自動的に復旧しま
す。
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SANポートチャネルが 1つのインターフェイス内で作成される場合、forceオプションを使用
できません。

ファイバチャネル（FC）インターフェイスのブレークアウト（BO）ポートオプションは、
Cisco Nexus N9K-C9336C-FX2-Eプラットフォームスイッチにのみ必要です。

Note

メンバーの強制追加後、使用するモード（Activeおよび On）に関係なく、片側のポートは正
常にダウンします。これは、インターフェイスがダウンしてもフレームが失われないことを示

します。

SANポートチャネルへポートを強制的に追加する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface type slot/port /BO port

3. switch(config-if)# channel-group channel-number force

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

指定されたインターフェイスのコンフィギュレー

ションモードを開始します。

switch(config)# interface type slot/port /BO portステップ 2

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

指定されたチャネルグループにインターフェイスを

強制的に追加します。Eポートがシャットダウンし
ます。

switch(config-if)# channel-group channel-number forceステップ 3

SANポートチャネルからのインターフェイスの削除について

物理インターフェイスが SANポートチャネルから削除された場合は、チャネルメンバーシッ
プが自動更新されます。削除されたインターフェイスが最後の動作可能なインターフェイスで
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ある場合は、ポートチャネルのステータスは、downステートに変更されます。SANポート
チャネルからインターフェイスを削除すると、SANポートチャネルのチャネルサイズと帯域
幅が減少します。

•デフォルトのオンモードを使用すると、スイッチ全体の不整合な状態を防ぎ、整合性を保
つために、ポートがシャットダウンします。これらのポートは再度明示的にイネーブルに

する必要があります。

•アクティブモードを使用すると、ポートチャネルのポートは削除から自動的に復旧しま
す。

メンバを削除すると、使用されているモード（アクティブおよびオン）に関係なく、各端の

ポートが正常にシャットダウンされます。これは、インターフェイスのシャットダウン時にフ

レームが失われないことを意味します。

SANポートチャネルからのインターフェイスの削除

SANポートチャネルから物理インターフェイス（または物理インターフェイス範囲）を削除
する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface type slot/port/BO port

3. switch(config-if)# no channel-group channel-number

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

指定されたインターフェイスのコンフィギュレー

ションモードを開始します。

switch(config)# interface type slot/port/BO portステップ 2

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

Note
これが QSFP+ GEMまたはブレイクアウトポート
の場合、port構文はQSFP-module/portになります。

物理ファイバチャネルインターフェイスを指定さ

れたチャネルグループから削除します。

switch(config-if)# no channel-group channel-numberステップ 3
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SANポートチャネルプロトコル
スイッチソフトウェアでは、安定性のあるエラー検出および同期化機能を提供します。チャネ

ルグループは手動で構成できます。チャネルグループは同じ機能と構成パラメータを持ちま

す。関連付けられた SANポートチャネルインターフェイスに適用される構成の変更は、チャ
ネルグループ内のすべてのメンバーに伝播されます。

SANポートチャネルの設定を交換するプロトコルが Cisco SANスイッチで使用できます。こ
れにより、互換性のない ISLでのポートチャネル管理が簡素化されます。追加された自動作成
モードでは、互換性のあるパラメータを持つ ISLでチャネルグループを自動的に作成でき、手
動での作業は必要ありません。

デフォルトではポートチャネルプロトコルがイネーブルになっています。

ポートチャネルプロトコルは、Cisco SANスイッチのポートチャネル機能モデルを拡張しま
す。ポートチャネルプロトコルは、Exchange Peer Parameters（EPP）サービスを使用して、ISL
のピアポート間の通信を行います。各スイッチは、ローカル設定と動作値に加えて、ピアポー

トから受信した情報を使用して、SANポートチャネルに属するべきかどうかを判断します。
このプロトコルを使用すると、ポート一式が同一の SANポートチャネルに属するように設定
できます。すべてのポートが互換性のあるパートナーを持つ場合だけ、ポート一式が同一の

ポートチャネルに属せます。

ポートチャネルプロトコルは、次の 2つのサブプロトコルを使用します。

•起動プロトコル：自動的に誤設定を検出するため、これらを修正できます。このプロトコ
ルは両側で SANポートチャネルを同期化するため、特定のフロー（送信元 FC ID、宛先
FC ID、およびOX_IDによって識別される）のフレームは両方向ともすべて同じ物理リン
クを経由して伝送されます。これにより、FCIPリンク上のSANポートチャネルで書き込
みアクセラレーションなどのアプリケーションを動作させることができます。

•自動作成プロトコル：互換性のあるポートをSANポートチャネルに自動的に集約します。

チャネルグループの作成について

チャネルグループの自動作成がイネーブルの場合、ISLは手動介入なしにチャネルグループに
自動的に設定できます。次の図に、チャネルグループの自動作成例を示します。

最初の ISLは個別リンクとしてアップします。次の図に示した例では、これはリンク A1～B1
です。次のリンク（たとえば A2-B2）がアップすると、ポートチャネルプロトコルは、この
リンクがリンク A1-B1と互換性があるかどうかを識別し、それぞれのスイッチでチャネルグ
ループ 10および 20を自動的に作成します。それぞれのポートの設定に互換性がある場合、リ
ンク A3-B3はチャネルグループ（およびポートチャネル）に参加できます。リンク A4-B4は
チャネルグループ内の既存のメンバポートと互換性がないため、個別のリンクとして動作し

ます。

Figure 18:チャネルグループの自動作成

チャネルグループ番号は動的に割り当てられます（チャネルグループが形成される場合）。
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チャネルグループ番号は、ポートの初期化の順序により同一のポートチャネル群が再起動す

ると変化する場合があります。

次の表に、ユーザー設定のチャネルグループと自動設定のチャネルグループの相違点を示しま

す。

Table 17:チャネルグループ設定の相違点

自動設定のチャネルグループユーザ設定のチャネルグループ

2つの互換性のあるスイッチ間で互換性のあるリン
クがアップしたときに自動的に作成されます（両端

のすべてのポートでチャネルグループの自動作成

がイネーブルになっている場合）。

ユーザが手動で設定します。

これらのポートは、ユーザ設定のチャネルグルー

プのメンバにはなりません。

メンバポートはチャネルグループの自

動作成には参加できません。自動作成機

能は設定できません。

チャネルグループに含まれるすべてのポートがSAN
ポートチャネルに参加します。いずれのメンバポー

トも隔離ステートまたは中断ステートになりませ

ん。その代わりに、リンクに互換性がない場合、メ

ンバポートはチャネルグループから削除されます。

チャネルグループのポートの一部を使用

して SANポートチャネルを作成できま
す。オンモードまたはアクティブモー

ドの設定に応じて、互換性のないポート

は中断ステートまたは隔離ステートのま

まになります。

SANポートチャネルに対する管理設定は、チャネ
ルグループのすべてのポートに適用され、メンバ

ポートの設定は保存されますが、ポートチャネル

インターフェイスの設定は保存されません。この

チャネルグループは、必要に応じて明示的に変更

できます。

SANポートチャネルに対する管理設定
は、チャネルグループのすべてのポート

に適用され、ポートチャネルインター

フェイスの設定は保存できます。

チャネルグループは削除できません。チャネルグ

ループのメンバの追加および削除はできません。メ

ンバポートが存在しない場合、チャネルグループ

は削除されます。

任意のチャネルグループの削除および

チャネルグループへのメンバの追加が可

能です。

自動作成の注意事項

自動作成プロトコルを使用する場合、次の注意事項に従ってください。

•自動作成機能がイネーブルの場合、ポートを SANポートチャネルの一部として設定でき
ません。これらの 2つの設定を同時に使用できません。

•自動作成は、SANポートチャネルのネゴシエーションを行うローカルポートとピアポー
トの両方でイネーブルにする必要があります。

•集約は、次の 2通りの方法で実行されます。
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•ポートを互換性のある自動作成 SANポートチャネルへ集約する。

•ポートを互換性のある別のポートと集約して新しいSANポートチャネルを構成する。

•新しく作成される SANポートチャネルには、最大利用可能ポートチャネルからアベイラ
ビリティに基づいて番号が降順に割り当てられます。すべてのポートチャネル番号を使い

切ると、集約は許可されなくなります。

•メンバーシップの変更または自動作成された SANポートチャネルの削除はできません。

•自動作成をディセーブルにすると、メンバポートはすべて自動作成された SANポート
チャネルから削除されます。

•自動作成された SANポートチャネルからすべてのメンバが削除されると、チャネルは自
動的に削除され、チャネル番号は再利用できるように解放されます。

•自動作成された SANポートチャネルは、再起動後は存在しません。自動作成された SAN
ポートチャネルを手動で設定すると、再起動後も維持できます。SANポートチャネルを
手動で設定すると、自動作成機能はすべてのメンバポートでディセーブルになります。

•自動作成機能は、ポート単位またはスイッチ内のすべてのポートに対して、イネーブルま
たはディセーブルに設定できます。この設定がイネーブルの場合、チャネルグループモー

ドはアクティブと見なされます。このタスクのデフォルトはディセーブルです。

•インターフェイスに対してチャネルグループの自動作成がイネーブルになっている場合、
最初に自動作成をディセーブルにしてから、以前のソフトウェアバージョンにダウング

レードするか、または手動設定されたチャネルグループでインターフェイスを設定する必

要があります。

CiscoNexusデバイスで自動作成をイネーブルにする場合、自動作成設定を使用せずに、スイッ
チ間で少なくとも 1つのポートを相互接続しておくことを推奨します。2つのスイッチ間のす
べてのポートを自動作成機能で同時に設定する場合、ポートは自動作成されたSANポートチャ
ネルに追加される際に自動的にディセーブル化され、再度イネーブルになるため、2つのスイッ
チ間でトラフィックが中断される可能性があります。

Tip

自動作成の有効化および構成

自動チャネルグループを設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface vfc vfc-id

3. switch(config- if)# channel-group auto
4. switch(config- if)# no channel-group auto
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

指定されたインターフェイスのコンフィギュレー

ションモードを開始します。

switch(config)# interface vfc vfc-idステップ 2

選択したインターフェイスでチャネルグループを自

動作成します。

switch(config- if)# channel-group autoステップ 3

現在のインターフェイスのチャネルグループの自動

作成をディセーブルにします（システムのデフォル

switch(config- if)# no channel-group autoステップ 4

ト設定で自動作成がイネーブルになっている場合も

同様）。

自動作成の設定例

次に、自動チャネルグループを設定する例を示します。

switch(config)# interface vfc23

switch(config-if)# channel-group auto

手動設定チャネルグループについて

ユーザによって設定されたチャネルグループを自動作成チャネルグループに変更できません。

ただし、自動作成されたチャネルグループから手動チャネルグループへの変更は可能です。

このタスクは元に戻せません。チャネルグループ番号は変わりませんが、メンバポートは手

動設定されたチャネルグループのプロパティに従って動作します。また、チャネルグループ

の自動作成はすべてのポートに対して暗黙的にディセーブルになります。

手動設定にする場合は、必ず SANポートチャネルの両側で実行してください。

手動構成チャネルグループへの変更

自動作成されたチャネルグループをユーザ設定チャネルグループに変更するには、

san-port-channel channel-group-number persistent EXECコマンドを使用します。SANポートチャ
ネルが存在しない場合、このコマンドは実行されません。

ポートチャネルの設定例

この項では、Fポートチャネルを共有モードで設定する方法、および NPIVコアスイッチの F
ポートとNPVスイッチのNPポート間のリンクを起動する方法の例を示します。Fポートチャ
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ネルを設定する前に、Fポートトランキング、Fポートチャネリング、および NPIVがイネー
ブルであることを確認します。

例

次の例は、ポートチャネルの作成方法を示しています。

switch(config)# interface san-po-channel 2

switch(config-if)# switchport mode F

switch(config-if)# channel mode active

switch(config-if)# exit

次に、コアスイッチで専用モードでポートチャネルメンバインターフェイスを設定

する例を示します。

switch(config)# interface fc1/4-6
switch(config-if)# shut
switch(config-if)# switchport mode F
switch(config-if)# switchport speed 32000
switch(config-if)# switchport trunk mode on
switch(config-if)# channel-group 2
switch(config-if)# no shut
switch(config-if)# exit

SANポートチャネル構成の確認
EXECモードからいつでも既存の SANポートチャネルの特定の情報を表示できます。次の
showコマンドを実行すると、既存の SANポートチャネルの詳細が表示されます。

show san-port-channel summaryコマンドを実行すると、スイッチ内の SANポートチャネルの
概要が表示されます。各 SANポートチャネルの 1行ずつの概要には、管理ステート、動作可
能ステート、接続されてアクティブな状態（アップ）のインターフェイスの数、コントロール

プレーントラフィック（ロードバランシングなし）を伝送するためにSANポートチャネルで
選択された主要な動作可能インターフェイスである First Operational Port（FOP）を表示しま
す。FOPは SANポートチャネルで最初にアップするポートで、このポートがダウンした場合
は変わることがあります。FOPは、show san-port-channel database cliのアスタリスク ( * )でも
識別されます。

VSANの設定情報を表示するには、次のいずれかのタスクを実行します。

SUMMARY STEPS

1. switch# show san-port-channel summary | database | consistency [ details ] | usage |
compatibility-parameters

2. switch# show san-port-channel database interface san-port-channel channel-number

3. switch# switch# show interface vfc vfc/idt
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DETAILED STEPS

Procedure

PurposeCommand or Action

SANポートチャネルの情報を表示します。switch# show san-port-channel summary | database |
consistency [ details ] | usage | compatibility-parameters

ステップ 1

指定された SANポートチャネルの情報を表示しま
す。

switch# show san-port-channel database interface
san-port-channel channel-number

ステップ 2

指定されたファイバチャネルインターフェイスの

VSAN設定情報を表示します。
switch# switch# show interface vfc vfc/idtステップ 3

確認コマンドの例

次に、SANポートチャネル情報の概要を表示する例を示します。
switch# show san-port-channel summary
------------------------------------------------------------------------------
Interface Total Ports Oper Ports First Oper Port
------------------------------------------------------------------------------
san-port-channel 7 2 0 --
san-port-channel 8 2 0 --
san-port-channel 9 2 2

次に、SANポートチャネルの一貫性を表示する例を示します。
switch# show san-port-channel consistency
Database is consistent

次に、使用および未使用ポートチャネル番号の詳細を表示する例を示します。

switch# show san-port-channel usage
Totally 3 port-channel numbers used
===================================
Used : 77 - 79
Unused: 1 - 76 , 80 - 256

自動作成された SANポートチャネルは、手動で作成された SANポートチャネルと区
別できるように、明示的に示されます。次に、自動作成されたポートチャネルを表示

する例を示します。

switch# show interface vfc21
vfc21 is trunking

Hardware is Fibre Channel, FCOT is short wave laser
Port WWN is 20:0a:00:0b:5f:3b:fe:80
...
Receive data field Size is 2112
Port-channel auto creation is enabled

Belongs to port-channel 123
...
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SANポートチャネルのデフォルト設定
次の表に、SANポートチャネルのデフォルト設定を示します。

Table 18:デフォルト SANポートチャネルパラメータ

デフォルトパラメータ

FSPFはデフォルトでイネーブルになっています。ポートチャネル

管理上のアップ状態ポートチャネル作成

オンデフォルトポートチャネルモー

ド

ディセーブル自動作成
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第 10 章

ファイバチャネルドメインパラメータの

構成

この章では、ファイバチャネルドメインパラメータの設定方法について説明します。

この章は、次の項で構成されています。

•ドメインパラメータに関する情報, on page 163

ドメインパラメータに関する情報
ファイバチャネルドメイン（fcdomain）機能では、FC-SW-2標準で記述されているように、
主要スイッチ選択、ドメイン ID配信、FC ID割り当て、ファブリック再設定機能が実行され
ます。ドメインは VSAN単位で設定されます。ドメイン IDを設定しない場合、ローカルス
イッチはランダムな IDを使用します。

fcdomainパラメータは、通常変更しないでください。これらの変更は、管理者が行うか、ス
イッチ操作を熟知している人が行ってください。

Caution

設定を変更した場合は、必ず実行コンフィギュレーションを保存してください。次回にスイッ

チを再起動したときに、保存された設定が使用されます。設定を保存しない場合は、前回保存

されたスタートアップコンフィギュレーションが使用されます。

ファイバチャネルドメイン

fcdomainは、4つのフェーズで構成されます。

•主要スイッチの選択：このフェーズでは、ファブリック内で一意の主要スイッチを選択で
きます。

•ドメイン IDの配信：このフェーズでは、ファブリック内のスイッチごとに、一意のドメ
イン IDを取得できます。
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• FC IDの割り当て：このフェーズでは、ファブリック内の対応するスイッチに接続された
各デバイスに、一意の FC IDを割り当てることができます。

•ファブリックの再設定：このフェーズでは、ファブリック内のすべてのスイッチを再同期
化して、新しい主要スイッチ選択フェーズを同時に再開できるようにします。

次の図は、fcdomainの構成例を示します。

Figure 19: fcdomainの構成例

ドメインの再起動

ファイバチャネルドメインは、中断を伴う方法または中断を伴わない方法で起動できます。

中断再起動を実行した場合は、Reconfigure Fabric（RCF）フレームがファブリック内のその他
のスイッチに送信され、VSAN（リモートでセグメント化された ISLを含む）内のすべてのス
イッチでデータトラフィックは中断されます。非中断再起動を実行した場合は、Build Fabric
（BF）フレームがファブリック内のその他のスイッチに送信され、該当スイッチでだけデータ
トラフィックは中断されます。

ドメイン IDの競合を解消するには、手動でドメイン IDを割り当てる必要があります。ドメイ
ン IDを手動で割り当てるなど、ほとんどの設定変更では中断再起動が必要になります。ドメ
インの非中断再起動は、優先ドメイン IDをスタティックドメイン ID（実ドメイン IDは変更
なし）に変更する場合にかぎり実行できます。

スタティックドメインはユーザによって固有に設定されるため、実行時のドメインと異なるこ

とがあります。ドメイン IDが異なる場合は、次回の再起動後にスタティックドメイン IDを
使用するように、実行時のドメイン IDが変更されます。

Note

中断を伴うファブリックの再起動再設定（RCF）は、Cisco Nexus C93180YC-FXスイッチでは
サポートされていません。

Note

ほとんどの設定は、対応する実行時の値に適用できます。ここでは、実行時の値に fcdomain
パラメータを適用する方法について詳細に説明します。

fcdomain restartコマンドを使用すると、変更が実行時の設定に適用されます。disruptiveオプ
ションはサポートされていません。

ドメインの再起動

ファブリックの中断再起動または非中断再起動を実行できます。
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SUMMARY STEPS

1. configure terminal
2. fcdomain restart vsan vsan-id

3. switch(config)# fcdomain restart disruptive vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

トラフィックを中断しないで再設定するようにVSAN
を設定します。VSAN IDの範囲は、1～4093です。

fcdomain restart vsan vsan-id

Example:

ステップ 2

switch (config)# fcdomain restart vsan 100

データトラフィックを中断して再設定するように

VSANを設定します。
switch(config)# fcdomain restart disruptive vsan vsan-id

Example:

ステップ 3

switch (config)# fcdomain restart disruptive vsan
101

ドメインマネージャの高速再起動

主要リンクで障害が発生した場合、ドメインマネージャが新しい主要リンクを選択する必要が

あります。デフォルトでは、ドメインマネージャは Build Fabric（BF）フェーズを開始し、そ
の後主要スイッチ選択フェーズが続きます。これらのフェーズは両方ともVSAN内のすべての
スイッチに影響を及ぼし、完了するまで合計 15秒以上かかります。ドメインマネージャが新
しい主要リンクの選択に必要な時間を短縮するために、ドメインマネージャの高速再起動機能

をイネーブルにできます。

高速再起動がイネーブルで、バックアップリンクを利用できる場合、ドメインマネージャは

わずか数ミリ秒で新しい主要リンクを選択し、障害が発生したリンクを交換します。また、新

しい主要リンクの選択に必要な再設定は、VSAN全体ではなく、障害が発生したリンクに直接
接続した2つのスイッチにだけ影響します。バックアップリンクが利用できない場合、ドメイ
ンマネージャはデフォルトの動作に戻り、BFフェーズを開始します。その後、主要スイッチ
選択フェーズが続きます。高速再起動機能はどのインターオペラビリティモードでも使用でき

ます。

ドメインマネージャの高速再起動の有効化

ドメインマネージャの高速再起動をイネーブルに設定できます。
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SUMMARY STEPS

1. configure terminal
2. fcdomain optimize fast-restart vsan vsan-id

3. no fcdomain optimize fast-restart vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定された VSANでドメインマネージャの高速再
起動をイネーブルにします。VSAN IDの範囲は、1
～ 4093です。

fcdomain optimize fast-restart vsan vsan-id

Example:
switch(config)# fcdomain optimize fast-restart
vsan 1

ステップ 2

指定された VSANでドメインマネージャの高速再
起動をディセーブル（デフォルト）にします。VSAN
IDの範囲は、1～ 4093です。

no fcdomain optimize fast-restart vsan vsan-id

Example:
switch(config)# no fcdomain optimize fast-restart
vsan 1

ステップ 3

スイッチの優先度

デフォルトでは、プライオリティは 128に設定されます。プライオリティの有効設定範囲は 1
～ 254です。プライオリティ 1が最高のプライオリティです。値 255は、他のスイッチからは
受け入れられますが、ローカルには設定できません。

安定したファブリックに追加された新しいスイッチが、主要スイッチになることはありませ

ん。主要スイッチ選択フェーズ中に、最高のプライオリティを持つスイッチが主要スイッチに

なります。2つのスイッチに同じプライオリティが設定されている場合、小さいWorld Wide
Name（WWN）のスイッチが主要スイッチになります。

プライオリティ設定は、fcdomainの再起動の実行時に適用されます。この設定は、中断再起動
および非中断再起動のどちらにも適用できます。

スイッチ優先順位の構成

主要スイッチにプライオリティを設定できます。

SUMMARY STEPS

1. configure terminal
2. fcdomain priority number vsan vsan-id
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3. no fcdomain priority number vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定された VSAN内のローカルスイッチに指定さ
れたプライオリティを設定します。fcdomainプライ

fcdomain priority number vsan vsan-id

Example:

ステップ 2

オリティの範囲は、1～ 254です。VSAN IDの範囲
は、1～ 4093です。

switch(config)# fcdomain priority 12 vsan 1

指定されたVSANのプライオリティを出荷時の設定
（128）に戻します。fcdomainプライオリティの範

no fcdomain priority number vsan vsan-id

Example:

ステップ 3

囲は、1～ 254です。VSAN IDの範囲は、1～ 4093
です。

switch(config)# no fcdomain priority 12 vsan 1

fcdomainの開始について

デフォルトでは、fcdomain機能は各スイッチ上でイネーブルになっています。スイッチ内で
fcdomain機能をディセーブルにすると、そのスイッチはファブリック内のその他のスイッチと
共存できなくなります。fcdomain設定は中断再起動の実行時に適用されます。

fcdomainの無効化または再有効化

単一の VSANまたは VSAN範囲で fcdomainをディセーブルまたは再度イネーブルにする手順
は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# no fcdomain vsan vsan-id - vsan-id

3. switch(config)# fcdomain vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1
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PurposeCommand or Action

指定された VSAN範囲で fcdomain設定をディセー
ブルにします。

switch(config)# no fcdomain vsan vsan-id - vsan-idステップ 2

指定された VSANで fcdomain設定をイネーブルに
します。

switch(config)# fcdomain vsan vsan-idステップ 3

ファブリック名の構成

無効化された fcdomainにファブリック名の値を構成できます。

SUMMARY STEPS

1. configure terminal
2. fcdomain fabric-name 20:1:ac:16:5e:0:21:01 vsan vsan-id

3. no fcdomain fabric-name 20:1:ac:16:5e:0:21:01 vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定されたVSANに設定済みファブリック名の値を
割り当てます。VSAN IDの範囲は、1～4093です。

fcdomain fabric-name 20:1:ac:16:5e:0:21:01 vsan
vsan-id

Example:

ステップ 2

switch(config)# fcdomain fabric-name
20:1:ac:16:5e:0:21:01 vsan 1

VSAN3010のファブリック名の値を出荷時のデフォ
ルト設定（20:01:00:05:30:00:28:df）に変更します。
VSAN IDの範囲は、1～ 4093です。

no fcdomain fabric-name 20:1:ac:16:5e:0:21:01 vsan
vsan-id

Example:
switch(config)# no fcdomain fabric-name
20:1:ac:16:5e:0:21:01 vsan 1

ステップ 3

着信 RCF

rcf-rejectオプションはインターフェイス単位、VSAN単位で設定できます。rcf-rejectオプショ
ンはデフォルトで無効になっています（つまり、RCF要求フレームは自動的に拒否されませ
ん）。

rcf-rejectオプションは即座に有効になります。
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fcdomainの再起動は不要です。

仮想ファイバチャネルインターフェイスの RCF拒否オプションを設定する必要はありませ
ん。

Note

着信 RCFの拒否

着信 RCF要求フレームを拒否できます。

SUMMARY STEPS

1. configure terminal
2. interface vfc vfc-id

3. switch(config)# interface vfc vfc-id

4. fcdomain rcf-reject vsan vsan-id

5. no fcdomain rcf-reject vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定されたインターフェイスを設定します。仮想イ

ンターフェイスの ID範囲は、1～ 8192です。
interface vfc vfc-id

Example:

ステップ 2

switch(config)# interface vfc 20

指定されたインターフェイスを設定します。switch(config)# interface vfc vfc-idステップ 3

指定されたVSAN内の指定されたインターフェイス
上でRCFフィルタをイネーブルにします。VSAN ID
の範囲は、1～ 4093です。

fcdomain rcf-reject vsan vsan-id

Example:
switch(config-if)# fcdomain rcf-reject vsan 10

ステップ 4

指定されたVSAN内の指定されたインターフェイス
上でRCFフィルタをディセーブル（デフォルト）に
します。VSAN IDの範囲は、1～ 4093です。

no fcdomain rcf-reject vsan vsan-id

Example:
switch(config-if)# no fcdomain rcf-reject vsan 10

ステップ 5
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マージされたファブリックの自動再構成

デフォルトでは、autoreconfigureオプションはディセーブルです。重複ドメインを含む、2つ
の異なる安定したファブリックに属する2つのスイッチを結合した場合は、次のようになりま
す。

•両方のスイッチで autoreconfigureオプションがイネーブルの場合、中断再設定フェーズが
開始します。

•いずれかまたは両方のスイッチで autoreconfigureオプションがディセーブルの場合は、2
つのスイッチ間のリンクが隔離されます。

autoreconfigureオプションは実行時に即座に有効になります。fcdomainを再起動する必要はあ
りません。ドメインが重複によって現在隔離されており、後で両方のスイッチのautoreconfigure
オプションをイネーブルにする場合は、ファブリックは隔離状態のままです。ファブリックを

接続する前に両方のスイッチで autoreconfigureオプションをイネーブルにした場合、中断再設
定（RCF）が発生します。中断再設定が発生すると、データトラフィックが影響を受けること
があります。fcdomainに非中断再設定を行うには、重複リンク上の設定済みドメインを変更
し、ドメインの重複を排除します。

自動再構成の有効化

特定の VSAN（または VSAN範囲）で自動再構成を有効化できます。

SUMMARY STEPS

1. configure terminal
2. fcdomain auto-reconfigure vsan vsan-id

3. no fcdomain auto-reconfigure vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定されたVSANで自動再設定オプションをイネー
ブルにします。VSAN IDの範囲は、1～4093です。

fcdomain auto-reconfigure vsan vsan-id

Example:

ステップ 2

switch(config)# fcdomain auto-reconfigure vsan 1
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PurposeCommand or Action

指定された VSANで自動再設定オプションをディ
セーブルにし、出荷時のデフォルト設定に戻しま

す。VSAN IDの範囲は、1～ 4093です。

no fcdomain auto-reconfigure vsan vsan-id

Example:
switch(config)# no fcdomain auto-reconfigure vsan
1

ステップ 3

ドメイン ID
ドメイン IDはVSAN内のスイッチを一意に識別します。スイッチは異なるVSANに異なるド
メイン IDを持つことがあります。ドメイン IDは FC ID全体の一部です。

ドメイン ID -注意事項

設定済みドメイン IDのタイプは優先またはスタティックになります。デフォルトで、設定済
みドメイン IDは 0（ゼロ）、設定タイプは優先です。

値 0（ゼロ）を設定できるのは、優先オプションを使用した場合だけです。Note

ドメイン IDを設定しない場合、ローカルスイッチは要求内でランダムな IDを送信します。
スタティックドメイン IDを使用することを推奨します。

下位スイッチがドメインを要求する場合は、次のプロセスが実行されます（次の図を参照）。

•ローカルスイッチは主要スイッチに設定済みドメイン ID要求を送信します。

•要求されたドメイン IDが使用可能な場合、主要スイッチはこの IDを割り当てます。使用
不可能な場合は、使用可能な別のドメイン IDを割り当てます。
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Figure 20:優先オプションを使用した設定プロセス

下位スイッチの動作は、次の 3つの要素により異なります。

•許可ドメイン IDリスト

•設定済みドメイン ID

•主要スイッチが要求元スイッチに割り当てたドメイン ID

状況に応じて、次のように変更されます。

•受信されたドメイン IDが許可リストに含まれない場合は、要求されたドメイン IDが実行
時ドメイン IDになり、該当する VSANのすべてのインターフェイスが隔離されます。

•割り当てられたドメイン IDと要求されたドメイン IDが同じである場合は、優先およびス
タティックオプションは関係せず、割り当てられたドメイン IDが実行時ドメイン IDに
なります。

•割り当てられたドメイン IDと要求されたドメイン IDが異なる場合は、次のようになりま
す。

•設定タイプがスタティックの場合は、割り当てられたドメイン IDが廃棄され、すべ
てのローカルインターフェイスは隔離され、ローカルスイッチには設定済みのドメ

イン IDが自動的に割り当てられます（この IDが実行時ドメイン IDになります）。

•設定タイプが preferredの場合、ローカルスイッチは主要スイッチによって割り当て
られたドメイン IDを受け入れ、割り当てられた IDが実行時ドメイン IDになります。

設定済みドメイン IDを変更したときに、変更が受け入れられるのは、新しいドメイン IDが、
VSAN内に現在設定されているすべての許可ドメイン IDリストに含まれている場合だけです。
または、ドメイン IDを 0の優先に設定することもできます。
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設定したドメインの変更をランタイムドメインに適用する場合は、fcdomainコマンドを入力
する必要があります。

Caution

許可ドメイン IDリストを設定した場合、追加するドメイン IDは VSANのその範囲内にある
必要があります。

Note

Related Topics

許可ドメイン IDリスト（174ページ）

スタティックドメイン IDまたは優先ドメイン IDの設定

スタティックドメイン IDまたは優先ドメイン IDを指定できます。

SUMMARY STEPS

1. configure terminal
2. fcdomain domain domain-id static vsan vsan-id

3. no fcdomain domain domain-id static vsan vsan-id

4. fcdomain domain domain-id preferred vsan vsan-id

5. no fcdomain domain domain-id preferred vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

特定の値だけを受け入れるように指定のVSAN内の
スイッチを設定し、要求されたドメイン IDが許可

fcdomain domain domain-id static vsan vsan-id

Example:

ステップ 2

されない場合は、指定の VSAN内のローカルインswitch(config)# fcdomain domain 1 static vsan 3
ターフェイスを隔離ステートに移行します。ドメイ

ン IDの範囲は 1～ 239です。VSAN IDの範囲は、
1～ 4093です。

設定済みドメイン IDを、指定 VSAN内の出荷時の
デフォルト設定にリセットします。設定済みドメイ

ン IDは 0 preferredになります。

no fcdomain domain domain-id static vsan vsan-id

Example:
switch(config)# no fcdomain domain 1 static vsan
3

ステップ 3
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PurposeCommand or Action

preferredドメイン ID 3を要求するために指定の
VSAN内のスイッチを設定し、主要スイッチによっ

fcdomain domain domain-id preferred vsan vsan-id

Example:

ステップ 4

て割り当てられた値をすべて受け入れます。ドメイswitch(config)# fcdomain domain 1 preferred vsan
5 ン IDの範囲は 1～ 239です。VSAN IDの範囲は、

1～ 4093です。

指定のVSAN内の設定済みドメイン IDを0（デフォ
ルト）にリセットします。設定済みドメイン IDは
0 preferredになります。

no fcdomain domain domain-id preferred vsan vsan-id

Example:
switch(config)# no fcdomain domain 1 preferred
vsan 5

ステップ 5

許可ドメイン IDリスト

デフォルトでは、割り当て済みのドメイン IDリストの有効範囲は 1～ 239です。許可ドメイ
ン IDリストに複数の範囲を指定し、各範囲をカンマで区切れます。主要スイッチは、ローカ
ルに設定された許可ドメインリストで使用可能なドメイン IDを割り当てます。

ドメイン IDが重複しないように、許可ドメイン IDリストを使用して VSANを設計してくだ
さい。このリストは将来 NAT機能を使用しない IVRを実装する必要がある場合に役立ちま
す。

ファブリック内の1つのスイッチに許可リストを設定する場合は、整合性を保つために、ファ
ブリック内のその他のすべてのスイッチに同じリストを設定するか、CFSを使用して設定を配
信することを推奨します。

許可ドメイン IDリストの構成

許可ドメイン IDリストを設定できます。

SUMMARY STEPS

1. configure terminal
2. fcdomain allowed domain-id range vsan vsan-id

3. no fcdomain allowed domain-id range vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#
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PurposeCommand or Action

指定の VSANでドメイン ID範囲を持つスイッチを
許可するようにリストを設定します。ドメイン ID

fcdomain allowed domain-id range vsan vsan-id

Example:

ステップ 2

の範囲は 1～ 239です。VSAN IDの範囲は、1～
4093です。

switch(config)# fcdomain allowed 3 vsan 10

指定の VSANでドメイン ID 1～ 239のスイッチを
許可する出荷時のデフォルト設定に戻します。

no fcdomain allowed domain-id range vsan vsan-id

Example:

ステップ 3

switch(config)# no fcdomain allowed 3 vsan 10

許可ドメイン IDリストの CFS配信

Cisco Fabric Services（CFS）インフラストラクチャを使用して、ファブリック内のすべての
Cisco SANスイッチへの許可ドメイン IDリスト設定情報の配信をイネーブルにできます。こ
の機能を使用すると、1つのスイッチのコンソールからファブリック全体の設定を同期化でき
ます。VSAN全体に同じ設定が配信されるので、誤設定や、同じVSAN内の 2つのスイッチが
互換性のない許可ドメインを設定してしまう可能性を防止します。

CFSを使用して許可ドメイン IDリストを配信し、VSAN内のすべてのスイッチで許可ドメイ
ン IDリストの整合性をとるようにします。

許可ドメイン IDリストを設定してそれを主要スイッチにコミットするようお勧めします。Note

追加情報については、ご使用のデバイスの『System Management Configuration Guide』の「Using
Cisco Fabric Services」を参照してください。

配信のイネーブル化

許可ドメイン IDリスト設定の配信をイネーブル（またはディセーブル）に設定できます。

許可ドメイン IDリストの CFS配信はデフォルトではディセーブルになっています。許可ドメ
イン IDリストを配信するすべてのスイッチで配信をイネーブルにする必要があります。

Before you begin

CFSの前提条件は、次のとおりです。

CFSはデフォルトでイネーブルです。ファブリック内のすべてのデバイスで CFSをイネーブ
ルに設定しないと配信は受信されません。アプリケーションに対して CFSがディセーブルに
なっていると、そのアプリケーションからコンフィギュレーションは配信されず、ファブリッ

ク内の他のデバイスからの配信も受け取ることができません。CFSを有効にするには、cfs
distributeコマンドを使用します。

SUMMARY STEPS

1. configure terminal
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2. fcdomain distribute
3. no fcdomain distribute

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

ドメイン設定の配信をイネーブルにします。fcdomain distribute

Example:

ステップ 2

switch(config)# fcdomain distribute

ドメイン設定の配信をディセーブル（デフォルト）

にします。

no fcdomain distribute

Example:

ステップ 3

switch(config)# no fcdomain distribute

ファブリックのロック

既存の設定を変更するときの最初のアクションによって、保留中の設定が作成され、ファブ

リック内の機能がロックされます。ファブリックがロックされると、次のような状況になりま

す。

•他のユーザーがこの機能の設定に変更を加えることができなくなります。

•アクティブな設定をコピーすると保留中の設定が作成されます。以降の変更は保留中の設
定に行われ、アクティブな設定（およびファブリック内の他のスイッチ）への変更をコ

ミットまたは廃棄するまでそのままです。

変更のコミット

保留中のドメイン設定変更をコミットして、ロックを解除できます。

VSAN内の他の SANスイッチに保留中のドメイン設定の変更を適用するには、変更をコミッ
トする必要があります。保留中の設定変更が配信され、コミットが正常に行われると、設定の

変更がVSAN全体の SANスイッチのアクティブな設定に適用され、ファブリックロックが解
除されます。

SUMMARY STEPS

1. configure terminal
2. fcdomain commit vsan vsan-id
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

保留中のドメイン設定変更をコミットします。fcdomain commit vsan vsan-id

Example:

ステップ 2

switch(config)# fcdomain commit vsan 45

変更の破棄

保留中のドメイン設定変更を破棄して、ロックを解放できます。

いつでもドメイン設定への保留変更を廃棄して、ファブリックのロックを解除できます。保留

中の変更を廃棄（中断）する場合、設定には影響せずに、ロックが解除されます。

SUMMARY STEPS

1. configure terminal
2. fcdomain abort vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

保留中のドメイン設定変更を廃棄します。fcdomain abort vsan vsan-id

Example:

ステップ 2

switch(config)# fcdomain abort vsan 30

ファブリックのロックのクリア

ドメイン設定作業を実行し、変更をコミットまたは廃棄してロックを解除していない場合、管

理者はファブリック内の任意のスイッチからロックを解除できます。管理者がこのタスクを実

行すると、保留中の変更は廃棄され、ファブリックロックが解除されます。
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保留中の変更はvolatileディレクトリだけで使用でき、スイッチを再起動すると廃棄されます。

ファブリックロックを解除するには、管理者の権限を持つログイン IDを使用して EXECモー
ドで clear fcdomain session vsanコマンドを入力します。

switch# clear fcdomain session vsan 10

CFS配信ステータスの表示

許可ドメイン IDリストの CFS配信のステータスは show fcdomain statusコマンドを使用して
表示できます。

switch# show fcdomain status

CFS distribution is enabled

保留中の変更の表示

保留中の構成変更は show fcdomain pendingコマンドを使用して表示できます。

switch# show fcdomain pending vsan 10

Pending Configured Allowed Domains

----------------------------------

VSAN 10

Assigned or unallowed domain IDs: 1-9,24,100,231-239.

[User] configured allowed domain IDs: 10-230.

保留中の設定と現在の設定の違いは、show fcdomain pending-diffコマンドを使用して表示でき
ます。

switch# show fcdomain pending-diff vsan 10

Current Configured Allowed Domains

----------------------------------

VSAN 10

Assigned or unallowed domain IDs: 24,100.

[User] configured allowed domain IDs: 1-239.

Pending Configured Allowed Domains

----------------------------------

VSAN 10

Assigned or unallowed domain IDs: 1-9,24,100,231-239.

[User] configured allowed domain IDs: 10-230.

セッションステータスの表示

配信セッションのステータスは show fcdomain session-status vsanコマンドを使用して表示でき
ます。

switch# show fcdomain session-status vsan 1
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Last Action Time Stamp : None
Last Action : None
Last Action Result : None
Last Action Failure Reason : none

連続ドメイン IDの割り当て

デフォルトでは、連続ドメイン割り当てはディセーブルです。下位スイッチが主要スイッチに

複数の不連続ドメインを要求した場合は、次のようになります。

•主要スイッチで連続ドメイン割り当てがイネーブルの場合、主要スイッチは連続ドメイン
を特定し、それらを下位スイッチに割り当てます。連続ドメインが使用できない場合、ス

イッチソフトウェアはこの要求を拒否します。

•主要スイッチで連続ドメイン割り当てがディセーブルの場合、主要スイッチは使用可能な
ドメインを下位スイッチに割り当てます。

連続ドメイン ID割り当ての有効化

特定の VSAN（または VSAN範囲）で連続ドメインをイネーブルに設定できます。

SUMMARY STEPS

1. configure terminal
2. fcdomain contiguous-allocation vsan vsan-id

3. no fcdomain contiguous-allocation vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定されたVSAN範囲で連続割り当てオプションを
イネーブルにします。

fcdomain contiguous-allocation vsan vsan-id

Example:

ステップ 2

Noteswitch(config)# fcdomain contiguous-allocation
vsan 22-30 contiguous-allocationオプションは実行時に即座に

有効になります。fcdomainを再起動する必要はあり
ません。

指定されたVSANで連続割り当てオプションをディ
セーブルにし、出荷時の設定に戻します。

no fcdomain contiguous-allocation vsan vsan-id

Example:

ステップ 3

switch(config)# no fcdomain contiguous-allocation
vsan 7
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FC ID
SANスイッチにログインしたNポートには、FC IDが割り当てられます。デフォルトでは、固
定的FC ID機能はイネーブルです。この機能がディセーブルの場合は、次のようになります。

• Nポートは SANスイッチにログインします。要求元 NポートのWWNおよび割り当てら
れたFC IDが維持され、揮発性キャッシュに格納されます。この揮発性キャッシュの内容
は、再起動時に保存されません。

•スイッチは、FC IDとWWNのバインディングをベストエフォート方式で保持するように
設計されています。たとえば、スイッチから1つのNポートを切断したあとに、別のデバ
イスから FC IDが要求されると、この要求が許可されて、WWNと初期 FC IDの関連付け
が解除されます。

•揮発性キャッシュには、WWNと FC IDのバインディングのエントリを 4000まで格納で
きます。このキャッシュが満杯になると、新しい（より最近の）エントリによって、キャッ

シュ内の最も古いエントリが上書きされます。この場合、最も古いエントリの対応する

WWNと FC IDの関連付けが失われます。

• Nポートを取り外し、同じスイッチの任意のポートに接続すると、（このポートが同じ
VSANに属するかぎり）この Nポートには同じ FC IDが割り当てられます。

永続的 FC ID

永続的 FC IDがイネーブルの場合は、次のようになります。

• fcdomain内の現在使用中の FC IDは、再起動後も保存されます。

• fcdomainは、デバイス（ホストまたはディスク）をポートインターフェイスに接続したあ
とに学習されたダイナミックエントリを、自動的にデータベースに入力します。

AIXまたは HP-UXホストからスイッチに接続する場合は、それらのホストに接続する VSAN
で固定的 FC ID機能をイネーブルにする必要があります。

Note

永続的 FC IDがイネーブルである場合、再起動後に FC IDを変更できません。FC IDはデフォ
ルトではイネーブルですが、各 VSANに対してディセーブルにできます。

Note

Fポートに割り当てられた固定的 FC IDは、インターフェイス間を移動させることができ、同
じ固定的 FC IDをそのまま維持することができます。

永続的 FC ID機能の有効化

永続的 FC ID機能をイネーブルに設定できます。
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SUMMARY STEPS

1. configure terminal
2. fcdomain fcid persistent vsan vsan-id

3. no fcdomain fcid persistent vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定されたVSANの FC ID永続性をアクティブ（デ
フォルト）にします。

fcdomain fcid persistent vsan vsan-id

Example:

ステップ 2

switch(config)# fcdomain fcid persistent vsan 78

指定されたVSANの FC ID永続性機能をディセーブ
ルにします。

no fcdomain fcid persistent vsan vsan-id

Example:

ステップ 3

switch(config)# no fcdomain fcid persistent vsan
33

永続的 FC ID設定時の注意事項

固定的 FC ID機能をイネーブルにすると、固定的 FC IDサブモードを開始して、FC IDデータ
ベースにスタティックまたはダイナミックエントリを追加できるようになります。デフォルト

では、追加されたすべてのエントリはスタティックです。固定的FC IDはVSAN単位で設定し
ます。

永続的 FC IDを手動で設定するための要件は、次のとおりです。

•必要な VSAN内で固定的 FC ID機能がイネーブルになっていることを確認します。

•目的の VSANがアクティブ VSANであることを確認します。永続的 FC IDは、アクティ
ブ VSANだけで設定できます。

• FC IDのドメイン部分が必要な VSAN内の実行時ドメイン IDと同じであることを確認し
ます。ソフトウェアがドメインの不一致を検出した場合、コマンドは拒否されます。

•エリアを設定するときに、FC IDのポートフィールドが 0（ゼロ）であることを確認しま
す。

永続的 FC IDの構成

永続的 FC IDを構成設定できます。
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SUMMARY STEPS

1. configure terminal
2. fcdomain fcid database
3. vsan vsan-id wwn 33:e8:00:05:30:00:16:df fcid fcid

4. vsan vsan-id wwn 11:22:11:22:33:44:33:44 fcid fcid dynamic
5. vsan vsan-id wwn 11:22:11:22:33:44:33:44 fcid fcid area

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

FC IDデータベースコンフィギュレーションサブ
モードを開始します。

fcdomain fcid database

Example:

ステップ 2

switch(config)# fcdomain fcid database

指定の VSANのデバイスWWN
（33:e8:00:05:30:00:16:df）に FC ID 0x070128を設定
します。

vsan vsan-id wwn 33:e8:00:05:30:00:16:df fcid fcid

Example:
switch(config-fcid-db)# vsan 26 wwn
33:e8:00:05:30:00:16:df fcid 4

ステップ 3

Note
重複 FC IDの割り当てを回避するには、show
fcdomain address-allocation vsanコマンドを使用し
て、使用中の FC IDを表示します。

ダイナミックモードで、指定の VSANのデバイス
WWN（11:22:11:22:33:44:33:44）に FC ID 0x070123
を設定します。

vsan vsan-id wwn 11:22:11:22:33:44:33:44 fcid fcid
dynamic

Example:
switch(config-fcid-db)# vsan 13 wwn
11:22:11:22:33:44:33:44 fcid 6 dynamic

ステップ 4

指定の VSANのデバイスWWN
（11:22:11:22:33:44:33:44）に FC ID 0x070100～
0x701FFを設定します。

vsan vsan-id wwn 11:22:11:22:33:44:33:44 fcid fcid
area

Example:

ステップ 5

switch(config-fcid-db)# vsan 88 wwn
11:22:11:22:33:44:33:44 fcid 4 area

Note
この fcdomainのエリア全体を保護するには、FC ID
の末尾 2文字に 00を割り当てます。
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HBAに対する一意のエリア FC ID

ここに記載された説明は、ホストバスアダプタ（HBA）ポートとストレージポートが同じス
イッチに接続されている場合にのみお読みください。

Note

HBAとストレージポートが同じスイッチに接続されている場合は、それぞれのポートに異な
るエリア IDを設定しなければならないことがあります。たとえば、ストレージポート FC ID
が 0x6f7704の場合、このポートのエリアは 77です。この場合、HBAポートのエリアには 77
以外の値を構成できます。HBAポートの FC IDは、ストレージポートの FC IDと異なる値に
手動で構成する必要があります。

Cisco SANスイッチでは、FC IDの永続性機能によってこの要件が満たされます。この機能を
使用すると、ストレージポートまたは HBAポートに異なるエリアを持つ FC IDを事前に割り
当てることができます。

HBAに対する一意のエリア FC IDの設定

HBAポートに異なるエリア IDを設定できます。

次のタスクでは、111（16進値では 6f）のスイッチドメインの設定例を使用します。サーバは
FCoEを介してスイッチに接続されます。HBAポートはインターフェイス vfc20に接続され、
ストレージポートは同じスイッチのインターフェイス fc2/3に接続されます。

Procedure

ステップ 1 show flogi databaseコマンドを使用して、HBAのポートWWN（Port Nameフィールド）IDを取得します。
switch# show flogi database

-----------------------------------------------------------------

INTERFACE VSAN FCID PORT NAME NODE NAME

------------------------------------------------------------------

vfc20 3 0x6f7703 50:05:08:b2:00:71:c8:c2 50:05:08:b2:00:71:c8:c0

vfc23 3 0x6f7704 50:06:0e:80:03:29:61:0f 50:06:0e:80:03:29:61:0f

Note
この設定では、両方の FC IDに同じエリア 77が割り当てられています。

ステップ 2 SANスイッチの HBAインターフェイスをシャットダウンします。
switch# configure terminal

switch(config)# interface vfc 20

switch(config-if)# shutdown

switch(config-if)# end

ステップ 3 show fcdomain vsanコマンドを使用して、FC ID機能がイネーブルであることを確認します。
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switch# show fcdomain vsan 3

...

Local switch configuration information:

State: Enabled

FCID persistence: Disabled

この機能がディセーブルの場合は、次の手順に進み、永続的 FC IDをイネーブルにします。

この機能がすでにイネーブルの場合は、その後の手順にスキップします。

ステップ 4 SANスイッチで永続的 FC IDをイネーブルにします。
switch# configure terminal

switch(config)# fcdomain fcid persistent vsan 3

switch(config)# end

ステップ 5 異なるエリアアロケーションの新しい FC IDを割り当てます。この例では、77を eeに置き換えます。

switch# configure terminal

switch(config)# fcdomain fcid database

switch(config-fcid-db)# vsan 3 wwn 50:05:08:b2:00:71:c8:c2
fcid 0x6fee00 area

ステップ 6 SANスイッチの HBAインターフェイスをイネーブルにします。
switch# configure terminal

switch(config)# interface vfc 20

switch(config-if)# no shutdown

switch(config-if)# end

ステップ 7 show flogi databaseコマンドを使用して、HBAの pWWN IDを確認します。
switch# show flogi database

------------------------------------------------------------------

INTERFACE VSAN FCID PORT NAME NODE NAME

------------------------------------------------------------------

vfc20 3 0x6fee00 50:05:08:b2:00:71:c8:c2 50:05:08:b2:00:71:c8:c0

vfc23 3 0x6f7704 50:06:0e:80:03:29:61:0f 50:06:0e:80:03:29:61:0f

Note
これで、両方の FC IDにそれぞれ異なるエリアが割り当てられました。

固定的 FC IDの選択消去

固定的 FC IDは、選択的に消去できます。現在使用中のスタティックエントリおよび FC ID
は、削除できません。次の表に、永続的 FC IDが消去されると削除または保持される FC IDエ
ントリを示します。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
184

ファイバチャネルドメインパラメータの構成

固定的 FC IDの選択消去



Table 19:消去される FC ID

アクション固定的 FC IDの使用状
態

固定的 FC IDの状
態

削除されませ

ん

利用中スタティック

削除されませ

ん

使用しないスタティック

削除されませ

ん

利用中ダイナミック

Deleted使用しないダイナミック

永続的 FC IDの消去

永続的 FC IDを消去できます。

SUMMARY STEPS

1. purge fcdomain fcid vsan vsan-id

2. purge fcdomain fcid vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

指定のVSANの未使用のダイナミック FC IDをすべ
て消去します。

purge fcdomain fcid vsan vsan-id

Example:

ステップ 1

switch# purge fcdomain fcid vsan 667

指定のVSAN範囲の未使用のダイナミック FC IDを
すべて消去します。

purge fcdomain fcid vsan vsan-id

Example:

ステップ 2

switch# purge fcdomain fcid vsan 50-100

fcdomain構成の確認

fcdomain機能がディセーブルである場合、表示された実行時ファブリック名は設定済みファブ
リック名と同じです。

Note

次に、fcdomain設定に関する情報を表示する例を示します。
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switch# show fcdomain vsan 2

指定された VSANに属するすべてのスイッチのドメイン IDリストを表示するには、show
fcdomain domain-listコマンドを使用します。このリストには、各ドメイン IDを所有するス
イッチのWWNが記載されています。この例では次の値が使用されています。

• 20:01:00:05:30:00:47:dfのWWNを持つスイッチが主要スイッチで、ドメインは 200です。

• 20:01:00:0d:ec:08:60:c1のWWNを持つスイッチはローカルスイッチ（CLIコマンドを入力
してドメインリストを表示したスイッチ）で、ドメインは 99です。

• IVRマネージャは 20:01:00:05:30:00:47:dfを仮想スイッチのWWNとして使用して仮想ド
メイン 97を取得しました。

switch# show fcdomain domain-list vsan 76

Number of domains: 3

Domain ID WWN

--------- -----------------------

0xc8(200) 20:01:00:05:30:00:47:df [Principal]

0x63(99) 20:01:00:0d:ec:08:60:c1 [Local]

0x61(97) 50:00:53:0f:ff:f0:10:06 [Virtual (IVR)]

このスイッチに設定された許可ドメイン IDのリストを表示するには、show fcdomain allowed
vsanコマンドを使用します。

switch# show fcdomain allowed vsan 1

Assigned or unallowed domain IDs: 1-96,100,111-239.

[Interoperability Mode 1] allowed domain IDs: 97-127.

[User] configured allowed domain IDs: 50-110.

このスイッチに interop 1モードが必要な場合は、要求されたドメイン IDがスイッチソフト
ウェアチェックに合格することを確認してください。

次に、指定の VSANの既存の永続的 FC IDをすべて表示する例を示します。unusedオプショ
ンを指定すると、未使用の永続的 FC IDだけを表示できます。
switch# show fcdomain fcid persistent vsan 1000

次に、指定のVSANまたは SANポートチャネルのフレームおよびその他の fcdomain統計情報
を表示する例を示します。

switch# show fcdomain statistics vsan 1

VSAN Statistics

Number of Principal Switch Selections: 0
Number of times Local Switch was Principal: 0
Number of non disruptive reconfigurations: 0
Number of disruptive reconfigurations: 0

次に、割り当てられた FC IDおよび空いている FC IDのリストを含めて、FC ID割り当てに関
する統計情報を表示する例を示します。

switch# show fcdomain address-allocation vsan 1
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次に、有効なアドレス割り当てキャッシュを表示する例を示します。ファブリックから取り除

かれたデバイス（ディスクやホスト）を元のファブリックに戻す場合、主要スイッチはキャッ

シュを使用して FC IDを再度割り当てます。キャッシュ内では、VSANはこのデバイスを含む
VSANを、WWNは FC IDを所有していたデバイスを、マスクは FC IDに対応する 1つのエリ
アまたはエリア全体を表します。

switch# show fcdomain address-allocation cache

ファイバチャネルドメインのデフォルト設定

次の表は、すべての fcdomainパラメータのデフォルト設定を示します。

Table 20:デフォルト fcdomainパラメータ

デフォルトパラメータ

[有効（Enabled）]fcdomain機能

0（ゼロ）設定済みドメイン ID

優先（Preferred）設定済みドメイン

ディセーブルauto-reconfigureオプション

ディセーブルcontiguous-allocationオプション

128プライオリティ

1～ 239許可リスト

20:01:00:05:30:00:28:dfファブリック名

ディセーブルrcf-reject

[有効（Enabled）]固定的 FC ID

無効化許可ドメイン IDリスト設定の配
信
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第 11 章

FCoEのVLANおよび仮想インターフェイス
の設定

この章は、次の内容で構成されています。

•仮想インターフェイスの概要, on page 189
• FCoE VLANおよび仮想インターフェイスに関する注意事項および制約事項, on page 190
•仮想インターフェイスの設定（192ページ）
•仮想インターフェイスの確認 , on page 200
• VSANから VLANへのマッピングの設定例 （204ページ）
• FCoE over Enhanced vPC（206ページ）
• vPCによる SANブート（210ページ）

仮想インターフェイスの概要
Cisco Nexusデバイスでは、Fibre Channel over Ethernet（FCoE）がサポートされています。これ
により、スイッチとサーバーの間の同じ物理イーサネット接続上でファイバチャネルおよび

イーサネットトラフィックを伝送できます。

FCoEのファイバチャネル部分は、仮想ファイバチャネルインターフェイスとして設定され
ます。論理ファイバチャネル機能（インターフェイスモードなど）は、仮想ファイバチャネ

ルインターフェイスで設定できます。

仮想ファイバチャネルインターフェイスは、いずれかのインターフェイスにバインドしたう

えで使用する必要があります。バインド先は、コンバージドネットワークアダプタ（CNA）
が Cisco Nexusデバイスに直接接続されている場合は物理イーサネットインターフェイス、
CNAがレイヤ 2ブリッジにリモート接続されている場合はMACアドレス、CNAが仮想ポー
トチャネル（vPC）を介してファイバチャネルフォワーダ（FCF）に接続されている場合は
EtherChannelとなります。
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VEポート

仮想拡張（VE）ポートは、FCoEネットワークで拡張ポートとして機能します。VEポートは、
ネットワーク内の複数のFCoEスイッチを接続できます。VEポートは、物理イーサネットポー
トまたはポートチャネルにバインドできます。

Cisco Nexus 9000シリーズスイッチでは、VE_Portがバインドされるポートチャネルのメンバ
間のトラフィックは、SID、DID、および OXIDに基づいてロードバランシングされます。

FCoEトラフィックに対し、すべてのリンクがポートチャネルで使用できるように、port-channel
load-balance ethernet source-dest-portコマンドを入力して、ポートチャネルのロードバランシ
ングを「source-dest-port」に設定します。この設定では、「source-destination-oxid」ロードバラ
ンシングが FCoEトラフィックに使用されます。

FCoE VLANおよび仮想インターフェイスに関する注意事
項および制約事項

FCoE VLANと仮想ファイバチャネル（vFC)インターフェイスには、以下の注意事項と制約事
項があります。

•それぞれの vFCインターフェイスは、FCoE対応イーサネットインターフェイス、
EtherChannelインターフェイス、またはリモート接続されたアダプタのMACアドレスに
バインドする必要があります。FCoEは 10ギガビット、25ギガビット 40ギガビット、よ
び 100ギガビットイーサネットインターフェイスでサポートされます。

•仮想ファイバチャネルインターフェイスは、いずれかのインターフェイスにバインドし
たうえで使用する必要があります。バインド先は、物理イーサネットインターフェイス

（コンバージドネットワークアダプタ（CNA）がCisco Nexusデバイスに直接接続されて
いる場合）、MACアドレス（CNAがレイヤ2ブリッジにリモート接続されている場合）、
または EtherChannelです。

• vFCインターフェイスにバインドするイーサネットインターフェイスまたは EtherChannel
インターフェイスを設定する際は、次の点に注意してください。

•イーサネットまたは EthernetChannelインターフェイスは、トランクポートにする必
要があります（switchport mode trunkコマンドを使用します）。

• vFCの VSANに対応する FCoE VLANは、許可 VLANリストに含まれている必要が
あります。

•インターフェイスにMTU 9216およびQoSポリシーを設定します。デフォルト（サー
ビスポリシータイプ qos input default-fcoe-in-policy）またはカスタム QoSポリシーを
使用できます。

• FCoE VLANをトランクポートのネイティブ VLANとして設定しないでください。
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トランク上のデフォルトの VLANはネイティブ VLANです。タ
グなしフレームはいずれも、ネイティブVLANトラフィックとし
てトランクを通過します。

Note

• FCoEには FCoE VLANだけを使用する必要があります。

•デフォルト VLANの VLAN1を FCoE VLANとして使用しないでください。

•イーサネットインターフェイスは、PortFastとして設定する必要があります
（spanning-tree port type edge trunkコマンドを使用します）。

スイッチインターフェイスのトランキングが有効に設定されてい

る場合でも、サーバインターフェイスにトランキングを設定する

必要はありません。サーバから送信されるFCoE以外のトラフィッ
クはすべて、ネイティブ VLAN上を通過します。

Note

• vFCインターフェイスは、FCoE Initialization Protocol（FIP）スヌーピングブリッジに接続
された複数のメンバポートを持つイーサネットポートチャネルにバインドできます。

•各 vFCインターフェイスは、ただ 1つの VSANに対応付けられます。

• vFCインターフェイスに関連付けられた VSANは、専用の FCoE対応 VLANにマッピン
グする必要があります。

•プライベート VLANでは、FCoEはサポートされません。

• LANの代替パス用に（同一または別の SANファブリックにある）統合アクセススイッチ
をイーサネットリンク経由で相互に接続する必要がある場合は、すべての FCoE VLANを
メンバーシップから除外することを、これらのリンクに対して明示的に設定する必要があ

ります。

• SAN-Aおよび SAN-Bファブリックの FCoEに対してはそれぞれ別々の FCoE VLANを使
用する必要があります。

• vPCを介した pre-FIP CNAへの FCoE接続はサポートされていません。

• Nexus 9000シリーズスイッチは、vFCバインディングと vEthernetの組み合わせをサポー
トしていません。feature-set virtualizationコマンドを使用して Cisco Adapter Fabric Extender
（Adapter-FEX）を構成することはできません。

•ポートチャネルにバインド可能な vFCsの最大数は 48です。

•ポートチャネルにバインド可能な vFCの最大数は 48（Nexus 6001の場合は 24）です。
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仮想インターフェイスは、管理状態がダウンに設定された状態で作成されます。仮想インター

フェイスを動作させるためには、管理状態を明示的に設定する必要があります。

Note

仮想インターフェイスの設定

VSANから VLANへのマッピング
SAN内の VSANごとにトラフィックを伝送できるよう、それぞれの統合アクセススイッチに
は一意の専用VLANを設定する必要があります（VSAN 1用にVLAN 1002、VSAN 2用にVLAN
1003など）。マルチスパニングツリーが有効に設定されている場合、FCoE VLANには別個
のMSTインスタンスを使用する必要があります。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# vlan vlan-id

3. switch(config-vlan)# fcoe [vsan vsan-id]
4. switch(config-vlan)# exit
5. (Optional) switch(config)# show vlan fcoe
6. (Optional) switch(config-if)# copy running-config startup-config

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

VLANコンフィギュレーションモードを開始しま
す。VLAN番号の有効範囲は 1～ 4,096です。

switch(config)# vlan vlan-idステップ 2

指定されたVLANで FCoEをイネーブルにします。
VSAN番号を指定しない場合は、対象のVLANから
番号が同じ VSANへマッピングが作成されます。

switch(config-vlan)# fcoe [vsan vsan-id]ステップ 3

対象の VLANから指定した VSANへのマッピング
を設定します。

VLANコンフィギュレーションモードを終了しま
す。Cisco Nexusデバイスで設定されたコマンドを実

switch(config-vlan)# exitステップ 4
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PurposeCommand or Action

行するには、このモードを終了する必要がありま

す。

VLANの FCoE設定に関する情報を表示します。(Optional) switch(config)# show vlan fcoeステップ 5

リブートおよびリスタート時に実行コンフィギュ

レーションをスタートアップコンフィギュレーショ

ンにコピーして、変更を継続的に保存します。

(Optional) switch(config-if)# copy running-config
startup-config

ステップ 6

Example

次の例は、VLAN 200を VSAN 2にマッピングする方法を示したものです。
switch(config)# vlan 200

switch(config-vlan)# fcoe vsan 2

仮想ファイバチャネルインターフェイスの作成

仮想ファイバチャネルインターフェイスを作成できます。仮想ファイバチャネルインター

フェイスは、いずれかの物理インターフェイスにバインドしたうえで使用する必要がありま

す。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface vfc vfc-id

3. switch(config-if)# bind {interface {ethernet slot/port | port-channel channel-number} | mac-address
MAC-address}

4. (Optional) switch(config-if)# no bind {interface {ethernet slot/port | port-channel channel-number}
| mac-address MAC-address}

5. (Optional) switch(config)# no interface vfc vfc-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

仮想ファイバチャネルインターフェイスがまだ存

在していない場合、それを作成し、インターフェイ

スコンフィギュレーションモードを開始します。

switch(config)# interface vfc vfc-idステップ 2
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PurposeCommand or Action

仮想ファイバチャネルインターフェイス IDの有効
範囲は、1～ 8192です。

指定されたインターフェイスに仮想ファイバチャネ

ルインターフェイスをバインドします。

switch(config-if)# bind {interface {ethernet slot/port |
port-channel channel-number} | mac-address
MAC-address}

ステップ 3

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

指定されたインターフェイスに対する仮想ファイバ

チャネルインターフェイスのバインドを解除しま

す。

(Optional) switch(config-if)# no bind {interface {ethernet
slot/port | port-channel channel-number} | mac-address
MAC-address}

ステップ 4

Note
これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

仮想ファイバチャネルインターフェイスを削除し

ます。

(Optional) switch(config)# no interface vfc vfc-idステップ 5

Example

次の例は、イーサネットインターフェイスに仮想ファイバチャネルインターフェイ

スをバインドする方法を示したものです。

switch# configure terminal
switch(config)# interface vfc 4
switch(config-if)# bind interface ethernet 1/4

次の例は、Cisco Nexus 2232PPファブリックエクステンダ（FEX）イーサネットイン
ターフェイスに仮想ファイバチャネルインターフェイスをバインドする方法を示した

ものです。

switch# configure terminal
switch(config)# interface vfc 1001
switch(config-if)# bind interface ethernet 100/1/1

次の例は、ポートチャネルに仮想ファイバチャネルインターフェイスをバインドす

る方法を示したものです。

switch# configure terminal
switch(config)# interface vfc 3
switch(config-if)# bind interface port-channel 1

次の例は、Nexusデバイス 2232PP FEX上の仮想ファイバチャネルインターフェイス
をバインドして vPCを作成する方法を示したものです。
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switch# configure terminal
switch(config)# interface vfc 1001
switch(config-if)# bind interface ethernet 100/1/1

FCoEをサポートしていない Cisco Nexus FEXにインターフェイスをバインドしようと
すると、エラーメッセージが表示されます。

Note

次の例は、MACアドレスに仮想ファイバチャネルインターフェイスをバインドする
方法を示したものです。

switch# configure terminal
switch(config)# interface vfc 2
switch(config-if)# bind mac-address 00:0a:00:00:00:36

次の例は、Cisco Nexus 2232PP FEXのMACアドレスに仮想ファイバチャネルインター
フェイスをバインドする方法を示したものです。

switch# configure terminal
switch(config)# interface vfc 1001
switch(config-if)# bind mac-address 00:01:0b:00:00:02

次の例は、仮想ファイバチャネルインターフェイスを削除する方法を示したもので

す。

switch# configure terminal
switch(config)# no interface vfc 4

次の例は、イーサネットインターフェイスから仮想ファイバチャネルインターフェイ

スをバインド解除する方法を示したものです。

switch# configure terminal
switch(config)# int vfc17
switch(config-if)# no bind interface ethernet 1/17
switch(config-if)# exit

vFCインターフェイスの構成
次の手順は、マルチメンバーポートチャネルのメンバーポートへの vPCインターフェイスを
設定する方法を示しています。

4ポート vPCの設定を解除できるのは、ポートチャネルからメンバーポートを削除した後だ
けです。単一のメンバーポートチャネルでのみ設定を解除できます。

（注）

手順の概要

1. マルチメンバーポートチャネルを作成します。

2. 個々のメンバーポートをマルチメンバーポートチャネルに追加します。
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3. マルチメンバーポートチャネルのメンバーポートに vPCを関連付けます。

手順の詳細

手順

ステップ 1 マルチメンバーポートチャネルを作成します。

switch(config-vlan)# interface port-channel 500

switch(config-vlan)# [no]fcoe multi-vfc

ステップ 2 個々のメンバーポートをマルチメンバーポートチャネルに追加します。

switch(config-vlan)# interface ethernet 100/1/1

switch(config-vlan)# channel-group 500

switch (config)# interface ethernet 100/1/2

switch(config-if)# channel-group 500

ステップ 3 マルチメンバーポートチャネルのメンバーポートに vPCを関連付けます。
switch(config)# interface vfc 10011

switch(config-vlan)# bind interface ethernet 100/1/1

switch(config-vlan)# interface vfc 10012

switch (config)# bind interface ethernet 100/1/2

仮想ファイバチャネルインターフェイスと VSANとの関連付け
SAN内の仮想ファブリック（VSAN）ごとにトラフィックを伝送できるよう、それぞれの統合
アクセススイッチには一意の専用 VLANを設定する必要があります（VSAN 1用に VLAN
1002、VSAN 2用にVLAN 1003など）。MSTが有効に設定されている場合、FCoE VLANには
別個のMSTインスタンスを使用する必要があります。

手順の概要

1. switch# configure terminal
2. switch(config)# vsan database
3. switch(config-vsan)# vsan vsan-id interface vfc vfc-id

4. （任意） switch(config-vsan)# no vsan vsan-id interface vfc vfc-id
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

VSANコンフィギュレーションモードを開始しま
す。

switch(config)# vsan databaseステップ 2

VSANと仮想ファイバチャネルインターフェイス
の関連付けを設定します。

switch(config-vsan)# vsan vsan-id interface vfc vfc-idステップ 3

VSAN番号は、仮想ファイバチャネルインターフェ
イスにバインドされた物理イーサネットインター

フェイスの上のVLANにマッピングする必要があり
ます。

VSANと仮想ファイバチャネルインターフェイス
の関連付けを解除します。

（任意） switch(config-vsan)# no vsan vsan-id interface
vfc vfc-id

ステップ 4

例

次の例は、仮想ファイバチャネルインターフェイスを VSANに関連付ける方法を示
したものです。

switch# configure terminal

switch(config)# vsan database

switch(config-vsan)# vsan 2 interface vfc 4

暗黙的仮想ファイバチャネルポートチャネルインターフェイスの作

成

仮想ファイバーチャネル（vFC）を構築し、1つのコマンドを使用してそれをイーサネットイ
ンターフェイスまたはポートチャネルに暗黙的にバインドすることができます。このために

は、vFC識別子がイーサネットインターフェイスまたはポートチャネル識別子とマッチする
必要があります。イーサネットインターフェイスは、モジュール（スロットまたはポート）イ

ンターフェイス（スロット/QSFP-モジュール/ポート）にすることができます。

ブレイクアウトポートに暗黙的な vFCを構築することはできません。Note

仮想ファイバチャネルインターフェイスの設定
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Before you begin

• FCoEの正しいライセンスがインストールされていることを確認します。

• FCoEがイネーブルになっていることを確認します。

Procedure

ステップ 1 グローバル構成モードを開始します。

switch# configure terminal

ステップ 2 vFCを構築します（まだ存在しない場合）。

さらに、vfc slot/portは、vFCをイーサネットスロット/ポートインターフェイスにバインドします。vFC
スロット/QSFPモジュール/ポートは、vFCをブレークアウトインターフェイスにバインドします。

switch(config) # interface vfc {id | slot/port | slot/QSFP-module/port }

ステップ 3 vFCインターフェイスを起動します。

switch(config-if) # no shutdown

ステップ 4 Required:インターフェイスコンフィギュレーションモードを終了します。

switch(config-if) # exit

仮想ファイバチャネルインターフェイスの設定

次の例は、イーサネットインターフェイスに仮想ファイバチャネルインターフェイ

スを暗黙的にバインドする方法を示したものです。

switch# configure terminal
switch(config)# interface eth1/11
switch(config-if)# switchport mode trunk
switch(config-if)# mtu 9216
switch(config-if)# service-policy type qos input default-fcoe-in-policy
switch(config-if)# no shutdown

switch(config)# interface vfc1/11
switch(config-if)# no shutdown
switch(config-if)# exit
switch(config)#

switch(config)# vsan database
switch(config-vsan-db)# vsan 10
switch(config-vsan-db)# exit
switch(config)#

switch(config)# vlan 10
switch(config-vlan)# fcoe vsan 10
switch(config-vlan)# exit
switch(config)#

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
198

FCoEの VLANおよび仮想インターフェイスの設定

暗黙的仮想ファイバチャネルポートチャネルインターフェイスの作成



switch(config)# vsan database
switch(config-vsan-db)# vsan 10 interface vfc1/11
switch(config-vsan-db)# exit
switch(config)#
switch(config)# show interface vfc1/11
vfc1/11 is trunking (Not all VSANs UP on the trunk)
Bound interface is Ethernet1/11
Hardware is Ethernet
Port WWN is 20:0b:00:de:fb:9d:0e:a0
Admin port mode is F, trunk mode is on
snmp link state traps are enabled
Port mode is TF
Port vsan is 10
Operating Speed is 10 Gbps
Admin Speed is auto
Trunk vsans (admin allowed and active) (1,10)
Trunk vsans (up) (10)
Trunk vsans (isolated) ()
Trunk vsans (initializing) (1)
11 fcoe in packets
1692 fcoe in octets
0 fcoe out packets
0 fcoe out octets
Interface last changed at Mon Dec 16 09:03:33 2019

switch(config)#

仮想ファイバチャネルの設定：ポートチャネルインターフェイス

Procedure

ステップ 1 グローバル構成モードを開始します。

switch# configure terminal

ステップ 2 番号に基づいてイーサネットポートチャネルに暗黙的にバインドする vFCを構築します。

ポート番号の範囲は 1～ 4096です。

switch(config) # interface vfc-port-channel port number

ステップ 3 vFCポートを起動します。

switch(config-if) # no shutdown

ステップ 4 Required:現在のインターフェイスコンフィギュレーションモードを終了します。

switch(config-if) # exit

仮想ファイバチャネルの設定：ポートチャネルインターフェイス

この例は、イーサネットポートチャネルに暗黙的にバインドする vFCポートチャネ
ルを構築する方法を示しています。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
199

FCoEの VLANおよび仮想インターフェイスの設定

仮想ファイバチャネルの設定：ポートチャネルインターフェイス



switch# configure terminal
switch(config)# interface port-channel 10
switch(config-if)# switchport
switch(config-if)# switchport mode trunk
switch(config-if)# mtu 9216
switch(config-if)# service-policy type qos input default-fcoe-in-policy
switch(config-if)# no shutdown
switch(config-if)# exit

switch(config)# interface eth1/49
switch(config-if)# channel-group 10 force
switch(config-if)# no shutdown
switch(config-if)# exit

switch# configure terminal
switch(config)# interface vfc-port-channel 10
switch(config-if)# no shutdown
switch(config-if)# exit

switch(config)# vlan 10
switch(config-vlan)# fcoe vsan 10
switch(config-vlan)# exit
switch(config)#

switch(config)# vsan database
switch(config-vsan-db)# vsan 10 interface vfc-port-channel 10
switch(config-vsan-db)# exit

switch(config)# show interface vfc-port-channel 10
vfc-po10 is trunking (Not all VSANs UP on the trunk)
Bound interface is port-channel10
Hardware is Ethernet
Port WWN is 25:1b:00:de:fb:9d:0e:a0
Admin port mode is F, trunk mode is on
snmp link state traps are enabled
Port mode is TF
Port vsan is 10
Operating Speed is 40 Gbps
Admin Speed is auto
Trunk vsans (admin allowed and active) (1,10)
Trunk vsans (up) (10)
Trunk vsans (isolated) ()
Trunk vsans (initializing) (1)
11 fcoe in packets
1236 fcoe in octets
0 fcoe out packets
0 fcoe out octets
Interface last changed at Mon Dec 16 08:56:13 2019

仮想インターフェイスの確認
仮想インターフェイスに関する設定情報を表示するには、次の作業のいずれかを行います。

目的コマンド

指定されたファイバチャネルインターフェイスの詳細な設

定を表示します。

switch# show interface vfc vfc-id
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目的コマンド

すべてのインターフェイスのステータスが表示されます。switch# show interface brief

FCoE VLANから VSANへのマッピングを表示します。switch# show vlan fcoe

次の例は、イーサネットインターフェイスにバインドされた仮想ファイバチャネルインター

フェイスを表示する方法を示したものです。

switch# show interface vfc 11

vfc11 is trunking (Not all VSANs UP on the trunk)

Bound interface is Ethernet1/11
Hardware is Ethernet
Port WWN is 20:0a:00:de:fb:9d:0e:df
Admin port mode is F, trunk mode is on
snmp link state traps are enabled
Port mode is TF
Port vsan is 10
Operating Speed is 10 Gbps
Admin Speed is auto
Trunk vsans (admin allowed and active) (1,10)
Trunk vsans (up) (10)
Trunk vsans (isolated) ()
Trunk vsans (initializing) (1)
2 fcoe in packets
152 fcoe in octets
0 fcoe out packets
0 fcoe out octets
Interface last changed at Wed Dec 18 10:36:58 2019

次の例は、MACアドレスにバインドされた仮想ファイバチャネルインターフェイスを表示す
る方法を示したものです。

switch# show interface vfc 11

vfc11 is trunking (Not all VSANs UP on the trunk)
Bound MAC is 0090.faf8.7513
Hardware is Ethernet
Port WWN is 20:0a:00:de:fb:9d:0e:df
Admin port mode is F, trunk mode is on
snmp link state traps are enabled
Port mode is TF
Port vsan is 10
Operating Speed is 10 Gbps
Admin Speed is auto
Trunk vsans (admin allowed and active) (1,10)
Trunk vsans (up) (10)
Trunk vsans (isolated) ()
Trunk vsans (initializing) (1)
3 fcoe in packets
228 fcoe in octets
0 fcoe out packets
0 fcoe out octets
Interface last changed at Mon Dec 16 09:09:02 2019

次の例は、スイッチ上のすべてのインターフェイスのステータスを表示する方法を示したもの

です（簡略化のため、出力の一部は省略）。
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switch# show interface brief

--------------------------------------------------------------------------------
Port VRF Status IP Address Speed MTU
--------------------------------------------------------------------------------
mgmt0 -- up 9.9.9.9 1000 1500
--------------------------------------------------------------------------------
Ethernet VLAN Type Mode Status Reason Speed Port
Interface Ch #
--------------------------------------------------------------------------------
Eth1/1 1 eth trunk up none 100G(D) 1
Eth1/2 1 eth trunk up none 100G(D) 1
Eth1/3 -- eth routed down Administratively down auto(D) --
Eth1/4 -- eth routed down XCVR not inserted auto(D) --
Eth1/5 -- eth routed down Administratively down auto(D) --
Eth1/6 -- eth routed down Administratively down auto(D) --
Eth1/7 1 eth trunk up none 40G(D) 601
Eth1/8 -- eth routed down XCVR not inserted auto(D) --
Eth1/14 -- eth routed down XCVR not inserted auto(D) --
Eth1/16 -- eth routed down XCVR not inserted auto(D) --
Eth1/17 -- eth routed down XCVR not inserted auto(D) --
Eth1/18/1 1 eth trunk up none 10G(D) 181
Eth1/18/2 1 eth trunk up none 10G(D) 560
Eth1/18/3 1 eth trunk up none 10G(D) 560
Eth1/18/4 1 eth trunk up none 10G(D) 560
Eth1/19 -- eth routed down Administratively down auto(D) --
Eth1/20 -- eth routed down Administratively down auto(D) --
Eth1/21 -- eth routed down XCVR not inserted auto(D) --
Eth1/22 -- eth routed down XCVR not inserted auto(D) --
Eth1/23 -- eth routed down XCVR not inserted auto(D) --
Eth1/24 -- eth routed down XCVR not inserted auto(D) --
Eth1/25 1 eth trunk up none 100G(D) 2500
Eth1/26 1 eth trunk up none 40G(D) 26
Eth1/27 -- eth routed down XCVR not inserted auto(D) --
Eth1/28 -- eth routed down XCVR not inserted auto(D) --
Eth1/29 -- eth routed down XCVR not inserted auto(D) --
Eth1/31 1 eth trunk up none 40G(D) 559
Eth1/32 -- eth routed down XCVR not inserted auto(D) --
Eth1/33 -- eth routed down XCVR not inserted auto(D) --
Eth1/34 -- eth routed down XCVR not inserted auto(D) --
Eth1/35 -- eth routed down Administratively down auto(D) --
Eth1/36/1 -- eth routed down Administratively down auto(D) --
Eth1/36/2 -- eth routed down Administratively down auto(D) --
Eth1/36/3 -- eth routed down Administratively down auto(D) --
Eth1/36/4 -- eth routed down Administratively down auto(D) --

------------------------------------------------------------------------------------------
Port-channel VLAN Type Mode Status Reason Speed Protocol
Interface
------------------------------------------------------------------------------------------
Po1 1 eth trunk up none a-100G(D) lacp
Po26 1 eth trunk up none a-40G(D) none
Po181 1 eth trunk up none a-10G(D) none
Po559 1 eth trunk up none a-40G(D) none
Po560 1 eth trunk up none a-10G(D) none
Po601 1 eth trunk up none a-40G(D) none
Po2500 1 eth trunk up none a-100G(D) none

-------------------------------------------------------------------------------
Interface Vsan Admin Admin Status SFP Oper Oper Port
Mode Trunk Mode Speed Channel
Mode (Gbps)
-------------------------------------------------------------------------------
fc1/9/1 1 E on trunking swl TE 8 224
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fc1/9/2 1 E on trunking swl TE 8 224
fc1/9/3 1 E on trunking swl TE 8 224
fc1/9/4 1 E on trunking swl TE 8 224
fc1/10/1 1 E on trunking swl TE 8 224
fc1/10/2 1 E on trunking swl TE 8 224
fc1/10/3 1 E on trunking swl TE 8 224
fc1/10/4 1 E on trunking swl TE 8 224
fc1/11/1 1 E on trunking swl TE 8 224
fc1/11/2 1 E on trunking swl TE 8 224
fc1/11/3 1 E on trunking swl TE 8 224
fc1/11/4 1 E on trunking swl TE 8 224
fc1/12/1 1 auto on down swl -- -- --
fc1/12/2 1 auto on down swl -- -- --
fc1/12/3 1 auto on down swl -- -- --
fc1/12/4 1 auto on down swl -- -- --
fc1/13/1 1 E on trunking swl TE 8 225
fc1/13/2 1 E on trunking swl TE 8 225
fc1/13/3 1 E on trunking swl TE 8 225
fc1/13/4 1 E on trunking swl TE 8 225
fc1/15/1 501 auto off up swl F 32 --
fc1/15/2 501 F on trunking swl TF 32 114
fc1/15/3 501 F off up swl F 32 --
fc1/15/4 1 F on trunking swl TF 32 118
fc1/30/1 1 E off notConnected swl -- -- --
fc1/30/2 1 E off notConnected swl -- -- --
fc1/30/3 1 E on trunking swl TE 32 --
fc1/30/4 1 E on notConnected swl -- -- --

-------------------------------------------------------------------------------
Interface Vsan Admin Status Oper Oper IP
Trunk Mode Speed Address
Mode (Gbps)
-------------------------------------------------------------------------------
san-port-channel114 501 on trunking TF 32 --
san-port-channel118 1 on trunking TF 32 --
san-port-channel224 1 on trunking TE 88 --
san-port-channel225 1 on trunking TE 32 --

-------------------------------------------------------------------------------
Interface Vsan Admin Admin Status Bind Oper Oper
Mode Trunk Info Mode Speed
Mode (Gbps)
-------------------------------------------------------------------------------
vfc1 501 F on trunking Ethernet1/26 TF 40
vfc2 501 F on trunking e02f.6d08.cda9 TF auto
vfc560 1 F on trunking port-channel560 TF 30
vfc1/25 501 F on trunking Ethernet1/25 TF 100

-------------------------------------------------------------------------------
Interface Vsan Admin Admin Status Bind Oper Oper
Mode Trunk Info Mode Speed
Mode (Gbps)
-------------------------------------------------------------------------------
vfc-po559 1 F on trunking port-channel559 TF 40
vfc-po601 501 F on trunking port-channel601 TF 40

次の例は、スイッチにおける VLANと VSANとのマッピングを表示する方法を示したもので
す。

switch# show vlan fcoe

VLAN VSAN Status

-------- -------- --------
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15 15 Operational

20 20 Operational

25 25 Operational

30 30 Non-operational

VSANから VLANへのマッピングの設定例
次に示すのは、FCoE VLANおよび仮想ファイバチャネルインターフェイスの設定例です。

手順の概要

1. 関連する VLANを有効にし、その VLANを VSANへマッピングします。
2. 物理イーサネットインターフェイス上で VLANを設定します。
3. 仮想ファイバチャネルインターフェイスを作成し、それを物理イーサネットインターフェ

イスにバインドします。

4. 仮想ファイバチャネルインターフェイスを VSANに関連付けます。
5. （任意）VSANのメンバーシップ情報を表示します。
6. （任意）仮想ファイバチャネルインターフェイスに関するインターフェイス情報を表示

します。

手順の詳細

手順

ステップ 1 関連する VLANを有効にし、その VLANを VSANへマッピングします。
switch(config)# vlan 200

switch(config-vlan)# fcoe vsan 2

switch(config-vlan)# exit

ステップ 2 物理イーサネットインターフェイス上で VLANを設定します。
switch(config)# interface eth1/11

switch(config)# spanning-tree port type edge trunk

switch(config-if)# switchport mode trunk

switch(config-if)# switchport trunk allowed vlan 1,200

switch(config-if)# mtu 9216

switch(config-if)# service-policy type qos input default-fcoe-in-policy

switch(config-if)# exit

ステップ 3 仮想ファイバチャネルインターフェイスを作成し、それを物理イーサネットインターフェイスにバイン
ドします。
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switch(config)# interface vfc 11

switch(config-if)# bind interface ethernet 1/4

switch(config-if)# no shutdown

switch(config-if)# exit

（注）

デフォルトでは、仮想ファイバチャネルインターフェイスはすべてVSAN 1上に存在します。VLANから
VSANへのマッピングを VSAN 1以外の VSANに対して行う場合は、ステップ 4へ進みます。

ステップ 4 仮想ファイバチャネルインターフェイスを VSANに関連付けます。
switch(config)# vsan database

switch(config-vsan-db)# vsan 2

switch(config-vsan-db)# vsan 2 interface vfc 11

switch(config-vsan)# exit

ステップ 5 （任意）VSANのメンバーシップ情報を表示します。
switch# show vsan 2 membership
vsan 2 interfaces

vfc 11

ステップ 6 （任意）仮想ファイバチャネルインターフェイスに関するインターフェイス情報を表示します。

switch# show interface vfc 11

vfc11 is trunking (Not all VSANs UP on the trunk)
Bound interface is Ethernet1/11
Hardware is Ethernet
Port WWN is 20:0a:00:de:fb:9d:0e:df
Admin port mode is F, trunk mode is on
snmp link state traps are enabled
Port mode is TF
Port vsan is 2
Operating Speed is 10 Gbps
Admin Speed is auto
Trunk vsans (admin allowed and active) (1-2,10)
Trunk vsans (up) (2)
Trunk vsans (isolated) ()
Trunk vsans (initializing) (1,10)
2 fcoe in packets
152 fcoe in octets
0 fcoe out packets
0 fcoe out octets
Interface last changed at Mon Dec 16 09:22:25 2019
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FCoE over Enhanced vPC
イーサネットトラフィックは、Enhanced vPCトポロジでは FEXとスイッチペア間でデュアル
ホーム接続されますが、FCoEトラフィックは、SAN分離を維持するためにシングルホーム接
続される必要があります。したがって、Enhanced vPCがFCoEをサポートする一方で、SAN分
離と高 FCoE帯域幅が必要な場合は、シングルホーム接続の FEXトポロジの方が望ましいこ
ともあります。

シングルホーム接続のトポロジに対する、Enhanced vPCのデメリットを考慮してください。

•一般的な SANネットワークには、SAN Aと SAN Bという 2つのファブリックがあり、そ
の間のトラフィックは分離されています。Enhanced vPCトポロジでは、各スイッチはFEX
によってペア化されており（シングルホーム）、1つの FEXからの FCoEトラフィックが
1つのスイッチにしか送信されないようになっています。一方、イーサネットトラフィッ
クは、各 FEXと両方のスイッチ間でデュアルホーム接続されます。FEXからの FCoEト
ラフィックは1つのスイッチにしか送受信されず、イーサネットトラフィックは両方に送
受信されるため、FEXアップリンクのトラフィック負荷は均等化されません。

• 8つのアップリンクポートを持つ FEXでは、イーサネットトラフィックは 8ポートをす
べて使用しますが、シングルホーム接続の FCoEトラフィックは、このトポロジでは 4つ
のポートしか使用しないよう制限されているため、FCoEで使用可能な最大帯域幅も制限
されます。さらに、共有リンクのデフォルトの QoSテンプレートは、FCoEトラフィック
に対してリンク帯域幅の半分しか割り当てず、残りの半分はイーサネットトラフィックに

割り当てられるという制限もあります。

• FEXを使用する Enhanced vPCトポロジでは、ホスト vPCは 2ポートに制限されており、
FEXあたり 1ポートずつ使用します。

次の図は、それぞれ異なる Cisco Nexusデバイスに関連付けられた、2つの Cisco Nexus 2000
FEXを使用するシステムの FCoEトラフィックフローを示します。
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図 21 : FCoE over Enhanced vPC

FCoE over Enhanced vPCの設定
SAN分離を維持するため、FCoEトラフィックはシングルホーム接続される必要があります。
まず、FEXを1つのスイッチと関連付けます。FEXとスイッチが関連付けられると、仮想ファ
イバチャネル（vFC）インターフェイスを作成し、ポートにバインドします。

最初のピアで FEXとスイッチをペアリングすると、SANトラフィックを分離できるよう別の
ポート番号を使用して2番目のピアでも同じ設定を繰り返します。設定が異なっても、整合性
エラーが発生することはありません。これは、Enhanced vPC設定の FCoEの部分は、vPC整合
性チェックの対象となっていないためです。

始める前に

FCoE over Enhanced vPC（206ページ）の制限事項を確認してください。

手順の概要

1. switch# configure terminal
2. switch(config) # fex fex-chassis_ID

3. switch(config-fex) # fcoe
4. switch(config-fex) # interface vfc vfc-id

5. switch(config-if) # bind interface ethernet [fex-chassis-ID/]slot/port

6. switch(config-if) # no shutdown

7. （任意） switch(config-if) # end

8. （任意） switch(config)# copy running-config startup-config
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

指定された FEXのコンフィギュレーションモード
を開始します。

switch(config) # fex fex-chassis_IDステップ 2

fex-chassis_IDの範囲は 100～ 199です。

このスイッチにのみ FCoEトラフィックを送信する
よう、FEXを設定します。

switch(config-fex) # fcoeステップ 3

仮想ファイバチャネルインタフェースのコンフィ

ギュレーションモードを開始します。インターフェ

switch(config-fex) # interface vfc vfc-idステップ 4

イスが存在しない場合は、このコマンドにより、イ

ンターフェイスが作成されます。

vfc-idの範囲は、1～ 8192です。

vFCインターフェイスを指定された物理イーサネッ
トインターフェイスにバインドします。

switch(config-if) # bind interface ethernet
[fex-chassis-ID/]slot/port

ステップ 5

fex-chassis_IDの範囲は 100～ 199です。slotは 1に
する必要があります。FCoEでは、portの範囲は 1
～ 32です。

（注）

これが 10Gブレイクアウトポートの場合、slot/port
構文は QSFP-module/portになります。

インターフェイスを、デフォルトの操作状態に戻し

ます。

switch(config-if) # no shutdownステップ 6

特権 EXECモードに戻ります。（任意） switch(config-if) # endステップ 7

リブートおよびリスタート時に実行コンフィギュ

レーションをスタートアップコンフィギュレーショ

ンにコピーして、変更を継続的に保存します。

（任意） switch(config)# copy running-config
startup-config

ステップ 8

例

この例では、各 FEXを FCoEトラフィックのスイッチにペアリングする方法を示しま
す。
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nexus5000-sanA# configure terminal
nexus5000-sanA(config) # fex 101
nexus5000-sanA(config-fex) # fcoe
nexus5000-sanA(config-fex) # interface vfc 1
nexus5000-sanA(config-if) # bind interface ethernet 101/1/1
nexus5000-sanA(config-if) # no shutdown
nexus5000-sanA(config-if) # end
nexus5000-sanA# copy running-config startup-config
nexus5000-sanA#

nexus5000-sanB# configure terminal
nexus5000-sanB(config) # fex 102
nexus5000-sanB(config-fex) # fcoe
nexus5000-sanB(config-fex) # interface vfc 1
nexus5000-sanB(config-if) # bind interface ethernet 102/1/1
nexus5000-sanB(config-if) # no shutdown
nexus5000-sanB(config-if) # end
nexus5000-sanB# copy running-config startup-config
nexus5000-sanB#

nexus5500-sanA# configure terminal
nexus5500-sanA(config) # fex 101
nexus5500-sanA(config-fex) # fcoe
nexus5500-sanA(config-fex) # interface vfc 1
nexus5500-sanA(config-if) # bind interface ethernet 101/1/1
nexus5500-sanA(config-if) # no shutdown
nexus5500-sanA(config-if) # end
nexus5500-sanA# copy running-config startup-config
nexus5500-sanA#

nexus5500-sanB# configure terminal
nexus5500-sanB(config) # fex 102
nexus5500-sanB(config-fex) # fcoe
nexus5500-sanB(config-fex) # interface vfc 1
nexus5500-sanB(config-if) # bind interface ethernet 102/1/1
nexus5500-sanB(config-if) # no shutdown
nexus5500-sanB(config-if) # end
nexus5500-sanB# copy running-config startup-config
nexus5500-sanB#

nexus6000-sanA# configure terminal
nexus6000-sanA(config) # fex 101
nexus6000-sanA(config-fex) # fcoe
nexus6000-sanA(config-fex) # interface vfc 1
nexus6000-sanA(config-if) # bind interface ethernet 101/1/1
nexus6000-sanA(config-if) # no shutdown
nexus6000-sanA(config-if) # end
nexus6000-sanA# copy running-config startup-config
nexus6000-sanA#

nexus6000-sanB# configure terminal
nexus6000-sanB(config) # fex 102
nexus6000-sanB(config-fex) # fcoe
nexus6000-sanB(config-fex) # interface vfc 1
nexus6000-sanB(config-if) # bind interface ethernet 102/1/1
nexus6000-sanB(config-if) # no shutdown
nexus6000-sanB(config-if) # end
nexus6000-sanB# copy running-config startup-config
nexus6000-sanB#
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vPCによる SANブート
1つの VFCインターフェイスが vPCメンバーにバインドされている場合、Cisco Nexusシリー
ズスイッチは SANブートを使用できます。複数のインターフェイスを複数のメンバにバイン
ドすることはできません。

• vPCに割り当てられたポートを含む FEXが Nexusスイッチに関連付けられていること。

• vPCメンバには、1つのVFCインターフェイスしかバインドされていないこと。複数のイ
ンターフェイスを複数のメンバにバインドすることはできません。

以前のすべての設定、および対応トポロジとの下位互換性を確保するには、Enhanced vPCを使
用しないストレート-スルー FEXトポロジで FEXを設定する必要があります。

（注）

vPCによる SANブートの設定例
この例では、仮想ファイバチャネルインターフェイス 1はファブリック Aの物理イーサネッ
トインターフェイス 101/1/1、およびファブリック Bのインターフェイス 102/1/1にバインド
されています。インターフェイスはまた、両方のファブリックの仮想ポートチャネル1にも関
連付けられています。

nexus5000-sanA(config) # interface vfc 1
nexus5000-sanA(config-if) # bind interface eth 101/1/1
nexus5000-sanA(config) # interface eth 101/1/1
nexus5000-sanA(config-if) # channel-group 1 mode active
nexus5000-sanA(config-if) # interface port-channel 1
nexus5000-sanA(config-if) # vpc 1
nexus5000-sanA(config-if) #

nexus5000-sanB(config) # interface vfc 1
nexus5000-sanB(config-if) # bind interface eth 102/1/1
nexus5000-sanB(config) # interface eth 102/1/1
nexus5000-sanB(config-if) # channel-group 1 mode active
nexus5000-sanB(config-if) # interface port-channel 1
nexus5000-sanB(config-if) # vpc 1
nexus5000-sanB(config-if) #

nexus5500-sanA(config) # interface vfc 1
nexus5500-sanA(config-if) # bind interface eth 101/1/1
nexus5500-sanA(config) # interface eth 101/1/1
nexus5500-sanA(config-if) # channel-group 1 mode active
nexus5500-sanA(config-if) # interface port-channel 1
nexus5500-sanA(config-if) # vpc 1
nexus5500-sanA(config-if) #

nexus5500-sanB(config) # interface vfc 1
nexus5500-sanB(config-if) # bind interface eth 102/1/1
nexus5500-sanB(config) # interface eth 102/1/1
nexus5500-sanB(config-if) # channel-group 1 mode active
nexus5500-sanB(config-if) # interface port-channel 1
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nexus5500-sanB(config-if) # vpc 1
nexus5500-sanB(config-if) #

nexus5600-sanA(config) # interface vfc 1
nexus5600-sanA(config-if) # bind interface eth 101/1/1
nexus5600-sanA(config) # interface eth 101/1/1
nexus5600-sanA(config-if) # channel-group 1 mode active
nexus5600-sanA(config-if) # interface port-channel 1
nexus5600-sanA(config-if) # vpc 1
nexus5600-sanA(config-if) #

nexus5600-sanB(config) # interface vfc 1
nexus5600-sanB(config-if) # bind interface eth 102/1/1
nexus5600-sanB(config) # interface eth 102/1/1
nexus5600-sanB(config-if) # channel-group 1 mode active
nexus5600-sanB(config-if) # interface port-channel 1
nexus5600-sanB(config-if) # vpc 1
nexus5600-sanB(config-if) #

nexus6000-sanA(config) # interface vfc 1
nexus6000-sanA(config-if) # bind interface eth 101/1/1
nexus6000-sanA(config) # interface eth 101/1/1
nexus6000-sanA(config-if) # channel-group 1 mode active
nexus6000-sanA(config-if) # interface port-channel 1
nexus6000-sanA(config-if) # vpc 1
nexus6000-sanA(config-if) #

nexus6000-sanB(config) # interface vfc 1
nexus6000-sanB(config-if) # bind interface eth 102/1/1
nexus6000-sanB(config) # interface eth 102/1/1
nexus6000-sanB(config-if) # channel-group 1 mode active
nexus6000-sanB(config-if) # interface port-channel 1
nexus6000-sanB(config-if) # vpc 1
nexus6000-sanB(config-if) #

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
211

FCoEの VLANおよび仮想インターフェイスの設定

vPCによる SANブートの設定例



Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
212

FCoEの VLANおよび仮想インターフェイスの設定

vPCによる SANブートの設定例



第 12 章

FLOGI、ネームサーバー、およびRSCNデー
タベースの管理

この章では、FLOGI、ネームサーバー、および RSCNデータベースの設定と管理方法につい
て説明します。

この章は、次の項で構成されています。

• FLOGI、ネームサーバー、および RSCNデータベースの管理（213ページ）

FLOGI、ネームサーバー、およびRSCNデータベースの管
理

ファブリックログイン

ファイバチャネルファブリックでは、ホストまたはディスクごとにFCIDが必要です。FLOGI
テーブルにストレージデバイスが表示されるどうかを確認するには、次の例のように show
flogiコマンドを使用します。必要なデバイスが FLOGIテーブルに表示されていれば、FLOGI
が正常に行われます。ホスト Host Bus Adapter（HBA）および接続ポートに直接接続されてい
るスイッチ上の FLOGIデータベースを検査します。ポートあたりの FLOGIまたは FDISCの最
大数は 256で、スイッチあたりの FLOGIまたは FDISCの最大数は 1000です。

次に、FLOGIテーブルのストレージデバイスを確認する例を示します。
switch# show flogi database
---------------------------------------------------------------------------
INTERFACE VSAN FCID PORT NAME NODE NAME
---------------------------------------------------------------------------
vfc23 1 0xb200e2 21:00:00:04:cf:27:25:2c 20:00:00:04:cf:27:25:2c
vfc23 1 0xb200e1 21:00:00:04:cf:4c:18:61 20:00:00:04:cf:4c:18:61
vfc23 1 0xb200d1 21:00:00:04:cf:4c:18:64 20:00:00:04:cf:4c:18:64
vfc23 1 0xb200ce 21:00:00:04:cf:4c:16:fb 20:00:00:04:cf:4c:16:fb
vfc23 1 0xb200cd 21:00:00:04:cf:4c:18:f7 20:00:00:04:cf:4c:18:f7
vfc31 2 0xb30100 10:00:00:05:30:00:49:63 20:00:00:05:30:00:49:5e
Total number of flogi = 6.

次に、特定のインターフェイスに接続されたストレージデバイスを確認する例を示します。
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switch# show flogi database interface vfc1/1

INTERFACE VSAN FCID PORT NAME NODE NAME

---------------------------------------------------------------------------

vfc1/1 1 0x870000 20:00:00:1b:21:06:58:bc 10:00:00:1b:21:06:58:bc

Total number of flogi = 1.

次に、VSAN（仮想 SAN）1に関連付けられたストレージデバイスを確認する例を示します。
switch# show flogi database vsan 1

show flogi database vsan 1
-------------------------------------------------------------------------------------
INTERFACE VSAN FCID PORT NAME NODE NAME
-------------------------------------------------------------------------------------
fc1/17 1 0xee0000 21:00:00:24:ff:17:08:2e 20:00:00:24:ff:17:08:2e
fc1/18 1 0xee0020 10:00:00:90:fa:dc:0f:08 20:00:00:90:fa:dc:0f:08
fc1/37 1 0xee00ef 50:06:01:6a:08:60:7c:67 50:06:01:60:88:60:7c:67
Total number of flogi = 3.

ネームサーバープロキシ

ネームサーバー機能は、各 VSAN内のすべてのホストおよびストレージデバイスの属性を含
むデータベースを維持します。ネームサーバーでは、情報を最初に登録したデバイスによる

データベースエントリの変更が認められます。

プロキシ機能は、別のデバイスによって登録されたデータベースエントリの内容を変更（更新

または削除）する必要がある場合に役立ちます。

ネームサーバ登録要求はすべて、パラメータが登録または変更されたポートと同じポートから

発信されます。同一ポートから送られない場合、要求は拒否されます。

この許可を使用すると、WWNが他のノードに代わって特定のパラメータを登録できるように
なります。

ネームサーバプロキシの登録について

ネームサーバ登録要求はすべて、パラメータが登録または変更されたポートと同じポートから

発信されます。同一ポートから送られない場合、要求は拒否されます。

この許可を使用すると、WWNが他のノードに代わって特定のパラメータを登録できるように
なります。

ネームサーバープロキシの登録

ネームサーバープロキシを登録できます。

SUMMARY STEPS

1. configure terminal
2. fcns proxy-port wwn-id vsan vsan-id

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
214

FLOGI、ネームサーバー、および RSCNデータベースの管理

ネームサーバープロキシ



DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定した VSANのプロキシポートを設定します。fcns proxy-port wwn-id vsan vsan-id

Example:

ステップ 2

switch(config)# fcns proxy-port
11:22:11:22:33:44:33:44 vsan 300

重複 pWWNの拒否

FC標準では、NX-OSは同一スイッチ、同一 VSAN、および同一 FCドメインですでにログイ
ンしているpWWNの任意のインターフェイスでのログインを受け入れます。同じpWWNが、
異なるインターフェイスで同じスイッチにログインしないようにするには、ポートセキュリ

ティ機能を使用します。

デフォルトでは、同一VSANの異なるスイッチでの（重複する pWWNによる）今後の FLOGI
はすべて拒否され、以前の FLOGIが維持されます。これは FC標準に準拠していません。

このオプションを無効にすると、以前のFCNSエントリを削除することで、同一VSANの異な
るスイッチでの（重複する pWWNによる）今後の FLOGIはすべて許可されます。

重複 pWWNの拒否

FC標準では、NX-OSは同一スイッチ、同一 VSAN、および同一 FCドメインですでにログイ
ンしているpWWNの任意のインターフェイスでのログインを受け入れます。同じpWWNが、
異なるインターフェイスで同じスイッチにログインしないようにするには、ポートセキュリ

ティ機能を使用します。

デフォルトでは、同一VSANの異なるスイッチでの（重複する pWWNによる）今後の FLOGI
はすべて拒否され、以前の FLOGIが維持されます。これは FC標準に準拠していません。

このオプションを無効にすると、以前のFCNSエントリを削除することで、同一VSANの異な
るスイッチでの（重複する pWWNによる）今後の FLOGIはすべて許可されます。

重複 pWWNを拒否するには、次の手順を実行します。

SUMMARY STEPS

1. configure terminal
2. fcns reject-duplicate-pwwn vsan vsan-id

3. no fcns reject-duplicate-pwwn vsan vsan-id
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

異なるスイッチでの（重複する pWWNによる）今
後の FLOGIはすべて拒否され、以前の FLOGIが維
持されます（デフォルト）。

fcns reject-duplicate-pwwn vsan vsan-id

Example:
switch(config)# fcns reject-duplicate-pwwn vsan
100

ステップ 2

以前のFLOGIエントリを削除することで、異なるス
イッチでの（重複するpWWNによる）今後のFLOGI
はすべて許可されます。

no fcns reject-duplicate-pwwn vsan vsan-id

Example:
switch(config)# no fcns reject-duplicate-pwwn vsan
256

ステップ 3

ただし、他のスイッチのFLOGIデータベースには以
前のエントリがまだ含まれています。

ネームサーバーデータベースエントリ

ネームサーバーはすべてのホストのネームエントリをFCNSデータベースに保管しています。
ネームサーバーは、Nxポートが他のホストの属性を取得するために（ネームサーバーへの）
PLOGIを実行するときに、Nxポートによる属性の登録を許可します。Nxポートが明示的また
は暗黙的にログアウトする時点で、これらの属性は登録解除されます。

マルチスイッチファブリック構成では、各スイッチ上で稼働するネームサーバーインスタン

スが分散型データベースで情報を共有します。スイッチごとに 1つのネームサーバープロセ
スのインスタンスが実行されます。

ネームサーバーのデータベースエントリの表示

次に、すべての VSANのネームサーバーデータベースを表示する例を示します。
switch# show fcns database

VSAN 1:
--------------------------------------------------------------------------
FCID TYPE PWWN (VENDOR) FC4-TYPE:FEATURE
--------------------------------------------------------------------------
0xe90000 N 20:00:00:6b:f1:70:08:ec (Cisco) scsi-fcp:init fc-gs
0xec0020 N 21:00:00:24:ff:7f:37:05 (Company A) scsi-fcp:target
0xec0040 N 50:08:01:60:01:59:49:33 scsi-fcp:init
0xec0060 N 20:12:00:11:0d:9d:06:00 scsi-fcp:init
0xec0080 N 50:08:01:60:08:df:19:11 scsi-fcp:init
0xec00a0 N 20:00:d8:b1:90:41:1d:d1 (Cisco)
0xec00ef N 50:06:01:61:08:60:7a:ab (Company B) scsi-fcp:both
0xee0000 N 50:08:01:60:08:df:19:10 scsi-fcp
0xee0020 N 20:13:00:11:0d:9d:07:00 scsi-fcp:target
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0xee0040 N 10:00:00:90:fa:d1:ef:12 (Company C) scsi-fcp:init
0xee0060 N 20:00:00:6b:f1:70:08:ed (Cisco) scsi-fcp:init fc-gs
0xef0020 N 50:08:01:60:01:59:49:32 scsi-fcp
0xef0040 N 20:11:00:11:0d:96:e7:00 scsi-fcp:init

Total number of entries = 13

VSAN 2:
--------------------------------------------------------------------------
FCID TYPE PWWN (VENDOR) FC4-TYPE:FEATURE
--------------------------------------------------------------------------
0x5e0020 N 25:6b:28:6f:7f:21:03:f6 (Cisco) npv
0x5e0040 N 25:6b:e0:0e:da:49:c2:2a (Cisco) npv
0x5e0080 N 21:ed:00:2a:10:7a:89:1d (Cisco) npv
0x840000 N 20:0f:2c:d0:2d:50:d3:48 (Cisco) npv
0x840040 N 25:52:2c:d0:2d:50:d3:48 (Cisco) npv

Total number of entries = 5

次に、指定された VSANのネームサーバーデータベースおよび統計情報を表示する例を示し
ます。

switch# show fcns database vsan 1

VSAN 1:
--------------------------------------------------------------------------
FCID TYPE PWWN (VENDOR) FC4-TYPE:FEATURE
--------------------------------------------------------------------------
0xe90000 N 20:00:00:6b:f1:70:08:ec (Cisco) scsi-fcp:init fc-gs
0xec0020 N 21:00:00:24:ff:7f:37:05 (Company A) scsi-fcp:target
0xec0040 N 50:08:01:60:01:59:49:33 scsi-fcp:init
0xec0060 N 20:12:00:11:0d:9d:06:00 scsi-fcp:init
0xec0080 N 50:08:01:60:08:df:19:11 scsi-fcp:init
0xec00a0 N 20:00:d8:b1:90:41:1d:d1 (Cisco)
0xec00ef N 50:06:01:61:08:60:7a:ab (Company B) scsi-fcp:both
0xee0000 N 50:08:01:60:08:df:19:10 scsi-fcp
0xee0020 N 20:13:00:11:0d:9d:07:00 scsi-fcp:target
0xee0040 N 10:00:00:90:fa:d1:ef:12 (Company C) scsi-fcp:init
0xee0060 N 20:00:00:6b:f1:70:08:ed (Cisco) scsi-fcp:init fc-gs
0xef0020 N 50:08:01:60:01:59:49:32 scsi-fcp
0xef0040 N 20:11:00:11:0d:96:e7:00 scsi-fcp:init

Total number of entries = 13

次に、すべての VSANのネームサーバーデータベースを表示する例を示します。
switch# show fcns database detail

show fcns database detail
------------------------
VSAN:200 FCID:0xee0000
------------------------
port-wwn (vendor) :21:00:00:24:ff:17:08:2e (Qlogic)
node-wwn :20:00:00:24:ff:17:08:2e
class :3
node-ip-addr :0.0.0.0
ipa :ff ff ff ff ff ff ff ff
fc4-types:fc4_features :scsi-fcp:init
symbolic-port-name :
symbolic-node-name :QLE2742 FW:v8.05.44 DVR:v2.1.73.0
port-type :N
port-ip-addr :0.0.0.0
fabric-port-wwn :20:11:00:de:fb:53:a3:a0
hard-addr :0x000000
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permanent-port-wwn (vendor) :21:00:00:24:ff:17:08:2e (Qlogic)
connected interface :fc1/17
switch name (IP address) :sw (192.168.1.1)
------------------------
VSAN:200 FCID:0xee0020

次に、すべての VSANのネームサーバーデータベース統計を表示する例を示します。
switch# show fcns statistics

show fcns statistics
Name server statistics for vsan 1
===================================
registration requests received = 0
deregistration requests received = 0
queries received = 0
queries sent = 0
reject responses sent = 0
RSCNs received = 0
RSCNs sent = 0

Name server statistics for vsan 200
===================================
registration requests received = 18
deregistration requests received = 0
queries received = 78
queries sent = 0
reject responses sent = 0
RSCNs received = 0
RSCNs sent = 8

Name server statistics for vsan 201
===================================
registration requests received = 0
deregistration requests received = 0
queries received = 0
queries sent = 0
reject responses sent = 0
RSCNs received = 0
RSCNs sent = 0

Name server statistics for vsan 202
===================================
registration requests received = 0
deregistration requests received = 0
queries received = 0
queries sent = 0
reject responses sent = 0
RSCNs received = 0
RSCNs sent = 0

FDMI
Cisco Nexus N9K-C93180YC-FX、N9K-C93360YC-FX2、および N9K-C9336C-FX2-Eスイッチ
は、FC-GS-4規格で説明されているように、ファブリックデバイス管理インターフェイス
(FDMI)機能をサポートします。FDMIを使用すると、ファイバチャネルHBAなどのデバイス
をインバンド通信によって管理できます。この機能を追加することにより、既存のファイバ

チャネルネームサーバーおよび管理サーバーの機能を補完します。
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FDMI機能を使用すると、独自のホストエージェントをインストールしなくても、スイッチソ
フトウェアによって接続先HBAおよびホストオペレーティングシステムに関する次のような
管理情報を抽出できます。

•製造元、モデル、およびシリアル番号

•ノード名およびノードのシンボリック名

•ハードウェア、ドライバ、およびファームウェアのバージョン

•ホストオペレーティングシステム（OS）の名前およびバージョン番号

FDMIエントリはすべて永続ストレージに保存され、FDMIプロセスを起動した時点で取り出
されます。

FDMIの表示
次に、指定された VSANのすべての HBAの詳細情報を表示する例を示します。
switch# show fdmi database detail vsan 1

この例では、すべての VSANの HBAリストを表示します。
switch# sh fdmi database
Registered HBA List for VSAN 10
10:00:00:90:fa:c7:e1:f6

Registered HBA List for VSAN 108
20:04:00:11:0d:dd:00:00
20:05:00:11:0d:dd:00:00

この例では、特定の VSANの HBAリストを表示します。
switch# sh fdmi database vsan 10
Registered HBA List for VSAN 10
10:00:00:90:fa:c7:e1:f6

この例では、HBAリストのすべての詳細を表示します。
switch# sh fdmi database detail
Registered HBA List for VSAN 10
-------------------------------
HBA-ID: 10:00:00:90:fa:c7:e1:f6
-------------------------------
Node Name :20:00:00:90:fa:c7:e1:f6
Manufacturer :Emulex Corporation
Serial Num :FC61659139
Model :LPe32002-M2
Model Description:Emulex LightPulse LPe32002-M2 2-Port 32Gb Fibre Channel Adapter
Hardware Ver :0000000c
Driver Ver :11.4.33.1
ROM Ver :11.4.204.25
Firmware Ver :11.4.204.25
OS Name/Ver :VMware ESXi 6.7.0 Releasebuild-8169922
CT Payload Len :245760
Port-id: 10:00:00:90:fa:c7:e1:f6
Supported FC4 types:1 scsi-fcp fc-gs
Supported Speed :8G 16G 32G
Current Speed :16G
Maximum Frame Size :2048
OS Device Name :vmhba8
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Host Name :localhost
Registered HBA List for VSAN 108
-------------------------------
HBA-ID: 20:04:00:11:0d:dd:00:00
-------------------------------
Node Name :20:04:00:11:0d:23:b4:00
Manufacturer :QLogic Corporation
Serial Num :RFD1743U70327
Model :QLE2742
Model Description:Cisco QLE2742 Dual Port 32Gb FC to PCIe Gen3 x8 Adapter
Hardware Ver :BK3210407-43 B
Driver Ver :8.07.00.34.Trunk-SCST.18-k
ROM Ver :3.60
Firmware Ver :8.08.204 (785ad0
Port-id: 20:04:00:11:0d:dd:00:00
Supported FC4 types:scsi-fcp 40 fc-av
Supported Speed :8G 16G 32G
Current Speed :32G
Maximum Frame Size :2112
OS Device Name :qla2xxx:host7
Host Name :VirtuaLUN

-------------------------------
HBA-ID: 20:05:00:11:0d:dd:00:00
-------------------------------
Node Name :20:05:00:11:0d:23:b5:00
Manufacturer :QLogic Corporation
Serial Num :RFD1743U70327
Model :QLE2742
Model Description:Cisco QLE2742 Dual Port 32Gb FC to PCIe Gen3 x8 Adapter
Hardware Ver :BK3210407-43 B
Driver Ver :8.07.00.34.Trunk-SCST.18-k
ROM Ver :3.60
Firmware Ver :8.08.204 (785ad0
Port-id: 20:05:00:11:0d:dd:00:00
Supported FC4 types:scsi-fcp 40 fc-av
Supported Speed :8G 16G 32G
Current Speed :32G
Maximum Frame Size :2112
OS Device Name :qla2xxx:host8
Host Name :VirtuaLUN

この例では、特定の VSANの HBAリストのすべての詳細を表示します。
switch# sh fdmi database detail vsan 10
Registered HBA List for VSAN 10
-------------------------------
HBA-ID: 10:00:00:90:fa:c7:e1:f6
-------------------------------
Node Name :20:00:00:90:fa:c7:e1:f6
Manufacturer :Emulex Corporation
Serial Num :FC61659139
Model :LPe32002-M2
Model Description:Emulex LightPulse LPe32002-M2 2-Port 32Gb Fibre Channel Adapter
Hardware Ver :0000000c
Driver Ver :11.4.33.1
ROM Ver :11.4.204.25
Firmware Ver :11.4.204.25
OS Name/Ver :VMware ESXi 6.7.0 Releasebuild-8169922
CT Payload Len :245760
Port-id: 10:00:00:90:fa:c7:e1:f6
Supported FC4 types:1 scsi-fcp fc-gs
Supported Speed :8G 16G 32G
Current Speed :16G
Maximum Frame Size :2048
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OS Device Name :vmhba8
Host Name :localhost

RSCN
Registered State Change Notification（RSCN）は、ファブリック内で行われた変更について各ホ
ストに通知するためのファイバチャネルサービスです。ホストは、（State Change Registration
（SCR）要求によって）ファブリックコントローラに登録することにより、この情報を受信で
きます。次のいずれかのイベントが発生した場合、適宜通知されます。

•ファブリックへのディスクの加入または脱退

•ネームサーバの登録変更

•新しいゾーンの実施

• IPアドレスの変更

•ホストの動作に影響する、その他の同様なイベント

スイッチ RSCN（SW-RSCN）は、登録されたホストおよびファブリック内の到達可能なすべ
てのスイッチに送信されます。

スイッチはRSCNを送信して、登録済みのノードに変更が発生したことを通知します。ネーム
サーバーに再度クエリーを発行して新しい情報を取得するのは、各ノードの責任範囲です。ス

イッチが各ノードに送信する RSCNには、変更に関する詳細情報は含まれていません。

Note

RSCN情報の概要

スイッチ RSCN（SW-RSCN）は、登録されたホストおよびファブリック内の到達可能なすべ
てのスイッチに送信されます。

スイッチはRSCNを送信して、登録済みのノードに変更が発生したことを通知します。ネーム
サーバーに再度クエリーを発行して新しい情報を取得するのは、各ノードの責任範囲です。ス

イッチが各ノードに送信する RSCNには、変更に関する詳細情報は含まれていません。

Note

RSCN情報の表示

次に、登録済みデバイス情報を表示する例を示します。

switch# show rscn scr-table vsan 1

show rscn scr-table vsan 1
SCR table for VSAN: 1
---------------------------------------------
FC-ID REGISTERED FOR
---------------------------------------------
0xee0000 fabric and nport detected rscns
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0xee0020 fabric and nport detected rscns
0xee00ef fabric and nport detected rscns

Total number of entries = 3

SCRテーブルは設定不可能です。ホストが RSCN情報と一緒に SCRフレームを送信する場合
にかぎり、入力されます。ホストが RSCN情報を受信しない場合、show rscn scr-tableコマン
ドはエントリを返しません。

Note

multi-pidオプション

RSCNの multi-pidオプションがイネーブルな場合、登録済みの Nxポートに対して生成された
RSCNには、関連ポート IDを複数格納できます。この場合、ゾーン分割ルールを適用してか
ら、影響を受けた複数のポート IDが1つのRSCNにまとめられます。このオプションをイネー
ブルにすることによって、RSCNの数を減らすことができます。たとえば、スイッチ 1に 2つ
のディスク（D1、D2）および 1台のホスト（H）が接続されていると仮定します。ホスト H
は、RSCNを受信するように登録済みです。D1、D2、および Hは、同じゾーンに属していま
す。ディスク D1および D2が同時にオンラインである場合、次のどちらかの処理が適用され
ます。

•スイッチ 1で multi-pidオプションがディセーブルになります。ホスト Hに対して 2つの
RSCNが生成されます（1つはディスク D1用、もう 1つはディスク D2用）。

•スイッチ 1で multi-pidオプションがイネーブルになります。ホスト Hに対して RSCNが
1つ生成され、RSCNペイロードによって関連ポート IDがリストされます（この場合は
D1および D2）。

Nxポートには、multi-pid RSCNペイロードをサポートしないものがあります。その場合は、
RSCNの multi-pidオプションをディセーブルにしてください。

Note

PORT_OFFLINEイベントの場合、multi-pidオプションが有効か無効かに関係なく、複数の
RSCNが生成され (ポートの数に応じて)、すぐに送信されます。

PORT_ONLINEイベントの場合、

• multi-pidオプションが有効になっていると、ポートの数に関係なく単一のRSCNが生成さ
れ、すぐに送信されます。このRSCNには、起動するすべてのポートに関する情報を含む
複数のページが含まれています。

• multi-pidオプションが無効になっている場合、（ポートの数に応じて）複数のRSCNが生
成され、すぐに送信されます。

Note
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multi-pidオプションの設定

multi-pidオプションを設定できます。

SUMMARY STEPS

1. configure terminal
2. rscn multi-pid vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定された VSANの RSCNを multi-pidフォーマッ
トで送信します。

rscn multi-pid vsan vsan-id

Example:

ステップ 2

switch(config)# rscn multi-pid vsan 405

ドメインフォーマット SW-RSCNの抑制

ドメインフォーマット SW-RSCNは、ローカルスイッチ名またはローカルスイッチ管理 IPア
ドレスが変更されるとすぐに送信されます。この SW-RSCNは、ISLを介して、他のすべての
ドメインおよびスイッチに送信されます。リモートスイッチから、ドメインフォーマット

SW-RSCNを開始したスイッチに対してGMALコマンドおよびGIELNコマンドを発行すると、
変更内容を判別できます。ドメインフォーマット SW-RSCNによって、一部の他社製の SAN
スイッチで問題が発生することがあります。

これらの SW-RSCNの ISLを介した送信を抑制できます。

SUMMARY STEPS

1. configure terminal
2. rscn suppress domain-swrscn vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1
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PurposeCommand or Action
switch# configure terminal
switch(config)#

指定された VSANのドメインフォーマット
SW-RSCNの送信を抑制します。

rscn suppress domain-swrscn vsan vsan-id

Example:

ステップ 2

switch(config)# rscn suppress domain-swrscn vsan
250

結合 SW-RSCN

Cisco Nexus 9000スイッチでのファイバチャネルプロトコルのパフォーマンス向上のため、
SW-RSCNは遅延され、収集され、1つの結合 SW-RSCNとして単一ファイバチャネル交換で
ファブリック内のすべてのスイッチに送信されます。

結合 SW RSCNの有効化

結合 SW-RSCNを有効にするには、次の手順を実行します。

始める前に

•ファブリック内のすべてのスイッチが Cisco NX-OS 10.4(2)F以降を実行している必要があ
ります。

•この機能には、Cisco以外のスイッチとの相互運用性はありません。

手順の概要

1. configure terminal
2. rscn coalesce swrscn vsan vsan-id

3. rscn coalesce swrscn vsan vsan-id delay time

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

VSAN 1の Switch Registered State Change Notification
（SWRSCN）の結合を有効にします。デフォルト遅
延は 500ミリ秒です。

rscn coalesce swrscn vsan vsan-id

例：

switch(config)# rscn coalesce swrscn vsan 1

ステップ 2
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目的コマンドまたはアクション

VSAN 1の Switch Registered State Change Notification
（SWRSCN）の結合を有効にします。SW-RSCNを
最大で 800ミリ秒遅延します。

rscn coalesce swrscn vsan vsan-id delay time

例：

switch(config)# rscn coalesce swrscn vsan 1 delay
800

ステップ 3

（注）

Cisco NX-OS 10.4(2)F以降が稼働しているすべての
スイッチでは、デフォルトで結合SW-RSCNを処理
できますが、結合SW-RSCNの送信はCLIで有効に
した後でのみ可能です。

結合 SW-RSCNの無効化

結合 SW-RSCNを無効にするには、次の手順を実行します。

手順の概要

1. configure terminal
2. no rscn coalesce swrscn vsan vsan-id

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

VSAN 1の Switch Registered State Change Notification
（SWRSCN）の結合を無効にします。

no rscn coalesce swrscn vsan vsan-id

例：

ステップ 2

switch(config)# no rscn coalesce swrscn vsan 1

RSCN統計情報のクリア

カウンタをクリアしたあとに、それらのカウンタを別のイベントに関して表示することができ

ます。たとえば、特定のイベント（ONLINEまたは OFFLINEイベントなど）で生成された
RSCNまたは SW-RSCNの個数を追跡できます。このような統計情報を利用して、VSAN内で
発生する各イベントへの応答を監視できます。

次に、指定された VSANの RSCN統計情報をクリアする例を示します。
switch# clear rscn statistics vsan 1
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RSCN統計情報をクリアした後、show rscn statisticsコマンドを使用してクリアされたカウン
タを表示できます。

switch# show rscn statistics vsan 1

RSCNタイマーの設定

RSCNは、VSAN単位のイベントリストキューを維持します。RSCNイベントは、生成される
と、このキューに入れられます。最初のRSCNイベントがキューに入ると、VSAN単位のタイ
マーが始動します。タイムアウトになると、すべてのイベントがキューから出され、結合RSCN
が登録済みユーザに送信されます。デフォルトのタイマー値の場合に、登録済みユーザーに送

信される結合RSCNの数が最小になります。配置によっては、ファブリック内の変更を追跡す
るために、イベントタイマー値をさらに小さくする必要が生じることがあります。

RSCNタイマー値は、VSAN内のすべてのスイッチで同一にする必要があります。Note

CFSはデフォルトでイネーブルです。ファブリック内のすべてのデバイスで CFSをイネーブ
ルに設定しないと配信は受信されません。アプリケーションに対して CFSがディセーブルに
なっていると、そのアプリケーションからコンフィギュレーションは配信されず、ファブリッ

ク内の他のデバイスからの配信も受け取ることができません。CFSを有効にするには、cfs
distributeコマンドを使用します。

Note

ダウングレードを実行する場合は、事前に、ネットワーク内のRSCNタイマー値をデフォルト
値に戻してください。デフォルト値に戻しておかないと、VSANおよびその他のデバイスを経
由するリンクがディセーブルになります。

Note

RSCNタイマーを設定できます。

SUMMARY STEPS

1. configure terminal
2. rscn distribute
3. rscn event-tov timeout vsan vsan-id

4. no rscn event-tov timeout vsan vsan-id

5. rscn commit vsan vsan-id
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

RSCNタイマーの設定の配布をイネーブルにします。rscn distribute

Example:

ステップ 2

switch(config)# rscn distribute

指定した VSANのイベントタイムアウト値（ミリ
秒）を設定します。有効値は0～2000ミリ秒です。

rscn event-tov timeout vsan vsan-id

Example:

ステップ 3

値をゼロ（0）に設定すると、タイマーはディセー
ブルになります。

switch(config)# rscn event-tov 1000 vsan 501

デフォルト値（ファイバチャネル VSANの場合、
2000ミリ秒）に戻します。

no rscn event-tov timeout vsan vsan-id

Example:

ステップ 4

switch(config)# no rscn event-tov 1100 vsan 245

配布するRSCNタイマー設定を指定されたVSAN内
のスイッチにコミットします。

rscn commit vsan vsan-id

Example:

ステップ 5

switch(config)# rscn commit vsan 25

RSCNタイマー設定の確認

RSCNタイマー設定を確認するには、show rscn event-tov vsanコマンドを使用します。次に、
VSAN 10の RSCN統計情報をクリアする例を示します。
switch# show rscn event-tov vsan 10

Event TOV : 1000 ms

RSCNタイマー設定の配布

各スイッチのタイムアウト値は、手動で設定されるため、異なるスイッチが別々の時間にタイ

ムアウトになると、誤設定が生じます。ネットワーク内の異なる Nポートが別々の時間に
RSCNを受信してしまうことがあります。Cisco Fabric Service（CFS）インフラストラクチャで
は、RSCNタイマー設定情報をファブリック内のすべてのスイッチに自動的に配布すること
で、この状況を解消します。また、SW-RSCNの数も削減します。

RSCNは、配布と非配布の 2つのモードをサポートしています。配布モードでは、RSCNは
CFSを使用して、ファブリック内のすべてのスイッチに設定を配布します。非配布モードで
は、影響を受けるのはローカルスイッチに対するコンフィギュレーションコマンドだけです。
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すべてのコンフィギュレーションコマンドが配布されるわけではありません。配布されるの

は、rscn event-tov tov vsan vsanコマンドだけです。

Note

RSCNタイマー設定だけが配布されます。Caution

RSCNタイマーは、初期化およびスイッチオーバーの実行時に CFSに登録されます。ハイア
ベイラビリティを実現するため、RSCNタイマー配布がクラッシュし再起動する場合、または
スイッチオーバーが発生した場合には、クラッシュまたはスイッチオーバーが発生する前の状

態から、通常の機能が再開されます。

追加情報については、ご使用のデバイスの『System Management Configuration Guide』の「Using
Cisco Fabric Services」を参照してください。

RSCNタイマー設定の配布のイネーブル化

RSCNタイマー設定の配布をイネーブルに設定できます。

SUMMARY STEPS

1. configure terminal
2. rscn distribute
3. no rscn distribute

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

RSCNタイマーの設定の配布をイネーブルにします。rscn distribute

Example:

ステップ 2

switch(config)# rscn distribute

RSCNタイマーの配布をディセーブル（デフォルト）
にします。

no rscn distribute

Example:

ステップ 3

switch(config)# no rscn distribute
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ファブリックのロック

データベースを変更するときの最初のアクションによって、保留中のデータベースが作成さ

れ、VSAN内の機能がロックされます。ファブリックがロックされると、次のような状況にな
ります。

•他のユーザーがこの機能の設定に変更を加えることができなくなります。

•コンフィギュレーションデータベースのコピーが、最初のアクティブ変更と同時に保留中
のデータベースになります。

RSCNタイマー設定の変更のコミット

アクティブデータベースに加えられた変更をコミットする場合、ファブリック内のすべてのス

イッチに構成がコミットされます。コミットが正常に行われると、構成の変更がファブリック

全体に適用され、ロックが解除されます。

RSCNタイマー設定の変更をコミットできます。

SUMMARY STEPS

1. configure terminal
2. rscn commit vsan timeout

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

RSCNタイマーの変更をコミットします。rscn commit vsan timeout

Example:

ステップ 2

switch(config)# rscn commit vsan 500

RSCNタイマー設定の変更の廃棄

保留中のデータベースに加えられた変更を廃棄（中断）する場合、コンフィギュレーション

データベースは影響を受けないまま、ロックが解除されます。

RSCNタイマー設定の変更を廃棄できます。

SUMMARY STEPS

1. configure terminal
2. rscn abort vsan timeout
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

RSCNタイマーの変更を廃棄し、保留中のコンフィ
ギュレーションデータベースをクリアします。

rscn abort vsan timeout

Example:

ステップ 2

switch(config)# rscn abort vsan 800

ロック済みセッションのクリア

RSCNタイマー設定を変更したが、変更をコミットまたは廃棄してロックを解除するのを忘れ
た場合、管理者はファブリック内の任意のスイッチからロックを解除できます。管理者がこの

操作を行うと、ユーザーによる保留データベースの変更は廃棄され、ファブリックのロックは

解除されます。

保留中のデータベースは揮発性ディレクトリでだけ有効で、スイッチが再起動されると廃棄さ

れます。

管理者の特権を使用して、ロックされた RSCNセッションを解除するには、EXECモードで
clear rscn sessionコマンドを使用します。次に、VSAN 10の RSCNセッションをクリアする例
を示します。

switch# clear rscn session vsan 10

RSCN設定の配布情報の表示

次に、RSCN設定の配布の登録ステータスを表示する例を示します。
switch# show cfs application name rscn

Enabled : Yes

Timeout : 5s

Merge Capable : Yes

Scope : Logical

結合対象のファブリックの RSCNタイマー値が異なる場合、結合は失敗します。Note

次に、設定のコミット時に有効な一連のコンフィギュレーションコマンドを表示する例を示し

ます。
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保留中のデータベースには、既存設定と変更された設定の両方が含まれます。Note

switch# show rscn pending vsan 1

rscn event-tov 2000 ms vsan 1

rscn event-tov 2000 ms vsan 2

rscn event-tov 300 ms vsan 10

次に、保留中の設定とアクティブな設定の違いを表示する例を示します。

switch# show rscn pending-diff vsan 10

- rscn event-tov 2000

+ rscn event-tov 1001

RSCNのデフォルト設定
次の表に、RSCNのデフォルト設定を示します。

Table 21:デフォルトの RSCN設定値

デフォルトパラメータ

2000ミリ秒（ファイバチャネルVSAN）RSCNタイマー値

無効化RSCNタイマー設定の配
布
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第 13 章

DDAS

この章では、デバイスエイリアスサービスの配信方法について説明します。

この章は、次の項で構成されています。

• DDAS, on page 233

DDAS
Cisco SANのスイッチは、ファブリック規模単位で配信デバイスエイリアスサービス（デバ
イスエイリアス）をサポートします。

デバイスエイリアスについての情報

Cisco SANのスイッチは、ファブリック規模単位で配信デバイスエイリアスサービス（デバ
イスエイリアス）をサポートします。

CiscoSANスイッチで（ゾーン分割など）異なる機能を設定するためにデバイスのポートWWN
（pWWN）が指定されている必要がある場合、設定を行うたびに適切なデバイス名を割り当て
なければなりません。不適切なデバイス名は、予想外の結果を招くことがあります。pWWN
にわかりやすい名前を定義し、必要とされるすべてのコンフィギュレーションコマンドでこの

名前を使用すれば、こうした問題を回避できます。このようなわかりやすい名前をデバイスエ

イリアスと呼びます。

デバイスエイリアスの機能

デバイスエイリアスには、次のような特徴があります。

•デバイスエイリアス情報は、VSAN設定とは無関係です。

•デバイスエイリアス設定および配布は、ゾーンサーバおよびゾーンサーバデータベース
とは無関係です。

•データを失うことなく、従来のゾーンエイリアス設定をインポートできます。
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•デバイスエイリアスアプリケーションは Cisco Fabric Services（CFS）インフラストラク
チャを使用して、効率的なデータベースの管理および配布を実現します。デバイスエイリ

アスは、協調型配布モードおよびファブリック規模の配布範囲を使用します。

•基本および拡張および拡張モード。

•ゾーンを設定するために使用されたデバイスエイリアスは、それぞれの pWWNと一緒
に、showコマンド出力に自動的に表示されます。

追加情報については、ご使用のデバイスの『System Management Configuration Guide』の「Using
Cisco Fabric Services」を参照してください。

Related Topics

デバイスエイリアスのモード（236ページ）

デバイスエイリアスの前提条件

デバイスエイリアスには、次の要件があります。

•デバイスエイリアスを割り当てることができるのは pWWNだけです。

• pWWNとマッピングされるデバイスエイリアスは、1対1の関係である必要があります。

•デバイスエイリアス名には、最大 64文字の英数字を使用でき、次の文字を 1つまたは複
数加えることができます。

• a～ zおよび A～ Z

•デバイスエイリアス名は、先頭の文字が英数字である必要があります（a～ zまたは
A～ Z）。

• 1～ 9

• -（ハイフン）および _（下線）

• $（ドル記号）および ^（キャレット）記号

ゾーンエイリアスとデバイスエイリアスの比較

次の表で、ゾーンベースのエイリアス設定とデバイスエイリアス設定の違いを比較します。

Table 22:ゾーンエイリアスとデバイスエイリアスの比較

デバイスエイリアスゾーンベースのエイリアス

VSAN番号を指定せずにデバイスエイリアスを
定義できます。また、同一の定義を何の制約も

なく 1つまたは複数の VSANで使用できます。

エイリアスは指定した VSANに限定されま
す。
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デバイスエイリアスゾーンベースのエイリアス

pWWNを使用するすべての機能にデバイスエイ
リアスを使用できます。

ゾーンエイリアスは、ゾーン分割設定の一

部です。他の機能の設定にはエイリアス

マッピングを使用できません。

pWWNだけがサポートされます。エンドデバイスを指定するのにすべての

ゾーンメンバタイプを使用できます。

デバイスエイリアスは、ゾーン分割に限定され

ていません。デバイスエイリアス設定はFCNS、
ゾーン、および fcpingアプリケーションで使用
することができます。

設定はゾーンサーバデータベース内に含ま

れ、他の機能では使用できません。

デバイスエイリアスデータベース

デバイスエイリアス機能は 2つのデータベースを使用して、デバイスエイリアス設定を受け
入れ、実装します。

•有効なデータベース：ファブリックが現在使用しているデータベース

•保留中のデータベース：保留中のデバイスエイリアス設定の変更は保留中のデータベース
に保存されます。

デバイスエイリアス設定を変更する場合、変更している間はファブリックがロックされたまま

の状態なので、変更をコミットまたは廃棄する必要があります。

デバイスエイリアスデータベースの変更は、アプリケーションによって検証されます。いず

れかのアプリケーションがデバイスエイリアスデータベースの変更を受け入れることができ

ない場合、これらの変更は拒否されます。これは、コミットまたは結合の操作によって行われ

たデバイスエイリアスデータベースの変更に適用されます。

デバイスエイリアスの作成

保留データベースにデバイスエイリアスを作成できます。

SUMMARY STEPS

1. configure terminal
2. device-alias database
3. device-alias name device-name pwwn pwwn-id

4. no device-alias name device-name

5. device-alias rename old-device-name new-device-name
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

保留データベースコンフィギュレーションサブモー

ドを開始します。

device-alias database

Example:

ステップ 2

switch(config)# device-alias database
switch(config-device-alias-db)#

pWWNによって識別されるデバイスのデバイス名を
指定します。これが最初に入力されたデバイスエイ

device-alias name device-name pwwn pwwn-id

Example:

ステップ 3

リアスコンフィギュレーションコマンドであるたswitch(config-device-alias-db)# device-alias name
mydevice pwwn 21:01:00:e0:8b:2e:80:93 め、保留データベースへの書き込みを開始し、同時

にファブリックをロックします。

pWWNによって識別されるデバイスのデバイス名を
削除します。

no device-alias name device-name

Example:

ステップ 4

switch(config-device-alias-db)# no device-alias
name mydevice

既存のデバイスエイリアスを新しい名前に変更しま

す。

device-alias rename old-device-name new-device-name

Example:

ステップ 5

switch(config-device-alias-db)# device-alias
rename mydevice mynewdevice

例

次に、デバイスエイリアス設定を表示する例を示します。

switch# show device-alias name x

device-alias name x pwwn 21:01:00:e0:8b:2e:80:93

デバイスエイリアスのモード

基本モード（デフォルトモード）で動作する場合、デバイスエイリアスはすぐに pWWNに展
開されます。基本モードで、デバイスエイリアスがたとえば新しい Host Bus Adapter（HBA）
を指定するように変更された場合、その変更はゾーンサーバには反映されません。ユーザーは

以前の HBAの pWWNを削除して新しい HBAの pWWNを追加し、ゾーンセットを再度アク
ティブ化する必要があります。
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Cisco NX-OS Release 10では、基本デバイスエイリアスモードと拡張デバイスエイリアスモー
ドの両方がサポートされています。 1(1) 2(1)F。

Note

拡張モードで動作する場合、アプリケーションはネイティブ形式でのデバイスエイリアス名を

受け入れます。デバイスエイリアスを pWWNに展開する代わりに、デバイスエイリアス名が
設定に保存され、ネイティブデバイスエイリアス形式で配布されます。このため、ゾーンサー

バーなどのアプリケーションは、自動的にデバイスエイリアスメンバーシップの変更を追跡

し、それに応じて変更を実行します。拡張モードでの動作の主な利点は、変更の実施を1カ所
で行えるということです。

デバイスエイリアスモードを変更すると、デバイスエイリアスの配布がイネーブルまたはオ

ンの場合にだけ、変更がネットワーク内のほかのスイッチに配布されます。イネーブルまたは

オン以外の場合、モード変更はローカルスイッチでだけ行われます。

拡張モードまたはネイティブデバイスエイリアスベースの設定は、interopモードのVSANで
は受け入れられません。対応するゾーンにネイティブデバイスエイリアスベースのメンバが

ある場合、IVRゾーンセットのアクティベーションは interopモードの VSANで失敗します。

Note

デバイスエイリアスサービスに対するデバイスエイリアスのモードの注意事項と制限

事項

デバイスエイリアスサービス設定時の注意事項と制限事項は次のとおりです。

•異なるデバイスエイリアスモードで稼働している 2つのファブリックが結合されると、
デバイスエイリアスの結合は失敗します。結合プロセス中、一方のモードまたは他方の

モードに自動的に変換できません。このような状況では、どちらか一方のモードを選択す

る必要があります。

•拡張モードから基本モードに変更する前に、最初にローカルスイッチとリモートスイッ
チの両方からすべてのネイティブデバイスエイリアスベースの設定を明示的に削除する

か、またはすべてのデバイスエイリアスベース設定のメンバを対応する pWWNに置き換
える必要があります。

•デバイスエイリアスデータベースからデバイスエイリアスを削除すると、すべてのアプ
リケーションは対応するデバイスエイリアスの実行を自動的に中止します。対応するデバ

イスエイリアスがアクティブなゾーンセットの一部である場合、その pWWNを出入りす
るすべてのトラフックが中断されます。

•デバイスエイリアス名を変更すると、デバイスエイリアスデータベース内のデバイスエ
イリアス名が変更されるだけでなく、すべてのアプリケーションの対応するデバイスエイ

リアス設定も置き換えられます。

•デバイスエイリアスデータベースに新しいデバイスエイリアスが追加され、そのデバイ
スエイリアスにアプリケーション設定が存在する場合、設定は自動的に有効になります。
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たとえば、対応するデバイスエイリアスがアクティブなゾーンセットの一部で、デバイス

がオンラインの場合、ゾーン分割が自動的に実行されます。ゾーンセットを再度アクティ

ブ化する必要はありません。

•デバイスエイリアス名が新しい HBAの pWWNにマッピングされると、それに応じてア
プリケーションの適用方法が変更されます。この場合、ゾーンサーバーは、新しい HBA
の pWWNに基づいて自動的にゾーン分割を適用します。

デバイスエイリアスモードの設定

拡張モードで動作するデバイスエイリアスを設定できます。

SUMMARY STEPS

1. configure terminal
2. device-alias mode enhanced
3. no device-alias mode enhance

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

拡張モードで動作するデバイスエイリアスを割り当

てます。

device-alias mode enhanced

Example:

ステップ 2

switch(config)# device-alias mode enhanced

基本モードで動作するデバイスエイリアスを割り当

てます。

no device-alias mode enhance

Example:

ステップ 3

switch(config)# no device-alias mode enhance

例

次に、現在のデバイスエイリアスモード設定を表示する例を示します。

switch# show device-alias status

Fabric Distribution: Enabled

Database:- Device Aliases 0 Mode: Basic

Locked By:- User "admin" SWWN 20:00:00:0d:ec:30:90:40

Pending Database:- Device Aliases 0 Mode: Basic
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デバイスエイリアスの配布

デフォルトでは、デバイスエイリアスの配布はイネーブルになっています。デバイスエイリ

アス機能は CFSを使用して、ファブリック内のすべてのスイッチに変更内容を配布します。

デバイスエイリアスの配布がディセーブルの場合、データベースの変更内容はファブリック内

のスイッチに配布されません。ファブリック内のすべてのスイッチで同じ変更を手動で行い、

デバイスエイリアスデータベースを最新の状態に維持する必要があります。すぐにデータベー

スの変更が行われるので、保留中のデータベースおよびコミットまたは中断の操作もありませ

ん。変更をコミットしていない状態で配布をディセーブルにすると、コミット作業は失敗しま

す。

CFSはデフォルトでイネーブルです。ファブリックのすべてのデバイスではCFSが有効になっ
ている必要があります。そうでない場合、デバイスは配信を受け入れません。アプリケーショ

ンで CFS配信が無効にされている場合、そのアプリケーションは構成を配信せず、またファ
ブリック内の他のデバイスからの配信も受け入れません。CFSを有効にするには、cfsdistribute
コマンドを使用します。

Note

次に、失敗したデバイスエイリアスのステータスを表示する例を示します。

switch# show device-alias status

Fabric Distribution: Disabled

Database:- Device Aliases 25

Status of the last CFS operation issued from this switch:

==========================================================

Operation: Commit

Status: Failed (Reason: Operation is not permitted as the fabric distribution is

currently disabled.)

ファブリックのロック

デバイスエイリアス設定作業を行うと（どのデバイスエイリアス作業かに関係なく）、ファ

ブリックはデバイスエイリアス機能に対して自動的にロックされます。ファブリックがロック

されると、次のような状況になります。

•他のユーザーがこの機能の設定に変更を加えることができなくなります。

•有効なデータベースのコピーが取得され、保留データベースとして使用されます。保留中
のデータベースに対して、以降の変更が行われます。保留データベースへの変更をコミッ

トするかまたは破棄（abort）するまで、保留データベースは使用されます。

変更のコミット

変更をコミットできます。

保留中のデータベースに行われた変更内容をコミットした場合、次のイベントが発生します。
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•有効なデータベースの内容が、保留中のデータベースの内容に上書きされます。

•保留中のデータベースがファブリック内のスイッチに配布され、これらのスイッチの有効
なデータベースが新しい変更内容に上書きされます。

•保留中のデータベースの内容が空になります。

•ファブリックロックがこの機能に対して解除されます。

SUMMARY STEPS

1. configure terminal
2. device-alias commit

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

現在アクティブなセッションに対する変更をコミッ

トします。

device-alias commit

Example:

ステップ 2

switch(config)# device-alias commit

変更の破棄

デバイスエイリアスのセッション変更を破棄できます。

保留中のデータベースで行われた変更内容を廃棄した場合、次のイベントが発生します。

•有効なデータベースの内容は影響を受けません。

•保留中のデータベースの内容が空になります。

•ファブリックロックがこの機能に対して解除されます。

SUMMARY STEPS

1. configure terminal
2. device-alias abort
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

現在アクティブなセッションを廃棄します。device-alias abort

Example:

ステップ 2

switch(config)# device-alias abort

例

次に、破棄操作のステータスを表示する例を示します。

switch(config)# show device-alias status

Fabric Distribution: Enabled
Database:- Device Aliases 2 Mode: Basic
Checksum: 0x22a1d11a2762bdb3cae50f16a21a1e1
Locked By:- User "CLI/SNMPv3:admin" SWWN 20:00:00:de:fb:9d:0e:a0
Pending Database:- Device Aliases 3 Mode: Basic

次に、中断操作のステータスを表示する例を示します。

switch(config)# device-alias abort
switch(config)#

switch(config)# show device-alias session status
Last Action Time Stamp : Mon Nov 4 09:10:11 2019
Last Action : Abort
Last Action Result : Success
Last Action Failure Reason : none
switch(config)#

ファブリックロックの上書き

ロック操作（クリア、コミット、中断）は、デバイスエイリアスの配布がイネーブルの場合に

だけ使用できます。ユーザーがデバイスエイリアス作業を行ったが、変更のコミットや廃棄を

行ってロックを解除するのを忘れていた場合、管理者はファブリック内の任意のスイッチから

ロックを解除できます。管理者がこの操作を行うと、ユーザーによる保留データベースの変更

は廃棄され、ファブリックのロックは解除されます。

スイッチを再起動した場合、変更は volatileディレクトリでだけ使用でき、また廃棄される場
合もあります。

管理者の権限を使用して、ロックされたデバイスエイリアスセッションを解除するには、

EXECモードで clear device-alias sessionコマンドを使用します。
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switch# clear device-alias session

次に、クリア操作のステータスを表示する例を示します。

switch# show device-alias status

Fabric Distribution: Enabled

Database:- Device Aliases 24

Status of the last CFS operation issued from this switch:

==========================================================

Operation: Clear Session<--------------------Lock released by administrator

Status: Success<-----------------------------Successful status of the operation

デバイスエイリアスの配布のディセーブル化とイネーブル化

デバイスエイリアスの配布をディセーブルまたはイネーブルに設定できます。

SUMMARY STEPS

1. configure terminal
2. no device-alias distribute
3. device-alias distribute

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

配布をディセーブルにします。no device-alias distribute

Example:

ステップ 2

switch(config)# no device-alias distribute

配布をイネーブルにします（デフォルト）。device-alias distribute

Example:

ステップ 3

switch(config)# device-alias distribute

例

次に、デバイスエイリアスの配布のステータスを表示する例を示します。

switch# show device-alias status

Fabric Distribution: Disabled
Database:- Device Aliases 3 Mode: Basic
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Checksum: 0x284031ab5aade498a7e89cef1b04d7f
switch(config)#

次に、配布がディセーブルな場合のデバイスエイリアスの表示例を示します。

switch# show device-alias status

Fabric Distribution: Disabled
Database:- Device Aliases 3 Mode: Basic
Checksum: 0x284031ab5aade498a7e89cef1b04d7f
switch(config)#

レガシーゾーンエイリアスの構成

次の制約事項を満たす場合、レガシーゾーンエイリアス設定をインポートし、データを失う

ことなくこの機能を使用できます。

•各ゾーンエイリアスには、メンバが 1つだけあります。

•メンバのタイプは pWWNです。

名前または定義の競合が存在する場合、ゾーンエイリアスはインポートされません。

設定に応じて、必要とされるゾーンエイリアスをデバイスエイリアスデータベースにコピー

してください。

インポート操作が終了し、commit操作を行うと、変更されたエイリアスデータベースが物理
ファブリック内のほかのすべてのスイッチに配布されます。ファブリック内の他のスイッチに

設定を配信する必要がない場合は、abort処理を実行して、マージ変更内容をすべて破棄でき
ます。

ゾーンエイリアスのインポート

特定の VSANのゾーンエイリアスをインポートできます。

SUMMARY STEPS

1. configure terminal
2. device-alias import fcalias vsan vlan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#
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PurposeCommand or Action

指定された VSANの fcalias情報をインポートしま
す。

device-alias import fcalias vsan vlan-id

Example:

ステップ 2

switch(config)# device-alias import fcalias vsan

デバイスエイリアスデータベースの結合の注意事項

2つのデバイスエイリアスデータベースを結合する場合は、次の注意事項に従ってください。

•名前が異なる 2つのデバイスエイリアスが同一の pWWNにマッピングされていないこと
を確認します。

• 2つの同一の pWWNが 2つの異なるデバイスエイリアスにマッピングされていないこと
を確認します。

•両方のデータベースのデバイスエイリアスの合計数が、Cisco MDS SAN-OS Release 3.0
（x）以前が稼働しているファブリックでは 8K（8191個のデバイスエイリアス）、Cisco
MDS SAN-OS Release 3.1（x）以降が稼働しているファブリックでは 20Kを超えていない
ことを確認します。

•両方のデータベースのデバイスエイリアスの総数が、20Kを超えていないことを確認して
ください。

両方のデータベースのデバイスエントリの合計数がサポートされる設定制限値を超えた場合、

結合は失敗します。たとえば、データベース Nに 6000個のデバイスエイリアス、データベー
ス Mに 2192個のデバイスエイリアスがあり、SAN-OS Release 3.0(x)以前が稼働している場
合、この結合操作は失敗します。デバイスエイリアスモードが一致していない場合も、結合

操作は失敗します。

追加情報については、ご使用のデバイスの『System Management Configuration Guide』の「CFS
Merge Support」を参照してください。

デバイスエイリアス構成の確認

デバイスエイリアス情報を表示するには、次のいずれかの作業を実行します。

目的コマンド

ゾーンセット情報のデバイスエイリアスを表

示します。

show zoneset [active]

デバイスエイリアスデータベースを表示しま

す。

show device-alias database [pending |
pending-diffs]

指定されたpWWNまたはエイリアスのデバイ
スエイリアス情報を表示します。

show device-alias {pwwn pwwn-id | name
device-name } [pending]
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目的コマンド

FLOGIデータベースのデバイスエイリアス情
報を表示します。

show flogi database [pending]

FCNSデータベースのデバイスエイリアス情
報を表示します。

show fcns database [pending]

デバイスエイリアスサービスのデフォルト設定

次の表に、デバイスエイリアスパラメータのデフォルト設定を示します。

Table 23:デフォルトのデバイスエイリアスパラメータ

デフォルトパラメータ

イネーブルデバイスエイリアスの配布

基本（Basic）：デバイスエイリアスのモード

有効なデータベース使用中のデータベース

保留中のデータベース変更を受け入れるデータベース

最初のデバイスエイリアス作業でロックさ

れる

デバイスエイリアスファブリックロックの状態
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第 14 章

ゾーンの設定と管理

この章では、ゾーンの設定と管理方法について説明します。

この章は、次の項で構成されています。

•ゾーンに関する情報, on page 247

ゾーンに関する情報
ゾーン分割により、ストレージデバイス間またはユーザーグループ間でアクセスコントロー

ルの設定ができます。ファブリックで管理者権限を持つユーザーは、ゾーンを作成してネット

ワークセキュリティを強化し、データ損失またはデータ破壊を防止できます。ゾーン分割は、

送信元/宛先 IDフィールドを検証することによって実行されます。

Cisco NX-OSリリース10.2(1)は、基本、拡張、およびスマートゾーニングをサポートします。
FC-GS-4および FC-SW-3規格で指定されている高度なゾーン分割機能がサポートされます。
既存の基本ゾーン分割機能または規格に準拠した高度なゾーン分割機能のどちらも使用できま

す。

Note

Cisco NX-OSリリース 9.3(5)は、拡張ゾーニングとスマートゾーニングをサポートします。
FC-GS-4および FC-SW-3規格で指定されている高度なゾーン分割機能がサポートされます。
既存の基本ゾーン分割機能または規格に準拠した高度なゾーン分割機能のどちらも使用できま

す。

ゾーン分割に関する情報

ゾーン分割の特徴

ゾーン分割には、次の特徴があります。

•ゾーンは、複数のゾーンメンバで構成されます。
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•ゾーンのメンバ同士はアクセスできますが、異なるゾーンのメンバ同士はアクセスで
きません。

•ゾーン分割がアクティブでない場合、すべてのデバイスがデフォルトゾーンのメンバ
となります。

•ゾーン分割がアクティブの場合、アクティブゾーン（アクティブゾーンセットに含
まれるゾーン）にないデバイスがデフォルトゾーンのメンバとなります。

•ゾーンのサイズを変更できます。

•デバイスは複数のゾーンに所属できます。

•物理ファブリックでは、最大16,000メンバを収容できます。これには、ファブリック
内のすべての VSANが含まれます。

•ゾーンセットは、1つまたは複数のゾーンで構成されます。

•ゾーンセットは、単一エンティティとしてファブリックのすべてのスイッチでアク
ティブまたは非アクティブにできます。

• VSAN内でアクティブにできるのは、常に 1つのゾーンセットだけです。

• 1つのゾーンを複数のゾーンセットのメンバにできます。

•ゾーンスイッチあたりの最大ゾーンセット数は 1000です。

•ゾーン分割は、ファブリックの任意のスイッチから管理できます。

•任意のスイッチからゾーンをアクティブにした場合、ファブリックのすべてのスイッ
チがアクティブゾーンセットを受信します。また、ファブリック内のすべてのスイッ

チにフルゾーンセットが配布されます（送信元スイッチでこの機能が基本ゾーニン

グモードでイネーブルであり、拡張ゾーニングモードでデフォルトである場合）。

•既存のファブリックに新しいスイッチが追加されると、新しいスイッチによってゾー
ンセットが取得されます。

•ゾーンの変更を中断せずに設定できます。

•影響を受けないポートまたはデバイスのトラフィックを中断させることなく、新しい
ゾーンおよびゾーンセットをアクティブにできます。

•ゾーンメンバーシップは、次のデバイスエイリアスメンバーを使用して指定できます。

• Port World Wide Name（pWWN）：スイッチに接続された Nポートの pWWNをゾー
ンのメンバとして指定します。

•ファブリック pWWN：ファブリックポートのWWN（スイッチポートのWWN）を
指定します。このメンバーシップは、ポートベースゾーン分割とも呼ばれます。

• FC ID：スイッチに接続されたNポートのFC IDをゾーンのメンバとして指定します。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
248

ゾーンの設定と管理

ゾーン分割の特徴



•インターフェイスおよびSwitch WWN（sWWN）：sWWNによって識別されたスイッ
チのインターフェイスを指定します。このメンバーシップは、インターフェイスゾー

ン分割とも呼ばれます。

•インターフェイスおよびドメイン ID：ドメイン IDによって識別されたスイッチのイ
ンターフェイスを指定します。

•ドメイン IDおよびポート番号：シスコスイッチドメインのドメイン IDを指定し、
さらに他社製スイッチに所属するポートを指定します。

•デバイスエイリアス：デバイスエイリアス名を指定します。

• FCエイリアス：FCエイリアスの名前を指定します。

仮想ファイバチャネルインターフェイスのスイッチに接続されたNポートでは、ログインデ
バイスのデバイスエイリアス、Nポートの pWWN、Nポートの FC ID、または仮想ファイバ
チャネルインターフェイスのファブリック pWWNを使用して、ゾーンメンバーシップを指定
できます。

Note

•デフォルトゾーンメンバーシップには、特定のメンバーシップとの関係を持たないすべ
てのポートまたはWWNが含まれます。デフォルトゾーンメンバ間のアクセスは、デフォ
ルトゾーンポリシーによって制御されます。

• VSANあたり最大 8000ゾーン、スイッチ上の全 VSANで最大 8000ゾーンを設定できま
す。

•最大 4000のゾーン ACLエントリがサポートされています。

•ゾーン ACLエントリの数が 4000を超えると、ゾーンはソフトゾーニングモードに移行
する可能性があります。

インターフェイスベースゾーン分割は、Cisco SANスイッチでのみ機能します。インターフェ
イスベースゾーン分割は、interopモードで設定された VSANでは機能しません。

Note

ゾーン分割の例

次の図に、ファブリックの 2つのゾーン（ゾーン 1およびゾーン 2）で構成されるゾーンセッ
トを示します。ゾーン 1は、3つすべてのホスト（H1、H2、H3）からストレージシステム S1
と S2に存在するデータへのアクセスを提供します。ゾーン 2では、S3のデータに H3からだ
けアクセスできます。H3は、両方のゾーンに存在します。

Figure 22: 2つのゾーンによるファブリック
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ほかの方法を使用して、このファブリックを複数のゾーンに分割することもできます。次の図

は、別の方法を示します。新しいソフトウェアをテストするために、ストレージシステム S2
を分離する必要があると想定します。これを実行するために、ホスト H2とストレージ S2だ
けを含むゾーン 3が設定されます。ゾーン 3ではアクセスを H2と S2だけに限定し、ゾーン
1ではアクセスを H1と S1だけに限定できます。

Figure 23: 3つのゾーンによるファブリック

ゾーン実装

Cisco SANスイッチは、自動的に次の基本的なゾーン機能をサポートします（設定を追加する
必要はありません）。

•ゾーンが VSANに含まれます。

•ハードゾーン分割を手動でディセーブルにすることはできません。

•ネームサーバークエリーがソフトゾーン分割されます。

•アクティブゾーンセットだけが配布されます。

•ゾーン分割されていないデバイスは、相互にアクセスできません。

•各 VSANに同一名のゾーンまたはゾーンセットを含めることができます。

•各 VSANには、フルデータベースとアクティブデータベースがあります。

•アクティブゾーンセットを変更するには、フルゾーンデータベースをアクティブ化する
必要があります。

•アクティブゾーンセットは、スイッチの再起動後も維持されます。

•フルデータベースに加えた変更は、明示的に保存する必要があります。

•ゾーンの再アクティブ化（ゾーンセットがアクティブの状態で、別のゾーンセットをア
クティブ化する場合）しても、既存のトラフィックは中断しません。

必要に応じて、さらに次のゾーン機能を設定できます。

• VSAN単位ですべてのスイッチにフルゾーンセットを伝播します。

•ゾーン分割されていないメンバのデフォルトポリシーを変更します。

• VSANを interopモードに設定することによって、他のベンダーと相互運用できます。相
互に干渉することなく、同じスイッチ内で 1つの VSANを interopモードに、別の VSAN
を基本モードに設定することもできます。

• Eポートを分離状態から復旧します。
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アクティブおよびフルゾーンセット

ゾーンセットを設定する前に、次の注意事項について検討してください。

•各 VSANは、複数のゾーンセットを持つことができますが、アクティブにできるのは常
に 1つのゾーンセットだけです。

•ゾーンセットを作成すると、そのゾーンセットは、フルゾーンセットの一部となりま
す。

•ゾーンセットがアクティブな場合は、フルゾーンセットからのゾーンセットのコピーが
ゾーン分割の実行に使用されます。これは、アクティブゾーンセットと呼ばれます。ア

クティブゾーンセットは変更できません。アクティブゾーンセットに含まれるゾーン

は、アクティブゾーンと呼ばれます。

•管理者は、同一名のゾーンセットがアクティブであっても、フルゾーンセットを変更で
きます。ただし、加えられた変更が有効になるのは、再アクティブ化したときです。

•アクティブ化が実行されると、永続的なコンフィギュレーションにアクティブゾーンセッ
トが自動保存されます。これにより、スイッチのリセットにおいてもスイッチはアクティ

ブゾーンセット情報を維持できます。

•ファブリックのその他すべてのスイッチは、アクティブゾーンセットを受信するので、
それぞれのスイッチでゾーン分割を実行できます。

•ハードおよびソフトゾーン分割は、アクティブゾーンセットを使用して実装されます。
変更は、ゾーンセットのアクティブ化によって有効になります。

•アクティブゾーンセットに含まれない FC IDまたは Nxポートは、デフォルトゾーンに
所属します。デフォルトゾーン情報は、他のスイッチに配信されません。

1つのゾーンセットがアクティブな場合に、別のゾーンセットをアクティブにすると、現在ア
クティブなゾーンセットが自動的に非アクティブになります。新しいゾーンセットをアクティ

ブにする前に、現在のアクティブゾーンセットを明示的に非アクティブにする必要はありま

せん。

Note

次の図は、アクティブなゾーンセットに追加されるゾーンを示します。

Figure 24:アクティブおよびフルゾーンセット

ゾーンの設定

ゾーンを設定し、ゾーン名を割り当てることができます。
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SUMMARY STEPS

1. configure terminal
2. zone name zone-name vsan vsan-id

3. member type value

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定された VSANにゾーンを設定します。zone name zone-name vsan vsan-id

Example:

ステップ 2

Note
すべての英数字か、または記号（$、-、^、_）のう
ち 1つがサポートされます。

switch(config)# zone name test vsan 5

指定されたタイプ（pWWN、ファブリックpWWN、
FC ID、FCエイリアス、デバイスエイリアス、ドメ

member type value

Example:

ステップ 3

イン ID、またはインターフェイス）および値に基づ
いて、指定されたゾーンにメンバを設定します。

switch(config-zone)# member interface 4

Caution
同じファブリック内に FabricWareを実行する Cisco
MDS 9020スイッチがある場合には、Cisco NX-OS
を実行するすべての SANスイッチには、pWWNタ
イプのゾーン分割だけを設定する必要があります。

Tip
該当する表示コマンド（たとえば、show interface
または show flogi databaseコマンド）を使用して、
必要な値を 16進表記で取得します。

設定例

show wwn switchコマンドを使用して sWWNを取得します。sWWNを指定しない場合、ソフ
トウェアは自動的にローカル sWWNを使用します。

Tip

次の例では、ゾーンメンバを設定します。

switch(config)# zone name MyZone vsan 2
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pWWNの例：
switch(config-zone)# member pwwn 10:00:00:23:45:67:89:ab

ファブリック pWWNの例：
switch(config-zone)# member fwwn 10:01:10:01:10:ab:cd:ef

FC IDの例：
switch(config-zone)# member fcid 0xce00d1

FCエイリアスの例：
switch(config-zone)# member fcalias Payroll

デバイスエイリアスの例：

switch(config-zone)# member device-alias finance

ドメイン IDの例：
switch(config-zone)# member domain-id 2 portnumber 23

Show WWNの例:
switch# show wwn switch

ローカル sWWNインターフェイスの例：
switch(config-zone)# member interface vfc 21

リモート sWWNインターフェイスの例：
switch(config-zone)# member interface vfc 21 swwn 20:00:00:05:30:00:4a:de

ドメイン IDインターフェイスの例：
switch(config-zone)# member interface vfc 21 domain-id 25

system default zone default-zone permitおよび system default zone distribute fullなどのゾーンの
デフォルトシステム設定は、設定を手動で適用した後に、新しく作成された VSANでのみ有
効になります。これらの設定は、FCセットアップスクリプトの一部として設定されている場
合でも、VSAN 1に適用されない場合があります。

Note

次に、異なるタイプのメンバエイリアスを設定する例を示します。

switch(config)# fcalias name AliasSample vsan 3

pWWNの例：
switch(config-fcalias)# member pwwn 10:00:00:23:45:67:89:ab

fWWNの例：
switch(config-fcalias)# member fwwn 10:01:10:01:10:ab:cd:ef

FC IDの例：
switch(config-fcalias)# member fcid 0x222222

ドメイン IDの例：
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switch(config-fcalias)# member domain-id 2 portnumber 23

デバイスエイリアスの例：

switch(config-fcalias)# member device-alias devName

ゾーンセット

次の図では、それぞれ独自のメンバーシップ階層とゾーンメンバを持つセットが2つ作成され
ます。

Figure 25:ゾーンセット、ゾーン、ゾーンメンバーの階層

ゾーンは、アクセスコントロールを指定するための方式を提供します。ゾーンセットは、ファ

ブリックでアクセスコントロールを実行するためのゾーンの分類です。ゾーンセット Aまた
はゾーンセット Bのいずれか（両方でなく）をアクティブにできます。

ゾーンセットはメンバゾーンおよびVSAN名で設定します（設定されたVSANにゾーンセッ
トが存在する場合）。

Tip

ゾーンセットのアクティブ化

既存のゾーンセットをアクティブまたは非アクティブにできます。

ゾーンセットに加えた変更は、それがアクティブ化されるまで、フルゾーンセットには反映

されません。

SUMMARY STEPS

1. configure terminal
2. zoneset activate name zoneset-name vsan vsan-id

3. no zoneset activate name zoneset-name vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定されたゾーンセットをアクティブにします。zoneset activate name zoneset-name vsan vsan-id

Example:

ステップ 2
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PurposeCommand or Action
switch(config)# zoneset activate name test vsan
34

指定されたゾーンセットを非アクティブにします。no zoneset activate name zoneset-name vsan vsan-id

Example:

ステップ 3

switch(config)# no zoneset activate name test vsan
30

デフォルトゾーン

ファブリックの各メンバは（デバイスが Nxポートに接続されている状態）、任意のゾーンに
所属できます。どのアクティブゾーンにも所属しないメンバは、デフォルトゾーンの一部と

見なされます。したがって、ファブリックにアクティブなゾーンセットがない場合、すべての

デバイスがデフォルトゾーンに所属するものと見なされます。メンバは複数のゾーンに所属で

きますが、デフォルトゾーンに含まれるメンバは、その他のゾーンに所属できません。接続さ

れたポートが起動すると、スイッチは、ポートがデフォルトゾーンのメンバか判別します。

設定されたゾーンとは異なり、デフォルトゾーン情報は、ファブリックの他のスイッチに配信

されません。

Note

トラフィックをデフォルトゾーンのメンバ間で許可または拒否できます。この情報は、すべて

のスイッチには配信されません。各スイッチで設定する必要があります。

スイッチが初めて初期化されたとき、ゾーンは設定されておらず、すべてのメンバがデフォル

トゾーンに所属するものと見なされます。メンバは、相互に通信する許可を受けていません。

Note

ファブリックの各スイッチにデフォルトゾーンポリシーを設定します。ファブリックの 1つ
のスイッチでデフォルトゾーンポリシーを変更する場合、必ずファブリックの他のすべての

スイッチでも変更してください。

デフォルトゾーン設定のデフォルト設定値は変更できます。Note

デフォルトポリシーが permitとして設定される場合、またはゾーンセットがアクティブのと
き、デフォルトゾーンメンバは明示的に表示されます。デフォルトポリシーが denyとして設
定されている場合、アクティブゾーンセットを表示すると、このゾーンのメンバの一覧表示

は明示されません。

デフォルトゾーンのアクセス権限の設定

デフォルトゾーン内のメンバに対してトラフィックを許可または拒否するには、次の作業を行

います。
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SUMMARY STEPS

1. configure terminal
2. zone default-zone permit vsan vsan-id

3. no zone default-zone permit vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

デフォルトゾーンメンバへのトラフィックフロー

を許可します。

zone default-zone permit vsan vsan-id

Example:

ステップ 2

switch(config)# zone default-zone permit vsan 13

デフォルトゾーンメンバへのトラフィックフロー

を拒否（デフォルト）します。

no zone default-zone permit vsan vsan-id

Example:

ステップ 3

switch(config)# no zone default-zone permit vsan
40

FCエイリアスの作成

次の値を使用して、エイリアス名を割り当て、エイリアスメンバを設定できます。

• pWWN：Nポートの 16進表記のWWN（10:00:00:23:45:67:89:abなど）

• fWWN：ファブリックポートの 16進表記のWWN（10:00:00:23:45:67:89:abなど）

• FC ID：0xhhhhhh形式の Nポート ID（0xce00d1など）

•ドメインID：ドメインIDは 1～ 239の整数です。このメンバーシップ設定を完了するに
は、他社製スイッチの必須ポート番号が必要です。

•インターフェイス：インターフェイスベースゾーン分割は、スイッチインターフェイス
がゾーンを設定するのに使用される点でポートベースゾーン分割と似ています。スイッチ

インターフェイスをローカルスイッチとリモートスイッチの両方でゾーンメンバとして

指定できます。リモートスイッチを指定するには、特定の VSAN内のリモート Switch
WWN（sWWN）またはドメイン IDを入力します。

•デバイスエイリアス：デバイスエイリアス名を指定します。

スイッチは、VSANあたり最大 2048のエイリアスをサポートします。Tip
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FCエイリアスの作成

エイリアスを作成します。

SUMMARY STEPS

1. configure terminal

2. エイリアス名 vsan-id fcalias name vsan
3. member type value

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

エイリアス名を設定します。名称は 64文字以内の
英数字のストリング（大文字と小文字を区別）で指

定します。

エイリアス名 vsan-id fcalias name vsan

Example:
switch(config)# fcalias name testname vsan 50

ステップ 2

指定されたタイプ（pWWN、ファブリックpWWN、
FC ID、ドメイン ID、またはインターフェイス）お

member type value

Example:

ステップ 3

よび値に基づいて、指定された FCエイリアスにメ
ンバーを設定します。

switch(config-fcalias)# member pwwn
20:00:20:94:00:00:00:01

Note
複数のメンバを複数の行で指定できます。

FCエイリアスの作成例

Table 24: memberコマンドのタイプおよび値の構文

member device-alias device-aliasデバイスエイリアス

ドメイン ID番号 member domain-id portnumberドメイン ID

member fcid fcidFC ID

member fwwn fwwn-idファブリック pWWN
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member interface type slot/port

Note
これが QSFP+ GEMまたはブレイクアウトポートの場合、port
構文は QSFP-module/portになります。

Note
これが 10Gブレイクアウトポートの場合、slot/port構文は
QSFP-module/portになります。

ローカル sWWNインター
フェイス

member interface type slot/port domain-id domain-id

Note
これが QSFP+ GEMまたはブレイクアウトポートの場合、port
構文は QSFP-module/portになります。

Note
これが 10Gブレイクアウトポートの場合、slot/port構文は
QSFP-module/portになります。

ドメイン IDインターフェイ
ス

member interface type slot/port swwn swwn-id

Note
これが QSFP+ GEMまたはブレイクアウトポートの場合、port
構文は QSFP-module/portになります。

Note
これが 10Gブレイクアウトポートの場合、slot/port構文は
QSFP-module/portになります。

リモート sWWNインター
フェイス

member pwwn pwwn-idpWWN

次に、異なるタイプのメンバエイリアスを設定する例を示します。

switch(config)# fcalias name AliasSample vsan 3

pWWNの例：
switch(config-fcalias)# member pwwn 10:00:00:23:45:67:89:ab

fWWNの例：
switch(config-fcalias)# member fwwn 10:01:10:01:10:ab:cd:ef

FC IDの例：
switch(config-fcalias)# member fcid 0x222222

ドメイン IDの例：
switch(config-fcalias)# member domain-id 2 portnumber 23

ローカル sWWNインターフェイスの例：
switch(config-fcalias)# member interface vfc 21
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リモート sWWNインターフェイスの例：
switch(config-fcalias)# member interface vfc 21 swwn 20:00:00:05:30:00:4a:de

ドメイン IDインターフェイスの例：
switch(config-fcalias)# member interface vfc21 domain-id 25

デバイスエイリアスの例：

switch(config-fcalias)# member device-alias devName

ゾーンセットの作成とメンバゾーンの追加

ゾーンセットを作成して複数のメンバーゾーンを追加できます。

SUMMARY STEPS

1. configure terminal
2. zone set name zoneset-name vsan vsan-id

3. member name

4. zone name zone-name

5. member fcid fcid

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

設定したゾーンセット名でゾーンセットを設定し

ます。

zone set name zoneset-name vsan vsan-id

Example:

ステップ 2

Tipswitch(config)# zone set name new vsan 23

ゾーンセットをアクティブにするには、まずゾー

ンとゾーンセットを1つ作成する必要があります。

以前指定したゾーンセットのメンバーとしてゾーン

を追加します。

member name

Example:

ステップ 3

Tipswitch(config-zoneset)# member new

指定されたゾーン名が事前に設定されていない場

合、このコマンドを実行すると「Zone not present」
エラーメッセージが返されます。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
259

ゾーンの設定と管理

ゾーンセットの作成とメンバゾーンの追加



PurposeCommand or Action

指定されたゾーンセットにゾーンを追加します。zone name zone-name

Example:

ステップ 4

Tip
ゾーンセットプロンプトからゾーンを作成する必

要がある場合は、このステップを実行します。

switch(config-zoneset)# zone name trial

新しいゾーンに新しいメンバを追加します。member fcid fcid

Example:

ステップ 5

Tip
ゾーンセットプロンプトからゾーンにメンバを追

加する必要がある場合は、このステップを実行しま

す。

switch(config-zoneset-zone)# member fcid 0x222222

アクティブゾーンセットを保存するために、実行コンフィギュレーションをスタートアップ

コンフィギュレーションにコピーする必要はありません。ただし、フルゾーンセットを明示

的に保存するには、実行コンフィギュレーションをスタートアップコンフィギュレーションに

コピーする必要があります。

Tip

ゾーンの実行

ゾーン分割は、ソフトとハードの2つの方法で実行できます。各エンドデバイス（Nポート）
は、ネームサーバにクエリーを送信することでファブリック内の他のデバイスを検出します。

デバイスがネームサーバーにログインすると、ネームサーバーはクエリー元デバイスがアク

セスできる他のデバイスのリストを返します。Nポートがゾーンの外部にあるその他のデバイ
スの FCIDを認識しない場合、そのデバイスにアクセスできません。

ソフトゾーン分割では、ゾーン分割の制限がネームサーバーとエンドデバイス間の対話時に

だけ適用されます。エンドデバイスが何らかの方法でゾーン外部のデバイスのFCIDを認識で
きる場合、そのデバイスにアクセスできます。

ハードゾーン分割は、Nポートから送信される各フレームでハードウェアによって実行されま
す。スイッチにフレームが着信した時点で、送信元/宛先 IDと許可済みの組み合わせが照合さ
れるため、ワイヤスピードでフレームを送信できます。ハードゾーン分割は、ゾーン分割のす

べての形式に適用されます。

ハードゾーン分割は、すべてのフレームでゾーン分割制限を実行し、不正なアクセスを防ぎま

す。

Note

Cisco SANスイッチは、ハードとソフトの両方のゾーン分割をサポートします。
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ゾーンセットの配信

フルゾーンセットは、EXECモードレベルで zoneset distribute vsanコマンドを使用する一時
配信、またはコンフィギュレーションモードレベルで zoneset distribute full vsanコマンドを
使用するフルゾーンセット配信のどちらかの方式を使用して配信できます。次の表に、これ

らの方式の相違点を示します。

Table 25:ゾーンセット配信の相違点

フルゾーンセット配信

zoneset distribute full vsanコマンド（コンフィギュ
レーションモード）

一時配信

zoneset distribute vsanコマンド（EXECモー
ド）

フルゾーンセットはすぐには配信されません。フルゾーンセットはすぐに配信されます。

アクティブ化、非アクティブ化、または結合時

には、アクティブゾーンセットと同時にフル

ゾーンセット情報を伝播します。

アクティブ化、非アクティブ化、または結

合時には、アクティブゾーンセットと同時

にフルゾーンセット情報を伝播しません。

フルゾーンセットの配信のイネーブル化

すべての Cisco SANスイッチは、新しい Eポートリンクが立ち上がったとき、または新しい
ゾーンセットが VSANでアクティブにされたときに、アクティブゾーンセットを配信しま
す。ゾーンセットの配信は、隣接スイッチへのマージ要求の送信時、またはゾーンセットの

アクティブ化の際に行われます。

VSAN単位で、VSAN上のすべてのスイッチへのフルゾーンセットおよびアクティブゾーン
セットの配信をイネーブルに設定できます。

SUMMARY STEPS

1. configure terminal
2. zoneset distribute full vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

アクティブゾーンセットとともにフルゾーンセッ

トの送信をイネーブルにします。

zoneset distribute full vsan vsan-id

Example:

ステップ 2
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PurposeCommand or Action
switch(config)# zoneset distribute full vsan 12

ワンタイム配信のイネーブル化

ファブリック全体に、非アクティブで未変更のゾーンセットを一度だけ配信します。

この配信を実行するには、EXECモードで zoneset distribute vsan vsan-idコマンドを使用しま
す。

switch# zoneset distribute vsan 2

Zoneset distribution initiated. check zone status

このコマンドではフルゾーンセット情報の配信だけを実行し、スタートアップコンフィギュ

レーションへの情報の保存は行いません。フルゾーンセット情報をスタートアップコンフィ

ギュレーションに保存する場合は、copy running-config start-configコマンドを明示的に入力す
る必要があります。

Cisco Nexus 9000では、相互運用モード 3のみがサポートされています。Note

ゾーンセット一時配信要求のステータスを確認するには、show zone status vsan vsan-idコマン
ドを使用します。

switch# show zone status vsan 3

VSAN: 3 default-zone: permit distribute: active only Interop: 100

mode:basic merge-control:allow

session:none

hard-zoning:enabled

Default zone:

qos:none broadcast:disabled ronly:disabled

Full Zoning Database :

Zonesets:0 Zones:0 Aliases: 0

Active Zoning Database :

Name: nozoneset Zonesets:1 Zones:2

Status: Zoneset distribution completed at 04:01:06 Aug 28 2010

リンクの分離からの回復

ファブリックの 2つのスイッチが TEポートまたは Eポートを使用して結合される場合、アク
ティブゾーンセットのデータベースが 2つのスイッチまたはファブリック間で異なると、こ
の TEポートおよび Eポートが分離する可能性があります。TEポートまたは Eポートが分離
した場合、次の3つのオプションのいずれかを使用して分離状態からポートを回復できます。

•近接スイッチのアクティブゾーンセットのデータベースをインポートし、現在のアクティ
ブゾーンセットと交換します（次の図を参照）。
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•現在のデータベースを近接スイッチにエクスポートします。

•フルゾーンセットを編集し、修正されたゾーンセットをアクティブにしてから、リンク
を立ち上げることにより、手動で矛盾を解決します。

Figure 26:データベースのインポートとエクスポート

ゾーンセットのインポートおよびエクスポート

ゾーンセット情報を隣接スイッチにエクスポート、または隣接スイッチからインポートできま

す。

SUMMARY STEPS

1. switch# zoneset import interface vfc vfc-id vsan vsan-id

2. zoneset import interface {vfc | vfc-port-channel} if-number vsan vsan-id

3. zoneset export vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

VSANまたは VSANの範囲の指定されたインター
フェイスを介して接続された隣接スイッチからゾー

ンセットをインポートします。

switch# zoneset import interface vfc vfc-id vsan vsan-idステップ 1

VSANまたは VSANの範囲の指定されたインター
フェイスを介して接続された隣接スイッチからゾー

ンセットをインポートします。

zoneset import interface {vfc | vfc-port-channel}
if-number vsan vsan-id

Example:
switch# zoneset import interface 6 vsan 10

ステップ 2

指定されたVSANまたはVSANの範囲を介して接続
された隣接スイッチにゾーンセットをエクスポート

します。

zoneset export vsan vsan-id

Example:
switch# zoneset export vsan 5

ステップ 3

ゾーンセットの複製

コピーを作成し、既存のアクティブゾーンセットを変更することなく編集できます。アクティ

ブゾーンセットを bootflash:ディレクトリ、volatile:ディレクトリ、または slot0から次のいず
れかのエリアにコピーできます。

•フルゾーンセット
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•リモートロケーション（FTP、SCP、SFTP、または TFTPを使用）

アクティブゾーンセットは、フルゾーンセットに含まれません。フルゾーンセットが失わ

れた場合または伝播されなかった場合に、既存のゾーンセットに変更を加えても、アクティブ

にできません。

同一名のゾーンがフルゾーンデータベースにすでに存在する場合、アクティブゾーンセット

をフルゾーンセットにコピーすると、その同一名のゾーンが上書きされることがあります。

Caution

ゾーンセットのコピー

Cisco SANスイッチでは、アクティブゾーンセットは編集できません。ただし、アクティブ
ゾーンセットをコピーして、編集可能な新しいゾーンセットを作成できます。

SUMMARY STEPS

1. zone copy active-zoneset full-zoneset vsan vsan-id

2. zone copy vsan vsan-id active-zoneset scp://guest@myserver/tmp/active_zoneset.txt

DETAILED STEPS

Procedure

PurposeCommand or Action

指定された VSANのアクティブゾーンセットのコ
ピーをフルゾーンセットに作成します。

zone copy active-zoneset full-zoneset vsan vsan-id

Example:

ステップ 1

switch# zone copy active-zoneset full-zoneset vsan
301

SCPを使用して、指定された VSANのアクティブ
ゾーンをリモートロケーションにコピーします。

zone copy vsan vsan-id active-zoneset
scp://guest@myserver/tmp/active_zoneset.txt

Example:

ステップ 2

switch# zone copy vsan 55 active-zoneset
scp://guest@myserver/tmp/active_zoneset.txt

ゾーン、ゾーンセット、およびエイリアスの名前の変更

ゾーン、ゾーンセット、FCエイリアス、またはゾーン属性グループの名前を変更できます。

SUMMARY STEPS

1. configure terminal
2. zoneset rename oldname newname vsan vsan-id

3. zone rename oldname newname vsan vsan-id

4. fcalias rename oldname newname vsan vsan-id
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5. zone-attribute-group rename oldname newname vsan vsan-id

6. zoneset activate name newname vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定されたVSANのゾーンセット名を変更します。zoneset rename oldname newname vsan vsan-id

Example:

ステップ 2

switch(config)# zoneset rename test myzoneset vsan
60

指定された VSANのゾーン名を変更します。zone rename oldname newname vsan vsan-id

Example:

ステップ 3

switch(config)# zone rename test myzone vsan 50

指定された VSANの fcalias名を変更します。fcalias rename oldname newname vsan vsan-id

Example:

ステップ 4

switch(config)# fcalias rename test myfc vsan 200

指定されたVSANのゾーン属性グループ名を変更し
ます。

zone-attribute-group rename oldname newname vsan
vsan-id

Example:

ステップ 5

switch(config)# zone-attribute-group rename test
mygroup vsan 12

ゾーンセットをアクティブにし、アクティブゾー

ンセット内の新しいゾーン名に更新します。

zoneset activate name newname vsan vsan-id

Example:

ステップ 6

switch(config)# zoneset activate name myzone vsan
50

ゾーンのクローニング、ゾーンセットと FCエイリアス

ゾーン、ゾーンセット、および FCエイリアスを複製できます。

SUMMARY STEPS

1. configure terminal
2. zoneset clone oldname newname vsan vsan-id

3. zone clone oldname newname vsan number

4. fcalias clone oldname newname vsan vsan-id
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5. zone-attribute-group clone oldname newname vsan vsan-id

6. zoneset activate name newname vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定されたVSANのゾーンセットをコピーします。zoneset clone oldname newname vsan vsan-id

Example:

ステップ 2

switch(config)# zoneset clone test myzoneset2 vsan
2

指定された VSAN内のゾーンをコピーします。zone clone oldname newname vsan number

Example:

ステップ 3

switch(config)# zone clone test myzone3 vsan 3

指定された VSANの FCエイリアス名をコピーしま
す。

fcalias clone oldname newname vsan vsan-id

Example:

ステップ 4

switch(config)# fcalias clone test myfcalias vsan
30

指定されたVSANのゾーン属性グループをコピーし
ます。

zone-attribute-group clone oldname newname vsan
vsan-id

Example:

ステップ 5

switch(config)# zone-attribute-group clone test
mygroup2 vsan 10

ゾーンセットをアクティブにし、アクティブゾー

ンセット内の新しいゾーン名に更新します。

zoneset activate name newname vsan vsan-id

Example:

ステップ 6

switch(config)# zoneset activate name myzonetest1
vsan 3

ゾーンサーバーデータベースのクリア

指定された VSANのゾーンサーバーデータベース内のすべての設定情報をクリアできます。

ゾーンサーバーデータベースをクリアするには、次のコマンドを使用します。

switch# clear zone database vsan 2
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clear zone databaseコマンドを入力したあとに、明示的に copy running-config startup-configを
入力して、次にスイッチを起動するときに確実に実行構成が使用されるようにする必要があり

ます。

Note

ゾーンセットをクリアすると、フルゾーンデータベースだけが消去され、アクティブゾーン

データベースは消去されません。

Note

ゾーン設定の確認

ゾーン情報を表示するには、showコマンドを使用します。特定のオブジェクトの情報（たと
えば、特定のゾーン、ゾーンセット、VSAN、エイリアス、または briefや activeなどのキー
ワード）を要求する場合、指定されたオブジェクトの情報だけが表示されます。

目的コマンド

すべての VSANのゾーン情報の表示show zone

特定の VSANのゾーン情報の表示show zone vsan
vsan-id

VSAN範囲に設定されたゾーンセットの表示show zoneset vsan
vsan-id

特定のゾーンのメンバの表示show zone name
zone-name

fcalias設定の表示show fcalias vsan
vsan-id

メンバが属しているすべてのゾーンの表示show zone member
pwwn pwwn-id

他のスイッチと交換された制御フレーム数の表示show zone
statistics

アクティブゾーンセットの表示show zoneset
active

アクティブゾーンの表示show zone active

ゾーンステータスの表示show zone status

拡張ゾーン分割

ゾーン分割機能は、FC-GS-4および FC-SW-3規格に準拠しています。どちらの規格も、前の
項で説明した基本ゾーン分割機能と、この項で説明する拡張ゾーン分割機能をサポートしてい

ます。
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拡張ゾーン分割

ゾーン分割機能は、FC-GS-4および FC-SW-3規格に準拠しています。どちらの規格も、前の
項で説明した基本ゾーン分割機能と、この項で説明する拡張ゾーン分割機能をサポートしてい

ます。

拡張ゾーンモードでスケールゾーン構成が再生される場合は、保存されたスケールゾーン構

成を実行構成に適用する前に、ローカルゾーンデータベースを手動でクリアする必要があり

ます。

Note

次の表は、基本ゾーニングと拡張ゾーニングの違いを比較したものです。

Table 26:拡張ゾーン分割の利点

拡張ゾーン分割の利点拡張ゾーン分割基本ゾーン分割

ファブリック全体を1つの
コンフィギュレーション

セッションで設定するた

め、ファブリック内での整

合性が確保されます。

単一のコンフィギュレー

ションセッションですべて

の設定を実行できます。

セッションを開始すると、

スイッチは変更を行うファ

ブリック全体をロックしま

す。

複数の管理者が設定変更を同時に行

うことができます。アクティブ化す

ると、ある管理者が別の管理者の設

定変更を上書きできます。

ゾーンが参照されるため、

ペイロードサイズが縮小さ

れています。データベース

が大きくなるほど、そのサ

イズが重要になります。

ゾーンが定義されると、必

要に応じて、ゾーンセット

がゾーンを参照します。

ゾーンが複数のゾーンセットに含ま

れる場合、各ゾーンセットにこの

ゾーンのインスタンスを作成しま

す。

ポリシーがファブリック全

体に適用されるため、トラ

ブルシューティングの時間

が短縮されます。

ファブリック全体でデフォ

ルトゾーン設定を実行およ

び交換します。

デフォルトゾーンポリシーがスイッ

チごとに定義されます。ファブリッ

クをスムーズに動作させるため、

ファブリック内のスイッチはすべて

同一のデフォルトゾーン設定を使用

する必要があります。

エラー通知機能が強化され

ているため、トラブル

シューティングが容易で

す。

各リモートスイッチからア

クティブ化の結果と問題の

特性を取得します。

スイッチ単位でのアクティブ化の結

果を取得するため、管理スイッチは

アクティブ化に関する複合ステータ

スを提供します。この場合、障害の

あるスイッチは特定されません。
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拡張ゾーン分割の利点拡張ゾーン分割基本ゾーン分割

アクティブ化せずにゾーン

セットを配信すると、ス

イッチのハードゾーン分割

のハードウェア変更が回避

されます。

ゾーン分割データベースに

対して変更を行い、再度ア

クティブ化することなく変

更を配信します。

ゾーン分割データベースを配信する

には、同じゾーンセットを再度アク

ティブ化する必要があります。再度

アクティブ化すると、ローカルス

イッチおよびリモートスイッチの

ハードゾーン分割のハードウェア変

更に影響することがあります。

ベンダータイプが一意で

す。

メンバタイプを一意に識別

するために、ベンダー固有

のタイプ値とベンダー IDが
提供されます。

シスコ固有のゾーンメンバタイプ

（シンボリックノード名およびその

他のタイプ）は他社製スイッチに

よって使用されることがあります。

結合時に、シスコ固有のタイプは他

社製スイッチによって誤って解釈さ

れることがあります。

fWWNベースのメンバタ
イプは標準化されていま

す。

標準の interopモード
（interopモード 1）で
fWWNベースのメンバー
シップがサポートされま

す。

fWWNベースのゾーンメンバーシッ
プは、シスコの interopモードでだけ
サポートされます。

基本ゾーン分割から拡張ゾーン分割への変更

基本ゾーンモードから拡張ゾーンモードに変更できます。

Procedure

ステップ 1 ファブリック内のすべてのスイッチが拡張モードで動作可能であることを確認してください。

ステップ 2 1つ以上のスイッチが拡張モードで動作できない場合、拡張モードへの変更要求は拒否されます。

ステップ 3 動作モードを拡張ゾーン分割モードに設定します。

拡張ゾーン分割から基本ゾーン分割への変更

Cisco SANスイッチでは、ほかの Cisco NX-OSリリースへのダウングレードおよびアップグ
レードを可能にするために、拡張ゾーン分割から基本ゾーン分割に変更できます。
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Procedure

ステップ 1 アクティブおよびフルゾーンセットに拡張ゾーン分割モード固有の設定が含まれていないことを確認しま
す。

ステップ 2 このような設定が存在する場合は、次に進む前にこれらの設定を削除します。既存の設定を削除しないと、
スイッチソフトウェアは自動的にこれらの設定を削除します。

ステップ 3 動作モードを基本ゾーン分割モードに設定します。

拡張ゾーン分割のイネーブル化

VSAN内で拡張ゾーン分割をイネーブルに設定できます。

デフォルトでは、拡張ゾーン分割機能は Cisco MDS 9000スイッチはディセーブルです。

SUMMARY STEPS

1. configure terminal
2. zone mode enhanced vsan vsan-id

3. no zone mode enhanced vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定されたVSANで拡張ゾーン分割をイネーブルに
します。

zone mode enhanced vsan vsan-id

Example:

ステップ 2

switch(config)# zone mode enhanced vsan 22

指定されたVSANで拡張ゾーン分割をディセーブル
にします。

no zone mode enhanced vsan vsan-id

Example:

ステップ 3

switch(config)# no zone mode enhanced vsan 30

ゾーンデータベースの変更

VSAN内のゾーン分割データベースに対する変更をコミットまたは廃棄できます。
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ゾーンデータベースに対する変更は、セッション内で実行されます。セッションは、コンフィ

ギュレーションコマンドが初めて正常に実行されたときに作成されます。セッションが作成さ

れると、ゾーンデータベースのコピーが作成されます。セッションでの変更は、ゾーン分割

データベースのコピー上で実行されます。ゾーン分割データベースのコピー上で行われる変更

は、コミットするまで有効なゾーン分割データベースには適用されません。変更を適用する

と、セッションはクローズします。

ファブリックが別のユーザーによってロックされ、何らかの理由でロックがクリアされない場

合は、強制的に実行し、セッションをクローズします。このスイッチでロックをクリアする権

限（ロール）が必要です。また、この操作は、セッションが作成されたスイッチから実行する

必要があります。

SUMMARY STEPS

1. configure terminal
2. zone commit vsan vsan-id

3. switch(config)# zone commit vsan vsan-id force
4. switch(config)# no zone commit vsan vsan-id

5. no zone commit vsan vsan-id force

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

拡張ゾーンデータベースに変更を適用し、セッショ

ンをクローズします。

zone commit vsan vsan-id

Example:

ステップ 2

switch(config)# zone commit vsan 679

拡張ゾーンデータベースに変更を強制的に適用し、

別のユーザーが作成したセッションをクローズしま

す。

switch(config)# zone commit vsan vsan-id force

Example:
switch(config)# zone commit vsan 34 force

ステップ 3

拡張ゾーンデータベースへの変更を廃棄し、セッ

ションをクローズします。

switch(config)# no zone commit vsan vsan-id

Example:

ステップ 4

switch(config)# no zone commit vsan 22

拡張ゾーンデータベースへの変更を強制的に廃棄

し、別のユーザーが作成したセッションをクローズ

します。

no zone commit vsan vsan-id force

Example:
switch(config)# no zone commit vsan 34 force

ステップ 5
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ゾーンデータベースロックの解除

VSAN内のスイッチのゾーン分割データベースのセッションロックを解除するには、最初に
データベースをロックしたスイッチから no zone commit vsanコマンドを使用します。

switch# configure terminal

switch(config)# no zone commit vsan 2

no zone commit vsanコマンドを実行したあとも、リモートスイッチ上でセッションがロック
されたままの場合、リモートスイッチ上で clear zone lock vsanコマンドを使用できます。

switch# clear zone lock vsan 2

ファブリック内のセッションロックを解除するには、最初に no zone commit vsanコマンドを
使用することを推奨します。それが失敗した場合には、セッションがロックされたままのリ

モートスイッチで、clear zone lock vsanコマンドを使用してください。

Note

拡張ゾーン情報の確認

次に、指定された VSANのゾーンステータスを表示する例を示します。
switch# show zone status vsan 2

データベースのマージ

結合方式は、ファブリック全体の結合制御設定によって異なります。

•制限：2つのデータベースが同一でない場合、スイッチ間の ISLは分離されます。

•許可：2つのデータベースは、次の表で指定された結合規則を使用して結合されます。

Table 27:データベースのゾーン結合ステータス

結合結果結合ス

テータス

隣接データベースローカルデータベース

データベース megeが成功した
場合、ISLは分離されません。

成功データベースには同じ名前のゾーンセットが含

まれます。拡張ゾーン分割モードでは、interop
モード 3のアクティブゾーンセットには名前が
ありません。ゾーンセット名はフルゾーンセッ

トにのみ存在しますが、異なるゾーン、エイリア

ス、属性グループになります。

ローカルデータベースには隣

接データベースの情報が存在し

ます。ISLは分離されます。

失敗データベースには、同じ name1を持つものの、
異なるメンバーを持つゾーン、FCエイリアス、
またはゾーン属性グループオブジェクトが含ま

れます。
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結合結果結合ス

テータス

隣接データベースローカルデータベース

ローカルデータベースおよび

隣接データベースが結合されま

す。

成功データありデータなし

隣接データベースにはローカル

データベースの情報が存在しま

す。

成功データなしデータあり

結合プロセスは次のように動作します。

•ソフトウェアがプロトコルバージョンを比較します。プロトコルバージョンが異なる場
合、ISLは分離されます。

•プロトコルバージョンが同じである場合、ゾーンポリシーが比較されます。ゾーンポリ
シー（デフォルトゾーニング：許可/拒否、スマートゾーニング：有効/無効、マージポ

リシー -許可/制限を含む）が異なる場合、ISLは分離されます。

•ゾーン結合オプションが同じである場合、結合制御設定に基づいて比較が行われます。

•設定が「制限」の場合、アクティブゾーンセットとフルゾーンセットが同じになる
必要があります。これらが同じでない場合、リンクは分離されます。

•設定が「許可」の場合、結合規則を使用して結合が行われます。

ゾーンマージ制御ポリシーの設定

マージ制御ポリシーを設定できます。

SUMMARY STEPS

1. configure terminal
2. zone merge-control restrict vsan vsan-id

3. no zone merge-control restrict vsan vsan-id

4. zone commit vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#
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PurposeCommand or Action

現在のVSANの結合制御設定を「制限」に設定しま
す。

zone merge-control restrict vsan vsan-id

Example:

ステップ 2

switch(config)# zone merge-control restrict vsan
24

現在の VSANの結合制御設定をデフォルトの「許
可」に設定します。

no zone merge-control restrict vsan vsan-id

Example:

ステップ 3

switch(config)# no zone merge-control restrict
vsan 33

指定されたVSANに対する変更をコミットします。zone commit vsan vsan-id

Example:

ステップ 4

switch(config)# zone commit vsan 20

デフォルトのゾーンポリシー

デフォルトゾーン内のトラフィックを許可または拒否できます。

SUMMARY STEPS

1. configure terminal
2. zone default-zone permit vsan vsan-id

3. no zone default-zone permit vsan vsan-id

4. zone commit vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

デフォルトゾーンメンバへのトラフィックフロー

を許可します。

zone default-zone permit vsan vsan-id

Example:

ステップ 2

switch(config)# zone default-zone permit vsan 12

デフォルトゾーンメンバへのトラフィックフロー

を拒否し、出荷時の設定に戻します。

no zone default-zone permit vsan vsan-id

Example:

ステップ 3

switch(config)# no zone default-zone permit vsan
12
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PurposeCommand or Action

指定されたVSANに対する変更をコミットします。zone commit vsan vsan-id

Example:

ステップ 4

switch(config)# zone commit vsan 340

システムのデフォルトゾーン分割設定値の設定

スイッチ上の新しい VSANのデフォルトのゾーンポリシーおよびフルゾーン配信のデフォル
ト設定値を設定できます。

system default zone default-zone permitおよび system default zone distribute fullなどのゾーンのデ
フォルトシステム設定は、設定を手動で適用した後に、新しく作成された VSANでのみ有効
になります。これらの設定は、FCセットアップスクリプトの一部として設定されている場合
でも、VSAN 1に適用されない場合があります。

FCスクリプトを使用してゾーン設定を構成することもできます。FCスクリプトを使用したデ
フォルトゾーン設定の構成の詳細については Cisco Nexus 9000シリーズ NX-OS基本構成ガイド
を参照してください。

Note

SUMMARY STEPS

1. configure terminal
2. system default zone default-zone permit
3. no system default zone default-zone permit
4. system default zone distribute full
5. no system default zone distribute full

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

スイッチ上の新しい VSANのデフォルトゾーン分
割ポリシーとして permit（許可）を設定します。

system default zone default-zone permit

Example:

ステップ 2

switch(config)# system default zone default-zone
permit
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PurposeCommand or Action

スイッチ上の新しい VSANのデフォルトゾーン分
割ポリシーとしてdeny（拒否）（デフォルト）を設
定します。

no system default zone default-zone permit

Example:
switch(config)# no system default zone
default-zone permit

ステップ 3

スイッチ上の新しいVSANのデフォルトとして、フ
ルゾーンデータベース配信をイネーブルにします。

system default zone distribute full

Example:

ステップ 4

switch(config)# system default zone distribute
full

スイッチ上の新しいVSANのデフォルトとして、フ
ルゾーンデータベース配信をディセーブル（デフォ

no system default zone distribute full

Example:

ステップ 5

ルト）にします。アクティブゾーンデータベース

だけが配信されます。
switch(config)# no system default zone distribute
full

スマートゾーン分割の概要

スマートゾーン分割では、従来必要とされていたよりも少ないハードウェアリソースで、大き

なゾーンのハードゾーン分割が行われます。従来のゾーン分割方式では、ゾーン内の各デバイ

スが相互に通信できます。管理者はゾーン設定ガイドラインに従って個々のゾーンを管理する

必要があります。スマートゾーン分割では、1つのターゲットゾーンへの 1つのイニシエータ
を作成する必要がありません。FCNSのデバイスタイプ情報を分析することで、Cisco NX-OS
ソフトウェアによりハードウェアレベルで有用な組み合わせが実装されます。使用されていな

い組み合わせは無視されます。たとえば、イニシエータとイニシエータのペアではなく、イニ

シエータとターゲットのペアが設定されます。次の場合、デバイスは不明なものとして扱われ

ます。

•デバイスに関して FC4タイプが登録されいない。

•ゾーン変換時に、デバイスがファブリックにログインしていない。

•ゾーンは作成されているが、イニシエータとターゲットのいずれかまたは両方が指定され
ていない。

スマートゾーン内の各デバイスのデバイスタイプ情報は、ファイバチャネルネームサーバー

（FCNS）データベースから host、target、または bothとして自動的に取り込まれます。この情
報により、イニシエータターゲットペアが指定され、ハードウェアではそれらのペアだけが

設定されるため、スイッチハードウェアをより効率的に使用できるようになります。特殊な状

況（別のディスクコントローラと通信する必要があるディスクコントローラなど）では、完

全な制御を実現するため、スマートゾーン分割のデフォルトが管理者により上書きされること

があります。
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•スマートゾーン分割は VSANレベルで有効にできますが、ゾーンレベルで無効にするこ
ともできます。

• DMM、IOA、または SMEアプリケーションが有効になっている VSANでは、スマート
ゾーン分割はサポートされていません。

Note

スマートゾーン分割のメンバー設定

次の表に、サポートされているスマートゾーン分割のメンバー設定を示します。

Table 28:スマートゾーン分割の設定

サポートあ

り

機能

はいPWWN

はいFCID

はいFCエイリアス

はいデバイスエイリアス

いいえインターフェイス

いいえIPアドレス

いいえシンボルノード名

いいえFWWN

×ドメイン ID

VSANでのスマートゾーン分割の有効化

VSANに対して smart zoning を設定するには、次の手順を実行します。

Procedure

ステップ 1 switch# configure terminal

構成モードに入ります。

ステップ 2 switch(config)# zone smart-zoning enable vsan 1

VSANでスマートゾーン分割を有効にします。
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ステップ 3 switch(config)# no zone smart-zoning enable vsan 1

VSANでスマートゾーン分割を無効にします。

スマートゾーン分割のデフォルト値の設定

デフォルト値を設定するには、次の手順を実行します。

Procedure

ステップ 1 switch# configure terminal

構成モードに入ります。

ステップ 2 switch(config)# system default zone smart-zone enable

指定されたデフォルト値に基づいて作成された VSANでスマートゾーン分割を有効にします。

ステップ 3 switch(config)# no system default zone smart-zone enable

VSANでスマートゾーン分割を無効にします。

スマートゾーン分割へのゾーンの自動変換

ネームサーバーからデバイスタイプ情報を取得し、その情報をメンバーに追加するには、次

の手順を実行します。これは、ゾーン、ゾーンセット、FCエイリアス、およびVSANのレベ
ルで実行できます。ゾーンセットがスマートゾーン分割に変換されたら、ゾーンセットをア

クティブにする必要があります。

Procedure

ステップ 1 switch# configure terminal

構成モードに入ります。

ステップ 2 switch(config)# zone convert smart-zoning fcalias name <alias-name> vsan <vsan no>

FCエイリアスメンバーのデバイスタイプ情報をネームサーバーから取得します。

Note
zone convertコマンドを実行すると、FC4タイプは SCSI-FCPになります。SCSI-FCPには、デバイスがイニ
シエータかターゲットかを決定するビットがあります。イニシエータとターゲットの両方が設定されてい

る場合、デバイスは両方として扱われます。

ステップ 3 switch(config)# zone convert smart-zoning zone name <zone name> vsan <vsan no>
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ゾーンメンバーのデバイスタイプ情報をネームサーバーから取得します。

ステップ 4 switch(config)# zone convert smart-zoning zoneset name <zoneset name> vsan <vsan no>

指定されたゾーンセットで、すべてのゾーンと FCエイリアスメンバーのデバイスタイプ情報をネーム
サーバーから取得します。

ステップ 5 switch(config)# zone convert smart-zoning vsan <vsan no>

VSAN内に存在するすべてのゾーンセットのすべてのゾーンと FCエイリアスメンバーのデバイスタイプ
情報をネームサーバーから取得します。

ステップ 6 switch(config)# show zone smart-zoning auto-conv status vsan 1

VSANの以前の自動変換ステータスが表示されます。

ステップ 7 switch(config)# show zone smart-zoning auto-conv log errors

スマートゾーン分割自動変換のエラーログが表示されます。

What to do next

デバイスがイニシエータ、ターゲット、またはその両方であるかどうかを確認するには、show
fcns databaseコマンドを使用します。

switch# show fcns database
VSAN 1:
--------------------------------------------------------------------------
FCID TYPE PWWN (VENDOR) FC4-TYPE:FEATURE
--------------------------------------------------------------------------
0x9c0000 N 21:00:00:e0:8b:08:96:22 (Company 1) scsi-fcp:init
0x9c0100 N 10:00:00:05:30:00:59:1f (Company 2) ipfc
0x9c0200 N 21:00:00:e0:8b:07:91:36 (Company 3) scsi-fcp:init
0x9c03d6 NL 21:00:00:20:37:46:78:97 (Company 4) scsi-fcp:target

ゾーンメンバーのデバイスタイプの設定

ゾーンメンバーのデバイスタイプを設定するには、次の手順を実行します。

Procedure

ステップ 1 switch# configure terminal

構成モードに入ります。

ステップ 2 switch(config-zoneset-zone)# member device-alias name both

デバイスエイリアスメンバーのデバイスタイプを bothとして設定します。サポートされる各メンバータ
イプでは、init、target、および bothがサポートされています。

ステップ 3 switch(config-zoneset-zone)# member pwwn number target
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pwwnメンバーのデバイスタイプを targetとして設定します。サポートされる各メンバータイプでは、init、
target、および bothがサポートされています。

ステップ 4 switch(config-zoneset-zone)# member fcid number

FCIDメンバーのデバイスタイプを設定します。設定されている特定のデバイスタイプがありません。サ
ポートされる各メンバータイプでは、init、target、および bothがサポートされています。

Note
ゾーンメンバーに対して特定のデバイスタイプが設定されていない場合は、バックエンドで、生成された

ゾーンエントリがデバイスタイプ bothとして作成されます。

スマートゾーン分割設定の削除

スマートゾーン分割設定を削除するには、次の手順を実行します。

Procedure

ステップ 1 switch(config)# clear zone smart-zoning fcalias name alias-name vsan number

指定された FCエイリアスのすべてのメンバーのデバイスタイプ設定を削除します。

ステップ 2 switch(config)# clear zone smart-zoning zone name zone name vsan number

指定されたゾーンのすべてのメンバーのデバイスタイプ設定を削除します。

ステップ 3 switch(config)# clear zone smart-zoning zoneset name zoneset name vsan number

指定されたゾーンセットの FCエイリアスとゾーンのすべてのメンバーのデバイスタイプ設定を削除しま
す。

ステップ 4 switch(config)# clear zone smart-zoning vsan number

VSANの指定されたゾーンセットの FCエイリアスとゾーンのすべてメンバーのデバイスタイプ設定を削
除します。

基本ゾーン分割モードにおけるゾーンレベルでのスマートゾーン分割の無効化

基本ゾーン分割モードの VSANに対してゾーンレベルでスマートゾーン分割を無効にするに
は、次の手順を実行します。

Procedure

ステップ 1 switch# configure terminal
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構成モードに入ります。

ステップ 2 switch(config)# zone name zone1 vsan 1

ゾーン名を設定します。

ステップ 3 switch(config-zone)# attribute disable-smart-zoning

選択されたゾーンに対してスマートゾーン分割を無効にします。

Note
このコマンドでは、選択されたゾーンのスマートゾーン分割が無効になるだけです。デバイスタイプ設定

は削除されません。

拡張ゾーン分割モードのVSANに対するゾーンレベルでのスマートゾーン分割の無効化

拡張ゾーン分割モードの VSANに対してゾーンレベルでスマートゾーン分割を無効にするに
は、次の手順を実行します。

Procedure

ステップ 1 switch# configure terminal

構成モードに入ります。

ステップ 2 switch(config)# zone-attribute-group name disable-sz vsan 1

拡張ゾーンセッションを作成します。

ステップ 3 switch(config-attribute-group)#disable-smart-zoning

選択されたゾーンに対してスマートゾーン分割を無効にします。

Note
このコマンドでは、選択されたゾーンのスマートゾーン分割が無効になるだけです。デバイスタイプ設定

は削除されません。

ステップ 4 switch(config-attribute-group)# zone name prod vsan 1

ゾーン名を設定します。

ステップ 5 switch(config-zone)# attribute-group disable-sz

選択されたゾーンのグループ属性名を割り当てるように設定します。

ステップ 6 switch(config-zone)# zone commit vsan 1

選択された VSANに対するゾーン分割の変更を確定します。
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ゾーンデータベースの圧縮

過剰なゾーンを削除し、VSANのゾーンデータベースを圧縮できます。

スイッチが VSANあたり 2000を超えるゾーンをサポートしていても、ネイバーがサポートし
ていない場合、結合は失敗します。また、そのスイッチが VSANあたり 2000を超えるゾーン
をサポートしていても、ファブリック内のすべてのスイッチがVSANあたり2000を超えるゾー
ンをサポートしていない場合には、ゾーンセットのアクティブ化に失敗することがあります。

Note

SUMMARY STEPS

1. configure terminal
2. no zone name zone-name vsan vsan-id

3. zone compact vsan vsan-id

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

ゾーンを削除し、ゾーン数を 2000以下にします。no zone name zone-name vsan vsan-id

Example:

ステップ 2

switch(config)# no zone name myzone vsan 35

指定されたVSANのゾーンデータベースを圧縮し、
ゾーンが削除されたときに開放されたゾーン IDを
回復します。

zone compact vsan vsan-id

Example:
switch(config)# zone compact vsan 42

ステップ 3

ゾーンおよびゾーンセットの分析

スイッチ上のゾーンおよびゾーンセットをより的確に管理するために、show zone analysisコ
マンドを使用して、ゾーン情報とゾーンセット情報を表示できます。

次に、フルゾーン分割の分析を表示する例を示します。

switch# show zone analysis vsan 1

次に、アクティブゾーニングの分析を表示する例を示します。

switch# show zone analysis active vsan 1
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コマンド出力に表示される情報の詳細については、ご使用のデバイスの『CommandReference』
を参照してください。

ゾーンのデフォルト設定

次の表に、基本ゾーンパラメータのデフォルト設定を示します。

Table 29:デフォルトの基本ゾーンパラメータ

デフォルトパラメータ

すべてのメンバで拒否デフォルトゾーンポリ

シー

フルゾーンセットは配信されな

い

フルゾーンセット配信

ディセーブル拡張ゾーン分割
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第 15 章

拡張ファイバチャネル機能

この章では、拡張ファイバチャネル機能を設定する方法について説明します。

この章は、次の項で構成されています。

•拡張ファイバチャネル機能および概念（285ページ）

拡張ファイバチャネル機能および概念

ファイバチャネルタイムアウト値

ファイバチャネルプロトコルに関連するスイッチのタイマー値を変更するには、次のタイム

アウト値（TOV）を設定します。

• Distributed Services TOV（D_S_TOV）：有効範囲は 5,000～ 10,000ミリ秒です。

• Error Detect TOV（E_D_TOV）：有効範囲は 1,000～ 4,000ミリ秒です。デフォルトは 2,000
ミリ秒です。この値は、ポート初期化中に他端と比較されます。

• Resource Allocation TOV（R_A_TOV）：有効範囲は 5,000～ 10,000ミリ秒です。デフォル
トは 10,000ミリ秒です。この値は、ポート初期化中に他端と比較されます。

Fabric Stability TOV（F_S_TOV）定数は設定できません。Note

すべての VSANのタイマー設定

ファイバチャネルプロトコルに関連するスイッチのタイマー値を変更できます。

D_S_TOV、E_D_TOV、および R_A_TOV値をグローバルに変更するには、スイッチのすべて
の VSAN（仮想 SAN）を中断する必要があります。

Caution
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タイマー値を変更するときにVSANを指定しない場合は、変更された値がスイッチ内のすべて
の VSANに適用されます。

Note

すべての VSANにファイバチャネルタイマーを設定できます。

SUMMARY STEPS

1. configure terminal
2. fctimer R_A_TOV timeout

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

すべてのVSANの R_A_TOVタイムアウト値を設定
します。単位はミリ秒です。

fctimer R_A_TOV timeout

Example:

ステップ 2

このタイプの設定は、すべてのVSANが一時停止さ
れていないかぎり、許可されません。

switch(config)# fctimer R_A_TOV 8008000

VSANごとのタイマー設定

指定された VSANに fctimerを発行して、ファイバチャネルなどの特殊なリンクを含む VSAN
に別の TOV値を設定することもできます。VSANごとに異なる E_D_TOV、R_A_TOV、およ
びD_S_TOV値を設定できます。アクティブVSANのタイマー値を変更すると、VSANは一時
停止されてからアクティブになります。

この設定はファブリック内のすべてのスイッチに伝播させる必要があります。ファブリック内

のすべてのスイッチに同じ値を設定してください。

Note

VSANファイバチャネルタイマーごとに設定できます。

SUMMARY STEPS

1. configure terminal
2. fctimer D_S_TOV timeout vsan vsan-id
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

指定された VSANの D_S_TOVタイムアウト値（ミ
リ秒）を設定します。VSANが一時的に停止しま

fctimer D_S_TOV timeout vsan vsan-id

Example:

ステップ 2

す。必要に応じて、このコマンドを終了することも

できます。
switch(config#)# fctimer D_S_TOV 9009000 vsan 15

例

次に、VSAN 2のタイマー値を設定する例を示します。
switch(config#)# fctimer D_S_TOV 6000 vsan 2

Warning: The vsan will be temporarily suspended when updating the timer value This

configuration would impact whole fabric. Do you want to continue? (y/n) y

Since this configuration is not propagated to other switches, please configure the same

value in all the switches

fctimerの配布

ファブリック内のすべてのCisco SANスイッチに対して、VSAN単位での fctimerのファブリッ
ク配布をイネーブルにできます。fctimerの設定を実行して、配布をイネーブルにすると、ファ
ブリック内のすべてのスイッチにその設定が配布されます。

スイッチの配布をイネーブルにしたあとで最初のコンフィギュレーションコマンドを入力する

と、ファブリック全体のロックを自動的に取得します。fctimerアプリケーションは、有効デー
タベースと保留データベースモデルを使用し、使用中のコンフィギュレーションに基づいてコ

マンドを格納またはコミットします。

CFSはデフォルトでイネーブルです。ファブリックのすべてのデバイスではCFSが有効になっ
ている必要があります。そうでない場合、デバイスは配信を受け入れません。アプリケーショ

ンで CFS配信が無効にされている場合、そのアプリケーションは構成を配信せず、またファ
ブリック内の他のデバイスからの配信も受け入れません。CFSを有効にするには、cfsdistribute
コマンドを使用します。

Note

追加情報については、ご使用のデバイスの『System Management Configuration Guide』の「Using
Cisco Fabric Services」を参照してください。
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fctimerの配布の有効化と無効化

fctimerのファブリック配布をイネーブルまたはディセーブルにできます。

SUMMARY STEPS

1. configure terminal
2. fctimer distribute
3. no fctimer distribute

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

ファブリック内のすべてのスイッチに対する fctimer
設定の配布をイネーブルにします。ファブリックの

fctimer distribute

Example:

ステップ 2

ロックを取得して、その後の設定変更をすべて保留

データベースに格納します。
switch(config)# fctimer distribute

ファブリック内のすべてのスイッチに対する fctimer
設定の配布をディセーブル（デフォルト）にしま

す。

no fctimer distribute

Example:
switch(config)# no fctimer distribute

ステップ 3

fctimer設定変更のコミット

fctimerの設定変更をコミットすると、有効データベースは保留データベースの設定変更によっ
て上書きされ、ファブリック内のすべてのスイッチが同じ設定を受け取ります。セッション機

能を実行せずに fctimerの設定変更をコミットすると、fctimer設定は物理ファブリック内のす
べてのスイッチに配布されます。

SUMMARY STEPS

1. configure terminal
2. fctimer commit
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

ファブリック内のすべてのスイッチに対して fctimer
の設定変更を配布し、ロックを解除します。保留

fctimer commit

Example:

ステップ 2

データベースに対する変更を有効データベースに上

書きします。
switch(config)# fctimer commit

fctimer設定変更の廃棄

設定変更を加えたあと、変更内容をコミットする代わりに廃棄すると、この変更内容を廃棄で

きます。いずれの場合でも、ロックは解除されます。

SUMMARY STEPS

1. configure terminal
2. fctimer abort

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

保留データベースの fctimerの設定変更を廃棄して、
ファブリックのロックを解除します。

fctimer abort

Example:

ステップ 2

switch(config)# fctimer abort

ファブリックロックの上書き

ユーザーが fctimerを設定して、変更のコミットや廃棄を行ってロックを解除するのを忘れて
いた場合、管理者はファブリック内の任意のスイッチからロックを解除できます。管理者がこ

の操作を行うと、ユーザーによる保留データベースの変更は廃棄され、ファブリックのロック

は解除されます。
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変更は volatileディレクトリだけで使用でき、スイッチを再起動すると廃棄されます。

管理者特権を使用して、ロックされた fctimerセッションを解除するには、clear fctimer session
コマンドを使用します。

switch# clear fctimer session

ファブリックデータベースの結合の注意事項

2つのファブリックを結合する場合は、次の注意事項に従ってください。

•次の結合条件を確認します。

• fctimer値を配布する結合プロトコルが実行されない。ファブリックを結合する場合、
fctimer値を手動で結合する必要があります。

• VSAN単位の fctimer設定は物理ファブリック内で配布される。

• fctimer設定は、変更された fctimer値を持つ VSANが含まれるスイッチだけに適用さ
れる。

•グローバルな fctimer値は配布されない。

•配布がイネーブルになっている場合は、グローバルタイマーの値を設定しないでくださ
い。

保留できる fctimer設定操作の回数は 15回以内です。15回を超えて設定操作を行う場合には、
保留設定をコミットするか、中止する必要があります。

Note

追加情報については、ご使用のデバイスの『System Management Configuration Guide』の「CFS
Merge Support」を参照してください。

構成された fctimer値の確認

構成された fctimer値を表示するには、show fctimerコマンドを使用します。次に、設定されて
いるグローバルタイムアウト値（TOV）を表示する例を示します。
switch# show fctimer

F_S_TOV D_S_TOV E_D_TOV R_A_TOV

----------------------------------------

5000 ms 5000 ms 2000 ms 10000 ms

show fctimerコマンドの出力には、（構成されていない場合でも）F_S_TOV定数が表示されま
す。

Note

次の例では、VSAN 10の構成済み TOVが表示されています。
switch# show fctimer vsan 10
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vsan no. F_S_TOV D_S_TOV E_D_TOV R_A_TOV

-------------------------------------------------

10 5000 ms 5000 ms 3000 ms 10000 ms

World Wide Names（WWN）
スイッチのWorld Wide Name（WWN）は、イーサネットMACアドレスと同等です。MACア
ドレスと同様に、デバイスごとにWWNを一意に対応付ける必要があります。主要スイッチを
選択するとき、およびドメイン IDを割り当てるときは、WWNを使用します。

Cisco SANスイッチは、3つの Network Address Authority（NAA）アドレスフォーマットをサ
ポートします（次の表を参照してください）。

Table 30:標準化された NAA WWNフォーマット

WWNフォーマットNAAタイプNAAアドレ
ス

48ビットMACアドレス000 0000 0000bタイプ1 = 0001bIEEE 48
ビットアド

レス

48ビットMACアドレスローカルに割り当てタイプ2 = 0010bIEEE拡張

VSID：36ビットIEEE企業 ID：24ビットタイプ5 = 0101bIEEE登録

WWNの変更は、管理者または、スイッチの操作に精通した担当者が実行してください。Caution

WWN設定の確認

WWN設定のステータスを表示するには、show wwnコマンドを使用します。次に、すべての
WWNのステータスを表示する例を示します。
switch# show wwn status

Type Configured Available Resvd. Alarm State

---- ---------- -------------- ------ -----------

1 64 48 ( 75%) 16 NONE

2,5 524288 442368 ( 84%) 73728 NONE

次に、ブロック ID 51の情報を表示する例を示します。
switch# show wwn status block-id 51

WWNs in this block: 21:00:ac:16:5e:52:00:03 to 21:ff:ac:16:5e:52:00:03

Num. of WWNs:: Configured: 256 Allocated: 0 Available: 256

Block Allocation Status: FREE

次に、特定のスイッチのWWNを表示する例を示します。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
291

拡張ファイバチャネル機能

World Wide Names（WWN）



switch# show wwn switch

Switch WWN is 20:00:ac:16:5e:52:00:00

リンク初期化WWNの使用方法

Exchange Link Protocol（ELP）および Exchange Fabric Protocol（EFP）は、リンク初期化の際に
WWNを使用します。ELPとEFPはどちらも、デフォルトでは、リンク初期化時にVSAN WWN
を使用します。ただし、ELPの使用方法はピアスイッチの使用方法に応じて変わります。

•ピアスイッチの ELPがスイッチのWWNを使用する場合、ローカルスイッチもスイッチ
のWWNを使用します。

•ピアスイッチの ELPが VSANのWWNを使用する場合、ローカルスイッチも VSANの
WWNを使用します。

セカンダリMACアドレスの設定

セカンダリMACアドレスを割り当てることができます。

SUMMARY STEPS

1. configure terminal
2. wwn secondary-mac wwn-id range value

DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

configure terminal

Example:

ステップ 1

switch# configure terminal
switch(config)#

セカンダリMACアドレスを設定します。このコマ
ンドは元に戻せません。

wwn secondary-mac wwn-id range value

Example:

ステップ 2

switch(config)# wwn secondary-mac
33:e8:00:05:30:00:16:df range 55

例

次に、セカンダリMACアドレスを設定する例を示します。
switch(config)# wwn secondary-mac 00:99:55:77:55:55 range 64

This command CANNOT be undone.

Please enter the BASE MAC ADDRESS again: 00:99:55:77:55:55

Please enter the mac address RANGE again: 64
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From now on WWN allocation would be based on new MACs. Are you sure? (yes/no) no

You entered: no. Secondary MAC NOT programmed

HBAの FC ID割り当て
ファイバチャネル標準では、任意のスイッチの Fポートに接続されたNポートに、一意の FC
IDを割り当てる必要があります。使用する FC ID番号を節約するために、Cisco SANスイッチ
では特殊な割り当て方式を使用しています。

一部の Host Bus Adapter（HBA）は、ドメインとエリアが同じ FC IDを持つターゲットを検出
しません。スイッチソフトウェアは、この動作が発生しないテスト済みの企業 IDのリストを
保持しています。これらのHBAには単一の FC IDが割り当てられます。HBAが同じドメイン
およびエリア内のターゲットを検出できる場合、完全なエリアが割り当てられます。

多数のポートを持つスイッチのスケーラビリティを高めるため、スイッチソフトウェアは、同

じドメインおよびエリア内のターゲットを検出できる HBAのリストを維持しています。各
HBAは、ファブリックログイン時に pWWNで使用される会社 ID（組織固有識別子（OUI）
とも呼ばれます）によって識別されます。リストされている会社 IDを持つ Nポートに完全な
領域が割り当てられ、その他の場合は、単一の FC IDが割り当てられます。割り当てられる
FC IDのタイプ（エリア全体または単一）に関係なく、FC IDエントリは永続的です。

デフォルトの企業 IDリスト

すべての Cisco SANスイッチには、エリア割り当てが必要な企業 IDのデフォルトリストが含
まれています。この企業 IDを使用すると、設定する永続的 FC IDエントリの数が少なくなり
ます。これらのエントリは、CLIを使用して設定または変更できます。

永続的エントリは、企業 IDの設定よりも優先されます。HBAがターゲットを検出しない場合
は、HBAとターゲットが同じスイッチに接続され、FCIDのエリアが同じであることを確認し
てから、次の手順を実行します。

1. HBAに接続されているポートをシャットダウンします。
2. 永続的 FC IDエントリをクリアします。
3. ポートWWNから企業 IDを取得します。
4. エリア割り当てを必要とするリストに企業 IDを追加します。
5. ポートをアップにします。

Caution

企業 IDのリストには、次の特性があります。

•永続的 FC IDの設定は常に企業 IDリストよりも優先されます。エリアを受け取るように
企業 IDが設定されている場合でも、永続的 FC IDの設定によって単一の FC IDが割り当
てられます。

•後続のリリースに追加される新規の企業 IDは、既存の企業 IDに自動的に追加されます。
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•企業 IDのリストは、実行コンフィギュレーションおよび保存されたコンフィギュレーショ
ンの一部として保存されます。

•企業 IDのリストが使用されるのは、fcinteropの FC ID割り当て方式が autoモードの場合
だけです。変更されないかぎり、interopの FC ID割り当ては、デフォルトで autoに設定
されています。

fcinteropの FC ID割り当て方式を autoに設定し、企業 IDリスト
と永続的 FC ID設定を使用して、FC IDのデバイス割り当てを行
うことをお勧めします。

Tip

FC IDの割り当てを変更するには、fcinterop FCID allocation autoコマンドを使用し、現在
割り当てられているモードを表示するには、showrunning-configコマンドを使用します。

• write eraseを入力すると、リストは該当するリリースに付属している企業 IDのデフォル
トリストを継承します。

企業 IDの設定の確認

設定された企業 IDを表示するには、show fcid-allocation areaコマンドを使用します。最初に
デフォルトエントリが表示され、次にユーザーによって追加されたエントリが表示されます。

エントリがデフォルトリストの一部で、あとで削除された場合でも、エントリは表示されま

す。

次に、デフォルトおよび設定された企業 IDのリストを表示する例を示します。
switch# show fcid-allocation area

FCID area allocation company id info:

00:50:2E <--------------- Default entry

00:50:8B

00:60:B0

00:A0:B8

00:E0:69

00:30:AE + <------------- User-added entry

00:32:23 +

00:E0:8B * <------------- Explicitly deleted entry (from the original default list)

Total company ids: 7

+ - Additional user configured company ids.

* - Explicitly deleted company ids from default list.

削除済みエントリの印が付いていない企業 IDのリストを組み合わせると、特定のリリースに
付属するデフォルトエントリを暗黙的に導き出すことができます。
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また、show fcid-allocation company-id-from-wwnコマンドを使用すると、特定のWWNの企業
IDを表示または取得することもできます。一部のWWN形式では、企業 IDがサポートされて
いません。この場合、FC IDの永続的エントリを設定する必要があります。

次に、指定されたWWNの企業 IDを表示する例を示します。
switch# show fcid-allocation company-id-from-wwn 20:00:00:05:30:00:21:60

Extracted oui: 0x000530

スイッチの相互運用性

相互運用性を使用すると、複数ベンダーによる製品の間で相互に通信することができます。

ファイバチャネル標準規格では、ベンダーに対して共通の外部ファイバチャネルインターフェ

イスを使用することを推奨しています。

同じ方法で標準規格に準拠していないベンダーもあるため、相互運用モードが必要になりま

す。ここでは、これらのモードの基本的な概念について簡単に説明します。

各ベンダーには標準モード、および同等の相互運用モードがあります。相互運用モードでは拡

張機能または独自の機能が無効になり、標準に準拠した実装が可能になります。

Cisco Nexusデバイススイッチでの相互運用性の設定方法に関する詳細は、Cisco MDS 9000
Family Switch-to-Switch Interoperability Configuration Guideを参照してください。

Note

Interopモードの概要

ソフトウェアは、1つの相互運用モード（モード 3—Brocadeネイティブモード（コア PID
1））のみをサポートします。相互運用モードのモード 3では、ネイティブモードを変更する
ことなく、コア PID 1（Brocadeネイティブモード）の Brocadeスイッチをシームレスに追加
できます。その他すべての機能は同じままです。

•モード1：標準ベースの interopモード。ファブリック内の他のベンダー製品もすべて interop
モードになっている必要があります。

•モード 2：Brocadeネイティブモード（Core PID 0）

•モード 3：Brocadeネイティブモード（Core PID 1）

•モード 4：McDataネイティブモード

interopモード 2、3、および 4の設定方法については、次の URLにある Cisco MDS 9000 Family
Switch-to-Switch Interoperability Configuration Guideを参照してください。http://www.cisco.com/
en/US/docs/storage/san_switches/mds9000/interoperability/guide/intopgd.html

次の表に、相互運用性モードを有効にした場合のスイッチ動作の変更点を示します。これら

は、interopモードの Cisco Nexusデバイススイッチに固有の変更点です。

Cisco Nexus 9000シリーズ NX-OS SANスイッチング構成ガイド、リリース 10.6(x)
295

拡張ファイバチャネル機能

スイッチの相互運用性

http://www.cisco.com/en/US/docs/storage/san_switches/mds9000/interoperability/guide/intopgd.html
http://www.cisco.com/en/US/docs/storage/san_switches/mds9000/interoperability/guide/intopgd.html


Table 31:相互運用モードが有効の場合のスイッチ動作の変更点

相互運用モードがイネーブルの場合の変更点スイッチ機能

一部のベンダーは、ファブリック内の239のドメインを完全には使用で
きません。

ドメイン IDは 97～ 127の範囲に制限されます。これは、McDataの公
称制限をこの同じ範囲内に収めるためです。ドメイン IDは Staticまた
は Preferredに設定できます。それぞれの動作は次のとおりです。

• Static：シスコスイッチは 1つのドメイン IDだけを受け入れ、その
ドメイン IDを取得できない場合には、ファブリックから隔離しま
す。

• Preferred：スイッチが要求したドメイン IDを取得できない場合、割
り当てられた任意のドメインを受け入れます。

ドメイン ID

ISL（スイッチ間リンク）を確立するときにファイバチャネルタイマー
値がEポートで交換されるので、すべてのスイッチでこれらのタイマー
をすべて同じにする必要があります。タイマーには、F_S_TOV、
D_S_TOV、E_D_TOV、および R_A_TOVがあります。

タイマー

Fabric Stability TOVタイマーが正確に一致するかどうかを確認してくだ
さい。

F_S_TOV

Distributed Services TOVタイマーが正確に一致するかどうかを確認して
ください。

D_S_TOV

Error Detect TOVタイマーが正確に一致するかどうかを確認してくださ
い。

E_D_TOV

Resource Allocation TOVタイマーが正確に一致するかどうかを確認して
ください。

R_A_TOV

2つの異なるベンダー製のスイッチ間では、トランキングはサポートさ
れません。この機能は、ポート単位またはスイッチ単位で無効にできま

す。

トランキング

ゾーンのデフォルトの許可動作（すべてのノードから他のすべてのノー

ドを認識可能）または拒否動作（明示的にゾーンに配置されていないす

べてのノードが隔離される）は変更できます。

デフォルトゾーン
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相互運用モードがイネーブルの場合の変更点スイッチ機能

ゾーンを pWWNに制限したり、その他の独自のゾーン分割方式（物理
ポート番号）を除去することができます。

Note
Brocadeスイッチでは、cfgsaveコマンドを使用して、ファブリック全体
のゾーン分割設定を保存します。このコマンドは、同じファブリック

に属する Cisco SANスイッチには影響を及ぼしません。各 Cisco SAN
スイッチで明示的に設定を保存する必要があります。

ゾーン分割属性

一部のベンダーは、他のスイッチに完全なゾーン設定を受け渡さない

で、アクティブゾーンセットだけを受け渡します。

ファブリック内の他のスイッチにアクティブゾーンセットまたはゾーン

設定が正しく伝播されたかどうかを確認してください。

ゾーンの伝播

interopモードは、指定された VSANにだけ有効です。VSAN

シスコスイッチとCisco SAN以外のスイッチを接続する場合は、TEポー
トおよび SANポートチャネルを使用できません。Cisco SAN以外のス
イッチに接続できるのは、Eポートだけです。interopモードの場合で
も、TEポートおよびSANポートチャネルを使用すると、シスコスイッ
チをほかの Cisco SANスイッチに接続することができます。

TEポートおよび
SANポートチャネ
ル

interopモードにしても、ファブリック内のフレームのルーティングは変
更されません。スイッチは引き続き src-id、dst-id、および ox-idを使用
して、複数の ISLリンク間でロードバランスします。

FSPF

これは、スイッチ全体に影響するイベントです。BrocadeおよびMcData
では、ドメイン IDを変更するときにスイッチ全体をオフラインモード
にしたり、再起動したりする必要があります。

ドメインの中断再設

定

これは、関連するVSANに限定されるイベントです。Cisco SANスイッ
チには、スイッチ全体ではなく、関連するVSANのドメインマネージャ
プロセスだけを再起動する機能が組み込まれています。

ドメインの非中断再

設定

すべてのベンダーのネームサーバーデータベースに正しい値が格納さ

れているかを確認してください。

ネームサーバー

interopモード 3の設定

Cisco SANスイッチの interopモード 3を中断または非中断に構成できます。
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Brocadeスイッチから Cisco SANスイッチまたはMcDataスイッチに接続する前に、Brocadeの
msplmgmtdeactivateコマンドを明示的に実行する必要があります。このコマンドはBrocade独
自のフレームを使用して、Cisco SANスイッチまたはMcDataスイッチが認識しないプラット
フォーム情報を交換します。これらのフレームを拒否すると、一般的なEポートが隔離されま
す。

Note

Procedure

PurposeCommand or Action

switch# configuration terminal他ベンダー製スイッチに接続する EポートのVSAN
を相互運用モードにします。

ステップ 1
switch(config)# vsan database

switch(config-vsan-db)# vsan 10 interop 3

switch(config-vsan-db)# exit

97（0x61）～ 127（0x7F）の範囲でドメイン IDを割
り当てます。

ステップ 2 Note
これは、McDataスイッチに適用される制限です。

Cisco SANスイッチの場合、デフォルトでは、主要
スイッチから IDが要求されます。Preferredオプショ
ンを使用した場合、Cisco SANスイッチは固有の ID
を要求しますが、主要スイッチから別の IDが割り
当てられた場合もファブリックに参加します。Static
オプションを使用した場合、要求された IDを主要
スイッチが承認して、これを割り当てないかぎり、

CiscoSANスイッチはファブリックに参加しません。

Note
ドメイン IDを変更すると、Nポートに割り当てら
れた FC IDも変更されます。

FCタイマーを変更します（システムデフォルトか
ら変更された場合）。

ステップ 3 Note
Cisco SANスイッチ、Brocade、およびMcDataの
FC Error Detect（ED_TOV）と Resource Allocation
（RA_TOV）のタイマーは、デフォルトで同一の値
に設定されています。これらの値は、必要に応じて

変更できます。RA_TOVのデフォルト値は 10秒、
ED_TOVのデフォルト値は 2秒です。FC-SW2標準
に基づく場合、これらの値は、ファブリック内の各

スイッチで一致している必要があります。

switch(config)# fctimer e_d_tov ?

<1000-100000> E_D_TOV in
milliseconds(1000-100000)
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PurposeCommand or Action
switch(config)# fctimer r_a_tov ?

<1000-4000> E_D_TOV in milliseconds(1000-4000)

ドメインを変更するときに、変更されたVSANのド
メインマネージャ機能の再起動が必要な場合と、不

要な場合があります。

ステップ 4 • disruptiveオプションを使用して、ファブリッ
クを強制的に再設定する場合は次のようになり

ます。

switch(config)# fcdomain restart disruptive
vsan 1

または

•ファブリックを強制的に再設定しない場合は次
のようになります。

switch(config# fcdomain restart vsan 10

相互運用ステータスの確認

ここでは、ファブリックが起動していて、相互運用モードで稼働していることを確認するため

のコマンドについて説明します。

任意の Cisco Nexusデバイスで相互運用性コマンドを入力した場合のステータスを確認する手
順は、次のとおりです。

SUMMARY STEPS

1. ソフトウェアバージョンを確認します。

2. インターフェイスの状態が使用中の設定に必要な状態になっているかどうかを確認しま

す。

3. 目的のコンフィギュレーションが稼働しているかどうかを確認します。

4. 相互運用性モードがアクティブであるかどうかを確認します。

5. ドメイン IDを確認します。
6. ローカル主要スイッチのステータスを確認します。

7. スイッチのネクストホップおよび宛先を確認します。

8. ネームサーバ情報を確認します。

DETAILED STEPS

Procedure

ステップ 1 ソフトウェアバージョンを確認します。

Example:
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switch# show version

Cisco Nexus Operating System (NX-OS) Software

TAC support: http://www.cisco.com/tac

Copyright (c) 2002-2008, Cisco Systems, Inc. All rights reserved.

The copyrights to certain works contained herein are owned by

other third parties and are used and distributed under license.

Some parts of this software are covered under the GNU Public

License. A copy of the license is available at

http://www.gnu.org/licenses/gpl.html.

Software

BIOS: version 1.2.0

loader: version N/A

kickstart: version 4.0(1a)N1(1)

system: version 4.0(1a)N1(1)

BIOS compile time: 06/19/08

kickstart image file is: bootflash:/n5000-uk9-kickstart.4.0.1a.N1.latest.bin

kickstart compile time: 11/25/2008 6:00:00 [11/25/2008 14:17:12]

system image file is: bootflash:/n5000-uk9.4.0.1a.N1.latest.bin

system compile time: 11/25/2008 6:00:00 [11/25/2008 14:59:49]

Hardware

cisco Nexus5020 Chassis ("40x10GE/Supervisor")

Intel(R) Celeron(R) M CPU with 2074308 kB of memory.

Processor Board ID JAB120900PJ

Device name: switch

bootflash: 1003520 kB

Kernel uptime is 0 day(s), 1 hour(s), 29 minute(s), 55 second(s)

Last reset at 510130 usecs after Wed Nov 26 18:12:23 2008

Reason: Reset Requested by CLI command reload

System version: 4.0(1a)N1(1)

Service:

plugin

Core Plugin, Ethernet Plugin

ステップ 2 インターフェイスの状態が使用中の設定に必要な状態になっているかどうかを確認します。

Example:
switch# show interface brief

-------------------------------------------------------------------------------

Interface Vsan Admin Admin Status SFP Oper Oper Port

Mode Trunk Mode Speed Channel

Mode (Gbps)
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-------------------------------------------------------------------------------

fc3/1 1 E on trunking swl TE 2 --

fc3/2 1 auto on sfpAbsent -- -- --

fc3/3 1 E on trunking swl TE 2 --

fc3/4 1 auto on sfpAbsent -- -- --

fc3/5 1 auto auto notConnected swl -- --

fc3/6 1 auto on sfpAbsent -- -- --

fc3/7 1 auto auto sfpAbsent -- -- --

fc3/8 1 auto auto sfpAbsent -- -- --

ステップ 3 目的のコンフィギュレーションが稼働しているかどうかを確認します。

Example:
switch# show running-config

Building Configuration...

interface fc2/1

no shutdown

interface fc2/2

no shutdown

interface fc2/3

interface fc2/4

<snip>
interface mgmt0

ip address 6.1.1.96 255.255.255.0

switchport encap default

no shutdown

vsan database

vsan 1 interop

boot system bootflash:/nx5000-system-23e.bin

boot kickstart bootflash:/nx5000-kickstart-23e.bin

callhome

fcdomain domain 100 preferred vsan 1

ip route 6.1.1.0 255.255.255.0 6.1.1.1

ip routing

line console

databits 5

speed 110

logging linecard

ssh key rsa 512 force

ssh server enable

switchname switch
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username admin password 5 $1$Li8/fBYX$SNc72.xt4nTXpSnR9OUFB/ role network-admin

ステップ 4 相互運用性モードがアクティブであるかどうかを確認します。

Example:
switch# show vsan 1

vsan 1 information

name:VSAN0001 state:active

interoperability mode:yes <-------------------- verify mode

loadbalancing:src-id/dst-id/oxid

operational state:up

ステップ 5 ドメイン IDを確認します。

Example:
switch# show fcdomain vsan 1

The local switch is a Subordinated Switch.

Local switch run time information:

State: Stable

Local switch WWN: 20:01:00:05:30:00:51:1f

Running fabric name: 10:00:00:60:69:22:32:91

Running priority: 128

Current domain ID: 0x64(100) <---------------verify domain id

Local switch configuration information:

State: Enabled

Auto-reconfiguration: Disabled

Contiguous-allocation: Disabled

Configured fabric name: 41:6e:64:69:61:6d:6f:21

Configured priority: 128

Configured domain ID: 0x64(100) (preferred)

Principal switch run time information:

Running priority: 2

Interface Role RCF-reject

---------------- ------------- ------------

fc2/1 Downstream Disabled

fc2/2 Downstream Disabled

fc2/4 Upstream Disabled

---------------- ------------- ------------

ステップ 6 ローカル主要スイッチのステータスを確認します。

Example:
switch# show fcdomain domain-list vsan 1

Number of domains: 5
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Domain ID WWN

--------- -----------------------

0x61(97) 10:00:00:60:69:50:0c:fe

0x62(98) 20:01:00:05:30:00:47:9f

0x63(99) 10:00:00:60:69:c0:0c:1d

0x64(100) 20:01:00:05:30:00:51:1f [Local]

0x65(101) 10:00:00:60:69:22:32:91 [Principal]

--------- -----------------------

ステップ 7 スイッチのネクストホップおよび宛先を確認します。

Example:
switch# show fspf internal route vsan 1

FSPF Unicast Routes

---------------------------

VSAN Number Dest Domain Route Cost Next hops

-----------------------------------------------

1 0x61(97) 500 fc2/2

1 0x62(98) 1000 fc2/1

fc2/2

1 0x63(99) 500 fc2/1

1 0x65(101) 1000 fc2/4

ステップ 8 ネームサーバ情報を確認します。

Example:
switch# show fcns data vsan 1

VSAN 1:

------------------------------------------------------------------

FCID TYPE PWWN (VENDOR) FC4-TYPE:FEATURE

------------------------------------------------------------------

0x610400 N 10:00:00:00:c9:24:3d:90 (Emulex) scsi-fcp

0x6105dc NL 21:00:00:20:37:28:31:6d (Seagate) scsi-fcp

0x6105e0 NL 21:00:00:20:37:28:24:7b (Seagate) scsi-fcp

0x6105e1 NL 21:00:00:20:37:28:22:ea (Seagate) scsi-fcp

0x6105e2 NL 21:00:00:20:37:28:2e:65 (Seagate) scsi-fcp

0x6105e4 NL 21:00:00:20:37:28:26:0d (Seagate) scsi-fcp

0x630400 N 10:00:00:00:c9:24:3f:75 (Emulex) scsi-fcp

0x630500 N 50:06:01:60:88:02:90:cb scsi-fcp

0x6514e2 NL 21:00:00:20:37:a7:ca:b7 (Seagate) scsi-fcp

0x6514e4 NL 21:00:00:20:37:a7:c7:e0 (Seagate) scsi-fcp

0x6514e8 NL 21:00:00:20:37:a7:c7:df (Seagate) scsi-fcp

0x651500 N 10:00:00:e0:69:f0:43:9f (JNI)
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Total number of entries = 12

Note
シスコスイッチネームサーバにはローカルエントリおよびリモートエントリが表示され、エントリはタ

イムアウトしません。

高度なファイバチャネル機能のデフォルト設定

次の表に、この章で説明した機能のデフォルト設定を示します。

Table 32:拡張機能のデフォルト設定値

デフォルトパラメータ

ディセーブ

ル

CIMサーバー

HTTPCIMサーバーセキュリティプロトコル

5,000ミリ秒D_S_TOV

2,000ミリ秒E_D_TOV

10,000ミリ
秒

R_A_TOV

5秒fctraceを呼び出すタイムアウト時間

5フレームfcping機能によって送信されるフレーム数

TCPリモートキャプチャ接続プロトコル

Passiveリモートキャプチャ接続モード

10フレームローカルキャプチャフレーム制限

autoモードFC IDの割り当てモード

ディセーブ

ル

ループモニタリング

無効化interopモード
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