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Step 1 configure ter minal Ja—rar7 4 Xal—varEe— RERBL
1 BNl
switch# configure terminal
switch (config) #

Step 2 inter faceinterface PIM A X —7 W TEDHHRA MG SN TND
il A B —T = AZIERLUET, |nterface5’/1’7¥
switch (config)# interface gigabitethernet 1/0/0 Tjj?jro
switch (config-if) #

Step 3 ip pim spar se-mode PIM %A F—7 M LET, A= E— REA{H]

1k

switch (config-if)# ip pim sparse-mode

TOBEPDY 7,

Step 4 no shut
.

switch(config-if)# no shut

A F =T =4 AEFHIULET,

Step 5 Exit

IE

rua—\ L ary 74 F¥alb—3ig rEF— RICRY E
K
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switch(config-if)# exit IP~/LF% ¥ A b %'Tfm@qéﬂqf\f DAL H—T =
AARATAT v 3I~5EHBVIRLET,

Step 6 ip pim rp-address rp-addressgroup-listip-prefix | ~NFxX X AL TA=THINS, PIMAZT 4 v 7
route-mappolicy-name] RP 7 R L A %% LE 7, matchip multicast 7~ >
5. RC, T IN—T T VT 47 AERT—
switch(config)# ip pim rp-address 30.2.2.2 f\‘?\y7°7\]§oU f/*‘%%?ﬁ‘ﬁf%jﬁj‘o Zoa~vr K
group-list 224.0.0.0/4 IX. VRFE— RTHMHTE £,

Step7  |end N—h vy TRERE— RE&T LET,
1.
Switch (config)# end

Step 8 ({TE) show ip pim rp [vrf|rp-address] F v b T —27 TRAO RP KR L, /L—X )34 RP
1. ZONWTEET D TEERLET,
switch# show ip pim rp

Step 9 (f£7) show ip mroute IP mroute 7 — 7 /L DONKEEZ LR LET,
i

switch# show ip mroute

PIM Allow RP D & X1k

WO ETFIETIE, RPM QAL DHEDONTINE —FICHETCXET, FL—TDIH, RP D
. TN—TF RP, ZI—THPHDOHR T,

FIE
ARV NFERERETIVa Yy HEY
Step 1 configure terminal Ju—riEE— REia LE T,
1

switch# configure terminal
switch (config) #

Step 2 route-map map-name per mitsequence-number deny N— b=y TR E— REBB L3, - O
E T— FTIE, permit ¥ — U — R 24 % HICER
switch(config)# route-map mcast-grp permit 10 LTSN,

Step 3 match ip multicast group group-address IP<vLFXx AN TNA—TOREEITNET,

1 GE)

Bl PIM:F RP O E



| PIM 7T RP DR

pim Allow RP 05301 I}

ARV RFERRTI VY

By

Switch (config-route-map)# match ip multicast group
224.0.0.0/4

—JEICHE T& B RPM O A G DOEIX, Zr—7
DI, RPOI, 7 )L—TFRP, 7N —THEHDHD
W DT TT, ez, ZOFIE (7
N—TDRH) T D51, FIHIIZE e %
NhHYET,

ZhuE, BUFOTIE (P4 DTS 1264 T
IFEY F9

Step 4 match ip multicast group-range {group address start |fg XN 7=27L—77 KL 2R L DM TIP</LF X+
to group address_end} AN I =T E G LET,
1
switch (config-route-map) # match ip multicast
group-range 230.1.1.1 to 230.1.1.255
Step 5 match ip multicast rprp-address IPv/LTFHxANEIREINTRPZBAELET,
1
switch (config-route-map) # match ip multicast
222.0.0.0/4
Step 6 match ip multicast rp rp-addressr p-typetype IPv/LFHXFXYARMRPT RLAEIEEINIZRP ¥
il A TEMELET, YR—FSNTVDRP Z AT
switch (config-route-map)# match ip multicast rp (X ASM ODJ%T??rO
1.1.1.1/32 rp-type ASM
Step 7 match ip multicast group addressrpaddress P~LVFHXFY AN ITNL—F T RLAELRPT L
S A
1§|J: X%/n\lﬁl Li‘g‘o
switch (config-route-map)# match ip multicast group
230.1.1.1/4 rp 1.1.1.1/32
Step 8 match ip multicast group-range {group address start g2 X7=7 KL AL RPT7 RL AL D TIP</b
to group address end)rpadress F¥ v A b S A—T R ERA LET.
1
switch (config-route-map)# match ip multicast
group-range 230.1.1.1 to 230.1.1.255 rp 1.1.1.1/32
Stepd | ip pim allow-rp route- map-name PIM Allow RP A 2NC LEF, %/ S—2E— KD

1

switch (config-roiute-map)# ip pim allow-rp
test-route-map

RP7 KL A% LET, 2Dz~ RiL, VRF
LAV THEENET, v— bk vy 7E (506)
join DX 4 LD RP T RLVAETIV—TT R
VA (BHDHWNEZOW T T 572D &
NET, (5,G)join A v E—YDORPT KL R LS
N—7"7 RUAX, /— bk v 7 THE I RP
ETN—T T RLRAELBESNET,
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Step 10 ipv6 pim allow-rp route-map-name IPv6 PIM Allow RP Z H#HC L £,
1E
switch (config-roiute-map)# ipv6 pim allow-rp
test-route-map
Step 11 (fE7) show ip pim policy statistics allow-rp-policy | 5 U & —#iiit 2 £oxd 5 121%, IO TSRV E
show ipv6 pim policy statistics allow-rp-policy 3,
ILE
switch (config)# show ip pim policy statistics
allow-rp-policy
Step 12 end =k <y TRRE— FE&T LET,
1
Switch (config-route-map)# end

SFAIRP 7R o — (BT B IEMORT

DA< Nix, VRFE— RTHH T E4,

FIg

ARV RFEEETIVa Y

HA

Step 1 Enable FiHE EXEC £ — RE2GRc LE T,
1k
switch# enable
Step 2 show ip pim policy statistics allow-r p-policy FIEDOZTRPARY — L FDh o 2T 5805
i RN LET,
switch# show ip pim policy statistics
allow-rp-policy
Step 3 show ipv6 pim policy statistics allow-rp-policy FEDOZ T RP AR Y 2 —I24 % IPv6 Gt 2 £n L
51 ER
switch# show ipv6 pim policy statistics
allow-rp-policy
Step 4 clear ip pim policy statistics allow-rp-policy HARPRY o —DRY —eh o257 )7 LE

1

switch# clear ip pim policy statistics
allow-rp-policy

R
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Step 5

clear ipv6 pim policy statistics allow-rp-policy
5

switch# clear ipvé6 pim policy statistics
allow-rp-policy

IPv6 DO RP AR > —DRI S —bh o Zhr

V7 LET,
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