
MLDの設定

この章では、IPv6ネットワーク用にCiscoNX-OSデバイスでマルチキャストリスナー検出（MLD）
を設定する方法を説明します。

• MLDについて（1ページ）
• MLDの前提条件（4ページ）
• MLDの注意事項および制限事項（5ページ）
• MLDのデフォルト設定（6ページ）
• MLDスヌーピングの設定（7ページ）
• MLDパラメータの設定（10ページ）
• MLDの設定の確認（18ページ）
• MLDスヌーピングの設定の確認（18ページ）
• MLDの設定例（19ページ）

MLDについて
MLDは、ホストが特定のグループにマルチキャストデータを要求するために使用する IPv6プロ
トコルです。ソフトウェアは、MLDを介して取得した情報を使用し、マルチキャストグループ
またはチャネルメンバーシップのリストをインターフェイス単位で保持します。MLDパケット
を受信したデバイスは、既知の受信者が含まれるネットワークセグメントに、要求されたグルー

プまたはチャネルに関する受信データをマルチキャスト送信します。

MLDv1は IGMPv2から、MLDv2は IGMPv3から派生したプロトコルです。IGMPは IP Protocol 2
メッセージタイプを使用しますが、MLDは ICMPv6メッセージのサブセットである IP Protocol 58
メッセージタイプを使用します。

MLDプロセスはデバイス上で自動的に起動されます。インターフェイスではMLDを手動でイネー
ブルにできません。MDLは、インターフェイスで次のいずれかの設定作業を行うと、自動的にイ
ネーブルになります。

• PIM6のイネーブル化

•ローカルマルチキャストグループの静的なバインディング

•リンクローカルグループレポートのイネーブル化
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MLDのバージョン
デバイスはMLDv1およびMLDv2をサポートしています。MLDv2はMLDv1リスナーレポート
をサポートしています。

デフォルトでは、ソフトウェアがMLDプロセスを起動する際に、MLDv2がイネーブルになりま
す。必要に応じて、各インターフェイスではMLDv1をイネーブルにできます。

MLDv2には、次に示すMLDv1からの重要な変更点があります。

•次の機能を提供し、各受信者から送信元までの最短パスツリーを構築可能な Source-Specific
Multicast（SSM）をサポートします。

•グループおよび送信元を両方指定できるホストメッセージ

• MLDv1ではグループについてのみ保持できたマルチキャストステートを、グループおよ
び送信元について保持可能

•ホストによるレポート抑制が行われなくなり、MLDクエリーメッセージを受信するたびに
MLDリスナーレポートが送信されるようになりました。

MLDv1の詳細については、RFC 2710を参照してください。MLDv2の詳細については、RFC 3810
を参照してください。

MLDの基礎
次の図に、ルータがMLDを使用し、マルチキャストホストを検出する基本的なプロセスを示し
ます。

図 1 : MLDクエリー応答プロセス

ホスト 1、2、および 3は要求外のMLDリスナーレポートメッセージを送信して、グループまた
はチャネルに関するマルチキャストデータの受信を開始します。ルータ A（サブネットの代表
MLDクエリア）は、リンクスコープの全ノードを対象として、マルチキャストアドレス FF02::1
に定期的に共通のクエリメッセージを送信し、マルチキャストグループに対する各ホストの受信

要求を検出します。グループ固有のクエリーは、特定のグループの情報を要求するホストを検出

する場合に使用されます。グループメンバーシップタイムアウト値を設定できます。これは、

ルータがサブネット上にグループのメンバーまたは送信元が存在するかどうかを判断するための

時間です。

ホスト 1からのリスナーレポートの送出は止められており、最初にホスト 2からグループ
FFFE:FFFF:90::1に関するリスナーレポートが送信されます。ホスト 1はホスト 2からレポートを
受信します。ルータに送信する必要があるリスナーレポートは、グループにつき 1つだけである
ため、その他のホストではレポートの送出が止められ、ネットワークトラフィックが軽減されま

す。レポートの同時送信を防ぐため、各ホストではランダムな時間だけレポート送信が保留され

ます。クエリの最大応答時間パラメータを設定すると、ホストが応答をランダム化する間隔を制

御できます。
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MLDv1メンバーシップレポートが抑制されるのは、同じポートに複数のホストが接続されてい
る場合だけです。

（注）

ルータ Aは、MLDv2の group-and-source-specificクエリを LANに送信します。ホスト 2および 3
は、アドバタイズされたグループおよび送信元からデータを受信することを示すリスナーレポー

トを送信して、そのクエリに応答します。このMLDv2機能では、SSMがサポートされます。

MLDv2では、すべてのホストがクエリーに応答します。（注）

図 2 : MLDv2グループ/ソース固有のクエリー

IPアドレスが最下位のルータが、サブネットのMLDクエリアとして選出されます。ルータは、
自身よりも下位の IPアドレスを持つルータからクエリーメッセージを継続的に受信している間、
非クエリアとして動作し、クエリアタイムアウト値をカウントするタイマーをリセットします。

ルータのクエリアタイマーが期限切れになると、そのルータは代表クエリアになります。そのあ

とで、このルータが、自身よりも下位の IPアドレスを持つルータからのホストクエリーメッセー
ジを受信すると、ルータは代表クエリアとしての役割をドロップしてクエリアタイマーを再度設

定します。

代表クエリアから送信されるメッセージの存続可能時間（TTL）値は 1です。つまり、サブネッ
ト上の直接接続されたルータからは、メッセージは転送されません。また、MLDの起動中に送信
されるクエリーメッセージの頻度および回数を個別に設定することもできます。起動時のクエ

リーインターバルを短く設定することで、グループステートの確立時間を最小限に抑えることが

できます。通常は不要ですが、起動後のクエリーインターバルをチューニングすることで、ホス

トグループメンバーシップへの応答性と、ネットワーク上のトラフィック量のバランスを調整で

きます。

クエリーインターバルを変更すると、ネットワークのマルチキャスト転送能力が著しく低下する

ことがあります。

注意

グループを脱退するマルチキャストホストは、MLDv1に対して脱退を知らせるメッセージを送
信するか、または対象のグループを除外したリスナーレポートを、リンクスコープ内の全ルータ

を含むマルチキャストアドレス FF02::2に送信する必要があります。このホストがグループを脱
退する最後のホストであるかどうかを確認するために、MLDクエリーメッセージが送信されま
す。これにより、最終メンバーのクエリー応答インターバルと呼ばれる、ユーザが設定可能なタ

イマーが起動されます。タイマーが切れる前にレポートが受信されない場合は、ソフトウェアに

よってグループステートが解除されます。ルータはグループステートが解除されないかぎり、こ

のグループにマルチキャストトラフィックを送信し続けます。
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輻輳ネットワークでのパケット損失を緩和するには、ロバストネス値を設定します。ロバストネ

ス値は、MLDソフトウェアがメッセージ送信回数を確認するために使用されます。

FF02::0/16内に含まれるリンクローカルアドレスには、InternetAssignedNumbersAuthority（IANA）
が定義したリンクスコープが設定されています。ローカルネットワークセグメント上のネット

ワークプロトコルでは、これらのアドレスが使用されます。これらのアドレスはTTLが 1である
ため、ルータからは転送されません。MLDプロセスを実行すると、デフォルトでは、非リンク
ローカルアドレスにだけリスナーレポートが送信されます。ただし、リンクローカルアドレス

にレポートが送信されるよう、ソフトウェアの設定を変更できます。

MLDスヌーピング
マルチキャストリスナー検出（MLD）スヌーピングにより、ホストとルータ間で IPv6マルチキャ
ストトラフィックを効率的に配信できます。これは、MLDクエリまたはレポートを送受信した
ポートのサブセットにブリッジドメイン内の IPv6マルチキャストトラフィックを制限するレイ
ヤ 2機能です。このように、MLDスヌーピングは、マルチキャストトラフィックの受信に関心
を示しているノードがないネットワークのセグメントでは帯域幅を節約できるという利点があり

ます。これにより、ブリッジドメインでフラッディングが生じることがなく、帯域幅の使用量が

削減され、ホストとルータで不要なパケット処理を節約できます。

MLDスヌーピング機能は、インターネットグループ管理プロトコル（IGMP）スヌーピングと似
ていますが、MLDスヌーピングの機能は IPv6マルチキャストトラフィックをスヌーピングする
ことであり、MLDv1（RFC 2710）およびMLDv2（RFC 3810）コントロールプレーンパケットで
動作する点が異なります。MLDはインターネット制御メッセージプロトコルバージョン 6
（ICMPv6）のサブプロトコルです。MLDメッセージは ICMPv6メッセージのサブセットで、IPv6
パケット内で先頭の Next Header値 58により識別されます。MLDv1のメッセージタイプには、
リスナークエリ、マルチキャストアドレス固有（MAS）クエリ、リスナーレポート、完了メッ
セージが含まれます。MLDv2は、追加のクエリタイプであるマルチキャストアドレスおよびソー
ス固有（MASS）クエリを除き、MLDv1と相互運用できるように設計されています。MLDで使用
可能なプロトコルレベルタイマーは、IGMPで使用可能なものと同様です。

MLDスヌーピングがディセーブルの場合、すべてのマルチキャストトラフィックは、関係があ
るかどうかに関係なく、すべてのポートにフラッディングされます。MLDスヌーピングがイネー
ブルの場合、ファブリックはMLDインタレストに基づいて IPv6マルチキャストトラフィックを
転送します。不明な IPv6マルチキャストトラフィックは、ブリッジドメインの IPv6 L3不明マル
チキャストフラッディング設定に基づいてフラッディングされます。

フラッディングモードは、不明な IPv6マルチキャストパケットを転送するために使用されます。
フラッディングモードでは、ブリッジドメイン内のすべてのエンドポイントグループ（EPG）
およびすべてのポートがフラッディングパケットを受信します。

MLDの前提条件
MLDの前提条件は、次のとおりです。

•デバイスにログインしている。
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•現在の仮想ルーティングおよびフォワーディング（VRF）モードが正しい（グローバルコン
フィギュレーションコマンドの場合）。この章の例で示すデフォルトのコンフィギュレー

ションモードは、デフォルト VRFに適用されます。

MLDの注意事項および制限事項
MLDには、次の注意事項と制限事項があります。

• Cisco Nexus 9200、9300、および 9300-EXシリーズスイッチはMLDをサポートしています。

• Cisco NX-OSリリース 10.2(1q)F以降、MLDスヌーピングは Cisco N9K-C9332D-GX2Bプラッ
トフォームスイッチでサポートされます。

• Cisco Nexus 3232Cおよび 3264Qスイッチは、MLDをサポートしていません。

• MLDv2 (RFC3810)に従う送信元のリストの除外またはブロックはサポートされていません。

•インターフェイスに静的にバインドされているマルチキャストグループを拒否するように
ルートマップを変更する場合。その後のMLDレポートはローカルグループによって拒否さ
れ、グループはエージングを開始します。グループへのMLD脱退メッセージは、影響を与
えることなく許可されます。これは既知の予期された動作です。

• MLDスヌーピングは、vPCの有無に関わりなく、新世代 ToRスイッチでのみサポートされ
ます。これらは、スイッチ名の最後に「EX」、「FX」または「FX2」が付くスイッチモデル
です。また、「EX」および「FX」ラインカードを搭載した EoRスイッチにも当てはまりま
す。

• CiscoNX-OSリリース 9.3(5)以降、IPv6MLDスヌーピングはCiscoNexus 9500プラットフォー
ムスイッチでサポートされます。

• MLDスヌーピングは、EORスイッチのN9K-X9636PQ、N9K-X9408PC-CFP2、N9K-X9432PQ、
N9K-X9464PX、N9K-X9464TX、N9K-X9464TX2の T2ラインカードでもサポートされていま
す。

• MLDスヌーピングは、T2、T2P、T3、TH、TH2、および T2 EORを備えたすべての Cisco
Nexus 9000および Cisco Nexus 3000プラットフォームでサポートされています。Cisco Nexus
9000T2TORではサポートされていません。N9K-C9372PX、N9K-C9372PX-E、N9K-C9372TX、
N9K-C9372TX-E、N9K-C9332PQ、N9K-C93128TX、 N9K-C9396PX、N9K-C9396TXが該当し
ます。

• MLDスヌーピングは、FEXポートおよびネットワーク負荷分散 (NLB)ではサポートされて
いません。VLANがMACモードの場合もサポートされません。

• N3K-C3132Q-40GE、N3K-C3172PQ-10GE、N3K-C3172TQ-10GTなどの Cisco Nexus 3000シ
リーズスイッチとそれらのXLバリアントでは、MLDスヌーピングをサポートするために追
加の system switch-mode n9kコマンド設定が必要です。

•以下のコマンドが設定されている場合、MLDスヌーピング設定はグローバルレベルで拒否
されます。
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• ip pim cpu-punt dr-only

• ipv6 pim cpu-punt dr-only

• ip pim non-dr flood

• ipv6 pim non-dr flood

• CiscoNX-OSリリース 9.3(5)以降、MLDスヌーピングはCiscoNexus 9300-FX3プラットフォー
ムスイッチでサポートされます。

MLDのデフォルト設定
表 1 : MLDパラメータのデフォルト設定

デフォルトパラメータ

2MLDのバージョン

30秒スタートアップクエリーインターバ

ル

2スタートアップクエリーの回数

2ロバストネス値

255秒クエリアタイムアウト

255秒クエリータイムアウト

10秒クエリーの最大応答時間

125秒クエリーインターバル

1秒最終メンバーのクエリー応答イン

ターバル

2最終メンバーのクエリー回数

260秒グループメンバーシップタイムアウ

ト

無効リンクローカルマルチキャストグ

ループのレポート

無効化即時離脱
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MLDスヌーピングの設定
MLDスヌーピングは、グローバルコンフィギュレーションモードおよび VLANコンフィギュ
レーションモードでイネーブルおよびディセーブルにできます。スヌーピングは、グローバルコ

ンフィギュレーションモードではデフォルトで無効になっており、VLANごとに有効になってい
ます。スヌーピングは、VLAN上でスヌーピングが有効になっていて、グローバルコンフィギュ
レーションモードになっている場合にのみ、VLAN上で動作します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

Step 1

switch# configure terminal
switch(config)#

MLDスヌープポリシーの管理状態を有効にします。ipv6 mld snooping

例：

Step 2

switch(config)# ipv6 mld snooping

これは、Cisco Nexus 9000シリーズプラットフォー
ムでMLDスヌーピングを有効にするための追加要

system mld snooping

例：

Step 3

件です。Cisco Nexus 9000シリーズプラットフォーswitch(config)# system mld snooping
ムでスヌーピングを完全に有効にするには、ステッ

プ 2とステップ 3の両方が必要です。

このコマンドを設定した後、スイッチをリロードし

てください。

VXLAN VLANでMLDスヌーピングを有効にしま
す。

ipv6 mld snooping vxlan

例：

Step 4

switch(config)# ipv6 mld snooping vxlan

TCAMリージョンの ing-supを 768以上に設定しま
す。

hardware access-list tcam region ing-sup tcam-size

例：

Step 5

（注）switch(config)# hardware access-list tcam region
ing-sup 768 手順3と4を実行すると、設定を保存してシステム

を再起動して ACLをカービングし、v6および v4
ルーティングの異なるハードウェアプログラミン

グを有効にするように求められます。

VLANごとに明示的ホストトラッキングを有効また
は無効にします。このコマンドは、両方のMLDバー

ipv6 mld snooping explicit-tracking

例：

Step 6
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目的コマンドまたはアクション

ジョン（v1および v2）でデフォルトで有効になっ
ています。

switch(config)# ipv6 mld snooping
explicit-tracking

レポート抑制を有効または無効にします。ホストか

ら受信したすべてのMLDv1メンバーシップレポー
ipv6 mld snooping report-suppression

例：

Step 7

トは、すべてのマルチキャストルータポートに転switch(config)# ipv6 mld snooping
report-suppression 送されます。レポート抑制が無効になっている場

合、すべてのMLDメンバーシップレポートがその
ままルータに転送されるため、プロキシレポートは

実行されません。このコマンドは、デフォルトでイ

ネーブルになっています。

MLDv2レポート抑制をイネーブルにします。MLDv2
レポート抑制は、デフォルトではディセーブルにさ

れています。

ipv6 mld snooping v2-report-suppression

例：

switch(config)# ipv6 mld snooping
v2-report-suppression

Step 8

link-local-groups-suppressionを設定します。ipv6 mld snooping link-local-groups-suppression

例：

Step 9

switch(config)# ipv6 mld snooping
link-local-groups-suppression

VLANのイベント履歴バッファを設定します。デ
フォルト値は中（medium）です。

ipv6 mld snooping event-history vlan size {disabled
|large |medium |small}

例：

Step 10

switch(config)# ipv6 mld snooping event-history
vlan size medium

VLANイベントのイベント履歴バッファを設定しま
す。デフォルト値は中（medium）です。

ipv6 mld snooping event-history vlan-events {disabled
|large |medium |small}

例：

Step 11

switch(config)# ipv6 mld snooping event-history
vlan-events medium

MLDスヌープ内部イベントのイベント履歴バッファ
を設定します。デフォルト値は小（small）です。

ipv6 mld snooping event-history MLD-snoop-internal
size {disabled |large |medium |small}

例：

Step 12

switch(config)# ipv6 mld snooping event-history
MLD-snoop-internal size small

MLDスヌープMFDMイベントのイベント履歴バッ
ファを設定します。デフォルト値は小（small）で
す。

ipv6 mld snooping event-history mfdm size {disabled
|large |medium |small}

例：

Step 13

switch(config)# ipv6 mld snooping event-history
mfdm size small
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目的コマンドまたはアクション

MLDスヌープMFDMイベントサマリーのイベント
履歴バッファを設定します。デフォルト値は小

（small）です。

ipv6 mld snooping event-history mfdm-sum {disabled
|large |medium |small}

例：

Step 14

switch(config)# ipv6 mld snooping event-history
mfdm-sum size small

MLDスヌープvPCイベントのイベント履歴バッファ
を設定します。デフォルト値は小（small）です。

ipv6 mld snooping event-history vpc size {disabled
|large |medium |small}

例：

Step 15

switch(config)# ipv6 mld snooping event-history
vpc size small

VLANコンフィギュレーションモードを開始しま
す。

vlan configuration vlan-id

例：

Step 16

switch(config)# vlan configuration 6

VLANごとにMLDスヌーピングを無効または有効
にします。無効にすると、PIM6は対応する「イン
ターフェイス vlan」で機能しなくなります。

[no] ipv6 mld snooping

例：

switch(config-vlan-config)# no ipv6 mld snooping

Step 17

VLANごとに高速脱退機能をオンまたはオフにでき
ます。これはMLDv2ホストに適用され、1つのホ

ipv6 mld snooping fast-leave

例：

Step 18

ストだけがそのポートの背後でMLDを実行するこswitch(config-vlan-config)# ipv6 mld snooping
fast-leave とがわかっているポートで使用されます。このコマ

ンドはデフォルトでは無効になっています。これは

VLANモードコマンドです。

マルチキャストルータへの静的な接続を指定しま

す。ルータへのインターフェイスは、コマンドを入

ipv6 mld snooping mrouter interface interface-identifier

例：

Step 19

力する VLAN内にある必要があります。インターswitch(config-vlan-config)# ipv6 mld snooping
mrouter interface port-channel 1 フェイスは管理上アップ状態、回線プロトコルでも

アップ状態である必要があります。これは VLAN
モードコマンドです。

特定の VLANのレイヤ 2ポートをマルチキャスト
グループのメンバーとしてスタティックに設定しま

す。これは VLANモードコマンドです。

ipv6 mld snooping static-group group [ source source]
interface interface-identifier

例：

Step 20

switch(config-vlan-config)# ipv6 mld snooping
static-group ff1e::abcd interface port-channel 2

特定のマルチキャストグループにホストがまだ関係

しているかどうかを判別するグループ固有のクエリ

ipv6 mld snooping last-member-query-interval
[interval]

例：

Step 21

を送信した後で、スイッチが待機する時間を設定し

ます。スイッチによって送信される IGMPクエリのswitch(config-vlan-config)# ipv6 mld snooping
last-member-query-interval 9 待機時間を設定します。デフォルトは 1秒です。有
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目的コマンドまたはアクション

効な範囲は、1～ 25秒です。これは VLANモード
コマンドです。

MLD高速脱退処理とMLDクエリ時間の両方を設定
した場合は、高速脱退処理が優先するものと見なさ

れます。

IPv6 MLDスヌーピングクエリア処理を有効または
無効にします。マルチキャストトラフィックをルー

ipv6 mld snooping querierリンクローカルアドレス

例：

Step 22

ティングする必要がないため、MLDスヌーピング
switch(config-vlan-config)# ipv6 mld snooping
querier aaaa::abcd クエリアは、PIMおよびMLDを設定していない

VLAN内でMLDスヌーピングをサポートします。

MLDパラメータの設定
MLDグローバルパラメータおよびインターフェイスパラメータを設定すると、MLDプロセスの
動作を変更できます。

MLDスヌーピングを設定する前に、ipv6 mld snoopingおよび system mld snoopingコマンドを使
用してMLD機能を有効にします。

（注）

MLDインターフェイスパラメータの設定
表 2 : MLDインターフェイスパラメータ

説明パラメータ

インターフェイスでイネーブルにするMLDのバージョン。MLDv2
はMLDv1をサポートしています。有効なMLDバージョンは 1ま
たは 2です。デフォルトは 2です。

MLDのバージョン

MLDの設定
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説明パラメータ

インターフェイスに静的にバインドされるマルチキャストグルー

プ。(*, G)というステートでインターフェイスの加入先グループを
設定するか、(S, G)というステートでグループに加入するソース IP
を指定します。match ip multicastコマンドで、使用するグループ
プレフィックス、グループ範囲、および送信元プレフィックスを示

すルートマップポリシー名を指定できます。

（注）

(S, G)ステートで設定しても、ソースツリーが構築されるのは
MLDv2がイネーブルな場合だけです。

ネットワーク上の全マルチキャスト対応ルータを含むマルチキャス

トグループを設定すると、このグループに ping要求を送信するこ
とで、すべてのルータから応答を受け取ることができます。

スタティックマルチキャス

トグループ

発信インターフェイスに静的にバインドされるマルチキャストグ

ループ。(*, G)というステートで出力インターフェイスの加入先グ
ループを設定するか、(S, G)というステートでグループに加入する
ソース IPを指定します。match ip multicastコマンドで、使用する
グループプレフィックス、グループ範囲、および送信元プレフィッ

クスを示すルートマップポリシー名を指定できます。

(S, G)ステートで設定しても、ソースツリーが構築されるのは
MLDv2がイネーブルな場合だけです。

（注）

ルートマップのグループプレフィックスには、長さ 120以上のマ
スクが必要です。

発信インターフェイス

（OIF）上のスタティック
マルチキャストグループ

スタートアップクエリーインターバル。デフォルトでは、ソフト

ウェアができるだけ迅速にグループステートを確立できるように、

このインターバルはクエリーインターバルより短く設定されていま

す。有効範囲は 1～ 18,000秒です。デフォルトは 30秒です。

スタートアップクエリーイ

ンターバル

スタートアップクエリー間隔で区切られる、スタートアップ時の送

信クエリー数。有効範囲は 1～ 10です。デフォルトは 2です。
スタートアップクエリーの

回数

輻輳ネットワークでのパケット損失を許容範囲内に抑えるために使

用される、調整可能なロバストネス変数。ロバストネス変数を大き

くすれば、パケットの再送信回数を増やすことができます。有効範

囲は 1～ 7です。デフォルトは 2です。

ロバストネス値

前クエリアがクエリーを停止してから、自身がクエリアとして処理

を引き継ぐまで、ソフトウェアが待機する秒数。有効範囲は 1～
65,535秒です。デフォルト値は 255秒です。

クエリアタイムアウト

MLDの設定
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説明パラメータ

MLDクエリーでアドバタイズされる最大応答時間。大きな値を設
定すると、ホストの応答時間が延長され、ネットワークのMLDメッ
セージのバースト性を調整できます。この値は、クエリーインター

バルよりも短く設定する必要があります。有効範囲は 1～ 25秒で
す。デフォルトは 10秒です。

クエリーの最大応答時間

MLDホストクエリーメッセージの送信頻度。大きな値を設定する
と、ソフトウェアによるMLDクエリーの送信頻度が低くなるため、
ネットワーク上のMLDメッセージ数を調整できます。有効範囲は
1～ 18,000秒です。デフォルト値は 125秒です。

クエリーインターバル

サブネット上の既知のアクティブホストから最後にホスト脱退メッ

セージを受信したあと、ソフトウェアが送信するMLDクエリーへ
の応答に対するクエリーインターバル。このインターバル中に応答

が受信されない場合、グループステートは解除されます。この値を

使用すると、サブネット上でソフトウェアがトラフィックの送信を

停止するタイミングを調整できます。この値を小さく設定すると、

グループの最終メンバーまたは送信元が脱退したことを、より短時

間で検出できます。有効範囲は 1～ 25秒です。デフォルト値は 1
秒です。

最終メンバーのクエリー応

答インターバル

サブネット上の既知のアクティブホストから最後にホスト Leave
メッセージを受信したあと、最終メンバーのクエリー応答インター

バル中に、ソフトウェアがMLDクエリーを送信する回数。有効範
囲は 1～ 5です。デフォルトは 2です。

注意

この値を1に設定すると、いずれかの方向でパケットが検出されな
くなると、クエリー対象のグループまたはチャネルのマルチキャス

トステートが解除されます。次のクエリーインターバルが開始さ

れるまでは、グループを再度関連付けることができます。

最終メンバーのクエリー回

数

ルータによって、ネットワーク上にグループのメンバーまたはソー

スが存在しないと見なされるまでのグループメンバーシップイン

ターバル。有効範囲は 3～ 65,535秒です。デフォルト値は 260秒で
す。

グループメンバーシップタ

イムアウト

FF02::0/16内のグループにレポートを送信できるようにするための
オプション。リンクローカルアドレスは、ローカルネットワーク

プロトコルだけで使用されます。非リンクローカルグループには、

常にレポートが送信されます。デフォルトではディセーブルになっ

ています。

リンクローカルマルチキャ

ストグループのレポート

MLDの設定
12

MLDの設定

MLDインターフェイスパラメータの設定



説明パラメータ

ルートマップポリシーに基づく、MLDレポートのアクセスポリ
シー。

レポートポリシー

インターフェイスによりサービスを受けるサブネット上のホストが

参加できるマルチキャストグループをコントロールするため、ルー

トマップポリシーを設定するオプション。

（注）

match ip multicast groupコマンドだけがこのルートマップポリシー
でサポートされます。ACLを照合するための match ip addressコ
マンドはサポートされていません。

アクセスグループ

デバイスからグループ固有のクエリーが送信されないため、所定の

MLDインターフェイスでのMLDv1グループメンバーシップを脱
退するまでの待ち時間を最小限に抑えるオプション。即時脱退をイ

ネーブルにすると、デバイスではグループに関する Leaveメッセー
ジの受信後、ただちにマルチキャストルーティングテーブルから

グループエントリが削除されます。デフォルトではディセーブルに

なっています。

（注）

このコマンドは、所定のグループに対するインターフェイスの背後

に 1つの受信者しか存在しない場合に使用します。

即時離脱

1
ルートマップポリシーの設定方法については、Cisco Nexus 9000 Series NX-OS Unicast Routing
Configuration Guideを参照してください。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

Step 1

switch# configure terminal
switch(config)#

インターフェイス設定モードを開始します。interface interface

例：

Step 2

（注）

ステップ 3でリストされたコマンドを使用して、
MLDインターフェイスパラメータを設定します。

switch(config)# interface ethernet 2/1
switch(config-if)#

インターフェイスでイネーブルにするMLDのバー
ジョン。MLDv2はMLDv1をサポートしています。
有効な値は 1または 2です。デフォルトは 2です。

ipv6 mld version value

例：

switch(config-if)# ipv6 mld version 2

Step 3

MLDの設定
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目的コマンドまたはアクション

このコマンドの no形式を使用すると、バージョン
は 2に設定されます。

マルチキャストグループをインターフェイスに静的

にバインドします。グループアドレスのみを指定し

ipv6 mld join-group {group [source source] | route-map
policy-name}

例：

Step 4

た場合は、（*, G）ステートが作成されます。送信
元アドレスを指定した場合は、（S, G）ステートが

switch(config-if)# ipv6 mld join-group FFFE::1 作成されます。match ip multicastコマンドで、使用
するグループプレフィックス、グループ範囲、およ

び送信元プレフィックスを示すルートマップポリ

シー名を指定できます。

（注）

(S, G)ステートで送信元ツリーを構築できるのは、
MLDv2がイネーブルな場合だけです。

注意

このコマンドを使用して生成されたトラフィック

は、デバイス CPUで処理する必要があります。

マルチキャストグループを発信インターフェイスに

静的にバインドし、デバイスハードウェアで処理し

ipv6 mld static-oif {group [source source] | route-map
policy-name}

例：

Step 5

ます。グループアドレスのみを指定した場合は、

（*, G）ステートが作成されます。送信元アドレスswitch(config-if)# ipv6 mld static-oif FFFE::1
を指定した場合は、（S, G）ステートが作成されま
す。match ip multicastコマンドで、使用するグルー
ププレフィックス、グループ範囲、および送信元プ

レフィックスを示すルートマップポリシー名を指定

できます。

（注）

(S, G)ステートで送信元ツリーを構築できるのは、
MLDv2がイネーブルな場合だけです。

（注）

ルートマップのエントリごとにサポートされるグ

ループの最大数は 256です。

ソフトウェアの起動時に使用されるクエリーイン

ターバルを設定します。有効範囲は 1～ 18,000秒で
す。デフォルト値は 31秒です。

ipv6 mld startup-query-interval seconds

例：

switch(config-if)# ipv6 mld startup-query-interval
25

Step 6

MLDの設定
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目的コマンドまたはアクション

ソフトウェアの起動時に使用されるクエリー数を設

定します。有効範囲は 1～ 10です。デフォルトは
2です。

ipv6 mld startup-query-count count

例：

switch(config-if)# ipv6 mld startup-query-count
3

Step 7

ロバストネス変数を設定します。パケット損失が発

生しやすいネットワークには、より大きな値を使用

ipv6 mld robustness-variable value

例：

Step 8

します。有効値の範囲は、1～ 7です。デフォルト
は 2です。

switch(config-if)# ipv6 mld robustness-variable
3

クエリアとして処理を引き継ぐかどうかをソフト

ウェアが判断するための、クエリアタイムアウト値

ipv6 mld querier-timeout seconds

例：

Step 9

を設定します。有効範囲は 1～ 65,535秒です。デ
フォルト値は 255秒です。

switch(config-if)# ipv6 mld querier-timeout 300

クエリアとして処理を引き継ぐかどうかをソフト

ウェアが判断するための、クエリータイムアウト値

ipv6 mld query-timeout seconds

例：

Step 10

を設定します。有効範囲は 1～ 65,535秒です。デ
フォルト値は 255秒です。

switch(config-if)# ipv6 mld query-timeout 300

（注）

このコマンドの機能は、ipv6 mld querier-timeoutコ
マンドと同じです。

MLDクエリーでアドバタイズされる応答時間を設
定します。有効範囲は 1～ 25秒です。デフォルト
は 10秒です。

ipv6 mld query-max-response-time seconds

例：

switch(config-if)# ipv6 mld
query-max-response-time 15

Step 11

MLDホストクエリーメッセージの送信頻度を設定
します。有効範囲は 1～ 18,000秒です。デフォルト
値は 125秒です。

ipv6 mld query-interval interval

例：

switch(config-if)# ipv6 mld query-interval 100

Step 12

メンバーシップレポートを送信してから、ソフト

ウェアがグループステートを解除するまでのクエ

ipv6 mld last-member-query-response-time seconds

例：

Step 13

リー応答時間を設定します。有効範囲は 1～ 25秒
です。デフォルト値は 1秒です。

switch(config-if)# ipv6 mld
last-member-query-response-time 3

ホストの Leaveメッセージを受信してから、MLD
クエリーが送信される回数を設定します。有効範囲

は 1～ 5です。デフォルトは 2です。

ipv6 mld last-member-query-count count

例：

switch(config-if)# ipv6 mld
last-member-query-count 3

Step 14
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目的コマンドまたはアクション

MLDv2のグループメンバーシップタイムアウトを
設定します。有効範囲は 3～ 65,535秒です。デフォ
ルト値は 260秒です。

ipv6 mld group-timeout (秒単位)

例：

switch(config-if)# ipv6 mld group-timeout 300

Step 15

224.0.0.0/24に含まれるグループに対して、レポート
送信をイネーブルにします。非リンクローカルグ

ipv6 mld report-link-local-groups

例：

Step 16

ループには、常にレポートが送信されます。デフォswitch(config-if)# ipv6 mld
report-link-local-groups ルトでは、リンクローカルグループにレポートは

送信されません。

ルートマップポリシーに基づく、MLDレポートの
アクセスポリシーを設定します。

ipv6 mld report-policyポリシー

例：

Step 17

switch(config-if)# ipv6 mld report-policy
my_report_policy

インターフェイスが接続されたサブネット上のホス

トについて、加入可能なマルチキャストグループを

ipv6 mld access-groupポリシー

例：

Step 18

制御するためのルートマップポリシーを設定しま

す。
switch(config-if)# ipv6 mld access-group
my_access_policy

（注）

match ip multicast groupコマンドだけがこのルート
マップポリシーでサポートされます。ACLを照合
するためのmatch ip addressコマンドはサポートさ
れていません。

デバイスが、グループに関する Leaveメッセージの
受信後、ただちにマルチキャストルーティングテー

ipv6 mld immediate-leave

例：

Step 19

ブルからグループエントリを削除できるようにしまswitch(config-if)# ipv6 mld immediate-leave
す。このコマンドを使用すると、デバイスからグ

ループ固有のクエリが送信されないため、所定の

MLDインターフェイスでMLDv1グループメンバー
シップの脱退のための待ち時間が最小限になりま

す。デフォルトではディセーブルになっています。

（注）

このコマンドは、所定のグループに対するインター

フェイスの背後に1つの受信者しか存在しない場合
に使用します。

実行コンフィギュレーションを、スタートアップコ

ンフィギュレーションにコピーします。

（任意） copy running-config startup-config

例：

Step 20

switch(config)# copy running-config startup-config

MLDの設定
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MLD SSM変換の設定
SSM変換を設定すると、MLDv1リスナーレポートを受信したルータで、SSMがサポートされる
ようになります。リスナーレポートでグループおよび送信元アドレスを指定する機能を備えてい

るのは、MLDv2だけです。グループプレフィックスのデフォルト範囲は、FF3x/96です。

表 3 : SSM変換の例

送信元アドレスグループプレフィックス

2001:0DB8:0:ABCD::1FF30::0/16

2001:0DB8:0:ABCD::2FF30::0/16

2001:0DB8:0:ABCD::3FF30:30::0/24

2001:0DB8:0:ABCD::4FF32:40::0/24

次の表に、MLDv1リスナーレポートにSSM変換を適用した場合に、MLDプロセスによって構築
されるM6RIBルートを示します。複数の変換を行う場合は、ルータにより、各変換内容に対して
(S,G)ステートが作成されます。

表 4 : SSM変換適用後の例

作成されるM6RIBルートMLDv1リスナーレポート

(2001:0DB8:0:ABCD::4, FF32:40::40)FF32:40::40

(2001:0DB8:0:ABCD::1, FF30:10::10) (2001:0DB8:0:ABCD::2,
FF30:10::10)

FF30:10::10

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始し

ます。

configure terminal

例：

Step 1

switch# configure terminal
switch(config)#

ルータがMLDv2リスナーレポートを受信したとき
と同様に、(S, G)ステートが作成されるよう、MLD

ipv6 [icmp] mld ssm-translate group-prefix source-addr

例：

Step 2

プロセスによるMLDv1リスナーレポートの変換を
設定します。

switch(config)# ipv6 mld ssm-translate FF30::0/16
2001:0DB8:0:ABCD::1

実行コンフィギュレーションの ssm-translate設定行
を表示します。

（任意） show running-configuration ssm-translate

例：

Step 3

switch(config)# show running-configuration
ssm-translate
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目的コマンドまたはアクション

実行コンフィギュレーションを、スタートアップコ

ンフィギュレーションにコピーします。

（任意） copy running-config startup-config

例：

Step 4

switch(config)# copy running-config startup-config

MLDの設定の確認
MLDの設定情報を表示するには、次の作業のいずれかを行います。

グループまたはインターフェイ

ス、デフォルトVRF、選択され
た VRF、またはすべての VRF
について、MLDで接続された
グループのメンバーシップを表

示します。

show ipv6 mld groups [group | interface] [vrf vrf-name | all]

MLDローカルグループメン
バーシップを表示します。

show ipv6 mld local-groups

次に、show ipv6 mld groupsコマンドの出力例を示します。この出力は、10個のインターフェイ
スがグループ ff03:0:0:1::1にMLD joinを送信していることを示しています。そのうち 9個のイン
ターフェイスがMLDv1 joinを送信しており、10番目のインターフェイスがソース 2005:0:0:1::2と
のMLDv2 joinを送信しています。グループには9つのエントリがあり、10番目のエントリがソー
スエントリとして追加されます。

switch# show ipv6 mld groups vrf vrf1
MLD Connected Group Membership for VRF "VRF1" - 52 total entries
Type: S - Static, D - Dynamic, L - Local, T - SSM Translated, H - Host Proxy

* - Cache Only
Group Address Type Interface Uptime Expires Last Reporter
ff03:0:0:1::1 D Ethernet3/25.1 00:02:13 00:03:47 fe80::1
ff03:0:0:1::1 D Ethernet3/25.3 00:02:13 00:04:12 fe80::2:0:0:1
ff03:0:0:1::1 D Ethernet3/25.5 00:02:13 00:02:26 fe80::4:0:0:1
ff03:0:0:1::1 D Ethernet3/25.4 00:02:13 00:03:31 fe80::3:0:0:1
ff03:0:0:1::1 D Ethernet3/25.6 00:02:13 00:02:47 fe80::5:0:0:1
ff03:0:0:1::1 D Ethernet3/25.7 00:02:13 00:03:10 fe80::6:0:0:1
ff03:0:0:1::1 D Ethernet3/25.8 00:02:13 00:03:56 fe80::7:0:0:1
ff03:0:0:1::1 D Ethernet3/25.9 00:02:13 00:03:28 fe80::8:0:0:1
2005:0:0:1::2 D Ethernet3/25.10 2d15h 00:03:37 fe80::9:0:0:1

MLDスヌーピングの設定の確認
MLDスヌーピングの設定情報を表示するには、次の作業のいずれかを入力します。

特定の VLANまたはすべての
VLANのMLDスヌーピングス
テータスと詳細を表示します。

show ipv6 mld snooping [ vlan vlan-id]
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VLNごとのマルチキャスト
ルータポートを表示します。

show ipv6 mld snooping mrouter [vlan vlan-id ]

MLDスヌーピングが有効に
なっているVLANのMLDクエ
リアの詳細を表示します。

show ipv6 mld snooping querier [vlan vlan-id ]

MLDスヌーピングの明示的な
追跡情報を表示します。

show ipv6 mld snooping explicit-tracking vlan vlan-id

グローバルMLDスヌーピング
統計を表示します。

show ipv6 mld snooping statistics global

グループ、そのグループ（ホス

トタイプ）に対して受信された

レポートタイプ、およびレポー

トが受信されたポートのリスト

を表示します。ポートのリスト

には、マルチキャストルーター

ポートは含まれていません。こ

れは、レポートが受信された

ポートのリストであり、グルー

プに設定された転送ポートすべ

てのリストではありません。詳

細出力以外の */*エントリは、
ルータポートを示します。

show ipv6 mld snooping groups [vlan vlan-id ] [ detail]

MLDの設定例
次に、MLDの設定例を示します。

configure terminal
ipv6 mld ssm-translate FF30::0/16 2001:0DB8:0:ABCD::1
interface ethernet 2/1
ipv6 mld version 2
ipv6 mld join-group FFFE::1
ipv6 mld startup-query-interval 25
ipv6 mld startup-query-count 3
ipv6 mld robustness-variable 3
ipv6 mld querier-timeout 300
ipv6 mld query-timeout 300
ipv6 mld query-max-response-time 15
ipv6 mld query-interval 100
ipv6 mld last-member-query-response-time 3
ipv6 mld last-member-query-count 3
ipv6 mld group-timeout 300
ipv6 mld report-link-local-groups
ipv6 mld report-policy my_report_policy
ipv6 mld access-group my_access_policy
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。
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