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switch(config)# ip igmp snooping
link-local-groups-suppression

ip igmp snooping
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switch(config)# ip igmp snooping
optimise-multicast-flood
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v3-report-suppression

switch(config)# ip igmp snooping
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copy running-config startup-config
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switch (config)# copy running-config startup-config
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Step 1 configure terminal
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switch# configure terminal
switch (config) #
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Step 2 ip igmp snooping
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switch (config)# ip igmp snooping
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Step 3 vlan configuration vian-id

51
switch (config)# vlan configuration 2
switch (config-vlan-config) #
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switch(config-vlan-config)# ip igmp
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ip igmp snooping access-group
{prefix-list | route-map}
policy-name interface interface
slot/port

switch(config-vlan-config)# ip igmp
snooping access-group prefix-list plist
interface ethernet 2/2
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ip igmp snooping
explicit-tracking

switch(config-vlan-config)# ip igmp
snooping explicit-tracking
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ip igmp snooping fast-leave

switch(config-vlan-config)# ip igmp
snooping fast-leave
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ip igmp snooping group-timeout
{minutes | never}

switch(config-vlan-config)# ip igmp
snooping group-timeout never
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ip igmp snooping
last-member-query-interval #

switch (config-vlan-config)# ip igmp
snooping last-member-query-interval 3
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ip igmp snooping proxy
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switch (config-vlan-config)# ip igmp
snooping proxy general-queries
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[no] ip igmp snooping proxy-leave
use-group-address

switch(config-vlan-config)# ip igmp
snooping proxy-leave use-group-address
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16MP 2 X —tE > T 0t [}



B vwnwcroeme xx—Evs 852 —s08E

IGMP 2 X —E > 5 DR |

TF7oay

At AR

T, YAFFY AN T T r—va B LR— hOREIC
WAE L. 77w FOEET RLRAIZESW T ALF F v A b
7747 BEELIEILET DA =V EKRTIHGAI
Z O ERETHVERHY £,

ip igmp snooping querier ip-address

switch (config-vlan-config)# ip igmp
snooping querier 172.20.52.106

CNT XY AN VT T 4w T EN—T T T HRIERIRN
72, PIM ZA X —7 M LTV RNWEFIZ, AX—E 7
s )T EBELET, IPT FLRIE, A vE—V0IEET
ELTHHLET,

ip igmp snooping querier-timeout
b

switch (config-vlan-config)# ip igmp
snooping querier-timeout 300

CNT XY AN NT T4 T BN—T 4 T T HRERRN
728, PIM A X —7 M L TWRWEGED, IGMPV2 D A
X—=BEU T I VT ZALT U MEERELET, T 74V
Miti1% 255 ¢4,

ip igmp snooping query-interval
b

switch (config-vlan-config)# ip igmp
snooping query-interval 120

YVTFXRXY AN T T4y T EN—T T HEIRTR
728, PIM ZA X —7/LIC L TWRNWGEHIZ, AX—E 7
JEY— AU H =V EFRTELET, T 74/ MilX 125
VC‘?O

ip igmp snooping
query-max-response-time

switch (config-vlan-config)# ip igmp
snooping query-max-response-time 12

“NVFXY AN T T4 T EN—T 4 T HMENRN
72, PIMZA X —7 ML TWARWGEIC, 72— Ay
TV DAX—E U MRT i€ LET, 7 7 4/L MAIL10
g,

[no] ip igmp snooping report-flood {all |
interface ethernet slot/port}

switch (config-vlan-config)# ip igmp
snooping report-flood interface ethernet
1/2

ip igmp snooping report-flood interface
ethernet 1/3

VLAN OFTRCODT VT 4T A B —T =2 A ZAFET- 13 ED
A B =T 2 A ADHTIGMP L R— 275 v RLET,

IGMP L7R— M, %, IGMP AX—tE 7 £ 2—/LIC
FoTHHEEND L~ LT FH¥ A b L—F F— MIIZiE IR
HZDOT, VLANTTZ I v T4 T ENERA, T27FL, o=
v REFEITTDHE, AL v FIE~vNLTF XY A L b—H F—
MZMNA T, VLANIZJET D A% L KR— MZHIGMP LR —
FNEEELET, A TFXY AN T YU r— a0 BT

T4 vV HEETHTOIZIGMP L AR — & KonT HkGE A b
BT HGEIE. ZOMREFRETLILERH Y £7,

ip igmp snooping report-policy
{prefix-list | route-map}
policy-name interface interface
slot/port

switch(config-vlan-config)# ip igmp

B 6MP R X—E T DR

FLT7 497 AVARMERIIL—F =y P RY S —2HIN
T, IGMPAX—E U LR— NI T4 N B ERELET, T
THINLVINTIET A =N TET,
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73y AR
snooping report-policy route-map rmap
interface ethernet 2/4

ip igmp snooping “NVTFXXY AN NT T4 w7 BN—T 4 T HUBENRRN
startup-query-count value 728, PIM%Z A 32— /I L TWARWGEAIT, BRI E S

NB7 ) —HIZ L TAX— L V5B ELET,

switch(config-vlan-config)# ip igmp
snooping startup-query-count 5

ip igmp snooping YIVTFXRY AN NTT 4w TN —T 4 7T HBERRN
startup-query-interval # 72, PIM%ZA X —7 M2 L TOWARWESIC, RERoO 2 X —

v s ) — A B =B ERELET,

switch(config-vlan-config)# ip igmp
snooping startup-query-interval 15000

ip igmp snooping fEE L7 VLAN O R NNRA MR AEEZRELET, T 74/ b
robustness-variable value fliix 2 9,

switch (config-vlan-config)# ip igmp
snooping robustness-variable 5

ip igmp snooping T NT Xy A RIHENA—FITEEEIND AN v T LR—
report-suppression PRI 7 v 2 HIRLET, LA— MIflET -7

2958, TXTOIGMP LAR— M BRZEDOEEV/LFF v X b
SRV —ZITEGE SNE T, T 740 FTIEA F—T e o

switch (config-vlan-config)# ip igmp

snooping report-suppression 7:b\357ro
ip igmp snooping mrouter YNF XX AN N—HADAZT 4 I B RELET,
interface interface N— B LY A VS =T = A AN, IR LT VLAN ICF

EFNTWDLRENSH Y £9°, ethernet ot/port D L H 12, A >~
B =Tz AFIHATBLOFSTIRETEET,

switch (config-vlan-config)# ip igmp
snooping mrouter interface ethernet 2/1

ip igmp snooping static-group |[VLAN®DL A Y 2HE—ha~vLFFx AN T A—TDRAK
group-ip-addr [SOUXCe source-ip-addr] T AT A N— L LTE&% ]\/i——;o ethernet gOt/pOft Dk 5
interface interface oo A B —T A AIEA 73"5&0%%(?]‘%%(% ij—o

switch (config-vlan-config)# ip igmp
snooping static-group 230.0.0.1 interface
ethernet 2/1

ip igmp snooping FeELIZVLAND Y v 7 a—J)L 7 —T7 il 2 30E LE T,
link-local-groups-suppression FIZH N NTIEA X —T N5 TWET,

switch(config-vlan-config)# ip igmp
snooping link-local-groups-suppression

IGMP R X —E > F DRk
I
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AT ay

At AR

ip igmp snooping
v3-report-suppression

switch (config-vlan-config)# ip igmp
snooping v3-report-suppression

552 L2 VLAN D IGMPV3 LR — MR LT O T e LiR—
N E LET, T 74/ FTILVLAN Z & I2HG/T > T

WET,

ip igmp snooping version value

switch (config-vlan-config)# ip igmp
snooping version 2

f&52 L7 VLAN @ IGMP N—2 5 U & 52 E LET,

copy running-config startup-config

1

Step 5

switch (config)# copy running-config startup-config

UFE) EiTar 74 Xal—Ya a2 A4 — T vl ary74¥al—yaila—LEd,

IGMP X X —E > 5 EDWE:R

avU R =i AR
show ip igmp snooping [vlan vian-id] IGMP A X —E"> 7% 5E % VLAN JllZR R L&
—a—o

show ip igmp snooping groups [source [group] |
group [source]] [vlan vian-id] [detail ]

T N—TIZT 5 IGMP A X —b v FiER %
VLAN jliZKR L ET,

show ip igmp snooping querier [vlan vian-id]

IGMP A X—t' 7 7 = U 7 % VLAN JllZ £~
L/i‘a_o

show ip igmp snooping mroute [vlan vian-id]

~ ) FFy A K b—H F— k% VLAN filic#
RLET,

B 6MP R X—E T DR
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At AR

show ip igmp snooping explicit-tracking [vlan
vian-id] [detail]

IGMP A X — "> 7 DWI/RIF 7218 M5 22 VLAN
ANCRIR L ET,

GE)

vPC VLAN D4, detail F¥—7— R&E AL
T, Cisco NX-0S U U —Z 7.0(3)I7(1) LA
HDVPC BT AA v FTIDa~vy KRR
THLENDH Y £9, detaill F—U— FZAH
Lo t-38a., —oa<wy RExA4T7 47

LAR— h&5215 L7z vPC A A v FITDIF R

SNFET,

IGMP X X — E > J #sHEHR D TR

WD a<y REMH LT, IGMP A X —E v 7 EEERE R X ET,

avo kR

At AR

show ip igmp snooping statistics vlan

IGMP 2 X —t' v 7 Gtz fom LEd,
DHAT, ARBEAR— F F ¥ 10 (VPC) DFiGT
HREERCTEET,

show ip igmp snooping {report-policy |
access-group} statistics [vlan vian]

IGMP AX—E LT DT 4 M EZNHEIN TN
534, VLAN Z LR Biat il e Ron L
ESc

IGMP X X—E VT #sHBEHRD Y )7

WKDa<wy REMH LT, IGMP AX—Y U VGEHERE 7 V7 X £,

avy kR

At AR

clear ip igmp snooping statistics vlan

IGMP A X —t v 7 OgEHERE 7 V7 LET,

clear ip igmp snooping {report-policy |
access-group} statistics [vlan vian]

IGMP A X —Y> 7 7 4 VX DRGSR E 7
7LET,

16MP 2 X —tE > T 0t [}
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IGMP A X—E 5 D% EH
\§

GE)  ZokrvarToREE. 2 SN2 VLAN 28 L7 ZIco Al S g+, VLAN OFFEK
IZ2W X, [Cisco Nexus 9000 Series NX-OS Layer 2 Switching Configuration Guide] % 2 L <
EEWN,

HIZ, IGMP AX—Y 7 RT A= EHRETHH 2R LET,

config t

ip igmp snooping

vlan configuration 2
ip igmp snooping
ip igmp snooping explicit-tracking
ip igmp snooping fast-leave
ip igmp snooping last-member-query-interval 3
ip igmp snooping querier 172.20.52.106
ip igmp snooping report-suppression
ip igmp snooping mrouter interface ethernet 2/1
ip igmp snooping static-group 230.0.0.1 interface ethernet 2/1
ip igmp snooping link-local-groups-suppression
ip igmp snooping v3-report-suppression

W2, ZVvZ7 497 A VA MEREL, ZNHEMHALTIGMP AX—E 7 LAR— &7 4L
ZAIFF 5 %" L E T,

ip prefix-list plist seq 5 permit 224.1.1.1/32

ip prefix-list plist seq 10 permit 224.1.1.2/32

ip prefix-list plist seq 15 deny 224.1.1.3/32

ip prefix-list plist seq 20 deny 225.0.0.0/8 eqg 32

vlan configuration 2
ip igmp snooping report-policy prefix-list plist interface Ethernet 2/2
ip igmp snooping report-policy prefix-list plist interface Ethernet 2/3

bRl TiE, L7 4y 7 A Y ABMI24.1.1.1 & 224112 ZFFA] LTUWET A, 224.1.13 &
225.0.0.08 FPHDOTRTHO I/ N—FZEHRLTCWET, L7 v 7 A U R KNI, 870
GIIREER 72 TR 12720 97, T X TEHF 358545, ip prefix-list plist seq 30 per mit
224.0.0.0/4eq32 ZiBML £,

WIZ, = b~ 7%BEL, ZNOEZMFHLTIGMP AX—E 7 LiR— h& 7 4 LV Z AL
L% R LUET,

route-map rmap permit 10

match ip multicast group 224.1.1.1/32
route-map rmap permit 20

match ip multicast group 224.1.1.2/32
route-map rmap deny 30

match ip multicast group 224.1.1.3/32
route-map rmap deny 40

match ip multicast group 225.0.0.0/8

IGMP X X —E > 5 DR
16| |
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vlan configuration 2
ip igmp snooping report-policy route-map rmap interface Ethernet 2/4
ip igmp snooping report-policy route-map rmap interface Ethernet 2/5

EREoOHITIE, —F~ v 7 1E224.1.1.1 £ 224112 ZFF0] LCTOET A, 224.1.1.3 & 225.0.0.0/8
FHHDOTRTCOIN—TEHERELTCNET, — b~y 7E, BRI T
W72 £, TOMT R TEH T 5354, route-map rmap permit 50 match ip multicast group
224.0.0.0/4 ZiBEN L £7,

IGMP R X —E > F DRk
I
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