
『Configuring MPLS Layer 3 VPNs』

この章では、Cisco Nexus 9508スイッチでマルチプロトコルラベルスイッチング（MPLS）レ
イヤ 3仮想プライベートネットワーク（VPN）を構成する方法について説明します。

• MPLSレイヤ 3 VPNsの概要（1ページ）
• MPLSレイヤ 3 VPNsの前提条件（5ページ）
• MPLSレイヤ 3 VPNsに関する注意事項と制限事項（5ページ）
• MPLSレイヤ 3 VPNsのデフォルト設定（8ページ）
•『Configuring MPLS Layer 3 VPNs』（8ページ）

MPLSレイヤ 3 VPNsの概要
MPLSレイヤ 3 VPNは、MPLSプロバイダーコアネットワークにより相互接続されている一
連のサイトから構成されます。各カスタマーサイトでは、1つ以上のカスタマーエッジ（CE）
ルータまたはレイヤ2スイッチが、1つ以上のプロバイダーエッジ（PE）ルータに接続されま
す。ここでは次の項目について説明します。

• MPLSレイヤ 3 VPNの定義

• MPLSレイヤ 3 VPNの動作方法

• MPLSレイヤ 3 VPNのコンポーネント

•ハブアンドスポークトポロジ

• MPLS VPNのための OSPF模造リンクのサポート

MPLSレイヤ 3 VPNの定義
MPLSレイヤ 3 VPNはピアモデルに基づいており、これにより、サービスプロバイダーおよ
びカスタマーは、レイヤ3のルーティング情報を交換できます。プロバイダーは、カスタマー
サイト間でデータをリレーします。このとき、カスタマーが直接何かを行う必要はありませ

ん。
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新しいサイトがMPLS VPNに追加された場合、更新する必要があるのは、カスタマーサイト
にサービスを提供するサービスプロバイダーのエッジルータだけです。

MPLSレイヤー 3 VPNには、以下のコンポーネントが含まれています。

•プロバイダー（P）ルータ：プロバイダーネットワークのコア内のルータ。Pルータは
MPLSスイッチングを実行しますが、ルーティングされるパケットに VPNラベル（PE
ルータによって割り当てられた、各ルート内のMPLSラベル）を付加しません。

•プロバイダーエッジ（PE）ルータ：着信パケットが受信されるインターフェイスまたは
サブインターフェイスに基づいて、着信パケットに VPNラベルを付加するルータ。PE
ルータは、CEルータに直接接続します。

•カスタマーエッジ（CE）ルータ：ネットワーク上のPEルータに接続するプロバイダーの
ネットワーク上のエッジルータ。CEルータは、PEルータとインターフェイスする必要が
あります。

図 1 : MPLSレイヤ 3 VPNの基本用語

MPLSレイヤ 3 VPNの動作方法
MPLSレイヤ 3 VPN機能は、MPLSネットワークのエッジで有効になっています。PEルータ
は、次のタスクを実行します。

• CEルータとルーティングアップデートを交換する。

• CEルーティング情報を VPNルートに変換する。

•マルチプロトコルボーダーゲートウェイプロトコル（MP-BGP）を介して、他の PEルー
タとレイヤ 3 VPNルートを交換する。

MPLSレイヤ 3 VPNのコンポーネント
MPLSベースの VPNネットワークには、次の 3つの主要コンポーネントがあります。
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1. VPNルートターゲットコミュニティ：VPNルートターゲットコミュニティは、レイヤ
3 VPNコミュニティのすべてのメンバのリストです。VPNコミュニティメンバーごとに
VPNルートターゲットを設定する必要があります。

2. VPNコミュニティPEルータのマルチプロトコルBGPピアリング：マルチプロトコルBGP
は、VPNコミュニティのすべてのメンバにVRFの到達可能情報を伝播します。VPNコミュ
ニティ内のすべての PEルータにマルチプロトコルBGPピアリングを設定する必要があり
ます。

3. MPLS転送：MPLSは、VPNエンタープライズまたはサービスプロバイダーネットワー
ク上のすべての VPNコミュニティメンバ間のすべてのトラフィックを転送します。

1対 1の関係は、カスタマーサイトと VPNs間に必ずしも存在する必要はありません。1つの
サイトを複数のVPNsのメンバにできます。ただし、サイトは、1つのVRFとだけ関連付ける
ことができます。カスタマーサイトの VRFには、そのサイトがメンバとなっている VPNsか
らサイトへの、利用できるすべてのルートが含まれています。

ハブアンドスポークトポロジ

ハブアンドスポークトポロジは、スポークプロバイダーエッジ（PE）ルータでの加入者間
のローカル接続を禁止し、加入者がハブサイトに常に接続されるようにします。同じ PEルー
タに接続しているすべてのサイトは、ハブサイトを使用して、サイト間のトラフィックを転送

する必要があります。このトポロジより、スポークサイトでのルーティングは、常にアクセス

側インターフェイスからネットワーク側インターフェイスに対して、またはネットワーク側イ

ンターフェイスからアクセス側インターフェイスに対して実行されます。アクセス側インター

フェイスからアクセス側インターフェイスへのルーティングは発生しません。ハブアンドス

ポークトポロジにより、サイト間のアクセス制限を維持できます。

ハブアンドスポークトポロジを使用すると、PEルータが、トラフィックをハブサイトを介
して渡さずに、スポークをローカルに切り替えるという状況が回避されます。このトポロジに

より、加入者が互いに直接接続することがなくなります。ハブアンドスポークトポロジでは、

スポークごとに 1つの VRFは必要ありません。

図 2 :ハブアンドスポークトポロジ
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図に示すように、ハブアンドスポークトポロジは通常、2つの VRFで設定されたハブ PEで
設定されます。

•専用リンクが設定された VRF 2hubがハブのカスタマーエッジ（CE）に接続されます。

• VRF 2spokeは、ハブ CEに接続された別の専用リンクを使用します。

内部ゲートウェイプロトコル（IGP）または外部 BGP（eBGP）セッションは、通常、ハブ
PE-CEリンクを介してセットアップされます。VRF 2hubは、すべてのスポーク PEからエクス
ポートされたすべてのルートターゲットをインポートします。ハブ CEはスポークサイトか
らのすべてのルートを学習し、それらをハブ PEの VRF 2spokeに再アドバタイズして戻しま
す。VRF 2spokeは、これらすべてのルートをスポーク PEにエクスポートします。

ハブ PEとハブ CEの間の eBGPを使用する場合は、通常は禁止されているパスで自律システ
ム（AS）番号を複製できるようにする必要があります。ハブ PEの VRF 2spokeのネイバー、
およびすべてのスポーク PEの VPNアドレスファミリネイバーでこの重複 AS番号を許可す
るようにルータを設定できます。さらに、ハブPEのVRF2spokeでネイバーにルートを配布す
る場合は、ハブ CEでピア AS番号チェックを無効にする必要があります。

MPLS VPNのための OSPF模造リンクのサポート
マルチプロトコルラベルスイッチング（MPLS）VPN構成では、OpenShortestPathFirst（OSPF）
プロトコルを使用して、VPNバックボーン内のカスタマーエッジ（CE）デバイスをサービス
プロバイダーエッジ（PE）デバイスに接続できます。多くのカスタマーは、OSPFをサイト内
ルーティングプロトコルとして実行し、VPNサービスにサブスクライブし、MPLS VPNバッ
クボーンでOSPFを（移行時または常時）使用してサイト間でルーティング情報を交換するこ
とを望んでいます。

MPLS VPNの OSPF模造リンクサポートの利点は次のとおりです。

• MPLSVPNバックボーン全体でのクライアントサイトの接続：模造リンクによって、バッ
クドアリンクを共有する OSPFクライアントサイトが、MPLS VPNバックボーンを介し
て通信を行い、VPNサービスに参加するようになります。

• MPLSVPN設定での柔軟なルーティング：MPLSVPN設定で模造リンクに対して設定する
OSPFコストを使用して、OSPFクライアントサイトのトラフィックを、バックドアリン
ク経由にするか、または VPNバックボーン経由にするかを指定できます。

下の図に、OSPFを実行する各 VPNクライアントサイトを、MPLS VPNバックボーンで接続
する例を示します。
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OSPFを使用して PEデバイスと CEデバイスを接続するには、VPNサイトから学習したすべ
てのルーティング情報を、着信インターフェイスに関連付けられた VPNルーティングおよび
転送（VRF）インスタンスに格納します。VPNに接続された PEデバイス間では、ボーダー
ゲートウェイプロトコル（BGP）を使用して、VPNルートが交換されます。CEデバイスはこ
のVPN内の他のサイトへのルートを、自分が接続されたPEデバイスとのピアリングによって
学習します。MPLSVPNスーパーバックボーンは、OSPFを実行する各VPNサイトを内部接続
するための追加のルーティング階層レベルを提供します。

OSPFルートがMPLSVPNバックボーン全体に伝播されると、プレフィックスに関する追加情
報が、BGP拡張コミュニティ形式（ルートタイプ、ドメイン ID拡張コミュニティ）で BGP
アップデートに付加されます。このコミュニティ情報を使用して、受信した PEデバイスは、
BGPルートを OSPF PE-CEプロセスに再配布するときに生成するリンクステートアドバタイ
ズメント（LSA）のタイプを決定します。このようにして、同じVPNに属し、VPNバックボー
ン全体にアドバタイズされる内部OSPFルートが、リモートサイト上でエリア内ルートとして
認識されます。

MPLSレイヤ 3 VPNsの前提条件
MPLSレイヤ 3 VPNsには次の前提条件があります。

•ネットワークにMPLSおよびラベル配布プロトコル（LDP）を設定する必要があります。
PEルータを含む、コア内のすべてのルータは、MPLS転送をサポートできる必要があり
ます。

• MPLSの正しいライセンスおよびMPLSで使用する他の機能をインストールすることが必
要です。

MPLSレイヤ 3 VPNsに関する注意事項と制限事項
MPLSレイヤ 3 VPNs設定時の注意事項と制限事項は次のとおりです。
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• CiscoNexus 3600-RプラットフォームスイッチおよびN9K-X9636C-RX、N9K-X9636C-R、
N9K-X96136YC-R、および N9K-X9636Q-Rラインカードを搭載したおよび Cisco Nexus
9504および 9508プラットフォームスイッチで、MPLSレイヤ 3 VPN（LDP）を設定でき
ます。

• MPLSIP転送はサポートされていないため、トンネルエンドポイントを終端するインター
フェイスで有効になっていないことを確認してください。

•着信パケットのラベルに基づいて転送の決定が行われるインターフェイスでは、MPLS IP
転送を有効にする必要があります。VPNラベルがプレフィックスモードごとに割り当て
られている場合は、PEと CE間のリンクでMPLS IP転送を有効にする必要があります。

• N9K-X9636C-Rおよび N9K-X9636Q-Rラインカードを搭載した Cisco Nexus 9508プラット
フォームスイッチのトラップ解決のハードウェア制限のため、インバンド経由でのスー

パーバイザバウンドパケットに uRPFが適用されない場合があります。

• -Rシリーズラインカードを備えた Cisco Nexus 9500プラットフォームスイッチでは、ブ
リッジトラフィックが RACLにヒットしないように、RACLはルーティングされたトラ
フィックにのみ適用されます。これは、すべてのマルチキャストOSPF制御トラフィック
に適用されます。

• -Rシリーズラインカードを備えたCiscoNexus 9500プラットフォームスイッチでは、SUP
への送信時に、明示的NULLラベルを持つ制御パケットは優先されません。これにより、
明示的にNULLが設定されている場合、制御プロトコルのフラッピングが発生する可能性
があります。

• 500Kの規模でのラベルごとの統計は、ハードウェアの制限のため、-Rシリーズライン
カードを備えた Cisco Nexus 9500プラットフォームスイッチではサポートされていませ
ん。

• -Rシリーズラインカードを備えた Cisco Nexus 9500プラットフォームスイッチでの ARP
スケーリングは、すべての 64K MACが異なる場合、64Kに制限されます。この制限は、
インターフェイスに複数の等コストマルチパス（ECMP）が構成されている場合にも適用
されます。

• MPLSの明示的NULLのパケットは、デフォルトのラインカードプロファイルでは正しく
解析されない場合があります。

• MPLSレイヤ 3 VPNは、次の CE-PEルーティングプロトコルをサポートします。

• BGP（IPv4および IPv6）

•拡張内部ゲートウェイプロトコル（EIGRP）（IPv4）

• Open Shortest Path First（OSPFv2）

•ルーティング情報プロトコル（RIPv2）

•インポートルートマップの setステートメントは無視されます。
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•すべての iBGPおよび eBGPセッションの BGP最小ルートアドバタイズメントインター
バル（MRAI）値はゼロであり、設定できません。

• EIGRPに多数の BGPルートが再配布されるハイスケールなセットアップでは、EIGRPの
コンバージェンス時間が BGPのコンバージェンス時間よりも長くなるように EIGRPシグ
ナルタイマーの設定を変更する必要があります。このプロセスにより、EIGRPシグナル
のコンバージェンス前にすべての BGPルートを EIGRPに再配布することができます。

• MPLSレイヤ 3 VPNは、M3シリーズモジュールでサポートされています。

• PEと CEデバイス間のプロトコルとして OSPFを使用する場合、VPNバックボーン全体
にルートがアドバタイズされる際、OSPFメトリックは保持されます。このメトリックは、
リモート PEデバイスで適切なルートを選択するために使用されます。OSPFから BGPへ
の再配布、および、BGPからOSPFへの再配布において、メトリック値を変更しないでく
ださい。メトリック値を変更すると、ルーティングループが発生する可能性があります。

• MPLSトラフィックエンジニアリング（RSVP）は、N9K-X9636C-RおよびN9K-X9636Q-R
ラインカードを備えたCisco Nexus 9508プラットフォームスイッチではサポートされてい
ません。

• Cisco NX-OSリリース 9.3(1)以降、BGPプレベストパス挿入ポイント (POI)の動作が変更
されました。このリリースでは、NX-OS RPM、BGP、および HMMソフトウェアは単一
のコストコミュニティ ID（内部ルートの場合は 128、外部ルートの場合は 129）を使用し
て、BGP VPNv4ルートを EIGRP発信ルートとして識別します。コストコミュニティ ID
128または 129に設定されたプレベストパス値を持つルートのみが、コスト外部コミュニ
ティとともに URIBにインストールされます。上記のコストコミュニティ IDを伝える非
EIGRP発信ルートは、プレベストパスコストコミュニティとともに URIBにインストー
ルされます。その結果、URIBはこのコストを使用して、管理的距離とは異なる、iBGPを
介して学習したルートとバックドア EIGRPの間のより適切なルートを識別します。

コストコミュニティ ID 128または 129に設定されたプレベストパス値を持つルートのみ
が、コスト外部コミュニティとともに URIBにインストールされます。

•出力 RACL（e-RACL）TCAM機能とMPLS拡張 ECMP機能は相互に排他的です。Cisco
Nexus N9K-X9636C-RXラインカードでMPLS拡張 ECMP（hardware profile mpls
extended-ecmp）を有効にするには、e-RACL TCAMカービングを 0に設定します。

CiscoNX-OSリリース 10.3(1)以降では、RXベースのプラットフォームの hardware profile
mpls extended-ecmpプロファイルの 21504を超える RACLの TCAMリージョンをカービ
ングする必要があります。hardware access-list tcam region raclコマンドを使用して RACL
TCAMリージョンを設定し、MPLS拡張 ECMPを有効にすることができます。

• MPLS VPN VRFの検証済みのスケール制限は 2,000です（IPv4と IPv6の組み合わせ）。
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MPLSレイヤ 3 VPNsのデフォルト設定
表 1 :デフォルトのMPLSレイヤ 3 VPNパラメータ

デフォルトパラメータ

無効L3VPN機能

無効L3VPN SNMP通知

0allowas-in（ハブアンドスポークトポロジの場
合）

無効化disable-peer-as-check（ハブアンドスポークト
ポロジの場合）
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OSPFドメイン IDとタグについて
VRF内の OSPFルータインスタンスの domain_IDを設定できます。OSPFでは、Cisco NX-OS
は domain_IDとドメインタグを使用して、プロバイダーエッジ（PE）またはカスタマーエッ
ジ（CE）での BGPルート再配布の側面を制御します。

•再配布される OSPFルートのプライマリおよびセカンダリ domain_IDを設定できます。

• OSPFは、ドメインタグを使用して OSPFプロセス IDを識別します。

ドメイン IDとドメインタグの Cisco NX-OS実装は、RFC 4577に準拠しています。

OSPFのプライマリとセカンダリの domain_IDとドメインタグは、MPLSL3VPN機能が有効に
なっている場合にのみ使用できます。

（注）

PEおよび CE境界での OSPFの設定
ドメイン IDとドメインタグを使用することで、NX-OSを設定して OSPFルートを BGPネッ
トワークに再配布できます。また、BGP再配布ルートを PEと CEの境界で OSPFに受信させ
ることができます。次の項を参照してください。

• OSPFドメイン IDとタグについて（8ページ）

• OSPFドメイン IDの構成（9ページ）
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•セカンダリドメイン IDの構成（10ページ）

• OSPFドメインタグの設定（9ページ）

OSPFドメインタグの設定
ドメインタグは、NX-OSが PEまたは CEで BGPに再配布する OSPFプロセスインスタンス
番号を指定します。

始める前に

MPLSと OSPFv2が有効になっていることを確認します。

手順

目的コマンドまたはアクション

端末の構成を開始しますconfigure terminal

例：

ステップ 1

switch-1# configure terminal
Enter configuration commands, one per
line. End with CNTL/Z.
switch-1(config)#

ルータ構成モードを開始して、OSPF
ルータインスタンスを構成します。プ

router ospf process-tag

例：

ステップ 2

ロセスタグは、ルータを識別する 1～
20文字の英数字文字列です。

switch-1(config)# router ospf 101
switch-1(config-router)#

OSPFの特定の VRFインスタンスを入
力します。VRF名は、VRFを識別する
1～ 32文字の英数字文字列です。

vrf vrf-name

例：

switch-1(config-router)# vrf
pubstest
switch-1(config-router-vrf)#

ステップ 3

ドメインタグを設定します。ドメイン

タグは、AS番号を識別する 0～
2147483647の英数字の文字列です。

ospf domain-tag as-number

例：

switch-1(config-router-vrf)# domain-tag
9999
nxosv2(config-router-vrf)#

ステップ 4

OSPFドメイン IDの構成
VRF内の OSPFルータインスタンスの domain_IDを設定して、CEまたは PEでの OSPFへの
BGPルートの再配布を制御できます。

この機能を削除するには、このコマンドの no domain-id形式を使用します。

『Configuring MPLS Layer 3 VPNs』
9

『Configuring MPLS Layer 3 VPNs』

OSPFドメインタグの設定



始める前に

OSPF domain_ID機能を使用するには、MPLS L3VPN機能と OSPFv2機能の両方を有効にする
必要があります。

手順

目的コマンドまたはアクション

端末の構成を開始しますconfigure terminal

例：

ステップ 1

switch-1# configure terminal
Enter configuration commands, one per
line. End with CNTL/Z.
switch-1(config)#

ルータ構成モードを開始して、OSPF
ルータインスタンスを構成します。プ

router ospf process-tag

例：

ステップ 2

ロセスタグは、ルータを識別する 1～
20文字の英数字文字列です。

switch-1(config)# router ospf 101
switch-1(config-router)#

OSPFの特定の VRFインスタンスを入
力します。VRF名は、VRFを識別する
1～ 32文字の英数字文字列です。

vrf vrf-name

例：

switch-1(config-router)# vrf
pubstest
switch-1(config-router-vrf)#

ステップ 3

domain_IDと追加のパラメータを設定し
ます。

domain-id { id | type domain-type value
value | Null }

例：

ステップ 4

• idは、ドメイン IDをドット付き 10
進表記で指定します (例: 1.2.3.4)。switch-1(config-router-vrf)# domain-id

19.0.2.0

• typeは、0005などの 4バイト表記
でドメインタイプを指定します。

• valueは、ドメイン値を 6バイトの
16進表記で指定します (例:
0x0005)。

Null引数を使用して、domain_IDをクリ
アすることができます。

セカンダリドメイン IDの構成
VRF内の OSPFルータインスタンスにセカンダリ domain_IDを設定して、CEまたは PEでの
OSPFへの BGPルートの再配布を制御できます。

domain-id Nullコマンドを使用して、domain_IDを構成解除します。

『Configuring MPLS Layer 3 VPNs』
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始める前に

OSPFv2およびMPLS機能が有効になっていることを確認します。

手順

目的コマンドまたはアクション

端末の構成を開始しますconfigure terminal

例：

ステップ 1

switch-1# configure terminal
Enter configuration commands, one per
line. End with CNTL/Z.
switch-1(config)#

ルータ構成モードを開始して、OSPF
ルータインスタンスを構成します。プ

router ospf process-tag

例：

ステップ 2

ロセスタグは、ルータを識別する 1～
20文字の英数字文字列です。

switch-1(config)# router ospf 101
switch-1(config-router)#

OSPFの特定の VRFインスタンスを入
力します。VRF名は、VRFを識別する
1～ 32文字の英数字文字列です。

vrf vrf-name

例：

switch-1(config-router)# vrf pubstest
switch-1(config-router-vrf)#

ステップ 3

自律システムの domain_IDを設定しま
す。

domain-id { id | type domain-type value
value | Null }

例：

ステップ 4

switch-1(config-router-vrf)# domain-id
19.0.2.0

コアネットワークの設定

MPLSレイヤ 3 VPNカスタマーのニーズの評価

MPLSレイヤ 3 VPNのカスタマーに最善のサービスを提供できるように、コアネットワーク
トポロジを識別することができます。

•ネットワークのサイズを識別します。

•必要となるルータとポートの数を決定するために、次の内容を識別します。

•サポートする必要があるカスタマーの数

•カスタマーごとに必要となる VPNの数

•各 VPNに存在する、仮想ルーティングおよび転送インスタンスの数

•コアネットワークで必要なルーティングプロトコルを決定します。

『Configuring MPLS Layer 3 VPNs』
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• MPLS VPNハイアベイラビリティのサポートが必要であるかどうかを判断します。

MPLS VPNノンストップフォワーディングおよびグレースフル
リスタートは、選択ルータおよび Cisco NX-OSリリースでサポー
トされています。BGPおよび LDPのグレースフルリスタートが
有効であることを確認する必要があります。

（注）

•コアネットワークのルーティングプロトコルを設定します。

• MPLSレイヤ 3 VPNコアで BGP負荷共有および冗長パスが必要であるかどうかを決定し
ます。

コアにおけるMPLSの設定

コアのすべてのルータでMPLSをイネーブルにするには、ラベル配布プロトコルを設定する必
要があります。次のいずれかをラベル配布プロトコルとして使用できます。

• MPLSラベル配布プロトコル（LDP）。

• MPLSトラフィックエンジニアリングリソース予約プロトコル（RSVP）。

PEルータおよびルートリフレクタでのマルチプロトコル BGPの設定

PEルータおよびルートリフレクタでマルチプロトコル BGP接続を設定できます。

始める前に

• BGPおよび LDPのすべてのルータでグレースフルリスタートがイネーブルになっている
ことを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#
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目的コマンドまたはアクション

MPLSフィーチャセットをインストー
ルします。

install feature-set mpls

例：

ステップ 3

switch(config)# install feature-set
mpls
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 4

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature mpls l3vpn

例：

ステップ 5

switch(config)# feature mpls l3vpn
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp as - number

例：

ステップ 6

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
タを他のBGPルータに対して識別し、
ルーティング情報にタグを設定する自

律システムの番号を示します。AS番号
は 16ビット整数または 32ビット整数
にできます。上位 16ビット 10進数と
下位 16ビット 10進数による xx.xxと
いう形式です。

（任意）BGPルータ IDを設定します。
この IPアドレスによって、この BGP

router-id ip-address

例：

ステップ 7

スピーカを特定します。このコマンド
switch(config-router)# router-id
192.0.2.255 によって、BGPネイバーセッションの

自動通知およびセッションリセットが

開始されます。

エントリを iBGPネイバーテーブルに
追加します。ip-address引数には、ドッ

neighbor ip-address remote-as
as-number

例：

ステップ 8

ト付き 10進表記でネイバーの IPアド
レスを指定します。switch(config-router)# neighbor

209.165.201.1 remote-as 1.1

switch(config-router-neighbor)#

アドレスファミリコンフィギュレー

ションモードを開始して、標準VPNv4
address-family { vpnv4 | vpnv6 } unicast

例：

ステップ 9

または VPNv6アドレスプレフィックswitch(config-router-neighbor)#
address-family vpnv4 unicast スを使用する、BGPなどのルーティン

グセッションを設定します。
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目的コマンドまたはアクション

switch(config-router-neighbor-af)#

コミュニティ属性がBGPネイバーに送
信されるように指定します。

send-community extended

例：

ステップ 10

switch(config-router-neighbor-af)#
send-community extended

（任意）BGPネイバーに関する情報を
表示します。

show bgp { vpnv4 | vpnv6 } unicast
neighbors

例：

ステップ 11

switch(config-router-neighbor-af)#
show bgp vpnv4 unicast neighbors

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 12

MPLS VPNカスタマーの接続

カスタマーの接続を可能にするための、PEルータでの VRFの定義

カスタマーの接続をイネーブルにするためPEルータにVRFを作成する必要があります。ルー
トターゲットを設定し、カスタマーのVPNサイトへの IPプレフィックスのインポート、およ
び BGPネットワークへの IPプレフィックスのエクスポートを制御します。必要に応じて、イ
ンポートまたはエクスポートルートマップを使用して、カスタマーVPNサイトにインポート
される、または VPNサイトからエクスポートされる IPプレフィックスを、より詳細に制御で
きます。ルートマップを使用して、ルートのルートターゲット拡張コミュニティ属性に基づ

いて、VRFでのインポートまたはエクスポートに適したルートをフィルタリングできます。た
とえば、ルートマップにより、インポートルートターゲットリスト上のコミュニティから、

選択したルートへのアクセスが拒否される場合があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをインストー
ルします。

install feature-set mpls

例：

ステップ 2
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目的コマンドまたはアクション

switch(config)# install feature-set
mpls
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature-set mpls l3vpn

例：

ステップ 4

switch(config)# feature-set mpls l3vpn
switch(config)#

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-name

例：

ステップ 5

り、VPNルーティングインスタンスをswitch(config)# vrf context vpn1

switch(config-vrf)#
定義します。vrf-name引数には最大 32
文字の英数字文字列を指定します。大

文字と小文字は区別されます。

ルート識別子を設定します。

route-distinguisher引数によって、8バイ
rd route-distinguisher

例：

ステップ 6

トの値が IPv4プレフィックスに追加さswitch(config-vrf)# rd 1.2:1

switch(config-vrf)#
れ、VPNIPv4プレフィックスが作成さ
れます。RDは、次のいずれかの形式
で入力できます。

• 16ビットまたは 32ビットのAS番
号:32ビットの番号。1.2:3など。

• 32ビットの IPアドレス:16ビット
の番号。192.0.2.1:1など。

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 7

switch(config-vrf-af-ipv4)#

次のように VRF用にルートターゲッ
ト拡張コミュニティを指定します。

route-target { import | export }
route-target-ext-community }

例：

ステップ 8

• importキーワードを使用すると、
ターゲットVPN拡張コミュニティswitch(config-vrf-af-ipv4)#

route-target import 1.0:1
からルーティング情報がインポー

トされます。
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目的コマンドまたはアクション

• exportキーワードを使用すると、
ルーティング情報がターゲット

VPN拡張コミュニティにエクス
ポートされます。

• route-target-ext-community引数によ
り、ルートターゲット拡張コミュ

ニティ属性が、インポート、また

はエクスポートのルートターゲッ

ト拡張コミュニティのVRFリスト
に追加されます。

route-target-ext-community引数は、
次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットの
AS番号:32ビットの番号。
1.2:3など。

• 32ビットの IPアドレス:16
ビットの番号。192.0.2.1:1な
ど。

（任意）VRFルートテーブルに格納で
きる最大ルート数を設定します。

maximum routes max-routes [ threshold
value ] [ reinstall ]

例：

ステップ 9

max-routesの範囲は 1～ 4294967295で
す。しきい値の値の範囲は 1～ 100で
す。

switch(config-vrf-af-ipv4)# maximum
routes 10000

（任意）デフォルト VRFからプレ
フィックスをインポートするための

import [ vrf default max-prefix ] map
route-map

例：

ステップ 10

VRFのインポートポリシーを次のよう
に設定します。switch(config-vrf-af-ipv4)# import

vrf default map vpn1-route-map
• max-prefixの範囲は 1～
2147483647です。デフォルトは
1000プレフィックスです。

• route-map引数は VRFのインポー
トルートマップとして使用される

ルートマップを最大 63文字の英
数字文字列（大文字と小文字を区

別）で指定します。
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目的コマンドまたはアクション

（任意）VRFの情報を表示します。
vrf-name引数には最大32文字の英数字

show vrf vrf-name

例：

ステップ 11

文字列を指定します。大文字と小文字

は区別されます。
switch(config-vrf-af-ipv4)# show vrf
vpn1

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 12

各 VPNカスタマー用の PEルータでの VRFインスタンスの設定

PEルータのインターフェイスまたはサブインターフェイスに仮想ルーティングおよび転送
（VRF）インスタンスを関連付けることができます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

設定するインターフェイスを指定し、イ

ンターフェイスコンフィギュレーショ

interface type number

例：

ステップ 2

ンモードを開始する方法は次のとおり

です。
switch(config)# interface Ethernet 5/0

switch(config-if)#
• type引数で、設定するインターフェ
イスのタイプを指定します。

• number引数には、ポート、コネク
タ、またはインターフェイスカー

ド番号を指定します。

指定したインターフェイスまたはサブイ

ンターフェイスに VRFを関連付けま
vrf member vrf-name

例：

ステップ 3

す。vrf-name引数は、VRFに割り当て
る名前です。

switch(config-if)# vrf member vpn1

（任意）VRFに関連付けられるインター
フェイスの情報を表示します。vrf-name

show vrf vrf-name interface

例：

ステップ 4

引数には最大 32文字の英数字文字列をswitch(config-if)# show vrf vpn1
interface
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目的コマンドまたはアクション

指定します。大文字と小文字は区別され

ます。

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 5

PEルータと CEルータ間でのルーティングプロトコルの設定

PEルータと CEルータ間でスタティックまたは直接接続されたルートの設定

スタティックルートを使用する PE-to-CEルーティングセッション用の PEルータを設定する
ことができます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-name

例：

ステップ 2

り、VPNルーティングインスタンスをswitch(config)# vrf context vpn1

switch(config-vrf)#
定義します。vrf-name引数には最大 32
文字の英数字文字列を指定します。大

文字と小文字は区別されます。

PEから CEへの各セッション用のスタ
ティックルートパラメータを定義しま

{ ip ipv6 } route prefix nexthop

例：

ステップ 3

す。prefixおよび nexthopは次のとおり
です。

switch(config-vrf)# ip route
192.0.2.1/28 ethernet 2/1

• IPv4：ドット付き 10進表記

• IPv6：16進形式

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 4

switch(config-vrf-af)#
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目的コマンドまたはアクション

BGP機能をイネーブルにします。feature bgp as - number

例：

ステップ 5

switch(config-vrf-af)# feature bgp

switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp as - number

例：

ステップ 6

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
タを他のBGPルータに対して識別し、
ルーティング情報にタグを設定する自

律システムの番号を示します。AS番号
は 16ビット整数または 32ビット整数
にできます。上位 16ビット 10進数と
下位 16ビット 10進数による xx.xxと
いう形式です。

BGPプロセスをVRFに関連付けます。vrf vrf-name

例：

ステップ 7

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-router)# vrf vpn1

switch(config--router-vrf)#

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 8

switch(config-vrf-af)#

スタティックルートを BGPに再配布
します。

redistribute static route-map map-name

例：

ステップ 9

マップ-名には最大 63文字の英数字を
使用できます。大文字と小文字は区別

されます。

switch(config-router-vrf-af)#
redistribute static route-map
StaticMap

直接接続されたルートをBGPに再配布
します。

redistribute direct route-map map-name

例：

ステップ 10

マップ-名には最大 63文字の英数字を
使用できます。大文字と小文字は区別

されます。

switch(config-router-vrf-af)#
redistribute direct route-map
StaticMap

（任意）ルートに関する情報を表示し

ます。

show { ipv4 | ipv6 } route vrf vrf-name

例：

ステップ 11
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目的コマンドまたはアクション

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-router-vrf-af)# show ip
ipv4 route vrf vpn1

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 12

BGPを PEルータと CEルータ間のルーティングプロトコルに設定

eBGPを使用して PE-to-CEルーティングセッション用の PEルータを設定できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp

switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as - number

例：

switch(config)# router bgp 1.1

switch(config-router)#

ステップ 3

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シス

テムの番号を示します。AS番号は 16
ビット整数または 32ビット整数にでき
ます。上位 16ビット 10進数と下位 16
ビット 10進数による xx.xxという形式
です。

BGPプロセスを VRFに関連付けます。vrf vrf-name

例：

ステップ 4

vrf-name引数には最大 32文字の英数字
文字列を指定します。大文字と小文字は

区別されます。

switch(config-router)# vrf vpn1

switch(config--router-vrf)#
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目的コマンドまたはアクション

エントリを iBGPネイバーテーブルに追
加します。ip-address引数には、ドット

neighbor ip-addressremote-as as-number

例：

ステップ 5

付き 10進表記でネイバーの IPアドレスswitch(config-router)# neighbor
209.165.201.1 remote-as 1.1 を指定します。as-number引数には、ネ

switch(config-router-neighbor)#
イバーが属している自律システムを指定

します。

アドレスファミリコンフィギュレー

ションモードを開始して、標準 IPv4ま
address-family { ipv4 | ipv6 } unicast

例：

ステップ 6

たは IPv6アドレスプレフィックスを使switch(config-vrf)# address-family ipv4
unicast 用する、BGPなどのルーティングセッ

ションを設定します。
switch(config-vrf-af)#

（任意）BGPネイバーに関する情報を
表示します。vrf-name引数には最大 32

show bgp { vpnv4 | vpnv6 } unicast
neighbors vrf vrf-name

例：

ステップ 7

文字の英数字文字列を指定します。大文

字と小文字は区別されます。switch(config-router-neighbor-af)# show
bgp vpnv4 unicast neighbors

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 8

PEルータと CEルータ間での RIPv2の設定

RIPを使用して PE-to-CEルーティングセッション用の PEルータを設定できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

RIP機能を有効にします。feature rip

例：

ステップ 2

switch(config)# feature rip

switch(config)#

RIPをイネーブルにし、ルータコンフィ
ギュレーションモードを開始します。

router rip instance-tag

例：

ステップ 3
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目的コマンドまたはアクション

instance-tagには最大 20文字の英数字文
字列を指定します。大文字と小文字は区

別されます。

switch(config)# router rip Test1

RIPプロセスを VRFに関連付けます。

vrf-name引数には最大 32文字の英数字
文字列を指定します。大文字と小文字は

区別されます。

vrf vrf-name

例：

switch(config-router)# vrf vpn1

switch(config--router-vrf)#

ステップ 4

アドレスファミリタイプを指定し、ア

ドレスファミリコンフィギュレーショ

ンモードを開始します。

address-family ipv4 unicast

例：

switch(config-router-vrf)#
address-family ipv4 unicast

ステップ 5

switch(config-router-vrf-af)#

ルートを 1つのルーティングドメイン
から他のルーティングドメインに再配

布します。

as番号は 16ビット整数または 32ビッ
ト整数にできます。上位16ビット10進

redistribute { bgp as | direct | { egrip | ospf
| rip } instance-tag | static } route-map
map-name vrf-name

例：

switch(config-router-vrf-af)# show ip
rip vrf vpn1

ステップ 6

数と下位 16ビット 10進数による xx.xx
という形式です。instance-tagは、大文
字と小文字が区別される 20文字以下の
任意の英数字文字列にできます。

（任意）RIPに関する情報を表示しま
す。

vrf-name引数には最大 32文字の英数字
文字列を指定します。大文字と小文字は

区別されます。

show ip rip vrf vrf-name

例：

switch(config-router-vrf-af)# show ip
rip vrf vpn1

ステップ 7

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 8

PEルータと CEルータ間での OSPFの設定

OSPFv2を使用して PE-to-CEルーティングセッション用の PEルータを設定できます。MPLS
ネットワークの一部ではないOSPFバックドアリンクがある場合は、オプションでOSPF模造
リンクを作成できます。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

OSPF機能をイネーブルにします。feature ospf

例：

ステップ 2

switch(config)# feature ospf

switch(config)#

OSPFをイネーブルにし、ルータコン
フィギュレーションモードを開始しま

す。

router ospf instance-tag

例：

switch(config)# router ospf Test1

ステップ 3

instance-tagには最大 20文字の英数字文
字列を指定します。大文字と小文字は

区別されます。

ルータVRF設定モードを開始します。vrf vrf-name

例：

ステップ 4

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-router)# vrf vpn1

switch(config--router-vrf)#

（任意）PEインターフェイス上の模造
リンクを、指定した OSPFエリア内に

area area-id sham-link source-address
destination-address

例：

ステップ 5

設定します。エンドポイントとして各

ループバックインターフェイスを IP
アドレスで指定します。

switch(config-router-vrf)# area 1
sham-link 10.2.1.1 10.2.1.2

PEの両エンドポイントで模造リンクを
設定する必要があります。

アドレスファミリタイプを指定し、ア

ドレスファミリコンフィギュレーショ

ンモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router)# address-family
ipv4 unicast

ステップ 6

switch(config-router-vrf-af)#

BGPを EIGRPに再配布します。redistribute { bgp as | direct | { egrip |
ospf | rip } instance-tag | static }
route-map map-name

ステップ 7

BGPネットワークの自律システム番号
は、このステップで設定されます。BGP

例：
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目的コマンドまたはアクション

switch(config-router-vrf-af)#
redistribute bgp 1.0 route-map BGPMap

を CEサイトの EIGRPに再配布して、
EIGRP情報を伝送するBGPルートを受
け入れるようにする必要があります。

また、BGPネットワークにメトリック
を指定する必要があります。

マップ-名には最大 63文字の英数字を
使用できます。大文字と小文字は区別

されます。

（任意）自律システム番号を、カスタ

マーサイトのこのアドレスファミリに

指定します。

autonomous-system as-number

例：

switch(config-router-vrf-af)#

autonomous-system 1.3

ステップ 8

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

（任意）この VRFの EIGRPに関する
情報を表示します。

show ip egrip vrf vrf-name

例：

ステップ 9

vrf-nameには最大32文字の英数字文字
列を指定します。大文字と-小文字は区
別されます。

switch(config-router-vrf-af)# show
ipv4 eigrp vrf vpn1

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 10

PEルータと CEルータ間での EIGRPの設定

PEルータと CEルータ間で Enhanced Interior Gateway Routing Protocol（EIGRP）を使用して
MPLS対応BGPコアネットワーク経由で EIGRPカスタマーネットワークがトランスペアレン
トに接続されるように PEルータを設定できます。これにより、EIGRPルートが BGPネット
ワークの VPNを経由して内部 BGP（iBGP）ルートとして再配布されます。

始める前に

ネットワークコアで BGPを設定する必要があります。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

EIGRP機能を有効にします。feature eigrp

例：

ステップ 2

switch(config)# feature eigrp
switch(config)#

EIGRPインスタンスを設定し、ルータ
コンフィギュレーションモードを開始

します。

router eigrp instance-tag

例：

switch(config)# router eigrp Test1

ステップ 3

instance-tagには最大 20文字の英数字文
字列を指定します。大文字と小文字は区

別されます。

ルータ VRF設定モードを開始します。vrf vrf-name

例：

ステップ 4

vrf-name引数には最大 32文字の英数字
文字列を指定します。大文字と小文字は

区別されます。

switch(config-router)# vrf vpn1
switch(config-router-vrf)#

（任意）標準 IPv4アドレスプレフィッ
クスを使用するルーティングセッショ

address-family ipv4 unicast

例：

ステップ 5

ンを設定するために、アドレスファミ
switch(config-router-vrf)#
address-family ipv4 unicast
switch(config-router-vrf-af)#

リコンフィギュレーションモードを開

始します。

ルートを 1つのルーティングドメイン
から他のルーティングドメインに再配

布します。

redistribute bgp as-number route-map
map-name

例：

ステップ 6

AS番号としては、16ビット整数または
32ビット整数があり得ます。後者の場

switch(config-router-vrf-af)#
redistribute bgp 235354 route-map
mtest1

合、上位 16ビット 10進数と下位 16
ビット 10進数による xx.xxという形式
です。instance-tagには最大 20文字の英
数字文字列を指定します。大文字と小文

字は区別されます。

（任意）OSPFに関する情報を表示しま
す。

show ip ospf instance-tag vrf vrf-name

例：

ステップ 7
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目的コマンドまたはアクション

switch(config-router-vrf-af)# show ip
rip vrf vpn1

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 8

MPLS VPNでの BGPの PE-CE再配布の設定

PE-CEプロトコルが BGPではない場合は、MPLSレイヤ 3 VPNサービスを提供するすべての
PEルータで、PE-CEルーティングプロトコルが配布されるようにBGPを設定する必要があり
ます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp instance-tag

例：

ステップ 3

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
switch(config-router)# タを他のBGPルータに対して識別し、

転送するルーティング情報にタグを設

定する自律システムの番号を示しま

す。AS番号は 16ビット整数または 32
ビット整数にできます。上位16ビット
10進数と下位 16ビット 10進数による
xx.xxという形式です。

（任意）BGPルータ IDを設定します。
この IPアドレスによって、この BGP

router id ip-address

例：

ステップ 4

スピーカを特定します。このコマンドswitch(config-router)# router-id
192.0.2.255 1
switch(config-router)#

によって、BGPネイバーセッションの
自動通知およびセッションリセットが

開始されます。
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目的コマンドまたはアクション

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエ

router id ip-address remote-as as-number

例：

ステップ 5

ントリを追加します。ip-address引数にswitch(config-router)# neighbor
209.165.201.1 remote-as 1.2
switch(config-router-neighbor)#

は、ドット付き10進表記でネイバーの
IPアドレスを指定します。as-number
引数には、ネイバーが属している自律

システムを指定します。

BGPセッションの送信元アドレスを指
定します。

update-source loopback [ 0 | 1 ]

例：

ステップ 6

switch(config-router-neighbor)#
update-source loopback 0#

アドレスファミリコンフィギュレー

ションモードを開始して、標準VPNv4
address-family { ipv4 | ipv6 } unicast

例：

ステップ 7

または VPNv6アドレスプレフィックswitch(config-router-neighbor)#
address-family vpnv4
switch(config-router-neighbor-af)#

スを使用する、BGPなどのルーティン
グセッションを設定します。unicast
キーワード（任意）では、VPNv4また
は VPNv6ユニキャストアドレスプレ
フィックスを指定します。

コミュニティ属性がBGPネイバーに送
信されるように指定します。

send-community extended

例：

ステップ 8

switch(config-router-neighbor-af)#
send-community extended

ルータVRF設定モードを開始します。vrf vrf-name

例：

ステップ 9

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-router-neighbor-af)#
vrf vpn1
switch(config-router-vrf)#

標準 IPv4または VPNv6アドレスプレ
フィックスを使用するルーティング

address-family { ipv4 | ipv6 } unicast

例：

ステップ 10

セッションを設定するために、アドレswitch(config-router-vrf)#
address-family ipv4 unicast
switch(config-router-vrf-af)#

スファミリコンフィギュレーション

モードを開始します。

ルートを 1つのルーティングドメイン
から他のルーティングドメインに再配

redistribute { direct | { egrip | ospfv3 |
ospfv3 |rip } instance-tag | static }
route-map map-name

ステップ 11

布します。as番号は16ビット整数また
例： は 32ビット整数にできます。上位 16

ビット 10進数と下位 16ビット 10進数switch(config-router-af-vrf)#
redistribute eigrp Test2 route-map
EigrpMap

による xx.xxという形式です。
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目的コマンドまたはアクション

instance-tagには最大 20文字の英数字文
字列を指定します。大文字と小文字は

区別されます。map-nameには最大 63
文字の英数字文字列を指定します。大

文字と小文字は区別されます。

（任意）BGPに関する情報を表示しま
す。vrf-name引数には最大32文字の英

show bgp { ipv4 | ipv6 } unicast vrf
vrf-name

例：

ステップ 12

数字文字列を指定します。大文字と小

文字は区別されます。switch(config-router--vrf-af)# show
bgp ipv4 unicast vrf vpn1vpn1

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 13

ハブアンドスポークトポロジの設定

ハブ PEルータにおける VRFの設定

ハブ PEルータ上でハブアンドスポーク VRFを設定できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをインストー
ルします。

install feature-set mpls

例：

ステップ 2

switch(config)# install feature-set
mpls
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature-set mpls l3vpn

例：

ステップ 4
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目的コマンドまたはアクション

switch(config)# feature-set mpls l3vpn
switch(config)#

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-hub

例：

ステップ 5

り、PEハブの VPNルーティングインswitch(config)# vrf context 2hub

switch(config-vrf)#
スタンスを定義します。vrf-hub引数に
は最大32文字の英数字文字列を指定し
ます。大文字と小文字は区別されま

す。

ルート識別子を設定します。

route-distinguisher引数によって、8バイ
rd route-distinguisher

例：

ステップ 6

トの値が IPv4プレフィックスに追加さswitch(config-vrf)# rd 1.2:1

switch(config-vrf)#
れ、VPNIPv4プレフィックスが作成さ
れます。RDは、次のいずれかの形式
で入力できます。

• 16ビットまたは 32ビットのAS番
号:32ビットの番号。1.2:3など。

• 32ビットの IPアドレス:16ビット
の番号。192.0.2.1:1など。

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 7

switch(config-vrf-af-ipv4)#

次のように VRF用にルートターゲッ
ト拡張コミュニティを指定します。

route-target { import | export }
route-target-ext-community }

例：

ステップ 8

• importキーワードを使用すると、
ルーティング情報がターゲットswitch(config-vrf-af-ipv4)#

route-target import 1.0:1
VPN拡張コミュニティからイン
ポートされます。

• exportキーワードを使用すると、
ルーティング情報がターゲット

VPN拡張コミュニティにエクス
ポートされます。

• route-target-ext-community引数によ
り、ルートターゲット拡張コミュ

ニティ属性が、インポート、また

はエクスポートのルートターゲッ
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目的コマンドまたはアクション

ト拡張コミュニティのVRFリスト
に追加されます。

route-target-ext-community引数は、
次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットの
AS番号:32ビットの番号。
1.2:3など。

• 32ビットの IPアドレス:16
ビットの番号。192.0.2.1:1な
ど。

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-spoke

例：

ステップ 9

り、PEスポークの VPNルーティングswitch(config-vrf-af-ipv4)# vrf
context 2spokes インスタンスを定義します。vrf-spoke

switch(config-vrf)#
引数には最大32文字の英数字文字列を
指定します。大文字と小文字は区別さ

れます。

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 10

switch(config-vrf-af-ipv4)#

次のように VRF用にルートターゲッ
ト拡張コミュニティを指定します。

route-target { import | export }
route-target-ext-community }

例：

ステップ 11

• VRF用にルートターゲット拡張コ
ミュニティを作成します。importswitch(config-vrf-af-ipv4)#

route-target export 1:100
キーワードを使用すると、ルー

ティング情報がターゲットVPN拡
張コミュニティからインポートさ

れます。exportキーワードを使用
すると、ルーティング情報がター

ゲットVPN拡張コミュニティにエ
クスポートされます。

route-target-ext-community引数によ
り、ルートターゲット拡張コミュ

ニティ属性が、インポート、また

はエクスポートのルートターゲッ

ト拡張コミュニティのVRFリスト
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目的コマンドまたはアクション

に追加されます。

route-target-ext-community引数は、
次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットの
AS番号:32ビットの番号。
1.2:3など。

• 32ビットの IPアドレス:16
ビットの番号。192.0.2.1:1な
ど。

（オプション）VRFの実行コンフィ
ギュレーションを表示します。

show running-config vrf vrf-name

例：

ステップ 12

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-vrf-af-ipv4)# show
running-config vrf 2spokes

。

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 13

ハブ PEルータにおける eBGPの設定

eBGPを使用して PE-to-CEハブルーティングセッションを設定できます。

すべての CEサイトが同じ BGP AS番号を使用している場合は、次のタスクを実行する必要が
あります。

• PE（ハブ）で BGP as-overrideコマンドを設定するか、受信 CEルータで allowas-inコマ
ンドを設定します。

•ある ASNから学習した BGPルートを同じ ASNに戻してアドバタイズするには、ループ
バックを防止するために、PEルータで disable-peer-as-checkコマンドを設定します。

（注）
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature mpls l3vpn

例：

ステップ 3

switch(config)# feature mpls l3vpn

BGP機能をイネーブルにします。feature bgp

例：

ステップ 4

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as - number

例：

switch(config)# router bgp 1.1
switch(config-router)#

ステップ 5

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

エントリを iBGPネイバーテーブルに
追加します。

neighbor ip-address remote-as
as-number

例：

ステップ 6

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router)# neighbor
209.165.201.1 remote-as 1.2
switch(config-router-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。
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目的コマンドまたはアクション

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

ステップ 7

（任意）BGPを設定し、拡張コミュニ
ティリストをアドバタイズします。

send-community extended

例：

ステップ 8

switch(config-router-neighbor-af)#
send-community extended

VRF設定モードを開始します。vrf-hub
引数には最大32文字の英数字文字列を

vrf vrf-hub

例：

ステップ 9

指定します。大文字と小文字は区別さ

れます。
switch(config-router-neighbor-af)#
vrf 2hub
switch(config-router-vrf)#

BGPまたはマルチプロトコル BGPネ
イバーテーブルに、この VRFのため
のエントリを追加します。

neighbor ip-address remote-as
as-number

例：

ステップ 10

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router-vrf)# neighbor
33.0.0.33 1 remote-as 150
switch(config-router-vrf-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router--vrf-neighbor-af)#

ステップ 11

（オプション）更新を送信するときに

AS番号を上書きします。すべてのBGP
as-override

例：

ステップ 12

サイトが同じ AS番号を使用している
場合、次のコマンドのいずれか：

switch(config-router-vrf-neighbor-af)#
as-override

• PE（ハブ）でBGP as-overrideコマ
ンドを設定します

または

•受信CEルータで allowas-inコマン
ドを設定します。
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目的コマンドまたはアクション

VRF設定モードを開始します。
vrf-spoke引数には最大 32文字の英数字

vrf vrf-spoke

例：

ステップ 13

文字列を指定します。大文字と小文字

は区別されます。
switch(config-router-vrf-neighbor-af)#
vrf 2spokes
switch(config-router-vrf)#

BGPまたはマルチプロトコル BGPネ
イバーテーブルに、この VRFのため
のエントリを追加します。

neighbor ip-address remote-as
as-number

例：

ステップ 14

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router-vrf)# neighbor
33.0.0.33 1 remote-as 150
switch(config-router-vrf-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router--vrf-neighbor-af)#

ステップ 15

(オプション) ASパスでの AS番号の重
複を許可します。

allowas-in [ number ]

例：

ステップ 16

VPNアドレスファミリコンフィギュ
レーションモード（PEスポーク）お

switch(config-router-vrf-neighbor-af)#
allowas-in 3

よびネイバーモード（PEハブ）で、
このパラメータを設定します。

（任意）BGPの実行コンフィギュレー
ションを表示します。

show running-config bgp vrf-name

例：

ステップ 17

switch(config-router-vrf-neighbor-af)#
show running-config bgp

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 18

ハブ CEルータにおける eBGPの設定

eBGPを使用して PE-to-CEハブルーティングセッションを設定できます。
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すべての CEサイトが同じ BGP AS番号を使用している場合は、次のタスクを実行する必要が
あります。

（注）

• PE（ハブ）で as-overrideコマンドを設定するか、受信 CEルータで allowas-inコマンドを
設定します。

• CEルータで disable-peer-as-checkコマンドを設定します。

•あるASNから学習したBGPルートを同じASNに戻しアドバタイズするには、ループバッ
クを防止するために、PEルータで disable-peer-as-checkコマンドを設定します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature mpls l3vpn

例：

ステップ 3

switch(config)# feature mpls l3vpn

BGP機能をイネーブルにします。feature bgp

例：

ステップ 4

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as - number

例：

switch(config)# router bgp 1.1
switch(config-router)#

ステップ 5

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

『Configuring MPLS Layer 3 VPNs』
35

『Configuring MPLS Layer 3 VPNs』

ハブ CEルータにおける eBGPの設定



目的コマンドまたはアクション

エントリを iBGPネイバーテーブルに
追加します。

neighbor ip-addressremote-as as-number

例：

ステップ 6

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router)# neighbor
209.165.201.1 remote-as 1.2

switch(config-router-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

ステップ 7

（任意）BGPを設定し、拡張コミュニ
ティリストをアドバタイズします。

send-community extended

例：

ステップ 8

switch(config-router-neighbor-af)#
send-community extended

VRF設定モードを開始します。vrf-hub
引数には最大32文字の英数字文字列を

vrf vrf-hub

例：

ステップ 9

指定します。大文字と小文字は区別さ

れます。
switch(config-router-neighbor-af)#
vrf 2hub
switch(config-router-vrf)#

BGPまたはマルチプロトコル BGPネ
イバーテーブルに、この VRFのため
のエントリを追加します。

neighbor ip-addressremote-as as-number

例：

switch(config-router-vrf)# neighbor
33.0.0.33 1 remote-as 150
switch(config-router-vrf-neighbor)#

ステップ 10

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router--vrf-neighbor-af)#

ステップ 11
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目的コマンドまたはアクション

（オプション）更新を送信するときに

AS番号を上書きします。すべてのBGP
as-override

例：

ステップ 12

サイトが同じ AS番号を使用している
場合、次のコマンドのいずれか：

switch(config-router-vrf-neighbor-af)#
as-override

• PE（ハブ）で BGP as-overrideコ
マンドを設定します

または

•受信CEルータで allowas-inコマン
ドを設定します。

VRF設定モードを開始します。
vrf-spoke引数には最大 32文字の英数字

vrf vrf-spoke

例：

ステップ 13

文字列を指定します。大文字と小文字

は区別されます。
switch(config-router-vrf-neighbor-af)#
vrf 2spokes
switch(config-router-vrf)#

BGPまたはマルチプロトコル BGPネ
イバーテーブルに、この VRFのため
のエントリを追加します。

neighbor ip-addressremote-as as-number

例：

switch(config-router-vrf)# neighbor
33.0.0.33 1 remote-as 150
switch(config-router-vrf-neighbor)#

ステップ 14

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router--vrf-neighbor-af)#

ステップ 15

(オプション) ASパスでの AS番号の重
複を許可します。

allowas-in [ number ]

例：

ステップ 16

VPNアドレスファミリコンフィギュ
レーションモード（PEスポーク）お

switch(config-router-vrf-neighbor-af)#
allowas-in 3

よびネイバーモード（PEハブ）で、
このパラメータを設定します。

（任意）BGPの実行コンフィギュレー
ションを表示します。

show running-config bgp vrf-name

例：

ステップ 17
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目的コマンドまたはアクション

switch(config-router-vrf-neighbor-af)#
show running-config bgp

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 18

スポーク PEルータにおける VRFの設定

スポーク PEルータ上でハブアンドスポーク VRFsを設定できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLS機能セットを有効化します。install feature-set mpls

例：

ステップ 2

switch(config)# install feature-set
mpls
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature-set mpls l3vpn

例：

ステップ 4

switch(config)# feature-set mpls l3vpn
switch(config)#

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-spoke

例：

ステップ 5

り、PEスポークの VPNルーティングswitch(config)# vrf context spoke

switch(config-vrf)#
インスタンスを定義します。vrf-spoke
引数には最大32文字の英数字文字列を
指定します。大文字と小文字は区別さ

れます。
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目的コマンドまたはアクション

ルート識別子を設定します。

route-distinguisher引数によって、8バイ
rd route-distinguisher

例：

ステップ 6

トの値が IPv4プレフィックスに追加さswitch(config-vrf)# rd 1.101

switch(config-vrf)#
れ、VPNIPv4プレフィックスが作成さ
れます。RDは、次のいずれかの形式
で入力できます。

• 16ビットまたは 32ビットのAS番
号:32ビットの番号。1.2:3など。

• 32ビットの IPアドレス:16ビット
の番号。192.0.2.1:1など。

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 7

switch(config-vrf-af-ipv4)#

次のように VRF用にルートターゲッ
ト拡張コミュニティを指定します。

route-target { import | export }
route-target-ext-community }

例：

ステップ 8

• importキーワードを使用すると、
ルーティング情報がターゲットswitch(config-vrf-af-ipv4)#

route-target import 1.0:1
VPN拡張コミュニティからイン
ポートされます。

• exportキーワードを使用すると、
ルーティング情報がターゲット

VPN拡張コミュニティにエクス
ポートされます。

• route-target-ext-community引数によ
り、ルートターゲット拡張コミュ

ニティ属性が、インポート、また

はエクスポートのルートターゲッ

ト拡張コミュニティのVRFリスト
に追加されます。

route-target-ext-community引数は、
次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットの
AS番号:32ビットの番号。
1.2:3など。
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目的コマンドまたはアクション

• 32ビットの IPアドレス:16
ビットの番号。192.0.2.1:1な
ど。

（オプション）VRFの実行コンフィ
ギュレーションを表示します。

show running-config vrf vrf-name

例：

ステップ 9

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-vrf-af-ipv4)# show
running-config vrf 2spokes

。

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 10

スポーク PEルータにおける eBGPの設定

eBGPを使用して PEスポークルーティングセッションを設定できます。

すべての CEサイトが同じ BGP AS番号を使用している場合は、次のタスクを実行する必要が
あります。

•認識しているスポークルータで allowas-inコマンドを設定します。

（注）

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature mpls l3vpn

例：

ステップ 3

switch(config)# feature mpls l3vpn
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目的コマンドまたはアクション

BGP機能をイネーブルにします。feature bgp

例：

ステップ 4

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as - number

例：

switch(config)# router bgp 100
switch(config-router)#

ステップ 5

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

エントリを iBGPネイバーテーブルに
追加します。

neighbor ip-addressremote-as as-number

例：

ステップ 6

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router)# neighbor
63.63.0.63 remote-as 100
switch(config-router-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPv4または IPv6アドレスファミリタ
イプを指定し、アドレスファミリコン

address-family { ipv4 | ipv6 } unicast

例：

ステップ 7

フィギュレーションモードを開始しま

す。
switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

（任意）指定した回数だけ、PE ASN
が設定された ASパスを許可します。

allowas-in number

例：

ステップ 8

•値の範囲は 1～ 10です。switch(config-router-vrf-neighbor-af)#
allowas-in 3

•すべての BGPサイトが同じ AS番
号を使用している場合は、次のコ

マンドを構成します。

（注）
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目的コマンドまたはアクション

PE（ハブ）で BGP as-overrideコマン
ドを設定するか、受信 CEルータで
allowas-inコマンドを設定します。

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

（任意）BGPを設定し、拡張コミュニ
ティリストをアドバタイズします。

send-community extended

例：

ステップ 9

switch(config-router-neighbor)#
send-community extended

（任意）BGPの実行コンフィギュレー
ションを表示します。

show running-config bgp

例：

ステップ 10

switch(config-router-vrf-neighbor-af)#
show running-config bgp

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 11

ハードウェアプロファイルコマンドを使用したMPLSの設定
リリース 7.0(3)F3(3)以降、N9K-X9636C-R、N9K-X9636C-RX、および N9K-X9636Q-Rライン
カードを備えたCisco Nexus 9508スイッチは、複数のハードウェアプロファイルをサポートし
ます。スイッチでハードウェアプロファイルコンフィギュレーションコマンドを使用して、

MPLSおよび/または VXLANを設定できます。ハードウェアプロファイルコンフィギュレー
ションコマンドは、スイッチで使用可能な適切なコンフィギュレーションファイルを呼び出

します。VXLANはデフォルトで有効になっています。
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始める前に

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#

すべてのスイッチモジュールでMPLS
を有効にします。。

hardware profile [ vxlan | mpls] module
all

例：

ステップ 3

switch(config)# hardware profile mpls
module all

すべてのモジュールまたは特定のモ

ジュールのハードウェアプロファイル

を表示します。

show hardware profile module [ all |
number]

例：

ステップ 4

switch(config)# show hardware profile
module all
switch(config)#

スイッチのソフトウェア情報を表示しま

す。

show module internal sw info | [ i | mpls]

例：

ステップ 5

switch(config)# show module internal
sw info

実行設定を表示します。show running configuration | [ i | mpls]

例：

ステップ 6

switch(config)# show module internal
sw info
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。
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