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はじめに

この前書きは、次の項で構成されています。

•対象読者（xviiページ）
•表記法（xviiページ）
• Cisco Nexus 9000シリーズスイッチの関連資料（xviiiページ）
•マニュアルに関するフィードバック（xviiiページ）
•通信、サービス、およびその他の情報（xixページ）

対象読者
このマニュアルは、Cisco Nexusスイッチの設置、設定、および維持に携わるネットワーク管
理者を対象としています。

表記法
コマンドの説明には、次のような表記法が使用されます。

説明表記法

太字の文字は、表示どおりにユーザが入力するコマンドおよび

キーワードです。

bold

イタリック体の文字は、ユーザが値を指定する引数です。italic

省略可能な要素（キーワードまたは引数）は、角かっこで囲ん

で示しています。

[x]

いずれか1つを選択できる省略可能なキーワードや引数は、角
かっこで囲み、縦棒で区切って示しています。

[x | y]

必ずいずれか1つを選択しなければならない必須キーワードや
引数は、波かっこで囲み、縦棒で区切って示しています。

{x | y}
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説明表記法

角かっこまたは波かっこが入れ子になっている箇所は、任意ま

たは必須の要素内の任意または必須の選択肢であることを表し

ます。角かっこ内の波かっこと縦棒は、省略可能な要素内で選

択すべき必須の要素を示しています。

[x {y | z}]

ユーザが値を入力する変数であることを表します。イタリック

体が使用できない場合に使用されます。

variable

引用符を付けない一組の文字。stringの前後には引用符を使用
しないでください。引用符を使用すると、その引用符も含めて

stringと見なされます。

string

例では、次の表記法を使用しています。

説明表記法

スイッチが表示する端末セッションおよび情報は、スクリーン

フォントで示しています。

screen フォント

ユーザが入力しなければならない情報は、太字の screenフォン
トで示しています。

太字の screen フォント

ユーザが値を指定する引数は、イタリック体の screenフォント
で示しています。

イタリック体の screenフォン

ト

パスワードのように出力されない文字は、山カッコ（< >）で
囲んで示しています。

< >

システムプロンプトに対するデフォルトの応答は、角カッコ

で囲んで示しています。

[ ]

コードの先頭に感嘆符（!）またはポンド記号（#）がある場合
には、コメント行であることを示します。

!、#

Cisco Nexus 9000シリーズスイッチの関連資料
Cisco Nexus 9000シリーズスイッチ全体のマニュアルセットは、次の URLにあります。

https://www.cisco.com/en/US/products/ps13386/tsd_products_support_series_home.html

マニュアルに関するフィードバック
このマニュアルに関する技術的なフィードバック、または誤りや記載もれなどお気づきの点が

ございましたら、HTMLドキュメント内のフィードバックフォームよりご連絡ください。ご
協力をよろしくお願いいたします。
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通信、サービス、およびその他の情報
•シスコからタイムリーな関連情報を受け取るには、Cisco Profile Managerでサインアップ
してください。

•重要な技術によりビジネスに必要な影響を与えるには、CiscoServicesにアクセスしてくだ
さい。

•サービスリクエストを送信するには、Cisco Supportにアクセスしてください。

•安全で検証済みのエンタープライズクラスのアプリケーション、製品、ソリューション、
およびサービスを探して参照するには、Cisco DevNet [英語]にアクセスしてください。

•一般的なネットワーキング、トレーニング、認定関連の出版物を入手するには、CiscoPress
にアクセスしてください。

•特定の製品または製品ファミリの保証情報を探すには、Cisco Warranty Finderにアクセス
してください。

Ciscoバグ検索ツール
シスコバグ検索ツール（BST）は、シスコ製品とソフトウェアの障害と脆弱性の包括的なリス
トを管理するシスコバグ追跡システムへのゲートウェイです。BSTは、製品とソフトウェアに
関する詳細な障害情報を提供します。

マニュアルに関するフィードバック

シスコのテクニカルドキュメントに関するフィードバックを提供するには、それぞれのオンラ

インドキュメントの右側のペインにあるフィードバックフォームを使用してください。
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第 1 章

新機能と更新情報

•新機能と更新情報（1ページ）

新機能と更新情報
表 1 :新機能および変更された機能

参照先変更が行われたリリー

ス

説明特長

セグメントルーティン

グのガイドラインと制

限事項

10.6(1)FCisco Nexus
N9336C-SE1プラット
フォームスイッチの

SR- MPLSアンダーレ
イを使用したセグメン

トルーティングレイ

ヤ3VPNおよびレイヤ
3 EVPN機能の構成の
サポートが追加されま

した。

SR-MPLSのサポート

セグメントルーティン

グのガイドラインと制

限事項

10.6(1)FCisco NX-OSリリース
10.6(1)F以降、MPLS
VPN Decap統計情報
は、Cisco Nexus
N9K-C9808、
N9K-C9804、および
N9336C-SE1プラット
フォームスイッチの

SR- MPLSでサポート
されます。

MPLS VPN Decap統計
情報のサポート
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第 2 章

概要

•ライセンス要件（3ページ）
•サポートされるプラットフォーム（3ページ）

ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。

•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価可能な
場合があります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

ハードウェアの取り付け手順の詳細については、 Cisco NX-OSライセンスガイドおよびを参

照してくださいCisco NX-OSライセンシングオプションガイド。

サポートされるプラットフォーム
Nexusスイッチプラットフォームサポートマトリックスには、次のものがリストされていま
す。

•サポートされているCisco Nexus 9000および 3000スイッチモデル

• NX- OSソフトウェアリリースバージョン

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
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プラットフォームと機能の完全なマッピングについては、Nexus Switch Platform Support Matrix
を参照してください。
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第 3 章

静的MPLSの設定

この章では、静的なマルチプロトコルラベルスイッチング（MPLS）の設定方法について説明
します。

•ライセンス要件（5ページ）
•スタティックMPLSについて（6ページ）
•スタティックMPLSの前提条件（8ページ）
•スタティックMPLSの注意事項および制限事項（8ページ）
•静的MPLSの設定（10ページ）
•静的MPLS設定の確認（15ページ）
•スタティックMPLS統計の表示（18ページ）
•スタティックMPLS統計情報のクリア（19ページ）
•スタティックMPLSの設定例（19ページ）
•その他の参考資料（21ページ）

ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。

•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価可能な
場合があります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

ハードウェアの取り付け手順の詳細については、 Cisco NX-OSライセンスガイドおよびを参

照してくださいCisco NX-OSライセンシングオプションガイド。
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スタティックMPLSについて
通常、ラベルスイッチングルータ（LSR）は、パケットのラベルスイッチングに使用する必
要があるラベルを、ラベル配布プロトコルを使用してダイナミックに学習します。そのような

プロトコルの例には、次のものがあります。

•ラベルをネットワークアドレスにバインドするために使用されるインターネットエンジニ
アリングタスクフォース（IETF）標準であるラベル配布プロトコル（LDP）

•トラフィックエンジニアリング（TE）のラベル配布に使用されるリソース予約プロトコ
ル（RSVP）

• MPLS仮想プライベートネットワーク（VPN）のラベル配布に使用される境界ゲートウェ
イプロトコル（BGP）

学習したラベルをパケットのラベルスイッチングに使用するために、LSRはそのラベルをラ
ベル転送情報ベース（LFIB）にインストールします。

静的MPLS機能を使用すると、以下を静的に設定できます。

•ラベルと IPv4または IPv6プレフィックス間のバインディング

•ラベルと IPv4または IPv6プレフィックスとの間のバインディングに対応するアクション
（ラベルスワップまたはポップ）

• LFIB相互接続エントリの内容

ラベルの入れ替えとポップ

ラベル付きパケットがMPLSドメインを通過すると、ラベルスタックの最も外側のラベルが
各ホップで検査されます。ラベルの内容により、スワップまたはポップ（ディスポーズ）のい

ずれかの操作がラベルスタックに対して実行されます。転送の決定は、パケットヘッダー内

のラベルのMPLSテーブル検索によって行われます。ネットワークを介したパケットの送信中
にパケットヘッダーを再評価する必要はありません。ラベルは構造化されていない固定長の値

であるため、MPLS転送テーブル検索プロセスは簡単かつ高速です。

スワップ操作では、ラベルが新しいラベルと交換され、パケットは着信ラベルによって決定さ

れる次のホップに転送されます。

ポップ操作では、ラベルがパケットから削除され、下に内部ラベルが表示される場合がありま

す。ポップされたラベルがラベルスタックの最後のラベルである場合、パケットはMPLSド
メインの外部へ転送されます。通常、このプロセスは出力 LSRで行われます。アグリゲータ
のプライマリリンクに障害が発生すると、MPLSトラフィックがバックアップリンクに再ルー
ティングされ、スワップ操作が発生します。
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スタティックMPLSトポロジ
この図は、スタティックMPLSソースルーティングトポロジを示しています。アクセスノー
ドはスワップ操作を実行し、集約ノードはプライマリパスのポップ操作とバックアップパス

のスワップ操作を実行します。

図 1 :スタティックMPLSトポロジ

スタティックMPLSの利点
•ラベルと IPv4または IPv6プレフィックス間のスタティックバインディングは、LDPラベ
ル配布を実装しないネイバールータを通るMPLSホップバイホップ転送をサポートする
よう設定できます。

•スタティック相互接続は、ネイバールータが LDPまたは RSVPラベル配布のいずれも実
装していないものの、MPLS転送パスを実装している場合に、MPLSラベルスイッチドパ
ス（LSP）ミッドポイントをサポートするよう設定できます。
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スタティックMPLSのためのハイアベイラビリティ
Cisco Nexus 9500シリーズスイッチは、スタティックMPLSのステートフルスイッチオーバー
（SSO）をサポートします。SSOの後、スタティックMPLSは以前の状態に戻ります。

スタティックMPLSは、SSO中のゼロトラフィック損失をサポートします。MPLSのスタ
ティック再起動はサポートされていません。

Cisco Nexus 9300シリーズスイッチは、SSOをサポートしていません。（注）

スタティックMPLSの前提条件
スタティックMPLSには、次の前提条件があります。

• Cisco Nexus 9300および 9500シリーズスイッチ、および Cisco Nexus 3164Q、31128PQ、
3232C、および3264Qスイッチの場合、MPLSのACLTCAMリージョンサイズを設定し、
設定を保存して、スイッチをリロードする必要があります。（詳細については、Cisco
Nexus 9000 Series NX-OS Security Configuration Guideの「Using Templates to Configure ACL
TCAMRegion Sizes」および「Configuring ACL TCAMRegion Sizes」のセクションを参照し
てください）。Cisco Nexus 9200シリーズスイッチでは、静的MPLSの TCAMカービン
グは必要ありません。

デフォルトでは、mplsの領域サイズはゼロです。静的MPLSをサ
ポートするには、この領域を 256に設定する必要があります。

（注）

スタティックMPLSの注意事項および制限事項
スタティックMPLSに関する注意事項と制限事項は次のとおりです。

•スタティックMPLSは、9400、9500、および9600ラインカードを備えたCiscoNexus3100、
3200、9200、9300、9300-EX、FX、FX2、および 9500スイッチでサポートされています。

• Cisco NX-OSリリース 9.3(3)以降、スタティックMPLSは Cisco Nexus 9364C-GX、Cisco
Nexus 9316D-GX、および Cisco Nexus 93600CD-GXスイッチでサポートされています。

• Cisco NX-OSリリース 10.6(1)F以降、スタティックMPLSは Cisco Nexus N9324C-SE1Uス
イッチでサポートされます。

•スタティックMPLS、MPLSセグメントルーティング、およびMPLSストリッピングを同
時に有効にすることはできません。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
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•等コストマルチパスルーティング（ECMP）は、ラベルポップでサポートされていませ
ん。

•ラベルのポップ操作とスワップ操作はサポートされていますが、ラベルのプッシュ操作は
サポートされていません。

• MPLSパケットは、入力ラベルが設定されたラベルとマッチし、設定された FEC（プレ
フィックス）がルーティングテーブルにある限り、転送されます。

•このデバイスは、通常、ラベルスイッチングルータ（LSR）として機能します。パケッ
トが隣接するラベルエッジルーター（LER）に渡される前に、LSRによってラベル FIB
(LFIB)の出力ラベルとして明示的なヌルラベルをインストールすると、デバイスは最後
から 2番目のホップポップの LERとして動作します。つまり、ラベルスイッチングルー
タ（LSR）は 1つ以上のラベルで機能します。

LSRで暗黙的ヌルCLIを意図的に使用する場合、LERに送信され
る出力パケットには、明示的ヌルと内部ラベルが含まれます。

（注）

•スタティックMPLSは、最大 128のラベルをサポートします。

•バックアップパスは、単一の隣接でのみサポートされ、ECMPではサポートされません。

• Cisco Nexus 9300シリーズスイッチはバックアップパス高速再ルート（FRR）サブセカン
ドコンバージェンスをサポートしますが、Cisco Nexus 9500シリーズスイッチは限定的な
バックアップパス FRRコンバージェンスをサポートします。

•ほとんどのMPLSコマンドの出力は、XMLまたは JSONで生成できます。例については、
静的MPLS設定の確認（15ページ）を参照してください。

• VRF、vPC、FEX、およびVXLANは、スタティックMPLSではサポートされていません。

•サブインターフェイスを使用してリモート vpnv4ネイバーに接続する場合、親インター
フェイスで「mpls ip forwarding」コマンドを有効にする必要があります。

•コマンド「mpls ip forwarding」は、サブインターフェイスでは設定できません。

•サブインターフェイスは、スタティックMPLSではサポートされていません。

•転送等価クラス（FEC）は、ルーティングテーブル内のルートとマッチしている必要があ
ります。

• X9536PQ、X9564PX、およびX9564TXラインカードとM12PQ汎用拡張モジュール（GEM）
では、スタティックMPLSが有効になっており、無効にすることはできません。

•高速再ルート（バックアップ）を構成する場合、バックアップ構成のネクストホッププ
レフィックスとして、接続されているネクストホップ（再帰ネクストホップではない）

のみを指定できます。
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•複数の FECがバックアップ（同じネクストホップとインターフェイス）を共有している
場合、バックアップ構成を変更するには、バックアップ構成を共有している他のすべての

FECを再構成する必要があります。

•バックアップパスがアクティブな場合、show mpls switching labelsコマンドは、出力ラベ
ル/出力インターフェイス/ネクストホップおよび関連する統計情報を表示しません。統計
情報は、show forwarding mpls labellabelstats platformコマンドを使用して確認できます。

•トラフィックがデフォルト以外のユニット（デフォルトのユニットは unit0）で入出力さ
れる場合、対応する ULIB統計情報は、show mpls switching labels low-label-value
[high-label-value] detailコマンドの出力に表示されません。統計情報は、show forwarding
mpls labellabelstats platformコマンドを使用して確認できます。

•バックアップパスとプライマリパスが同じインターフェイスを指している場合、バック
アップアクションのスワップが優先されます。

•物理（イーサネット）およびポートチャネルは、バックアップの場合にのみサポートされ
ます。

•次のガイドラインと制約事項は、Cisco Nexus 9200シリーズスイッチに適用されます。

• ECMPハッシュは、内部フィールドでのみサポートされます。

• MTUチェックは、MPLSヘッダーを持つパケットではサポートされていません。

静的MPLSの設定

スタティックMPLSの有効化
MPLSスタティックラベルを設定するには、MPLS機能セットをインストールして有効にして
からMPLSのスタティック機能を有効にする必要があります。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLS機能セットを有効化します。この
コマンドの no形式は、MPLS機能セッ
トをアンインストールします。

[no] install feature-set mpls

例：

switch(config)# install feature-set
mpls

ステップ 2

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
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目的コマンドまたはアクション

MPLSフィーチャセットをイネーブル
にします。このコマンドの no形式は、
MPLS機能セットを無効化します。

[no] feature-set mpls

例：

switch(config)# feature-set mpls

ステップ 3

MPLS機能セットを有効にします。この
コマンドの no形式は、MPLS機能セッ
トを無効化します。

[no] feature mpls static

例：

switch(config)# feature mpls static

ステップ 4

MPLS機能セットのステータスを表示し
ます。

（任意） show feature-set

例：

ステップ 5

switch(config)# show feature-set
Feature Set Name ID State

-------------------- --------
--------
mpls 4 enabled

スタティックMPLSのステータスを表示
します。

（任意） show feature | inc mpls_static

例：

ステップ 6

switch(config)# show feature | inc
mpls_static
mpls_static 1 enabled

スタティックな割り当てのために予約されたラベル

ダイナミックに割り当てられないようにスタティックに割り当てるラベルを予約します。

始める前に

スタティックMPLS機能が有効になっていることを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

スタティックラベル割り当てに使用す

る一連のラベルを予約します。

[no] mpls label range min-value max-value
[static min-static-value max-static-value]

例：

ステップ 2

最小値と最大値の範囲は16～471804で
す。switch(config)# mpls label range 17 99

static 100 10000
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目的コマンドまたはアクション

スタティックMPLSに設定されている
ラベル範囲を表示します。

（任意） show mpls label range

例：

ステップ 3

switch(config)# show mpls label range

実行コンフィギュレーションを、スター

トアップコンフィギュレーションにコ

ピーします。

（任意） copy running-config
startup-config

例：

ステップ 4

switch(config)# copy running-config
startup-config

スワップ操作とポップ操作を使用したスタティックラベルとプレフィッ

クスバインディングの設定

トップオブラック構成では、外側のラベルが指定された新しいラベルとスワップされます。パ

ケットはネクストホップアドレスに転送され、新しいラベルによって自動解決されます。

アグリゲータ構成では、外部ラベルがポップされ、残りのラベルを持つパケットがネクスト

ホップアドレスに転送されます。ポップ操作はプライマリパスで実行され、スワップ操作は

バックアップパスで実行されます。

始める前に

静的MPLS機能が有効になっていることを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

指定したインターフェイスのインター

フェイスコンフィギュレーションモー

ドを開始します。

interface type slot/port

例：

switch(config)# interface ethernet 2/2
switch(config-if)#

ステップ 2

指定されたインターフェイスでMPLS
を有効にします。このコマンドの no形

[no] mpls ip forwarding

例：

ステップ 3

式は、指定されたインターフェイスで

MPLSを無効にします。
switch(config-if)# mpls ip forwarding
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目的コマンドまたはアクション

MPLS静的グローバルコンフィギュレー
ションモードを開始します。

mpls static configuration

例：

ステップ 4

switch(config-if)# mpls static
configuration
switch(config-mpls-static)#

指定された IPv4または iPv6アドレス
ファミリに対応するグローバルアドレ

address-family {ipv4 | ipv6} unicast

例：

ステップ 5

スファミリコンフィギュレーション

モードを開始します。
switch(config-mpls-static)#
address-family ipv4 unicast
switch(config-mpls-static-af)#

IPv4または IPv6プレフィックスに対す
る入力ラベルの静的バインディングを指

local-label local-label-value prefix
destination-prefix destination-prefix-mask

例：

ステップ 6

定します。local-label-valueは、mpls
label rangeコマンドで定義された静的
MPLSラベルの範囲です。

switch(config-mpls-static-af)#
local-label 2000 prefix 1.255.200.0
255.255.255.25
switch(config-mpls-static-af-lbl)#

ネクストホップを指定します。次のオ

プションを使用できます。

next-hop {auto-resolve |
destination-ip-next-hop out-label
implicit-null | backup local-egress-interface

ステップ 7

• next-hop auto-resolve：このオプショ
ンは、ラベルスワップ操作に使用

します。

destination-ip-next-hop out-label
output-label-value}

例：

• next-hop destination-ip-next-hop
out-label implicit-null：ラベルポッ

switch(config-mpls-static-af-lbl)#
next-hop auto-resolve

プ操作のプライマリパスにはこの

オプションを使用します。

• next-hop backup local-egress-interface
destination-ip-next-hop out-label
output-label-value：ラベルポップ操
作のバックアップパスにはこのオ

プションを使用します。

実行コンフィギュレーションを、スター

トアップコンフィギュレーションにコ

ピーします。

（任意） copy running-config
startup-config

例：

ステップ 8

switch(config-mpls-static-af-lbl)# copy
running-config startup-config
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セグメントルーティング隣接関係統計の設定

デフォルトでは、統計情報収集モードは、特定の隣接関係から出力されるパケット数を累積し

ます。Cisco NX-OSリリース 9.3(1)以降では、隣接関係のバイト数を累積するように統計情報
収集モードを設定できます。

このモードは、MPLSセグメントルーティング機能を有効にすると使用できますが、バイトを
累積するように収集モードを設定する必要があります。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLS機能セットを有効化します。この
コマンドの no形式は、MPLS機能セッ
トをアンインストールします。

[no] install feature-set mpls

例：

switch(config)# install feature-set
mpls

ステップ 2

MPLSフィーチャセットをイネーブル
にします。このコマンドの no形式は、
MPLS機能セットを無効化します。

[no] feature-set mpls

例：

switch(config)# feature-set mpls

ステップ 3

MPLSセグメントルーティング機能を
有効化します。このコマンドの no形式

[no] feature mpls segment-routing

例：

ステップ 4

は、MPLSセグメントルーティング機
能を無効化します。

switch(config)# feature mpls
segment-routing

特定の隣接関係のバイト数を累積するよ

うに、出力統計の統計収集モードを設定

[no] hardware profile mpls adjacency-stats
bytes

例：

ステップ 5

します。このコマンドの no形式を使用
すると、収集モードがリセットされ、パ

ケット数が累積されます。
switch(config)# hardware profile mpls
adjacency-stats bytes

ノブの設定を表示します。（任意） show running-config | grep
adjacency stats

ステップ 6

例：

witch(config)# show running-config |
grep adjacency-stats
hardware profile mpls adjacency-stats
bytes
switch(config)#
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目的コマンドまたはアクション

MPLS機能セットのステータスを表示し
ます。

（任意） show feature-set

例：

ステップ 7

switch(config)# show feature-set
Feature Set Name ID State

-------------------- --------
--------
mpls 4 enabled

MPLSセグメントルーティングのステー
タスを表示します。

（任意） show feature | grep
segment-routing

例：

ステップ 8

switch(config)# show feature | grep
segment-routing
segment-routing 1
enabled

隣接関係の統計情報を表示します。show forwarding mpls [ label label] stats

例：

ステップ 9

switch(config)# show forwarding mpls
label 22 stats

slot 1
=======

--------+-----------+-------------------+----------------+-------------+-------
Local |Prefix |FEC |Next-Hop |Interface
|Out
Label |Table Id |(Prefix/Tunnel id) |
| |Label
--------+-----------+-------------------+----------------+-------------+-------
22 |0x1 |182.1.1.7/32 |30.1.8.1 |Po11
|0 SWAP

Input Pkts : 488482 Input Bytes :
250102784
SWAP Output Pkts: 0 SWAP Output Bytes:
84215808
TUNNEL Output Pkts: 0 TUNNEL Output
Bytes: 0
switch(config)#

静的MPLS設定の確認
静的MPLSの設定を表示するには、次のいずれかの作業を行います。

目的コマンド

スタティックMPLSのステータスを表示しま
す。

show feature | inc mpls_static
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目的コマンド

MPLS機能セットのステータスを表示します。show feature-set

Unicast Route Information Base（RIB）からルー
トを表示します。

show ip route

スタティックMPLSに設定されているラベル
範囲を表示します。

show mpls label range

設定された静的プレフィックスまたはラベル

バインディングを表示します。

show mpls static binding {all | ipv4 | ipv6}

MPLSスイッチング情報を表示します。show mpls switching [detail]

MPLSスイッチングラベル情報を表示します。show mpls switching label [detail]

有効になっているラベルに基づいて隣接統計

を表示します。

show forwarding mpls [ label label] stats

隣接関係の統計情報を表示します。show forwarding adjacency mpls stats

次の例は、show mpls static binding allコマンドの出力例を示しています。

1.255.200.0/32: (vrf: default) Incoming label: 2000
Outgoing labels:

1.21.1.1 implicit-null
backup 1.24.1.1 2001

2000:1:255:201::1/128: (vrf: default) Incoming label: 3000
Outgoing labels:

2000:1111:2121:1111:1111:1111:1111:1 implicit-null
backup 2000:1:24:1::1 3001

次に、show mpls switching detailコマンドの出力例を示します。

VRF default

IPv4 FEC
In-Label : 2000
Out-Label stack : Pop Label
FEC : 1.255.200.0/32
Out interface : Po21
Next hop : 1.21.1.1
Input traffic statistics : 0 packets, 0 bytes
Output statistics per label : 0 packets, 0 bytes
IPv6 FEC
In-Label : 3000
Out-Label stack : Pop Label
FEC : 2000:1:255:201::1/128
Out interface : port-channel21
Next hop : 2000:1111:2121:1111:1111:1111:1111:1
Input traffic statistics : 0 packets, 0 bytes
Output statistics per label : 0 packets, 0 bytes
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この例は、スイッチが静的 IPv4プレフィックスで構成されている場合の show mpls switching
コマンドの通常、XML、および JSONのサンプル出力を示しています。
switch# show run mpls static | sec 'ipv4 unicast'
address-family ipv4 unicast
local-label 100 prefix 192.168.0.1 255.255.255.255 next-hop auto-resolve out-label 200

switch# show mpls switching
Legend:
(P)=Protected, (F)=FRR active, (*)=more labels in stack.
IPV4:
In-Label Out-Label FEC name Out-Interface Next-Hop

VRF default
100 200 192.168.0.1/32 Eth1/23 1.12.23.2

switch# show mpls switching | xml
<?xml version="1.0" encoding="ISO-8859-1"?> <nf:rpc-reply
xmlns:nf="urn:ietf:params:xml:ns:netconf:base:1.0"
xmlns="http://w
ww.cisco.com/nxos:1.0:ulib">
<nf:data>
<show>
<mpls>
<switching>
<__XML__OPT_Cmd_ulib_show_switching_cmd_labels>
<__XML__OPT_Cmd_ulib_show_switching_cmd_detail>
<__XML__OPT_Cmd_ulib_show_switching_cmd_vrf>
<__XML__OPT_Cmd_ulib_show_switching_cmd___readonly__>
<__readonly__>
<TABLE_vrf>
<ROW_vrf>
<vrf_name>default</vrf_name>
<TABLE_inlabel>
<ROW_inlabel>
<in_label>100</in_label>
<out_label_stack>200</out_label_stack>
<ipv4_prefix>192.168.0.1/32</ipv4_prefix>
<out_interface>Eth1/23</out_interface>
<ipv4_next_hop>1.12.23.2</ipv4_next_hop>
<nhlfe_p2p_flag> </nhlfe_p2p_flag>
</ROW_inlabel>
</TABLE_inlabel>
</ROW_vrf>
</TABLE_vrf>
</__readonly__>
</__XML__OPT_Cmd_ulib_show_switching_cmd___readonly__>
</__XML__OPT_Cmd_ulib_show_switching_cmd_vrf>
</__XML__OPT_Cmd_ulib_show_switching_cmd_detail>
</__XML__OPT_Cmd_ulib_show_switching_cmd_labels>
</switching>
</mpls>
</show>
</nf:data>
</nf:rpc-reply>
]]>]]>

switch# show mpls switching | json
{"TABLE_vrf": {"ROW_vrf": {"vrf_name": "default", "TABLE_inlabel":
{"ROW_inlabel
": {"in_label": "100", "out_label_stack": "200", "ipv4_prefix":
"192.168.0.1/32"

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
17

静的MPLSの設定

静的MPLS設定の確認



, "out_interface": "Eth1/23", "ipv4_next_hop": "1.12.23.2",
"nhlfe_p2p_flag": nu
ll}}}}}

スタティックMPLS統計の表示
スタティックMPLS統計を監視するには、次のいずれかのタスクを実行します。

目的コマンド

MPLS IPv4または IPv6隣接関係統計を表示し
ます。

show forwarding [ipv6] adjacency mpls stats

MPLS転送パケットドロップの統計情報を表
示します。

show forwarding mpls drop-stats

等コストマルチパス（ECMP）のMPLS転送
統計を表示します。

show forwarding mpls ecmp [module slot |
platform]

MPLSラベル転送の統計情報を表示します。show forwarding mpls label label stats [platform]

MPLS転送の統計情報を表示します。show mpls forwarding statistics [interface type
slot/port]

MPLSラベルスイッチングの統計情報を表示
します。ラベル値の範囲は 0～ 524286です。

show mpls switching labels low-label-value
[high-label-value] [detail]

次に、show forwarding adjacency mpls statsコマンドの出力例を示します。

FEC next-hop interface tx packets tx bytes Label info
--------------- ---------- ---------- ----------- --------- ----------
1.255.200.0/32 1.21.1.1 Po21 87388 10836236 POP 3
1.255.200.0/32 1.24.1.1 Po24 0 0 SWAP 2001
switch(config)#
switch(config)# show forwarding mpls drop-stats

Dropped packets : 73454
Dropped bytes : 9399304

次に、show forwarding ipv6 adjacency mpls statsコマンドの出力例を示します。

FEC next-hop interface tx packets tx bytes Label info
---------------------- -------------- ---------- ----------- --------- -----------
2000:1:255:201::1/128 2000:1.21.1.1 Po21 46604 5778896 POP 3
2000:1:255:201::1/128 2000:1:24:1::1 Po24 0 0 SWAP 3001

次に、show forwarding mpls label 2000 statsコマンドの出力例を示します。

--------+-----------+-------------------+----------------+-------------+-------
Local |Prefix |FEC |Next-Hop |Interface |Out
Label |Table Id |(Prefix/Tunnel id) | | |Label
--------+-----------+-------------------+----------------+-------------+-------
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2000 |0x1 |1.255.200.0/32 |1.21.1.1 |Po21 |Pop Label
HH: 100008, Refcount: 1
Input Pkts : 77129 Input Bytes : 9872512
Output Pkts: 77223 Output Bytes: 9575652

次に、show mpls forwarding statisticsコマンドの出力例を示します。

MPLS software forwarding stats summary:
Packets/Bytes sent : 0/0
Packets/Bytes received : 0/0
Packets/Bytes forwarded : 0/0
Packets/Bytes originated : 0/0
Packets/Bytes consumed : 0/0
Packets/Bytes input dropped : 0/0
Packets/Bytes output dropped : 0/0

スタティックMPLS統計情報のクリア
MPLS統計情報をクリアするには、次の作業を行います。

目的コマンド

MPLS IPv4または IPv6隣接関係統計を消去し
ます。

clear forwarding [ipv6] adjacency mpls stats

MPLS転送パケットドロップ統計情報をクリ
アします。

clear forwarding mpls drop-stats

入力MPLS転送統計情報をクリアします。clear forwarding mpls stats

MPLS転送統計情報をクリアします。clear mpls forwarding statistics

MPLSスイッチングラベルの統計情報をクリ
アします。

clear mpls switching label statistics [interface
type slot/port]

スタティックMPLSの設定例
次に、スタティック割り当てに使用するラベルを予約する例を示します。

switch# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
switch(config)# mpls label range 17 99 static 100 10000
switch(config)# show mpls label range
Downstream Generic label region: Min/Max label: 17/99
Range for static labels: Min/Max Number: 100/10000

次の例は、トップオブラック構成（スワップ構成）でMPLSスタティックラベルと IPv4プレ
フィックスバインディングを構成する方法を示しています。

switch# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
19

静的MPLSの設定

スタティックMPLS統計情報のクリア



switch(config)# interface ethernet 1/1
switch(config-if)# mpls ip forwarding
switch(config-if)# mpls static configuration
switch(config-mpls-static)# address-family ipv4 unicast
switch(config-mpls-static-af)# local-label 2000 prefix 1.255.200.0/32
switch(config-mpls-static-af-lbl)# next-hop auto-resolve out-label 2000

次の例は、トップオブラック構成（スワップ構成）でMPLSスタティックラベルと IPv6プレ
フィックスバインディングを構成する方法を示しています。

switch# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
switch(config)# interface ethernet 1/1
switch(config-if)# mpls ip forwarding
switch(config-if)# mpls static configuration
switch(config-mpls-static)# address-family ipv6 unicast
switch(config-mpls-static-af)# local-label 3001 prefix 2000:1:255:201::1/128
switch(config-mpls-static-af-lbl)# next-hop auto-resolve out-label 3001

次の例は、アグリゲータ構成（ポップ構成）でMPLSスタティックラベルと IPv4プレフィッ
クスバインディングを構成する方法を示しています。

switch# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
switch(config)# interface ethernet 1/1
switch(config-if)# mpls ip forwarding
switch(config-if)# mpls static configuration
switch(config-mpls-static)# address-family ipv4 unicast
switch(config-mpls-static-af)# local-label 2000 prefix 1.255.200.0/32
switch(config-mpls-static-af-lbl)# next-hop 1.31.1.1 out-label implicit-null
switch(config-mpls-static-af-lbl)# next-hop backup Po34 1.34.1.1 out-label 2000

次の例は、アグリゲータ構成（ポップ構成）でMPLSスタティックラベルと IPv6プレフィッ
クスバインディングを構成する方法を示しています。

switch# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
switch(config)# interface ethernet 1/1
switch(config-if)# mpls ip forwarding
switch(config-if)# mpls static configuration
switch(config-mpls-static)# address-family ipv6 unicast
switch(config-mpls-static-af)# local-label 3001 prefix 2000:1:255:201::1/128
switch(config-mpls-static-af-lbl)# next-hop 2000:1:31:1::1 out-label implicit-null
switch(config-mpls-static-af-lbl)# next-hop backup Po34 2000:1:34:1::1 out-label 3001
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その他の参考資料

関連資料

マニュアルタイトル関連項目

詳細については、ACL TCAMリージョンサイ

ズの設定のセクション（Cisco Nexus 9000シ
リーズセキュリティ設定ガイド）を参照して

ください。

TCAMリージョン
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第 4 章

MPLSラベルインポジションの設定

この章では、マルチプロトコルラベルスイッチング（MPLS）ラベルインポジションの設定
方法について説明します。

• MPLSラベルインポジションについて（23ページ）
• MPLSラベルインポジションに関する注意事項と制限事項（24ページ）
• MPLSラベルインポジションの設定（25ページ）
• MPLSラベルインポジション設定の確認（28ページ）
• MPLSラベルインポジション統計の表示（30ページ）
• MPLSラベルインポジション統計のクリア（32ページ）
• MPLSラベルインポジションの設定例（32ページ）

MPLSラベルインポジションについて
MPLSラベルスタックインポジション機能を使用して、1つ以上のラベルを持つ発信ラベル
スタックを静的にプロビジョニングできます。発信ラベルスタックは、次の2種類の静的に設
定されたMPLSバインディングで使用されます。

•ラベルスタックへのプレフィックスとラベル：ここでは、静的MPLSと同様に、IPプレ
フィックスまたは着信ラベルが発信スタックにマッピングされます。着信プレフィックス

は、IPのみの入力トラフィックの out-label-stackにマッピングされます。

•ラベルスタックへのラベル：ここでは、受信ラベルのみがプレフィックスなしで送信ス
タックにマップされます。

新しいMPLSバインディングタイプは静的MPLSコンポーネントに実装され、feature mpls
segment-routingコマンドが有効になっている場合にのみ使用できます。

MPLSラベルインポジションの設定されたネクストホップがSR再帰ネクストホップ（RNH）
である場合、それらはRIBを使用して実際のネクストホップに解決されます。out-labelスタッ
クの外部ラベルは、SRによって割り当てられたラベルから自動的にインポジションされます。

ECMPは、いくつかのパス構成を追加することによってもサポートされます。
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静的MPLSプロセスは、feature mpls segment-routingコマンドまたは feature mpls staticコマ
ンドのいずれかが実行されたときに開始されます。feature mpls segment-routingコマンドを使
用してスタティックMPLSを実行すると、一部の標準スタティックMPLSコマンドを使用でき
なくなり、feature mpls staticコマンドを実行すると、MPLSバインディングのコマンドを使用
できなくなります。

（注）

MPLSラベルインポジションに関する注意事項と制限事
項

MPLSラベルインポジションに関する注意事項と制約事項は次のとおりです。

• MPLSラベルインポジションは、以下のスイッチでサポートされています。

• 9400、9500、9600、および 9700-FXラインカードを搭載したCiscoNexus 9200、9300、
9300-EX、9300-FX、および 9500プラットフォームスイッチ。

• Cisco Nexus 3164Q、31128PQ、3232C、および 3264Qスイッチ。

• Cisco NX-OSリリース 9.2(1)リリース以降、Cisco Nexus 9364Cスイッチでサポートさ
れています。

• Cisco NX-OSリリース 9.3(3)以降、Cisco Nexus 9364C-GX、Cisco Nexus 9316D-GX、
および Cisco Nexus 93600CD-GXスイッチでサポートされています。

• MPLSラベルインポジションは、IPv4のみをサポートします。

•アウトラベルスタックのラベルの最大数は、CiscoNexus 9200、9300-EX、および 9300-FX
プラットフォームスイッチの場合は 5、CiscoNexus 9300と 9500プラットフォームスイッ
チおよび Cisco Nexus 3164Q、31128PQ、3232C、および 3264Qスイッチの場合は 3です。
。これより多くのラベルをインポーズしようとすると、後続のラベルが自動的に切り捨て

られ、syslogエラーメッセージが表示され、構成を修正するように通知されます。

•マルチキャストは、MPLSラベルインポジションではサポートされていません。

•マルチラベルスタック構成では、発信パスの変更は Cisco Nexus 9200および 9300-EXシ
リーズスイッチでのみ許可されます。

•サブインターフェイスとポートチャネルは、MPLSラベルインポジションではサポート
されていません。

•ルーティングプロトコル (スタティックルートを含む)から学習したプレフィックスおよ
び関連するサブネットマスクは、ラベルスタックインポジションポリシーの一部として

使用できません。

•ラベルスタックインポジションの検証済みスケーラビリティ制限については、お使いの
デバイスの『検証済みスケーラビリティガイド』を参照してください。
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MPLSラベルインポジションの設定

MPLSラベルインポジションの有効化
MPLSラベルインポジションを設定するには、MPLS機能セットをインストールして有効にし
てから、MPLSセグメントルーティング機能を有効にする必要があります。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLS機能セットを有効化します。この
コマンドの no形式は、MPLS機能セッ
トをアンインストールします。

[no] install feature-set mpls

例：

switch(config)# install feature-set
mpls

ステップ 2

MPLSフィーチャセットをイネーブル
にします。このコマンドの no形式は、
MPLS機能セットを無効化します。

[no] feature-set mpls

例：

switch(config)# feature-set mpls

ステップ 3

MPLSセグメントルーティング機能を
有効化します。このコマンドの no形式

[no] feature mpls segment-routing

例：

ステップ 4

は、MPLSセグメントルーティング機
能を無効化します。

switch(config)# feature mpls
segment-routing

MPLS機能セットのステータスを表示し
ます。

（任意） show feature-set

例：

ステップ 5

switch(config)# show feature-set
Feature Set Name ID State

-------------------- --------
--------
mpls 4 enabled

MPLSセグメントルーティングのステー
タスを表示します。

（任意） show feature | grep
segment-routing

例：

ステップ 6

switch(config)# show feature | grep
segment-routing
segment-routing 1
enabled
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目的コマンドまたはアクション

MPLSラベルインポジション用のラベルの予約
スタティックに割り当てるラベルを予約します。動的なラベル割り当てはサポートされていま

せん。

始める前に

MPLSセグメントルーティング機能が有効になっていることを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

スタティックラベル割り当てに使用す

る一連のラベルを予約します。

[no] mpls label range min-value max-value
[static min-static-value max-static-value]

例：

ステップ 2

最小値と最大値の範囲は16～471804で
す。switch(config)# mpls label range 17 99

static 100 10000

スタティックMPLSに設定されている
ラベル範囲を表示します。

（任意） show mpls label range

例：

ステップ 3

switch(config)# show mpls label range

実行コンフィギュレーションを、スター

トアップコンフィギュレーションにコ

ピーします。

（任意） copy running-config
startup-config

例：

ステップ 4

switch(config)# copy running-config
startup-config

MPLSラベルインポジションの設定
デバイスにMPLSラベルインポジションを設定できます。

feature mpls segment-routingコマンドは、feature nv overlay、nv overlay evpn、feature vpc、お
よび feature vn-segment-vlan-basedコマンドが使用されている場合、有効にすることはできま
せん。

（注）
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始める前に

MPLSセグメントルーティング機能が有効になっていることを確認します。

静的ラベル範囲を次のように設定します。mpls label range 16 16 static 17 50000

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

指定したインターフェイスのインター

フェイスコンフィギュレーションモー

ドを開始します。

interface type slot/port

例：

switch(config)# interface ethernet
2/2
switch(config-if)#

ステップ 2

指定されたインターフェイスでMPLS
を有効にします。このコマンドのno形

[no] mpls ip forwarding

例：

ステップ 3

式は、指定されたインターフェイスで

MPLSを無効にします。
switch(config-if)# mpls ip forwarding

MPLS静的グローバルコンフィギュ
レーションモードを開始します。

mpls static configuration

例：

ステップ 4

switch(config-if)# mpls static
configuration
switch(config-mpls-static)#

指定された IPv4アドレスファミリに
対応するグローバルアドレスファミリ

address-family ipv4 unicast

例：

ステップ 5

コンフィギュレーションモードを開始

します。
switch(config-mpls-static)#
address-family ipv4 unicast
switch(config-mpls-static-af)#

LSPの名前を指定します。lsp name

例：

ステップ 6

switch(config-mpls-static-af)# lsp
lsp1
switch(config-mpls-static-lsp)#

in-label値とプレフィックス値を設定し
ます（オプション）。

in-label value allocate policy prefix

例：

ステップ 7

switch(config-mpls-static-lsp)#
in-label 8100 allocate policy
15.15.1.0/24
switch(config-mpls-static-lsp-inlabel)#
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目的コマンドまたはアクション

転送モードに入ります。forward

例：

ステップ 8

switch(config-mpls-static-lsp-inlabel)#
forward
switch(config-mpls-static-lsp-inlabel-forw)#

パスを指定します。サポートされるパ

スの最大数は 32です。
path number next-hop ip-address
out-label-stack label-id label-id

例：

ステップ 9

switch(config-mpls-static-lsp-inlabel-forw)#
path 1 next-hop 13.13.13.13
out-label-stack 16 3000

実行コンフィギュレーションを、ス

タートアップコンフィギュレーション

にコピーします。

（任意） copy running-config
startup-config

例：

ステップ 10

switch(config-mpls-static-lsp-inlabel-forw)#
copy running-config startup-config

MPLSラベルインポジション設定の確認
MPLSラベルインポジション設定を表示するには、次のいずれかの作業を行います。

目的コマンド

MPLSラベルインポジションのステータスを
表示します。

show feature | grep segment-routing

MPLS機能セットのステータスを表示します。show feature-set

特定のラベルのMPLSラベル転送統計情報を
表示します。

show forwarding mpls label label

MPLSラベルインポジションに設定されてい
るラベル範囲を表示します。

show mpls label range

設定された静的プレフィックスまたはラベル

バインディングを表示します。

show mpls static binding {all | ipv4}

MPLSラベルスイッチングの情報を表示しま
す。

show mpls switching [detail]

実行中の静的MPLS設定を表示します。show running-config mpls static

次に、show forwarding mpls label 8100コマンドの出力例を示します。
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slot 1
=======
--------+-----------+-------------------+----------------+-------------+----------------------
Local|Prefix|FEC |Next-Hop |Interface | Out Label |Table Id |(Prefix/Tunnel
id)|Label
--------+-----------+-------------------+----------------+------------+----------------------
8100 |0x1 |25.25.0.0/16 |12.12.1.2 |Po121 |3131 SWAP | |
| 17

" |0x1 |25.25.0.0/16 |12.12.2.2 |Eth1/51 |3131 SWAP | |
| 17

" |0x1 |25.25.0.0/16 |12.12.3.2 |Vlan122 |3131 SWAP | |
| 17

" |0x1 |25.25.0.0/16 |12.12.4.2 |Vlan123 |3131 SWAP | |
| 17

次に、show mpls static binding allコマンドの出力例を示します。

LI_TEST1 25.25.0.0/16: (vrf: default) Incoming label: 8100
LSP Type: POLICY
Outgoing labels:

(path 1) 12.12.1.2 3131,17
(path 2) 12.12.2.2 3131,17
(path 3) 12.12.3.2 3131,17
(path 4) 12.12.4.2 3131,17

LI_TEST2 (vrf: default) Incoming label: 8200
LSP Type: XC
Outgoing labels:

(path 1) 12.12.3.2 3132,16
(path 2) 12.12.4.2 3132,16
(path 3) 12.12.1.2 3132,16
(path 4) 12.12.2.2 3132,16

次に、show mpls switchingコマンドの出力例を示します。

Legend:
(P)=Protected, (F)=FRR active, (*)=more labels in stack.

Local Out-Label FEC Out-Interface
Next-Hop
8200 3132 Label 8200
12.12.3.2 *
8200 3132 Label 8200
12.12.4.2 *
8200 3132 Label 8200
12.12.1.2 *
8200 3132 Label 8200
12.12.2.2 *

Local Out-Label FEC Out-Interface
Next-Hop
8100 3131 Pol 25.25.0.0/16
12.12.1.2 *
8100 3131 Pol 25.25.0.0/16
12.12.2.2 *
8100 3131 Pol 25.25.0.0/16
12.12.3.2 *
8100 3131 Pol 25.25.0.0/16
12.12.4.2 *

次に、show running-config mpls staticコマンドの出力例を示します。
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mpls static configuration
address-family ipv4 unicast
lsp LI_TEST2
in-label 8100 allocate policy 25.25.0.0 255.255.0.0
forward
path 1 next-hop 12.12.1.2 out-label-stack 3131 17
path 2 next-hop 12.12.2.2 out-label-stack 3131 17
path 3 next-hop 12.12.3.2 out-label-stack 3131 17
path 4 next-hop 12.12.4.2 out-label-stack 3131 17

次に、show running-config mpls static allコマンドの出力例を示します。

switch# show running-config mpls static all

!Command: show running-config mpls static all
!Time: Mon Aug 21 14:59:46 2017

version 7.0(3)I7(1)
logging level mpls static 5
mpls static configuration
address-family ipv4 unicast
lsp 9_label_stack_LPM
in-label 72000 allocate policy 71.200.11.0 255.255.255.0
forward
path 1 next-hop 27.1.32.4 out-label-stack 21901 29701 27401 24501 25801
lsp 9_label_stack_LPM_01
in-label 72001 allocate policy 72.201.1.1 255.255.255.255
lsp DRV-01
in-label 71011 allocate policy 71.111.21.0 255.255.255.0
forward
path 1 next-hop 27.1.31.4 out-label-stack implicit-null
lsp DRV-02
in-label 71012 allocate policy 71.111.22.0 255.255.255.0
forward
path 1 next-hop 8.8.8.8 out-label-stack 28901
lsp DRV-03
switch# show forwarding mpls label 72000

slot 1
=======

--------+-----------+-------------------+----------------+-------------+-------
Local |Prefix |FEC |Next-Hop |Interface |Out
Label |Table Id |(Prefix/Tunnel id) | | |Label
--------+-----------+-------------------+----------------+-------------+-------
72000 |0x1 |71.200.11.0/24 |27.1.32.4 |Eth1/21 |21901 SWAP
| | | | | 29701
| | | | | 27401
| | | | | 24501
| | | | | 25801

MPLSラベルインポジション統計の表示
MPLSラベルインポジションの統計情報を監視するには、次のいずれかのタスクを実行しま
す。
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目的コマンド

MPLS IPv4隣接関係統計を（パケットとバイ
トの両方で）表示します。

（注）

Cisco Nexus 9200および 9300-EXシリーズス
イッチは、このコマンドをサポートしていま

せん。

show forwarding [ipv4] adjacency mpls stats

MPLSラベル転送の統計情報を表示します。show forwarding mpls label label stats [platform]

MPLS転送の統計情報を表示します。show mpls forwarding statistics [interface type
slot/port]

MPLSラベルスイッチングの統計情報を表示
します。ラベル値の範囲は 0～ 524286です。

show mpls switching labels low-label-value
[high-label-value] [detail]

次に、show forwarding adjacency mpls statsコマンドの出力例を示します。

slot 1
=======

FEC next-hop interface tx packets tx bytes Label info
------ ----------- ---------- ------------ --------- --------------

12.12.3.2 Vlan122 0 0 SWAP 3131 17
12.12.3.2 Vlan122 0 0 SWAP 3132 16
12.12.4.2 Vlan123 0 0 SWAP 3131 17
12.12.4.2 Vlan123 0 0 SWAP 3132 16
12.12.1.2 Po121 0 0 SWAP 3131 17
12.12.1.2 Po121 0 0 SWAP 3132 16
12.12.2.2 Eth1/51 0 0 SWAP 3131 17
12.12.2.2 Eth1/51 0 0 SWAP 3132 16

次に、show forwarding mpls label 8100 statsコマンドの出力例を示します。

slot 1
=======
--------+-----------+-------------------+----------------+-------------+-------
Local |Prefix |FEC |Next-Hop |Interface |Out
Label |Table Id |(Prefix/Tunnel id) | | |Label
--------+-----------+-------------------+----------------+-------------+-------
8100 |0x1 |25.25.0.0/16 |12.12.1.2 |Po121 |3131
SWAP

| | | | | 17
" |0x1 |25.25.0.0/16 |12.12.2.2 |Eth1/51 |3131

SWAP
| | | | | 17

" |0x1 |25.25.0.0/16 |12.12.3.2 |Vlan122 |3131
SWAP

| | | | | 17
" |0x1 |25.25.0.0/16 |12.12.4.2 |Vlan123 |3131

SWAP
| | | | | 17

Input Pkts : 126906012 Input Bytes : 64975876096
SWAP Output Pkts: 126959183 SWAP Output Bytes: 65764550340
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TUNNEL Output Pkts: 126959053 TUNNEL Output Bytes: 66272319384

次に、show mpls forwarding statisticsコマンドの出力例を示します。

MPLS software forwarding stats summary:
Packets/Bytes sent : 0/0
Packets/Bytes received : 0/0
Packets/Bytes forwarded : 0/0
Packets/Bytes originated : 0/0
Packets/Bytes consumed : 0/0
Packets/Bytes input dropped : 0/0
Packets/Bytes output dropped : 0/0

MPLSラベルインポジション統計のクリア
MPLSラベルインポジションの統計情報をクリアするには、次の作業を行います。

目的コマンド

MPLSIPv4隣接関係の統計情報を消去します。clear forwarding [ipv4] adjacency mpls stats

入力MPLS転送統計情報をクリアします。clear forwarding mpls stats

MPLS転送統計情報をクリアします。clear mpls forwarding statistics

MPLSスイッチングラベルの統計情報をクリ
アします。

clear mpls switching label statistics [interface
type slot/port]

MPLSラベルインポジションの設定例
次の例は、プレフィックスと incoming-labelを out-label-stackバインディングに割り当てること
により、MPLSラベルインポジションを設定する方法を示しています。

switch(config-if)# mpls static configuration
switch(config-mpls-static)# address-family ipv4 unicast
switch(config-mpls-static-af)# lsp LI_TEST1
switch(config-mpls-static-lsp)# in-label 8100 allocate policy 25.25.0.0/16
switch(config-mpls-static-lsp-inlabel)# forward
switch(config-mpls-static-lsp-inlabel-forw)# path 1 next-hop 12.12.1.2 out-label-stack
3131 17
switch(config-mpls-static-lsp-inlabel-forw)# path 2 next-hop 12.12.2.2 out-label-stack
3131 17
switch(config-mpls-static-lsp-inlabel-forw)# path 3 next-hop 12.12.3.2 out-label-stack
3131 17
switch(config-mpls-static-lsp-inlabel-forw)# path 4 next-hop 12.12.4.2 out-label-stack
3131 17

next-hopを削除するには、次を使用できます：
no path 1
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指定された lspを削除するには、次を使用できます：
no lsp LI_TEST1

次の例は、incoming-labelを out-label-stackバインディングに割り当てることにより、MPLSラ
ベルインポジションを設定する方法を示しています（プレフィックスなし）。

switch(config-if)# mpls static configuration
switch(config-mpls-static)# address-family ipv4 unicast
switch(config-mpls-static-af)# lsp LI_TEST1
switch(config-mpls-static-lsp)# in-label 8200 allocate
switch(config-mpls-static-lsp-inlabel)# forward
switch(config-mpls-static-lsp-inlabel-forw)# path 1 next-hop 12.12.3.2 out-label-stack
3132 16
switch(config-mpls-static-lsp-inlabel-forw)# path 2 next-hop 12.12.4.2 out-label-stack
3132 16
switch(config-mpls-static-lsp-inlabel-forw)# path 3 next-hop 12.12.1.2 out-label-stack
3132 16
switch(config-mpls-static-lsp-inlabel-forw)# path 4 next-hop 12.12.2.2 out-label-stack
3132 16
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第 5 章

MPLS QoSの設定

この章では、マルチプロトコルラベルスイッチング（MPLS）レイヤ3仮想プライベートネッ
トワーク（VPN）のサービス品質を設定する方法について説明します。

• MPLS Quality of Service（QoS）について（35ページ）
• MPLSスイッチングに関する注意事項と制限事項（38ページ）
• MPLS QoSの設定（39ページ）
•トラフィックキューイングについて（48ページ）
• MPLS QoSの確認（49ページ）

MPLS Quality of Service（QoS）について
MPLS QoSを使用すると、差別化したサービスタイプをMPLSネットワーク上で提供できま
す。差別化したサービスタイプを使用して、各パケットで指定されたサービスを提供すること

で、さまざまな要件を満たすことができます。QoSでは、ネットワークトラフィックの分類、
トラフィックフローのポリシングとプライオリティ設定、および輻輳回避が可能です。

このセクションは、次のトピックで構成されています。

• MPLS QoS用語（35ページ）

• MPLS QoSの機能（36ページ）

MPLS QoS用語
ここでは、MPLS QoS用語を定義します。

•分類とはマーキングするトラフィックを選択するプロセスです。分類では、選択基準との
マッチングにより、トラフィックを複数の優先レベルまたはサービスクラスに分割しま

す。トラフィック分類は、クラスベースの QoSプロビジョニングのプライマリコンポー
ネントです。スイッチは、受信したMPLSパケット（ポリシーのインストール後）の最上
位ラベルの EXPビットに基づき、分類を行います。

• Diffservコードポイント（DSCP）
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• IPヘッダーの ToSバイトの最初の 6ビット。

• IPパケットだけに存在します。

• IPv4または IPv6パケットに存在できます。

• IPv6ヘッダーの 8ビットトラフィッククラスオクテットの最初の 6ビットです。

• E-LSP：ラベルスイッチドパス（LSP）の 1つであり、ノードはここでMPLSヘッダーの
実験（EXP）ビットから排他的にMPLSパケットの QoS処理を判断します。QoS処理が
EXP（クラスおよびドロップ優先順位の両方）から判断されるため、いくつかのクラスの
トラフィックを 1つの LSPに多重化することができます（同じラベルを使用）。EXP
フィールドは 3ビットフィールドであるため 1つの LSPは最大 8つのトラフィックのク
ラスをサポートすることができます。

• EXPビット：ノードがパケットに与える QoS処理（Per Hop Behavior）を定義します。こ
れは、IPネットワークの DiffServコードポイント（DSCP）に相当します。DSCPは、ク
ラスとドロップ優先順位を定義します。EXPビットは、一般に IP DSCPでエンコードさ
れた情報をすべて伝送するのに用いられます。ただし、ドロップ優先順位をエンコードす

るために EXPビットが排他的に用いられる場合もあります。

•マーキング：パケットのレイヤ 3 DSCP値を設定するプロセスです。マーキングはまた、
MPLSEXPフィールドで異なった値を選択してパケットにマーキングし、輻輳時にパケッ
トが必要なプライオリティを持つようにするプロセスでもあります。

• MPLS実験フィールド：MPLS実験（EXP）フィールド値を設定すると、自己のネットワー
クで伝送される IPパケット内で IP precedenceフィールドの値が変更されることを望まな
いという、オペレータの要件を満たすことができます。MPLSEXPフィールドで異なった
値を選択することにより、輻輳時にパケットが必要なプライオリティを持つようパケット

をマーキングすることができます。デフォルトでは、インポジション中に、DSCPの最上
位 3ビットがMPLS EXPフィールドにコピーされます。MPLS QoSポリシーでMPLS EXP
ビットをマークできます。

MPLS QoSの機能
QoSにより、ネットワークは選択されたネットワークトラフィックに提供するサービスを向
上させることができます。ここでは、次のMPLSQoS機能について説明します。これらはMPLS
ネットワークでサポートされます。

MPLS実験フィールド

MPLSEXP（実験）フィールド値を設定すると、サービスプロバイダーが自己のネットワーク
で伝送された IPパケット内で変更された IP precedenceフィールドの値を望まない場合に、サー
ビスプロバイダーの要件を満たすことができます。

MPLSEXPフィールドで異なった値を選択することにより、輻輳時にパケットが必要なプライ
オリティを持つようパケットをマーキングすることができます。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
36

MPLS QoSの設定

MPLS QoSの機能



デフォルトでは、インポジション中に、IP precedence値がMPLSEXPフィールドにコピーされ
ます。MPLS QoSポリシーでMPLS EXPビットをマークできます。

分類

分類とはマーキングするトラフィックを選択するプロセスです。分類は、トラフィックを複数

の優先順位レベル、つまり、サービスクラスに分割することによりこのプロセスを実施しま

す。トラフィック分類は、クラスベースの QoSプロビジョニングのプライマリコンポーネン
トです。

ポリシングおよびマーキング

ポリシングを行うと、設定レートを超えたトラフィックは廃棄されるか、またはより高いド

ロップ優先順位にマークダウンされます。マーキングは、パケットフローを識別して、これら

を区別する手法です。パケットマーキングを利用すれば、ネットワークを複数の優先プライオ

リティレベルまたはサービスクラスに分割することができます。

実装可能なMPLS QoSポリシングおよびマーキング機能は、受信したトラフィックタイプ、
およびトラフィックに適用される転送処理によって決まります。

DSCPのデフォルト動作
入力および出力に設定されたDiffServトンネリングモードによって、DSCPフィールド処理の
デフォルト動作が決まります。DiffServ仕様のMPLSネットワークサポートでは、次のトンネ
リングモードが定義されています。

•均一モード

入力トンネルエンドポイントによって、着信 IPパケットの DSCPビットが、カプセル化
中にインポーズされたラベルのMPLS EXPビットにコピーされます。出力トンネルエン
ドポイントでのカプセル化解除中は、元の DSCP値は保持されません。代わりに、外部
ヘッダーMPLS EXPが内部 IPヘッダーの DSCPにコピーされます。

•パイプモード

出力トンネルエンドポイントでのカプセル化解除時に、外部ヘッダーのMPLS EXPは廃
棄されますが、内部 IPヘッダーの DSCPは保持されます。

デフォルトでは、すべての Cisco Nexusプラットフォームスイッチは、カプセル化に均一モー
ドを使用します。

デフォルトでは、次のスイッチはカプセル化解除にパイプモードを使用します。

• Cisco Nexus 9300-FX/FX2/FX3/GX/GX2プラットフォームスイッチ

• Cisco Nexus 9500-EX/FX/GXラインカード

• Cisco Nexus 9800プラットフォームスイッチ
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Cisco Nexus 9500-Rラインカードは、カプセル化解除に均一モードを使用します。（注）

セグメントルーティング（SR）Tracerouteのサポートを提供するためには、残りのプラット
フォームとのモード動作の違いが必要です。SR tracerouteは、MPLSエコー要求を伝送するパ
ケットの存続可能時間（TTL）値の有効期限に依存しています。

パイプモードの動作では、TTL値はパケットが最初にカプセル化されたときに内部 IPヘッダー
の元の値を保持し、外部ヘッダーを削除します。これは、SRtracerouteの誤動作に影響します。
ただし均一モードでは、外部ヘッダーの TTL値は、カプセル化解除中に内部 IPヘッダーにコ
ピーされ、MPLSトンネルを通過することで減少した値が保持されます。

必要に応じて、内部 IPヘッダーのDSCP値を保持するために、トンネルのカプセル化解除モー
ドを Uniform to Pipeおよび Pipe to Uniformモードに構成できます。

switch(config)#mpls qos pipe-mode

このコマンドの no形式が存在し、スイッチをデフォルトの均一モードに設定します。

このコマンドは、Cisco Nexus 9500-Rラインカードにのみ適用されます。（注）

このコマンドは、MPLSインターフェイス/ラベルを作成する前に構成する必要があります。
Pipe-modeコマンドを使用して構成する場合、SR tracerouteは使用できません。

MPLSスイッチングに関する注意事項と制限事項
MPLS Quality of Service（QoS）設定時の注意事項と制限事項は次のとおりです。

• QoSポリシーを設定する場合、topmost（set mpls実験的インポジション CLIのキーワー
ド）はサポートされません。

• MPLS QoSは、ポリシングに基づくマーキングをサポートしていません。

• L3 EVPN出力ノード -ポリシングは、システムレベルの mpls-in-policyではサポートされ
ていません。

• MPLS EXPに基づく出力 QoS分類はサポートされていません。

• EXPラベルは、新しくプッシュまたはスワップされたラベルに対してのみ設定されます。
内部ラベルの EXPは変更されません。

•入力ラインカードからのトラフィックがラインカードへのファブリックモジュールパス
を経由する場合、MPLS入力 LSRノードとして機能するラインカードは ECNマーキング
をサポートしません。このことは、N9K-X9700-EXおよびN9K-X9700-FXラインカードを
搭載した Cisco Nexus 9500プラットフォームスイッチで発生します。
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•ラベルエッジルータ（LER）では、EXPでのポリシーのマッチングはサポートされてい
ません。内部 DSCPを使用してパケットをマッチングさせることはできます。

•インターフェイスポリシーを使用して、出力ラベルエッジルータ（LER）上のMPLS L3
EVPNパケットを分類することはできません。トラフィックの分類には、システムレベル
のMPLS-Defaultポリシーが使用されます。

•明示的輻輳通知（ECN）マーキングは、ラベルスイッチングルータトランジットノード
ではサポートされていません。

• Cisco NX-OSリリース 9.3(1)のMPLSハンドオフでは、デフォルトの QoSサービステン
プレートのみがサポートされています。MPLSに EXPラベルを設定することはできませ
ん。

• Cisco NX-OSリリース 9.3(5)以降、MPLS QoSは Cisco Nexus 9364C-GX、Cisco Nexus
9316D-GX、および Cisco Nexus 93600CD-GXスイッチでサポートされています。

• PFCは、MPLS QoSおよび VXLAN MPLS DCIではサポートされていません。

•インターフェイスからキューイングポリシーを削除しても、以前のマイクロバースト統
計情報は残ります。残りのレコードをクリアするには、clear queuing burst-detectコマンド
を使用します。

•出力 PE（sr decap）の入力ポートの RACLはサポートされていません。

•ラベルに EXP値を書き込むには、PEに明示的なポリシーが必要です。ポリシーがない場
合、デフォルトの EXP値は 7です。

MPLS QoSの設定

この機能の Cisco NX-OSコマンドは、Cisco IOSのコマンドとは異なる場合があるので注意し
てください。

（注）

MPLS入力ラベルスイッチドルータの設定
MPLS入力ラベルスイッチドルータを設定するには、次の手順を実行します。

MPLS入力 LSRの分類

Differentiated Services Code Point（DSCP）の値にマッチさせるには、QoSポリシーマップクラ
スコンフィギュレーションモードでmatch dscpコマンドを使用します。設定をディセーブル
にするには、コマンドの no形式を使用します。
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デフォルトのエントリは、入力 QoSポリシーが設定されていない場合に DSCPでマッチし、
EXPをマークするようにプログラムされています (encapでの均一モードの動作)。

（注）

始める前に

• MPLS設定を有効にする必要があります。

•正しい VDCを使用していることを確認します（または switch to vdcコマンドを使用しま
す）。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

クラスマップを定義し、クラスマップ

コンフィギュレーションモードを開始

します。

[no] class-map type qos class-map-name

例：

switch(config)# class-map type qos
Class1
switch(config-cmap-qos)#

ステップ 2

DSCP値のリストです。次のように、
MPLSヘッダーのDSCPラベルにパケッ

[no] match [not] dscp dscp-list

例：

ステップ 3

トがマッチする（またはしない）必要が

あることを指定します。
switch(config)#
switch(config-cmap-qos)# match dscp
2-4

• dscp-list：リストには値と範囲を含
めることができます。値の範囲は0
～ 63です。

MPLS入力ポリシングおよびマーキングの設定

ポリシーマップの値を構成し、すべてのインポーズラベルエントリで EXP値を設定するに
は、QoSポリシーマップクラスコンフィギュレーションモードで set mpls experimental
impositionコマンドを使用します。設定をディセーブルにするには、コマンドの no形式を使
用します。
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手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ポリシーマップを定義し、ポリシーマッ

プコンフィギュレーションモードを開

始します。

[no] policy-map type qos
policy-map-name

例：

ステップ 2

switch(config)# policy-map type qos
pmap1
switch(config-pmap-qos)#

クラスマップに名前を付けます。class class-name

例：

ステップ 3

switch(config-pmap-qos)# class Class1

MPLSの実験（EXP）値です。範囲は 0
～ 7です。

set mpls experimental imposition
exp_imposition_name

例：

ステップ 4

switch(config)#
switch(config-pmap-qos)# set mpls
experimental imposition 2

qos-group番号を識別します。set qos-group group-number

例：

ステップ 5

switch(config-cmap-qos)# set qos-group
1

ポリシーマップクラスポリシングコン

フィギュレーションモードで、分類す

police cir burst-in-msec bc
conform-burst-in-msec conform-action
conform-action violate-action
violate-action

ステップ 6

るトラフィック用のポリサーを定義しま

す。

例：

switch(config-pmap-qos)# police cir
100 mbps bc 200 ms conform transmit
violate drop

指定した入力インターフェイス、出力イ

ンターフェイス、仮想回線（VC）、ま
interface type slot/port

例：

ステップ 7

たはインターフェイスやVCのサービス
switch(config)# interface ethernet 2/2
switch(config-if)# ポリシーとして使用されるVCのための

インターフェイスコンフィギュレーショ

ンモードに入ります。
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目的コマンドまたはアクション

ポリシーマップを入力インターフェイ

ス、仮想回線（VC）、出力インターフェ
service-policy type qos input
policy-map-name

例：

ステップ 8

イス、またはインターフェイスまたは

VCのサービスポリシーとして使用され
る VCにアタッチします。

switch(config-if)# service-policy type
qos input pmap1
switch(config-if)#

MPLSトランジットラベルスイッチングルータの設定
MPLSトランジットラベルスイッチングルータを設定するには、次の手順を実行します。

MPLS Transit LSR分類

MPLS EXPフィールドの値をすべてのインポーズされたラベルエントリにマッピングするに
は、QoSポリシーマップクラスコンフィギュレーションモードで set mpls experimental topmost
コマンドを使用します。設定をディセーブルにするには、コマンドの no形式を使用します。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

クラスマップを定義し、クラスマップ

コンフィギュレーションモードを開始

します。

[no] class-map type qos class-map-name

例：

switch(config)# class-map type qos
Class1
switch(config-cmap-qos)#

ステップ 2

MPLS実験（EXP）値のリスト。次のよ
うに、MPLSヘッダーの最も外側の（最

[no] match [not] mpls experimental
topmost exp-list

例：

ステップ 3

上位の）MPLSラベルにある3ビットの
EXPフィールドに、パケットがマッチswitch(config)#

switch(config-cmap-qos)# match mpls
experimental topmost 2, 4-7

する（またはしない）必要があることを

指定します。

• exp-list：リストには値と範囲を含
めることができます。指定できる範

囲は 0～ 7です。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
42

MPLS QoSの設定

MPLSトランジットラベルスイッチングルータの設定



MPLSトランジットポリシングおよびマーキングの設定

ポリシーマップ値を構成し、インポーズされたすべてのラベルエントリに EXP値を設定する
には、インターフェイス構成モードで service-policy type qos input pmap1コマンドを使用しま
す。設定をディセーブルにするには、コマンドの no形式を使用します。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ポリシーマップを定義し、ポリシーマッ

プコンフィギュレーションモードを開

始します。

[no] policy-map type qos
policy-map-name

例：

ステップ 2

switch(config)# policy-map type qos
Class1
switch(config-pmap-qos)#

クラスマップに名前を付けます。class class-name

例：

ステップ 3

switch(config-pmap-qos)# class Class1

MPLSの実験（EXP）値です。範囲は 0
～ 7です。

set mpls experimental imposition
exp_imposition_name

例：

ステップ 4

switch(config)#
switch(config-pmap-qos)# set mpls
experimental imposition 2

qos-group番号を識別します。set qos-group group-number

例：

ステップ 5

switch(config-pmap-qos)# set qos-group
1

ポリシーマップクラスポリシングコン

フィギュレーションモードで、分類す

police cir burst-in-msec bc
conform-burst-in-msec conform-action
conform-action violate-action
violate-action

ステップ 6

るトラフィック用のポリサーを定義しま

す。

例： •違反アクション：トランジットLSR
でサポートされているキーワードは

dropだけです

switch(config-pmap-qos)# police cir
100 mbps bc 200 ms conform transmit
violate drop
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目的コマンドまたはアクション

指定した入力インターフェイス、出力イ

ンターフェイス、仮想回線（VC）、ま
interface type slot/port

例：

ステップ 7

たはインターフェイスやVCのサービス
switch(config)# interface ethernet 2/2
switch(config-if)# ポリシーとして使用されるVCのための

インターフェイスコンフィギュレーショ

ンモードに入ります。

ポリシーマップを入力インターフェイ

ス、仮想回線（VC）、出力インターフェ
service-policy type qos input
policy-map-name

例：

ステップ 8

イス、またはインターフェイスまたは

VCのサービスポリシーとして使用され
る VCにアタッチします。

switch(config-if)# service-policy type
qos input pmap1
switch(config-if)#

MPLS出力ラベルスイッチングルータの設定
MPLS出力ラベルスイッチドルータを設定するには、次の手順を実行します。

MPLS出力 LSRの分類

出力キューへの着信 SR MPLSトラフィックを分類するには、Differentiated Services Code Point
（DSCP）フィールドの一致を使用します。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

クラスマップを定義し、クラスマップ

コンフィギュレーションモードを開始

します。

[no] class-map type qos class-map-name

例：

switch(config)# class-map type qos
Class1
switch(config-cmap-qos)#

ステップ 2

DSCP値のリストです。次のように、
MPLSヘッダーのDSCPラベルにパケッ

[no] match [not] dscp dscp-list

例：

ステップ 3

トがマッチする（またはしない）必要が

あることを指定します。
switch(config)#
switch(config-cmap-qos)# match dscp
2-4
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目的コマンドまたはアクション

• dscp-list：リストには値と範囲を含
めることができます。値の範囲は0
～ 63です。

MPLS出力 LSR分類 -デフォルトポリシーテンプレート

EVPNトンネルの出力キューへの着信トラフィックを分類するには、システムレベルでデフォ
ルトのdefault-mpls-in-policyコマンドを使用します。設定をディセーブルにするには、コマン
ドの no形式を使用します。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

システム QoSコンフィギュレーション
モードを開始します。

[no] system qos

例：

ステップ 2

switch(config)# system qos
switch(config-sys-qos)#

着信 SR L3 EVPNMPLSトラフィックで
照合するには、システムレベルで

「default-mpls-in-policy」を指定します。

[no] service-policy type qos input
default-mpls-in-policy

例：

ステップ 3

switch(config-sys-qos)# service-policy
type qos input default-mpls-in-policy

次に、service-policy type qos input default-mpls-in-policyコマンドで設定されたポリシーテン
プレートのデフォルトのMPLSを示します。
policy-map type qos default-mpls-in-policy

class c-dflt-mpls-qosgrp1
set qos-group 1

class c-dflt-mpls-qosgrp2
set qos-group 2

class c-dflt-mpls-qosgrp3
set qos-group 3

class c-dflt-mpls-qosgrp4
set qos-group 4

class c-dflt-mpls-qosgrp5
set qos-group 5

class c-dflt-mpls-qosgrp6
set qos-group 6

class c-dflt-mpls-qosgrp7
set qos-group 7

class class-default
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set qos-group 0

class-map type qos match-any c-dflt-mpls-qosgrp1
Description: This is an ingress default qos class-map that classify traffic with prec
1
match precedence 1

class-map type qos match-any c-dflt-mpls-qosgrp2
Description: This is an ingress default qos class-map that classify traffic with prec
2
match precedence 2

class-map type qos match-any c-dflt-mpls-qosgrp3
Description: This is an ingress default qos class-map that classify traffic with prec
3
match precedence 3

class-map type qos match-any c-dflt-mpls-qosgrp4
Description: This is an ingress default qos class-map that classify traffic with prec
4
match precedence 4

class-map type qos match-any c-dflt-mpls-qosgrp5
Description: This is an ingress default qos class-map that classify traffic with prec
5
match precedence 5

class-map type qos match-any c-dflt-mpls-qosgrp6
Description: This is an ingress default qos class-map that classify traffic with prec
6
match precedence 6

class-map type qos match-any c-dflt-mpls-qosgrp7
Description: This is an ingress default qos class-map that classify traffic with prec
7
match precedence 7

カスタムMPLS-in-Policyマッピング

提供されたテンプレートのローカルコピーを編集することにより、着信トラフィックのキュー

マッピングをオーバーライドできます。システムマッチングは常に優先順位に基づいており、

「mpls-in-policy」文字列がポリシー名の一部であることが必要です。QoSによるマーキングが
サポートされています。セットは、qos-group、vlan-cos、またはその両方です。

class-map type qos match-all prec-1
match precedence 1

class-map type qos match-all prec-2
match precedence 2

policy-map type qos test-mpls-in-policy
class prec-1
set qos-group 3

class prec-2
set qos-group 4

system qos
service-policy type qos input test-mpls-in-policy
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優先順位に基づく分類のみがサポートされ、マーキングはシステムレベルの mpls-in-policyで
はサポートされません。

（注）

MPLS出力 LSRの設定：ポリシングおよびマーキング

ポリサー設定でポリシーマップを設定して適用するには、インターフェイスコンフィギュレー

ションモードで service-policy type qos input pmap1コマンドを使用します。設定をディセーブ
ルにするには、コマンドの no形式を使用します。

ポリシングは SR L3 EVPN MPLSトラフィックではサポートされていません。（注）

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

クラスマップを定義し、クラスマップ

コンフィギュレーションモードを開始

します。

[no] policy-map type qos
class-map-name

例：

ステップ 2

switch(config)# policy-map type qos
Class1
switch(config-pmap-qos)#

クラスマップに名前を付けます。policy policy-name

例：

ステップ 3

switch(config-pmap-qos)# class Class1

dscp値を識別します。set dscp dscp-value

例：

ステップ 4

switch(config-pmap-qos)# set dscp 4

qos-group番号を識別します。set qos-group group-number

例：

ステップ 5

switch(config-pmap-qos)# set qos-group
1
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目的コマンドまたはアクション

ポリシーマップクラスポリシングコン

フィギュレーションモードで、分類す

[no] police cir burst-in-msec bc
conform-burst-in-msec conform-action
conform-action violate-action
violate-action

ステップ 6

るトラフィック用のポリサーを定義しま

す。

例：

switch(config-pmap-qos)# police cir
100 mbps bc 200 ms conform transmit
violate drop

指定したインターフェイスのインター

フェイスコンフィギュレーションモー

ドを開始します。

interface type slot/port

例：

switch(config)# interface ethernet 2/2
switch(config-if)#

ステップ 7

ポリシーマップを入力インターフェイ

ス、仮想回線（VC）、出力インターフェ
[no] service-policy type qos input
policy-map-name

例：

ステップ 8

イス、またはインターフェイスまたは

VCのサービスポリシーとして使用され
る VCにアタッチします。

switch(config-if)# service-policy type
qos input pmap1
switch(config-if)#

トラフィックキューイングについて
トラフィックのキューイングとは、パケットの順序を設定して、データの入力と出力の両方に

適用することです。デバイスモジュールでは複数のキューをサポートできます。これらのキュー

を使用することで、さまざまなトラフィッククラスでのパケットのシーケンスを制御できま

す。また、重み付けランダム早期検出（WRED）およびテールドロップしきい値を設定するこ
ともできます。デバイスでは、設定したしきい値を超えた場合にだけパケットがドロップされ

ます。

QoSトラフィックキューイングの設定
出力キューを設定するには、ポリシーマップコンフィギュレーションモードで set qos-group
コマンドを使用します。設定をディセーブルにするには、コマンドの no形式を使用します。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#
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目的コマンドまたはアクション

クラスマップを定義し、クラスマップ

コンフィギュレーションモードを開始

します。

[no] policy-map type qos
class-map-name

例：

ステップ 2

switch(config)# class-map type qos
Class1
switch(config-cmap-qos)#

クラスマップに名前を付けます。class class-name

例：

ステップ 3

switch(config-cmap-qos)# class Class1

ポリシーマップの名前付き QoSグルー
プのキューイングパラメータを適用し

ます。範囲は 0～ 7です。

set qos-group qos_group_number

例：

switch(config-pmap-c-qos)# set
qos-group

ステップ 4

MPLS QoSの確認
MPLS QoS設定を表示するには、次の作業を実行します。

説明コマンド

MAXラベルエントリと
Usedラベルエントリに関
する情報を表示します。

show hardware internal forwarding table utilization

インターフェイスクラス

マッピングの統計情報を表

示します。

show class-map

すべてのインターフェイス

のすべてのクラスに一致し

たパケットを示す累積統計

を表示します（EVPNトン
ネルの場合のみ）。詳細に

ついては、この表に続く出

力例を参照してください。

show policy-map system type qos input

指定方向の対象インター

フェイスにある各クラスに

一致するパケットを表示す

る統計情報を表示します。

show policy-map type qos interface interface
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説明コマンド

インターフェイス上で設定

されたサービスポリシー

マップを表示します。

show policy-map type qos <pmap name>

インターフェイスのキュー

イング情報を表示します。

show queuing interface

次の例は、すべてのインターフェイスのすべてのクラスに一致したパケットを示す累積統計を

表示します（EVPNトンネルの場合のみ）。
switch# show policy-map system type qos input

Service-policy (qos) input: default-mpls-in-policy

Class-map (qos): c-dflt-mpls-qosgrp1 (match-any)

Slot 3
2775483 packets

Aggregate forwarded :
2775483 packets

Match: precedence 1
set qos-group 1

Class-map (qos): c-dflt-mpls-qosgrp2 (match-any)

Slot 3
2775549 packets

Aggregate forwarded :
2775549 packets

Match: precedence 2
set qos-group 2

Class-map (qos): c-dflt-mpls-qosgrp3 (match-any)

Slot 2
2777189 packets

Aggregate forwarded :
2777189 packets

Match: precedence 3
set qos-group 3

Class-map (qos): c-dflt-mpls-qosgrp4 (match-any)

Slot 3
2775688 packets

Aggregate forwarded :
2775688 packets

Match: precedence 4
set qos-group 4

Class-map (qos): c-dflt-mpls-qosgrp5 (match-any)

Slot 3
2775756 packets

Aggregate forwarded :
2775756 packets

Match: precedence 5
set qos-group 5
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Class-map (qos): c-dflt-mpls-qosgrp6 (match-any)

Slot 3
2775824 packets

Aggregate forwarded :
2775824 packets

Match: precedence 6
set qos-group 6

Class-map (qos): c-dflt-mpls-qosgrp7 (match-any)

Slot 3
2775892 packets

Aggregate forwarded :
2775892 packets

Match: precedence 7
set qos-group 7

Class-map (qos): class-default (match-any)

Slot 3
2775962 packets

Aggregate forwarded :
2775962 packets

set qos-group 0
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第 6 章

MVPNの設定

この章には、マルチキャスト仮想プライベートネットワーク（MVPN）の構成方法に関する情
報が含まれています。

• MVPNについて（53ページ）
• BGPアドバタイズメント方式 - MVPNサポート（57ページ）
• MVPNの前提条件（57ページ）
• MVPNに関する注意事項と制限事項（58ページ）
• MVPNのデフォルト設定（59ページ）
• MVPNの設定（59ページ）
• MVPNの設定例（68ページ）

MVPNについて
マルチキャスト仮想プライベートネットワーク（MVPN）機能を使用すると、レイヤー3VPN
を介したマルチキャスト接続をサポートできます。IPマルチキャストは、ビデオ、音声、およ
びデータを VPNネットワークコアにストリーミングするために使用します。

従来、ポイントツーポイントトンネルはエンタープライズまたはサービスプロバイダーネッ

トワークに接続する唯一の方法でした。このようなトンネルネットワークは、スケーラビリ

ティの問題が発生しますが、IPマルチキャストトラフィックを仮想プライベートネットワー
ク（VPN）に通過させる唯一の方法でした。レイヤ 3 VPNはユニキャストトラフィック接続
のみをサポートするため、レイヤ 3 VPNを展開することによって、オペレーターは、レイヤ 3
VPNのカスタマーにユニキャスト接続とマルチキャスト接続の両方を提供できます。

MVPNを使用すると、MPLS環境でマルチキャストトラフィックを設定し、サポートできま
す。MVPNは、仮想ルーティングおよび転送（VRF）インスタンスごとにマルチキャストパ
ケットのルーティングと転送をサポートし、また、エンタープライズまたはサービスプロバイ

ダーのバックボーン全体にわたって VPNマルチキャストパケットを転送するためのメカニズ
ムも提供します。IPマルチキャストは、ビデオ、音声、およびデータを VPNネットワークコ
アにストリーミングするために使用します。
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VPNは、インターネットサービスプロバイダー（ISP）のような共有インフラストラクチャに
ネットワークの接続性を提供します。この機能により、低い所有コストでプライベートネット

ワークと同じポリシーとパフォーマンスを提供します。

MVPNにより、企業はネットワークバックボーン全体でプライベートネットワークをトラン
スペアレントに相互接続することができます。MVPNsを使用して企業ネットワークを相互接
続しても、企業ネットワークの管理方法や、企業の全体的な接続性は変更されません。

MPLS MVPNのルーティング、転送、マルチキャストドメイン
MVPNsは、VPNルーティングおよび転送テーブルにマルチキャストルーティング情報を導入
します。プロバイダーエッジ（PE）ルータがカスタマーエッジ（CE）ルータからマルチキャ
ストデータまたはコントロールパケットを受信する場合は、ルータが VPNルーティング/転
送（MVRF）の情報に基づいてデータまたはコントロールパケットを転送します。

マルチキャストトラフィックを相互に送信できるMVRFのセットは、マルチキャストドメイ
ンの構成要素です。たとえば、特定タイプのマルチキャストトラフィックをすべてのグローバ

ルな従業員に送信するカスタマーのマルチキャストドメインは、そのエンタープライズと関連

するすべての CEルータから構成されます。

マルチキャスト配信ツリー

MVPNは、各マルチキャストドメインにスタティックデフォルトマルチキャスト配信ツリー
（MDT）を確立します。デフォルトMDTは、PEルータが使用するパスを定義し、マルチキャ
ストドメインにある他のすべての PEルータに、マルチキャストデータとコントロールメッ
セージを送信します。

また、MVPNは、高帯域幅伝送用のMDTのダイナミックな作成もサポートします。データ
MDTは、VPN内のフルモーションビデオなどの高帯域幅の送信元向けであり、VPNコアの最
適なトラフィック転送を確保することを目的としています。

次の例のサービスプロバイダには、San Jose、New York、Dallasにオフィスがあるマルチキャ
ストカスタマーがいます。San Joseでは、一方向のマルチキャストプレゼンテーションが行わ
れています。サービスプロバイダーネットワークでは、このカスタマーと関連する 3つすべ
てのサイト、および別のエンタープライズカスタマーのHoustonサイトがサポートされます。
エンタープライズカスタマーのデフォルトMDTは、プロバイダのルータ P1、P2、P3、およ
びその関連 PEルータから構成されています。PE4は別のカスタマーに関連付けられているた
め、デフォルトMDTの一部ではありません。次の図からは、San Jose外では誰もマルチキャ
ストに加入していないため、データがデフォルトMDTに沿って転送されていないことがわか
ります。
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図 2 :デフォルトマルチキャスト配信ツリーの概要

New Yorkの従業員がマルチキャストセッションに加入します。New Yorkのサイトに関連付け
られている PEルータは、カスタマーのマルチキャストドメインのデフォルトMDTを介して
転送される加入要求を送信します。PE1は、マルチキャストセッションの送信元に関連付けら
れているPEルータであり、この要求を受信します。次の図は、PEルータが、マルチキャスト
送信元（CE1a）と関連付けられた CEルータに要求を転送することを示しています。
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図 3 :データMDTの初期化

CEルータ（CE1a）が関連する PEルータ（PE1）へマルチキャストデータの送信を開始する
と、PEルータ（PE1）は、デフォルトMDTに沿ってマルチキャストデータを送信します。
PE1はデータMDTを作成し、データMDTに関する情報を含むデフォルトMDTを使用して、
すべてのルータにメッセージを送信し、3秒後、データMDTを使用して、その特定のストリー
ムのマルチキャストデータを送信し始めます。この送信元に関係する受信先は PE2だけにあ
るので、PE2だけがデータMDTに加入し、データMDTでトラフィックを受信します。（デー
タMDTが設定されず、デフォルトMDTのみが設定されている場合、すべてのカスタマーサ
イトが不要なトラフィックを受信することになります）。PEルータは、デフォルトMDTを介
して他の PEルータと PIM関係を維持するとともに、直接接続された Pルータとの PIM関係
をも維持します。

マルチキャストトンネルインターフェイス

マルチキャストドメインごとに作成される VPNルーティング/転送（MVRF）では、ルータ
は、すべてのMVRFトラフィックが発信されるトンネルインターフェイスを作成する必要が
あります。マルチキャストトンネルインターフェイスは、MVRFがマルチキャストドメイン
にアクセスするために使用するインターフェイスです。インターフェイスは、MVRFとグロー
バルMVRFを接続するコンジットです。MVRFごとに 1つのトンネルインターフェイスが作
成されます。

MPLS MVPNの利点
MVPNsの利点は、次のとおりです。

•複数の場所に情報を動的に送信するスケーラブルなメソッドを提供します。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
56

MVPNの設定

マルチキャストトンネルインターフェイス



•高速な情報伝送を提供します。

•共有インフラストラクチャを介して接続性を提供します。

BGPアドバタイズメント方式 - MVPNサポート
PIM-SM環境ではなく PIMSource SpecificMulticast（PIM-SSM）環境でデフォルトMDTを設定
する場合は、受信側 PEは送信元 PEとデフォルトMDTに関する情報を必要とします。この情
報は、送信元 PEに（S,G）joinを送信し、送信元 PEからの配信ツリーを構築するために使用
されます。ランデブーポイント（RP）は必要ありません。送信元のプロバイダーエッジ（PE）
アドレスとデフォルトMDTのアドレスは、ボーダーゲートウェイプロトコル（BGP）を使用
して送信されます。

BGP MDT SAFI
BGP MDT SAFIは、MVPNsに使用される BGPアドバタイズメントメソッドです。現在のリ
リースでは、IPv4のみがサポートされています。MDT SAFIの設定は次のとおりです。

• AFI = 1

• SAFI = 66

Cisco NX-OSでは、BGP MDT SAFIのアップデートを使用して送信元 PEアドレスとMDTア
ドレスがPIMに渡されます。ルート記述子（RD）はRD type 0に変更されており、BGPはPIM
に情報を渡す前に、MDTアップデートのための最良パスを決定します。

address-family ipv4 mdtコマンドを使用して、BGPネイバーのMDT SAFIアドレスファミリを
設定する必要があります。また、ローカル BGPの設定でMDT SAFIをサポートしていないネ
イバーをイネーブルにする必要があります。MDTSAFIが導入される前、VPNv4ユニキャスト
設定からの追加の BGP設定は、MVPNsをサポートするために必要ではありませんでした。

MVPNの前提条件
MVPNの設定には、次の前提条件があります。

•ネットワークにMPLSおよびラベル配布プロトコル（LDP）を設定する必要があります。
PEルータを含む、コア内のすべてのルータは、MPLS転送をサポートできる必要があり
ます。PE送信元アドレスにラベル付きパスが存在しない場合、VPNv4ルートは BGPに
よってインストールされません。

• MPLSの正しいライセンスおよびMPLSで使用する他の機能をインストールすることが必
要です。
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MVPNに関する注意事項と制限事項
MVPNの設定に関する注意事項と制約事項は次のとおりです。

• MVPNは、Cisco NX-OSリリース 9.3(3)以降でサポートされます。

• MVPNは、-R/-RXラインカード（N9K-X96136YC-Rラインカードを除く）を搭載した
Nexus 9500プラットフォームスイッチでサポートされます。

•双方向フォワーディング検出（BFD）は、マルチキャストトンネルインターフェイス
（MTI）ではサポートされていません。

•デフォルトでは、BGPアップデートのソースは、MVPNトンネルのソースとして使用さ
れます。ただし、mdt sourceを使用して BGPアップデートのソースを上書きし、マルチ
キャストトンネルに異なる送信元を提供することができます。

• MVPNは、最大 16のMDT送信元インターフェイスをサポートします。

• MVPN操作に参加するすべてのルータでMDT SAFIを設定する必要があります。

•コネクタ属性を伝送するVPNv4内部 BGP（iBGP）セッションには、拡張コミュニティが
必要です。

• MDTのMTU設定はサポートされていません。MVPN経由で送信できる最大カスタマー
マルチキャストパケットサイズは、コアインターフェイスのMTUによって制限されま
す。例：

• MTU 1500 –カスタマー IPパケットサイズ = 1476

• MTU 9216 –カスタマー IPパケットサイズ = 9192

•一部のMVPNマルチキャスト制御パケットは、copp-system-p-class-l2-defaultCoPPポリシー
に分類されます。違反数が増加した場合は、CoPPポリシーを変更して、このクラスのポ
リサーレートを増やすことをお勧めします。

• MDT双方向有効化はサポートされていません。

• vPCはMVPNではサポートされていません。

•トランジット PEルータにレシーバがなく、RPである CEに接続されている場合、データ
MDTエントリはキャッシュされません。データMDTエントリは、ローカルレシーバが
この PEルータに接続されている場合にのみキャッシュされます。ただし、エントリが事
前にダウンロードされないため、切り替えに遅延が発生します。

•日付MDTの場合、「即時切り替え」モードのみがサポートされます。しきい値ベースの
スイッチングはサポートされていません。

• PEデバイスと P /PEデバイス間のサブインターフェイスおよび SVIサポートは利用でき
ません。

• MVPN整合性チェッカーは、Cisco Nexusリリース 9.3(3)ではサポートされていません。
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• MTIインターフェイスの統計は、Cisco Nexusリリース 9.3(3)ではサポートされていませ
ん。

• Cisco Nexusリリース 9.3(3)では、ASICごとに最大 40Gのマルチキャストトラフィックが
サポートされます。

• VRFにデフォルト以外のMTUを設定できるのは、VRFからMDT MTU設定を削除した
場合に限られます。これは、デフォルト以外のMDTMTUを持つVRFが使用可能なスイッ
チでMTIがダウンしている場合に発生します。

•ハードウェアの制限により、MTI TXパケット数はサポートされていません。ただし、す
べてのMTI RXパケットとバイトカウントがサポートされます。

MVPNのデフォルト設定
表 2 :デフォルトのMVPNパラメータ

デフォルトパラメータ

デフォルトなしmdt default address

有効mdt enforce-bgp-mdt-safi

デフォルトなしmdt source

30000ミリ秒mdt ip pim hello-interval interval

60000ミリ秒mdt ip pim jp-interval interval

無効化mdt default asm-use-shared-tree

MVPNの設定
この章では、CiscoNX-OSデバイスでマルチキャスト仮想プライベートネットワーク（MVPN）
を設定する方法について説明します。

MVPNの場合、新しい TCAM領域「ing-mvpn」が使用されます（デフォルトサイズは 10）。
この領域は自動的に分割されるため、分割する必要はありません。この TCAM領域が分割さ
れているかどうかを確認するには、次のコマンドを使用します。

switch# show hardware access-list tcam region | i ing-mvpn
Ingress mVPN [ing-mvpn] size = 10
switch#

（注）
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なんらかの理由で領域が分割されていない場合（サイズが0と示される）、次のコマンドを使
用して TCAM領域をサイズ 10に分割し、デバイスをリロードできます。TCAMはサイズ 10
に分割されているものと予期されています。

switch (config)# hardware access-list tcam region ing-mvpn 10
WARNING: On module 2,
WARNING: On module 4,
Warning: Please reload all linecards for the configuration to take effect
switch (config)#

MVPNの有効化
Cisco NX-OSリリース 9.3(3)以降、Cisco Nexus 9500-RスイッチでMVPNを設定できます。

始める前に

• install feature-set mplsコマンドと feature-set mplsコマンドを使用して、MPLS機能セット
をインストールして有効にする必要があります。

• MPLS LDPの構成時に router-id forceコマンドが使用されていることを確認します。ルー
プバックインターフェイスでルータ IDを明示的に指定することを強く推奨します。これ
は、一貫した LDP動作を確保し、インターフェイスの初期化順序に関する潜在的な問題
を回避するためです。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch#configure terminal
switch(config)#

BGP機能と構成を有効にします。feature bgp

例：

ステップ 2

switch(config)#feature bgp

PIM機能をイネーブルにします。feature pim

例：

ステップ 3

switch(config)#feature pim

MVPN機能をイネーブルにします。feature mvpn

例：

ステップ 4

switch(config)#feature mvpn
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目的コマンドまたはアクション

MPLSレイヤ 3 VPN機能をイネーブル
にします。これにより、サイト間のユニ

キャストルートが決定されます。

feature mpls l3vpn

例：

switch(config)#feature mpls l3vpn

ステップ 5

MPLSラベル配布プロトコル（LDP）を
イネーブルにします。確定的なLDPルー

feature mpls ldp

例：

ステップ 6

タ ID選択の router-id forceコマンドを
構成していることを確認します。

switch(config)#feature mpls ldp

インターフェイスでの PIMのイネーブル化
IPマルチキャストに使用されるすべてのインターフェイスのプロトコル独立マルチキャスト
（PIM）を設定することができます。バックボーンに接続されるプロバイダーエッジ（PE）
ルータのすべての物理インターフェイスで PIMスパースモードに設定することをお勧めしま
す。また、すべてのループバックインターフェイスについて、それが BGPピアリングに使用
される場合や、その IPアドレスが PIMの RPアドレスとして使用される場合は、PIMスパー
スモードに設定することをお勧めします。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch#configure terminal
switch(config)#

インターフェイスで PIMスパースモー
ドをイネーブルにします。

ip pim sparse-mode

例：

ステップ 2

switch(config)#ip pim sparse-mode

VRFのデフォルトMDTの設定
VRFのデフォルトMDTを設定できます。

始める前に

デフォルトMDTは、同じVPNに属するすべてのルータの設定と同じであることが必要です。
送信元 IPアドレスは、BGPセッションの送信元を特定するために使用するアドレスです。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch#configure terminal
switch(config)#

VRFを設定します。vrf context VRF_NAME

例：

ステップ 2

switch(config)#vrf context vrf1

VRFに、データMDTsのマルチキャス
トアドレスの範囲を次のように設定し

ます。

mdt default address

例：

switch(config)#mdt default 232.0.0.1

ステップ 3

•このコマンドによって、トンネル
インターフェイスが作成されます。

•デフォルトでは、トンネルヘッダー
の宛先アドレスは address引数で
す。

VRFのMDT SAFIの設定
デフォルトでは、VRFのMDT後続アドレスファミリ識別子（SAFI）が適用されます。必要
に応じて、MDTSAFIをサポートしていないピアと相互運用するようにMDTを構成できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch#configure terminal
switch(config)#

VRFを設定します。vrf context VRF_NAME

例：

ステップ 2

switch(config)#vrf context vrf1
switch(config-vrf)#

MDTSAFIをサポートしていないピアと
の相互運用を可能にします。AnySource

no mdt enforce-bgp-mdt-safi

例：

ステップ 3

Multicast（ASM）の範囲内であるとき
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目的コマンドまたはアクション

switch(config-vrf)#no mdt
enforce-bgp-mdt-safi

は、初期状態ではデフォルトMDTグ
ループの（*,G）エントリのみが読み込
まれます。その後、トラフィックに基づ

き、（S,G）エントリは、通常の ASM
ルートと同じように学習されます。

コマンドから noオプションを削除する
と、指定されたVRFに対してMDTSAFI
の使用が強制されます。

MVPNのための BGPにおけるMDTアドレスファミリの設定
PEルータにMDTアドレスファミリセッションを設定し、MVPNのMDTピアリングセッショ
ンを確立することができます。

MDTアドレスファミリセッションを設定するには、ネイバーモードで address-family ipv4
mdtコマンドを使用してください。MDTアドレスファミリセッションは、BGPMDTSubaddress
Family Identifier（SAFI）のアップデートを使用して PIMに送信元 PEアドレスとMDTアドレ
スを渡すために使用されます。

始める前に

MVPNピアリングがMDTアドレスファミリを介して確立できるようにするには、CEルータ
に VPNサービスを提供する PEルータで BGPネットワークのMPLSとマルチプロトコル BGP
を設定する必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch#configure terminal
switch(config)#

スイッチコンフィギュレーションモー

ドを開始して、BGPルーティングプロ
セスを作成します。

feature bgp as-number

例：

switch(config)#feature bgp 65635

ステップ 2

vrf-nameで識別されるVPNルーティン
グインスタンスを定義し、VRFコン

vrf context VRF_NAME

例：

ステップ 3

フィギュレーションモードを開始しまswitch(config)#vrf context vpn1
switch(config-vrf)# す。vrf-name引数には最大32文字の英

数字文字列を指定します。大文字と小

文字は区別されます。
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目的コマンドまたはアクション

VRFの vrf-nameにルート識別子を割り
当てます。route-distinguisher引数によっ

rd route-distinguisher

例：

ステップ 4

て、8バイトの値が IPv4プレフィックswitch(config-vrf)#rd 1.2.1
スに追加され、VPNIPv4プレフィック
スが作成されます。RDは、次のいず
れかの形式で入力できます。

• 16ビットまたは 32ビットのAS番
号:32ビットの番号。1.2:3など。

• 32ビットの IPアドレス:16ビット
の番号。192.0.2.1:1など。

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family ipv4 unicast

例：

switch(config-vrf)#address-family
ipv4unicast
switch(config-vrf-af)#

ステップ 5

VRF用にルートターゲット拡張コミュ
ニティを指定します。importキーワー

route-target import
route-target-ext-community

例：

ステップ 6

ドを使用すると、ルーティング情報が

ターゲットVPN拡張コミュニティから
インポートされます。

switch(config-vrf-af)# route-target
import 1.0.1

route-target-ext-community引数により、
ルートターゲット拡張コミュニティ属

性が、インポートルートターゲット拡

張コミュニティのVRFリストに追加さ
れます。route-target-ext-community引数
は、次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットのAS番
号:32ビットの番号。1.2:3など。

• 32ビットの IPアドレス：16ビッ
トの番号。192.0.2.1:1など。

VRF用にルートターゲット拡張コミュ
ニティを指定します。exportキーワー

route-target export
route-target-ext-community

例：

ステップ 7

ドを使用すると、ルーティング情報が

ターゲットVPN拡張コミュニティから
インポートされます。

switch(config-vrf-af)# route-target
export 1.0.1

route-target-ext-community引数により、
ルートターゲット拡張コミュニティ属
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目的コマンドまたはアクション

性が、インポートルートターゲット拡

張コミュニティのVRFリストに追加さ
れます。route-target-ext-community引数
は、次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットのAS番
号:32ビットの番号。1.2:3など。

• 32ビットの IPアドレス：16ビッ
トの番号。192.0.2.1:1など。

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp as-number

例：

ステップ 8

を開始します。as-number引数は、ルーswitch(config)#router bgp 1.1
switch(config-router)# タを他のBGPルータに対して識別し、

転送するルーティング情報にタグを設

定する自律システムの番号を示しま

す。AS番号は 16ビット整数または 32
ビット整数にできます。上位16ビット
10進数と下位 16ビット 10進数による
xx.xxという形式です。

IPv4 MDTアドレスファミリコンフィ
ギュレーションモードを開始します。

address-family ipv4 mdt

例：

ステップ 9

switch(config-router)#address-family
ipv4 mdt

アドレスファミリコンフィギュレー

ションモードを開始して、標準VPNv4
address-family {vpn4} [unicast]

例：

ステップ 10

または VPNv6アドレスプレフィックswitch(config-router-af)#
address-family vpnv4
switch(config-router-af)#

スを使用する、BGPなどのルーティン
グセッションを設定します。unicast
キーワード（任意）では、VPNv4また
は VPNv6ユニキャストアドレスプレ
フィックスを指定します。

標準 IPv4または VPNv6アドレスプレ
フィックスを使用するルーティング

address-family {ipv4} unicast

例：

ステップ 11

セッションを設定するために、アドレswitch(config-router-af)#
address-family ipv4 unicast
switch(config-router-af)#

スファミリコンフィギュレーション

モードを開始します。

ネイバーコンフィギュレーションモー

ドを開始します。

neighbor neighbor-address

例：

ステップ 12
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目的コマンドまたはアクション

switch(config-switch-af)# neighbor
192.168.1.1

アップデートソースを loopback1に設
定します。

update source interface

例：

ステップ 13

switch(config-switch-neighbor)#
update-source loopback 1

アドレスファミリコンフィギュレー

ションを開始し、IPMDTアドレスファ
ミリセッションを作成します。

address-family ipv4 mdt

例：

switch(config-router-neighbor)#
address-family ipv4 mdt

ステップ 14

拡張コミュニティ属性がBGPネイバー
に送信されるように指定します。

send-community extended

例：

ステップ 15

switch(config-router-neighbor-af)#send-community
extended

BGPネイバーに関する情報を表示しま
す。vrf-name引数には最大32文字の英

show bgp {ipv4} unicast neighbors
vrfVRF_NAME

例：

ステップ 16

数字文字列を指定します。大文字と小

文字は区別されます。switch(config-router-neighbor-af)#show
bgp ipv4 unicast neighbors vrf vpn1

実行コンフィギュレーションを、ス

タートアップコンフィギュレーション

にコピーします。

copy running-config startup-config

例：

switch(config-router-neighbor-af)#copy
running-config startup-config

ステップ 17

データMDTの設定
データMDTを設定できます。データMDTの作成に使用されるマルチキャストグループは、
設定済み IPアドレスのプールからダイナミックに選択されます。ストリームの数が PE単位、
VRF単位のMDTより大きい場合、複数のストリームが同じデータMDTを共有します。

始める前に

データMDTを設定する前に、VRFのデフォルトMDTを設定する必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1
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目的コマンドまたはアクション

switch#configure terminal
switch(config)#

VRFコンフィギュレーションモードを
開始し、VRF名を割り当てることによ

vrf context VRF_NAME

例：

ステップ 2

りVPNルーティングインスタンスを定
義します。

switch#ip vrf vrf1

次のように値の範囲を指定します。mdt data prefix [immediate-switch]
[route-map policy-name]

ステップ 3

• prefixは、データMDTプールで使
用されるアドレスの範囲を指定しま

す。

例：

switch(config-vrf)# mdt data
225.1.1.1/32 immediate-switch route-map
test • policy-nameは、データMDTへの切

り替えで考慮されるカスタマーデー例：

タストリームを定義するポリシー

ファイルを定義します。

switch(config-vrf)# mdt data
225.1.1.1/32 route-map test

（注）

このコマンドは、immediate-switchオプ
ションの有無にかかわらず同じ効果が

あります。

グローバルコンフィギュレーション

モードに戻ります。

exit

例：

ステップ 4

switch(config)#exit

MVPNの設定の確認
MVPNの設定を表示するには、次のいずれかの作業を行います。

表 3 : MVPNの設定の確認

目的コマンド

インターフェイスの詳細を表示します。show interface

マルチキャストルートを表示します。show ip mroute vrf

MVPNのイベント履歴ログの詳細を表示しま
す。

show ip pim event-history mvpn

MVPNによって作成されたMTIトンネルの詳
細を表示します。

show ip pim mdt

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
67

MVPNの設定

MVPNの設定の確認



目的コマンド

カスタマーソース、データMDT送信元への
カスタマーグループ、および受信側のデータ

MDTグループそれぞれのマッピングを表示し
ます。

show ip pim mdt receive vrf vrf-name

カスタマーソース、データMDT送信元への
カスタマーグループ、および送信側のデータ

MDTグループそれぞれのマッピングを表示し
ます。

show ip pim mdt send vrf vrf-name

確立されたPIMネイバーの詳細を表示します。show ip pim neighbor

ユニキャストルーティングテーブルの詳細を

表示します。

show ip route detail

MVPNの BGPMDT SAFIデータベースを表示
します。

show mvpn bgp mdt-safi

MVPNのカプセル化テーブルを表示します。
このテーブルは、デフォルト vrfでMVPNパ
ケットを送信するときにカプセル化する方法

を示しています。

show mvpn mdt encap vrf vrf

デフォルトおよびMDTルートの詳細を表示し
ます。このデータは、デフォルトVRFでカス
タマーデータと制御トラフィックを送信する

方法を決定します。

show mvpn mdt route

MRIBのカプセル化テーブルを表示します。
このテーブルは、デフォルト vrfでMVPNパ
ケットを送信するときにカプセル化する方法

を示しています。

show routing [ip] multicast mdt encap

MVPNの設定例
次に、MVPNの設定例を 2つのコンテキストで示します。

vrf context vpn1
ip pim rp-address 10.10.1.2 -list 224.0.0.0/8
ip pim ssm range 232.0.0.0/8
rd auto
mdt default 232.1.1.1
mdt source loopback1
mdt data 225.122.111.0/24 immediate-switch

vrf context vpn4
ip pim rp-address 10.10.4.2 -list 224.0.0.0/8
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ip pim ssm range 232.0.0.0/8
mdt default 235.1.1.1
mdt asm-use-shared-tree

ip pim rp-address 10.11.0.2 -list 224.0.0.0/8
ip pim rp-address 10.11.0.4 -list 235.0.0.0/8
ip pim ssm range 232.0.0.0/8

次に、「blue」と名づけられた VRFを VPNルーティングインスタンスに割り当てる方法の例
を示します。VPN VRFのMDTデフォルトは 10.1.1.1、MDTのマルチキャストアドレスの範
囲は 10.1.2.0（ワイルドカードビットが 0.0.0.3）です。

Vrf context blue
mdt data 225.122.111.0/24 immediate-switch
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第 I 部

MPLSレイヤ 3 VPNs
•『Configuring MPLS Layer 3 VPNs』（73ページ）
• MPLSレイヤ 3 VPNラベル割り当ての設定（117ページ）
• MPLSレイヤ 3 VPNロードバランシングの設定 （133ページ）





第 7 章

『Configuring MPLS Layer 3 VPNs』

この章では、Cisco Nexus 9508スイッチでマルチプロトコルラベルスイッチング（MPLS）レ
イヤ 3仮想プライベートネットワーク（VPN）を構成する方法について説明します。

• MPLSレイヤ 3 VPNsの概要（73ページ）
• MPLSレイヤ 3 VPNsの前提条件（77ページ）
• MPLSレイヤ 3 VPNsに関する注意事項と制限事項（77ページ）
• MPLSレイヤ 3 VPNsのデフォルト設定（80ページ）
•『Configuring MPLS Layer 3 VPNs』（80ページ）

MPLSレイヤ 3 VPNsの概要
MPLSレイヤ 3 VPNは、MPLSプロバイダーコアネットワークにより相互接続されている一
連のサイトから構成されます。各カスタマーサイトでは、1つ以上のカスタマーエッジ（CE）
ルータまたはレイヤ2スイッチが、1つ以上のプロバイダーエッジ（PE）ルータに接続されま
す。ここでは次の項目について説明します。

• MPLSレイヤ 3 VPNの定義

• MPLSレイヤ 3 VPNの動作方法

• MPLSレイヤ 3 VPNのコンポーネント

•ハブアンドスポークトポロジ

• MPLS VPNのための OSPF模造リンクのサポート

MPLSレイヤ 3 VPNの定義
MPLSレイヤ 3 VPNはピアモデルに基づいており、これにより、サービスプロバイダーおよ
びカスタマーは、レイヤ3のルーティング情報を交換できます。プロバイダーは、カスタマー
サイト間でデータをリレーします。このとき、カスタマーが直接何かを行う必要はありませ

ん。
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新しいサイトがMPLS VPNに追加された場合、更新する必要があるのは、カスタマーサイト
にサービスを提供するサービスプロバイダーのエッジルータだけです。

MPLSレイヤー 3 VPNには、以下のコンポーネントが含まれています。

•プロバイダー（P）ルータ：プロバイダーネットワークのコア内のルータ。Pルータは
MPLSスイッチングを実行しますが、ルーティングされるパケットに VPNラベル（PE
ルータによって割り当てられた、各ルート内のMPLSラベル）を付加しません。

•プロバイダーエッジ（PE）ルータ：着信パケットが受信されるインターフェイスまたは
サブインターフェイスに基づいて、着信パケットに VPNラベルを付加するルータ。PE
ルータは、CEルータに直接接続します。

•カスタマーエッジ（CE）ルータ：ネットワーク上のPEルータに接続するプロバイダーの
ネットワーク上のエッジルータ。CEルータは、PEルータとインターフェイスする必要が
あります。

図 4 : MPLSレイヤ 3 VPNの基本用語

MPLSレイヤ 3 VPNの動作方法
MPLSレイヤ 3 VPN機能は、MPLSネットワークのエッジで有効になっています。PEルータ
は、次のタスクを実行します。

• CEルータとルーティングアップデートを交換する。

• CEルーティング情報を VPNルートに変換する。

•マルチプロトコルボーダーゲートウェイプロトコル（MP-BGP）を介して、他の PEルー
タとレイヤ 3 VPNルートを交換する。

MPLSレイヤ 3 VPNのコンポーネント
MPLSベースの VPNネットワークには、次の 3つの主要コンポーネントがあります。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
74

MPLSレイヤ 3 VPNs

MPLSレイヤ 3 VPNの動作方法



1. VPNルートターゲットコミュニティ：VPNルートターゲットコミュニティは、レイヤ
3 VPNコミュニティのすべてのメンバのリストです。VPNコミュニティメンバーごとに
VPNルートターゲットを設定する必要があります。

2. VPNコミュニティPEルータのマルチプロトコルBGPピアリング：マルチプロトコルBGP
は、VPNコミュニティのすべてのメンバにVRFの到達可能情報を伝播します。VPNコミュ
ニティ内のすべての PEルータにマルチプロトコルBGPピアリングを設定する必要があり
ます。

3. MPLS転送：MPLSは、VPNエンタープライズまたはサービスプロバイダーネットワー
ク上のすべての VPNコミュニティメンバ間のすべてのトラフィックを転送します。

1対 1の関係は、カスタマーサイトと VPNs間に必ずしも存在する必要はありません。1つの
サイトを複数のVPNsのメンバにできます。ただし、サイトは、1つのVRFとだけ関連付ける
ことができます。カスタマーサイトの VRFには、そのサイトがメンバとなっている VPNsか
らサイトへの、利用できるすべてのルートが含まれています。

ハブアンドスポークトポロジ

ハブアンドスポークトポロジは、スポークプロバイダーエッジ（PE）ルータでの加入者間
のローカル接続を禁止し、加入者がハブサイトに常に接続されるようにします。同じ PEルー
タに接続しているすべてのサイトは、ハブサイトを使用して、サイト間のトラフィックを転送

する必要があります。このトポロジより、スポークサイトでのルーティングは、常にアクセス

側インターフェイスからネットワーク側インターフェイスに対して、またはネットワーク側イ

ンターフェイスからアクセス側インターフェイスに対して実行されます。アクセス側インター

フェイスからアクセス側インターフェイスへのルーティングは発生しません。ハブアンドス

ポークトポロジにより、サイト間のアクセス制限を維持できます。

ハブアンドスポークトポロジを使用すると、PEルータが、トラフィックをハブサイトを介
して渡さずに、スポークをローカルに切り替えるという状況が回避されます。このトポロジに

より、加入者が互いに直接接続することがなくなります。ハブアンドスポークトポロジでは、

スポークごとに 1つの VRFは必要ありません。

図 5 :ハブアンドスポークトポロジ
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図に示すように、ハブアンドスポークトポロジは通常、2つの VRFで設定されたハブ PEで
設定されます。

•専用リンクが設定された VRF 2hubがハブのカスタマーエッジ（CE）に接続されます。

• VRF 2spokeは、ハブ CEに接続された別の専用リンクを使用します。

内部ゲートウェイプロトコル（IGP）または外部 BGP（eBGP）セッションは、通常、ハブ
PE-CEリンクを介してセットアップされます。VRF 2hubは、すべてのスポーク PEからエクス
ポートされたすべてのルートターゲットをインポートします。ハブ CEはスポークサイトか
らのすべてのルートを学習し、それらをハブ PEの VRF 2spokeに再アドバタイズして戻しま
す。VRF 2spokeは、これらすべてのルートをスポーク PEにエクスポートします。

ハブ PEとハブ CEの間の eBGPを使用する場合は、通常は禁止されているパスで自律システ
ム（AS）番号を複製できるようにする必要があります。ハブ PEの VRF 2spokeのネイバー、
およびすべてのスポーク PEの VPNアドレスファミリネイバーでこの重複 AS番号を許可す
るようにルータを設定できます。さらに、ハブPEのVRF2spokeでネイバーにルートを配布す
る場合は、ハブ CEでピア AS番号チェックを無効にする必要があります。

MPLS VPNのための OSPF模造リンクのサポート
マルチプロトコルラベルスイッチング（MPLS）VPN構成では、OpenShortestPathFirst（OSPF）
プロトコルを使用して、VPNバックボーン内のカスタマーエッジ（CE）デバイスをサービス
プロバイダーエッジ（PE）デバイスに接続できます。多くのカスタマーは、OSPFをサイト内
ルーティングプロトコルとして実行し、VPNサービスにサブスクライブし、MPLS VPNバッ
クボーンでOSPFを（移行時または常時）使用してサイト間でルーティング情報を交換するこ
とを望んでいます。

MPLS VPNの OSPF模造リンクサポートの利点は次のとおりです。

• MPLSVPNバックボーン全体でのクライアントサイトの接続：模造リンクによって、バッ
クドアリンクを共有する OSPFクライアントサイトが、MPLS VPNバックボーンを介し
て通信を行い、VPNサービスに参加するようになります。

• MPLSVPN設定での柔軟なルーティング：MPLSVPN設定で模造リンクに対して設定する
OSPFコストを使用して、OSPFクライアントサイトのトラフィックを、バックドアリン
ク経由にするか、または VPNバックボーン経由にするかを指定できます。

下の図に、OSPFを実行する各 VPNクライアントサイトを、MPLS VPNバックボーンで接続
する例を示します。
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OSPFを使用して PEデバイスと CEデバイスを接続するには、VPNサイトから学習したすべ
てのルーティング情報を、着信インターフェイスに関連付けられた VPNルーティングおよび
転送（VRF）インスタンスに格納します。VPNに接続された PEデバイス間では、ボーダー
ゲートウェイプロトコル（BGP）を使用して、VPNルートが交換されます。CEデバイスはこ
のVPN内の他のサイトへのルートを、自分が接続されたPEデバイスとのピアリングによって
学習します。MPLSVPNスーパーバックボーンは、OSPFを実行する各VPNサイトを内部接続
するための追加のルーティング階層レベルを提供します。

OSPFルートがMPLSVPNバックボーン全体に伝播されると、プレフィックスに関する追加情
報が、BGP拡張コミュニティ形式（ルートタイプ、ドメイン ID拡張コミュニティ）で BGP
アップデートに付加されます。このコミュニティ情報を使用して、受信した PEデバイスは、
BGPルートを OSPF PE-CEプロセスに再配布するときに生成するリンクステートアドバタイ
ズメント（LSA）のタイプを決定します。このようにして、同じVPNに属し、VPNバックボー
ン全体にアドバタイズされる内部OSPFルートが、リモートサイト上でエリア内ルートとして
認識されます。

MPLSレイヤ 3 VPNsの前提条件
MPLSレイヤ 3 VPNsには次の前提条件があります。

•ネットワークにMPLSおよびラベル配布プロトコル（LDP）を設定する必要があります。
PEルータを含む、コア内のすべてのルータは、MPLS転送をサポートできる必要があり
ます。

• MPLSの正しいライセンスおよびMPLSで使用する他の機能をインストールすることが必
要です。

MPLSレイヤ 3 VPNsに関する注意事項と制限事項
MPLSレイヤ 3 VPNs設定時の注意事項と制限事項は次のとおりです。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
77

MPLSレイヤ 3 VPNs

MPLSレイヤ 3 VPNsの前提条件



• CiscoNexus 3600-RプラットフォームスイッチおよびN9K-X9636C-RX、N9K-X9636C-R、
N9K-X96136YC-R、および N9K-X9636Q-Rラインカードを搭載したおよび Cisco Nexus
9504および 9508プラットフォームスイッチで、MPLSレイヤ 3 VPN（LDP）を設定でき
ます。

• MPLSIP転送はサポートされていないため、トンネルエンドポイントを終端するインター
フェイスで有効になっていないことを確認してください。

•着信パケットのラベルに基づいて転送の決定が行われるインターフェイスでは、MPLS IP
転送を有効にする必要があります。VPNラベルがプレフィックスモードごとに割り当て
られている場合は、PEと CE間のリンクでMPLS IP転送を有効にする必要があります。

• N9K-X9636C-Rおよび N9K-X9636Q-Rラインカードを搭載した Cisco Nexus 9508プラット
フォームスイッチのトラップ解決のハードウェア制限のため、インバンド経由でのスー

パーバイザバウンドパケットに uRPFが適用されない場合があります。

• -Rシリーズラインカードを備えた Cisco Nexus 9500プラットフォームスイッチでは、ブ
リッジトラフィックが RACLにヒットしないように、RACLはルーティングされたトラ
フィックにのみ適用されます。これは、すべてのマルチキャストOSPF制御トラフィック
に適用されます。

• -Rシリーズラインカードを備えたCiscoNexus 9500プラットフォームスイッチでは、SUP
への送信時に、明示的NULLラベルを持つ制御パケットは優先されません。これにより、
明示的にNULLが設定されている場合、制御プロトコルのフラッピングが発生する可能性
があります。

• 500Kの規模でのラベルごとの統計は、ハードウェアの制限のため、-Rシリーズライン
カードを備えた Cisco Nexus 9500プラットフォームスイッチではサポートされていませ
ん。

• -Rシリーズラインカードを備えた Cisco Nexus 9500プラットフォームスイッチでの ARP
スケーリングは、すべての 64K MACが異なる場合、64Kに制限されます。この制限は、
インターフェイスに複数の等コストマルチパス（ECMP）が構成されている場合にも適用
されます。

• MPLSの明示的NULLのパケットは、デフォルトのラインカードプロファイルでは正しく
解析されない場合があります。

• MPLSレイヤ 3 VPNは、次の CE-PEルーティングプロトコルをサポートします。

• BGP（IPv4および IPv6）

•拡張内部ゲートウェイプロトコル（EIGRP）（IPv4）

• Open Shortest Path First（OSPFv2）

•ルーティング情報プロトコル（RIPv2）

•インポートルートマップの setステートメントは無視されます。
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•すべての iBGPおよび eBGPセッションの BGP最小ルートアドバタイズメントインター
バル（MRAI）値はゼロであり、設定できません。

• EIGRPに多数の BGPルートが再配布されるハイスケールなセットアップでは、EIGRPの
コンバージェンス時間が BGPのコンバージェンス時間よりも長くなるように EIGRPシグ
ナルタイマーの設定を変更する必要があります。このプロセスにより、EIGRPシグナル
のコンバージェンス前にすべての BGPルートを EIGRPに再配布することができます。

• MPLSレイヤ 3 VPNは、M3シリーズモジュールでサポートされています。

• PEと CEデバイス間のプロトコルとして OSPFを使用する場合、VPNバックボーン全体
にルートがアドバタイズされる際、OSPFメトリックは保持されます。このメトリックは、
リモート PEデバイスで適切なルートを選択するために使用されます。OSPFから BGPへ
の再配布、および、BGPからOSPFへの再配布において、メトリック値を変更しないでく
ださい。メトリック値を変更すると、ルーティングループが発生する可能性があります。

• MPLSトラフィックエンジニアリング（RSVP）は、N9K-X9636C-RおよびN9K-X9636Q-R
ラインカードを備えたCisco Nexus 9508プラットフォームスイッチではサポートされてい
ません。

• Cisco NX-OSリリース 9.3(1)以降、BGPプレベストパス挿入ポイント (POI)の動作が変更
されました。このリリースでは、NX-OS RPM、BGP、および HMMソフトウェアは単一
のコストコミュニティ ID（内部ルートの場合は 128、外部ルートの場合は 129）を使用し
て、BGP VPNv4ルートを EIGRP発信ルートとして識別します。コストコミュニティ ID
128または 129に設定されたプレベストパス値を持つルートのみが、コスト外部コミュニ
ティとともに URIBにインストールされます。上記のコストコミュニティ IDを伝える非
EIGRP発信ルートは、プレベストパスコストコミュニティとともに URIBにインストー
ルされます。その結果、URIBはこのコストを使用して、管理的距離とは異なる、iBGPを
介して学習したルートとバックドア EIGRPの間のより適切なルートを識別します。

コストコミュニティ ID 128または 129に設定されたプレベストパス値を持つルートのみ
が、コスト外部コミュニティとともに URIBにインストールされます。

•出力 RACL（e-RACL）TCAM機能とMPLS拡張 ECMP機能は相互に排他的です。Cisco
Nexus N9K-X9636C-RXラインカードでMPLS拡張 ECMP（hardware profile mpls
extended-ecmp）を有効にするには、e-RACL TCAMカービングを 0に設定します。

CiscoNX-OSリリース 10.3(1)以降では、RXベースのプラットフォームの hardware profile
mpls extended-ecmpプロファイルの 21504を超える RACLの TCAMリージョンをカービ
ングする必要があります。hardware access-list tcam region raclコマンドを使用して RACL
TCAMリージョンを設定し、MPLS拡張 ECMPを有効にすることができます。

• MPLS VPN VRFの検証済みのスケール制限は 2,000です（IPv4と IPv6の組み合わせ）。
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MPLSレイヤ 3 VPNsのデフォルト設定
表 4 :デフォルトのMPLSレイヤ 3 VPNパラメータ

デフォルトパラメータ

無効L3VPN機能

無効L3VPN SNMP通知

0allowas-in（ハブアンドスポークトポロジの場
合）

無効化disable-peer-as-check（ハブアンドスポークト
ポロジの場合）

『Configuring MPLS Layer 3 VPNs』

OSPFドメイン IDとタグについて
VRF内の OSPFルータインスタンスの domain_IDを設定できます。OSPFでは、Cisco NX-OS
は domain_IDとドメインタグを使用して、プロバイダーエッジ（PE）またはカスタマーエッ
ジ（CE）での BGPルート再配布の側面を制御します。

•再配布される OSPFルートのプライマリおよびセカンダリ domain_IDを設定できます。

• OSPFは、ドメインタグを使用して OSPFプロセス IDを識別します。

ドメイン IDとドメインタグの Cisco NX-OS実装は、RFC 4577に準拠しています。

OSPFのプライマリとセカンダリの domain_IDとドメインタグは、MPLSL3VPN機能が有効に
なっている場合にのみ使用できます。

（注）

PEおよび CE境界での OSPFの設定
ドメイン IDとドメインタグを使用することで、NX-OSを設定して OSPFルートを BGPネッ
トワークに再配布できます。また、BGP再配布ルートを PEと CEの境界で OSPFに受信させ
ることができます。次の項を参照してください。

• OSPFドメイン IDとタグについて（80ページ）

• OSPFドメイン IDの構成（81ページ）
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•セカンダリドメイン IDの構成（82ページ）

• OSPFドメインタグの設定（81ページ）

OSPFドメインタグの設定
ドメインタグは、NX-OSが PEまたは CEで BGPに再配布する OSPFプロセスインスタンス
番号を指定します。

始める前に

MPLSと OSPFv2が有効になっていることを確認します。

手順

目的コマンドまたはアクション

端末の構成を開始しますconfigure terminal

例：

ステップ 1

switch-1# configure terminal
Enter configuration commands, one per
line. End with CNTL/Z.
switch-1(config)#

ルータ構成モードを開始して、OSPF
ルータインスタンスを構成します。プ

router ospf process-tag

例：

ステップ 2

ロセスタグは、ルータを識別する 1～
20文字の英数字文字列です。

switch-1(config)# router ospf 101
switch-1(config-router)#

OSPFの特定の VRFインスタンスを入
力します。VRF名は、VRFを識別する
1～ 32文字の英数字文字列です。

vrf vrf-name

例：

switch-1(config-router)# vrf
pubstest
switch-1(config-router-vrf)#

ステップ 3

ドメインタグを設定します。ドメイン

タグは、AS番号を識別する 0～
2147483647の英数字の文字列です。

ospf domain-tag as-number

例：

switch-1(config-router-vrf)# domain-tag
9999
nxosv2(config-router-vrf)#

ステップ 4

OSPFドメイン IDの構成
VRF内の OSPFルータインスタンスの domain_IDを設定して、CEまたは PEでの OSPFへの
BGPルートの再配布を制御できます。

この機能を削除するには、このコマンドの no domain-id形式を使用します。
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始める前に

OSPF domain_ID機能を使用するには、MPLS L3VPN機能と OSPFv2機能の両方を有効にする
必要があります。

手順

目的コマンドまたはアクション

端末の構成を開始しますconfigure terminal

例：

ステップ 1

switch-1# configure terminal
Enter configuration commands, one per
line. End with CNTL/Z.
switch-1(config)#

ルータ構成モードを開始して、OSPF
ルータインスタンスを構成します。プ

router ospf process-tag

例：

ステップ 2

ロセスタグは、ルータを識別する 1～
20文字の英数字文字列です。

switch-1(config)# router ospf 101
switch-1(config-router)#

OSPFの特定の VRFインスタンスを入
力します。VRF名は、VRFを識別する
1～ 32文字の英数字文字列です。

vrf vrf-name

例：

switch-1(config-router)# vrf
pubstest
switch-1(config-router-vrf)#

ステップ 3

domain_IDと追加のパラメータを設定し
ます。

domain-id { id | type domain-type value
value | Null }

例：

ステップ 4

• idは、ドメイン IDをドット付き 10
進表記で指定します (例: 1.2.3.4)。switch-1(config-router-vrf)# domain-id

19.0.2.0

• typeは、0005などの 4バイト表記
でドメインタイプを指定します。

• valueは、ドメイン値を 6バイトの
16進表記で指定します (例:
0x0005)。

Null引数を使用して、domain_IDをクリ
アすることができます。

セカンダリドメイン IDの構成
VRF内の OSPFルータインスタンスにセカンダリ domain_IDを設定して、CEまたは PEでの
OSPFへの BGPルートの再配布を制御できます。

domain-id Nullコマンドを使用して、domain_IDを構成解除します。
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始める前に

OSPFv2およびMPLS機能が有効になっていることを確認します。

手順

目的コマンドまたはアクション

端末の構成を開始しますconfigure terminal

例：

ステップ 1

switch-1# configure terminal
Enter configuration commands, one per
line. End with CNTL/Z.
switch-1(config)#

ルータ構成モードを開始して、OSPF
ルータインスタンスを構成します。プ

router ospf process-tag

例：

ステップ 2

ロセスタグは、ルータを識別する 1～
20文字の英数字文字列です。

switch-1(config)# router ospf 101
switch-1(config-router)#

OSPFの特定の VRFインスタンスを入
力します。VRF名は、VRFを識別する
1～ 32文字の英数字文字列です。

vrf vrf-name

例：

switch-1(config-router)# vrf pubstest
switch-1(config-router-vrf)#

ステップ 3

自律システムの domain_IDを設定しま
す。

domain-id { id | type domain-type value
value | Null }

例：

ステップ 4

switch-1(config-router-vrf)# domain-id
19.0.2.0

コアネットワークの設定

MPLSレイヤ 3 VPNカスタマーのニーズの評価

MPLSレイヤ 3 VPNのカスタマーに最善のサービスを提供できるように、コアネットワーク
トポロジを識別することができます。

•ネットワークのサイズを識別します。

•必要となるルータとポートの数を決定するために、次の内容を識別します。

•サポートする必要があるカスタマーの数

•カスタマーごとに必要となる VPNの数

•各 VPNに存在する、仮想ルーティングおよび転送インスタンスの数

•コアネットワークで必要なルーティングプロトコルを決定します。
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• MPLS VPNハイアベイラビリティのサポートが必要であるかどうかを判断します。

MPLS VPNノンストップフォワーディングおよびグレースフル
リスタートは、選択ルータおよび Cisco NX-OSリリースでサポー
トされています。BGPおよび LDPのグレースフルリスタートが
有効であることを確認する必要があります。

（注）

•コアネットワークのルーティングプロトコルを設定します。

• MPLSレイヤ 3 VPNコアで BGP負荷共有および冗長パスが必要であるかどうかを決定し
ます。

コアにおけるMPLSの設定

コアのすべてのルータでMPLSをイネーブルにするには、ラベル配布プロトコルを設定する必
要があります。次のいずれかをラベル配布プロトコルとして使用できます。

• MPLSラベル配布プロトコル（LDP）。

• MPLSトラフィックエンジニアリングリソース予約プロトコル（RSVP）。

PEルータおよびルートリフレクタでのマルチプロトコル BGPの設定

PEルータおよびルートリフレクタでマルチプロトコル BGP接続を設定できます。

始める前に

• BGPおよび LDPのすべてのルータでグレースフルリスタートがイネーブルになっている
ことを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#
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目的コマンドまたはアクション

MPLSフィーチャセットをインストー
ルします。

install feature-set mpls

例：

ステップ 3

switch(config)# install feature-set
mpls
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 4

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature mpls l3vpn

例：

ステップ 5

switch(config)# feature mpls l3vpn
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp as - number

例：

ステップ 6

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
タを他のBGPルータに対して識別し、
ルーティング情報にタグを設定する自

律システムの番号を示します。AS番号
は 16ビット整数または 32ビット整数
にできます。上位 16ビット 10進数と
下位 16ビット 10進数による xx.xxと
いう形式です。

（任意）BGPルータ IDを設定します。
この IPアドレスによって、この BGP

router-id ip-address

例：

ステップ 7

スピーカを特定します。このコマンド
switch(config-router)# router-id
192.0.2.255 によって、BGPネイバーセッションの

自動通知およびセッションリセットが

開始されます。

エントリを iBGPネイバーテーブルに
追加します。ip-address引数には、ドッ

neighbor ip-address remote-as
as-number

例：

ステップ 8

ト付き 10進表記でネイバーの IPアド
レスを指定します。switch(config-router)# neighbor

209.165.201.1 remote-as 1.1

switch(config-router-neighbor)#

アドレスファミリコンフィギュレー

ションモードを開始して、標準VPNv4
address-family { vpnv4 | vpnv6 } unicast

例：

ステップ 9

または VPNv6アドレスプレフィックswitch(config-router-neighbor)#
address-family vpnv4 unicast スを使用する、BGPなどのルーティン

グセッションを設定します。
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目的コマンドまたはアクション

switch(config-router-neighbor-af)#

コミュニティ属性がBGPネイバーに送
信されるように指定します。

send-community extended

例：

ステップ 10

switch(config-router-neighbor-af)#
send-community extended

（任意）BGPネイバーに関する情報を
表示します。

show bgp { vpnv4 | vpnv6 } unicast
neighbors

例：

ステップ 11

switch(config-router-neighbor-af)#
show bgp vpnv4 unicast neighbors

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 12

MPLS VPNカスタマーの接続

カスタマーの接続を可能にするための、PEルータでの VRFの定義

カスタマーの接続をイネーブルにするためPEルータにVRFを作成する必要があります。ルー
トターゲットを設定し、カスタマーのVPNサイトへの IPプレフィックスのインポート、およ
び BGPネットワークへの IPプレフィックスのエクスポートを制御します。必要に応じて、イ
ンポートまたはエクスポートルートマップを使用して、カスタマーVPNサイトにインポート
される、または VPNサイトからエクスポートされる IPプレフィックスを、より詳細に制御で
きます。ルートマップを使用して、ルートのルートターゲット拡張コミュニティ属性に基づ

いて、VRFでのインポートまたはエクスポートに適したルートをフィルタリングできます。た
とえば、ルートマップにより、インポートルートターゲットリスト上のコミュニティから、

選択したルートへのアクセスが拒否される場合があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをインストー
ルします。

install feature-set mpls

例：

ステップ 2
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目的コマンドまたはアクション

switch(config)# install feature-set
mpls
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature-set mpls l3vpn

例：

ステップ 4

switch(config)# feature-set mpls l3vpn
switch(config)#

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-name

例：

ステップ 5

り、VPNルーティングインスタンスをswitch(config)# vrf context vpn1

switch(config-vrf)#
定義します。vrf-name引数には最大 32
文字の英数字文字列を指定します。大

文字と小文字は区別されます。

ルート識別子を設定します。

route-distinguisher引数によって、8バイ
rd route-distinguisher

例：

ステップ 6

トの値が IPv4プレフィックスに追加さswitch(config-vrf)# rd 1.2:1

switch(config-vrf)#
れ、VPNIPv4プレフィックスが作成さ
れます。RDは、次のいずれかの形式
で入力できます。

• 16ビットまたは 32ビットのAS番
号:32ビットの番号。1.2:3など。

• 32ビットの IPアドレス:16ビット
の番号。192.0.2.1:1など。

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 7

switch(config-vrf-af-ipv4)#

次のように VRF用にルートターゲッ
ト拡張コミュニティを指定します。

route-target { import | export }
route-target-ext-community }

例：

ステップ 8

• importキーワードを使用すると、
ターゲットVPN拡張コミュニティswitch(config-vrf-af-ipv4)#

route-target import 1.0:1
からルーティング情報がインポー

トされます。
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目的コマンドまたはアクション

• exportキーワードを使用すると、
ルーティング情報がターゲット

VPN拡張コミュニティにエクス
ポートされます。

• route-target-ext-community引数によ
り、ルートターゲット拡張コミュ

ニティ属性が、インポート、また

はエクスポートのルートターゲッ

ト拡張コミュニティのVRFリスト
に追加されます。

route-target-ext-community引数は、
次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットの
AS番号:32ビットの番号。
1.2:3など。

• 32ビットの IPアドレス:16
ビットの番号。192.0.2.1:1な
ど。

（任意）VRFルートテーブルに格納で
きる最大ルート数を設定します。

maximum routes max-routes [ threshold
value ] [ reinstall ]

例：

ステップ 9

max-routesの範囲は 1～ 4294967295で
す。しきい値の値の範囲は 1～ 100で
す。

switch(config-vrf-af-ipv4)# maximum
routes 10000

（任意）デフォルト VRFからプレ
フィックスをインポートするための

import [ vrf default max-prefix ] map
route-map

例：

ステップ 10

VRFのインポートポリシーを次のよう
に設定します。switch(config-vrf-af-ipv4)# import

vrf default map vpn1-route-map
• max-prefixの範囲は 1～
2147483647です。デフォルトは
1000プレフィックスです。

• route-map引数は VRFのインポー
トルートマップとして使用される

ルートマップを最大 63文字の英
数字文字列（大文字と小文字を区

別）で指定します。
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目的コマンドまたはアクション

（任意）VRFの情報を表示します。
vrf-name引数には最大32文字の英数字

show vrf vrf-name

例：

ステップ 11

文字列を指定します。大文字と小文字

は区別されます。
switch(config-vrf-af-ipv4)# show vrf
vpn1

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 12

各 VPNカスタマー用の PEルータでの VRFインスタンスの設定

PEルータのインターフェイスまたはサブインターフェイスに仮想ルーティングおよび転送
（VRF）インスタンスを関連付けることができます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

設定するインターフェイスを指定し、イ

ンターフェイスコンフィギュレーショ

interface type number

例：

ステップ 2

ンモードを開始する方法は次のとおり

です。
switch(config)# interface Ethernet 5/0

switch(config-if)#
• type引数で、設定するインターフェ
イスのタイプを指定します。

• number引数には、ポート、コネク
タ、またはインターフェイスカー

ド番号を指定します。

指定したインターフェイスまたはサブイ

ンターフェイスに VRFを関連付けま
vrf member vrf-name

例：

ステップ 3

す。vrf-name引数は、VRFに割り当て
る名前です。

switch(config-if)# vrf member vpn1

（任意）VRFに関連付けられるインター
フェイスの情報を表示します。vrf-name

show vrf vrf-name interface

例：

ステップ 4

引数には最大 32文字の英数字文字列をswitch(config-if)# show vrf vpn1
interface
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目的コマンドまたはアクション

指定します。大文字と小文字は区別され

ます。

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 5

PEルータと CEルータ間でのルーティングプロトコルの設定

PEルータと CEルータ間でスタティックまたは直接接続されたルートの設定

スタティックルートを使用する PE-to-CEルーティングセッション用の PEルータを設定する
ことができます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-name

例：

ステップ 2

り、VPNルーティングインスタンスをswitch(config)# vrf context vpn1

switch(config-vrf)#
定義します。vrf-name引数には最大 32
文字の英数字文字列を指定します。大

文字と小文字は区別されます。

PEから CEへの各セッション用のスタ
ティックルートパラメータを定義しま

{ ip ipv6 } route prefix nexthop

例：

ステップ 3

す。prefixおよび nexthopは次のとおり
です。

switch(config-vrf)# ip route
192.0.2.1/28 ethernet 2/1

• IPv4：ドット付き 10進表記

• IPv6：16進形式

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 4

switch(config-vrf-af)#
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目的コマンドまたはアクション

BGP機能をイネーブルにします。feature bgp as - number

例：

ステップ 5

switch(config-vrf-af)# feature bgp

switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp as - number

例：

ステップ 6

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
タを他のBGPルータに対して識別し、
ルーティング情報にタグを設定する自

律システムの番号を示します。AS番号
は 16ビット整数または 32ビット整数
にできます。上位 16ビット 10進数と
下位 16ビット 10進数による xx.xxと
いう形式です。

BGPプロセスをVRFに関連付けます。vrf vrf-name

例：

ステップ 7

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-router)# vrf vpn1

switch(config--router-vrf)#

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 8

switch(config-vrf-af)#

スタティックルートを BGPに再配布
します。

redistribute static route-map map-name

例：

ステップ 9

マップ-名には最大 63文字の英数字を
使用できます。大文字と小文字は区別

されます。

switch(config-router-vrf-af)#
redistribute static route-map
StaticMap

直接接続されたルートをBGPに再配布
します。

redistribute direct route-map map-name

例：

ステップ 10

マップ-名には最大 63文字の英数字を
使用できます。大文字と小文字は区別

されます。

switch(config-router-vrf-af)#
redistribute direct route-map
StaticMap

（任意）ルートに関する情報を表示し

ます。

show { ipv4 | ipv6 } route vrf vrf-name

例：

ステップ 11
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目的コマンドまたはアクション

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-router-vrf-af)# show ip
ipv4 route vrf vpn1

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 12

BGPを PEルータと CEルータ間のルーティングプロトコルに設定

eBGPを使用して PE-to-CEルーティングセッション用の PEルータを設定できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp

switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as - number

例：

switch(config)# router bgp 1.1

switch(config-router)#

ステップ 3

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シス

テムの番号を示します。AS番号は 16
ビット整数または 32ビット整数にでき
ます。上位 16ビット 10進数と下位 16
ビット 10進数による xx.xxという形式
です。

BGPプロセスを VRFに関連付けます。vrf vrf-name

例：

ステップ 4

vrf-name引数には最大 32文字の英数字
文字列を指定します。大文字と小文字は

区別されます。

switch(config-router)# vrf vpn1

switch(config--router-vrf)#
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目的コマンドまたはアクション

エントリを iBGPネイバーテーブルに追
加します。ip-address引数には、ドット

neighbor ip-addressremote-as as-number

例：

ステップ 5

付き 10進表記でネイバーの IPアドレスswitch(config-router)# neighbor
209.165.201.1 remote-as 1.1 を指定します。as-number引数には、ネ

switch(config-router-neighbor)#
イバーが属している自律システムを指定

します。

アドレスファミリコンフィギュレー

ションモードを開始して、標準 IPv4ま
address-family { ipv4 | ipv6 } unicast

例：

ステップ 6

たは IPv6アドレスプレフィックスを使switch(config-vrf)# address-family ipv4
unicast 用する、BGPなどのルーティングセッ

ションを設定します。
switch(config-vrf-af)#

（任意）BGPネイバーに関する情報を
表示します。vrf-name引数には最大 32

show bgp { vpnv4 | vpnv6 } unicast
neighbors vrf vrf-name

例：

ステップ 7

文字の英数字文字列を指定します。大文

字と小文字は区別されます。switch(config-router-neighbor-af)# show
bgp vpnv4 unicast neighbors

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 8

PEルータと CEルータ間での RIPv2の設定

RIPを使用して PE-to-CEルーティングセッション用の PEルータを設定できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

RIP機能を有効にします。feature rip

例：

ステップ 2

switch(config)# feature rip

switch(config)#

RIPをイネーブルにし、ルータコンフィ
ギュレーションモードを開始します。

router rip instance-tag

例：

ステップ 3
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目的コマンドまたはアクション

instance-tagには最大 20文字の英数字文
字列を指定します。大文字と小文字は区

別されます。

switch(config)# router rip Test1

RIPプロセスを VRFに関連付けます。

vrf-name引数には最大 32文字の英数字
文字列を指定します。大文字と小文字は

区別されます。

vrf vrf-name

例：

switch(config-router)# vrf vpn1

switch(config--router-vrf)#

ステップ 4

アドレスファミリタイプを指定し、ア

ドレスファミリコンフィギュレーショ

ンモードを開始します。

address-family ipv4 unicast

例：

switch(config-router-vrf)#
address-family ipv4 unicast

ステップ 5

switch(config-router-vrf-af)#

ルートを 1つのルーティングドメイン
から他のルーティングドメインに再配

布します。

as番号は 16ビット整数または 32ビッ
ト整数にできます。上位16ビット10進

redistribute { bgp as | direct | { egrip | ospf
| rip } instance-tag | static } route-map
map-name vrf-name

例：

switch(config-router-vrf-af)# show ip
rip vrf vpn1

ステップ 6

数と下位 16ビット 10進数による xx.xx
という形式です。instance-tagは、大文
字と小文字が区別される 20文字以下の
任意の英数字文字列にできます。

（任意）RIPに関する情報を表示しま
す。

vrf-name引数には最大 32文字の英数字
文字列を指定します。大文字と小文字は

区別されます。

show ip rip vrf vrf-name

例：

switch(config-router-vrf-af)# show ip
rip vrf vpn1

ステップ 7

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 8

PEルータと CEルータ間での OSPFの設定

OSPFv2を使用して PE-to-CEルーティングセッション用の PEルータを設定できます。MPLS
ネットワークの一部ではないOSPFバックドアリンクがある場合は、オプションでOSPF模造
リンクを作成できます。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

OSPF機能をイネーブルにします。feature ospf

例：

ステップ 2

switch(config)# feature ospf

switch(config)#

OSPFをイネーブルにし、ルータコン
フィギュレーションモードを開始しま

す。

router ospf instance-tag

例：

switch(config)# router ospf Test1

ステップ 3

instance-tagには最大 20文字の英数字文
字列を指定します。大文字と小文字は

区別されます。

ルータVRF設定モードを開始します。vrf vrf-name

例：

ステップ 4

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-router)# vrf vpn1

switch(config--router-vrf)#

（任意）PEインターフェイス上の模造
リンクを、指定した OSPFエリア内に

area area-id sham-link source-address
destination-address

例：

ステップ 5

設定します。エンドポイントとして各

ループバックインターフェイスを IP
アドレスで指定します。

switch(config-router-vrf)# area 1
sham-link 10.2.1.1 10.2.1.2

PEの両エンドポイントで模造リンクを
設定する必要があります。

アドレスファミリタイプを指定し、ア

ドレスファミリコンフィギュレーショ

ンモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router)# address-family
ipv4 unicast

ステップ 6

switch(config-router-vrf-af)#

BGPを EIGRPに再配布します。redistribute { bgp as | direct | { egrip |
ospf | rip } instance-tag | static }
route-map map-name

ステップ 7

BGPネットワークの自律システム番号
は、このステップで設定されます。BGP

例：
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目的コマンドまたはアクション

switch(config-router-vrf-af)#
redistribute bgp 1.0 route-map BGPMap

を CEサイトの EIGRPに再配布して、
EIGRP情報を伝送するBGPルートを受
け入れるようにする必要があります。

また、BGPネットワークにメトリック
を指定する必要があります。

マップ-名には最大 63文字の英数字を
使用できます。大文字と小文字は区別

されます。

（任意）自律システム番号を、カスタ

マーサイトのこのアドレスファミリに

指定します。

autonomous-system as-number

例：

switch(config-router-vrf-af)#

autonomous-system 1.3

ステップ 8

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

（任意）この VRFの EIGRPに関する
情報を表示します。

show ip egrip vrf vrf-name

例：

ステップ 9

vrf-nameには最大32文字の英数字文字
列を指定します。大文字と-小文字は区
別されます。

switch(config-router-vrf-af)# show
ipv4 eigrp vrf vpn1

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 10

PEルータと CEルータ間での EIGRPの設定

PEルータと CEルータ間で Enhanced Interior Gateway Routing Protocol（EIGRP）を使用して
MPLS対応BGPコアネットワーク経由で EIGRPカスタマーネットワークがトランスペアレン
トに接続されるように PEルータを設定できます。これにより、EIGRPルートが BGPネット
ワークの VPNを経由して内部 BGP（iBGP）ルートとして再配布されます。

始める前に

ネットワークコアで BGPを設定する必要があります。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

EIGRP機能を有効にします。feature eigrp

例：

ステップ 2

switch(config)# feature eigrp
switch(config)#

EIGRPインスタンスを設定し、ルータ
コンフィギュレーションモードを開始

します。

router eigrp instance-tag

例：

switch(config)# router eigrp Test1

ステップ 3

instance-tagには最大 20文字の英数字文
字列を指定します。大文字と小文字は区

別されます。

ルータ VRF設定モードを開始します。vrf vrf-name

例：

ステップ 4

vrf-name引数には最大 32文字の英数字
文字列を指定します。大文字と小文字は

区別されます。

switch(config-router)# vrf vpn1
switch(config-router-vrf)#

（任意）標準 IPv4アドレスプレフィッ
クスを使用するルーティングセッショ

address-family ipv4 unicast

例：

ステップ 5

ンを設定するために、アドレスファミ
switch(config-router-vrf)#
address-family ipv4 unicast
switch(config-router-vrf-af)#

リコンフィギュレーションモードを開

始します。

ルートを 1つのルーティングドメイン
から他のルーティングドメインに再配

布します。

redistribute bgp as-number route-map
map-name

例：

ステップ 6

AS番号としては、16ビット整数または
32ビット整数があり得ます。後者の場

switch(config-router-vrf-af)#
redistribute bgp 235354 route-map
mtest1

合、上位 16ビット 10進数と下位 16
ビット 10進数による xx.xxという形式
です。instance-tagには最大 20文字の英
数字文字列を指定します。大文字と小文

字は区別されます。

（任意）OSPFに関する情報を表示しま
す。

show ip ospf instance-tag vrf vrf-name

例：

ステップ 7
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目的コマンドまたはアクション

switch(config-router-vrf-af)# show ip
rip vrf vpn1

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 8

MPLS VPNでの BGPの PE-CE再配布の設定

PE-CEプロトコルが BGPではない場合は、MPLSレイヤ 3 VPNサービスを提供するすべての
PEルータで、PE-CEルーティングプロトコルが配布されるようにBGPを設定する必要があり
ます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp instance-tag

例：

ステップ 3

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
switch(config-router)# タを他のBGPルータに対して識別し、

転送するルーティング情報にタグを設

定する自律システムの番号を示しま

す。AS番号は 16ビット整数または 32
ビット整数にできます。上位16ビット
10進数と下位 16ビット 10進数による
xx.xxという形式です。

（任意）BGPルータ IDを設定します。
この IPアドレスによって、この BGP

router id ip-address

例：

ステップ 4

スピーカを特定します。このコマンドswitch(config-router)# router-id
192.0.2.255 1
switch(config-router)#

によって、BGPネイバーセッションの
自動通知およびセッションリセットが

開始されます。
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目的コマンドまたはアクション

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエ

router id ip-address remote-as as-number

例：

ステップ 5

ントリを追加します。ip-address引数にswitch(config-router)# neighbor
209.165.201.1 remote-as 1.2
switch(config-router-neighbor)#

は、ドット付き10進表記でネイバーの
IPアドレスを指定します。as-number
引数には、ネイバーが属している自律

システムを指定します。

BGPセッションの送信元アドレスを指
定します。

update-source loopback [ 0 | 1 ]

例：

ステップ 6

switch(config-router-neighbor)#
update-source loopback 0#

アドレスファミリコンフィギュレー

ションモードを開始して、標準VPNv4
address-family { ipv4 | ipv6 } unicast

例：

ステップ 7

または VPNv6アドレスプレフィックswitch(config-router-neighbor)#
address-family vpnv4
switch(config-router-neighbor-af)#

スを使用する、BGPなどのルーティン
グセッションを設定します。unicast
キーワード（任意）では、VPNv4また
は VPNv6ユニキャストアドレスプレ
フィックスを指定します。

コミュニティ属性がBGPネイバーに送
信されるように指定します。

send-community extended

例：

ステップ 8

switch(config-router-neighbor-af)#
send-community extended

ルータVRF設定モードを開始します。vrf vrf-name

例：

ステップ 9

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-router-neighbor-af)#
vrf vpn1
switch(config-router-vrf)#

標準 IPv4または VPNv6アドレスプレ
フィックスを使用するルーティング

address-family { ipv4 | ipv6 } unicast

例：

ステップ 10

セッションを設定するために、アドレswitch(config-router-vrf)#
address-family ipv4 unicast
switch(config-router-vrf-af)#

スファミリコンフィギュレーション

モードを開始します。

ルートを 1つのルーティングドメイン
から他のルーティングドメインに再配

redistribute { direct | { egrip | ospfv3 |
ospfv3 |rip } instance-tag | static }
route-map map-name

ステップ 11

布します。as番号は16ビット整数また
例： は 32ビット整数にできます。上位 16

ビット 10進数と下位 16ビット 10進数switch(config-router-af-vrf)#
redistribute eigrp Test2 route-map
EigrpMap

による xx.xxという形式です。
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目的コマンドまたはアクション

instance-tagには最大 20文字の英数字文
字列を指定します。大文字と小文字は

区別されます。map-nameには最大 63
文字の英数字文字列を指定します。大

文字と小文字は区別されます。

（任意）BGPに関する情報を表示しま
す。vrf-name引数には最大32文字の英

show bgp { ipv4 | ipv6 } unicast vrf
vrf-name

例：

ステップ 12

数字文字列を指定します。大文字と小

文字は区別されます。switch(config-router--vrf-af)# show
bgp ipv4 unicast vrf vpn1vpn1

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 13

ハブアンドスポークトポロジの設定

ハブ PEルータにおける VRFの設定

ハブ PEルータ上でハブアンドスポーク VRFを設定できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをインストー
ルします。

install feature-set mpls

例：

ステップ 2

switch(config)# install feature-set
mpls
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature-set mpls l3vpn

例：

ステップ 4
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目的コマンドまたはアクション

switch(config)# feature-set mpls l3vpn
switch(config)#

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-hub

例：

ステップ 5

り、PEハブの VPNルーティングインswitch(config)# vrf context 2hub

switch(config-vrf)#
スタンスを定義します。vrf-hub引数に
は最大32文字の英数字文字列を指定し
ます。大文字と小文字は区別されま

す。

ルート識別子を設定します。

route-distinguisher引数によって、8バイ
rd route-distinguisher

例：

ステップ 6

トの値が IPv4プレフィックスに追加さswitch(config-vrf)# rd 1.2:1

switch(config-vrf)#
れ、VPNIPv4プレフィックスが作成さ
れます。RDは、次のいずれかの形式
で入力できます。

• 16ビットまたは 32ビットのAS番
号:32ビットの番号。1.2:3など。

• 32ビットの IPアドレス:16ビット
の番号。192.0.2.1:1など。

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 7

switch(config-vrf-af-ipv4)#

次のように VRF用にルートターゲッ
ト拡張コミュニティを指定します。

route-target { import | export }
route-target-ext-community }

例：

ステップ 8

• importキーワードを使用すると、
ルーティング情報がターゲットswitch(config-vrf-af-ipv4)#

route-target import 1.0:1
VPN拡張コミュニティからイン
ポートされます。

• exportキーワードを使用すると、
ルーティング情報がターゲット

VPN拡張コミュニティにエクス
ポートされます。

• route-target-ext-community引数によ
り、ルートターゲット拡張コミュ

ニティ属性が、インポート、また

はエクスポートのルートターゲッ
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目的コマンドまたはアクション

ト拡張コミュニティのVRFリスト
に追加されます。

route-target-ext-community引数は、
次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットの
AS番号:32ビットの番号。
1.2:3など。

• 32ビットの IPアドレス:16
ビットの番号。192.0.2.1:1な
ど。

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-spoke

例：

ステップ 9

り、PEスポークの VPNルーティングswitch(config-vrf-af-ipv4)# vrf
context 2spokes インスタンスを定義します。vrf-spoke

switch(config-vrf)#
引数には最大32文字の英数字文字列を
指定します。大文字と小文字は区別さ

れます。

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 10

switch(config-vrf-af-ipv4)#

次のように VRF用にルートターゲッ
ト拡張コミュニティを指定します。

route-target { import | export }
route-target-ext-community }

例：

ステップ 11

• VRF用にルートターゲット拡張コ
ミュニティを作成します。importswitch(config-vrf-af-ipv4)#

route-target export 1:100
キーワードを使用すると、ルー

ティング情報がターゲットVPN拡
張コミュニティからインポートさ

れます。exportキーワードを使用
すると、ルーティング情報がター

ゲットVPN拡張コミュニティにエ
クスポートされます。

route-target-ext-community引数によ
り、ルートターゲット拡張コミュ

ニティ属性が、インポート、また

はエクスポートのルートターゲッ

ト拡張コミュニティのVRFリスト
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目的コマンドまたはアクション

に追加されます。

route-target-ext-community引数は、
次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットの
AS番号:32ビットの番号。
1.2:3など。

• 32ビットの IPアドレス:16
ビットの番号。192.0.2.1:1な
ど。

（オプション）VRFの実行コンフィ
ギュレーションを表示します。

show running-config vrf vrf-name

例：

ステップ 12

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-vrf-af-ipv4)# show
running-config vrf 2spokes

。

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 13

ハブ PEルータにおける eBGPの設定

eBGPを使用して PE-to-CEハブルーティングセッションを設定できます。

すべての CEサイトが同じ BGP AS番号を使用している場合は、次のタスクを実行する必要が
あります。

• PE（ハブ）で BGP as-overrideコマンドを設定するか、受信 CEルータで allowas-inコマ
ンドを設定します。

•ある ASNから学習した BGPルートを同じ ASNに戻してアドバタイズするには、ループ
バックを防止するために、PEルータで disable-peer-as-checkコマンドを設定します。

（注）
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature mpls l3vpn

例：

ステップ 3

switch(config)# feature mpls l3vpn

BGP機能をイネーブルにします。feature bgp

例：

ステップ 4

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as - number

例：

switch(config)# router bgp 1.1
switch(config-router)#

ステップ 5

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

エントリを iBGPネイバーテーブルに
追加します。

neighbor ip-address remote-as
as-number

例：

ステップ 6

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router)# neighbor
209.165.201.1 remote-as 1.2
switch(config-router-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。
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目的コマンドまたはアクション

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

ステップ 7

（任意）BGPを設定し、拡張コミュニ
ティリストをアドバタイズします。

send-community extended

例：

ステップ 8

switch(config-router-neighbor-af)#
send-community extended

VRF設定モードを開始します。vrf-hub
引数には最大32文字の英数字文字列を

vrf vrf-hub

例：

ステップ 9

指定します。大文字と小文字は区別さ

れます。
switch(config-router-neighbor-af)#
vrf 2hub
switch(config-router-vrf)#

BGPまたはマルチプロトコル BGPネ
イバーテーブルに、この VRFのため
のエントリを追加します。

neighbor ip-address remote-as
as-number

例：

ステップ 10

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router-vrf)# neighbor
33.0.0.33 1 remote-as 150
switch(config-router-vrf-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router--vrf-neighbor-af)#

ステップ 11

（オプション）更新を送信するときに

AS番号を上書きします。すべてのBGP
as-override

例：

ステップ 12

サイトが同じ AS番号を使用している
場合、次のコマンドのいずれか：

switch(config-router-vrf-neighbor-af)#
as-override

• PE（ハブ）でBGP as-overrideコマ
ンドを設定します

または

•受信CEルータで allowas-inコマン
ドを設定します。
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目的コマンドまたはアクション

VRF設定モードを開始します。
vrf-spoke引数には最大 32文字の英数字

vrf vrf-spoke

例：

ステップ 13

文字列を指定します。大文字と小文字

は区別されます。
switch(config-router-vrf-neighbor-af)#
vrf 2spokes
switch(config-router-vrf)#

BGPまたはマルチプロトコル BGPネ
イバーテーブルに、この VRFのため
のエントリを追加します。

neighbor ip-address remote-as
as-number

例：

ステップ 14

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router-vrf)# neighbor
33.0.0.33 1 remote-as 150
switch(config-router-vrf-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router--vrf-neighbor-af)#

ステップ 15

(オプション) ASパスでの AS番号の重
複を許可します。

allowas-in [ number ]

例：

ステップ 16

VPNアドレスファミリコンフィギュ
レーションモード（PEスポーク）お

switch(config-router-vrf-neighbor-af)#
allowas-in 3

よびネイバーモード（PEハブ）で、
このパラメータを設定します。

（任意）BGPの実行コンフィギュレー
ションを表示します。

show running-config bgp vrf-name

例：

ステップ 17

switch(config-router-vrf-neighbor-af)#
show running-config bgp

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 18

ハブ CEルータにおける eBGPの設定

eBGPを使用して PE-to-CEハブルーティングセッションを設定できます。
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すべての CEサイトが同じ BGP AS番号を使用している場合は、次のタスクを実行する必要が
あります。

（注）

• PE（ハブ）で as-overrideコマンドを設定するか、受信 CEルータで allowas-inコマンドを
設定します。

• CEルータで disable-peer-as-checkコマンドを設定します。

•あるASNから学習したBGPルートを同じASNに戻しアドバタイズするには、ループバッ
クを防止するために、PEルータで disable-peer-as-checkコマンドを設定します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature mpls l3vpn

例：

ステップ 3

switch(config)# feature mpls l3vpn

BGP機能をイネーブルにします。feature bgp

例：

ステップ 4

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as - number

例：

switch(config)# router bgp 1.1
switch(config-router)#

ステップ 5

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。
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目的コマンドまたはアクション

エントリを iBGPネイバーテーブルに
追加します。

neighbor ip-addressremote-as as-number

例：

ステップ 6

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router)# neighbor
209.165.201.1 remote-as 1.2

switch(config-router-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

ステップ 7

（任意）BGPを設定し、拡張コミュニ
ティリストをアドバタイズします。

send-community extended

例：

ステップ 8

switch(config-router-neighbor-af)#
send-community extended

VRF設定モードを開始します。vrf-hub
引数には最大32文字の英数字文字列を

vrf vrf-hub

例：

ステップ 9

指定します。大文字と小文字は区別さ

れます。
switch(config-router-neighbor-af)#
vrf 2hub
switch(config-router-vrf)#

BGPまたはマルチプロトコル BGPネ
イバーテーブルに、この VRFのため
のエントリを追加します。

neighbor ip-addressremote-as as-number

例：

switch(config-router-vrf)# neighbor
33.0.0.33 1 remote-as 150
switch(config-router-vrf-neighbor)#

ステップ 10

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router--vrf-neighbor-af)#

ステップ 11
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目的コマンドまたはアクション

（オプション）更新を送信するときに

AS番号を上書きします。すべてのBGP
as-override

例：

ステップ 12

サイトが同じ AS番号を使用している
場合、次のコマンドのいずれか：

switch(config-router-vrf-neighbor-af)#
as-override

• PE（ハブ）で BGP as-overrideコ
マンドを設定します

または

•受信CEルータで allowas-inコマン
ドを設定します。

VRF設定モードを開始します。
vrf-spoke引数には最大 32文字の英数字

vrf vrf-spoke

例：

ステップ 13

文字列を指定します。大文字と小文字

は区別されます。
switch(config-router-vrf-neighbor-af)#
vrf 2spokes
switch(config-router-vrf)#

BGPまたはマルチプロトコル BGPネ
イバーテーブルに、この VRFのため
のエントリを追加します。

neighbor ip-addressremote-as as-number

例：

switch(config-router-vrf)# neighbor
33.0.0.33 1 remote-as 150
switch(config-router-vrf-neighbor)#

ステップ 14

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router--vrf-neighbor-af)#

ステップ 15

(オプション) ASパスでの AS番号の重
複を許可します。

allowas-in [ number ]

例：

ステップ 16

VPNアドレスファミリコンフィギュ
レーションモード（PEスポーク）お

switch(config-router-vrf-neighbor-af)#
allowas-in 3

よびネイバーモード（PEハブ）で、
このパラメータを設定します。

（任意）BGPの実行コンフィギュレー
ションを表示します。

show running-config bgp vrf-name

例：

ステップ 17
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目的コマンドまたはアクション

switch(config-router-vrf-neighbor-af)#
show running-config bgp

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 18

スポーク PEルータにおける VRFの設定

スポーク PEルータ上でハブアンドスポーク VRFsを設定できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLS機能セットを有効化します。install feature-set mpls

例：

ステップ 2

switch(config)# install feature-set
mpls
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature-set mpls l3vpn

例：

ステップ 4

switch(config)# feature-set mpls l3vpn
switch(config)#

VRF名を割り当て、VRFコンフィギュ
レーションモードを開始することによ

vrf context vrf-spoke

例：

ステップ 5

り、PEスポークの VPNルーティングswitch(config)# vrf context spoke

switch(config-vrf)#
インスタンスを定義します。vrf-spoke
引数には最大32文字の英数字文字列を
指定します。大文字と小文字は区別さ

れます。
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目的コマンドまたはアクション

ルート識別子を設定します。

route-distinguisher引数によって、8バイ
rd route-distinguisher

例：

ステップ 6

トの値が IPv4プレフィックスに追加さswitch(config-vrf)# rd 1.101

switch(config-vrf)#
れ、VPNIPv4プレフィックスが作成さ
れます。RDは、次のいずれかの形式
で入力できます。

• 16ビットまたは 32ビットのAS番
号:32ビットの番号。1.2:3など。

• 32ビットの IPアドレス:16ビット
の番号。192.0.2.1:1など。

IPv4アドレスファミリタイプを指定
し、アドレスファミリコンフィギュ

レーションモードを開始します。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-vrf)# address-family
ipv4 unicast

ステップ 7

switch(config-vrf-af-ipv4)#

次のように VRF用にルートターゲッ
ト拡張コミュニティを指定します。

route-target { import | export }
route-target-ext-community }

例：

ステップ 8

• importキーワードを使用すると、
ルーティング情報がターゲットswitch(config-vrf-af-ipv4)#

route-target import 1.0:1
VPN拡張コミュニティからイン
ポートされます。

• exportキーワードを使用すると、
ルーティング情報がターゲット

VPN拡張コミュニティにエクス
ポートされます。

• route-target-ext-community引数によ
り、ルートターゲット拡張コミュ

ニティ属性が、インポート、また

はエクスポートのルートターゲッ

ト拡張コミュニティのVRFリスト
に追加されます。

route-target-ext-community引数は、
次のいずれかの形式で入力できま

す。

• 16ビットまたは 32ビットの
AS番号:32ビットの番号。
1.2:3など。
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目的コマンドまたはアクション

• 32ビットの IPアドレス:16
ビットの番号。192.0.2.1:1な
ど。

（オプション）VRFの実行コンフィ
ギュレーションを表示します。

show running-config vrf vrf-name

例：

ステップ 9

vrf-name引数には最大32文字の英数字
文字列を指定します。大文字と小文字

は区別されます。

switch(config-vrf-af-ipv4)# show
running-config vrf 2spokes

。

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 10

スポーク PEルータにおける eBGPの設定

eBGPを使用して PEスポークルーティングセッションを設定できます。

すべての CEサイトが同じ BGP AS番号を使用している場合は、次のタスクを実行する必要が
あります。

•認識しているスポークルータで allowas-inコマンドを設定します。

（注）

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature mpls l3vpn

例：

ステップ 3

switch(config)# feature mpls l3vpn
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目的コマンドまたはアクション

BGP機能をイネーブルにします。feature bgp

例：

ステップ 4

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as - number

例：

switch(config)# router bgp 100
switch(config-router)#

ステップ 5

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

エントリを iBGPネイバーテーブルに
追加します。

neighbor ip-addressremote-as as-number

例：

ステップ 6

• ip-address引数には、ドット付き10
進表記でネイバーの IPアドレスを
指定します。

switch(config-router)# neighbor
63.63.0.63 remote-as 100
switch(config-router-neighbor)#

• as-number引数には、ネイバーが属
している自律システムを指定しま

す。

IPv4または IPv6アドレスファミリタ
イプを指定し、アドレスファミリコン

address-family { ipv4 | ipv6 } unicast

例：

ステップ 7

フィギュレーションモードを開始しま

す。
switch(config-router-vrf-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

（任意）指定した回数だけ、PE ASN
が設定された ASパスを許可します。

allowas-in number

例：

ステップ 8

•値の範囲は 1～ 10です。switch(config-router-vrf-neighbor-af)#
allowas-in 3

•すべての BGPサイトが同じ AS番
号を使用している場合は、次のコ

マンドを構成します。

（注）
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目的コマンドまたはアクション

PE（ハブ）で BGP as-overrideコマン
ドを設定するか、受信 CEルータで
allowas-inコマンドを設定します。

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

（任意）BGPを設定し、拡張コミュニ
ティリストをアドバタイズします。

send-community extended

例：

ステップ 9

switch(config-router-neighbor)#
send-community extended

（任意）BGPの実行コンフィギュレー
ションを表示します。

show running-config bgp

例：

ステップ 10

switch(config-router-vrf-neighbor-af)#
show running-config bgp

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 11

ハードウェアプロファイルコマンドを使用したMPLSの設定
リリース 7.0(3)F3(3)以降、N9K-X9636C-R、N9K-X9636C-RX、および N9K-X9636Q-Rライン
カードを備えたCisco Nexus 9508スイッチは、複数のハードウェアプロファイルをサポートし
ます。スイッチでハードウェアプロファイルコンフィギュレーションコマンドを使用して、

MPLSおよび/または VXLANを設定できます。ハードウェアプロファイルコンフィギュレー
ションコマンドは、スイッチで使用可能な適切なコンフィギュレーションファイルを呼び出

します。VXLANはデフォルトで有効になっています。
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始める前に

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#

すべてのスイッチモジュールでMPLS
を有効にします。。

hardware profile [ vxlan | mpls] module
all

例：

ステップ 3

switch(config)# hardware profile mpls
module all

すべてのモジュールまたは特定のモ

ジュールのハードウェアプロファイル

を表示します。

show hardware profile module [ all |
number]

例：

ステップ 4

switch(config)# show hardware profile
module all
switch(config)#

スイッチのソフトウェア情報を表示しま

す。

show module internal sw info | [ i | mpls]

例：

ステップ 5

switch(config)# show module internal
sw info

実行設定を表示します。show running configuration | [ i | mpls]

例：

ステップ 6

switch(config)# show module internal
sw info

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
115

MPLSレイヤ 3 VPNs

ハードウェアプロファイルコマンドを使用したMPLSの設定



Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
116

MPLSレイヤ 3 VPNs

ハードウェアプロファイルコマンドを使用したMPLSの設定



第 8 章

MPLSレイヤ 3 VPNラベル割り当ての設定

この章では、Cisco Nexus 9508スイッチでマルチプロトコルラベルスイッチング（MPLS）レ
イヤ 3仮想プライベートネットワーク（L3VPN）のラベル割り当てを設定する方法について
説明します。

• MPLSレイヤ 3 VPNラベル割り当てについて（117ページ）
• MPLSレイヤ 3 VPNラベル割り当ての前提条件（120ページ）
• MPLSレイヤ 3 VPNラベル割り当てに関する注意事項と制限事項（120ページ）
• MPLSレイヤ 3 VPNラベル割り当てのデフォルト設定（121ページ）
• MPLSレイヤ 3 VPNラベル割り当ての設定（121ページ）
•アドバタイズと撤回のルール（126ページ）
•ローカルラベル割り当ての有効化（128ページ）
• MPLSレイヤ 3 VPNラベル割り当ての設定の確認（130ページ）
• MPLSレイヤ 3 VPNラベル割り当ての設定例（130ページ）

MPLSレイヤ 3 VPNラベル割り当てについて
MPLSプロバイダーエッジ（PE）ルータには、ローカルルートとリモートルートの両方が格
納されており、各ルートに対するラベルエントリも含まれています。デフォルトでは、Cisco
NX-OSはプレフィックス単位のラベル割り当てを使用します。プレフィックスごとに 1つの
ラベルが割り当てられます。分散プラットフォームでは、プレフィックス単位のラベルにより

メモリが消費されます。多数のVPNルーティングおよび転送（VRF）インスタンスおよびルー
トが存在する場合、プレフィックス単位のラベルにより消費されるメモリ量が問題となりま

す。

VRF全体でローカルルートに単一のVPNラベルがアドバタイズされるように、VRF単位のラ
ベル割り当てをイネーブルにすることができます。ルータは、VRFデコードおよび IPベース
のルックアップに新しいVPNラベルを使用して、PEまたはカスタマーエッジ（CE）インター
フェイスのパケットの転送先を学習します。

ボーダーゲートウェイプロトコル（BGP）レイヤ 3 VPNルートごとに異なるラベル割り当て
モードをイネーブルにすることが可能です。これにより、異なる要件を満たし、拡張性とパ

フォーマンスの間のトレードオフを実現することができます。ラベルはすべてグローバルラベ
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ルスペース内で割り当てられます。CiscoNX-OSは、次のラベル割り当てモードをサポートし
ています。

•プレフィックス単位：各 VPNプレフィックスに 1つのラベルが割り当てられます。ラベ
ル転送テーブルに基づき、リモート PEから着信する VPNパケットは接続された CEに直
接転送できます。CEにはプレフィックスがアドバタイズされます。しかし、このモード
では多くのラベルが使用されます。このモードが利用可能なのは、PEからCEに送信され
る VPNパケットがラベルスイッチングされる場合のみです。これがデフォルトのラベル
割り当てモードになります。

• VRF単位：VRFのローカル VPNルートすべてに単一のラベルが割り当てられます。この
モードでは、VPNラベルが出力 PEで削除されると、VRFの転送テーブルで IPv4ルック
アップまたは IPv6ルックアップが必要になります。このモードは、ラベルスペースと
BGPアドバタイズメントに関して最も効率的であり、ルックアップによってパフォーマン
スが低下することはありません。Cisco NX-OSでは、IPv4プレフィックスおよび IPv6プ
レフィックスの両方で同じ VRF単位のラベルを使用します。

EIBGPロードバランシングでは、VRF単位のラベルモードを使
用する VRFはサポートされません。

（注）

•集約ラベル：BGPは、集約プレフィックスのローカルラベルを割り当てたり、アドバタ
イズしたりできます。転送時には、VRF単位の場合と同じように IPv4ルックアップまた
は IPv6ルックアップが必要になります。単一の VRF単位のラベルは、ルックアップが必
要なすべてのプレフィックスに割り当てられ、使用されます。

• VRF接続されたルート：直接接続されたルートが再配布およびエクスポートされるとき
に、各ルートに集約ラベルが割り当られます。コアから送信されるパケットは非カプセル

化され、VRFの IPv4テーブルまたは IPv6テーブルで、ローカルルータへのパケットか、
別のルータまたは直接接続されたホストへのパケットかを判断するためにルックアップが

行われます。単一の VRF単位のラベルは、これらすべてのルートに割り当てられます。

•ラベルの抑制：ローカルラベルがこれ以上プレフィックスに関連付けられないときは、他
の PEに送信されるアップデートの時間を確保するために、ローカルラベルがすぐに解放
されない場合があります。ラベルごとに 10分の抑制タイマーが作動します。この間、ラ
ベルをプレフィックスに対して再利用することができます。タイマーが切れると、BGPは
ラベルを解放します。

IPv6ラベルの割り当て
IPv6プレフィックスは、割り当てられたラベルとともに、ラベル付きユニキャストアドレス
ファミリがイネーブルになっている iBGPピアにアドバタイズされます。着信した eBGPネク
ストホップはこのピアに伝播されず、代わりにローカル IPv4セッションのアドレスが IPv4射
影 IPv6ネクストホップとして送信されます。リモートピアは、コアネットワーク内の 1つま
たは複数の IPv4 MPLS LSPを介してこのネクストホップを解決します。
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ルートリフレクタを使用して、PE間のラベル付き 6PEプレフィックスをアドバタイズできま
す。このとき、ルートリフレクタとこれらすべてのピアの間で、ラベル付きユニキャストア

ドレスファミリをイネーブルにする必要があります。ルートリフレクタは転送パスにある必

要はなく、受信したネクストホップをそのまま iBGPピアおよびルートリフレクタクライア
ントに伝播します。

6PEは、6VPEと同様に、プレフィックス単位およびVRF単位のラベル割り当てモードの両方
をサポートします。

（注）

VRF単位のラベル割り当てモード
VRF単位のラベル割り当てを設定する場合、次の条件が適用されます。

• VRFは、すべてのローカルルートに対して 1つのラベルを使用します。

• VRF単位のラベル割り当てをイネーブルにした場合、すべての既存の VRF単位の集約ラ
ベルが使用されます。VRF単位の集約ラベルが存在しない場合は、ソフトウェアによって
新規の VRF単位のラベルが作成されます。

VRF単位のラベルの割り当てをディセーブルにした場合、デフォルトのプレフィックス単
位のラベリング設定に戻るため、CEがデータを失うことはありません。

• VRF単位ラベルのフォワーディングエントリは、VRF、BGP、またはアドレスファミリ
設定が削除された場合にのみ、削除されます。

ラベル付きユニキャストパスとラベルなしユニキャストパスについ

て

後続アドレスファミリ識別子（SAFI）は、BGPルートの指標です。例1はラベルなしルート、
4はラベル付きルートです。

• IPv4のラベルなしユニキャスト（U）は SAFI 1です。

• IPv4のラベル付きユニキャスト（LU）は SAFI 4です。

• IPv6のラベルなしユニキャスト（U）は、AFI 2および SAFI 1です。

• IPv6のラベル付きユニキャスト（LU）は、AFI 2および SAFI 4です。

Cisco NX-OSリリース 9.2(2)は、1つの BGPセッションで、IPv4と IPv6のラベルなしおよび
ラベル付きユニキャストの両方をサポートします。この動作は、同じセッションで SAFI-1と
SAFI-4の一方または両方が有効になっているかどうかに関係なく同じです。

この動作は、すべての eBGP、iBGP、および再配布パスと、eBGPおよび iBGPネイバーに適用
されます。
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MPLSレイヤ 3 VPNラベル割り当ての前提条件
レイヤ 3 VPNラベルの割り当てには、次の前提条件があります。

•ネットワークにMPLS、および LDPと RSVP TEのいずれかを設定する必要があります。
PEルータを含む、コア内のすべてのルータは、MPLS転送をサポートできる必要があり
ます。

• MPLSの正しいライセンスおよびMPLSで使用する他の機能をインストールすることが必
要です。

• VRF単位のラベル割り当てモードを設定する前に、外部/内部ボーダーゲートウェイプロ
トコル（BGP）マルチパス機能がイネーブルになっている場合は、ディセーブルにしま
す。

• VRFラベル単位での 6VPEを設定する前に、IPv6アドレスファミリをその VRFで設定す
る必要があります。

MPLSレイヤ3VPNラベル割り当てに関する注意事項と制
限事項

レイヤ 3 VPNラベル割り当て設定時の注意事項と制限事項は次のとおりです。

• VRF単位のラベル割り当てをイネーブルにすると、BGP再コンバージェンスが発生しま
す。これにより、MPLSVPNコアから発信されるトラフィックでのデータ損失につながる
場合があります。

スケジュールされたMPLSメンテナンスの時間帯に VRF単位の
ラベル割り当てをイネーブルにすることにより、ネットワークの

中断を最小限に抑えることができます。また、可能であれば、現

在アクティブなルータでこの機能をイネーブルにすることは避け

てください。

（注）

•プレフィックス単位のラベル割り当てのための集約プレフィックスは、特定の VRFで同
じラベルを共有します。
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MPLSレイヤ 3 VPNラベル割り当てのデフォルト設定
表 5 :デフォルトのレイヤ 3 VPNラベル割り当てパラメータ

デフォルトパラメータ

無効レイヤ 3 VPN機能

プレフィックス単位ラベル割り当てモード

MPLSレイヤ 3 VPNラベル割り当ての設定

VRF単位でのレイヤ 3 VPNラベル割り当てモードの設定
レイヤ 3 VPNの VRF単位でのレイヤ 3 VPNラベル割り当てモードを設定できます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature-set mpls l3vpn

例：

ステップ 4

switch(config)# feature-set mpls l3vpn
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp as - number

例：

ステップ 5

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
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目的コマンドまたはアクション

タを他のBGPルータに対して識別し、
ルーティング情報にタグを設定する自

律システムの番号を示します。AS番号
は 16ビット整数または 32ビット整数
にできます。上位 16ビット 10進数と
下位 16ビット 10進数による xx.xxと
いう形式です。

ルータVRF設定モードを開始します。
vrf-nameには最大32文字の英数字文字

vrf vrf-name

例：

ステップ 6

列を指定します。大文字と-小文字は区
別されます。

switch(config-router)# vrf vpn1

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast |
multicast }

例：

ステップ 7

switch(config-router-vrf)#
address-family ipv6 unicast

VRF単位でラベルを割り当てます。label-allocation-mode per-vrf

例：

ステップ 8

switch(config-router-vrf-af)#
label-allocation-mode per-vrf

（任意）この VRFの BGPでのレイヤ
3 VPNの設定に関する情報を表示しま

show bgp l3vpn detail vrf vrf-name

例：

ステップ 9

す。vrf-nameには最大32文字の英数字switch(config-router-vrf-af)# show
bgp l3vpn detail vrf vpn1 文字列を指定します。大文字と-小文字

は区別されます。

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 10

デフォルト VRFでの IPv6プレフィックスへのラベル割り当て
IPv4MPLS上で IPv6を実行している場合、デフォルトVRFで IPv6プレフィックスにラベルを
割り当てることができます。

デフォルトでは、デフォルト VRFで IPv6プレフィックスにラベルは割り当てられません。（注）
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature-set mpls l3vpn

例：

ステップ 4

switch(config)# feature-set mpls l3vpn
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp as - number

例：

ステップ 5

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
タを他の BGPルータに対して識別し、
ルーティング情報にタグを設定する自律

システムの番号を示します。AS番号は
16ビット整数または 32ビット整数にで
きます。上位 16ビット 10進数と下位
16ビット 10進数による xx.xxという形
式です。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast |
multicast }

例：

ステップ 6

switch(config-router-vrf)#
address-family ipv6 unicast

デフォルトVRFで IPv6プレフィックス
にラベルを割り当てます。

allocate-label { all | route-map route-map
}

例：

ステップ 7

• allキーワードを使用すると、すべ
ての IPv6プレフィックスにラベル
が割り当てられます。

switch(config-router-af)#
allocate-label all
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目的コマンドまたはアクション

• route-mapキーワードを使用する
と、特定のルートマップで、マッ

チする IPv6プレフィックスにラベ
ルが割り当てられます。route-map
には最大 63文字の英数字文字列を
指定します。大文字と小文字は区別

されます。

（任意）BGPの設定に関する情報を表
示します。

show running-config bgp

例：

ステップ 8

switch(config-router-af)# show
running-config bgp

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 9

iBGPネイバーへの IPv4 MPLSコアネットワーク（6PE）を介した IPv6
内のMPLSラベル送信の有効化

6PEは、ラベル付きユニキャストアドレスファミリがイネーブルになっている iBGPピアへの
割り当てラベルを持つ iPv4ベースMPLSネットワーク上のグローバル VRF内で、IPv6プレ
フィックスをアドバタイズします。PEでは、コアに面したインターフェイスで LDPが有効に
なっていて、IPv4ベースのMPLSネットワーク経由で IPv6トラフィックが転送され、BGPの
下で「address-family ipv6 labeled-unicast」により PE間で IPv6プレフィックスのラベルを交換
される必要があります。

address-family ipv6 labeled-unicastコマンドは iBGPネイバーでのみサポートされます。このコ
マンドを address-family ipv6 unicastコマンドとともに使用することはできません。

（注）

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#
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目的コマンドまたはアクション

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature-set mpls l3vpn

例：

ステップ 4

switch(config)# feature-set mpls l3vpn
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp as - number

例：

ステップ 5

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
タを他の BGPルータに対して識別し、
ルーティング情報にタグを設定する自律

システムの番号を示します。AS番号は
16ビット整数または 32ビット整数にで
きます。上位 16ビット 10進数と下位
16ビット 10進数による xx.xxという形
式です。

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエン

neighbor ip-address

例：

ステップ 6

トリを追加します。ip-address引数には、switch(config-router)# neighbor
209.165.201.1 ドット付き 10進表記でネイバーの IPア

ドレスを指定します。
switch(config-router-neighbor)#

IPv6ラベル付きユニキャストアドレス
プレフィックスを指定します。このコマ

address-family ipv6 labeled-unicast

例：

ステップ 7

ンドは、iBGPネイバーによってのみ受
け入れられます。

switch(config-router-neighbor)#
address-family ipv6 labeled-unicast

switch(config-router-neighbor-af)#

（任意）BGPの設定に関する情報を表
示します。

show running-config bgp

例：

ステップ 8

switch(config-router-af)# show
running-config bgp
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目的コマンドまたはアクション

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 9

アドバタイズと撤回のルール
次の表は、さまざまなシナリオでのアドバタイズと撤回の動作を示しています。

表 6 :アドバタイズと撤回のルール

コメントアドバタイズま

たは撤回？

Update-group SAFINHSまたは NHUローカルラベル

が存在しますか?
Bestpath/

Addpathのタイプ

大文字/小文字

現在のデフォルトの動

作は、アドバタイズで

す。理想的なデフォル

トの動作は、下位互換

性を維持するために撤

回である必要がありま

す。ネイバーにSAFI 1
とSAFI4の両方が設定
されている場合、
advertise
local-labeled-route CLI
コマンドは、ピアへの

SAFI 4パスのみをアド
バタイズする決定論的

な方法を提供します。

この機能は、ラベル付

きパスの優先順位を強

制する方法を提供しま

す。

デフォルトでア

トバタイズ。

SAFI-1NHSはいラベルのないパス。た

とえば、RXラベルが
ない。

1

IPv4/IPv6再配布ルート
と 6PE:常に暗黙の
NHS。

アドバタイズSAFI-42

アドバタイズSAFI-1NHU3
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コメントアドバタイズま

たは撤回？

Update-group SAFINHSまたは NHUローカルラベル

が存在しますか?
Bestpath/

Addpathのタイプ

大文字/小文字

IPv4/IPv6再配布ルート
と 6PE: NHUは無視さ
れます。常に暗黙の

NHS。現在、NXOS
BGPは暗黙の nullでア
ドバタイズしていま

す。

出金SAFI-44

アドバタイズSAFI-1NHSいいえ5

出金SAFI-46

アドバタイズSAFI-1NHU7

出金SAFI-48

現在のデフォルトの動

作は、アドバタイズで

す。理想的なデフォル

トの動作は、下位互換

性を維持するために撤

回である必要がありま

す。

デフォルトでア

トバタイズ。

NbrKnobで撤
回。

SAFI-1NHSはいラベル付きのパス。た

とえば、RXラベルが
ある。

9

アドバタイズSAFI-410

next-hop-self値を持つ
IBGP-IBGPリフレクト
ルートについては、現

在、期待どおりに撤回

しています。

next-hop-unchanged値を
持つ IBGP-EBGPルー
トの場合、NXOS BGP
は現在、ラベルなしで

アドバタイズしていま

す。

出金SAFI-1NHU11

アドバタイズSAFI-412

アドバタイズSAFI-1NHSいいえ13

出金SAFI-414
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コメントアドバタイズま

たは撤回？

Update-group SAFINHSまたは NHUローカルラベル

が存在しますか?
Bestpath/

Addpathのタイプ

大文字/小文字

IBGP-IBGPリフレクト
ルートについては、撤

回します。IBGP-EBGP
ルートについては、ア

ドバタイズしていま

す。

出金SAFI-1NHU15

IBGP-IBGPリフレクト
ルートについては、撤

回します。IBGP-EBGP
ルートについては、ア

ドバタイズしていま

す。

アドバタイズSAFI-4

ローカルラベル割り当ての有効化

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 3

switch(config)# feature-set mpls
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

router bgp as - number

例：

ステップ 4

を開始します。as-number引数は、ルーswitch(config)# router bgp 1.1
タを他のBGPルータに対して識別し、
ルーティング情報にタグを設定する自

律システムの番号を示します。AS番号
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目的コマンドまたはアクション

は 16ビット整数または 32ビット整数
にできます。上位 16ビット 10進数と
下位 16ビット 10進数による xx.xxと
いう形式です。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast |
multicast }

例：

ステップ 5

switch(config-router-vrf)#
address-family ipv4 unicast

デフォルト VRFで IPv6プレフィック
スにラベルを割り当てます。

allocate-label { all | route-map route-map
}

例：

ステップ 6

• allキーワードを使用すると、すべ
ての IPv6プレフィックスにラベル
が割り当てられます。

switch(config-router-af)#
allocate-label all

• route-mapキーワードを使用する
と、特定のルートマップで、マッ

チする IPv6プレフィックスにラベ
ルが割り当てられます。route-map
には最大63文字の英数字文字列を
指定します。大文字と小文字は区

別されます。

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエ

neighbor ip-address

例：

ステップ 7

ントリを追加します。ip-address引数にswitch(config-router)# neighbor
209.165.201.1 は、ドット付き10進表記でネイバーの

IPアドレスを指定します。
switch(config-router-neighbor)#

IPv4または IPv6ユニキャスト SAFI
（SAFI-1）を介して、BGPネイバー

[no] advertise local-labeled-route

例：

ステップ 8

に、ローカルラベルを持つ IPv4またswitch(config-router-neighbor)#
advertise local-labeled-route は IPv6ルートをアドバタイズするかど

うかを示します。デフォルトは有効に

なっているため、BGPネイバーにアド
バタイズできます。

IPアドレスファミリタイプを指定し、
アドレスファミリコンフィギュレー

ションモードを開始します。

address-family { ipv4 | ipv6 } unicast |
multicast }

例：

ステップ 9

switch(config-router-vrf)#
address-family ipv6 unicast
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目的コマンドまたはアクション

IPv4または IPv6ユニキャスト SAFI
（SAFI-1）を介して、BGPネイバー

[no] advertise local-labeled-route

例：

ステップ 10

に、ローカルラベルを持つ IPv4またswitch(config-router-neighbor)#
advertise local-labeled-route は IPv6ルートをアドバタイズするかど

うかを示します。デフォルトは有効に

なっているため、BGPネイバーにアド
バタイズできます。

route-map label_routemap permit 10ステップ 11

例：

switch(config-router-vrf)# route-map
label_routemap permit 10

（任意）BGPの設定に関する情報を表
示します。

show running-config bgp

例：

ステップ 12

switch(config-router-af)# show
running-config bgp

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 13

MPLSレイヤ 3 VPNラベル割り当ての設定の確認
レイヤ 3 VPNラベル割り当ての設定を表示するには、次のいずれかの作業を行います。

表 7 : MPLSレイヤ 3 VPNラベル割り当ての設定の確認

目的コマンド

VRFでの BGPのレイヤ 3 VPN情報を表示し
ます。

show bgp l3vpn [ detail ] [vrf v rf-name ]

BGPのラベル情報を表示します。show bgp vpnv4 unicast labels [vrf v rf-name ]

ルートのラベル情報を表示します。show ip route [vrf v rf-name ]

MPLSレイヤ 3 VPNラベル割り当ての設定例
次に、IPv4 MPLSネットワークの VRF単位のラベル割り当てを設定する例を示します。
PE1
-----
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vrf context vpn1
rd 100:1
address-family ipv4 unicast
route-target export 200:1
router bgp 100
neighbor 10.1.1.2 remote-as 100
address-family vpnv4 unicast
send-community extended
update-source loopback10
vrf vpn1
address-family ipv4 unicast
label-allocation-mode per-vrf
neighbor 36.0.0.2 remote-as 300
address-family ipv4 unicast
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第 9 章

MPLSレイヤ 3 VPNロードバランシングの
設定

この章では、Cisco Nexus 9508スイッチでマルチプロトコルラベルスイッチング（MPLS）レ
イヤ 3仮想プライベートネットワーク（VPN）のロードバランシングを設定する方法につい
て説明します。

• MPLSレイヤ 3 VPNロードバランシングに関する情報（133ページ）
• MPLSレイヤ 3 VPNロードバランシングの前提条件（139ページ）
• MPLSレイヤ 3 VPNロードバランシングに関する注意事項と制限事項（139ページ）
• MPLSレイヤ 3 VPNロードバランシングのデフォルト設定（141ページ）
• MPLSレイヤ 3 VPNロードバランシングの設定（141ページ）
• MPLSレイヤ 3 VPNロードバランシングの設定例（145ページ）

MPLSレイヤ 3 VPNロードバランシングに関する情報
ロードバランシングは、個々のルーターに過度の負荷がかからないようにトラフィックを分散

します。IMPLSレイヤ 3ネットワークでは、ボーダーゲートウェイプロトコル（BGP）を使
用することにより、ロードバランシングを実現します。ルーティングテーブルに複数の iBGP
パスがインストールされている場合、ルートリフレクタは 1つのパス（ネクストホップ）だ
けをアドバタイズします。ルータがルートリフレクタの背後にある場合、マルチホームサイ

トに接続されているすべてのルートは、別のルート識別子が仮想ルーティングおよび転送イン

スタンス（VRF）ごとに設定されていない限り、アドバタイズされません。（ルートリフレク
タは学習したルートをネイバーに渡すことで、すべての iBGPピアをフルメッシュにしなくて
もすむようにします）。

iBGPロードバランシング
ローカルポリシーが設定されていない BGP対応ルーターが、同じ宛先の内部 BGP (iBGP)か
ら複数のネットワーク層到達可能性情報 (NLRI)を受信すると、ルーターは 1つの iBGPパスを
最適パスとして選択し、その IPルーティングテーブルに最適パスをインストールします。
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iBGPロードバランシングにより、BGP対応ルータは、宛先への最適パスとして複数の iBGP
パスを選択し、IPルーティングテーブルに複数の最適パスをインストールできます。

eBGPロードバランシング
ルータは、1つのプレフィックスに対し、ネイバー自律システムから 2つの同一 eBGPパスを
学習した場合、ルート IDが小さいパスを最良パスとして選択します。この最良パスが IPルー
ティングテーブルにインストールされます。eBGPロードバランシングをイネーブルにする
と、ネイバー自律システムから複数の eBGPパスを学習したときに、最良パスを 1つ選択する
のではなく、複数のパスを IPルーティングテーブルにインストールします。

パケットスイッチング中には、スイッチングモードに応じて、複数のパス間でパケット単位

または宛先単位のロードバランシングが実行されます。

Layer 3 VPNロードバランシング
eBGPおよび iBGPの両方に対するロードバランシング機能を使用すると、マルチホーム自律
システムおよびプロバイダーエッジ（PE）ルータで、外部 eBGP（eBGP）および iBGPマルチ
パスの両方にわたってトラフィックを配信するように設定できます。

レイヤ 3 VPNロードバランシングは、PEルーターとVPNで IPv4と IPv6をサポートします。

BGPは、許可される最大数のマルチパスまでインストールします。BGPは、最良パスアルゴ
リズムを使用して、最良パスとして 1つのパスを選択し、その最良パスをルーティング情報
ベース（RIB）に挿入し、最良パスを BGPピアにアドバタイズします。ルータは他のパスを
RIBに挿入できますが、1つのパスだけを最適なパスとして選択します。

レイヤ 3 VPNは、パケットごと、または送信元または宛先のペアごとにロードバランシング
を行います。ロードバランシングを有効にするには、eBGPパスと iBGPパスの両方をインポー
トする VPNルーティングおよび転送インスタンス（VRF）を含むレイヤ 3 VPNでルータを構
成します。VRFごとに個別にパスの数を設定できます。

次の図は、BGPを使用するMPLSプロバイダーネットワークを示しています。この図では、
2つのリモートネットワークが PE1と PE2に接続されており、どちらも VPNユニキャスト
iBGPピアリング用に設定されています。ネットワーク 2は、PE1および PE2に接続されてい
るマルチホームネットワークです。またネットワーク 2は、ネットワーク 1とのエクストラ
ネット VPNサービスが設定されています。ネットワーク 1とネットワーク 2は両方とも、PE
ルータを使用した eBGPピアリングが設定されています。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
134

MPLSレイヤ 3 VPNs

eBGPロードバランシング



図 6 : BGPを使用したプロバイダーMPLSネットワーク

PE1を設定して、iBGPパスと eBGPパスの両方をマルチパスとして選択し、これらのパスを
ネットワーク1のVPNルーティングおよび転送インスタンス（VRF）にインポートして、ロー
ドバランシングを実行できます。

トラフィックは次のように分散されます。

•ネットワーク 2から PE1および PE2に送信される IPトラフィックは、IPトラフィックと
して eBGPパスを経由して送信されます。

• PE1から PE2に送信される IPトラフィックは、MPLSトラフィックとして iBGPパスを介
して送信されます。

• eBGPパスを介して送信されるトラフィックは、IPトラフィックとして送信されます。

ネットワーク2からアドバタイズされているすべてのプレフィックスは、ルート識別子（RD）
21と RD22を経由し、PE1によって受信されます。

• RD21を経由するアドバタイズメントは IPパケットに伝送されます。

• RD22を経由するアドバタイズメントはMPLSパケットに伝送されます。

ルータは両方のパスを VRF1のマルチパスとして選択でき、これらのパスを VRF1 RIBにイン
ストールできます。

ルートリフレクタを使用したレイヤ 3 VPNロードバランシング

ルートリフレクタは、PEルータでのセッション数を減らし、レイヤ 3 VPNネットワークの拡
張性を向上させます。ルートリフレクタは、PEルータとピアリングするために、受信したす
べての VPNルートを保持します。異なる PEでは、異なるルートターゲットタグ付き VPNv4
およびVPNv6ルートが必要になる場合があります。ルートリフレクタはまた、VRF設定が変
更されたときに特定のルートターゲットのリフレッシュを PEに送信する必要がある場合があ
ります。すべてのルートを保存すると、ルートリフレクタのスケーラビリティ要件が増大しま

す。ルートリフレクタはルートターゲットコミュニティの定義済みのセットを持つルートだ

けを保持するように設定できます。

さまざまなVPNセットにサービスを提供するようにルートリフレクタを設定し、PEで設定さ
れた VRFにサービスを提供するすべてのルートリフレクタとピアリングするように PEを設
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定できます。PEが、まだルートを保持していないルートターゲットを使用して、新しい VRF
を設定すると、このPEはルートリフレクタに対してルート更新要求を発行し、関連するVPN
ルートを取得します。

下の図に、3つの PEルータと 1つのルートリフレクタを含むトポロジを示します。これらす
べてには、iBGPピアリングが設定されています。PE 2と PE 3はそれぞれ、PE 1への等プリ
ファレンス eBGPパスをアドバタイズします。デフォルトでは、ルートリフレクタは 1つのパ
スだけを選択し、PE 1にアドバタイズします。

ルートリフレクタは転送パスに存在する必要はありませんが、マルチホームの VPNサイトに
固有のルート識別子（RD）を設定する必要があります。

（注）

図 7 :ルートリフレクタを配置したトポロジ

PE1への等価プリファレンスパスのすべてがルートリフレクタを経由してアドバタイズされ
るためには、異なる RDを使用して各 VRFを設定する必要があります。ルートリフレクタに
よって受信されたプレフィックスは別々に認識され、PE 1にアドバタイズされます。

レイヤ 2ロードバランシングの併用

レイヤ 2 VPNで必要とされるロードバランシング方式は、レイヤ 3 VPNで使用される方式と
は異なります。レイヤ 3VPNおよびレイヤ 2VPNの転送は、2つの異なるタイプの隣接関係を
使用して個別に実行されます。レイヤ 2 VPNで別のロードバランシング方式を使用しても、
転送は影響を受けません。

レイヤ 2 VPNの場合、入力 PEではロードバランシングがサポートされません。（注）

BGP VPNv4マルチパス
BGP VPNv4マルチパス機能は、自律システムボーダールーター（ASBR）からマルチプロト
コルラベルスイッチング（MPLS）クラウドネットワーク内のプロバイダーエッジ（PE）デ
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バイスに向かって流れるトラフィックの等コストマルチパス（ECMP）を実現するのに役立ち
ます。プレフィックスとMPLSラベルの数が少なくなります。この機能は、eBGPパスと iBGP
パスの両方にマルチパスの最大数を設定します。この機能は、MPLSトポロジの PEデバイス
およびルートリフレクタで設定できます。

デュアルホームのカスタマーエッジ (CE)デバイスが 2つの PEデバイスに接続されており、
ASBR-2から CEデバイスへのトラフィックフローで両方の PEデバイスを利用する必要があ
るシナリオを考えてみます。

現在、次の図に示すように、各PEの仮想ルーティングおよび転送（VRF）機能は、個別のルー
ト識別子（RD）を使用して構成されています。CEデバイスは、BGPIPv4プレフィックスを生
成します。PEデバイスは 2つの個別の RDで構成され、CEデバイスによって送信される BGP
IPv4プレフィックスに対して 2つの異なる VPN-IPv4プレフィックスを生成します。ASBR-1
は両方の VPN-IPv4プレフィックスを受信し、ルーティングテーブルに追加します。ASBR-1
は、Inter-ASオプション Bラベル、Inlabel L1および Inlabel L2を両方の VPNルートに割り当
て、両方のVPNルートをASBR-2にアドバタイズします。両方の PEデバイスを使用してトラ
フィックフローを維持するには、ASBR-1で 2つの Inter-ASオプション Bラベルと 2つのプレ
フィックスを利用する必要があります。これにより、サポートできるスケールは制限されま

す。

図 8 :個別のルート識別子を使用して構成された各 PEでの仮想ルーティングおよび転送（VRF）

図 22-4に示すように、BGP VPNマルチパス機能を使用すると、両方の PEデバイスの VRFが
同じRDを使用できるようになります。このようなシナリオでは、ASBR-1は両方のPEデバイ
スから同じプレフィックスを受信します。ASBR-1は、受信したプレフィックスに1つの Inter-AS
オプション Bラベル、Inlabel L1のみを割り当て、VPNルートを ASBR-2にアドバタイズしま
す。この場合、両方の PEデバイスを使用するトラフィックフローが ASBR-1の 1つのプレ
フィックスとラベルだけで確立されるため、スケール性が強化されます。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
137

MPLSレイヤ 3 VPNs

BGP VPNv4マルチパス



図 9 :両方の PEデバイスで VRFが同じ RDを使用できるようにする

BGPコストコミュニティ
BGPコストコミュニティは非推移的な拡張コミュニティ属性で、iBGPおよびコンフェデレー
ションピアには渡されますが、eBGPピアには渡されません。（コンフェデレーションは、同
じ自律システム番号を使用して外部ネットワークと通信する、iBGPピアからなるグループで
す）。BGPコストコミュニティ属性には、コストコミュニティ IDとコスト値が含まれます。
BGPコストコミュニティ属性を設定することにより、ローカルの自律システムまたはコンフェ
デレーションにおける BGPベストパス選択プロセスをカスタマイズできます。コミュニティ
IDとコスト値を使用して、ルートマップにコストコミュニティ属性を設定します。BGPは、
コミュニティ IDが最小のパスを優先します。コミュニティ IDが同一の場合には、BGPコス
トコミュニティ属性のコスト値が最小のパスを優先します。

同一の宛先に向かう複数のパスが使用可能な場合、BGPはベストパス選択プロセスを使用し
て、どのパスがベストであるかを決定します。複数の等コストパスが使用可能な場合、ユー

ザーは、特定のパスが優先されるよう設定することができます。

iBGPのアドミニストレーティブディスタンスは、ほとんどの内部ゲートウェイプロトコル
（IGP）のディスタンスよりも悪いため、ユニキャストルーティング情報ベース（RIB）は、
プロトコルまたはルートの通常のディスタンスまたはメトリック比較を使用する前に、同じ

BGPコストコミュニティ比較アルゴリズムを適用する場合があります。。iBGPを介して学習
された VPNルートは、ローカルで学習された IGPルートよりも優先されます。

コスト拡張コミュニティリンク属性は、拡張コミュニティ交換が有効な場合、iBGPピアに伝
播します。

BGPコストコミュニティによるベストパス選択プロセスへの影響

BGPベストパス選択プロセスは、挿入ポイント（POI）においてコストコミュニティ属性の
影響を受けます。POIは内部ゲートウェイプロトコル（IGP）メトリック比較に準拠します。
同一の宛先に向かう複数のパスを受信したとき、BGPはベストパス選択プロセスを使用して、
いずれのパスがベストパスであるかを決定します。ベストパスは BGPにより自動的に決定さ
れ、ルーティングテーブルにインストールされます。複数の等コストパスが使用可能な場合、

POIで個別のパスにプリファレンスを割り当てることができます。ローカルのベストパス選択
で POIが有効でない場合は、コストコミュニティ属性は暗黙的に無視されます。
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コストコミュニティ属性を使用して、同一の POIに対し複数のパスを設定できます。最も低
いコストコミュニティ IDを持つパスが最優先で検討されます。特定の POIに対するすべての
コストコミュニティパスは、最も低いコストコミュニティ IDを持つパスから考慮されて行
きます。コストコミュニティを持たないパス（POIでコミュニティ IDが評価されるもの）に
は、デフォルトのコミュニティコスト値が割り当てられます。

POIでコストコミュニティ属性を適用することで、ローカルの自律システムまたはコンフェデ
レーションにおける任意の部分にあるピアを起点とするか、このピアで学習したパスに、値を

割り当てることができるようになります。ルータは、コストコミュニティを、最適パス選択プ

ロセス中の「タイブレーカー」として使用できます。同一の自律システムまたはコンフェデ

レーション内部の個別の等コストパスに対し、コストコミュニティのインスタンスを複数設

定できます。たとえば、複数の等コスト出口ポイントを持つネットワーク内の特定の出口パス

に低コストのコミュニティ値を適用することができます。BGP最良パス選択プロセスでは、そ
の特定の出口パスを優先します。

コストコミュニティおよび EIGRP PE-CEとバックドアリンク

バックドアリンクが最初に学習された場合、BGPは拡張内部ゲートウェイプロトコル（EIGRP）
レイヤ3VPNトポロジのバックドアリンクを優先します。バックドアリンクまたはルートは、
遠隔地とメインサイト間のレイヤ 3 VPNの外で設定される接続です。

BGPコストコミュニティの「準最適パス」挿入ポイント（POI）は、VPNおよびバックドア
リンクが混在する EIGRPレイヤ 3 VPNネットワークトポロジをサポートします。この POIは
BGPに再配布される EIGRPルートに自動的に適用されます。準最適パス POIは、EIGRPの
ルートタイプおよびメトリックを伝送します。この POIは、BGPがその他のあらゆる比較ス
テップの前にこの POIを考慮するように設定することで、ベストパス計算プロセスに影響を
及ぼします。

MPLSレイヤ 3 VPNロードバランシングの前提条件
MPLSレイヤ 3 VPNロードバランシングには、次の前提条件があります。

• MPLSと L3VPN機能をイネーブルにする必要があります。

• MPLSの正しいライセンスをインストールする必要があります。

MPLSレイヤ 3 VPNロードバランシングに関する注意事
項と制限事項

MPLSレイヤ 3 VPNロードバランシング設定時の注意事項と制限事項は次のとおりです。

• MPLSレイヤ 3 VPNロードバランシングは、N9K-X9636C-R、N9K-X9636C-RX、および
N9K-X9636Q-Rラインカードを搭載した Cisco Nexus 9508プラットフォームスイッチで
設定できます。
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• Cisco NX-OSリリース 9.3(3)以降、Cisco Nexus 9364C-GX、Cisco Nexus 9316D-GX、およ
び Cisco Nexus 93600CD-GXスイッチでは、MPLSレイヤ 3 VPNロードバランシングを設
定できます。

• Cisco NX-OSリリース 10.4(1)F以降では、ポートチャネルロードバランシングでスイッ
チのmplsロードバランシングを構成できます。この機能は、CiscoNexus 9300 -EX/FX/FX2/
FX3/GX/GX2 TORおよび EORプラットフォームスイッチでサポートされます。構成に関
する詳細については、『Cisco Nexus 9000シリーズ NX-OSインターフェイス構成ガイド』
を参照してください。

• Cisco Nexus 9348GC-FX3PHスイッチには、ポート 41〜 48が全二重であることによる機
能制限があります。

• Cisco Nexus C93108TC-FX3スイッチには、ポート 41〜 48が半二重であることによる機能
制限があります。

•ルータがルートリフレクタの背後にあり、マルチホームサイトに接続されている場合、
VRFごとに異なるRDを持つ別個のVRFが設定されない限り、アドバタイズされません。

•複数の iBGPパスがある BGPプレフィックス用の各 IPルーティングテーブルエントリ
は、追加メモリを使用します。ルータの使用可能なメモリ量が小さい場合や、ルータがフ

ルインターネットルーティングテーブルを伝送している場合は、この機能の使用はお勧

めしません。

•バックドアリンクが存在し、EIGRPが PE-CEルーティングプロトコルである場合は、
BGPコストコミュニティを無視しないでください。

• N9K-X9636Q-Rおよび N9K-X9636C-Rラインカードを搭載した Cisco Nexus 9508プラット
フォームスイッチでは最大16KのVPNプレフィックスがサポートされ、N9K-X9636C-RX
ラインカードを搭載した Cisco Nexus 9508プラットフォームスイッチでは最大 470Kの
VPNプレフィックスがサポートされます。

• 4K VRFがサポートされます。

• Cisco NX-OSリリース 10.1(1)以降、Cisco Nexus 9300-FX2、9300-GX、9300-GX2プラット
フォームスイッチでは、mpls ip転送が有効になっているインターフェイスでパケットが
受信された場合の dot1qタグの追加または削除はサポートされていません。以前のリリー
スで、CLI feature mpls segment-routingが有効になっている場合、またはmpls load-sharing
[ label-only | [ label-ip]が設定されている場合、dot1qタグの追加または削除はサポートさ
れていません。

• Cisco Nexus 9300-EX、9300-FX、9300-EX-LC、9300-FX-LC、N9K-C9508-FM-E2、および
N9K-C9516-FM-E2プラットフォームスイッチでは、CLI feature mpls segment-routingが
有効の場合、またはmpls load-sharing [ label-only | [ label-ip]が設定されている場合、dot1q
タグの追加または削除はサポートされません。

• Cisco Nexus 9300-EXおよび 9300-EX-LCプラットフォームスイッチでは、mplsラベルま
たは SRC/DST-IPに基づくポートチャネルおよび ecmpロードシェアリングは、CLI mpls
load-sharing label-ipが設定されている場合でも機能しません。ただし、label-onlyは機能
します。
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• VXLAN BUMトラフィックは、mplsロードバランシングが有効になっている純粋な L2
スイッチを通過してはなりません（mpls load-sharing [ label-only | [ label-ip]）。

MPLSレイヤ 3 VPNロードバランシングのデフォルト設
定

次の表に、MPLSレイヤ3VPNロードバランシングパラメータのデフォルト設定を示します。

表 8 :デフォルトのMPLSレイヤ 3 VPNロードバランシングパラメータ

デフォルトパラメータ

無効レイヤ 3 VPN機能

128BGPコストコミュニティ ID

2147483647BGPコストコミュニティコスト

1最大マルチパス

無効化BGP VPNv4マルチパス

MPLSレイヤ 3 VPNロードバランシングの設定

eBGPおよび iBGPの BGPロードバランシングの設定
eBGPネットワークまたは iBGPネットワークのレイヤ 3 VPNロードバランシングを設定でき
ます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls
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目的コマンドまたはアクション

MPLSレイヤ 3 VPN機能をイネーブル
にします。

feature mpls l3vpn

例：

ステップ 3

switch(config)# feature mpls l3vpn

BGP機能をイネーブルにします。feature bgp

例：

ステップ 4

switch(config)# feature bgp

switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as - number

例：

switch(config)# router bgp 1.1

switch(config-router)#

ステップ 5

as-number引数は、ルータを他の BGP
ルータに対して識別し、転送するルー

ティング情報にタグを設定する自律シ

ステムの番号を示します。AS番号は
16ビット整数または 32ビット整数に
できます。上位 16ビット 10進数と下
位 16ビット 10進数による xx.xxとい
う形式です。

（オプション）BGPベストパス計算の
コストコミュニティを無視します。

bestpath cost-community ignore
remote-as as-number

例：

ステップ 6

switch(config-router)# bestpath
cost-community ignore#

IPルーティングセッションを設定する
ために、アドレスファミリコンフィ

ギュレーションモードに入ります。

address-family { ipv4 | ipv6 } unicast

例：

switch(config-router)# address-family
ipv4 unicast

ステップ 7

switch(config-router-af)#

許可されるマルチパスの最大数を設定

します。ibgpキーワードを使用して、
maximum-paths [ bgp ] number-of-paths

例：

ステップ 8

iBGPロードバランシングを設定しま
す。指定できる範囲は 1～ 16です。

switch(config-router-af)#
maximum-paths 4

（任意）BGPの実行コンフィギュレー
ションを表示します。

show running-config bgp

例：

ステップ 9

switch(config-router-vrf-neighbor-af)#
show running-config bgp
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目的コマンドまたはアクション

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 10

BGPv4マルチパスの設定

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能をイネーブルにします。feature bgp

例：

ステップ 2

switch(config)# feature bgp

ルータに割り当てる自律システム（AS）
番号を入力し、ルータ BGPコンフィ
ギュレーションモードを開始します。

router bgp as - number

例：

switch(config)# router bgp 2

switch(config-router)#

ステップ 3

アドレスファミリコンフィギュレー

ションモードを開始して、標準 VPNv4
address-family vpnv4 unicast

例：

ステップ 4

アドレスプレフィックスを使用する、switch(config-router)# address-family
vpnv4 unicast BGPなどのルーティングセッションを

設定します。
switch(config-router-af)#

eBGPパスと iBGPパスの両方のための
BGP VPNv4マルチパスの最大数を指定

maximum-paths eibgp parallel-paths

例：

ステップ 5

します。指定できる範囲は 1～ 32で
す。

switch(config-router-af)# maximum-paths
eibgp 3

MPLS ECMP負荷共有の設定
Cisco NX-OSリリース 9.3(1)以降、ラベルに基づいてMPLS ECMP負荷共有を設定できます。
この機能は、CiscoNexus 9200、CiscoNexus 9300-EX、CiscoNexus 9300-FX、およびCiscoNexus

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
143

MPLSレイヤ 3 VPNs

BGPv4マルチパスの設定



N9K-X9700-FXラインカードを搭載した Cisco Nexus 9500プラットフォームスイッチでサポー
トされています。

CiscoNX-OSリリース 9.3(3)以降、この機能はCiscoNexus 9364C-GX、CiscoNexus 9316D-GX、
および Cisco Nexus 93600CD-GXスイッチでサポートされています。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls

mplsラベルに基づいて負荷共有を設定
します。label-onlyオプションはラベル

mpls load-sharing [ label-only | [ label-ip]

例：

ステップ 3

に基づいて負荷共有を設定し、label-ipswitch(config)# mpls load-sharing
label-only オプションはラベルと IPアドレスに基

づいて負荷共有を設定します。switch(config)# mpls load-sharing
label-ip

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch(config)# copy running-config
startup-config

ステップ 4

MPLS ECMP負荷共有の確認
ECMP負荷共有の設定を表示するには、次のいずれかの作業を行います。

表 9 : MPLS ECMP負荷共有設定の確認

目的コマンド

mplsハッシュに使用されるラベルの数と、ハッ
シュに使用される IPフィールドを表示しま
す。

show mpls load-sharing
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MPLSレイヤ 3 VPNロードバランシングの設定例

例：MPLSレイヤ 3 VPNロードバランシング
次に、iBGPロードバランシングを設定する例を示します。
configure terminal
feature-set mpls
feature mpls l3vpn
feature bgp
router bgp 1.1
bestpath cost-community ignore
address-family ipv6 unicast
maximum-paths ibgp 4

例：BGP VPNv4マルチパス
次の例は、最大 3つの BGP VPNv4マルチパスを設定する方法を示しています。
configure terminal
router bgp 100
address-family vpnv4 unicast
maximum-paths eibgp 3

例：MPLSレイヤ 3 VPNコストコミュニティ
次の例は、BGPコストコミュニティを設定する方法を示しています。
configure terminal
feature-set mpls
feature mpls l3vpn
feature bgp
route-map CostMap permit
set extcommunity cost 1 100
router bgp 1.1
router-id 192.0.2.255
neighbor 192.0.2.1 remote-as 1.1
address-family vpnv4 unicast
send-community extended
route-map CostMap in
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第 10 章

概要

•セグメントルーティングについて（149ページ）
•セグメントルーティングの注意事項と制限事項（151ページ）

セグメントルーティングについて
セグメントルーティングは、ソースルーティングと同様に、パケットがたどるパスをパケッ

ト自体にエンコードする手法です。ノードは、制御された一連の命令（セグメント）によって

パケットをステアリングするために、パケットの前にセグメントルーティングヘッダーを付

加する各セグメントを識別するセグメント ID（SID）は、フラットな 32ビットの符号なし整
数からなる

セグメントのサブクラスであるボーダーゲートウェイプロトコル（BGP）セグメントは、BGP
転送命令を識別します。BGPセグメントには、プレフィックスセグメントと隣接セグメント
の 2つのグループがあります。プレフィックスセグメントは、利用可能なすべての等コスト
マルチパス（ECMP）パスを使用して、宛先への最短パスを通るようパケットを誘導します。

隣接セグメントは、パケットをネイバーへの特定のリンクに誘導します。

セグメントルーティングアーキテクチャは、MPLSデータプレーンに直接適用される

セグメントルーティングアプリケーションモジュール

セグメントルーティングアプリケーション（SR-APP）モジュールは、セグメントルーティン
グ機能を構成するために使用されます。セグメントルーティングアプリケーション（SR-APP）
は、セグメントルーティングに関連するすべてのCLIを処理する独立した内部プロセスです。
SRGB範囲を予約し、それについてクライアントに通知する役割を担います。また、プレフィッ
クスから SIDへのマッピングの維持も担当します。SR-APPサポートは、BGP、IS-IS、および
OSPFプロトコルでも利用できます。

SR-APPモジュールは、以下の情報を保持します。

•セグメントルーティングの動作状態

•セグメントルーティングのグローバルブロック範囲
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•プレフィックス SIDマッピング

詳細については、「セグメントルーティングの設定（157ページ）」を参照してください。

MPLSの NetFlow
NetFlowは入力 IPパケットについてパケットフローを識別し、これらのパケットフローに基
づいて統計情報を提供します。NetFlowのためにパケットやネットワーキングデバイスを変更
する必要はありません。フロー用に NetFlowが収集したデータをエクスポートするには、フ
ローエクスポータを使用し、このデータを Cisco Stealthwatchなどのリモート NetFlowコレク
タにエクスポートします。Cisco NX-OSは、NetFlowエクスポート用のユーザデータグラムプ
ロトコル（UDP）データグラムの一部としてフローをエクスポートします。フロー用にNetFlow
が収集したデータをエクスポートするには、フローエクスポータを使用し、このデータをCisco
StealthwatchなどのリモートNetFlowコレクタにエクスポートします。CiscoNX-OSは、NetFlow
エクスポート用のユーザデータグラムプロトコル（UDP）データグラムの一部としてフロー
をエクスポートします。

Cisco NX-OSリリース 9.3(1)以降、セグメントルーティング上の NetFlow Collectorは、Cisco
Nexus 9300-EX、9300-FX、9300-FX2、9500-EX、および9500-FXプラットフォームスイッチで
サポートされます。

Cisco NX-OSリリース 9.3(5)以降、セグメントルーティング上の NetFlow Collectorは、Cisco
Nexus 9300-FX3プラットフォームスイッチでサポートされます。

Netflowは Cisco Nexus 9300-GXプラットフォームスイッチではサポートされません。

NetFlow Collectorは、シングルおよびダブルMPLSラベルの両方をサポートします。エクス
ポータの宛先設定のデフォルトおよび非デフォルトVRFの両方がサポートされます。NetFlow
は、MPLSデータパスをサポートしていません。

セグメントルーティングは単一のラベルをサポートしないため、BGPネイバーでaddress-family
ipv4labeled-unicastコマンドを設定し、bgp設定で allocate-labelコマンドを設定する必要があ
ります。

sFlowコレクタ
サンプリングされた Flow（sFlow）を使用すると、スイッチやルータを含むデータネットワー
ク内のリアルタイムトラフィックをモニターできます。sFlowでは、トラフィックをモニタす
るためにスイッチとルータ上の sFlowエージェントソフトウェアでサンプリングメカニズム
を使用して、サンプルデータを中央のデータコレクタに転送します。

Cisco NX-OSリリース 9.3(1)以降、セグメントルーティング上の sFlowコレクタはCisco Nexus
9300-EX、9300-FX、9300-FX2、9500-EX、および9500-FXプラットフォームスイッチでサポー
トされます。

Cisco NX-OSリリース 9.3(5)以降、セグメントルーティング上の sFlowコレクタはCisco Nexus
9300-FX3プラットフォームスイッチでサポートされます。
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sFlowは Cisco Nexus 9364C-GX、Cisco Nexus 9316D-GX、および Cisco Nexus 93600CD-GXス
イッチではサポートされていません。

sFlow設定の詳細については、「sFlowの設定」のセクションを参照してください。『Cisco

Nexus 9000シリーズ NX-OSシステム管理設定ガイド、リリース 9.3(x)』に掲載されています。

セグメントルーティングの注意事項と制限事項
セグメントルーティングに関する注意事項および制約事項は、次のとおりです。

• MPLSセグメントルーティングは、FEXモジュールではサポートされていません。

• Cisco NX-OSリリース 9.3(1)以降、segment-routing mplsコマンドは segment-routingに変
更されました。

• -Rシリーズラインカードを搭載した Cisco Nexus 9504および 9508プラットフォームス
イッチでMPLSセグメントルーティングを有効にすると、BFDセッションがダウンした
り、戻ったりする場合があります。BGPピアリングも、BFDで構成されている場合、ダ
ウンしてからアップします。BGPセッションがダウンすると、ハードウェアからルートが
取り消されます。これにより、BGPセッションが再確立されてルートが再インストールさ
れるまで、パケット損失が発生します。ただし、いったん BFDが起動すると、追加のフ
ラップは発生しません。

•セグメントルーティングは、IGP (OSPFなど)の下で、または BGPでの AFラベル付きユ
ニキャストによって実行できます。

•セグメントルーティングは、CiscoNexus 9300-FXプラットフォームスイッチおよびCisco
Nexus N9K-X9736C-FXラインカードでサポートされています。

•セグメントルーティングと SR-EVPNは、Cisco Nexus C31108PC-V、C31108TC-V、および
C3132Q-Vスイッチでサポートされています。

• Cisco NX-OSリリース 9.3(3)以降、Cisco Nexus 9300-GXプラットフォームスイッチ上で
はレイヤ 3 VPNを設定できます。

• Cisco NX-OSリリース 9.3(3)以降、セグメントルーティングと SR-EVPNは Cisco Nexus
9364C-GX、Cisco Nexus 9316D-GX、および Cisco Nexus 93600CD-GXプラットフォームス
イッチでサポートされています。

• Cisco NX-OSリリース 9.3(3)以降、隣接関係 SIDと OSPFは Cisco Nexus 9364C-GX、Cisco
Nexus 9316D-GX、および Cisco Nexus 93600CD-GXプラットフォームスイッチでサポート
されています。

• Cisco NX-OSリリース 9.3(3)以降、OSPFでのセグメントルーティング、IS-ISアンダーレ
イ、およびBGPラベル付きユニキャストはCiscoNexus 9364C-GX、CiscoNexus 9316D-GX、
および Cisco Nexus 93600CD-GXプラットフォームスイッチでサポートされています。

• BGPは、next-hop-selfが有効な場合にのみ、iBGPルートリフレクタクライアントにSRGB
ラベルを割り当てます（たとえば、プレフィックスは、RR上のローカル IP/IPv6アドレス
の 1つであるネクストホップでアドバタイズされます）。RRで next-hop-selfを設定する
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と、影響を受けるルートのネクストホップが変更されます（ルートマップフィルタリン

グの対象）。

• Cisco Nexus 9300-EXおよび 9300-FXプラットフォームスイッチのMPLS機能では、無停
止の ISSUはサポートされていません。

•スタティックMPLS、MPLSセグメントルーティング、およびMPLSストリッピングを同
時に有効にすることはできません。

• Cisco NX-OSリリース 9.3(5)以降、MPLSストリッピングは Cisco Nexus 9300-GXプラット
フォームスイッチでサポートされます。以下の注意事項が当てはまります。

• MPLSストリップ機能を動作させるには、スイッチのリロード後に、mpls stripおよ
び hardware acl tap-aggコマンドを設定する必要があります。

• Cisco Nexus 9300-GXプラットフォームスイッチでMPLSストリップが有効になって
いる場合、ACLログプロセスは表示されません。

• dot1q VLANを使用したMPLSストリップはサポートされていません。

•すべての二重 VLANタグについて、2番目の VLAN範囲は 2～ 510である必要があ
ります。

• dot1qを使用したMPLSストリップはサポートされていません。

• PACLリダイレクトをサポートするには、入力タップインターフェイスで mode
tap-aggregationコマンドを実行する必要があります。

•スタティックMPLS、MPLSセグメントルーティング、およびMPLSストリッピングは相
互に排他的であるため、マルチホップ BGPの唯一のセグメントルーティングアンダーレ
イはシングルホップ BGPです。 eBGPをオーバーレイとして実行する iBGPマルチホップ
トポロジはサポートされていません。

•特定のインターフェイスへの転送がその後に続くMPLSポップはサポートされていませ
ん。最後から 2番目のホップポップ（PHP）は、コントロールプレーンが IPv4黙示的
NULLラベルをインストールした場合でも、ラベル FIB (LFIB)のアウトラベルとして明
示的 NULLラベルをインストールすれば回避できます。

• BGPラベル付きユニキャストおよびBGPセグメントルーティングは、IPv6プレフィック
スではサポートされていません。

• BGPラベル付きユニキャストおよびBGPセグメントルーティングは、トンネルインター
フェイス（GREおよびVXLANを含む）またはvPCアクセスインターフェイスではサポー
トされていません。

• MTUパスディスカバリ（RFC 2923）は、MPLSラベルスイッチドパス（LSP）またはセ
グメントルーテッドパスではサポートされていません。

• Cisco Nexus 9200シリーズスイッチの場合、レイヤ 3またはMPLS隣接の隣接統計は維持
されません。
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• Cisco Nexus 9500シリーズスイッチの場合、MPLS LSPおよびセグメントルーテッドパス
は、サブインターフェイス（ポートチャネルまたは通常のレイヤ3ポートのいずれか）で
はサポートされていません。

• Cisco Nexus 9500プラットフォームスイッチの場合、セグメントルーティングは非階層
ルーティングモードでのみサポートされます。

• BGP設定コマンドの neighbor-down fib-accelerateおよび suppress-fib-pendingは、MPLS
プレフィックスではサポートされていません。

• RFC 2973およびRFC 3270で定義されている統一モデルはサポートされていません。した
がって、IP DSCPビットはインポーズされたMPLSヘッダーにコピーされません。

•ラベルを利用した BGPなど、プロトコルを設定する前にセグメントルーティンググロー
バルブロック（SRGB）が構成されていることを確認する必要があります。割り当ての問
題を防ぎ、既存のラベル割り当ての影響を受けずにSRGBが正しく初期化されるようにす
るには、この構成順序に従う必要があります。

•セグメントルーティンググローバルブロック（SRGB）を再構成すると、BGPプロセス
が自動的に再起動され、既存の URIBおよび ULIBエントリが更新されます。トラフィッ
クの損失は数秒間発生するため、本番環境で SRGBを再構成しないでください。

•セグメントルーティンググローバルブロック（SRGB）が範囲に設定されているが、ルー
トマップラベルインデックスデルタ値が設定された範囲外にある場合、割り当てられた

ラベルは動的に生成されます。たとえば、ルートマップのラベルインデックスが 9000に
設定されているときに SRGBが 16000～ 23999の範囲に設定されている場合、ラベルは動
的に割り当てられます。

•ネットワークの拡張性のため、トップオブラック（ToR）または境界リーフスイッチから
接続されているプレフィクスをアドバタイズするマルチホップ BGPとともに階層型ルー
ティング設計を使用することを推奨します。

• BGPセッションは、MPLS LSPまたはセグメントルーテッドパスではサポートされてい
ません。

•レイヤ 3転送整合性チェッカーは、MPLSルートではサポートされていません。

• Cisco Nexus 9000シリーズスイッチのオンデマンドネクストホップを使用して、セグメ
ントルーティングトラフィックエンジニアリングを設定できます。

•セグメントルーティングのレイヤ 3 VPNおよびレイヤ 3 EVPNステッチングは、Cisco
Nexus 9000シリーズスイッチでサポートされています。

• Cisco NX-OSリリース 9.3(3)以降、セグメントルーティング用のレイヤ 3 VPNおよびレイ
ヤ 3 EVPNステッチングは、9300-GXプラットフォームスイッチでサポートされていま
す。

• OSPFv2は、Cisco Nexus 9000シリーズスイッチのセグメントルーティングの IGPコント
ロールプレーンとして設定できます。
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•セグメントルーティングのレイヤ 3 VPNおよびレイヤ 3 EVPNステッチングは、-EXライ
ンカードを備えた Cisco Nexus 9364C、9200、9300-EX、および 9500プラットフォームス
イッチではサポートされていません。

• OSPFセグメントルーティングコマンドおよびオンデマンドネクストホップを使用した
セグメントルーティングトラフィックエンジニアリングは、Cisco Nexus 9364Cスイッチ
ではサポートされていません。

•セグメントルーティングは、Cisco Nexus 9300-FX2および 9300-FX3プラットフォームス
イッチでサポートされています。

•セグメントルーティングのためのレイヤ3VPNおよびレイヤ3EVPNステッチング、OSPF
セグメントルーティングコマンド、およびオンデマンドネクストホップを使用したセグ

メントルーティングトラフィックエンジニアリングは、Cisco Nexus 9364Cスイッチでサ
ポートされています。

•セグメントルーティングを介したレイヤ3VPNは、CiscoNexus 3100、3200、9200、9300、
9300-EX/FX/FX2/FX3プラットフォームスイッチ、および EX\FXと Rラインカードを搭
載した Cisco Nexus 9500プラットフォームスイッチでサポートされています。

•セグメントルーティング設定を削除すると、MPLSおよびトラフィックエンジニアリン
グ設定を含む、関連するすべてのセグメントルーティング設定が削除されます。

•ブート変数を設定してスイッチをリロードすることによって、CiscoNexusデバイスをCisco
NX-OSリリース 9.3(1)から以前の NX-OSリリースにダウングレードすると、セグメント
ルーティングMPLSの以前の設定がすべて失われます。

• Cisco NX-OSリリース 9.3(1)から ISSDを実行する前に、セグメントルーティング設定を
無効にする必要があります。そうしないと、既存のセグメントルーティング構成が失われ

ます。

•セグメントルーティングMPLS隣接統計は、出力ラベルスタックと中間ノードのネクス
トホップに基づいて収集されます。ただし、PHPモードでは、同じスタックがすべての
FECで共有されるため、統計はすべての隣接で表示されます。

•スイッチでセグメントルーティングが有効になっている場合、dot1Qタグ付きMPLSパ
ケットの Q-in-Qタギングはサポートされておらず、パケットは外部タグのみで出力され
ます。

例：VLAN 100を使用する、アクセス dot1qトンネルモードの入力ポートについて考えま
す。着信MPLSトラフィックには、200の dot1Qタグがあります。通常、トラフィックは
外部タグ100、内部タグ200 (着信パケットのタグと同じ)で送信されます。ただし、パケッ
トは外部タグ付きで送信され、内部タグは失われます。

•着信MPLSパケットにタグが付いておらず、入力ポートがアクセスVLANモードの場合、
セグメントルーティングが有効になっていれば、パケットはタグなしで出力されます。

• BGP、OSPF、および IS-ISアンダーレイを同時に使用してセグメントルーティングを構成
しないことをお勧めします。
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• Cisco NX-OSリリース 10.2(1q)F以降、SR-MPLSは N9K-C9332D-GX2Bプラットフォーム
スイッチでサポートされます。ただし、SR PBRおよびMPLSストリップ dot1q機能は、
GX2スイッチではまだサポートされていません。

• Cisco NX-OSリリース 10.4(1)F以降、SR-MPLSは N9K-C9332D-H2Rプラットフォームス
イッチでサポートされます。

• Cisco NX-OSリリース 10.4(2)F以降、SR-MPLSは N9K-C93400LD-H1プラットフォーム
スイッチでサポートされます。

• Cisco NX-OSリリース 10.4(3)F以降、SR- MPLSアンダーシャーシを使用したセグメント
ルーティングレイヤ 3 VPN機能は、X98900CD-Aおよび X9836DM-Aラインカードを搭
載したCisco Nexus 9800シリーズモジュラシャーシ（N9K-C9808、N9K-C9804）でサポー
トされます。ガイドラインと制約事項

•シャーシは、SR- MPLSファブリックのリーフまたはスパインスイッチとして配置で
きます。

• SR-MPLSアンダーレイは、BGP-LU、OSPF、および ISISアンダーレイプロトコルで
サポートされています。

• SR- MPLSアンダーレイを介した L3VPNおよび L3 EVPNオーバーレイは、eBGPを
使用してサポートされます。

•実装は、ノード SID、プレフィックス SID、および隣接 SIDをサポートします。

• SR- MPLS機能は、L3物理、L3サブインターフェイス、L3ポートチャネル（PO）、
および L3 POサブインターフェイスタイプでサポートされます。

•階層型 ECMP（レベル 1およびレベル 2）は、SR- MPLSパスでサポートされていま
す。

• MPLS TTL伝達は均一モードで動作します。

• DSCP-EXPの処理はカプセル化中は均一で、カプセル化解除中にはパイプ（試験的）
です。

• VRF VPNラベル単位のカプセル化がサポートされています。

• SR-MPLSトラフィックのデフォルトのロードシェアリングは、ラベル + IP（最大 5
タプル）に基づいています。

• MPLS Decap統計情報は、VPNラベル終端でサポートされています。

• SR-MPLSでは、スイッチド仮想インターフェイス（SVI）はサポートされていませ
ん。

• Cisco NX-OSリリース 10.6(1)F以降、SR- MPLSアンダーレイを使用したセグメントルー
ティングレイヤ 3 VPN機能は、Cisco Nexus N9336C-SE1プラットフォームスイッチでサ
ポートされます。CiscoNexusN9336C-SE1プラットフォームスイッチは、CiscoNexus 9800
シリーズモジュラシャーシ（N9K-C9808、N9K-C9804）と同じコア SR- MPLS機能と制
限をサポートしますが、次の点で異なります。
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• SVI（スイッチ仮想インターフェイス）は、MPLSインターフェイスタイプとしてサ
ポートされています。

• CiscoNX-OSリリース10.6(1)F以降、MPLSVPNDecap統計情報は、CiscoNexusN9K-C9808、
N9K-C9804、および N9336C-SE1プラットフォームスイッチのSR- MPLSでサポートされ
ますが、次の制限があります。

• SVIインターフェイスで受信されるMPLSパケットの場合、MPLS Decap統計情報は
サポートされません。
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第 11 章

セグメントルーティングの設定

この章では、セグメントルーティングの設定方法について説明します。

•セグメントルーティングの設定（157ページ）

セグメントルーティングの設定

セグメントルーティングの設定

始める前に

セグメントルーティングを設定する前に、以下の条件を満たしていることを確認してくださ

い。

• segment-routingコマンドを構成する前に、install feature-set mpls、feature-set mplsおよび
feature mpls segment-routingコマンドが存在している必要があります。

•グローバルブロックが構成されている場合、指定された範囲が使用されます。それ以外の
場合は、デフォルトの 16000～ 23999の範囲が使用されます。

• BGPは、set label-index<value>構成と新しいconnected-prefix-sid-map CLIの両方を使用す
るようになりました。競合が発生した場合は、SR-APPの構成が優先されます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSセグメントルーティング機能を
有効にします。このコマンドの no形式

segment-routing

例：

ステップ 2
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目的コマンドまたはアクション

は、MPLSセグメントルーティング機
能を無効化します。

switch(config)# segment-routing
switch(config-sr)# mpls
switch(config-sr-mpls)#

接続されたプレフィックスセグメント

IDマッピングを設定します。
connected-prefix-sid-map

例：

ステップ 3

switch(config-sr-mpls)#
connected-prefix-sid-map
switch(config-sr-mpls)#

セグメントルーティングバインディン

グのグローバルブロック範囲を指定し

ます。

global-block <min> <max>

例：

switch(config-sr-mpls)# global-block
<min> <max>
switch(config-sr-mpls)#

ステップ 4

接続されたプレフィックスセグメント

IDマッピングを設定します。
connected-prefix-sid-map

例：

ステップ 5

switch(config-sr-mpls)#
connected-prefix-sid-map
switch(config-sr-mpls-conn-pfsid)#

IPv4アドレスファミリを設定します。address-family ipv4

例：

ステップ 6

switch(config-sr-mpls-conn-pfsid)#address-family
ipv4

オプションのキーワード indexまたは
absoluteは、入力されたラベル値を

<prefix>/<masklen> [index|absolute ]
<label>

例：

ステップ 7

SRGBへのインデックスとして解釈する
か、絶対値として解釈するかを示しま

す。
switch(config-sr-mpls)# 2.1.1.5/32
absolute 201101

例

showコマンドについては、次の設定例を参照してください。

switch# show segment-routing mpls
Segment-Routing Global info

Service Name: segment-routing

State: Enabled

Process Id: 29123

Configured SRGB: 17000 – 24999

SRGB Allocation status: Alloc-Successful
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Current SRGB: 17000 – 24999

Cleanup Interval: 60

Retry Interval: 180

次の CLIは、SR-APPに登録されているクライアントを表示します。クライアントが
関心を登録した VRFがリストされます。

switch# show segment-routing mpls clients
Segment-Routing Mpls Client Info

Client: isis-1
PIB index: 1 UUID: 0x41000118 PID: 29463 MTS SAP: 412
TIBs registered:

VRF: default Table: base

Client: bgp-1
PIB index: 2 UUID: 0x11b PID: 18546 MTS SAP: 62252
TIBs registered:

VRF: default Table: base

Total Clients: 2

show segment-routing mpls ipv4 connected-prefix-sid-mapCLIコマンドの例では、SRGB
は、プレフィックスSIDが構成されたSRGB内にあるかどうかを示します。Indxフィー
ルドは、構成されたラベルがグローバルブロックへのインデックスであることを示し

ます。Absフィールドは、構成されたラベルが絶対値であることを示します。

SRGBフィールドに Nが表示されている場合は、構成されたプレフィックス SIDが
SRGB範囲内になく、SR-APPクライアントに提供されていないことを意味します。
SRGB範囲に入るプレフィックス SIDのみが SR-APPクライアントに与えられます。

switch# show segment-routing mpls ipv4 connected-prefix-sid-map
Segment-Routing Prefix-SID Mappings

Prefix-SID mappings for VRF default Table base
Prefix SID Type Range SRGB
13.11.2.0/24 713 Indx 1 Y
30.7.7.7/32 730 Indx 1 Y
59.3.24.0/30 759 Indx 1 Y
150.101.1.0/24 801 Indx 1 Y
150.101.1.1/32 802 Indx 1 Y
150.101.2.0/24 803 Indx 1 Y
1.1.1.1/32 16013 Abs 1 Y

次の CLIは show running-config segment-routing出力を表示します。

switch# show running-config segment-routing ?

> Redirect it to a file
>> Redirect it to a file in append mode
all Show running config with defaults
| Pipe command output to filter

switch# show running-config segment-routing
switch# show running-config segment-routing

!Command: show running-config segment-routing
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!Running configuration last done at: Thu Dec 12 19:39:52 2019
!Time: Thu Dec 12 20:06:07 2019

version 9.3(3) Bios:version 05.39
segment-routing

mpls
connected-prefix-sid-map

address-family ipv4
2.1.1.1/32 absolute 100100

switch#

インターフェイス上のMPLSのイネーブル化
MPLSはセグメントルーティングで使用するインターフェイスで有効にすることができます。

始める前に

MPLS機能セットは、install feature-set mplsおよび feature-set mplsコマンドを使用してインス
トールし、有効にする必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

指定したインターフェイスのインター

フェイスコンフィギュレーションモー

ドを開始します。

interface type slot/port

例：

switch(config)# interface ethernet 2/2
switch(config-if)#

ステップ 2

指定されたインターフェイスでMPLS
を有効にします。このコマンドの no形

[no] mpls ip forwarding

例：

ステップ 3

式は、指定されたインターフェイスで

MPLSを無効にします。
switch(config-if)# mpls ip forwarding

実行コンフィギュレーションを、スター

トアップコンフィギュレーションにコ

ピーします。

（任意） copy running-config
startup-config

例：

ステップ 4

switch(config-if)# copy running-config
startup-config
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セグメントルーティンググローバルブロックの設定

セグメントルーティンググローバルブロック（SRGB）の開始と終了MPLSラベルは設定で
きます。

始める前に

• MPLS機能セットは、install feature-set mplsおよび feature-set mplsコマンドを使用してイ
ンストールし、有効にする必要があります。

• MPLSセグメントルーティング機能を有効にする必要があります。

•ラベルを利用した BGPなど、プロトコルを設定する前にセグメントルーティンググロー
バルブロック（SRGB）が構成されていることを確認する必要があります。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

セグメントルーティングコンフィギュ

レーションモードを開始し、16000～
[no] segment-routing

例：

ステップ 2

23999のデフォルトのSRGBを有効にしswitch(config)# segment-routing
switch(config-sr)# mpls ます。このコマンドの no形式は、その

ラベルブロックの割り当てを解除しま

す。

設定されたダイナミックレンジがデフォ

ルトの SRGBを保持できない場合、エ
ラーメッセージが表示され、デフォル

トの SRGBは割り当てられません。必
要に応じて、次の手順で別の SRGBを
設定できます。

SRGBのMPLSラベル範囲を指定しま
す。このコマンドは、segment-routing

[no] global-block beginning-label
ending-label

例：

ステップ 3

コマンドで設定されたデフォルトの

SRGBラベル範囲を変更する場合に使用
します。

switch(config-sr-mpls)# global-block
16000 471804

開始MPLSラベルと終了MPLSラベル
の許容値は 16000～ 471804です。mpls
label rangeコマンドでは最小ラベルとし
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目的コマンドまたはアクション

て16が許可されますが、SRGBは16000
からしか開始できません。

（注）

global-blockコマンドの最小値は 16000
から始まります。以前のリリースから

アップグレードする場合は、アップグ

レードをトリガーする前に、サポート

されている範囲内に収まるようにSRGB
を変更する必要があります。

SRGBの割り当てが成功した場合にの
み、SRGBを表示します。

（任意） show mpls label range

例：

ステップ 4

switch(config-sr-mpls)# show mpls label
range

設定されている SRGBを表示します。show segment-routingステップ 5

設定されている SRGBを表示します。show segment-routing mpls

例：

ステップ 6

switch(config-sr-mpls)# show
segment-routing mpls

実行コンフィギュレーションを、スター

トアップコンフィギュレーションにコ

ピーします。

（任意） copy running-config
startup-config

例：

ステップ 7

switch(config-sr-mpls)# copy
running-config startup-config

ラベルインデックスの構成

networkコマンドにマッチするルートのラベルインデックスを設定できます。これにより、set
label-indexコマンドを含むルートマップで構成されているローカルプレフィックスに対して
BGPプレフィックス SIDがアドバタイズされます。ただし、ローカルプレフィックスを指定
する networkコマンドでルートマップが指定されていることが必要です。（networkコマンド
の詳細については、Cisco Nexus 9000 Series NX-OS Unicast Routing Configuration Guideの
「Configuring Basic BGP」の章を参照してください)。

セグメントルーティングアプリケーション（SR-APP）モジュールは、セグメントルーティン
グ機能を設定するために使用されます。BGPは、プレフィックス SIDの設定のために、ルー
トマップの下の set label-index <value>設定と、新しい connected-prefix-sid-map CLIの両方を
使用するようになりました。競合が発生した場合には、SR-APPの設定が優先されます。

（注）
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ルートマップが networkコマンド以外のコンテキストで指定されている場合、ルートマップ
ラベルインデックスは無視されます。また、プレフィックスが allocate-label route-map
route-map-nameコマンドで設定されているかどうかに関係なく、ルートマップラベルインデッ
クスを使用してプレフィックスにラベルが割り当てられます。

（注）

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

マップ設定モードを開始します。

route-map map-name

例：

switch(config)# route-map SRmap
switch(config-route-map)#

ステップ 2

networkコマンドにマッチするルートの
ラベルインデックスを設定します。範

[no] set label-index index

例：

ステップ 3

囲は 0～ 471788です。デフォルトでswitch(config-route-map)# set
label-index 10 は、ラベルインデックスはルートに追

加されません。

ルートマップ設定モードを終了します。exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

router bgp autonomous-system-number

例：

ステップ 5

番号は16ビット整数または32ビット整switch(config)# router bgp 64496
switch(config-router)# 数にできます。上位16ビット10進数と

下位 16ビット 10進数による xx.xxとい
う形式です。

IPv4アドレスファミリに対応するグロー
バルアドレスファミリコンフィギュ

レーションモードを開始します。

必須: address-family ipv4 unicast

例：

switch(config-router)# address-family
ipv4 unicast
switch(config-router-af)#

ステップ 6
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目的コマンドまたはアクション

ネットワークを、この自律システムに対

してローカルに設定し、BGPルーティ
ングテーブルに追加します。

network ip-prefix [route-map map-name]

例：

switch(config-router-af)# network
10.10.10.10/32 route-map SRmap

ステップ 7

ラベルインデックスなど、ルートマッ

プに関する情報を表示します。

（任意） show route-map [map-name]

例：

ステップ 8

switch(config-router-af)# show
route-map

実行コンフィギュレーションを、スター

トアップコンフィギュレーションにコ

ピーします。

（任意） copy running-config
startup-config

例：

ステップ 9

switch(config-router-af)# copy
running-config startup-config

セグメントルーティングの構成例

このセクションの例は、2台のルータ間の一般的な BGPプレフィックス SID構成を示してい
ます。

この例は、10.10.10.10/32と 20.20.20.20/32のBGPスピーカー構成を、それぞれ 10と 20のラベ
ルインデックスでアドバタイズする方法を示しています。16000～ 23999のデフォルトのセグ
メントルーティンググローバルブロック（SRGB）範囲を使用します。
hostname s1
install feature-set mpls
feature-set mpls

feature telnet
feature bash-shell
feature scp-server
feature bgp
feature mpls segment-routing

segment-routing
mpls
vlan 1

segment-routing
mpls
connected-prefix-sid-map
address-family ipv4
2.1.1.1/32 absolute 100100

route-map label-index-10 permit 10
set label-index 10

route-map label-index-20 permit 10
set label-index 20

vrf context management
ip route 0.0.0.0/0 10.30.108.1
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interface Ethernet1/1
no switchport
ip address 10.1.1.1/24
no shutdown

interface mgmt0
ip address dhcp
vrf member management

interface loopback1
ip address 10.10.10.10/32

interface loopback2
ip address 20.20.20.20/32

line console
line vty

router bgp 1
address-family ipv4 unicast
network 10.10.10.10/32 route-map label-index-10
network 20.20.20.20/32 route-map label-index-20
allocate-label all

neighbor 10.1.1.2 remote-as 2
address-family ipv4 labeled-unicast

この例は、BGPスピーカーからの構成を受信する方法を示しています。
hostname s2
install feature-set mpls
feature-set mpls

feature telnet
feature bash-shell
feature scp-server
feature bgp
feature mpls segment-routing

segment-routing mpls
vlan 1

vrf context management
ip route 0.0.0.0/0 10.30.97.1
ip route 0.0.0.0/0 10.30.108.1

interface Ethernet1/1
no switchport
ip address 10.1.1.2/24
ipv6 address 10:1:1::2/64
no shutdown

interface mgmt0
ip address dhcp
vrf member management

interface loopback1
ip address 2.2.2.2/32

line console

line vty

router bgp 2
address-family ipv4 unicast
allocate-label all
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neighbor 10.1.1.1 remote-as 1
address-family ipv4 labeled-unicast

この例は、BGPスピーカーからの構成を表示する方法を示しています。この例の showコマン
ドは、16000～ 23999の SRGB範囲のラベル 16010にマッピングされているラベルインデック
ス 10のプレフィックス 10.10.10.10を表示します。
switch# show bgp ipv4 labeled-unicast 10.10.10.10/32

BGP routing table information for VRF default, address family IPv4 Label Unicast
BGP routing table entry for 10.10.10.10/32, version 7
Paths: (1 available, best #1)
Flags: (0x20c001a) on xmit-list, is in urib, is best urib route, is in HW, , has label
label af: version 8, (0x100002) on xmit-list
local label: 16010

Advertised path-id 1, Label AF advertised path-id 1
Path type: external, path is valid, is best path, no labeled nexthop, in rib
AS-Path: 1 , path sourced external to AS
10.1.1.1 (metric 0) from 10.1.1.1 (10.10.10.10)
Origin IGP, MED not set, localpref 100, weight 0
Received label 0
Prefix-SID Attribute: Length: 10
Label Index TLV: Length 7, Flags 0x0 Label Index 10

Path-id 1 not advertised to any peer
Label AF advertisement
Path-id 1 not advertised to any peer

この例は、BGPスピーカーで出力ピアエンジニアリングを構成する方法を示しています。
hostname epe-as-1
install feature-set mpls
feature-set mpls

feature telnet
feature bash-shell
feature scp-server
feature bgp
feature mpls segment-routing

segment-routing mpls
vlan 1

vrf context management
ip route 0.0.0.0/0 10.30.97.1
ip route 0.0.0.0/0 10.30.108.1

interface Ethernet1/1
no switchport
ip address 10.1.1.1/24
no shutdown

interface Ethernet1/2
no switchport
ip address 11.1.1.1/24
no shutdown

interface Ethernet1/3
no switchport
ip address 12.1.1.1/24
no shutdown
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interface Ethernet1/4
no switchport
ip address 13.1.1.1/24
no shutdown

interface Ethernet1/5
no switchport
ip address 14.1.1.1/24
no shutdown

次に、show ip route vrf 2コマンドの例を示します。
show ip route vrf 2
IP Route Table for VRF "2"
'*' denotes best ucast next-hop
'**' denotes best mcast next-hop
'[x/y]' denotes [preference/metric]
'%<string>' in via output denotes VRF <string>

41.11.2.0/24, ubest/mbest: 1/0
*via 1.1.1.9%default, [20/0], 13:26:48, bgp-2, external, tag 11 (mpls-vpn)

42.11.2.0/24, ubest/mbest: 1/0, attached
*via 42.11.2.1, Vlan2, [0/0], 13:40:52, direct

42.11.2.1/32, ubest/mbest: 1/0, attached
*via 42.11.2.1, Vlan2, [0/0], 13:40:52, local

次に、show forwarding route vrf 2コマンドの例を示します。

slot 1
=======

IPv4 routes for table 2/base

------------------+-----------------------------------------+----------------------+-----------------+-----------------
Prefix | Next-hop | Interface |
Labels | Partial Install
------------------+-----------------------------------------+----------------------+-----------------+-----------------
0.0.0.0/32 Drop Null0
127.0.0.0/8 Drop Null0
255.255.255.255/32 Receive sup-eth1
*41.11.2.0/24 27.1.31.4 Ethernet1/3
PUSH 30002 492529

27.1.32.4 Ethernet1/21
PUSH 30002 492529

27.1.33.4 port-channel23
PUSH 30002 492529

27.11.31.4 Ethernet1/3.11
PUSH 30002 492529

27.11.33.4 port-channel23.11
PUSH 30002 492529

37.1.53.4 Ethernet1/53/1
PUSH 29002 492529

37.1.54.4 Ethernet1/54/1
PUSH 29002 492529

37.2.53.4 Ethernet1/53/2
PUSH 29002 492529

37.2.54.4 Ethernet1/54/2
PUSH 29002 492529
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80.211.11.1 Vlan801
PUSH 30002 492529

次に、show bgp l2vpn evpn summaryコマンドの例を示します。

show bgp l2vpn evpn summary
BGP summary information for VRF default, address family L2VPN EVPN
BGP router identifier 2.2.2.3, local AS number 2
BGP table version is 17370542, L2VPN EVPN config peers 4, capable peers 1
1428 network entries and 1428 paths using 268464 bytes of memory
BGP attribute entries [476/76160], BGP AS path entries [1/6]
BGP community entries [0/0], BGP clusterlist entries [0/0]
476 received paths for inbound soft reconfiguration
476 identical, 0 modified, 0 filtered received paths using 0 bytes

Neighbor V AS MsgRcvd MsgSent TblVer InQ OutQ Up/Down State/PfxRcd
1.1.1.1 4 11 0 0 0 0 0 23:01:53 Shut (Admin)
1.1.1.9 4 11 4637 1836 17370542 0 0 23:01:40 476
1.1.1.10 4 11 0 0 0 0 0 23:01:53 Shut (Admin)
1.1.1.11 4 11 0 0 0 0 0 23:01:52 Shut (Admin)

次に、show bgp l2vpn evpnコマンドの例を示します。

show bgp l2vpn evpn 41.11.2.0
BGP routing table information for VRF default, address family L2VPN EVPN
Route Distinguisher: 14.1.4.1:115
BGP routing table entry for [5]:[0]:[0]:[24]:[41.11.2.0]:[0.0.0.0]/224, version 17369591
Paths: (1 available, best #1)
Flags: (0x000002) on xmit-list, is not in l2rib/evpn, is not in HW

Advertised path-id 1
Path type: external, path is valid, received and used, is best path

Imported to 2 destination(s)
AS-Path: 11 , path sourced external to AS
1.1.1.9 (metric 0) from 1.1.1.9 (14.1.4.1)
Origin incomplete, MED 0, localpref 100, weight 0
Received label 492529
Extcommunity: RT:2:20

Path-id 1 not advertised to any peer

Route Distinguisher: 2.2.2.3:113
BGP routing table entry for [5]:[0]:[0]:[24]:[41.11.2.0]:[0.0.0.0]/224, version 17369595
Paths: (1 available, best #1)
Flags: (0x000002) on xmit-list, is not in l2rib/evpn, is not in HW

Advertised path-id 1
Path type: external, path is valid, is best path

Imported from 14.1.4.1:115:[5]:[0]:[0]:[24]:[41.11.2.0]:[0.0.0.0]/224
AS-Path: 11 , path sourced external to AS
1.1.1.9 (metric 0) from 1.1.1.9 (14.1.4.1)
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第 12 章

セグメントルーティングと IS-ISプロトコ
ル

• IS-ISについて（169ページ）
• IS-ISプロトコルでのセグメントルーティングの設定（169ページ）

IS-ISについて
IS-ISは、ISO（国際標準化機構）/IEC（国際電気標準化会議）10589および RFC 1995に基づ
く IGP（内部ゲートウェイプロトコル）です。Cisco NX-OSは、インターネットプロトコル
バージョン 4（IPv4）および IPv6をサポートします。IS-ISはネットワークトポロジの変化を
検出し、ネットワーク上の他のノードへのループフリールートを計算できる、ダイナミック

リンクステートルーティングプロトコルです。各ルータは、ネットワークの状態を記述する

リンクステートデータベースを維持し、設定された各リンクにパケットを送信してネイバーを

検出します。IS-ISはネットワークを介して各ネイバーにリンクステート情報をフラッディン
グします。ルータもすべての既存ネイバーを通じて、リンクステートデータベースのアドバタ

イズメントおよびアップデートを送信します。

IS-ISプロトコルでのセグメントルーティングは、次をサポートしています。

• IPv4

•レベル 1、レベル 2、およびマルチレベルのルーティング

•プレフィックス SID

•ドメインボーダーノード用の同じループバックインターフェイス上の複数の IS-ISイン
スタンス

•隣接関係用の隣接関係 SID

IS-ISプロトコルでのセグメントルーティングの設定
セグメントルーティングは IS-ISプロトコルで設定できます。
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始める前に

次の条件が満たされると、IS-ISセグメントルーティングが完全に有効になります。

• mpls segment-routing機能が有効になっていること。

• IS-IS機能が有効になっていること。

•セグメントルーティングが、IS-ISの下で少なくとも 1つのアドレスファミリに対して有
効になっていること。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminalステップ 1

instance tagを設定して、新しい IS-ISイ
ンスタンスを作成します。

router isis instance-tagステップ 2

この IS-ISインスタンスに対応するNET
を設定します。

net network-entity-titleステップ 3

アドレスファミリ設定モードを開始し

ます。

address-family ipv4 unicastステップ 4

セグメントルーティングを IS-ISプロト
コルで設定します。

segment-routing mplsステップ 5

（注）

• IS-ISコマンドは、IPv4アドレス
ファミリでのみサポートされます。

IPv6アドレスファミリではサポー
トされていません。

• SRプレフィックスの他のプロトコ
ルから ISISへの再配布はサポート
されていません。すべてのプレ

フィックス SIDインターフェイス
で ip router isisコマンドを有効に
する必要があります。
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第 13 章

OSPFによるセグメントルーティング

• OSPFについて（171ページ）
•隣接関係 SIDのアドバタイズメント（172ページ）
•接続されたプレフィックス SID（172ページ）
•エリア間のプレフィックス伝播（172ページ）
•セグメントルーティングのグローバル範囲の変更（173ページ）
• SIDエントリの競合処理（173ページ）
•インターフェイスでのMPLS転送（173ページ）
• OSPFv2でのセグメントルーティングの設定（174ページ）
• OSPFネットワークでのセグメントルーティングの設定：エリアレベル（174ページ）
• OSPFのプレフィックス SIDの設定（175ページ）
•プレフィックス属性 N-flag-clearの設定（177ページ）
• OSPFのプレフィックス SIDの設定例（177ページ）
•トラフィックエンジニアリング用のセグメントルーティングの設定（178ページ）

OSPFについて
Open Shortest Path First（OSPF）は、Internet Engineering Task Force（IETF）のOSPFワーキング
グループによって開発された内部ゲートウェイプロトコル（IGP）です。OSPFは特に IPネッ
トワーク向けに設計されており、IPサブネット化、および外部から取得したルーティング情報
のタギングをサポートしています。OSPFを使用するとパケット認証も可能になり、パケット
を送受信するときに IPマルチキャストが使用されます。

OSPFプロトコルのセグメントルーティング設定は、プロセスレベルまたはエリアレベルで
適用できます。プロセスレベルでセグメントルーティングを設定すると、すべてのエリアで

有効になります。ただし、エリアレベルごとに有効または無効にすることもできます。

OSPFプロトコルでのセグメントルーティングは、次をサポートしています。

• OSPFv2のコントロールプレーン

•マルチエリア

•ループバックインターフェイス上のホストプレフィックスの IPv4プレフィックス SID
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•隣接関係用の隣接関係 SID

隣接関係 SIDのアドバタイズメント
OSPFは、セグメントルーティング隣接関係 SIDのアドバタイズメントをサポートしていま
す。隣接関係セグメント識別子（Adj-SID）は、セグメントルーティングにおけるルータ隣接
関係を表します。

セグメントルーティング対応ルータは、隣接関係ごとにAdj-SIDを割り当てることができ、こ
の SIDを拡張不透明リンク LSAで伝送するように Adj-SIDサブ TLVが定義されます。

OSPFは、OSPF隣接関係が 2つの方法または完全な状態にある場合、各OSPFネイバーに隣接
関係 SIDを割り当てます。OSPFは、セグメントルーティングが有効になっている場合にのみ
隣接関係SIDを割り当てます。隣接関係SIDのラベルは、システムによって動的に割り当てら
れます。これにより、ローカルでしか有効でないため、設定ミスの可能性がなくなります。

接続されたプレフィックス SID
OSPFv2は、ループバックインターフェイスに関連付けられたアドレスのプレフィックス SID
のアドバタイズをサポートします。これを実現するために、OSPFは、不透明な拡張プレフィッ
クス LSAで拡張プレフィックスサブ TLVを使用します。OSPFがネイバーからこの LSAを受
信すると、SRラベルは、拡張プレフィックスサブTLVに存在する情報に基づいて、受信した
プレフィックスに対応する RIBに追加されます。

設定では、セグメントルーティングを OSPFで有効にする必要があり、OSPFで設定された
ループバックインターフェイスに対応して、セグメントルーティングモジュールでプレフィッ

クス-SIDマッピングが必要です。

SIDは、ループバックアドレスに対してのみ、またエリア内およびエリア間プレフィックス
タイプに対してのみアドバタイズされます。外部プレフィックスまたはNSSAプレフィックス
の SID値はアドバタイズされません。

（注）

エリア間のプレフィックス伝播
エリア境界を越えたセグメントルーティングサポートを提供するには、エリア間で SID値を
伝播するために OSPFが必要です。OSPFは、エリア間のプレフィックス到達可能性をアドバ
タイズするときに、プレフィックスのSIDがアドバタイズされているかどうかを確認します。
通常、SID値はルータから取得され、送信元エリアのプレフィックスへの最適なパスに寄与し
ます。この場合、OSPFはその SIDを使用してエリア間でアドバタイズを行います。SID値が
エリア内のベストパスに寄与するルータによってアドバタイズされない場合、OSPFは送信元
エリア内の他のルータからの SID値を使用します。
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セグメントルーティングのグローバル範囲の変更
OSPFは、SID/ラベル範囲TLVのアドバタイズに関して、そのセグメントルーティング機能を
アドバタイズします。OSPFv2では、SID/ラベル範囲TLVはルータ情報LSAで伝えられます。

セグメントルーティングのグローバル範囲設定は、「segment-routingmpls」設定の下にありま
す。OSPFプロセスが来たら、segment-routingからグローバル範囲の値を取得し、その後の変
更はそれに伝播する必要があります。

OSPFセグメントルーティングが設定されている場合、OSPFは、OSPFセグメントルーティ
ングの動作状態を有効にする前に、セグメントルーティングモジュールとのインタラクショ

ンをリクエストする必要があります。SRGB範囲が作成されていない場合、OSPFは有効にな
りません。SRGB変更イベントが発生した場合、OSPFは、そのサブブロックエントリで対応
する変更を行います。

SIDエントリの競合処理
理想的な状況では、各プレフィックスに一意のSIDエントリが割り当てられている必要があり
ます。

SIDエントリと関連付けられているプレフィックスエントリの間に競合がある場合は、次のい
ずれかの方法を使用して競合を解決します。

• 1つのプレフィックスに複数の SID：同じプレフィックスが異なる SIDを持つ複数の送信
元によってアドバタイズされる場合、OSPFはそのプレフィックスのラベルのないパスを
インストールします。OSPFは、到達可能なルータからの SIDのみを考慮し、到達不能な
ルーターからの SIDは無視します。1つのプレフィックスに対して複数の SIDがアドバタ
イズされると、競合と見なされ、そのプレフィックスの接続領域にSIDはアドバタイズさ
れません。同様のロジックは、バックボーンエリアと非バックボーンエリアの間でエリ

ア間プレフィックスを伝搬するときにも使用されます。

• SIDの範囲外：SID範囲に収まらない SIDの場合、RIBの更新時にラベルは使用されませ
ん。

インターフェイスでのMPLS転送
セグメントルーティングがインターフェイスを使用する前に、MPLS転送を有効にする必要が
あります。OSPFは、インターフェイスでのMPLS転送を有効にする役割を担います。

セグメントルーティングがOSPFトポロジに対して有効になっている場合、またはOSPFセグ
メントルーティングの動作状態が有効になっている場合、OSPFは、OSPFトポロジがアクティ
ブである任意のインターフェイスに対してMPLSを有効にします。同様に、OSPFトポロジの
セグメントルーティングが無効になっている場合、OSPFは、そのトポロジのすべてのイン
ターフェイスでMPLS転送を無効にします。
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MPLS転送は、IPIP/GREトンネルを終端するインターフェイスではサポートされていません。

OSPFv2でのセグメントルーティングの設定
セグメントルーティングを OSPFv2プロトコルで設定します。

始める前に

OSPFv2でセグメントルーティングを設定する前に、次の条件が満たされていることを確認し
てください。

• OSPFv2機能が有効になっている。

•セグメントルーティング機能が有効になっている。

•セグメントルーティングが OSPFで有効になっている。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

OSPFモードを有効にします。[no]router ospf process

例：

ステップ 2

switch(config)# router ospf test

OSPFでのセグメントルーティング機能
を設定します。

segment-routing

例：

ステップ 3

switch(config-router)# segment-routing
mpls

OSPFネットワークでのセグメントルーティングの設定：
エリアレベル

始める前に

OSPFネットワークでセグメントルーティングを設定する前に、ネットワーク上で OSPFを有
効にする必要があります。
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手順

目的コマンドまたはアクション

OSPFモードを有効にします。router ospf process

例：

ステップ 1

switch(config)# router ospf test

特定の領域にセグメントルーティング

MPLSモードを設定します。
area <area id> segment-routing [mpls |
disable]

例：

ステップ 2

switch(config-router)# area 1
segment-routing mpls

指定されたエリアのセグメントルーティ

ング mplsモードを無効にします。
[no]area <area id> segment-routing [mpls
| disable]

例：

ステップ 3

switch(config-router)#area 1
segment-routing disable

OSPFの下で SRを設定するための出力
を示します。

show ip ospfプロセス segment-routing

例：

ステップ 4

switch(config-router)# show ip ospf
test segment-routing

OSPFのプレフィックス SIDの設定
ここでは、各インターフェイスでプレフィックスセグメント ID（SID）を設定する方法につい
て説明します。

始める前に

セグメントルーティングを対応するアドレスファミリでイネーブルにする必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal

OSPFを設定します。[no]router ospf process

例：

ステップ 2
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目的コマンドまたはアクション

switch(config)# router ospf test

OSPFでのセグメントルーティング機
能を設定します。

segment-routing

例：

ステップ 3

switch(config-router)# segment-routing
switch(config-sr)#mpls
switch(config-sr-mpls)#

OSPFが有効になっているインターフェ
イスを指定します。

interface loopback interface_number

例：

ステップ 4

switch(config-sr-mpls)# Interface
loopback 0

ospfインターフェイスで設定された IP
アドレスを指定します。

ip address 1.1.1.1/32

例：

ステップ 5

switch(config-sr-mpls)# ip address
1.1.1.1/32

エリア内のインターフェイスで有効に

なっている OSPFを指定します。
ip router ospf 1 area 0

例：

ステップ 6

switch(config-sr-mpls)# ip router ospf
1 area 0

SRモジュールの下でプレフィックス
SIDマッピングを設定します。

segment-routing

例：

ステップ 7

switch(config-router)#segment-routing
(config-sr)#mpls

セグメントルーティングモジュールの

下でプレフィックス SIDマッピングを
設定します。

connected-prefix-sid-map

例：

switch(config-sr-mpls)#
connected-prefix-sid-map
switch(config-sr-mpls-conn-pfxsid)#

ステップ 8

OSPFインターフェイスで設定されて
いる IPv4アドレスファミリを指定し
ます。

address-family ipv4

例：

switch(config-sr-mpls-conn-pfxsid)#
address-family ipv4
switch(config-sr-mpls-conn-pfxsid-af)#

ステップ 9

SID 100にアドレス 1.1.1.1/32を関連付
けます。

1.1.1.1/32 index 10

例：

ステップ 10

switch(config-sr-mpls-conn-af)#
1.1.1.1/32 index 10

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
176

セグメントルーティング

OSPFのプレフィックス SIDの設定



目的コマンドまたはアクション

セグメントルーティングモードを終了

し、コンフィギュレーション端末モー

ドに戻ります。

exit

例：

switch(config-sr-mpls-conn-af)# exit

ステップ 11

プレフィックス属性 N-flag-clearの設定
OSPFは、その不透明 LSAに拡張プレフィックス TLVを介してプレフィックス SIDをアドバ
タイズします。これはプレフィックスのフラグを伝送します。そのうちの1つはNフラグ（ノー
ド）で、プレフィックスに沿って送信されたトラフィックが、LSAを発信するルータ宛てであ
ることを示します。このフラグは通常、ルータのループバックのホストルートをマークしま

す。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

インターフェイスループバックを指定

します。

interface loopback3

例：

ステップ 2

switch(config)# interface loopback3

プレフィックスN-flagをクリアします。ip ospf prefix-attributes n-flag-clear

例：

ステップ 3

switch#(config-if)# ip ospf
prefix-attributes n-flag-clear

OSPFのプレフィックス SIDの設定例
この例は、OSPFのプレフィックス SIDの設定を示しています。
Router ospf 10

Segment-routing mpls
Interface loop 0

Ip address 1.1.1.1/32
Ip router ospf 10 area 0

Segment-routing
Mpls

connected-prefix-sid-m
address-family ipv4

1.1.1.1/32 index 10
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トラフィックエンジニアリング用のセグメントルーティ

ングの設定

トラフィックエンジニアリング用のセグメントルーティングについ

て

トラフィックエンジニアリング用のセグメントルーティング（SR-TE）は、送信元と宛先の
ペア間のトンネルを通じて行われます。トラフィックエンジニアリング用のセグメントルー

ティングでは、送信元ルーティングの概念が使用されます。送信元はパスを計算し、パケット

ヘッダーでセグメントとしてエンコードします。トラフィックエンジニアリング（TE）トン
ネルは、トンネルの入力とトンネルの宛先との間でインスタンス化された TE LSPのコンテナ
です。TEトンネルは、同じトンネルに関連付けられた 1つ以上の SR-TE LSPをインスタンス
化できます。

トラフィックエンジニアリング用のセグメントルーティング（SR-TE）では、ネットワーク
はアプリケーション単位およびフロー単位の状態を維持する必要はありません。代わりに、パ

ケットで提供されている転送指示に従うだけです。

SR-TEは、すべてのセグメントレベルで ECMPを使用することにより、従来のMPLS-TEネッ
トワークよりも効果的にネットワーク帯域幅を利用します。単一のインテリジェントソースを

使用し、残りのルータをネットワーク経由で必要なパスを計算するタスクから解放します。

SR-TEポリシー

トラフィックエンジニアリングを実現するためのセグメントルーティング（SR-TE）では、
ネットワークを介してトラフィックを誘導する「ポリシー」を使用します。SR-TEポリシー
は、セグメントまたはラベルのセットを含むコンテナです。このセグメントのリストは、ス

テートフルPCEであるオペレータによってプロビジョニングされます。ヘッドエンドは、SR-TE
ポリシ－を介して伝送されるトラフィックフローに、対応するMPLSラベルスタックを付し
ます。SR-TEポリシーパスに沿った各通過ノードは、パケットが最終的な宛先に到達するま
で、着信トップラベルを使用してネクストホップを選択し、ラベルをポップまたはスワップ

し、ラベルスタックの残りの部分を使用して次のノードにパケットを転送します。

SR-TEポリシーは、タプル（カラー、エンドポイント）によって一意に識別されます。カラー
は 32ビットの数値で表され、エンドポイントは IPv4です。すべての SR-TEポリシーにはカ
ラー値があります。同じノードペア間の各ポリシーには、一意のカラー値が必要です。ポリ

シーに異なるカラーを選択することで、同じ2つのエンドポイント間で複数のSR-TEポリシー
を作成できます。

Cisco Nexus 9000シリーズスイッチは、次の 2種類の SR-TEポリシーをサポートしています。

•ダイナミック SR-TEポリシー：SR-TEポリシー構成またはオンデマンドカラー構成でダ
イナミックパスプリファレンスを構成すると、パス計算エンジン（PCE）が宛先アドレ
スへのパスを計算します。PCEでのダイナミックパス計算の結果、ヘッドエンド SR-TE
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ポリシーに適用されるセグメント/ラベルのリストが生成されます。したがって、トラ
フィックは、SR-TEポリシーが保持するセグメントにヒットすることによってネットワー
クを介してルーティングされます。

•明示SR-TEポリシー：明示パスはラベルのリストであり、明示パスのノードまたはリンク
を示します。この機能をイネーブルにするには、explicit-pathコマンドを使用します。こ
のコマンドにより、明示パスを作成し、パスを指定するためのコンフィギュレーションサ

ブモードを開始できます。

SR-TEポリシーパス

SR-TEポリシーパスは、セグメント ID（SID）リストと呼ばれるパスを指定するセグメントの
リストです。すべての SR-TEポリシーは、動的パスまたは明示パスのいずれかである 1つ以
上の候補パスで構成されます。SR-TEポリシーは 1つのパスをインスタンス化します。この選
択されたパスが優先される有効な候補パスとなります。

動的パスオプションを使用してオンデマンドでカラーを追加し、同じカラーとエンドポイント

に対して明示的なパスオプションを使用して明示的なポリシー構成を追加することもできま

す。この場合、単一のポリシーがヘッドエンドで作成され、設定された優先番号が最も高いパ

スがトラフィックの転送に使用されます。

SR-TEポリシーパスの計算には、以下の 2つの方法が使用されます。

•動的パス：オンデマンドカラー構成またはポリシー構成でパスプリファレンスを構成す
るときに動的 PCEPオプションを指定すると、パス計算はパス計算エンジン（PCE）委任
されます。

•明示的なパス：このパスは明示的に指定された SIDリストまたは SIDリストのセットで
す。

Cisco NX-OSリリース 10.2(2)F以降では、SR-TEポリシーをロックダウンまたはシャットダウ
ンするか、その両方を実行すること、 SR-TEポリシーまたはオンデマンドカラーテンプレー
トのシャットダウン設定を行うこと、特定の優先順位を SRTEポリシーのアクティブパスオ
プションに強制すること、または、すべてまたは特定の SRTEポリシーのパスの再最適化を強
制することができます。この機能は、Cisco Nexus 9300-EX、9300-FX、9300-FX2、9300-GX、
および N9K-C9332D-GX2Bプラットフォームスイッチでサポートされています。詳細につい
ては、SR-TE手動プレファレンス選択の設定（193ページ）を参照してください。

リリース 7.0(3)I7(1)から現在のリリースまでのさまざまな機能をサポートするCiscoNexus 9000
スイッチの詳細については、Nexusスイッチプラットフォームサポートマトリックスを参照
してください。

アフィニティおよびディスジョイント制約について

アフィニティ制約：パス計算エンジン（PCE）にアドバタイズされるリンクには、属性を割り
当てることができます。SRTEプロセスは、アフィニティマップとインターフェイスレベルの
構成をホストします。ルーティングプロトコル (IGP)はインターフェイスの更新を登録し、
SRTEは IGPにインターフェイスの更新を通知します。IGP tlvは BGPに渡され、外部ピアに
アドバタイズされます。アフィニティ制約には 3つのタイプがあります。
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• exclude-any:指定されたアフィニティカラーのいずれかを持つリンクをパスが通過しては
ならないことを指定します。

• include-any:指定されたアフィニティカラーのいずれかを持つリンクのみをパスが通過し
なければならないことを指定します。したがって、指定されたアフィニティカラーを持た

ないリンクを使用してはなりません。

• include-all:指定されたアフィニティカラーをすべて持つリンクのみをパスが通過しなけれ
ばならないことを指定します。したがって、指定されたアフィニティカラーのすべてを持

たないリンクを使用してはなりません。

ディスジョイント制約 - PCEにアドバタイズされるSR-TEポリシーにディスジョイント制約を
割り当てることができます。次に、PCEは、同じアソシエーショングループ IDおよびディス
ジョイントのディスジョイントネスタイプを共有するポリシーに、ディスジョイントパスを

提供します。

Cisco NX-OSリリース 9.3(1)は、次のディスジョイントパスレベルをサポートします。

•リンク：パスは異なるリンクを通過します（ただし、同じノードを通過する場合がありま
す）。

•ノードのディスジョイントネス：パスは異なるリンクを通過しますが、同じノードを通過
する場合があります。

セグメントルーティングオンデマンドネクストホップ

オンデマンドネクストホップ（ODN）は、BGPダイナミック SR-TE機能を活用し、要件に
基づいてエンドツーエンドパスを検索してダウンロードするためのパス計算（PCE）機能を
追加します。ODNは定義されたBGPポリシーに基づいて SR-TE自動トンネルをトリガーしま
す。次の図に示すように、ToR1と AC1間のエンドツーエンドパスは、IGPメトリックに基
づいて両端から確立できます。ODNのワークフローは次のようにまとめられます。
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図 10 : ODN操作

SR-TEに関する注意事項と制限事項
SR-TEには、次の注意事項と制限事項があります。

• IPv4および IPv6オーバーレイの両方の SR-TE ODNがサポートされています。

• SR-TE ODNは、IS-ISアンダーレイでのみサポートされます。

•転送では、再帰ネクストホップがバインド SIDを持つルートに解決される場合、再帰ネ
クストホップを持つルートはサポートされません。

•転送は、同じルートに対するバインディングラベルを持つパスとバインディングラベル
のないパスの混合をサポートしていません。

•アフィニティとディスジョイントの制約は、動的な PCEPオプションを持つ SR-TEポリ
シーにのみ適用されます。

• XTCは、同じグループ内でディスジョイントになっている2つのポリシーのみをサポート
します。

• SR-TEアフィニティインターフェイスを構成する場合、インターフェイス範囲はサポート
されません。

•プリファレンスは、動的PCEPと明示的なセグメントリストの両方を同じプリファレンス
に対し一緒に設定することはできません。

•ポリシーごとに動的 PCEPオプションを持つことができるプリファレンスは 1つだけで
す。

•明示的なポリシーについては、同じプリファレンスでECMPパスを構成する場合、最初の
ホップ（NHLFE）が両方の ECMPパスで同じであるなら、ULBはスイッチングに 1つの
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パスのみをインストールします。このことは、NHLFEが両方で同じであるため、両方の
ECMPパスが同じ SRTE FECを構築するので発生します。

• Cisco NX-OSリリース 9.3(1)では、アフィニティ設定による非保護モードは PCE（XTC）
でサポートされていません。

• Cisco NX-OSリリース 9.3(3)以降、SR-TEODN、ポリシー、ポリシーパス、およびアフィ
ニティとディスジョイントの制約は、Cisco Nexus 9364C-GX、Cisco Nexus 9316D-GX、お
よび Cisco Nexus 93600CD-GXスイッチでサポートされています。

• Cisco NX-OSリリース 10.2(2)F以降、SR-TEポリシーの新しい showコマンドがいくつか
導入されました。また、既存の SR-TEポリシーコマンドの一部にオートコンプリート機
能が提供され、使いやすさが向上しています。この機能は、CiscoNexus9300-EX、9300-FX、
9300-FX2、9300-GX、およびN9K-C9332D-GX2Bプラットフォームスイッチでサポートさ
れています。

リリース 7.0(3)I7(1)から現在のリリースまでのさまざまな機能をサポートするCiscoNexus 9000
スイッチの詳細については、Nexusスイッチプラットフォームサポートマトリックスを参照
してください。

（注）

SR-TEの設定
トラフィックエンジニアリング用にセグメントルーティングを設定することができます。

始める前に

mplsセグメントルーティング機能が有効になっていることを確認する必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminalステップ 1

セグメントルーティングモードを開始

します。

segment-routingステップ 2

トラフィックエンジニアリングモード

に入ります。

traffic-engineeringステップ 3

SR-TEトンネルの送信元アドレスを設
定します。

encapsulation mpls source ipv4
tunnel_ip_address

ステップ 4

PCCモードに入ります。pccステップ 5
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目的コマンドまたはアクション

PCCの送信元アドレスを設定するsource-address ipv4 pcc_source_addressステップ 6

PCEの IPアドレスを設定します。最も
小さい番号のPCEが優先され、その他
はバックアップとして使用されます。

pce-address ipv4 pce_source_address
precedence num

ステップ 7

オンデマンドモードに入り、カラーを

設定します。

on-demand color color_numステップ 8

ポリシーの候補パスを指定します。candidate-pathsステップ 9

候補パスの優先順位を指定します。preference preference_numberステップ 10

パスオプションを指定します。dynamicステップ 11

PCEから実行する必要があるパス計算
を指定します。

pcepステップ 12

アフィニティ制約の設定

SR-TEポリシーに対するアフィニティ制約を設定できます。

始める前に

mplsセグメントルーティング機能が有効になっていることを確認する必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSセグメントルーティング機能を
有効にします。

segment-routing

例：

ステップ 2

switch(config)# segment-routing
switch(config-sr)#

トラフィックエンジニアリングモード

に入ります。

traffic-engineering

例：

ステップ 3

switch(config-sr)# traffic-engineering
switch(config-sr-te)#

PCCモードに入ります。pccステップ 4
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目的コマンドまたはアクション

PCCの送信元アドレスを設定するsource-address ipv4 pcc_source_addressステップ 5

PCEの IPアドレスを設定します。pce-address ipv4 pce_source_address
precedence num

ステップ 6

最も小さい番号のPCEが優先され、そ
の他はバックアップとして使用されま

す。

アフィニティマップコンフィギュレー

ションモードを設定します。

affinity-map

例：

ステップ 7

switch(config-sr-te)#affinity-map
switch(config-sr-te-affmap)#

アフィニティビットマップ内の特定の

ビット位置へのユーザー定義名のマッ

ピングを構成します。

color name bit-position position

例：

switch(config-sr-te-affmap)# color
red bit-position 2
switch(config-sr-te-affmap)#

ステップ 8

インターフェイスの名前を指定しま

す。これは、アフィニティビットマッ

interface interface-name

例：

ステップ 9

プの特定のビットを参照するアフィニ

ティマッピング名です。
Enter SRTE interface config mode
switch(config-sr-te-if)#interface
eth1/1
switch(config-sr-te-if)#

インターフェイスにアフィニティカ

ラーを追加します。

affinity

例：

ステップ 10

switch(config-sr-te-if)# affinity
switch(config-sr-te-if-aff)#
switch(config-sr-te-if-aff)# color
red
switch(config-sr-te-if-aff)#

ポリシーを設定します。policy name | on-demand color color_num

例：

ステップ 11

switch(config-sr-te)# on-demand color
211

または

switch(config-sr-te-color)# policy
test_policy

ポリシーのカラーとエンドポイントを

設定します。これは、「ポリシー名」

color color end-point address

例：

ステップ 12

設定モードを使用してポリシーを設定

するときに必要です。
switch(config-sr-te-pol)#color 200
endpoint 2.2.2.2
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目的コマンドまたはアクション

ポリシーの候補パスを指定します。candidate-path

例：

ステップ 13

switch(config-sr-te-color)#
candidate-paths
switch(cfg-cndpath)#

候補パスの優先順位を指定します。preference preference_number

例：

ステップ 14

switch(cfg-cndpath)# preference 100
switch(cfg-pref)#

パスオプションを指定します。dynamic

例：

ステップ 15

switch(cfg-pref)# dynamic
switch(cfg-dyn)#

ヘッドエンドが PCEPを使用して、そ
れ自体からセグメントルーティングの

pcep

例：

ステップ 16

ポリシーのエンドポイントまでのパスswitch(cfg-dyn)# pcep
switch(cfg-dyn)# を計算するようにPCEに要求すること

を指定します。

候補パス優先制約モードに入ります。constraints

例：

ステップ 17

switch(cfg-dyn)# constraints
switch(cfg-constraints)#

ポリシーのアフィニティ制約を指定し

ます。

affinity

例：

ステップ 18

switch(cfg-constraints)# affinity
switch(cfg-const-aff)#

アフィニティ制約タイプを指定しま

す。次のアフィニティタイプを使用で

きます。

exclude-any |include-all | include-any

例：

switch(cfg-const-aff)# include-any
switch(cfg-aff-inclany)#

ステップ 19

• exclude-any -指定されたアフィニ
ティカラーのいずれかを持つリン

クをパスが通過してはならないこ

とを指定します。

• include-any -指定されたアフィニ
ティカラーのいずれかを持つリン

クのみをパスが通過する必要があ

ることを指定します。
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目的コマンドまたはアクション

• include-all -指定されたアフィニ
ティカラーをすべて持つリンクの

みをパスが通過する必要があるこ

とを指定します。

アフィニティカラーの定義を指定しま

す。

color color_name

例：

ステップ 20

switch(cfg-aff-inclany)# color blue
switch(cfg-aff-inclany)#

ディスジョイントパスの構成

SR-TEポリシーに対するディスジョイント制約を設定できます。

始める前に

mplsセグメントルーティング機能が有効になっていることを確認する必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSセグメントルーティング機能を
有効にします。

segment-routing

例：

ステップ 2

switch(config)# segment-routing
switch(config-sr)#

トラフィックエンジニアリングモード

に入ります。

traffic-engineering

例：

ステップ 3

switch(config-sr)# traffic-engineering
switch(config-sr-te)#

PCCモードに入ります。pccステップ 4

PCCの送信元アドレスを設定するsource-address ipv4 pcc_source_addressステップ 5

PCEの IPアドレスを設定します。pce-address ipv4 pce_source_address
precedence num

ステップ 6
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目的コマンドまたはアクション

最も小さい番号のPCEが優先され、そ
の他はバックアップとして使用されま

す。

ポリシーを設定します。policy name | on-demand color color_num

例：

ステップ 7

switch(config-sr-te)# on-demand color
211

または

switch(config-sr-te-color)# policy
test_policy

ポリシーのカラーとエンドポイントを

設定します。これは、「ポリシー名」

color color end-point address

例：

ステップ 8

設定モードを使用してポリシーを設定

するときに必要です。
switch2(config-sr-te-pol)# color 200
endpoint 2.2.2.2

ポリシーの候補パスを指定しますcandidate-path

例：

ステップ 9

switch(config-sr-te-color)#
candidate-paths
switch(cfg-cndpath)#

候補パスの優先順位を指定します。preference preference_number

例：

ステップ 10

switch(cfg-cndpath)# preference 100
switch(cfg-pref)#

パスオプションを指定します。dynamic

例：

ステップ 11

switch(cfg-pref)# dynamic
switch(cfg-dyn)#

ヘッドエンドが PCEPを使用して、そ
れ自体からセグメントルーティングの

pcep

例：

ステップ 12

ポリシーのエンドポイントまでのパスswitch(cfg-dyn)# pcep
switch(cfg-dyn)# を計算するようにPCEに要求すること

を指定します。

候補パス優先制約モードに入ります。constraints

例：

ステップ 13

switch(cfg-dyn)# constraints
switch(cfg-constraints)#

アソシエーショングループタイプを指

定します。

association-group

例：

ステップ 14
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目的コマンドまたはアクション

switch(cfg-constraints)#
association-group
switch(cfg-assoc)#

ディスジョイントネスアソシエーショ

ングループに属するパスを指定しま

す。

disjoint

例：

switch(cfg-assoc)# disjoint
switch(cfg-disj)#

ステップ 15

ディスジョイントネスグループタイプ

を指定します。

type | link | node

例：

ステップ 16

switch(config-if)#type link

アソシエーショングループの識別子を

指定します。

id number

例：

ステップ 17

switch(config-if)#id 1

SR-TEの設定例
このセクションの例は、アフィニティおよびディスジョイントの設定を示しています。

この例は、ユーザー定義名から管理グループへのマッピングを示しています。

segment-routing
traffic-eng
affinity-map
color green bit-position 0
color blue bit-position 2
color red bit-position 3

この例では、eth1/1の隣接のアフィニティリンクの色が赤と緑、eth1/2の隣接のアフィニティ
リンクの色が緑であることを示しています。

segment-routing
traffic-eng
interface eth1/1
affinity
color red
color green

!
interface eth1/2
affinity
color green

この例は、ポリシーのアフィニティ制約を示しています。

segment-routing
traffic-engineering
affinity-map
color blue bit-position 0
color red bit-position 1

on-demand color 10
candidate-paths
preference 100
dynamic
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pcep
constraints
affinity
[include-any|include-all|exclude-any]
color <col_name>
color <col_name>

policy new_policy
color 201 endpoint 2.2.2.0
candidate-paths
preference 200
dynamic
pcep

constraints
affinity
include-all
color red

この例は、ポリシーのディスジョイント制約を示しています。

segment-routing
traffic-eng
on-demand color 99
candidate-paths
preference 100
dynamic
pcep

constraints
association-group
disjoint
type link
id 1

SR-TE ODNの設定例 -ユースケース
SR-TEの ODNを設定するには、次のステップを実行します。設定ステップを説明するため、
次の図を参考として使用します。

図 11 :参照トポロジ

1. PE1からPE2への IS-ISポイントツーポイントセッションですべてのリンクを設定します。
また、上記のトポロジーに従ってドメインを設定します。

2. R1、R3、および R6の IS-ISセッションに対して「リンク状態の配布」を有効にします。
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router isis 1
net 31.0000.0000.0000.712a.00
log-adjacency-changes
distribute link-state
address-family ipv4 unicast
bfd
segment-routing mpls
maximum-paths 32
advertise interface loopback0

3. ルータ R1（ヘッドエンド）と R6（テールエンド）に VRFインターフェイスを設定しま
す。

R1上の VRF設定：

interface Ethernet1/49.101
encapsulation dot1q 201
vrf member sr
ip address 101.10.1.1/24
no shutdown

vrf context sr
rd auto
address-family ipv4 unicast
route-target import 101:101
route-target import 101:101 evpn
route-target export 101:101
route-target export 101:101 evpn

router bgp 6500
vrf sr
bestpath as-path multipath-relax
address-family ipv4 unicast
advertise l2vpn evpn

4. R6（テールエンド）での BGPコミュニティで VRFプレフィックスをタグ付けします。
route-map color1001 permit 10
set extcommunity color 1001

5. R6（テールエンド）およびR1（ヘッドエンド）上のBGPを有効にしてVRFSRプレフィッ
クスのアドバタイズと受信を行い、R6（テールエンド）上のコミュニティ設定とマッチン
グします。

R6 < EVPN > R3 < EVPN > R1

BGPの設定 R6：

router bgp 6500
address-family ipv4 unicast

allocate-label all
neighbor 53.3.3.3
remote-as 6500
log-neighbor-changes
update-source loopback0
address-family l2vpn evpn
send-community extended
route-map Color1001 out
encapsulation mpls

BGPの設定 R1：

router bgp 6500
address-family ipv4 unicast
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allocate-label all
neighbor 53.3.3.3
remote-as 6500
log-neighbor-changes
update-source loopback0
address-family l2vpn evpn
send-community extended
encapsulation mpls

6. R3での BGP構成と、R1、R3.abdでの XTCによる BGP LSの有効化

BGPの設定 R3：

router bgp 6500
router-id 2.20.1.2

address-family ipv4 unicast
allocate-label all
address-family l2vpn evpn
retain route-target all
neighbor 56.6.6.6
remote-as 6500
log-neighbor-changes
update-source loopback0
address-family l2vpn evpn
send-community extended
route-reflector-client
route-map NH_UNCHANGED out
encapsulation mpls

neighbor 51.1.1.1
remote-as 6500
log-neighbor-changes
update-source loopback0
address-family l2vpn evpn
send-community extended
route-reflector-client
route-map NH_UNCHANGED out
encapsulation mpls

neighbor 58.8.8.8
remote-as 6500
log-neighbor-changes
update-source loopback0
address-family link-state

route-map NH_UNCHANGED permit 10
set ip next-hop unchanged

BGPの設定 R1：

router bgp 6500
neighbor 58.8.8.8

remote-as 6500
log-neighbor-changes
update-source loopback0
address-family link-state

BGPの設定 R6：

outer bgp 6500
neighbor 58.8.8.8
remote-as 6500

log-neighbor-changes
update-source loopback0
address-family link-state

7. R1で PCEおよび SR-TEトンネル設定を有効にします。
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segment-routing
traffic-engineering
pcc
source-address ipv4 51.1.1.1
pce-address ipv4 58.8.8.8

on-demand color 1001
metric-type igp
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第 14 章

SR-TE手動プレファレンス選択

• SR-TE手動プレファレンス選択の設定（193ページ）
• SRTEフローベーストラフィックステアリングの構成（198ページ）
•フローベーストラフィックステアリングのデフォルトおよび非デフォルトVRFでのルー
トマップの構成（204ページ）

SR-TE手動プレファレンス選択の設定
このセクションでは、手動プレファレンス選択機能をサポートするために導入された設定およ

び実行コマンドについて説明します。

SR-TE手動優先順位選択の注意事項と制限事項
次の注意事項と制限事項は、SR-TE手動優先順位選択機能に適用されます。

• Cisco NX-OSリリース 10.2(2)F以降、SR-TEの手動優先順位選択機能により、SRTEポリ
シーまたはオンデマンドカラーテンプレートの両方でロックダウン、シャットダウン、

またはその両方を実行できます（SR-TEポリシーまたはオンデマンドカラーテンプレー
トのシャットダウン優先順位）。さらに、この機能により、SR-TEポリシーに対して特定
の優先順位を強制的にアクティブにし、すべてまたは特定のSR-TEポリシーに対してパス
の再最適化を強制することもできます。

この機能は、Cisco Nexus 9300-EX、9300-FX、9300-FX2、9300-GX、および
N9K-C9332D-GX2Bプラットフォームスイッチでサポートされています。

• Cisco NX-OSリリース 10.5(3)F以降、ルートマップには PBRと NON-PBRの両方の setコ
マンドを含めることができます。この変更により、同じルートマップ内でのポリシーベー

スのルーティングコマンドと従来のルーティングコマンドの統合を有効にすることによ

り、より柔軟なルーティング構成が可能になります。ユーザーは、特定のユースケース要

件に基づいて適切な setコマンドが設定されていることを確認する必要があります。
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SR-TE手動設定について：ロックダウンとシャットダウン
Cisco NX-OSリリース 10.2(2)F以降、必要に応じて次のアクションを実行できます。

• SRTEポリシーのロックダウン：オンデマンドのカラーテンプレートまたは明示的なポリ
シーでロックダウンを有効にできます。ロックダウンは、ポリシーのパス設定の自動再最

適化を無効にします。ロックダウンされたポリシーに対して新しい優先パスが発生した場

合、新しいパスを使用するように自動的に切り替えることはなく、有効になるまで現在の

アクティブなパスオプションを使用し続けます。

オンデマンドテンプレートと同じカラーの明示ポリシー構成が存

在する場合、ポリシー構成はロックダウンのテンプレート構成よ

りも優先されます。

（注）

例

ポリシーに複数の設定があるシナリオを考えてみましょう。ネットワークの障害により、

優先度の高いパスがダウンしたと仮定します。障害は、優先度の高いパスにあるノードの

差し迫った障害である可能性があります。障害を調査して修正するとき、運用チームは問

題のあるノードをリロードまたは無効にして、これが発生している間の中断を防ぐ必要が

ある場合があります。次に、優先度の低いパスをロックダウンし、優先度の高いパスに戻

らないようにすることは、使用するのに適したオプションです。

• SRTEポリシーのシャットダウン：オンデマンドのカラーテンプレートまたは明示ポリ
シーでシャットダウンを有効にすることができます。ポリシーの状態が管理状態ダウンに

変わり、ポリシーに関係するすべてのクライアントにポリシーダウン通知が送信されま

す。オンデマンドのカラー構成でシャットダウンを無効にすると、ポリシーのパスの有効

性に基づいて、ポリシーの状態がアップまたはダウンに変更されます。

オンデマンドテンプレートと同じ色の明示ポリシー設定が存在す

る場合、シャットダウンのテンプレート構成よりもポリシー構成

が優先されます。

（注）

• SRTEポリシーのシャットダウン設定 –オンデマンドのカラーテンプレート構成または明
示ポリシー構成のパス設定で、パス設定をシャットダウンできます。これにより、そのパ

スプリファレンスが無効になり、プリファレンスが解除されるまで、将来のパスの再最適

化が開始されなくなります。パスプリファレンスは、設定でシャットダウンされているか

シャットダウンされていないかに基づいて、show srte policyの出力に管理状態ダウンま

たはアップとして表示されます。
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SR-TE手動設定の構成 -ロックダウン/シャットダウン
SR-TEポリシーまたはオンデマンドカラーテンプレートで、ロックダウン、シャットダウン、
またはその両方を構成できます。SR-TEポリシーまたはオンデマンドカラーテンプレートの
下で構成をシャットダウンすることもできます。

始める前に

mplsセグメントルーティング機能が有効になっていることを確認する必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminalステップ 1

セグメントルーティングモードを開始

します。

segment-routingステップ 2

トラフィックエンジニアリングモード

に入ります。

traffic-engineeringステップ 3

オンデマンドモードを開始し、カラー

を構成します

on-demand colorcolor_numまたは policy
name

ステップ 4

または

SR-TEポリシーを個別に構成します。

オンデマンドのカラーテンプレートま

たは明示的なポリシー構成でロックダウ

ンを有効にします。

（オプション） [no] lockdownステップ 5

（注）

オンデマンドテンプレートと同じ色の

明示的なポリシー構成が存在する場合、

ポリシー構成がテンプレート構成より

も優先され、ポリシーがロックダウン

されます。

必要に応じて、オンデマンドカラーテ

ンプレートまたは構成済みの SR-TEポ
（オプション） [no] shutdownステップ 6

リシーから作成されたポリシーをシャッ

トダウンします。

（注）

オンデマンドテンプレートと同じ色の

明示的なポリシー構成が存在する場合、
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目的コマンドまたはアクション

ポリシー構成がテンプレート構成より

も優先され、ポリシーがシャットダウ

ンされます。

ポリシーの候補パスを指定します。candidate-pathsステップ 7

候補パスの優先順位を指定します。preference preference_numberステップ 8

SR-TEポリシー構成またはオンデマンド
カラーテンプレート構成の下でパスプ

リファレンスをシャットダウンします。

（オプション） [no] shutdownステップ 9

SRTEポリシーの特定のパス設定を適用する
特定の設定を SRTEポリシーのアクティブパスオプションに適用するには、segment-routing

traffic-engineering switch name <policy_name> pref <preference_number>実行コマンドを使

用します。このコマンドは、有効になるまで設定を使用します。

次のような出力例を示します。

NX2# show srte policy Green_White
Policy: 8.8.8.0|801
Name: Green_White
Source: 2.2.2.0
End-point: 8.8.8.0
State: UP
Color: 801
Authorized: Y
Binding-sid Label: 22
Policy-Id: 3
Path type = MPLS Active path option
Path-option Preference:180 ECMP path count: 1
1. PCE Weighted: No
Delegated PCE: 11.11.11.11
Index: 1 Label: 16005
Index: 2 Label: 16008
NX2# segment-routing traffic-engineering switch name Green_White preference 170
NX2(cfg-pref)# show srte policy Green_white detail
Policy: 8.8.8.0|801
Name: Green_White
…..
Path type = MPLS Path options count: 4
Path-option Preference:180 ECMP path count: 1 Admin: UP Forced: No
1. PCE Weighted: No
Delegated PCE: 11.11.11.11
Index: 1 Label: 16005
Index: 2 Label: 16008
Path-option Preference:170 ECMP path count: 1 Admin: UP Forced: Yes Active path option
1. Explicit Weighted: No
Name: Yellow
Index: 1 Label: 16006
Index: 2 Label: 16008

この手動で選択した設定を元に戻すには、次のオプションのいずれかを実行します。
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• segment-routing traffic-engineering reoptimize name <policy_name>コマンドを使用し

ます。詳細については、SRTEポリシーまたはすべての SRTEポリシーのパス再最適化の
適用（197ページ）を参照してください。

•別の設定に切り替えます

•このポリシーを閉じます

•選択した設定を閉じます

SRTEポリシーまたはすべての SRTEポリシーのパス再最適化の適用
SRTEポリシーに複数の設定がある場合、ポリシーを再最適化でき、利用可能な最適なパスを
選択できます。

特定のSRTEポリシーのパスの再最適化を適用するには、segment-routing traffic-engineering

reoptimize name <policy_name> コマンドを使用します。<policy_name>は、ポリシー名または

エイリアス名にすることができます。このコマンドは、前のセクションで説明した設定スイッ

チコマンドを取り消し、構成されている場合はロックダウンをオーバーライドします。

次のような出力例を示します。

NX2# show srte policy Green_White
Policy: 8.8.8.0|801
Name: Green_White
Source: 2.2.2.0
End-point: 8.8.8.0
State: UP
Color: 801
Authorized: Y
Binding-sid Label: 22
Policy-Id: 3
Path type = MPLS Active path option
Path-option Preference:170 ECMP path count: 1
1. Explicit Weighted: Yes Weight: 1
Name: Yellow
Index: 1 Label: 16006
Index: 2 Label: 16008
NX2# segment-routing traffic-engineering reoptimize name Green_White
NX2# show srte policy Green_White
Policy: 8.8.8.0|801
Name: Green_White
Source: 2.2.2.0
End-point: 8.8.8.0
State: UP
Color: 801
Authorized: Y
Binding-sid Label: 22
Policy-Id: 3
Path type = MPLS Active path option
Path-option Preference:180 ECMP path count: 1
1. PCE Weighted: No
Delegated PCE: 11.11.11.11
Index: 1 Label: 16005
Index: 2 Label: 16008

すべてのSRTEポリシーのパスの再最適化を強制するには、segment-routing traffic-engineering

reoptimize allコマンドを使用して、システムに存在するすべての SRTEポリシーのパスの再
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最適化を適用します。このコマンドは、前のポイントで説明した設定スイッチコマンドを取り

消し、構成されている場合はロックダウンをオーバーライドします。

SRTEフローベーストラフィックステアリングの構成
この章では、Cisco Nexus 9000-FX、9000-FX2、9000-FX3、9000-GX、および 9300プラット
フォームスイッチで SRTEフローベースのトラフィックステアリングを構成する方法につい
て説明します。

SRTEフローベーストラフィックステアリング
Cisco NX-OSリリース 10.1(2)のフローベースのトラフィックステアリング機能は、直接的で
柔軟な、ステアリングするトラフィックを選択する代替方法を提供します。この方法では、出

力ノードではなく、ヘッドエンドノードでソースルーティングを直接構成できます。フロー

ベースのトラフィックステアリングにより、ユーザーは、宛先アドレス、UDPまたは TCP
ポート、DSCPビット、その他のプロパティなどの着信パケットのフィールドを一致させるこ
とにより、SRTEポリシーに誘導されるパケットを選択できます。一致は、パケットをポリシー
に導くように ACLをプログラミングすることによって行われます。

トラフィックを一致させて誘導するために、ポリシーベースルーティング（PBR）機能が拡張
され、SRTEポリシーをサポートするようになりました。現在の PBR機能には、RPM、ACL
Manager、および AclQoSコンポーネントが含まれます。Cisco NX-OSリリース 10.1(2)以降、
SRTEサポートを追加するために、RPMコンポーネントは SRTEおよび ULIBとも通信し、
URIBとの通信が強化されています。

したがって、SRTEのフローベースのトラフィックステアリング機能には、次のものが含まれ
ます。

• MPLS SRデータプレーン

• IPv4トラフィックのステアリングはデフォルトVRFでサポートされ、IPv4および IPv6ト
ラフィックのステアリングはデフォルト以外の VRFでサポートされます

• 5つのタプルフィールド（送信元アドレス、宛先アドレス、プロトコル、tcp/udp送信元
ポート、tcp/udp宛先ポート）の組み合わせに基づく ACLによるトラフィックの一致

•一致したトラフィックを SRTEポリシーに導く

• IPv4パケットのパケット内の DSCP/TOSビットのマッチング。Cisco NX-OSリリース
10.3(1)F以降では、VXLANパケットの外部ヘッダーの DSCP/TOSビットのマッチングも
サポートされています。

• IPv6パケットのパケットのトラフィッククラスフィールドの一致

•期間の定義に基づく ACLの自動有効化および無効化

• VRFケースをステアリングするとき、ネクストホップを指定せずに SRTEポリシーへの
ステアリングをサポートします。
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•エニーキャストエンドポイントを使用したオーバーレイ ECMP

• ACLに一致するパケットは、通常のルートよりも優先されます

• ToS/DSCPおよびタイマーベースの ACLに基づくフロー選択

• next-hop-ipは、あるエンドポイントから別のエンドポイントへの SRTEポリシーへのトラ
フィックのステアリングに使用されます。

SRTEのフローベーストラフィックステアリングの注意事項と制限事
項

次の注意事項と制限事項は、SRTE機能のフローベーストラフィックステアリングに適用され
ます。

• Cisco NX-OSリリース 10.1(2)以降、SRTEのフローベースのトラフィックステアリング機
能は、CiscoNexus 9000-FX、9000-FX2、9000-FX3、9000-GX、および 9300プラットフォー
ムスイッチでサポートされます。

• SRTEポリシーが VRFのインターフェイスに割り当てられたルートマップに適用される
とき（L3VPN/L3EVPNトラフィックを誘導するため）、set statementのネクストホップが
BGPプレフィックスに解決され、その BGPプレフィックスがすでに SRTEを使用してト
ラフィックを誘導し、ルートマップはトラフィックを誘導しません。

•アンダーレイ ECMPは、ポリシー内のアクティブな各 SRTEパス（ECMPメンバー）のラ
ベルスタックが同じ場合にのみサポートされます。9000-GXプラットフォームには、こ
の制限はありません。

•ルートマップトラッキング機能はサポートされていません。

• SRTEポリシーを操作する場合、1つのルートマップシーケンスエントリに複数のネクス
トホップを設定することはサポートされていません。

• SRTEポリシーが VRFのインターフェイスに割り当てられたルートマップに適用される
場合（L3VPN/L3EVPNトラフィックを誘導するため）、setステートメントのネクスト
ホップがRIBで複数のネクストホップを有するBGPルート（オーバーレイルート）に対
して解決される場合、トラフィックはルートの最初のネクストホップにのみ誘導され、

すべてのネクストホップで ECMPは行われません。

• SRTEポリシー名がルートマップセットステートメントで使用されている場合、カラー
とエンドポイントではなく、デフォルトの VRFステアリングにのみ使用できます。そう
でない場合は、明示的に定義されている SRTEパスを選択する必要があります。具体的に
は、これは、ラベルの代わりにポリシーエンドポイントキーワードを含むセグメントリス

トを使用するように定義された SRTEポリシーを選択するためには使用できません。

• set ip next-hop <>で指定されたネクストホップ IPに適用される次のキーワードは、SRTE
ポリシーにステアリングするときのルートマップではサポートされません。

• verify-availability
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• drop-on-fail

• force-order

• load-share

•必要な機能（セグメンティングルーティング、l3 evpnまたは l3vpn）がデバイスで有効に
なっていない場合でも、srte-policyを使用したルートマップをインターフェイスに適用で
きます。ただし、srte-policyを使用した set-actionsは抑制されます。つまり、これらのフ
ローに対してデフォルトルーティングが実行されます。

•ルートマップには、srte-policyありおよび srte-policyなしの setコマンドを含めることがで
きます。

• srte-policy情報のない set-commandの場合、ステアリングは next-hop-ipへの到達可能性が
MPLSラベルを必要としない場合にのみ実行されます。

•ルートマップがデフォルト以外の VRFのインターフェイスに関連付けられており、その
ルートマップにネクストホップ IPアドレス Nと SRTEポリシーを指定するシーケンスが
含まれている場合、そのルートマップ上の他のすべてのシーケンスと、同じネクストホッ

プ IPアドレスを使用する同じ VRFに関連付けられたその他すべてのルートマップにも
SRTEポリシーが必要です。同じネクストホップ IPと異なる SRTEポリシーを使用して、
別のルートマップまたはルートマップシーケンスを同じVRFに関連付けることはできま
せん。

•同様に、ルートマップがデフォルト以外の VRFのインターフェイスに関連付けられてい
て、そのルートマップが SRTEポリシーを指定していないが、ネクストホップ IPアドレ
ス Nを指定している場合、同じネクストホップ IPアドレス Nを使用し、SRTEポリシー
を指定する、そのルートマップまたは別のルートマップ内の別のシーケンスは適用されま

せん。

• SRTEフローベースのトラフィックステアリングは、VXLANまたは EoMPLS PBRと同時
に使用することはできません。

• SRTE入力ノードのポリシーベースのルーティングトラフィックでは、SRラベル統計は
サポートされていません。ただし、ACLリダイレクト統計はサポートされています。

•デフォルト VRFの IPv6トラフィックは、SRTEポリシーに誘導できません。MPLS SRア
ンダーレイは、IPv4でのみサポートされます。ただし、IPv6 SRアンダーレイが必要な場
合は、代わりに SRv6を使用します。

• 9000-FX、9000-FX2、9000-FX3、および 9300プラットフォームハードウェアは、ECMP
メンバーごとに一意のアンダーレイラベルスタックをプッシュできず、これらのプラッ

トフォームのアンダーレイECMPに影響します。つまり、セグメントリストの最初のホッ
プが異なる SRTEポリシーに複数のアクティブセグメントリストがある場合（1つの設定
が複数のセグメントリストで構成されている場合）、そのような構成はサポートされませ

ん。このような場合、回避策として、エニーキャスト SIDを構成して、すべての ECMP
メンバーでラベルスタックが同じになるようにします。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
200

セグメントルーティング

SRTEのフローベーストラフィックステアリングの注意事項と制限事項



•モジュラプラットフォームは、Cisco NX-OSリリース 10.1(2)ではサポートされていませ
ん。

• Cisco NX-OSリリース 10.2(2)F以降、SRTEのフローベースのトラフィックステアリング
機能は、Cisco N9K-C9332D-GX2Bプラットフォームスイッチでサポートされます。

• Cisco NX-OSリリース 10.3(1)F以降、DSCPベースの SR-TEフローステアリング機能によ
り、IPヘッダーのDSCPフィールドを使用して照合され、SRTEパスに誘導されるVXLAN
パケットのソースルーティングが可能になります。以下はこの機能の注意事項と制限事項

です。

•この機能は、CiscoNexus 9300-FX2、9300-FX3、9300-GX、9300-GX2TORスイッチで
のみサポートされます。

• VXLANパケットが終了していない場合、ACLフィルタはVXLANパケットの外部 IP
ヘッダフィールド（IPv4）に適用されます。

• Cisco NX-OSリリース 10.3(2)F以降、SRTE向けフローベーストラフィックステアリング
機能は、Cisco Nexus 9700-FXおよび 9700-GXラインカードでサポートされます。以下は
この機能の注意事項と制限事項です。

• Cisco Nexus 9508プラットフォームスイッチが VXLAN EVPNからMPLS SR L3VPN
へのハンドオフモードで、MPLSカプセル化パケットがL2ポートで転送される場合、
dot1qヘッダーは追加されません。

• Cisco Nexus 9500プラットフォームスイッチが EVPNからMPLS SR L3VPNへのハン
ドオフモードとして設定されている場合、SVI/サブインターフェイスは、コアに面し
たアップリンク (MPLSまたは VXLAN)ではサポートされません。

• DSCPからMPLS EXPへのプロモーションは、DCIモードの FX TOR/ラインカードで
は機能しません。MPLSEXPへの内部DSCP値のコピーは、このハンドオフモードの
FX TOR/ラインカードでは機能しません。MPLS EXPは 0x7に設定されます。

• Cisco NX-OSリリース 10.3(2)F以降、DSCPベースの SRTEフローステアリング機能は、
Cisco Nexus 9300-FXプラットフォームおよび Cisco Nexus 9700-FXと 9700-GXラインカー
ドでサポートされます。以下はこの機能の注意事項と制限事項です。

• Cisco Nexus 9500プラットフォームスイッチが VXLAN EVPNからMPLS SR L3VPN
へのハンドオフモードで、MPLSカプセル化パケットがL2ポートで転送される場合、
dot1qヘッダーは追加されません。

• Cisco Nexus 9500プラットフォームスイッチが EVPNからMPLS SR L3VPNへのハン
ドオフモードとして設定されている場合、SVI/サブインターフェイスは、コアに面し
たアップリンク (MPLSまたは VXLAN)ではサポートされません。

• DSCPからMPLS EXPへのプロモーションは、DCIモードの FX TOR/ラインカードで
は機能しません。MPLSEXPへの内部DSCP値のコピーは、このハンドオフモードの
FX TOR/ラインカードでは機能しません。MPLS EXPは 0x7に設定されます。
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構成プロセス：SRTEフローベーストラフィックステアリング
SRTEフローベースのトラフィックステアリング機能の構成プロセスは次のとおりです。

1. 特に IPアクセスリストの基準に一致する IPアクセスリストを構成します。

詳細については、『Cisco Nexus Series NX-OSセキュリティ構成ガイド』の「IP ACLの構

成」章を参照してください。

2. SRTEポリシーを定義します。

SRTEの設定の詳細については、『Cisco Nexus 9000シリーズ NX-OSラベルスイッチ構成

ガイド』の「トラフィックエンジニアリング用セグメントルーティングの構成」の章を

参照してください。

3. 一致（ステップ1で設定した IPアクセスリスト）とアクションをバインドするルートマッ
プを構成します。一致は、パケットで一致するフィールドを参照し、アクションは、どの

SRTEポリシーを誘導するか、および使用するVPNラベルを参照します（存在する場合）。

ToS/DSCPおよびタイマーベース ACLに基づいたフロー選択の構成
SRTEフローベースのトラフィックステアリング機能では、フロー選択は ToS/DSCPおよびタ
イマーベースの ACLに基づいています。

デフォルトおよびデフォルト以外の VRFのルートマップを、さまざまな基準によって選択さ
れたポリシーに構成して正しく動作させるには、次の構成手順を実行します。

始める前に

MPLSセグメントルーティングトラフィックエンジニアリングおよび PBR機能が有効になっ
ていることを確認する必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

名前を使用して IPまたは IPv6アクセ
スリストを定義し、 IPまたは IPv6ア

[ip | ipv6] access-list acl_name

例：

ステップ 2

クセスリストコンフィギュレーション

モードを開始します。
switch(config)# ip access-list L4_PORT
switch(config)#

スイッチで構成された IPまたは IPv6
アクセスリストを表示します。

10 permit ip ip_address any

例：

ステップ 3

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
202

セグメントルーティング

構成プロセス：SRTEフローベーストラフィックステアリング



目的コマンドまたはアクション

switch(config)# 10 permit ip any
5.5.0.0/16
switch(config)#

IPv6アクセスリストに TCP許可条件
を設定します。

20 permit tcp tcp_address [any]

例：

ステップ 4

（注）switch(config)# 20 permit tcp any
5.5.0.0/16
switch(config)#

anyキーワードは、IPv6にのみ使用さ
れます。

名前を使用して IPまたは IPv6アクセ
スリストの DSCP定義し、 IPまたは

[ip | ipv6] access-list dscp_name

例：

ステップ 5

IPv6アクセスリストコンフィギュレー
ションモードを開始します。

switch(config)# ip access-list dscp
switch(config)#

IPまたは IPv6アクセスリストのDSCP
値を設定します。

10 permit tcp any tcp_address dscp <dscp
value>

例：

ステップ 6

（注）

anyキーワードは、IPv6にのみ使用さ
れます。

switch(config)# 10 permit tcp any
5.5.0.0/16 dscp af11
switch(config)#

名前を使用して IPまたは IPv6アクセ
スリストを定義し、 IPまたは IPv6ア

[ip | ipv6] access-list acl_name

例：

ステップ 7

クセスリストコンフィギュレーション

モードを開始します。
switch(config)# ip access-list acll
switch(config)#

IPv6アクセスリストに TCP許可条件
を設定します。

10 permit tcp any tcp_address acl
acl_name

例：

ステップ 8

（注）

anyキーワードは、IPv6にのみ使用さ
れます。

switch(config)# 10 permit tcp any
5.5.0.0/16 eq www dscp af11
switch(config)#

名前を使用して IPまたは IPv6アクセ
スリストを定義し、 IPまたは IPv6ア

[ip | ipv6] access-list acl_name

例：

ステップ 9

クセスリストコンフィギュレーション

モードを開始します。
switch(config)# ip access-list acl1
switch(config)#

IPまたは IPv6アクセスリストの TCP
の時間範囲を定義する時間範囲値を設

定します。

10 permit tcp any any time - range tl

例：

switch(config-acl)# 10 permit tcp any
5.5.0.0/16 eq www dscp af11
switch(config)#

ステップ 10

（注）

anyキーワードは、IPv6にのみ使用さ
れます。
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目的コマンドまたはアクション

名前を使用して、IPまたは IPv6アクセ
スリストの時間範囲を定義します。

time-range name

例：

ステップ 11

switch(config-acl)# time-range t1
switch(config)#

構成の時間範囲を定義します。F2(config-time-range)#
WOLF2(config-time-range)#

ステップ 12

例：

switch(config-time-range)# 10 absolute
start 20:06:56 8 february 2021
end 20:10:56 8 february 2021

フローベーストラフィックステアリングのデフォルトお

よび非デフォルト VRFでのルートマップの構成
次のセクションでは、SRTEフローベースのトラフィックステアリング機能のデフォルトおよ
び非デフォルト VRFでルートマップを構成する方法を示します。

カラーおよびエンドポイントによって選択されているポリシーへのデ

フォルト VRFのルートマップの構成
デフォルト VRFのトラフィックを、色とエンドポイントで選択されたポリシーに導くルート
マップを構成するには、次の手順を実行します。

始める前に

MPLSセグメントルーティングトラフィックエンジニアリングおよび PBR機能が有効になっ
ていることを確認する必要があります。

手順

目的コマンドまたはアクション

ルートマップに FLOW1という名前を
付けます。

route-map FLOW1 seq_num

例：

ステップ 1

switch(config)# route-map FLOW1 seq 10
switch(config-route-map)#
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目的コマンドまたはアクション

フィールドを説明する ACLを追加する
ことにより、ルートマップが一致する

必要のあるフィールドを指定します。

match [ip | ipv6] address acl_name

例：

switch(config-route-map)# match ip
address L4_PORT
switch(config-route-map)#

ステップ 2

SRTEポリシーカラーとポリシーのエン
ドポイントを構成します。

set srte-policy color num endpoint ip
address

例：

ステップ 3

（注）

IPv4アドレスのみをエンドポイントに
できます。

switch(config-route-map)# set
srte-policy color 121 endpoint 10.0.0.1
switch(config-route-map)#

インターフェイス設定モードを開始しま

す。

interface interface-type/slot/port

例：

ステップ 4

switch(config-route-map)# interface
ethernet 1/1
switch(config-route-map-if)#

IPまたは IPv6ポリシーベースルーティ
ングをインターフェイスに割り当てま

[ip | ipv6] policy route-map FLOW1

例：

ステップ 5

す。これにより、インターフェイスに入switch(config-route-map-if)# ip policy
route-map FLOW1
switch(config-route-map-if)#

力するすべてのトラフィックのルート

マップが適用されます。

名前で選択されたポリシーへのデフォルトVRFのルートマップ構成例
デフォルト VRFのトラフィックを名前で選択されたポリシーに導くルートマップを構成する
には、次の手順を実行します。

始める前に

MPLSセグメントルーティングトラフィックエンジニアリングおよび PBR機能が有効になっ
ていることを確認する必要があります。

手順

目的コマンドまたはアクション

ルートマップに FLOW1という名前を
付けます。

route-map FLOW1 seq_num

例：

ステップ 1

switch(config)# route-map FLOW1 seq 10
switch(config-route-map)#
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目的コマンドまたはアクション

フィールドを説明する ACLを追加する
ことにより、ルートマップが一致する

必要のあるフィールドを指定します。

match [ip | ipv6] address acl_name

例：

switch(config-route-map)# match ip
address L4_PORT
switch(config-route-map)#

ステップ 2

SRTEポリシー名を構成します。set srte-policy name policy-name

例：

ステップ 3

switch(config-route-map)# set
srte-policy name policy1
switch(config-route-map)#

インターフェイスコンフィギュレーショ

ンモードを開始します。

interface interface-type/slot/port

例：

ステップ 4

switch(config-route-map)# interface
ethernet 1/1
switch(config-route-map-if)#

IPまたは IPv6ポリシーベースルーティ
ングをインターフェイスに割り当てま

[ip | ipv6] policy route-map FLOW1

例：

ステップ 5

す。これにより、インターフェイスに入switch(config-route-map-if)# ip policy
route-map FLOW1
switch(config-route-map-if)#

力するすべてのトラフィックのルート

マップが適用されます。

ネクストホップ、カラー、およびエンドポイントで選択されたポリ

シーへのデフォルト以外の VRFのルートマップ構成
デフォルト以外の VRFのトラフィックを、カラーとエンドポイントで選択されたポリシーに
導くルートマップを構成するには、次の手順を実行します。この手順では、正しいMPLSVPN
ラベルがトラフィックに適用されるようにネクストホップを指定します。

始める前に

MPLSセグメントルーティングトラフィックエンジニアリングおよび PBR機能が有効になっ
ていることを確認する必要があります。

手順

目的コマンドまたはアクション

ルートマップに FLOW1という名前を
付けます。

route-map FLOW1 seq_num

例：

ステップ 1

switch(config)# route-map FLOW1 seq 10
switch(config-route-map)#
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目的コマンドまたはアクション

フィールドを説明する ACLを追加する
ことにより、ルートマップが一致する

必要のあるフィールドを指定します。

match [ip | ipv6] address acl_name

例：

switch(config-route-map)# match ip
address L4_PORT
switch(config-route-map)#

ステップ 2

srte-policy（カラーおよびエンドポイン
ト）を介して、構成されたネクストホッ

プにパケットをリダイレクトします。

set [ip | ipv6] next-hop
destination-ip-next-hop srte-policy color
num endpoint ip address

例：

ステップ 3

switch(config-route-map)# set ip
next-hop 5.5.5.5 srte-policy color 121
endpoint 10.0.0.1
switch(config-route-map)#

ルートマップ構成モードを終了し、グ

ローバル構成モードに戻ります。

exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

インターフェイスコンフィギュレーショ

ンモードを開始します。

interface interface-type/slot/port

例：

ステップ 5

switch(config)# interface ethernet 1/1
switch(config-if)#

このインターフェイスを VRFに追加し
ます。

vrf member vrf-name

例：

ステップ 6

switch(config-if)# vrf member vrf1
switch(config-if)#

IPまたは IPv6ポリシーベースルーティ
ングをインターフェイスに割り当てま

[ip | ipv6] policy route-map FLOW1

例：

ステップ 7

す。これにより、インターフェイスに入switch(config-if)# ip policy route-map
FLOW1
switch(config-if)#

力するすべてのトラフィックのルート

マップが適用されます。

インターフェイスをディセーブルにしま

す。

[no] shutdown

例：

ステップ 8

switch(config-if)# no shutdown
switch(config-if)#
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デフォルト以外のVRFのルートマップをネクストホップおよびカラー
別に選択されたポリシーに構成する

次の手順を実行し、デフォルト VRFのトラフィックを色とエンドポイントで選択されたポリ
シーに誘導するルートマップを構成しますが、エンドポイントは明示的に構成されていませ

ん。ネクストホップが指定されているため、正しいMPLS VPNラベルがトラフィックに適用
され、正しい SRTEエンドポイントがネクストホップに一致するルートから取得されます。

始める前に

MPLSセグメントルーティングトラフィックエンジニアリングおよび PBR機能が有効になっ
ていることを確認する必要があります。

手順

目的コマンドまたはアクション

ルートマップに FLOW1という名前を
付けます。

route-map FLOW1 seq_num

例：

ステップ 1

switch(config)# route-map FLOW1 seq 10
switch(config-route-map)#

フィールドを説明する ACLを追加する
ことにより、ルートマップが一致する

必要のあるフィールドを指定します。

match [ip | ipv6] address acl_name

例：

switch(config-route-map)# match ip
address L4_PORT
switch(config-route-map)#

ステップ 2

srte-policy（カラー）を介して、構成さ
れたネクストホップにパケットをリダイ

レクトします。

set [ip | ipv6] next-hop
destination-ip-next-hop srte-policy color
num

例：

ステップ 3

switch(config-route-map)# set ip
next-hop 5.5.5.5 srte-policy color 121
switch(config-route-map)#

ルートマップ構成モードを終了し、グ

ローバル構成モードに戻ります。

exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

インターフェイスコンフィギュレーショ

ンモードを開始します。

interface interface-type/slot/port

例：

ステップ 5

switch(config)# interface ethernet 1/1
switch(config-if)#
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目的コマンドまたはアクション

このインターフェイスを VRFに追加し
ます。

vrf member vrf-name

例：

ステップ 6

switch(config-if)# vrf member vrf1
switch(config-if)#

IPまたは IPv6ポリシーベースルーティ
ングをインターフェイスに割り当てま

[ip | ipv6] policy route-map FLOW1

例：

ステップ 7

す。これにより、インターフェイスに入switch(config-if)# ip policy route-map
FLOW1
switch(config-if-route-map)#

力するすべてのトラフィックのルート

マップが適用されます。

インターフェイスをディセーブルにしま

す。

[no] shutdown

例：

ステップ 8

switch(config-if-route-map)# no
shutdown
switch(config-if-route-map)#

デフォルト以外のVRFのルートマップをネクストホップおよび名前別
に選択されたポリシーに構成する

次の手順を実行して、デフォルト以外の VRFのトラフィックを名前別に選択されたポリシー
に誘導するルートマップを構成します。ネクストホップは、正しいMPLS VPNラベルがトラ
フィックに課されるように指定されます

始める前に

MPLSセグメントルーティングトラフィックエンジニアリングおよび PBR機能が有効になっ
ていることを確認する必要があります。

手順

目的コマンドまたはアクション

ルートマップに FLOW1という名前を
付けます。

route-map FLOW1 seq_num

例：

ステップ 1

switch(config)# route-map FLOW1 seq 10
switch(config-route-map)#

フィールドを説明する ACLを追加する
ことにより、ルートマップが一致する

必要のあるフィールドを指定します。

match [ip | ipv6] address acl_name

例：

switch(config-route-map)# match ip
address L4_PORT
switch(config-route-map)#

ステップ 2
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目的コマンドまたはアクション

srte-policy（名前）を介して、構成され
たネクストホップにパケットをリダイレ

クトします。

set [ip | ipv6] next-hop
destination-ip-next-hop srte-policy name

例：

ステップ 3

switch(config-route-map)# set ip
next-hop 5.5.5.5 srte-policy policy1
switch(config-route-map)#

ルートマップ構成モードを終了し、グ

ローバル構成モードに戻ります。

exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

インターフェイスコンフィギュレーショ

ンモードを開始します。

interface interface-type/slot/port

例：

ステップ 5

switch(config)# interface ethernet 1/1
switch(config-if)#

このインターフェイスを VRFに追加し
ます。

vrf member vrf-name

例：

ステップ 6

switch(config-if)# vrf member vrf1
switch(config-if)#

IPまたは IPv6ポリシーベースルーティ
ングをインターフェイスに割り当てま

[ip | ipv6] policy route-map FLOW1

例：

ステップ 7

す。これにより、インターフェイスに入switch(config-if)# ip policy route-map
FLOW1
switch(config-if)#

力するすべてのトラフィックのルート

マップが適用されます。

インターフェイスをディセーブルにしま

す。

[no] shutdown

例：

ステップ 8

switch(config-if)# no shutdown
switch(config-if)#

カラーとエンドポイントで選択されたポリシーへのデフォルト以外の

VRFのルートマップ構成例
デフォルト以外の VRFのトラフィックを、カラーとエンドポイントで選択されたポリシーに
導くルートマップを構成するには、次の手順を実行します。この手順では、指定するネクスト

ホップは必要ありません。VPNラベルは、ローカルスイッチでVRFに割り当てられたラベル
を検索することによって取得されます。これは、すべてのスイッチのVRFのBGP割り当てイ
ンデックス構成を使用して、すべてのスイッチの VRFに同じラベルが割り当てられている場
合にのみ構成可能です。
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始める前に

MPLSセグメントルーティングトラフィックエンジニアリングおよび PBR機能が有効になっ
ていることを確認する必要があります。

手順

目的コマンドまたはアクション

ルートマップに FLOW1という名前を
付けます。

route-map FLOW1 seq_num

例：

ステップ 1

switch(config)# route-map FLOW1 seq
10
switch(config-route-map)#

フィールドを説明するACLを追加する
ことにより、ルートマップが一致する

必要のあるフィールドを指定します。

match [ip | ipv6] address acl_name

例：

switch(config-route-map)# match ip
address L4_PORT
switch(config-route-map)#

ステップ 2

SRTEポリシーカラーとポリシーのエ
ンドポイントを構成します。

set srte-policy color num endpoint ip
address

例：

ステップ 3

（注）

IPv4アドレスのみをエンドポイントに
できます。

switch(config-route-map)# set
srte-policy color 121 endpoint
10.0.0.1
switch(config-route-map)#

インターフェイスコンフィギュレー

ションモードを開始します。

interface interface-type/slot/port

例：

ステップ 4

switch(config-route-map)# interface
ethernet 1/1
switch(config-route-map-if)#

このインターフェイスをVRFに追加し
ます。

vrf member vrf-name

例：

ステップ 5

switch(config-route-map-if)# vrf
member vrf1
switch(config-route-map-if)#

IPまたは IPv6ポリシーベースルーティ
ングをインターフェイスに割り当てま

[ip | ipv6] policy route-map FLOW1

例：

ステップ 6

す。これにより、インターフェイスにswitch(config-route-map-if)# ip policy
route-map FLOW1
switch(config-route-map-if)#

入力するすべてのトラフィックのルー

トマップが適用されます。

インターフェイスをディセーブルにし

ます。

[no] shutdown

例：

ステップ 7
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目的コマンドまたはアクション

switch(config-route-map-if)# no
shutdown
switch(config-route-map-if)#

ルートマップ構成モードを終了し、グ

ローバル構成モードに戻ります。

exit

例：

ステップ 8

switch(config-route-map)# exit
switch(config)#

BGP機能を開始します。feature bgp

例：

ステップ 9

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as-number

例：

switch(config)# router bgp 1.1
switch(config-router)#

ステップ 10

BGPプロセスをVRFに関連付けます。vrf vrf-name

例：

ステップ 11

switch(config-router)# vrf vrf1
switch(config-router-vrf)#

VRFにインデックスを割り当てます。
これにより、VRFにスタティック

allocate-index index

例：

ステップ 12

MPLSローカルVPNラベルを割り当てswitch(config-router-vrf)#
allocate-index 10 るように BGPに指示されます。VRF

に割り当てられたMPLS VPNラベル
は、指定された値から取得されます。

インデックスは、MPLSラベル値の特
別な範囲へのオフセットとして使用さ

れます。指定されたインデックス値の

場合、同じローカルラベルが常に許可

されます。

名前で選択されたポリシーへのデフォルト以外のルートマップ構成例

次の手順を実行して、デフォルト以外の VRFのトラフィックを名前別に選択されたポリシー
に誘導するルートマップを構成します。この手順では、指定するネクストホップは必要ありま

せん。VPNラベルは、ローカルスイッチで VRFに割り当てられたラベルを検索することに
よって取得されます。これは、すべてのスイッチのVRFのBGP割り当てインデックス構成を
使用して、すべてのスイッチの VRFに同じラベルが割り当てられている場合にのみ構成可能
です。
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始める前に

MPLSセグメントルーティングトラフィックエンジニアリングおよび PBR機能が有効になっ
ていることを確認する必要があります。

手順

目的コマンドまたはアクション

ルートマップに FLOW1という名前を
付けます。

route-map FLOW1 seq_num

例：

ステップ 1

switch(config)# route-map FLOW1 seq
10
switch(config-route-map)#

フィールドを説明するACLを追加する
ことにより、ルートマップが一致する

必要のあるフィールドを指定します。

match [ip | ipv6] address acl_name

例：

switch(config-route-map)# match ip
address L4_PORT
switch(config-route-map)#

ステップ 2

SRTEポリシー名を構成します。set srte-policy name

例：

ステップ 3

switch(config-route-map)# set
srte-policy policy1
switch(config-route-map)#

インターフェイス設定モードを開始し

ます。

interface interface-type/slot/port

例：

ステップ 4

switch(config-route-map)# interface
ethernet 1/1
switch(config-route-map-if)#

このインターフェイスをVRFに追加し
ます。

vrf member vrf-name

例：

ステップ 5

switch(config-route-map-if)# vrf
member vrf1
switch(config-route-map-if)#

IPまたは IPv6ポリシーベースルーティ
ングをインターフェイスに割り当てま

[ip | ipv6] policy route-map FLOW1

例：

ステップ 6

す。これにより、インターフェイスにswitch(config-route-map-if)# ip policy
route-map FLOW1
switch(config-route-map-if)#

入力するすべてのトラフィックのルー

トマップが適用されます。

インターフェイスをディセーブルにし

ます。

[no] shutdown

例：

ステップ 7
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目的コマンドまたはアクション

switch(config-route-map-if)# no
shutdown
switch(config-route-map-if)#

ルートマップ構成モードを終了し、グ

ローバル構成モードに戻ります。

exit

例：

ステップ 8

switch(config-route-map)# exit
switch(config)#

BGP機能を開始します。feature bgp

例：

ステップ 9

switch(config)# feature bgp
switch(config)#

BGPルーティングプロセスを設定し、
ルータコンフィギュレーションモード

を開始します。

router bgp as-number

例：

switch(config)# router bgp 1.1
switch(config-router)#

ステップ 10

BGPプロセスをVRFに関連付けます。vrf vrf-name

例：

ステップ 11

switch(config-router)# vrf vrf1
switch(config-router-vrf)#

VRFにインデックスを割り当てます。
これにより、VRFにスタティック

allocate-index index

例：

ステップ 12

MPLSローカルVPNラベルを割り当てswitch(config-router-vrf)#
allocate-index 10 るように BGPに指示されます。VRF

に割り当てられたMPLS VPNラベル
は、指定された値から取得されます。

インデックスは、MPLSラベル値の特
別な範囲へのオフセットとして使用さ

れます。指定されたインデックス値の

場合、同じローカルラベルが常に許可

されます。
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第 15 章

SRTEフローベースのトラフィックステア
リング

• ToS/DSCPおよび時間ベース ACLに基づくフロー選択の構成例（215ページ）
•カラーおよびエンドポイントで選択されたポリシーへのデフォルト VRFのルートマップ
構成例（216ページ）

•名前別に選択されたポリシーへのデフォルトの VRFでのルートマッピング構成例（216
ページ）

•ネクストホップ、カラー、エンドポイントで選択されたポリシーへのデフォルト以外の
VRFのルートマップ構成例（216ページ）

•ネクストホップおよびカラーで選択されたポリシーへのデフォルト以外の VRFのルート
マップの構成例（216ページ）

•ネクストホップ名別に選択されたポリシーへのデフォルト以外の VRFでのルートマッピ
ング構成例（217ページ）

•デフォルト以外の VRFでのルートマップの構成例を色とエンドポイントで選択したポリ
シーにマッピングする（217ページ）

•名前別に選択されたポリシーへのデフォルト以外の VRFでのルートマッピング構成例
（217ページ）

• SRTEのフローベーストラフィックステアリング構成の確認 （217ページ）

ToS/DSCPおよび時間ベースACLに基づくフロー選択の構
成例

switch# configure terminal
switch(config)# ip access-list L4_PORT
switch(config)# 10 permit ip any 5.5.0.0/16
switch(config)# 20 permit tcp any 5.5.0.0/16
switch(config)# ip access-list dscp
switch(config)# 10 permit tcp any 5.5.0.0/16 dscp af11
switch(config)# ip access-list acll
switch(config)# 10 permit tcp any 5.5.0.0/16 eq www dscp af11
switch(config)# ip access-list acl1
switch(config-acl)# 10 permit tcp any 5.5.0.0/16 eq www dscp af11
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switch(config-acl)# time-range t1
start 20:06:56 8 february 2021 end 20:10:56 8 february 2021

カラーおよびエンドポイントで選択されたポリシーへの

デフォルト VRFのルートマップ構成例
switch(config)# route-map FLOW1 seq 10
switch(config-route-map)# match ip address L4_PORT
switch(config-route-map)# set srte-policy color 121 endpoint 10.0.0.1
switch(config-route-map)# interface ethernet 1/1
switch(config-route-map-if)# ip policy route-map FLOW1

名前別に選択されたポリシーへのデフォルトの VRFでの
ルートマッピング構成例

switch(config)# route-map FLOW1 seq 10
switch(config-route-map)# match ip address L4_PORT
switch(config-route-map)# set srte-policy name policy1
switch(config-route-map)# interface ethernet 1/1
switch(config-route-map-if)# ip policy route-map FLOW1

ネクストホップ、カラー、エンドポイントで選択された

ポリシーへのデフォルト以外の VRFのルートマップ構成
例

switch(config)# route-map FLOW1 seq 10
switch(config-route-map)# match ip address L4_PORT
switch(config-route-map)# set ip next-hop 5.5.5.5 srte-policy color 121 endpoint 10.0.0.1
switch(config-route-map)# interface ethernet 1/1
switch(config-route-map)# vrf member vrf1
switch(config-route-map-if)# ip policy route-map FLOW1

ネクストホップおよびカラーで選択されたポリシーへの

デフォルト以外の VRFのルートマップの構成例
switch(config)# route-map FLOW1 seq 10
switch(config-route-map)# match ip address L4_PORT
switch(config-route-map)# set ip next-hop 5.5.5.5 srte-policy color 121
switch(config-route-map)# interface ethernet 1/1
switch(config-route-map)# vrf member vrf1
switch(config-route-map-if)# ip policy route-map FLOW1
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ネクストホップ名別に選択されたポリシーへのデフォル

ト以外の VRFでのルートマッピング構成例
switch(config)# route-map FLOW1 seq 10
switch(config-route-map)# match ip address L4_PORT
switch(config-route-map)# set ip next-hop 5.5.5.5 srte-policy policy1
switch(config-route-map)# interface ethernet 1/1
switch(config-route-map)# vrf member vrf1
switch(config-route-map-if)# ip policy route-map FLOW1

デフォルト以外のVRFでのルートマップの構成例を色と
エンドポイントで選択したポリシーにマッピングする

switch(config)# route-map FLOW1 seq 10
switch(config-route-map)# match ip address L4_PORT
switch(config-route-map)# set srte-policy color 121 endpoint 10.0.0.1
switch(config-route-map)# interface ethernet 1/1
switch(config-route-map)# vrf member vrf1
switch(config-route-map-if)# ip policy route-map FLOW1
switch(config)# feature bgp
switch(config)# router bgp 1.1
switch(config-router)# vrf vrf1
switch(config-router-vrf)# allocate-index 10

名前別に選択されたポリシーへのデフォルト以外の VRF
でのルートマッピング構成例

switch(config)# route-map FLOW1 seq 10
switch(config-route-map)# match ip address L4_PORT
switch(config-route-map)# set srte-policy policy1
switch(config-route-map)# interface ethernet 1/1
switch(config-route-map)# vrf member vrf1
switch(config-route-map-if)# ip policy route-map FLOW1
switch(config)# feature bgp
switch(config)# router bgp 1.1
switch(config-router)# vrf vrf1
switch(config-router-vrf)# allocate-index 10

SRTEのフローベーストラフィックステアリング構成の
確認

SRTE構成のフローベースのステアリングに関する適切な詳細を表示するには、次のいずれか
のタスクを実行します。
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表 10 : SRTEのフローベーストラフィックステアリング構成の確認

目的コマンド

許可されたポリシーのみを表示します。show srte policy

SR-TEで使用可能なすべてのポリシーのリス
トを表示します。

show srte policy [all]

要求されたすべてのポリシーの詳細ビューを

表示します。

show srte policy [detail]

SR-TEポリシーを名前でフィルタリングし、
SR-TEでその名前で使用できるすべてのポリ
シーのリストを表示します。

（注）

このコマンドには、ポリシー名のオートコン

プリート機能があります。この機能を使用す

るには、疑問符を追加するか、TABキーを押
します。

show srte policy <name>

カラーとエンドポイントの SR-TEポリシーを
表示します。

（注）

このコマンドには、カラーとエンドポイント

のオートコンプリート機能があります。この

機能を使用するには、疑問符を追加するか、

TABキーを押します。

show srte policy color <color> endpoint
<endpoint>

ルートマップの情報を表示します。show route-map [name]

転送情報ベース - FIBモジュールの SRTE情報
を表示します。

show forwarding mpls srte module
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第 16 章

SRTEポリシーのMPLS OAMモニタリング

• SRTEポリシーのMPLS OAMモニタリングについて（219ページ）
• SRTEポリシーのMPLS OAMモニタリングに関する注意事項と制限事項（220ページ）
• MPLS OAMモニタリングの構成（221ページ）
• MPLS OAMモニタリングの構成の確認（228ページ）
• MPLS OAMモニタリングの構成例（230ページ）

SRTEポリシーのMPLS OAMモニタリングについて
Cisco NX-OSリリース 10.1(2)以降、MPLS OAMモニタリングにより、1つ以上の SRTEポリ
シーが構成されているスイッチで、SRTEポリシーのアクティブパスに障害が発生したかどう
かをプロアクティブに検出できます。現在アクティブな優先度の高いパスがすべて失敗した場

合、SRTEはその優先度の高いパスがダウンしていると見なし、そのような優先順位があれば、
ポリシーで次に高い優先順位をアクティブにします。そうでない場合は、ポリシーをダウンと

してマークします。

この機能の前は、SRTE優先順位とポリシーの状態は、優先順位内のパスの最初のホップ（最
初のMPLSラベル）の状態によってのみ決定されていました。ラベルがプログラムされている
場合、パスは稼働していると見なされ、ラベルがないか無効な場合、パスは停止していると見

なされます。

MPLS OAMモニタリングは、MPLS LSPV Nil-FEC ping要求を SRTEパスに沿って継続的に送
信することにより、この検証を強化します。各ping要求には、SRTEポリシーに従うトラフィッ
クに課されるものと同じラベルスタックが含まれているため、pingは同じパスをたどります。
pingは、各 ping間の構成可能な間隔で送信され、パスの最終ノードからの pingへの応答は間
隔内で期待されます。最終ノードから障害応答が返ってきた場合、または間隔内に応答がな

かった場合は、失敗間隔としてカウントされます。構成可能な数の失敗間隔が連続して発生す

ると、パスはダウンしていると見なされます。優先順位のすべてのパスがダウンしている場

合、優先順位はダウンしていると見なされます。
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モニタされたパス

CLIがプロアクティブなモニタリングを使用してパスをモニタできる場合にのみ、OAMを使
用してパスがモニタされます。ポリシーに関連付けられているパスのみがモニタされます。た

とえば、セグメントリストが作成されポリシーに関連付けられていない場合、それはモニタさ

れません。また、同じパスが複数のポリシーで使用されている場合、そのパスに対して作成さ

れるモニタリングセッションは1つだけです。これは、パスがポリシーの基本設定に関連付け
られたセグメントリストであるか、ヘッドエンドでパス補完を使用して計算されたものである

かに関係なく適用されます。

デフォルトでは、イメージがOAMモニタリングサポートのないバージョンからモニタリング
サポートのあるバージョンにアップグレードされた場合、ポリシーのモニタリング方式は従来

のファーストホップ方式になります。

MPLS OAMモニタリングは、すべての SRTEポリシーに対してグローバルに有効にすること
ができます。グローバルに有効になっている場合、ポリシーごとに選択的に無効にすることが

できます。グローバルに有効化されていない場合は、個々のポリシーに対して選択的に有効化

できます。

インデックス制限

index-limit X CLIは、パス全体ではなく、パスの最初のサブセットのみを pingするために使用
されます。指定された index-limit以下のセグメントリスト内のインデックスのみが、モニタす
るパスの一部です。たとえば、セグメントリストが次のようになっているとします。

index 100 mpls label 16001
index 200 mpls label 16002
index 300 mpls label 16003

次に、index-limitが指定されていない場合、pingされるパスは 16001、16002、16003になりま
す。index-limitが 250の場合、pingされるパスは 16001、16002になります。index-limitが 200
の場合、pingされるパスも 16001、16002になります。

SRTEポリシーのMPLS OAMモニタリングに関する注意事
項と制限事項

SRTEポリシーのMPLS OAMモニタリングには、次のガイドラインと制限事項があります。

• CiscoNX-OSリリース10.1(2)以降、MPLSOAMモニタリング（継続的かつ予防的なパス）
が導入され、Cisco Nexus 9300 EX、9300-FX、9300-FX2、および 9300-GXプラットフォー
ムスイッチでサポートされています。

• SRTEポリシーが構成されているヘッドエンドノードでは、SRTEとMPLS OAMの両方
を、それぞれ feature mpls segment-routing traffic-engineeringおよび feature mpls oamの一部
として個別に有効にする必要があります。そうでない場合、ユーザーは OAMを使用して
SRTEポリシーのモニタリングを構成できません。さらに、SRファブリックの残りのノー
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ドでは、MPLSOAMモニタリングによって送信されたpingに応答するために、featurempls
oamを使用してMPLS OAMを有効にする必要があります。

• SRTEは、モニタリングセッションの最大数を 1000に制限します。

• pingの最小間隔は 1000ミリ秒です。

• SRTE OAMモニタリングポリシーがデバイスで実行されている場合、feature mpls oam

を無効にすることはできません。すべてのSRTEOAMモニタリングポリシーが無効になっ
ている場合にのみ、デバイスから feature mpls oamを無効にできます。それ以外の場合、

次のエラーメッセージが表示されます。

「SRTE MPLS活性検出は、すべてのポリシーに対して有効になっているか、少なくとも
1つのポリシーに対して有効になっているか、またはオンデマンドカラーに対して有効に
なっています。MPLS OAMを無効にする前に、活性検出が完全に無効になっていること
を確認してください。」

• Cisco NX-OSリリース 10.1(2)では、SRTE OAMモニタリングは、スタティックポリシー
と、明示パスが構成されているオンデマンドカラーに対してサポートされています。

• OAMセッションは、PCEPを使用してダイナミックオプションで構成されたパスでは実
行されません。

MPLS OAMモニタリングの構成
このセクションでは、ポリシーのプロアクティブなパスモニタリングを有効にするために必要

な CLIについて説明します。

•グローバル設定

この構成により、構成されたすべてのポリシーのOAMパスモニタリングが有効になりま
す。

•ポリシー固有の構成

この構成により、特定のポリシーの OAMパスモニタリングが有効になります。

グローバル設定

始める前に

MPLSセグメントルーティングトラフィックエンジニアリング機能が有効になっていること
を確認する必要があります。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

セグメントルーティング構成モードを

開始します。

segment-routing

例：

ステップ 2

switch(config)#segment-routing
switch(config-sr)#

トラフィックエンジニアリングモード

に入ります。

traffic-engineering

例：

ステップ 3

switch(config-sr)# traffic-engineering
switch(config-sr-te)#

活性検出構成モードを開始します。[liveness-detection]

例：

ステップ 4

switch(config-sr-te)#
liveness-detection
switch(config-sr-te-livedet)#

間隔はミリ秒です。デフォルトは3000
msです。

interval num

例：

ステップ 5

switch(config-sr-te-livedet)# interval
6000
switch(config-sr-te-livedet)#

乗数は、乗数は、ダウンと見なされる

ためにアップしているパスの失敗する

multiplier num

例：

ステップ 6

必要がある連続間隔数と、アップとみswitch(config-sr-te-livedet)#
multiplier 5
switch(config-sr-te-livedet)#

なされるためにダウンしているパスの

連続間隔数を設定します。デフォルト

は 3です。

mplを介したセグメントルーティング
を有効にします。

mpls

例：

ステップ 7

switch(config-sr-te-livedet)# mpls
switch(config-sr-te-livedet-mpls)#

すべてのSRTEポリシーに対してMPLS
OAMモニタリングをグローバルに有効
にします。

[no]oam

例：

switch(config-sr-te-livedet-mpls)#
oam
switch(config-sr-te-livedet-mpls)#

ステップ 8
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目的コマンドまたはアクション

このコマンドの no形式で、OAMモニ
タリングを無効にします。

明示 SIDリストを作成します。segment-list name sidlist-name

例：

ステップ 9

（注）

このコマンドは、sidlist-nameの自動入
力機能があります。この機能を使用す

switch(config-sr-te)# segment-list
name blue

index 10 mpls label 16004
index 10 mpls label 16005 るには、疑問符を追加するか、TAB

キーを押します。

ポリシーを設定します。policy policy name

例：

ステップ 10

switch(config-sr-te)# policy 1
switch(config-sr-te-pol)

ポリシーのカラーとエンドポイントを

設定します。

color numberIP-end-point

例：

ステップ 11

switch(config-sr-te-pol)# color 1
endpoint 5.5.5.5
switch(config-sr-te-pol)

ポリシーの候補パスを指定します。candidate-paths

例：

ステップ 12

switch(config-sr-te-pol)#
candidate-paths
switch(config-expcndpaths)#

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 13

switch(config-expcndpaths)# preference
100
switch(cfg-pref)#

明示リストを指定します。sidlist-nameexplicit segment-list

例：

ステップ 14

（注）

このコマンドは、sidlist-nameの自動入
力機能があります。この機能を使用す

switch(cfg-pref)# explicit
segment-list red
switch(cfg-pref)#

るには、疑問符を追加するか、TAB
キーを押します。

オンデマンド色テンプレートモードを

開始し、特定の色のオンデマンド色を

構成します。

on-demand color color_num

例：

switch(config-sr-te)# on-demand color
211
switch(config-sr-te-color)#

ステップ 15

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
223

セグメントルーティング

グローバル設定



目的コマンドまたはアクション

ポリシーの候補パスを指定します。candidate-paths

例：

ステップ 16

switch(config-sr-te-color)#
candidate-paths
switch(cfg-cndpath)#

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 17

switch(cfg-cndpath)# preference 100
switch(cfg-pref)#

明示リストを指定します。sidlist-nameexplicit segment-list

例：

ステップ 18

（注）

このコマンドは、sidlist-nameの自動入
力機能があります。この機能を使用す

switch(cfg-pref)# explicit
segment-list red
switch(cfg-pref)#

るには、疑問符を追加するか、TAB
キーを押します。

ポリシー固有の構成

始める前に

MPLSセグメントルーティングトラフィックエンジニアリング機能が有効になっていること
を確認する必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

セグメントルーティング構成モードを

開始します。

segment-routing

例：

ステップ 2

switch(config)#segment-routing
switch(config-sr)#

トラフィックエンジニアリングモード

に入ります。

traffic-engineering

例：

ステップ 3

switch(config-sr)# traffic-engineering
switch(config-sr-te)#
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目的コマンドまたはアクション

活性検出構成モードを開始します。[liveness-detection]

例：

ステップ 4

switch(config-sr-te)#
liveness-detection
switch(config-sr-te-livedet)#

間隔はミリ秒です。デフォルトは3000
msです。

interval num

例：

ステップ 5

switch(config-sr-te-livedet)# interval
6000
switch(config-sr-te-livedet)#

乗数は、乗数は、ダウンと見なされる

ためにアップしているパスの失敗する

multiplier num

例：

ステップ 6

必要がある連続間隔数と、アップとみswitch(config-sr-te-livedet)#
multiplier 5
switch(config-sr-te-livedet)#

なされるためにダウンしているパスの

連続間隔数を設定します。デフォルト

は 3です。

明示 SIDリストを作成します。segment-list name sidlist-name

例：

ステップ 7

（注）

このコマンドは、sidlist-nameの自動入
力機能があります。この機能を使用す

switch(config-sr-te)# segment-list
name blue

index 10 mpls label 16004
index 10 mpls label 16005 るには、疑問符を追加するか、TAB

キーを押します。

ポリシーを設定します。policy policy name

例：

ステップ 8

switch(config-sr-te)# policy 1
switch(config-sr-te-pol)

ポリシーのカラーとエンドポイントを

設定します。

color numberIP-end-point

例：

ステップ 9

switch(config-sr-te-pol)# color 1
endpoint 5.5.5.5
switch(config-sr-te-pol)

ポリシーの候補パスを指定します。candidate-paths

例：

ステップ 10

switch(config-sr-te-pol)#
candidate-paths
switch(config-expcndpaths)#

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 11
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目的コマンドまたはアクション

switch(config-expcndpaths)# preference
100
switch(cfg-pref)#

明示リストを指定します。sidlist-nameexplicit segment-list

例：

ステップ 12

（注）

このコマンドは、sidlist-nameの自動入
力機能があります。この機能を使用す

switch(cfg-pref)# explicit
segment-list red
switch(cfg-pref)#

るには、疑問符を追加するか、TAB
キーを押します。

活性検出構成モードを開始します。[liveness-detection]

例：

ステップ 13

switch(config-sr-te)#
liveness-detection
switch(config-sr-te-livedet)#

ユーザーが指定した数以下のインデッ

クスを持つ SIDのみをモニタします。
[no]index-limit num

例：

ステップ 14

switch(config-sr-te-livedet)#
index-limit 20
switch(config-sr-te-livedet)#

活性検出を無効にします。これは、関

連するすべての構成を完全に削除せず

[no]shutdown

例：

ステップ 15

に、活性検出を一時的に無効にする場

合に便利です。
switch(config-sr-te-livedet)# shutdown
switch(config-sr-te-livedet)#

このコマンドの no形式で、OAMモニ
タリングを無効にします。

mplを介したセグメントルーティング
を有効にします。

mpls

例：

ステップ 16

switch(config-sr-te-livedet)# mpls
switch(config-sr-te-livedet-mpls)#

すべてのSRTEポリシーに対してMPLS
OAMモニタリングをグローバルに有効
にします。

[no]oam

例：

switch(config-sr-te-livedet-mpls)#
oam
switch(config-sr-te-livedet-mpls)#

ステップ 17

このコマンドの no形式で、OAMモニ
タリングを無効にします。

オンデマンド色テンプレートモードを

開始し、特定の色のオンデマンド色を

構成します。

on-demand color color_num

例：

switch(config-sr-te)# on-demand color
211
switch(config-sr-te-color)#

ステップ 18
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目的コマンドまたはアクション

ポリシーの候補パスを指定します。candidate-paths

例：

ステップ 19

switch(config-sr-te-color)#
candidate-paths
switch(cfg-cndpath)#

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 20

switch(cfg-cndpath)# preference 100
switch(cfg-pref)#

明示リストを指定します。sidlist-nameexplicit segment-list

例：

ステップ 21

（注）

このコマンドは、sidlist-nameの自動入
力機能があります。この機能を使用す

switch(cfg-pref)# explicit
segment-list red
switch(cfg-pref)#

るには、疑問符を追加するか、TAB
キーを押します。

活性検出構成モードを開始します。[liveness-detection]

例：

ステップ 22

switch(config-sr-te-color)#
liveness-detection
switch(config-sr-te-color-livedet)#

ユーザーが指定した数以下のインデッ

クスを持つ SIDのみをモニタします。
[no]index-limit num

例：

ステップ 23

switch(config-sr-te-color-livedet)#
index-limit 20
switch(config-sr-te-color-livedet)#

活性検出を無効にします。これは、関

連するすべての構成を完全に削除せず

[no]shutdown

例：

ステップ 24

に、活性検出を一時的に無効にする場

合に便利です。
switch(config-sr-te-color-livedet)#
shutdown
switch(config-sr-te-color-livedet)#

このコマンドの no形式で、OAMモニ
タリングを無効にします。

mplを介したセグメントルーティング
を有効にします。

mpls

例：

ステップ 25

switch(config-sr-te-color-livedet)#
mpls
switch(config-sr-te-color-livedet-mpls)#
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目的コマンドまたはアクション

すべてのSRTEポリシーに対してMPLS
OAMモニタリングをグローバルに有効
にします。

[no]oam

例：

switch(config-sr-te-color-livedet-mpls)#
oam
switch(config-sr-te-color-livedet-mpls)#

ステップ 26

このコマンドの no形式で、OAMモニ
タリングを無効にします。

MPLS OAMモニタリングの構成の確認
MPLS OAMモニタリングの構成情報を表示するには、次のタスクのいずれかを実行します。

表 11 : MPLS OAMモニタリングの構成の確認

目的コマンド

許可されたポリシーのみを表示します。show srte policy

SR-TEで使用可能なすべてのポリシーのリス
トを表示します。

show srte policy [all]

要求されたすべてのポリシーの詳細ビューを

表示します。

show srte policy [detail]

SR-TEポリシーを名前でフィルタリングし、
SR-TEでその名前で使用できるすべてのポリ
シーのリストを表示します。

（注）

このコマンドには、ポリシー名のオートコン

プリート機能があります。この機能を使用す

るには、疑問符を追加するか、TABキーを押
します。

show srte policy <name>

カラーとエンドポイントの SR-TEポリシーを
表示します。

（注）

このコマンドには、カラーとエンドポイント

のオートコンプリート機能があります。この

機能を使用するには、疑問符を追加するか、

TABキーを押します。

show srte policy color <color> endpoint
<endpoint>
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目的コマンド

promonデータベースに存在するすべてのアク
ティブなプロアクティブポリシーモニタリン

グセッションのリストを表示します。

（注）

このコマンドの最後に疑問符オプションを使

用して、次のオプションのいずれかを指定す

るか、Enterキーを押してすべてのセッション
を表示できます。

• brief：セッションに関する簡単な情報を
表示します

• color：ポリシーのカラーに関連する
promonセッションを示します

• name：ポリシー名に関連するPromonセッ
ションを表示します

•セッション ID：セッション IDの Promon
セッションを表示します

show srte policy proactive-policy-monitoring

セッション IDのリストとプロアクティブポ
リシーモニタリングセッションの状態のみを

表示します。

show srte policy proactive-policy-monitoring
[brief]

セッション IDを使用してフィルタリングし、
そのセッションに関する情報を詳細に表示し

ます。

（注）

このコマンドには、セッション IDの自動入
力機能があります。この機能を使用するに

は、疑問符を追加するか、TABキーを押しま
す。

show srte policy proactive-policy-monitoring
[session <session-id>]

カラーとエンドポイントを使用してフィルタ

リングし、プロアクティブなポリシーモニタ

リングセッションを表示します。

（注）

このコマンドには、カラーとエンドポイント

のオートコンプリート機能があります。この

機能を使用するには、疑問符を追加するか、

TABキーを押します。

show srte policy proactive-policy-monitoring
color <color> endpoint<endpoint>
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MPLS OAMモニタリングの構成例
次に、MPLS OAMモニタリングの構成例を示します。

•ユーザー指定の乗数と間隔によるグローバル有効化の構成例：
segment-routing
traffic-engineering
liveness-detection

interval 6000
multiplier 5

mpls
oam

segment-list name blue
index 10 mpls label 16004
index 20 mpls label 16005

segment-list name green
index 10 mpls label 16003
index 20 mpls label 16006

segment-list name red
index 10 mpls label 16002
index 20 mpls label 16004
index 30 mpls label 16005

policy customer-1
color 1 endpoint 5.5.5.5
candidate-paths
preference 100
explicit segment-list red

on-demand color 211
candidate-paths
preference 100
explicit segment-list green

•ユーザー指定の乗数、間隔、インデックス制限、およびシャットダウンオプションを使用
したポリシー有効化の構成例：

segment-routing
traffic-engineering
liveness-detection

interval 6000
multiplier 5

segment-list name blue
index 10 mpls label 16004
index 20 mpls label 16005

segment-list name green
index 10 mpls label 16003
index 20 mpls label 16006

segment-list name red
index 10 mpls label 16002
index 20 mpls label 16004
index 30 mpls label 16005

policy customer-1
color 1 endpoint 5.5.5.5
candidate-paths
preference 100
explicit segment-list red

liveness-detection
index-limit 20
shutdown
mpls
oam
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on-demand color 211
candidate-paths
preference 100
explicit segment-list green

liveness-detection
index-limit 20
shutdown
mpls
oam
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第 17 章

SRTEの BFD

• SRTEの BFDについて（233ページ）
• SRTE向け BFDに関する注意事項および制限事項 （234ページ）
• SRTE向け BFDの構成（235ページ）
• SRTEの BFDの構成例（242ページ）
• SRTEの BFDの構成の確認（242ページ）

SRTEの BFDについて
SRTEのBFDは、SRTEポリシーのMPLSOAMモニタリングに似ています。SRTE向けのBFD
により、1つ以上の SRTEポリシーが構成されているスイッチで、SRTEポリシーのアクティ
ブパスに障害が発生したかどうかをプロアクティブに検出できます。現在アクティブな優先度

の高いパスがすべて失敗した場合、SRTEはその優先度の高いパスがダウンしていると見なし、
そのような優先順位があれば、ポリシーで次に高い優先順位をアクティブにします。そうでな

い場合は、ポリシーをダウンとしてマークします。

SRTEの BFDは、SRTEパスに沿って BFDプローブを継続的に送信することによって検出を
実行します。各プローブは、SRTEポリシーに従うトラフィックに適用されるのと同じラベル
スタックを持つMPLSにカプセル化され、プローブが同じパスをたどるようにします。さら
に、プローブのラベルスタックの最も内側にもう1つのラベルが適用されます。これにより、
ポリシーの最終ノードのデータプレーンに到達すると、プローブが送信者に返されます。これ

は、プローブが最終ノードによって受信され、コントロールプレーンで処理され、応答が返さ

れる SRTEポリシーのMPLS OAMモニタリングとは異なります。

プローブは、各プローブ間の構成可能な間隔で送信され、プローブはその間隔内で送信者に

ループバックすることが期待されます。構成可能な数の失敗間隔が連続して発生すると、パス

はダウンしていると見なされます。優先順位のすべてのパスがダウンしている場合、優先順位

はダウンしていると見なされます。

モニタされたパス

コマンドがプロアクティブなモニタリングを使用してパスをモニタできる場合にのみ、BFDを
使用してパスがモニタされます。ポリシーに関連付けられているパスのみがモニタされます。

たとえば、セグメントリストが作成されポリシーに関連付けられていない場合、それはモニタ
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されません。また、同じパスが複数のポリシーで使用されている場合、そのパスに対して作成

されるモニタリングセッションは1つだけです。これは、パスがポリシーの基本設定に関連付
けられたセグメントリストであるか、ヘッドエンドでパス補完を使用して計算されたものであ

るかに関係なく適用されます。MPLS OAMモニタリングは、すべての SRTEポリシーに対し
てグローバルに有効にすることができます。グローバルに有効になっている場合、ポリシーご

とに選択的に無効にすることができます。グローバルに有効化されていない場合は、個々のポ

リシーに対して選択的に有効化できます。ポリシーがモニタされると、SRTEは実行可能な最
も高い設定をプライマリ設定として選択し、次に高い設定をバックアップとして選択します。

このプライマリとバックアップは転送プレーンにプログラムされているため、プライマリパス

の障害が BFDで検出された場合、転送レイヤはコントロールプレーンの SRTEからの介入を
必要とせずにバックアップパスにすぐに切り替えることができます。これにより、障害回復に

必要な時間が短縮されます。

インデックス制限

index-limit Xコマンドは、パス全体ではなく、パスの最初のサブセットのみを検証するために
使用されます。指定された index-limit以下のセグメントリスト内のインデックスのみが、モニ
タするパスの一部です。たとえば、セグメントリストが次のようになっているとします。

•インデックス 100 mplsラベル 16001

•インデックス 200 mplsラベル 16002

•インデックス 300 mplsラベル 16003

次に、index-limitが指定されていない場合、検証されるパスは 16001、16002、16003になりま
す。index-limitが 250の場合、検証されるパスも 16001、16002になります。index-limitが 200
の場合、検証されるパスも 16001、16002になります。

SRTE向け BFDに関する注意事項および制限事項
SRTEポリシー向けにBFDモニタリングを構成するための注意事項と制限事項は、以下のとお
りです。

• CiscoNX-OSリリース 10.3(2)F以降、9300-FX、9300-FX2、9300-FX3、9300-GX、9300-GX2
TORプラットフォームのみで、SRTEポリシーの BFDモニタリングが導入され、サポー
トされます。

• IPv4アンダーレイを使用した SRTEMPLSのみが、BFDを使用したモニタリングでサポー
トされます。SRv6ポリシーはサポートされていません。

•この形式のモニタリングを使用する場合、vPCはヘッドエンドでサポートされません。

•一度に有効にできるのは、OAMまたはBFDモニタリングのいずれか 1つだけです。つま
り、OAMを使用して一部のポリシーをモニタし、BFDを使用して一部のポリシーをモニ
タすることはできません。
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• IPリダイレクトは、到着したばかりのインターフェイスを終了する必要がある場合がある
ため、BFDプローブが送信者にループバックするノードのSR対応コアインターフェイス
で無効にする必要があります。

• SRTEがモニタリングパスに使用する最も内側のラベル（ヘッドエンドラベル）は、エ
ニーキャスト SIDであってはなりません。同じエニーキャストアドレスを共有する別の
ノードに応答が送信されないように、そのノードの一意の SIDである必要があります。

•転送するようにプログラムされている場合、特定のポリシーの ECMPメンバーの総数は 8
です。これには、プライマリ ECMPメンバーとバックアップ ECMPメンバーが含まれま
す。ポリシーのプライマリ設定とバックアップ設定の間に8を超えるECMPメンバーがあ
る場合、8のみが使用されます。

• SRTEヘッドエンドノード（ポリシーが定義されている）で定義されている SRGB範囲
と、BFD活性検出によってモニタされるすべてのパスの最終ノードで定義されているSRGB
範囲は同じである必要があります。そして、SRGBの範囲はすべてのノードで同じにする
ことをお勧めします。BFDプローブパケットに追加された送信者への返信ラベルは、ロー
カルループバックインターフェイスのプレフィックスの connected-prefix-sid-map SR構成
から SRTEヘッドエンドノードでローカルに学習されるため、そのラベルの値はパケット
を返すノードで同じです。

• BFDモニタリングは、ダイナミック pcepオプションを使用したパス設定ではサポートさ
れません。

SRTE向け BFDの構成
このセクションでは、SRTEポリシー向け BFD保護を使用して、プロアクティブパスモニタ
リングを有効にするために必要なコマンドを説明します。構成タスクは、すべてのポリシーま

たは特定のポリシーのどちらに対して構成するかに基づいて、次の方法で実行できます。

•グローバル構成：この構成では、構成されているすべてのポリシーに対して BFD保護が
有効になります。

•ポリシー固有の構成：この構成では、特定のポリシーの BFD保護を有効にします。

グローバル設定

始める前に

次の機能が有効になっていることを確認する必要があります。

• feature bfd

• feature mpls segment-routing

• feature mpls segment-routing traffic-engineering
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

セグメントルーティング構成モードを

開始します。

segment-routing

例：

ステップ 2

switch(config)#segment-routing
switch(config-sr)#

トラフィックエンジニアリングモード

に入ります。

traffic-engineering

例：

ステップ 3

switch(config-sr)# traffic-engineering
switch(config-sr-te)#

活性検出構成モードを開始します。[no] liveness-detection

例：

ステップ 4

switch(config-sr-te)#
liveness-detection
switch(config-sr-te-livedet)#

間隔はミリ秒です。デフォルトは3000
msです。

interval num

例：

ステップ 5

switch(config-sr-te-livedet)# interval
6000
switch(config-sr-te-livedet)#

乗数は、ダウンと見なされるために

アップしているパスの失敗が必要があ

multiplier num

例：

ステップ 6

る連続間隔数を設定します。BFDモニswitch(config-sr-te-livedet)#
multiplier 5
switch(config-sr-te-livedet)#

タリングが使用されている場合、プ

ローブが成功すると、ダウンしている

パスがアップと見なされます。デフォ

ルトは 3です。

活性検出のためMPLSデータプレーン
構成モードを開始します。

mpls

例：

ステップ 7

switch(config-sr-te-livedet)# mpls
switch(config-sr-te-livedet-mpls)#

すべての SRTEポリシーに対して BFD
保護をグローバルに有効にします。

[no] bfd

例：

ステップ 8
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目的コマンドまたはアクション

このコマンドの noフォームは BFD保
護を無効にします。

switch(config-sr-te-livedet-mpls)#
bfd
switch(config-sr-te-livedet-mpls)#

明示 SIDリストを作成します。segment-list name sidlist-name

例：

ステップ 9

（注）

このコマンドは、sidlist-nameの自動入
力機能があります。この機能を使用す

switch(config-sr-te)# segment-list
name blue

index 10 mpls label 16004
index 10 mpls label 16005 るには、疑問符を追加するか、TAB

キーを押します。

ポリシーを設定します。policy policy name

例：

ステップ 10

switch(config-sr-te)# policy 1
switch(config-sr-te-pol)

ポリシーのカラーとエンドポイントを

設定します。

color color end-point address

例：

ステップ 11

switch(config-sr-te-pol)# color 1
endpoint 5.5.5.5
switch(config-sr-te-pol)

ポリシーの候補パスを指定します。candidate-paths

例：

ステップ 12

switch(config-sr-te-pol)#
candidate-paths
switch(config-expcndpaths)#

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 13

switch(config-expcndpaths)# preference
100
switch(cfg-pref)#

明示リストを指定します。sidlist-nameexplicit segment-list

例：

ステップ 14

（注）

このコマンドは、sidlist-nameの自動入
力機能があります。この機能を使用す

switch(cfg-pref)# explicit
segment-list red
switch(cfg-pref)#

るには、疑問符を追加するか、TAB
キーを押します。

オンデマンド色テンプレートモードを

開始し、特定の色のオンデマンド色を

構成します。

on-demand color color_num

例：

switch(config-sr-te)# on-demand color
211
switch(config-sr-te-color)#

ステップ 15
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目的コマンドまたはアクション

ポリシーの候補パスを指定します。candidate-paths

例：

ステップ 16

switch(config-sr-te-color)#
candidate-paths
switch(cfg-cndpath)#

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 17

switch(cfg-cndpath)# preference 100
switch(cfg-pref)#

明示リストを指定します。sidlist-nameexplicit segment-list

例：

ステップ 18

（注）

このコマンドは、sidlist-nameの自動入
力機能があります。この機能を使用す

switch(cfg-pref)# explicit
segment-list red
switch(cfg-pref)#

るには、疑問符を追加するか、TAB
キーを押します。

ポリシー固有の構成

始める前に

次の機能が有効になっていることを確認する必要があります。

• feature bfd

• feature mpls segment-routing

• feature mpls segment-routing traffic-engineering

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

セグメントルーティング構成モードを

開始します。

segment-routing

例：

ステップ 2

switch(config)#segment-routing
switch(config-sr)#
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目的コマンドまたはアクション

トラフィックエンジニアリングモード

に入ります。

traffic-engineering

例：

ステップ 3

switch(config-sr)# traffic-engineering
switch(config-sr-te)#

活性検出構成モードを開始します。[no] liveness-detection

例：

ステップ 4

switch(config-sr-te)#
liveness-detection
switch(config-sr-te-livedet)#

間隔はミリ秒です。デフォルトは3000
msです。

interval num

例：

ステップ 5

switch(config-sr-te-livedet)# interval
6000
switch(config-sr-te-livedet)#

乗数は、ダウンと見なされるために

アップしているパスの失敗が必要があ

multiplier num

例：

ステップ 6

る連続間隔数を設定します。BFDモニswitch(config-sr-te-livedet)#
multiplier 5
switch(config-sr-te-livedet)#

タリングが使用されている場合、プ

ローブが成功すると、ダウンしている

パスがアップと見なされます。デフォ

ルトは 3です。

明示 SIDリストを作成します。segment-list name sidlist-name

例：

ステップ 7

switch(config-sr-te)# segment-list
name blue

index 10 mpls label 16004
index 10 mpls label 16005

ポリシーを設定します。policy policy name

例：

ステップ 8

switch(config-sr-te)# policy 1
switch(config-sr-te-pol)

ポリシーのカラーとエンドポイントを

設定します。

color color end-point address

例：

ステップ 9

switch(config-sr-te-pol)# color 1
endpoint 5.5.5.5
switch(config-sr-te-pol)

ポリシーの候補パスを指定します。candidate-paths

例：

ステップ 10
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目的コマンドまたはアクション

switch(config-sr-te-pol)#
candidate-paths
switch(config-expcndpaths)#

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 11

switch(config-expcndpaths)# preference
100
switch(cfg-pref)#

明示リストを指定します。sidlist-nameexplicit segment-list

例：

ステップ 12

switch(cfg-pref)# explicit
segment-list red
switch(cfg-pref)#

活性検出構成モードを開始します。[no] liveness-detection

例：

ステップ 13

switch(config-sr-te)#
liveness-detection
switch(config-sr-te-livedet)#

ユーザーが指定した数以下のインデッ

クスを持つ SIDのみをモニタします。
[no]index-limit num

例：

ステップ 14

switch(config-sr-te-livedet)#
index-limit 20
switch(config-sr-te-livedet)#

活性検出を無効にします。これは、関

連するすべての構成を完全に削除せず

[no]shutdown

例：

ステップ 15

に、活性検出を一時的に無効にする場

合に便利です。
switch(config-sr-te-livedet)# shutdown
switch(config-sr-te-livedet)#

活性検出のためMPLSデータプレーン
構成モードを開始します。

mpls

例：

ステップ 16

switch(config-sr-te-livedet)# mpls
switch(config-sr-te-livedet-mpls)#

構成されているポリシーのBFD活性検
出を有効にします。

[no] bfd

例：

ステップ 17

このコマンドのno形式を使用すると、
BFD活性検出が構成されているポリ

switch(config-sr-te-livedet-mpls)#
oam
switch(config-sr-te-livedet-mpls)#

シーの BFD活性検出が無効になりま
す。
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目的コマンドまたはアクション

オンデマンド色テンプレートモードを

開始し、特定の色のオンデマンド色を

構成します。

on-demand color color_num

例：

switch(config-sr-te)# on-demand color
211
switch(config-sr-te-color)#

ステップ 18

ポリシーの候補パスを指定します。candidate-paths

例：

ステップ 19

switch(config-sr-te-color)#
candidate-paths
switch(cfg-cndpath)#

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 20

switch(cfg-cndpath)# preference 100
switch(cfg-pref)#

明示リストを指定します。sidlist-nameexplicit segment-list

例：

ステップ 21

switch(cfg-pref)# explicit
segment-list red
switch(cfg-pref)#

活性検出構成モードを開始します。[no] liveness-detection

例：

ステップ 22

switch(config-sr-te-color)#
liveness-detection
switch(config-sr-te-color-livedet)#

ユーザーが指定した数以下のインデッ

クスを持つ SIDのみをモニタします。
[no] index-limit num

例：

ステップ 23

switch(config-sr-te-color-livedet)#
index-limit 20
switch(config-sr-te-color-livedet)#

活性検出を無効にします。これは、関

連するすべての構成を完全に削除せず

[no] shutdown

例：

ステップ 24

に、活性検出を一時的に無効にする場

合に便利です。
switch(config-sr-te-color-livedet)#
shutdown
switch(config-sr-te-color-livedet)#

活性検出のためMPLSデータプレーン
構成モードを開始します。

mpls

例：

ステップ 25

switch(config-sr-te-color-livedet)#
mpls
switch(config-sr-te-color-livedet-mpls)#
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目的コマンドまたはアクション

構成されているオンデマンドカラーの

BFD活性検出を有効にします。
[no] bfd

例：

ステップ 26

このコマンドのno形式を使用すると、
構成されているオンデマンドカラーの

BFD活性検出が無効になります。

switch(config-sr-te-color-livedet-mpls)#
bfd
switch(config-sr-te-color-livedet-mpls)#

SRTEの BFDの構成例
次に、SRTEの BFDを設定する例を示します。
feature mpls segment-routing traffic-engineering segment-routing
traffic-engineering
liveness-detection

multiplier NUM
interval NUM
mpls
bfd

segment-list name SEGLIST1
index 100 mpls label 16001
index 200 mpls label 16002
index 300 mpls label 16003

on-demand color 702
explicit segment-list SEGLIST1
liveness-detection
mpls
bfd

index-limit 200
policy name POL1
color 20 endpoint 1.1.1.1
liveness-detection
mpls
bfd

index-limit 200

SRTEの BFDの構成の確認
SRTEポリシー構成の BFDモニタリングを表示するには、次の作業のいずれかを行います。

表 12 : MPLS OAMモニタリングの構成の確認

目的コマンド

許可されたポリシーのみを表示します。show srte policy

SR-TEで使用可能なすべてのポリシーのリス
トを表示します。

show srte policy [all]

要求されたすべてのポリシーの詳細ビューを

表示します。

show srte policy [detail]
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目的コマンド

SR-TEポリシーを名前でフィルタリングし、
SR-TEでその名前で使用できるすべてのポリ
シーのリストを表示します。

（注）

このコマンドには、ポリシー名の自動入力機

能があります。この機能を使用するには、疑

問符を追加するか、TABキーを押します。

show srte policy <name>

カラーとエンドポイントの SR-TEポリシーを
表示します。

（注）

このコマンドには、カラーとエンドポイント

の自動入力機能があります。この機能を使用

するには、疑問符を追加するか、TABキーを
押します。

show srte policy color <color> endpoint
<endpoint>

promonデータベースに存在するすべてのアク
ティブなプロアクティブポリシーモニタリン

グセッションのリストを表示します。

（注）

このコマンドの最後に疑問符オプションを使

用して、次のオプションのいずれかを指定す

るか、Enterキーを押してすべてのセッション
を表示できます。

• brief：セッションに関する簡単な情報を
表示します

• color：ポリシーのカラーに関連する
promonセッションを示します

• name：ポリシー名に関連するPromonセッ
ションを表示します

•セッション ID：セッション IDの Promon
セッションを表示します

show srte policy proactive-policy-monitoring

セッション IDのリストとプロアクティブポ
リシーモニタリングセッションの状態のみを

表示します。

show srte policy proactive-policy-monitoring
[brief]
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目的コマンド

セッション IDを使用してフィルタリングし、
そのセッションに関する情報を詳細に表示し

ます。

（注）

このコマンドには、セッション IDの自動入
力機能があります。この機能を使用するに

は、疑問符を追加するか、TABキーを押しま
す。

show srte policy proactive-policy-monitoring
[session <session-id>]

カラーとエンドポイントを使用してフィルタ

リングし、プロアクティブなポリシーモニタ

リングセッションを表示します。

（注）

このコマンドには、カラーとエンドポイント

の自動入力機能があります。この機能を使用

するには、疑問符を追加するか、TABキーを
押します。

show srte policy proactive-policy-monitoring
color <color> endpoint<endpoint>

このコマンドは、ユニキャストラベルデータ

ベースを表示します。これは、SRTEポリシー
FECの各 NHLFEに使用されるモニタリング
ラベルを表示するために使用でき、SRTEモニ
タリング FEC自体を表示するために使用でき
ます。

show mpls switching detail

BFDセッションの詳細を表示します。show bfd neighbors
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第 18 章

セグメントルーティングでの出力ピアエ

ンジニアリング

• BGPプレフィックス SID（245ページ）
•隣接 SID（245ページ）
•セグメントルーティングのための高可用性（246ページ）
•セグメントルーティングを使用したBGP出力ピアエンジニアリングの概要（246ページ）
• BGP出力ピアエンジニアリングのガイドラインと制限事項（248ページ）
• BGPを使用したネイバー出力ピアエンジニアリングの設定（248ページ）
•出力ピアエンジニアリングの設定例（250ページ）
• BGPリンクステートアドレスファミリの設定（252ページ）
• BGPプレフィックス SIDの展開例（253ページ）

BGPプレフィックス SID
セグメントルーティングをサポートするためには、BGPが BGPプレフィックスのセグメント
ID（SID）をアドバタイズできなければなりません。BGPプレフィックス SIDは常にセグメン
トルーティング BGPドメイン内でグローバルであり、命令を識別し、BGPによって計算され
たECMP対応のベストパスを介して、パケットを関連するプレフィックスに転送します。BGP
プレフィックス SIDは、BGPプレフィックスセグメントを識別します。

隣接 SID
隣接関係セグメント識別子（SID）は、特定のインターフェイスとそのインターフェイスから
の次のホップを指す、ローカルラベルです。隣接関係 SIDを有効にするために必要な特定の
設定はありません。アドレスファミリの BGPを介してセグメントルーティングが有効になる
と、BGPが実行されるすべてのインターフェイスに対して、アドレスファミリがそのインター
フェイスのすべてのネイバーに対して隣接 SIDを自動的に割り当てます。
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セグメントルーティングのための高可用性
インサービスソフトウェアアップグレード (ISSU)は、BGPグレースフルリスタートで最低
限サポートされます。すべての状態（セグメントルーティング状態を含む）は、BGPルータ
のピアから再学習する必要があります。グレースフルリスタート期間中、以前に学習したルー

トとラベルの状態は保持されます。

セグメントルーティングを使用した BGP出力ピアエン
ジニアリングの概要

Cisco Nexus 9000シリーズスイッチは、多くの場合、大規模データセンター（MSDC）に導入
されます。このような環境では、セグメントルーティング（SR）でBGP出力ピアエンジニア
リング（EPE）をサポートすることが要件となります。

セグメントルーティング（SR）はソースルーティングを利用します。ノードは、制御された
一連の命令（セグメント）によってパケットを操作するために、パケットの前に SRヘッダー
を付加します。セグメントは、トポロジまたはサービスベースの命令を表すことができます。

SRでは、SRドメインの入力ノードでのみフローごとの状態を維持しながら、トポロジパスま
たはサービスチェーンを介してフローを操作できます。この機能の場合、セグメントルーティ

ングアーキテクチャは、MPLSデータプレーンに直接適用されます。

セグメントルーティングをサポートするためには、BGPが BGPプレフィックスのセグメント
ID（SID）をアドバタイズできなければなりません。BGPプレフィックスは常に SRまたは
BGPドメイン内でグローバルであり、命令を識別し、BGPによって計算された ECMP対応の
ベストパスを介して、パケットを関連するプレフィックスに転送します。BGPプレフィックス
は、BGPプレフィックスセグメントの識別子です。

SRベースの出力ピアエンジニアリング（EPE）ソリューションにより、集中型（SDN）コン
トローラは、ドメイン内の入力境界ルータまたはホストで任意の出力ピアポリシーをプログラ

ムできます。

次の例では、3つのルータすべてが iBGPを実行し、NRLIを相互にアドバタイズします。ま
た、ルータはループバックをネクストホップとしてアドバタイズし、再帰的に解決します。こ

れにより、図に示すように、ルータ間に ECMPが提供されます。
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図 12 :出力ピアエンジニアリングの例

SDNコントローラは、そのピアおよび隣接のそれぞれについて、出力ルータ 1.1.1.1からのセ
グメント IDを受信します。次に、出口ポイントをコントローラのルーティングドメイン内の
他のルータおよびホストにインテリジェントにアドバタイズできます。図に示すように、BGP
ネットワーク層到達可能性情報（NLRI）には、ルータ 1.1.1.1へのノード SIDと、7.7.7.7への
トラフィックがリンク 12.1.1.1->12.1.1.3を介して出力されることを示すピア隣接 SID 24003の
両方が含まれています。。
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BGP出力ピアエンジニアリングのガイドラインと制限事
項

BGP出力ピアエンジニアリングには、次のガイドラインと制限事項があります。

• BGP出力ピアエンジニアリングは、IPv4 BGPピアでのみサポートされています。IPv6
BGPピアはサポートされていません。

• BGP出力ピアエンジニアリングは、デフォルトの VPNルーティングおよび転送（VRF）
インスタンスでのみサポートされます。

•出力ピアエンジニアリング（EPE）ピアセットには、任意の数の EPGピアを追加できま
す。ただし、インストールされている復元力のある CEごとの FECは 32ピアに制限され
ています。

•特定の BGPネイバーは、単一のピアセットのメンバーにしかなれません。ピアセットが
構成されています。複数のピアセットはサポートされていません。オプションのピアセッ

ト名を指定して、ネイバーをピアセットに追加できます。対応するRPCFECは、ピアセッ
ト内のすべてのピア間でトラフィックを負荷分散します。ピアセット名は、最長 63文字
の文字列です（64NULLで終了）。この長さは、NX-OSポリシー名の長さと一致します。
ピアは、単一のピアセットのメンバーにしかなれません。

•特定のピアの隣接関係は、異なるピアセットに個別に割り当てることはできません。

• Cisco NX-OSリリース 9.3(3)以降、BGP出力ピアエンジニアリングはCisco Nexus 9300-GX
プラットフォームスイッチでサポートされます。

BGPを使用したネイバー出力ピアエンジニアリングの設
定

RFC 7752および draft-ietf-idr-bgpls-segment-routing-epeの導入により、出力園児に名リングを設
定できます。この機能は、外部 BGPネイバーに対してのみ有効であり、デフォルトでは設定
されていません。出力エンジニアリングでは、RFC 7752エンコーディングを使用します。

始める前に

• BGPを有効にする必要があります。

•リリース 7.0(3)I3(1)またはリリース 7.0(3)I4(1)からアップグレードした後、Cisco Nexus
9000シリーズスイッチで出力ピアエンジニアリング（EPE）を設定する前に、次のコマ
ンドを使用して、TCAMリージョンを設定します。

1. switch# hardware access-list tcam region vpc-convergence 0

2. switch# hardware access-list tcam region racl 0
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3. switch# hardware access-list tcam region mpls 256 double-wide

•設定を保存して、スイッチをリロードします。

詳細については、Cisco Nexus 9000 Series NX-OS Security Configuration Guideの「Using Templates
to ConfigureACLTCAMRegion Sizes」および「ConfiguringACLTCAMRegion Sizes」のセクショ
ンを参照してください。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

自律ルータ BGP番号を指定します。router bgp <bgp autonomous number>ステップ 2

ネイバーの IPアドレスを設定します。neighbor <IP address>ステップ 3

ピアノード SIDがネイバーに割り当て
られ、BGPリンク状態（BGP-LS）アド

[no|default] egress-engineering [peer-set
peer-set-name]

例：

ステップ 4

レスファミリリンク NLRIのインスタ
ンスでアドバタイズされるかどうかを指switch(config)# router bgp 1

switch(config-router)# neighbor 4.4.4.4 定します。ネイバーがマルチホップネ
switch(config-router)#
egress-engineering peer-set NewPeer イバーである場合、BGP-LSリンクNLRI

インスタンスもネイバーへの等コストマ

ルチパス（ECMP）パスごとにアドバタ
イズされます。これには、一意の

Peer-Adj-SIDが含まれます。

オプションで、ネイバーをピアセット

に追加できます。ピアセット SIDは、
ピアノード SIDと同じインスタンスの
BGP-LSリンク NLRIでもアドバタイズ
されます。BGPリンクステート NLRI
は、リンクステートアドレスファミリ

が設定されているすべてのネイバーにア

ドバタイズされます。

EPEの詳細については、RFC 7752およ
び
draft-ietf-idr-bgpls-segment-routing-epe-05
を参照してください。
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出力ピアエンジニアリングの設定例
BGPスピーカー 1.1.1.1の出力ピアエンジニアリングのサンプル設定を参照してください。ネ
イバー 20.20.20.20は SDNコントローラであることに注意してください。
hostname epe-as-1
install feature-set mpls
feature-set mpls

feature telnet
feature bash-shell
feature scp-server
feature bgp
feature mpls segment-routing

segment-routing mpls
vlan 1

vrf context management
ip route 0.0.0.0/0 10.30.97.1
ip route 0.0.0.0/0 10.30.108.1

interface Ethernet1/1
no switchport
ip address 10.1.1.1/24
no shutdown

interface Ethernet1/2
no switchport
ip address 11.1.1.1/24
no shutdown

interface Ethernet1/3
no switchport
ip address 12.1.1.1/24
no shutdown

interface Ethernet1/4
no switchport
ip address 13.1.1.1/24
no shutdown

interface Ethernet1/5
no switchport
ip address 14.1.1.1/24
no shutdown

interface mgmt0
ip address dhcp
vrf member management

interface loopback1
ip address 1.1.1.1/32

line console

line vty
ip route 2.2.2.2/32 10.1.1.2
ip route 3.3.3.3/32 11.1.1.3
ip route 3.3.3.3/32 12.1.1.3
ip route 4.4.4.4/32 13.1.1.4
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ip route 20.20.20.20/32 14.1.1.20

router bgp 1
address-family ipv4 unicast
address-family link-state
neighbor 10.1.1.2

remote-as 2
address-family ipv4
egress-engineering

neighbor 3.3.3.3
remote-as 3
address-family ipv4
update-source loopback1
ebgp-multihop 2
egress-engineering

neighbor 4.4.4.4
remote-as 4
address-family ipv4
update-source loopback1
ebgp-multihop 2
egress-engineering

neighbor 20.20.20.20
remote-as 1
address-family link-state
update-source loopback1
ebgp-multihop 2

neighbor 124.11.50.5
bfs
remote-as 6
update-source port-channel50.11
egress-engineering peer-set pset2 <<<<<<<
address-family ipv4 unicast

neighbor 124.11.101.2
bfd
remote-as 6
update-source Vlan2401
egress-engineering
address-family ipv4 unicast

次に、show bgp internal epeコマンドの出力例を示します。

switch# show bgp internal epe
BGP Egress Peer Engineering (EPE) Information:
Link-State Server: Inactive
Link-State Client: Active
Configured EPE Peers: 26
Active EPE Peers: 3
EPE SID State:
RPC SID Peer or Set Assigned
ID Type Set Name ID Label Adj-Info, iod
1 Node 124.1.50.5 1 1600
2 Set pset1 2 1601
3 Node 6.6.6.6 3 1602
4 Node 124.11.50.5 4 1603
5 Set pset2 5 1604
6 Adj 6.6.6.6 6 1605 124.11.50.4->124.11.50.5/0x1600b031, 80
7 Adj 6.6.6.6 7 1606 124.1.50.4->124.1.50.5/0x16000031, 78
EPE Peer-Sets:
IPv4 Peer-Set: pset1, RPC-Set 2, Count 7, SID 1601
Peers: 124.11.116.2 124.11.111.2 124.11.106.2 124.11.101.2
124.11.49.5 124.1.50.5 124.1.49.5
IPv4 Peer-Set: pset2, RPC-Set 5, Count 5, SID 1604
Peers: 124.11.117.2 124.11.112.2 124.11.107.2 124.11.102.2
124.11.50.5
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IPv4 Peer-Set: pset3, RPC-Set 0, Count 4, SID unspecified
Peers: 124.11.118.2 124.11.113.2 124.11.108.2 124.11.103.2
IPv4 Peer-Set: pset4, RPC-Set 0, Count 4, SID unspecified
Peers: 124.11.119.2 124.11.114.2 124.11.109.2 124.11.104.2
IPv4 Peer-Set: pset5, RPC-Set 0, Count 4, SID unspecified
Peers: 124.11.120.2 124.11.115.2 124.11.110.2 124.11.105.2
switch#

BGPリンクステートアドレスファミリの設定
対応する SIDをアドバタイズするコントローラを持つネイバーセッションに対し、 BGPリン
クステートアドレスファミリを設定することができます。この機能は、グローバルコンフィ

ギュレーションモードおよびネイバーアドレスファミリコンフィギュレーションモードで設

定できます。

始める前に

BGPを有効にする必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

自律ルータ BGP番号を指定します。router bgp <bgp autonomous number>ステップ 2

アドレスファミリインターフェイスコ

ンフィギュレーションモードを開始し

ます。

[no] address-family link-state

例：

switch(config)# router bgp 64497
switch (config-router af)#
address-family link-state

ステップ 3

（注）

このコマンドは、ネイバーアドレス

ファミリコンフィギュレーションモー

ドでも設定できます。

ネイバーの IPアドレスを設定します。neighbor <IP address>ステップ 4

アドレスファミリインターフェイスコ

ンフィギュレーションモードを開始し

ます。

[no] address-family link-state

例：

switch(config)#router bgp 1
switch(config-router)#address-family

ステップ 5

（注）
link-state

このコマンドは、ネイバーアドレス

ファミリコンフィギュレーションモー

ドでも設定できます。

switch(config-router)#neighbor
20.20.20.20
switch(config-router)#address-family
link-state
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BGPプレフィックス SIDの展開例
以下の簡単な例では、3つのルーターすべてが iBGPを実行し、ネットワーク層到達可能性情
報（NRLI）を互いにアドバタイズしています。また、ルーターは、ルーター 2.2.2.2と 3.3.3.3
の間に ECMPを提供するネクストホップとして、ループバックインターフェイスをアドバタ
イズしています。

図 13 : BGPプレフィックス SIDの簡単な例
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第 19 章

セグメントルーティングMPLSを使用した
レイヤ 2 EVPN

•レイヤ 2 EVPNについて（255ページ）
•セグメントルーティングMPLS上のレイヤ 2 EVPNの注意事項と制限事項（256ページ）
•セグメントルーティングMPLS上のレイヤ 2 EVPNの設定（257ページ）
• EVI用の VLANの設定（260ページ）
• NVEインターフェイスの設定（261ページ）
• VRF下での EVIの設定（262ページ）
•エニーキャストゲートウェイの設定（262ページ）
•ループバックインターフェイスのラベル付きパスのアドバタイズ（262ページ）
• SRv6静的プレフィックス単位 TEについて（263ページ）
• SRv6の静的なプレフィックスごとの TEの設定（264ページ）
• Route-Target Autoについて（266ページ）
• BD用の RDおよびルートターゲットの設定（267ページ）
• VRF用の RDおよびルートターゲットの設定（268ページ）
•セグメントルーティングMPLS上のレイヤ 2 EVPNの設定例（269ページ）

レイヤ 2 EVPNについて
イーサネット VPN（EVPN）は、MPLSネットワークを介してイーサネットマルチポイント
サービスを提供する次世代のソリューションです。EVPNは、コアでコントロールプレーン
ベースのMACラーニングを可能にする既存の仮想プライベート LANサービス（VPLS）とは
対照的に動作します。EVPNでは、EVPNインスタンスに参加している PEがMP-BGPプロト
コルを使用してコントロールプレーン内でカスタマーMACルートを学習します。コントロー
ルプレーンMAC学習には数多くの利点があり、フローごとのロードバランシングによるマル
チホーミングのサポートなどにより、VPLSの弱点に EVPNで対処できるようにします。

EVPNコントロールプレーンでは、データセンターネットワークにおいて、次のものを提供
します。
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•データセンターネットワークの物理トポロジに制限されない、柔軟なワークロード配置。
そのため、データセンターファブリック内の任意の場所に仮想マシン（VM）を配置でき
ます。

•データセンター内部およびデータセンター間における最適なサーバー間 East-Westトラ
フィック。サーバ/仮想マシン間の East-Westトラフィックは、ファーストホップルータ
でのほぼ特定されたルーティングで達成されます。ファーストホップルーティングはア

クセスレイヤで行われます。ホストルートの交換は、サーバまたはホストへの流入と送

出に関するルーティングがほぼ特定されるようにする必要があります。VMモビリティ
は、新しいMACアドレスまたは IPアドレスがローカルスイッチに直接接続されている
場合に、新しいエンドポイント接続を検出することでサポートされます。ローカルスイッ

チは、新しいMACまたは IPアドレスを検出すると、ネットワークの残りの部分に新しい
ロケーションを通知します。

•レイヤ 2およびレイヤ 3トラフィックのセグメンテーション。トラフィックセグメンテー
ションはMPLSカプセル化を使用して実現され、ラベル（BDごとのラベルおよびVRFご
とのラベル）はセグメント識別子として機能します。

セグメントルーティングMPLS上のレイヤ 2 EVPNの注意
事項と制限事項

セグメントルーティングMPLS上のレイヤ 2 EVPNには、次の注意事項と制限事項がありま
す。

•セグメントルーティングレイヤ 2 EVPNフラッディングは、入力レプリケーションメカ
ニズムに基づいています。MPLSコアはマルチキャストをサポートしていません。

• ARP抑制はサポートされていません。

• vPCでの整合性チェックはサポートされていません。

•同じレイヤ 2 EVIとレイヤ 3 EVIを一緒に設定することはできません。

• Cisco NX-OSリリース 9.3(1)以降、レイヤ 2 EVPNはCisco Nexus 9300-FX2プラットフォー
ムスイッチでサポートされます。

• CiscoNX-OSリリース9.3(5)以降、セグメントルーティングMPLS上のレイヤ2EVPNは、
Cisco Nexus 9300-GXおよび Cisco Nexus 9300-FX3プラットフォームスイッチでサポート
されます。
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セグメントルーティングMPLS上のレイヤ 2 EVPNの設定

始める前に

次の手順を実行します。

• install feature-set mplsコマンドと feature-set mplsコマンドを使用して、MPLS機能セット
をインストールして有効にする必要があります。

• MPLSセグメントルーティング機能を有効にする必要があります。

• nv overlayコマンドを使用して、nvオーバーレイ機能を有効にする必要があります。

• nv overlay evpnコマンドを使用して EVPNコントロールプレーンを有効にする必要があ
ります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGP機能と構成を有効にします。feature bgp

例：

ステップ 2

switch(config)#feature bgp

MPLS構成コマンドを有効にします。install feature-set mpls

例：

ステップ 3

switch(config)#install feature-set
mpls

MPLS構成コマンドを有効にします。feature-set mpls

例：

ステップ 4

switch(config)#install feature-set
mpls

セグメントルーティング構成コマンド

を有効にします。

feature mpls segment-routing

例：

ステップ 5

switch(config)#feature mpls
segment-routing
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目的コマンドまたはアクション

EVPN over MPLS構成コマンドを有効
にします。このコマンドは feature-nv
CLIコマンドとは相互に排他的です。

feature mpls evpn

例：

switch(config)#feature mpls evpn

ステップ 6

セグメントルーティングレイヤ 2
EVPNに使用されるNVE機能を有効に
します。

feature nv overlay

例：

switch(config)#feature nv overlay

ステップ 7

EVPNを有効にします。nv overlay evpn

例：

ステップ 8

switch(config)#nv overlay evpn

NVEのループバックインターフェイス
を設定します。

interface loopback Interface_Number

例：

ステップ 9

switch(config)#interface loopback 1

IPアドレスを設定します。ip address address

例：

ステップ 10

switch(config-if)#ip address
192.168.15.1

グローバルアドレスファミリコンフィ

ギュレーションモードを終了します。

exit

例：

ステップ 11

switch(config-if)#exit

EVPNコンフィギュレーションモード
を開始します。

evpn

例：

ステップ 12

switch(config)#evpn

レイヤ 2 EVIを設定します。必要であ
れば、自動生成された EVIに基づいて
RTを手動で構成できます。

evi number

例：

switch(config-evpn)#evi 1000
switch(config-evpn-sr)#

ステップ 13

MPLSカプセル化と入力レプリケーショ
ンを有効にします。

encapsulation mpls

例：

ステップ 14

switch(config-evpn)#encapsulation mpls

NVE送信元インターフェイスを指定し
ます。

source-interface loopback
Interface_Number

例：

ステップ 15

switch(config-evpn-nve-encap)#source-interface
loopback 1
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目的コマンドまたはアクション

設定を終了します。exit

例：

ステップ 16

switch(config-evpn-nve-encap)#exit

VRFを設定します。vrf context VRF_NAME

例：

ステップ 17

switch(config)#vrf context Tenant-A

L3 EVIを設定します。evi EVI_ID

例：

ステップ 18

switch(config-vrf)#evi 30001

設定を終了します。exit

例：

ステップ 19

switch(config-vrf)#exit

VLANを設定します。VLAN VLAN_ID

例：

ステップ 20

switch(config)#vlan 1001

L2 EVIを設定します。evi auto

例：

ステップ 21

switch(config-vlan)#evi auto

exitステップ 22

例：

switch(config-vlan)#exit

BGPコンフィギュレーションモードを
開始します。

router bgp autonomous-system-number

例：

ステップ 23

switch(config)#router bgp 1

EVPNアドレスファミリをグローバル
に有効にします。

address-family l2vpn evpn

例：

ステップ 24

switch(config-router)#address-family
l2vpn evpn

BGPネイバーを設定します。neighbor address remote-as
autonomous-system-number

ステップ 25

例：

switch(config-router)#neighbor
192.169.13.1 remote as 2
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目的コマンドまたはアクション

ネイバーのEVPNアドレスファミリを
有効にします。

address-family l2vpn evpn

例：

ステップ 26

switch(config-router-neighbor)#address-family
l2vpn evpn

MPLSカプセル化を有効にします。encapsulation mpls

例：

ステップ 27

switch(config-router-neighbor)#encapsulation
mpls

BGPを設定し、拡張コミュニティリス
トをアドバタイズします。

send-community extended

例：

ステップ 28

switch(config-router-neighbor)#send-community
extended

BGP VRFを設定します。vrf VRF_NAME

例：

ステップ 29

switch(config-router)#vrf Tenant-A

設定を終了します。exit

例：

ステップ 30

switch(config-router)#exit

EVI用の VLANの設定

手順

目的コマンドまたはアクション

VLANを設定します。vlan numberステップ 1

VLANのBDラベルを作成します。この
ラベルは、セグメントルーティングレ

evi [auto]ステップ 2

イヤ 2 EVPN全体で VLANの識別子と
して使用されます。
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NVEインターフェイスの設定

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

IPアドレスをこのループバックインター
フェイスに関連付け、この IPアドレス

interface loopback loopback_number

例：

ステップ 2

をセグメントルーティング設定に使用

します。
switch(config)# interface loopback 1

IPv4アドレスファミリを指定し、ルー
タアドレスファミリコンフィギュレー

ションモードを開始します。

ip address

例：

switch(config-if)#ip address
192.169.15.1/32

ステップ 3

EVPN設定モードを開始します。evpn

例：

ステップ 4

switch(config)#evpn

MPLSカプセル化と入力レプリケーショ
ンを有効にします。

encapsulation mpls

例：

ステップ 5

switch(config-evpn)# encapsulation mpls

NVE送信元インターフェイスを指定し
ます。

source-interface loopback_number

例：

ステップ 6

switch(config-evpn-nve-encap)#source-interface
loopback 1

セグメントルーティングモードを終了

し、コンフィギュレーション端末モード

に戻ります。

exit

例：

switch(config)# exit

ステップ 7
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VRF下での EVIの設定

手順

目的コマンドまたはアクション

VRFテナントを作成します。vrf contextテナントステップ 1

VRF下でレイヤ 3 EVIを設定します。evi numberステップ 2

エニーキャストゲートウェイの設定
ファブリック転送の設定は、SVIがエニーキャストモードで設定されている場合にのみ必要で
す。

手順

目的コマンドまたはアクション

分散ゲートウェイの仮想MACアドレス
を設定します。

fabric forwarding anycast-gateway-mac
0000.aabb.ccdd

ステップ 1

インターフェイスコンフィギュレーショ

ンモードで SVIをエニーキャストゲー
トウェイと関連付けます。

fabric forwarding mode anycast-gatewayステップ 2

ループバックインターフェイスのラベル付きパスのアド

バタイズ
レイヤ 2EVPNエンドポイントとしてアドバタイズされるループバックインターフェイスは、
ラベルインデックスにマッピングする必要があります。これにより、BGPは、同じものに対
応するMPLSラベル付きパスをアドバタイズします。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#
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目的コマンドまたはアクション

OSPFモードを有効にします。[no]router ospf process

例：

ステップ 2

switch(config)# router ospf test

OSPFでのセグメントルーティング機能
を設定します。

segment-routing

例：

ステップ 3

switch(config-router)# segment-routing
mpls

ローカルプレフィックスと SIDのアド
レスファミリ固有のマッピングを設定

できるサブモードを開始します。

connected-prefix-sid-map

例：

switch(config-sr-mpls)#
connected-prefix-sid-map

ステップ 4

IPv4アドレスプレフィックスを指定し
ます。

address-family ipv4

例：

ステップ 5

switch(config-sr-mpls-conn)#
address-family ipv4

SID 100にアドレス 1.1.1.1/32を関連付
けます。

1.1.1.1/32 index 100

例：

ステップ 6

switch(config-sr-mpls-conn-af)#
1.1.1.1/32 100

アドレスファミリを終了します。exit-address-family

例：

ステップ 7

switch(config-sr-mpls-conn-af)#
exit-address-family

SRv6静的プレフィックス単位 TEについて
SRv6静的プレフィックス単位 TE機能を使用すると、デフォルト以外の VRFにマッピングさ
れたプレフィックスをマッピングおよびアドバタイズできます。この機能により、一致する

VRFルートターゲットを使用して単一のインスタンスで複数のプレフィックスをアドバタイ
ズでき、各プレフィックスを手動で入力する必要がなくなります。

Cisco NX-OSリリース 9.3(5)では、1つの VNFだけが VMにサービスを提供できます。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
263

セグメントルーティング

SRv6静的プレフィックス単位 TEについて



SRv6の静的なプレフィックスごとの TEの設定

始める前に

次の手順を実行します。

• install feature-set mplsコマンドと feature-set mplsコマンドを使用して、MPLS機能セット
をインストールして有効にする必要があります。

• MPLSセグメントルーティング機能を有効にする必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

VRFを定義し、VRFコンフィギュレー
ションモードを開始します。

vrf context VRF_Name

例：

ステップ 2

switch(config)# vrf context vrf_2_7_8

RDを VRFに割り当てます。rd rd_format

例：

ステップ 3

switch(config-vrf)# rd 2.2.2.0:2

VRFインスタンス用に IPv4または IPv6
アドレスファミリを指定し、アドレス

address-family {ipv4 | ipv6 }

例：

ステップ 4

ファミリコンフィギュレーションモー

ドを開始します。
switch(config-vrf)# address-family
ipv4 unicast

VRFへのルートのインポートを設定し
ます。

route-target import route-target-id

例：

ステップ 5

switch(config-vrf)# route-target
import 1:2

一致するルートターゲット値を持つ、

レイヤ3 EVPNから VRFへのルートの
インポートを設定します。

route-target import route-target-id evpn

例：

switch(config-vrf)# route-target
import 1:2 evpn

ステップ 6

VRFからのルートのエクスポートを設
定します。

route-target export route-target-id

例：

ステップ 7
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目的コマンドまたはアクション

switch(config-vrf)# route-target
export 1:2

一致するルートターゲット値を持つ、

VPNからレイヤ3 EVPNからへのルー
トのエクスポートを設定します。

route-target export route-target-id evpn

例：

switch(config-vrf)# route-target
export 1:2 evpn

ステップ 8

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。

router bgp autonomous-system-number

例：

ステップ 9

switch(config)# router bgp 65000

ルータ IDを設定します。router-id id

例：

ステップ 10

switch(config-router)# router-id
2.2.2.0

レイヤ 2 VPN EVPNのグローバルアド
レスファミリコンフィギュレーション

モードを開始します。

address-family l2vpn evpn

例：

switch(config-router-af)#
address-family l2vpn evpn

ステップ 11

リモート BGPピアの IPv4アドレスお
よび AS番号を設定します。

neighbor ipv4-address remote-as

例：

ステップ 12

switch(config-router)# neighbor
7.7.7.0 remote-as 65000
switch(config-router-neighbor)#

ループバック番号を指定しますupdate-source loopback number

例：

ステップ 13

switch(config-router-neighbor)#
update-source loopback0

ネイバーのEVPNアドレスファミリを
有効にします。

address-family l2vpn evpn

例：

ステップ 14

switch(config-router-neighbor)#address-family
l2vpn evpn

BGPを設定し、拡張コミュニティリス
トをアドバタイズします。

send-community extended

例：

ステップ 15

switch(config-router-neighbor)#send-community
extended

MPLSカプセル化を有効にします。encapsulation mpls

例：

ステップ 16

switch(config-router-neighbor)#encapsulation
mpls
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目的コマンドまたはアクション

設定を終了します。exit

例：

ステップ 17

switch(config-router-neighbor)#exit

例

次の例は、VRF VTを定義するために RPM構成を設定する方法を示しています。
rf context vrf_2_7_8

rd 2.2.2.0:2
address-family ipv4 unicast
route-target import 0.0.1.1:2
route-target import 0.0.1.1:2 evpn
route-target export 0.0.1.1:2
route-target export 0.0.1.1:2 evpn

ip extcommunity-list standard vrf_2_7_8-test permit rt 0.0.1.1:2
route-map Node-2 permit 4
match extcommunity vrf_2_7_8-test
set extcommunity color 204

Route-Target Autoについて
自動派生Route-Target（route-target import/export/both auto）は、IETF RFC 4364セクション 4.2
（https://tools.ietf.org/html/rfc4364#section-4.2）で説明されているタイプ 0エンコーディング形
式に基づいています。IETF RFC 4364セクション 4.2ではルート識別子形式について説明し、
IETF RFC 4364セクション 4.3.1では、Route-Targetに同様の形式を使用することが望ましいと
しています。タイプ 0エンコーディングでは、2バイトの管理フィールドと 4バイトの番号
フィールドを使用できます。Cisco NX-OS内では、自動派生 Route-Targetは、2バイトの管理
フィールドとして自律システム番号（ASN）、4バイトの番号フィールドのサービス識別子
（EVI）で構成されます。

2バイト ASN

タイプ 0エンコーディングでは、2バイトの管理フィールドと 4バイトの番号フィールドを使
用できます。Cisco NX-OS内では、自動派生 Route-Targetは、2バイトの管理フィールドとし
ての自律システム番号（ASN）と、4バイトの番号フィールドのサービス識別子（EVI）で構
成されます。

自動派生 Route-Target（RT）の例：

• ASN 65001と L3EVI 50001内の IP-VRF： Route-Target 65001:50001

• ASN 65001と L2VNI 30001内のMAC-VRF：Route-Target 65001:30001

Multi-AS環境では、Route-Targetを静的に定義するか、Route-Targetの ASN部分と一致するよ
うに書き換える必要があります。
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4バイト ASNの自動派生 Route-Targetはサポートされていません。（注）

4バイト ASN

タイプ 0エンコーディングでは、2バイトの管理フィールドと 4バイトの番号フィールドを使
用できます。Cisco NX-OS内では、自動派生 Route-Targetは、2バイトの管理フィールドとし
ての自律システム番号（ASN）と、4バイトの番号フィールドのサービス識別子（EVI）で構
成されます。4バイト長の ASN要求と 24ビット（3バイト）を必要とする EVIでは、拡張コ
ミュニティ内のサブフィールド長が使い果たされます（2バイトタイプと 6バイトサブフィー
ルド）。長さと形式の制約、およびサービス識別子（EVI）の一意性の重要性の結果、4バイ
トの ASNは、IETF RFC 6793セクション 9（https://tools.ietf.org/html/rfc6793#section-9）で説明
されているように、AS_TRANSという名前の 2バイトの ASNで表されます。2バイトの ASN
23456は、4バイトの ASNをエイリアスする特別な目的の AS番号であるAS_TRANSとして
IANA（https://www.iana.org/assignments/iana-as-numbers-special-registry/
iana-as-numbers-special-registry.xhtml）によって登録されます。

4バイトの ASN（AS_TRANS）を使用した自動派生 Route-Target（RT）の例：

• ASN 65656と L3VNI 50001内の IP-VR：Route-Target 23456:50001

• ASN 65656とL2VNI 30001内のMAC-VRF：Route-Target 23456:30001

BD用の RDおよびルートターゲットの設定
VLANで evi autoを設定すると、ブリッジドメイン (BD) RDおよびルートターゲットが自動
的に生成されます。BD RDおよびルートターゲットを手動で設定するには、次の手順を実行
します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

EVPN設定モードを開始します。evpn

例：

ステップ 2

switch(config)# evpn

RD/ルートターゲットを設定するための
L2 EVIを指定します。

evi VLAN_ID

例：

ステップ 3

switch(config-evpn)# evi 1001
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目的コマンドまたはアクション

RDを設定します。rd rd_format

例：

ステップ 4

switch(config-evpn-evi-sr)# rd
192.1.1.1:33768

ルートターゲットを設定します。route-target both rt_format

例：

ステップ 5

switch(config-evpn-evi-sr)#
route-target both 1:20001

VRF用の RDおよびルートターゲットの設定
VRFで evi evi_IDを設定すると、VRF RDおよびルートターゲットが自動的に生成されます。
VRF RDおよびルートターゲットを手動で設定するには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

VRFを設定します。vrf context VRF_NAME

例：

ステップ 2

switch(config)# vrf context A

RDを設定します。rd autoまたは rd_format

例：

ステップ 3

switch(config-vrf)# rd auto

IPv4アドレスファミリを有効にします。address-family ipv4 unicast

例：

ステップ 4

switch(config-vrf)# address-family
ipv4 unicast

ルートターゲットを設定します。route-target both rt_format evpn

例：

ステップ 5

switch(config-vrf-af-ipv4)#
route-target both 1:30001 evpn
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セグメントルーティングMPLS上のレイヤ 2 EVPNの設定
例

次の例は、セグメントルーティングMPLSを介したレイヤ 2 EVPNの設定を示しています。
install feature-set mpls
feature-set mpls
nv overlay evpn
feature bgp
feature mpls segment-routing
feature mpls evpn
feature interface-vlan
feature nv overlay

fabric forwarding anycast-gateway-mac 0000.1111.2222

vlan 1001
evi auto

vrf context Tenant-A
evi 30001

interface loopback 1
ip address 192.168.15.1/32

interface vlan 1001
no shutdown
vrf member Tenant-A
ip address 111.1.0.1/16
fabric forwarding mode anycast-gateway

router bgp 1
address-family l2vpn evpn
neighbor 192.169.13.1
remote-as 2
address-family l2vpn evpn
send-community extended
encapsulation mpls

vrf Tenant-A

evpn
encapsulation mpls
source-interface loopback 1
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第 20 章

繰り返しの VPNルートの SRTE

•繰り返しの VPNルートの SRTEについて（271ページ）
•繰り返しの VPNルートの SRTEの構成に関する注意事項および制限事項（271ページ）
•繰り返しの VPNルートの SRTEの構成（272ページ）
•繰り返しの VPNルートの SRTEの構成例（273ページ）
•繰り返しの VPNルートの SRTEの構成確認（274ページ）

繰り返しの VPNルートの SRTEについて
デフォルト以外の VRF内のルートが、デフォルト VRF内のルート上で再帰する前に、同じ
VRF内の他のルート上で再帰するユースケースを想定します。さらに、これらのルートはEVPN
タイプ 5ルートとして BGP経由でシグナリングされ、ルートのゲートウェイ IPフィールド
（GW-IP）がネクストホップを指定します。これらのタイプのルートの SRトラフィックエン
ジニアリングをサポートするために、再帰VPNルートのSRTE機能を使用すると、BGPはルー
トを再帰的に解決し、現在のルートのネクストホップを解決する次のルートを反復的に検索し

ます。ネクストホップはデフォルト VRFにあります。このルートには、ルーティングに必要
な VPNラベルが必要であり、デフォルト VRFにあるネクストホップを使用して、SRTEポリ
シーのエンドポイントを選択してトラフィックを誘導できるようになりました。

したがって、再帰 VPNルートの SRTE機能により、BGPはエンドポイントとして GW-IPを使
用して SRTEからポリシーを要求できます。SRTEは一致するポリシーの BSIDを返します。
ただし、デフォルト VRFでは、COポリシーがより適切な一致に置き換えられると、BSIDが
後で変更される可能性があります。

繰り返しの VPNルートの SRTEの構成に関する注意事項
および制限事項

Cisco NX-OSリリース 10.3(2)F以降では、再帰VPNルート機能の SRTEがサポートされていま
す。

次に、この機能に関するガイドラインおよび制限事項を示します。
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•この機能は、Cisco Nexus 9300-EX、9300-FX、9300-FX2、9300-GX、および
N9K-C9332D-GX2Bプラットフォームスイッチでサポートされています。

•この機能は、ネクストホップとしてゲートウェイ IPを持つタイプ 5EVPNルートでのみサ
ポートされます。デフォルト VRFの再帰ルートではサポートされません。

• IPv4ルートのみがサポートされます。

•ネクストホップが同じ VRF内の別のルートである VRF内のルートのプレフィックス長は
32ビット（ホストルート）である必要があります。

•複数の IPv4ユニキャスト非デフォルト VRFへの EVPN再帰 VPNルートのルートリーク
またはインポートは許可されません。

•カラーのみのルートはサポートされていません。

•ルートインジェクタをネットワーク内のトラフィックベアリングリーフの 1つに統合す
ることは推奨されません。

繰り返しの VPNルートの SRTEの構成

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal

switch(config)#

BGPを設定します。router bgp number

例：

ステップ 2

switch(config)# router bgp 100
switch(config-router)#

ルートマップをvrfコンテキストに適用
します。

vrf VRF_Name

例：

ステップ 3

switch(config-router)# vrf vrf3
switch(config-router)#

IPv4のアドレスファミリを設定します。address-family ipv4 unicast

例：

ステップ 4

switch(config-router)# address-family
ipv4 unicast
switch(config-router)#
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目的コマンドまたはアクション

gateway-ipをエクスポートしてアドバタ
イズして、EVPNタイプ5ルートを再接
続します。

export-gateway-ip

例：

switch(config-router)#
export-gateway-ip
switch(config-router)#

ステップ 5

（注）

gateway-ipのエクスポートとEVPNゲー
トウェイ構成の設定は同時に実行でき

ます。同時に設定すると、すべてのプ

レフィックスがゲートウェイ IPととも
にエクスポートされます。

L2VPN EVPNのアドレスファミリを構
成します。

address-family l2vpn evpn

例：

ステップ 6

switch(config-router)# address-family
l2vpn evpn
switch(config-router)#

発信ルートに設定された BGPポリシー
を適用します。

route-map map-name out

例：

ステップ 7

switch(config-router)# route-map
setrrrnh out
switch(config-route-map)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

マップ設定モードを開始します。

route-map map-name [permit | deny] [seq]

例：

switch(config-route-map)# route-map
ABC permit 10
switch(config-route-map)

ステップ 8

カラー拡張コミュニティの BGP外部コ
ミュニティ属性を設定します。

set extcommunity color color-num

例：

ステップ 9

switch(config-route-map)# set
extcommunity color 20
switch(config-route-map)

繰り返しの VPNルートの SRTEの構成例
switch# configure terminal
switch(config)# router bgp 100
switch(config-route-map)# vrf vrf3
switch(config-router)# address-family ipv4 unicast
switch(config-router)# export-gateway-ip
switch(config-router)# l2vpn evpn
switch(config-router)# route-map setrrnh out
switch(config-router)# route-map ABC permit 10
switch(config-route-map)# set extcommunity color 20
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繰り返しの VPNルートの SRTEの構成確認
繰り返しの VPNルートの SRTE構成に関する情報を表示するには、以下のタスクのいずれか
を実行します：

表 13 :繰り返しの VPNルートの SRTEの構成確認

目的コマンド

指定された IPv4プレフィックスのアドバタイ
ズされたラベルインデックスおよび選択され

たローカルラベルを表示します。

show bgp ipv4 labeled-unicast prefix

アドバタイズされたラベルインデックスを含

む BGPパス情報を表示します。
show bgp paths

構成されたラベルのSRGB範囲を表示します。show mpls label range

ラベルインデックスなど、ルートマップに関

する情報を表示します。

show route-map [map-name]

ルートポリシーマネージャ（RPM）について
の情報を表示します。

show running-config rpm

MPLSセグメントルーティング機能のステー
タスを表示します。

show running-config | inc 'feature
segment-routing'

セグメントルーティング機能のステータスを

表示します。

show running-config segment-routing

許可されたポリシーのみを表示します。show srte policy

SR-TEで使用可能なすべてのポリシーのリス
トを表示します。

show srte policy [all]

要求されたすべてのポリシーの詳細ビューを

表示します。

show srte policy [detail]

SR-TEポリシーを名前でフィルタリングし、
SR-TEでその名前で使用できるすべてのポリ
シーのリストを表示します。

（注）

このコマンドには、ポリシー名の自動入力機

能があります。この機能を使用するには、疑

問符を追加するか、TABキーを押します。

show srte policy <name>
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目的コマンド

カラーとエンドポイントの SR-TEポリシーを
表示します。

（注）

このコマンドには、カラーとエンドポイント

の自動入力機能があります。この機能を使用

するには、疑問符を追加するか、TABキーを
押します。

show srte policy color <color> endpoint
<endpoint>

最初のホップのセットを表示します。show srte policy fh

SR-APPに登録されているクライアントを表示
します。

show segment-routing mpls clients

詳細情報を表示します。show segment-routing mpls details

VRFのルーティング情報を表示します。show ip route vrf <vrf-name>
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第 21 章

セグメントルーティングの VNFの比例マ
ルチパス

•セグメントルーティングの VNFの比例マルチパスについて（277ページ）
•セグメントルーティングの VNFの比例マルチパスの有効化（278ページ）

セグメントルーティングのVNFの比例マルチパスについ
て

ネットワーク機能仮想化インフラストラクチャ（NFVi）では、サービスネットワーク（ポー
タブル IP）が仮想ネットワーク機能（VNF）によりアドバタイズされます。VNFは、ポータ
ブル IPゲートウェイ (PIP-GW)とも呼ばれ、VNF内の VM間でデータパケットをルーティン
グします。セグメントルーティング機能の VNFの比例マルチパスにより、EVPNアドレス
ファミリでサービスネットワーク（PIP）の VNFをアドバタイズできます。VNFの IPアドレ
スは、サービスネットワークの EVPN IPプレフィックスルート NLRIアドバタイズメントの
「ゲートウェイ IPアドレス」フィールドでエンコードされます。

VNFの IPアドレスをアドバタイズすることにより、EVPNファブリックの入力ノードは、VNF
IPアドレスを VNFに接続されたリーフに再帰的に解決します。リーフは、サービスネット
ワーク（PIP）をアドバタイズするのと同じノードである可能性があります。

ルートインジェクタは、IPv4または IPv6 AFにルートを挿入する BGPプロトコルです。この
場合、ルートインジェクタは、ネクストホップが VNFとして設定されている VMにルートを
挿入します。

ルートインジェクタとは異なり、VNFはルーティングプロトコルに参加して、VMの到達可
能性をアドバタイズできます。サポートされているプロトコルは、eBGP、IS-IS、およびOSPF
です。
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セグメントルーティングのVNFの比例マルチパスの有効
化

セグメントルーティング機能のVNFの比例マルチパスを有効にして、ネクストホップパスを
保持することにより、IGPまたは静的ルートのルートを再配布できます。その後、再構築され
た EVPNタイプ 5ルートのゲートウェイ IPをエクスポートしてアドバタイズできます。

Cisco NX-OSリリース 9.3(5)では、1つの VNFだけが VMにサービスを提供できます。

始める前に

次の手順を実行します。

• install feature-set mplsコマンドと feature-set mplsコマンドを使用して、MPLS機能セット
をインストールして有効にします。

• MPLSセグメントルーティング機能を有効化します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードに入ります。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

<<説明が必要>>route-map export-l2evpn-rtmap permit 10

例：

ステップ 2

switch(config)# route-map
export-l2evpn-rtmap permit 10

PIP-GWをゲートウェイとしてアドバ
タイズする必要があるプレフィックス

を定義します。

match ip address prefix-list pip-pfx-list

例：

switch(config-route-map)# match ip
prefix-list vm-pfx-list

ステップ 3

gateway-ipをアドバタイズするための
特定のルートを定義します。

set evpn gateway-ip use-nexthop

例：

ステップ 4

switch(config-route-map)# set evpn
gateway-ip use-nexthop

ルートマップを vrfコンテキストに適
用します。

vrf context VRF_Name

例：

ステップ 5
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目的コマンドまたはアクション

switch(config-route-map)# vrf context
vrf
switch(config-route-map)#
address-family ipv4 unicast
switch(config-route-map)# export map
export-l2evpn-rtmap

ルートマップを vrfコンテキストに適
用します。

address-family ipv4 unicast

例：

ステップ 6

switch(config-route-map)#
address-family ipv4 unicast
switch(config-route-map)# export map
export-l2evpn-rtmap

ルートマップを vrfコンテキストに適
用します。

export map export-l2evpn-rtmap

例：

ステップ 7

switch(config-route-map)# export map
export-l2evpn-rtmap

BGPを設定します。router bgp number

例：

ステップ 8

switch(config)# router bgp 100

ルートマップを vrfコンテキストに適
用します。

vrf VRF_Name

例：

ステップ 9

switch(config-route-map)# vrf vrf3

IPv4のアドレスファミリを設定しま
す。

address-family ipv4 unicast

例：

ステップ 10

switch(config-router)# address-family
ipv4 unicast

gateway-ipをエクスポートしてアドバ
タイズして、EVPNタイプ 5ルートを
再接続します。

export-gateway-ip

例：

switch(config-route-map)#
export-gateway-ip

ステップ 11

（注）

gateway-ipのエクスポートと EVPN
ゲートウェイ構成の設定は同時に実行

できます。同時に設定すると、すべて

のプレフィックスがゲートウェイ IP
とともにエクスポートされます。
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第 22 章

vPCマルチホーミング

•マルチホーミングについて（281ページ）
• vPCマルチホーミングピアリングの注意事項と制約事項（282ページ）
• vPCマルチホーミングの設定例（282ページ）

マルチホーミングについて
CiscoNexusプラットフォームスイッチは、vPCベースのマルチホーミングをサポートします。
このマルチホーミングでは、スイッチのペアが冗長性のために単一のデバイスとして機能し、

両方のスイッチがアクティブモードで機能します。EVPN環境の Cisco Nexusプラットフォー
ムスイッチでは、レイヤ 2マルチホーミングをサポートする 2つのソリューションがありま
す。これらのソリューションは、MCTリンクが必要な従来の vPC（エミュレートまたは仮想
IPアドレス）と BGP EVPN技術に基づいています。

BGP EVPNコントロールプレーンを使用している間、各 vPCペアは共通の仮想 IP（VIP）を
使用して、アクティブ/アクティブの冗長性を提供します。さらに、BGP EVPNベースのマル
チホーミングは、特定の障害シナリオで高速コンバージェンスを提供します。

vPCピア上の BDごとのラベル
vPCピアが同じ BDごとのラベルを持つようにするには、BDごとのラベルに次の値を指定す
る必要があります。

Label value = Label_base + VLAN_ID

ラベルベースは、同じ vPCピアで設定されます。現在、VLAN設定は両方の vPCピアで同一
であるため、両方の vPCピアに同じラベルが付けられます。

Cisco NX-OSリリース 9.3(1)では、BDごとのラベルの設定はサポートされていません。この
リリースでは、evi autoのみがサポートされています。
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vPCピア上の VRFごとのラベル
vPCピアが同じ VRFごとのラベルを持つようにするには、VRFごとのラベルに次の値を指定
する必要があります。

Label value = Label_base + vrf_allocate_index

vPCピアの割り当てインデックスを設定するには、次の手順を実行します。
Router bgp 1
vrf Tenant_A
allocate-index 11

バックアップリンクの設定

バックアップリンクは、vPCピア間で設定する必要があります。このリンクとしては、MCT
に並列な任意のレイヤ 3リンクが可能です。

例

interface vlan 100
ip add 10.1.1.1/24

mpls ip forwarding

< enable underlay protocol >

vPCマルチホーミングピアリングの注意事項と制約事項
vPCマルチホーミングピアリングには、次の注意事項と制約事項があります。

• ESIベースのマルチホーミングはサポートされていません。

•物理および仮想セカンダリ IPアドレスは、両方ともMPLSラベル付きパスを介してアド
バタイズされる必要があります。

• vPC整合性チェックは、BDごとのラベル設定ではサポートされていません。

vPCマルチホーミングの設定例
次の例は、vPCマルチホーミングの設定を示しています。

• vPCプライマリ
interface loopback1
ip address 192.169.15.1/32
ip address 192.169.15.15/32 secondary

evpn
encapsulation mpls
source-interface loopback1

vlan 101
evi auto
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vrf context A
evi 301

router bgp 1
vrf A
allocate-index 1001

• vPCセカンダリ
interface loopback1
ip address 192.169.15.2/32
ip address 192.169.15.15/32 secondary

evpn
encapsulation mpls
source-interface loopback1

vlan 101
evi auto

vrf context A
evi 301

router bgp 1
vrf A
allocate-index 1001
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第 23 章

レイヤ 3 EVPNおよびレイヤ 3 VPN

この章では、レイヤ 3 EVPNを設定するタスクと、L3 EVPNおよび L3VPNルータのスティッ
チングについて説明します。構成を完了するには、次の作業を実行します。

•インポートおよびエクスポートルール用のVRFおよびルートターゲットの設定（285ペー
ジ）

• BGP EVPNおよびラベル割り当てモードの設定（286ページ）
• BGPレイヤ 3 EVPNおよびレイヤ 3 VPNスティッチングの構成（289ページ）
•レイヤー 3 EVPNおよびレイヤー 3 VPNを有効にする機能の設定（292ページ）
•セグメントルーティングを介した BGP L3 VPNの構成（293ページ）
• SRTE経由 BGPレイヤ 3 VPN（294ページ）
• SRTEを介したレイヤ 3 VPNの構成に関する注意事項と制限事項（295ページ）
•拡張コミュニティカラーの構成（295ページ）

インポートおよびエクスポートルール用の VRFおよび
ルートターゲットの設定

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminalステップ 1

VPNルーティングおよび転送（VRF）
インスタンスを定義し、VRFコンフィ
ギュレーションモードを開始します。

vrf vrf-nameステップ 2

一意のルート識別子（RD）をVRFに自
動的に割り当てます。

rd autoステップ 3
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目的コマンドまたはアクション

VRFインスタンス用に IPv4または IPv6
アドレスファミリを指定し、アドレス

address-family { ipv4 | ipv6 } unicastステップ 4

ファミリコンフィギュレーションサブ

モードを開始します。

一致するルートターゲット値を持つ、

L3 VPN BGP NLRIからVRFへのルート
のインポートを設定します。

route-target import route-target-idステップ 5

VRFから L3VPN BGP NLRIへのルート
のエクスポートを設定し、指定された

route-target export route-target-idステップ 6

ルートターゲット識別子を L3VPN BGP
NLRIに割り当てます。

一致するルートターゲット値を持つ L3
EVPN BGP NLRIからのルートのイン
ポートを設定します。

route-target import route-target-id evpnステップ 7

VRFから L3 EVPN BGP NLRIへのルー
トのエクスポートを設定し、指定された

route-target export route-target-id evpnステップ 8

ルートターゲット識別子を BGP EVPN
NLRIに割り当てます。

BGP EVPNおよびラベル割り当てモードの設定
encapsulation mplsコマンドを使用してMPLSトンネルカプセル化を使用できます。EVPNア
ドレスファミリのラベル割り当てモードを設定できます。NX-OSの IPルートタイプの EVPN
でのデフォルトのトンネルカプセル化は VXLANです。

BGPEVPNを介したCisco Nexus 9000シリーズスイッチからの（IPまたはラベル）バインディ
ングのアドバタイズにより、リモートスイッチはルーティングされたトラフィックをその IP
に送信できます。その際、MPLSを介して IPをアドバタイズしたスイッチへの IPのラベルを
使用します。

IPプレフィックスルート（タイプ 5）は次のとおりです。

• MPLSカプセル化によるタイプ 5ルート

RT-5 Route – IP Prefix

RD: L3 RD
IP Length: prefix length
IP address: IP (4 bytes)
Label1: BGP MPLS Label
Route Target
RT for IP-VRF
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デフォルトのラベル割り当てモードは、MPLS上のレイヤ 3 EVPNの VRF単位です。

BGP EVPNとラベル割り当てモードを設定するには、次の手順を実行します。

始める前に

install feature-set mplsコマンドと feature-set mplsコマンドを使用して、MPLS機能セットをイ
ンストールして有効にする必要があります。

MPLSセグメントルーティング機能を有効にする必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminalステップ 1

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp
autonomous-system-number

例：

ステップ 2

番号は 16ビット整数または 32ビット
整数にできます。上位 16ビット 10進switch(config)# router bgp 64496

switch(config-router)# 数と下位 16ビット 10進数による xx.xx
という形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

レイヤ 2 VPN EVPNのグローバルアド
レスファミリコンフィギュレーション

モードを開始します。

必須: address-family l2vpn evpn

例：

switch(config-router)# address-family

ステップ 3

l2vpn evpn
switch(config-router-af)#

グローバルアドレスファミリコンフィ

ギュレーションモードを終了します。

必須: exit

例：

ステップ 4

switch(config-router-af)# exit
switch(config-router)#

リモート BGPピアの IPv4アドレスお
よび AS番号を設定します。

neighbor ipv4-address remote-as
autonomous-system-number

例：

ステップ 5

switch(config-router)# neighbor
10.1.1.1 remote-as 64497
switch(config-router-neighbor)#
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目的コマンドまたはアクション

ラベル付きのレイヤ 2 VPN EVPNをア
ドバタイズします。

address-family l2vpn evpn

例：

ステップ 6

switch(config-router-neighbor)#
address-family l2vpn evpn
switch(config-router-neighbor-af)#

BGPEVPNアドレスファミリを有効に
し、EVPNタイプ 5ルートアップデー
トをネイバーに送信します。

encapsulation mpls

例：

router bgp 100

ステップ 7

（注）
address-family l2vpn evpn

NX-OSの IPルートタイプの EVPNで
のデフォルトのトンネルカプセル化は

neighbor NVE2 remote-as 100
address-family l2vpn evpn
send-community extended

VXLANです。これをオーバーライドencapsulation mpls
するために、MPLSトンネルのカプセvrf foo

address-family ipv4 unicast
advertise l2vpn evpn ル化を示す新しいCLIが導入されてい

ます。
BGPセグメントルーティング設定：

router bgp 100
address-family ipv4 unicast
network 200.0.0.1/32 route-map

label_index_pol_100
network 192.168.5.1/32 route-map

label_index_pol_101
network 101.0.0.0/24 route-map

label_index_pol_103
allocate-label all

neighbor 192.168.5.6 remote-as 20
address-family ipv4

labeled-unicast
send-community extended

VRFを設定します。vrf <customer_name>ステップ 8

IPv4アドレスファミリに対応するグ
ローバルアドレスファミリコンフィ

ギュレーションモードを開始します。

address-family ipv4 unicastステップ 9

レイヤ 2 VPN EVPNをアドバタイズし
ます。

advertise l2vpn evpnステップ 10

直接接続されたルートをBGP-EVPNに
再配布します。

redistribute direct route-map
DIRECT_TO_BGP

ステップ 11

ラベル割り当てモードをVRF単位に設
定します。プレフィックス単位のラベ

label-allocation-mode per-vrfステップ 12

ルモードを設定する場合は、no
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目的コマンドまたはアクション

label-allocation-mode per-vrf CLIコマ
ンドを使用します。

EVPNアドレスファミリの場合、デ
フォルトのラベル割り当てはVRF単位
です。一方、ラベル割り当て CLIがサ
ポートされている他のアドレスファミ

リではプレフィックス単位モードで

す。実行コンフィギュレーションで

は、CLIの no形式は表示されません。

例

プレフィックス単位のラベル割り当ての設定については、次の例を参照してください。

router bgp 65000
[address-family l2vpn evpn]
neighbor 10.1.1.1

remote-as 100
address-family l2vpn evpn
send-community extended

neighbor 20.1.1.1
remote-as 65000
address-family l2vpn evpn
encapsulation mpls
send-community extended

vrf customer1
address-family ipv4 unicast

advertise l2vpn evpn
redistribute direct route-map DIRECT_TO_BGP
no label-allocation-mode per-vrf

BGPレイヤ 3 EVPNおよびレイヤ 3 VPNスティッチングの
構成

同じルーターでスティッチングを構成するには、レイヤー 3 VPNネイバー関係とルーターア
ドバタイズメントを構成します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#
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目的コマンドまたはアクション

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp
autonomous-system-number

例：

ステップ 2

番号は 16ビット整数または 32ビット
整数にできます。上位 16ビット 10進switch# configure terminal

switch(config)# router bgp 64496
switch(config-router)#

数と下位 16ビット 10進数による xx.xx
という形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

レイヤ 3 VPNv4または VPNv6に対す
るグローバルアドレスファミリコン

address-family {vpnv4 | vpnv6} unicast

例：

ステップ 3

フィギュレーションモードを開始しま

す。
switch(config-router)# address-family
vpnv4 unicast
switch(config-router-af)#
address-family vpnv6 unicast
switch(config-router-af)#

グローバルアドレスファミリコンフィ

ギュレーションモードを終了します。

exit

例：

ステップ 4

switch(config-router-af)# exit
switch(config-router)#

リモート BGP L3VPNピアの IPv4アド
レスおよび AS番号を設定します。

neighbor ipv4-address remote-as
autonomous-system-number

例：

ステップ 5

switch(config-router)# neighbor
20.1.1.1 remote-as 64498

VPNv4または VPNv6のアドレスファ
ミリのネイバーを設定します。

address-family {vpnv4 | vpnv6} unicast

例：

ステップ 6

switch(config-router)# address-family
vpnv4 unicast
switch(config-router-af)#
address-family vpnv6 unicast
switch(config-router-af)#

BGP VPNアドレスファミリを有効に
します

send-community extendedステップ 7

標準のルートターゲット識別子と一致

するルートターゲット識別子を持つレ

import l2vpn evpn reoriginateステップ 8

イヤ3BGPEVPNNLRIからのルーティ
ング情報のインポートを設定し、この

ルーティング情報を、スティッチング

ルートターゲット識別子に割り当てる
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目的コマンドまたはアクション

再発信の後に、BGP EVPNネイバーへ
エクスポートします。

リモートレイヤ 3 EVPN BGPピアの
IPv4アドレスおよび AS番号を設定し
ます。

neighbor ipv4-address remote-as
autonomous-system-number

例：

ステップ 9

switch(config-router)# neighbor
10.1.1.1 remote-as 64497
switch(config-router-neighbor)#

レイヤ 3 EVPNのネイバーアドレス
ファミリを設定します。

address-family {l2vpn | evpn

例：

ステップ 10

switch(config-router-neighbor)#
address-family l2vpn evpn
switch(config-router-neighbor-af)#

スティッチングルートターゲット識別

子と一致するルートターゲット識別子

import vpn unicast reoriginateステップ 11

を持つBGPEVPNNLRIからのルーティ
ング情報のインポートを有効にし、こ

の再発信後のルーティング情報をレイ

ヤ 3VPNBGPネイバーにエクスポート
します。

VRFを設定します。vrf <customer_name>ステップ 12

IPv4アドレスファミリに対応するグ
ローバルアドレスファミリコンフィ

ギュレーションモードを開始します。

address-family ipv4 unicastステップ 13

レイヤ 2 VPN EVPNをアドバタイズし
ます。

advertise l2vpn evpnステップ 14

例

vrf context Customer1
rd auto
address-family ipv4 unicast

route-target import 100:100
route-target export 100:100
route-target import 100:100 evpn
route-target export 100:100 evpn

segment-routing
mpls
global-block 11000 20000
connected-prefix-sid

address-family ipv4 unicast
200.0.0.1 index 101

!
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int lo1
ip address 200.0.0.1/32

!
interface e1/13
description “MPLS interface towards Core”
ip address 192.168.5.1/24
mpls ip forwarding
no shut

router bgp 100
address-family ipv4 unicast
allocate-label all
address-family ipv6 unicast
address-family l2vpn evpn
address-family vpnv4 unicast
address-family vpnv6 unicast
neighbor 10.0.0.1 remote-as 200

update-source loopback1
address-family vpnv4 unicast
send-community extended
import l2vpn evpn reoriginate

address-family vpnv6 unicast
import l2vpn evpn reoriginate
send-community extended

neighbor 20.0.0.1 remote-as 300
address-family l2vpn evpn
send-community extended
import vpn unicast reoriginate
encapsulation mpls

neighbor 192.168.5.6 remote-as 300
address-family ipv4 labeled-unicast

vrf Customer1
address-family ipv4 unicast
advertise l2vpn evpn

address-family ipv6 unicast
advertise l2vpn evpn

レイヤー 3 EVPNおよびレイヤー 3 VPNを有効にする機能
の設定

始める前に

VPNファブリックライセンスをインストールします。

feature interface-vlanコマンドが有効になっていることを確認してください。

手順

目的コマンドまたはアクション

BGP機能と構成を有効にします。feature bgpステップ 1

MPLS構成コマンドを有効にします。install feature-set mplsステップ 2
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目的コマンドまたはアクション

MPLS構成コマンドを有効にします。feature-set mplsステップ 3

セグメントルーティング構成コマンド

を有効にします。

feature mpls segment-routingステップ 4

EVPN overMPLS構成コマンドを有効に
します。このコマンドは feature-nv CLI
コマンドとは相互に排他的です。

feature mpls evpnステップ 5

EVPN overMPLS構成コマンドを有効に
します。このコマンドは feature-nv CLI
コマンドとは相互に排他的です。

feature mpls l3vpnステップ 6

セグメントルーティングを介した BGP L3 VPNの構成

始める前に

install feature-set mplsコマンドと feature-set mplsコマンドを使用して、MPLS機能セットをイ
ンストールして有効にする必要があります。

MPLSセグメントルーティング機能を有効にする必要があります。

feature mpls l3vpnコマンドを使用して、MPLS L3 VPN機能を有効にする必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp
autonomous-system-number

例：

ステップ 2

番号は 16ビット整数または 32ビット
整数にできます。上位 16ビット 10進switch(config)# router bgp 64496

switch(config-router)# 数と下位 16ビット 10進数による xx.xx
という形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。
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目的コマンドまたはアクション

レイヤ 3 VPNv4または VPNv6に対す
るグローバルアドレスファミリコン

address-family {vpnv4 | vpnv6} unicast

例：

ステップ 3

フィギュレーションモードを開始しま

す。
switch(config-router)# address-family
vpnv4 unicast
switch(config-router-af)#
address-family vpnv6 unicast
switch(config-router-af)#

AS間オプション bを無効にします[no] allocate-label option-bステップ 4

グローバルアドレスファミリコンフィ

ギュレーションモードを終了します。

必須: exit

例：

ステップ 5

switch(config-router-af)# exit
switch(config-router)#

リモート BGP L3VPNピアの IPv4アド
レスおよび AS番号を設定します。

neighbor ipv4-address remote-as
autonomous-system-number

例：

ステップ 6

switch(config-router)# neighbor
20.1.1.1 remote-as 64498
switch(config-router-neighbor)#

VPNv4または VPNv6のアドレスファ
ミリのネイバーを設定します。

address-family {vpnv4 | vpnv6 } unicast

例：

ステップ 7

switch(config-router-neighbor)#
address-family vpnv4 unicast
switch(config-router-neighbor-af)#

BGP VPNアドレスファミリを有効に
します。

send-community extendedステップ 8

VRFを設定します。vrf <customer_name>ステップ 9

割り当てインデックスを設定します。allocate-index xステップ 10

IPv4アドレスファミリに対応するグ
ローバルアドレスファミリコンフィ

ギュレーションモードを開始します。

address-family ipv4 unicastステップ 11

直接接続されたルートを BGP-L3VPN
に再配布します。

redistribute direct route-map
DIRECT_TO_BGP

ステップ 12

SRTE経由 BGPレイヤ 3 VPN
この機能により、データセンター相互接続（DCI）/WANエッジ展開のセグメントルーティン
グコアに対するトラフィックエンジニアリング機能が有効になります。DCIハンドオフ（SR
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に基づき VxLANから L3VPNへ、またはその逆）を可能にし、SRコアで SRTE機能を使用で
きるため、さまざまなトラフィッククラスによって SLAを達成できます。SRTE機能は、
L3VPNプレフィックスにSR-Policyを適用することにより、DCIまたはエッジルータに適用で
きます。L3VPNプレフィックスは、拡張コミュニティカラーを設定した後（DCIまたはエッ
ジノードによって）アドバタイズでき、BGP L3VPNネイバーは、そのカラーに基づいて SR
ポリシーを適用して SRTEを作成できます。以下に、L3VPNプレフィックスで拡張コミュニ
ティカラーを構成するための構成を示します。

SRTEを介したレイヤ 3 VPNの構成に関する注意事項と制
限事項

Cisco NX-OSリリース 10.1(2)以降、セグメントルーティングトラフィックエンジニアリング
は、CiscoNexus 9300-FX3、N9K-C9316D-GX、N9K-C93180YC-FX、およびN9K-C93240YC-FX2
プラットフォームスイッチ上でレイヤ 3 VPNを介してサポートされます。

この機能の制限は次のとおりです。

•アンダーレイ IPv6はサポートされません。SRv6は代替です。

• BGPの専用ファブリックにおける PCEの欠点のため、BGPアンダーレイを使用した PCE
はサポートされていません。

• NXOSが BGP-LSで LSAをアドバタイズできないため、PCEを使用した OSPF-SRTEはサ
ポートされていません。

•合計 1000の SRTEポリシースケール、BGPVPNv4 32Kルート、BGPVPNV6 32kルート、
および 1000のアンダーレイ SRプレフィックスをサポートします。

Cisco NX-OSリリース 10.2(3)F以降、カラー専用（CO）ビットのオプションがルートマップ
に追加されています。SRTEポリシーを使用している特定のプレフィックスの COビットの値
が変更された場合、BGPは古いポリシーを削除し、新しいポリシーを追加します。

拡張コミュニティカラーの構成
このセクションは、次のトピックで構成されています。

入力ノードにおける拡張コミュニティカラーの構成

SRTEポリシーがインスタンス化される入力ノードによってプレフィックスが通知されるとき
に、入力ノードで拡張コミュニティカラーを構成するには、次の手順を実行します。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

route-map map-name

例：

ステップ 2

マップコンフィギュレーションモード

を開始します。
switch(config)# route-map ABC
switch(config-route-map)

カラー拡張コミュニティの BGP外部コ
ミュニティ属性を設定します。

set extcommunity color color-num

例：

ステップ 3

switch(config-route-map)# set
extcommunity color 20
switch(config-route-map)#

ルートマップ設定モードを終了します。exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp autonomous-system-number

例：

ステップ 5

番号は16ビット整数または32ビット整switch(config)# router bgp1
switch(config-router)# 数にできます。上位16ビット10進数と

下位 16ビット 10進数による xx.xxとい
う形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエン

neighbor ip-address

例：

ステップ 6

トリを追加します。ip-address引数には、switch(config-router)# neighbor
209.165.201.1
switch(config-router-neighbor)#

ドット付き 10進表記でネイバーの IPア
ドレスを指定します。

vpnv4/vpnv6アドレスファミリタイプの
ルータアドレスファミリ構成モードを

開始します。

address-family vpnv4/vpnv6 unicast

例：

switch(config-router-neighbor)#
address-family vpnv4/vpnv6 unicast
switch(config-router-neighbor-af)#

ステップ 7
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目的コマンドまたはアクション

構成された BGPポリシーを受信ルート
に適用します。

route-map map-name in

例：

ステップ 8

マップ-名には最大63文字の英数字を使
用できます。大文字と小文字は区別され

ます。

switch(config-router-neighbor-af)#
route-map ABC in
switch(config-router-neighbor-af)#

出力ノードでの拡張コミュニティカラーの構成

プレフィックスが出力ノードによって通知されるときに、出力ノードで拡張コミュニティカ

ラーを構成するには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

route-map map-name

例：

ステップ 2

マップコンフィギュレーションモード

を開始します。
switch(config)# route-map ABC
switch(config-route-map)

カラー拡張コミュニティの BGP外部コ
ミュニティ属性を設定します。

set extcommunity color color-num

例：

ステップ 3

switch(config-route-map)# set
extcommunity color 20
switch(config-route-map)#

ルートマップ設定モードを終了します。exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp autonomous-system-number

例：

ステップ 5

番号は16ビット整数または32ビット整switch(config)# router bgp1
switch(config-router)# 数にできます。上位16ビット10進数と

下位 16ビット 10進数による xx.xxとい
う形式です。
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目的コマンドまたはアクション

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエン

neighbor ip-address

例：

ステップ 6

トリを追加します。ip-address引数には、switch(config-router)# neighbor
209.165.201.1
switch(config-router-neighbor)#

ドット付き 10進表記でネイバーの IPア
ドレスを指定します。

vpnv4/vpnv6アドレスファミリタイプの
ルータアドレスファミリ構成モードを

開始します。

address-family vpnv4/vpnv6 unicast

例：

switch(config-router-neighbor)#
address-family vpnv4/vpnv6 unicast
switch(config-router-neighbor-af)#

ステップ 7

発信ルートに設定された BGPポリシー
を適用します。

route-map map-name out

例：

ステップ 8

マップ-名には最大63文字の英数字を使
用できます。大文字と小文字は区別され

ます。

switch(config-router-neighbor-af)#
route-map ABC out
switch(config-router-neighbor-af)#

出力ノードでのネットワーク/再配布コマンドの拡張コミュニティカ
ラー構成

プレフィックスが出力ノードによって通知されるときに、出力ノードで network/redistributeコ
マンドの拡張コミュニティカラーを構成するには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

route-map map-name

例：

ステップ 2

マップコンフィギュレーションモード

を開始します。
switch(config)# route-map ABC
switch(config-route-map)
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目的コマンドまたはアクション

カラー拡張コミュニティの BGP外部コ
ミュニティ属性を設定します。

set extcommunity color color-num

例：

ステップ 3

switch(config-route-map)# set
extcommunity color 20
switch(config-route-map)#

ルートマップ設定モードを終了します。exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp autonomous-system-number

例：

ステップ 5

番号は16ビット整数または32ビット整switch(config)# router bgp1;
switch(config-router)# 数にできます。上位16ビット10進数と

下位 16ビット 10進数による xx.xxとい
う形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

VRFを設定します。vrf <customer_name>ステップ 6

VRFインスタンスの IPv4アドレスファ
ミリを指定し、アドレスファミリ構成

モードを開始します。

address-family ipv4 unicast

例：

switch(config-router-vrf)#
address-family ipv4 unicast
switch(config-router-af)#

ステップ 7

スタティックルートを BGPに再配布し
ます。マップ-名には最大63文字の英数

redistribute static route-map map-name
out

例：

ステップ 8

字を使用できます。大文字と小文字は区

別されます。switch(config-router-vrf-af)#
redistribute static route-map ABC
switch(config-router-af)#

ネットワークを、この自律システムに対

してローカルに設定し、BGPルーティ
ングテーブルに追加します。

network ip-prefix [route-map map-name]

例：

switch(config-router-vrf-af)# network
1.1.1.1/32 route-map ABC
switch(config-router-af-network)#

ステップ 9
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第 24 章

MPLSおよび GREトンネル

• GREトンネル（301ページ）
•セグメントルーティングMPLSおよび GRE（301ページ）
•セグメントルーティングMPLSおよび GREの注意事項と制限事項（302ページ）
•セグメントルーティングMPLSおよび GREの設定（303ページ）
•セグメントルーティングMPLSおよび GREの設定の確認（305ページ）
• SRTE明示パスエンドポイント置換の構成の確認（305ページ）

GREトンネル
Generic Routing Encapsulation（GRE）をさまざまなパッセンジャプロトコルのキャリアプロト
コルとして使用できます。

この次図は、GREトンネルの IPトンネルのコンポーネントを示しています。オリジナルのパッ
センジャプロトコルパケットはGREペイロードとなり、デバイスはパケットにGREヘッダー
を追加します。次にデバイスはトランスポートプロトコルヘッダーをパケットに追加して送

信します。

図 14 : GRE PDU

セグメントルーティングMPLSおよび GRE
Cisco NX-OSリリース 9.3(1)以降、Cisco NexusデバイスではセグメントルーティングMPLS
とジェネリックルーティングカプセル化 (GRE)の両方を設定できます。これらのテクノロジー
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は両方ともシームレスに動作します。MPLSトンネルの終了後には、すべてのMPLSトラフィッ
クをGREトンネルに転送できます。同様に、GREの終了後には、GREトンネルからのすべて
のトラフィックをMPLSクラウドに転送できます。

すべての PEルータは、別の GREクラウドとの間で GREトラフィックを開始、転送、または
終了できます。同様に、すべてのトンネル通過ノードまたはトンネルエンドノードは、MPLS
トンネルカプセル化を設定できます。

Cisco Nexus 9000スイッチでトンネルとセグメントルーティングの両方が有効になっている場
合、それぞれのフローの TTL動作は次のとおりです。

•着信 IPトラフィック、GREヘッダー付きの出力では、GREヘッダーの TTL値は、着信
IPパケットの TTL値より 1少ない値です。

•着信 IPトラフィック、MPLSヘッダー付きの出力では、MPLSヘッダーの TTL値は、着
信 IPパケットの TTL値より 1少ない値です。

•着信 GREトラフィック、MPLSヘッダー付きの出力、MPLSヘッダーの TTL値はデフォ
ルト (255)です。

•着信MPLSトラフィック、GREヘッダー付きの出力、GREヘッダーの TTL値はデフォル
ト (255)です。

セグメントルーティングMPLSおよび GREの注意事項と
制限事項

セグメントルーティングMPLSおよび GREには、次の注意事項と制限事項があります。

•トンネルパケットの入力統計はサポートされていません。

• defaultまたは template-mpls-heavyモードでのみサポートされます。

• MPLSセグメントルーティングは、トンネルインターフェイスではサポートされていま
せん。

•モジュラスイッチのハードウェア制限により、トンネルの宛先 IPアドレスの出力インター
フェイスが Cisco Nexus 9300-FX/FX2プラットフォームスイッチを越える場合、トンネル
Txトラフィックはサポートされません。

•最大 4つの GREトンネルがサポートされます。

• Cisco NX-OSリリース 9.3(3)以降、Cisco Nexus 9300-GXプラットフォームスイッチ上で
はセグメントルーティングMPLSと GREの両方を設定できます。

•セグメントルーティングMPLSと GREの両方が共存している場合、トンネル Rxパケッ
トカウンタは機能しません。

• 9808および 9804スイッチを搭載した Cisco Nexus X98900CD-AおよびX9836DM-Aライン
カードは、SR MPLSデフォルトテンプレートのみサポートします。
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• ECMPの規模を拡大し、コンバージェンスを加速するための階層型 ECMPのサポー
ト。

階層型アンダーレイ ECMPは、接続されているすべてのネクストホップメンバーに
同じラベルスタックを適用します。異なるNHの異なるラベルスタックはサポートさ
れていません）。

•統計、ハンドオフ、および整合性チェッカーはサポートされません。

• SR MPLS PHPノードで、最後のラベルのポップ中に明示的な NULLラベルが追加さ
れません。

Nexus 9804スイッチが、PHPの実行時に明示的な NULLラベルを追加するノードと
相互運用している場合、NULLラベルの後に有効なラベルが存在する場合、NULLラ
ベルの TTLは無視されます。TTLデクリメントには、有効なラベルの TTLが使用さ
れます。

セグメントルーティングMPLSおよび GREの設定
静的MPLSなどの相互に排他的なMPLS機能がイネーブルになっていない限り、MPLSセグメ
ントルーティングをイネーブルにできます。

始める前に

MPLS機能セットは、install feature-set mplsおよび feature-set mplsコマンドを使用してインス
トールし、有効にする必要があります。

feature tunnelコマンドを使用して、トンネリング機能を有効にする必要があります。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

MPLSセグメントルーティング機能を
有効化します。このコマンドのno形式

[no] feature segment-routing

例：

ステップ 2

は、MPLSセグメントルーティング機
能を無効化します。

switch(config)# feature
segment-routing

MPLSセグメントルーティング機能の
ステータスを表示します。

（任意） show running-config | inc
'feature segment-routing'

例：

ステップ 3
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目的コマンドまたはアクション

switch(config)# show running-config
| inc 'feature segment-routing'

実行コンフィギュレーションをスター

トアップコンフィギュレーションにコ

ピーします

（任意） copy running-config
startup-config

例：

ステップ 4

switch(config)# copy running-config
startup-config

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 5

switch# configure terminal
switch(config)#

新しいトンネルインターフェイスを作

成できます。

feature tunnel

例：

ステップ 6

トンネルインターフェイス機能を無効

にするには、このコマンドのno形式を
使用します。

switch(config)# feature tunnel
switch(config-if)#

トンネルインターフェイスコンフィ

ギュレーションモードを開始します。

switch(config)# interface tunnel numberステップ 7

このトンネルモードを GREに設定し
ます。

switch(config-if)# tunnel mode {gre ip }ステップ 8

IPでの GREカプセル化の使用を指定
するには、greキーワードおよび ip
キーワードを指定します。

この IPトンネルの送信元アドレスを設
定します。送信元は、IPアドレスまた

tunnel source {ip-address |interface-name}

例：

ステップ 9

は論理インターフェイス名によって指

定できます。
switch(config-if)# tunnel source
ethernet 1/2

この IPトンネルの宛先アドレスを設定
します。宛先は、IPアドレスまたは論
理ホスト名によって指定できます。

tunnel destination ip{address | hostname}

例：

switch(config-if)# tunnel destination
192.0.2.1

ステップ 10

tunnel use-vrf vrf-nameステップ 11

例：

switch(config-if)# tunnel use-vrf blue

switch(config-if)# 10.1.1.1ipv6 address IPv6アドレスステップ 12

IPv6アドレスを設定します。
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目的コマンドまたはアクション

（注）

トンネルの送信元アドレスと宛先アド

レスは同じままです（IPv4アドレ
ス）。

トンネルインターフェイスの統計情報

を表示します。

（任意） switch(config-if)# show
interface tunnel number

ステップ 13

インターフェイスで送信される IPパ
ケットのMaximum Transmission Unit
（MTU;最大伝送単位）を設定します。

switch(config-if)# mtu valueステップ 14

リブートおよびリスタート時に実行コ

ンフィギュレーションをスタートアッ

（任意） switch(config-if)# copy
running-config startup-config

ステップ 15

プコンフィギュレーションにコピーし

て、変更を継続的に保存します。

セグメントルーティングMPLSおよび GREの設定の確認
スタティックルーティングMPLSおよび GREの設定を表示するには、次のいずれかの作業を
行います。

目的コマンド

セグメントルーティングMPLS情報を表示し
ます

show segment-routing mpls

SRTE明示パスエンドポイント置換の構成の確認
SRTE明示パスエンドポイント置換構成に関する必要な詳細を表示するには、次のいずれかの
タスクを実行します。
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表 14 : SRTE明示パスエンドポイントの置換構成の確認

目的コマンド

許可されたポリシーのみを表示します。

（注）

エンドポイントラベルが解決され、最初の

ホップに到達できる場合、状態は UPと表示
されます。エンドポイントラベルが解決され

ていない場合、または最初のホップに到達で

きない場合、状態はDOWNと表示されます。

show srte policy

SR-TEで使用可能なすべてのポリシーのリス
トを表示します。

（注）

エンドポイントラベルが解決され、最初の

ホップに到達できる場合、状態は UPと表示
されます。エンドポイントラベルが解決され

ていない場合、または最初のホップに到達で

きない場合、状態はDOWNと表示されます。

show srte policy [all]

要求されたすべてのポリシーの詳細ビューを

表示します。

（注）

エンドポイントラベルが解決され、最初の

ホップに到達できる場合、状態は UPと表示
されます。エンドポイントラベルが解決され

ていない場合、または最初のホップに到達で

きない場合、状態はDOWNと表示されます。

show srte policy [detail]

SR-TEポリシーを名前でフィルタリングし、
SR-TEでその名前で使用できるすべてのポリ
シーのリストを表示します。

（注）

このコマンドには、ポリシー名のオートコン

プリート機能があります。この機能を使用す

るには、疑問符を追加するか、TABキーを押
します。

show srte policy <name>
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目的コマンド

カラーとエンドポイントの SR-TEポリシーを
表示します。

（注）

このコマンドには、カラーとエンドポイント

のオートコンプリート機能があります。この

機能を使用するには、疑問符を追加するか、

TABキーを押します。

show srte policy color <color> endpoint
<endpoint>

既存の最初のホップとポリシーエンドポイン

トの状態を表示します。

show srte policy fh
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第 25 章

デフォルト VRFを介した SRTE

•デフォルト VRFを介した SRTEについて（309ページ）
•デフォルト VRF経由の SRTEを構成する場合の注意事項と制限事項（311ページ）
•構成プロセス：デフォルト VRFを介した SRTE（311ページ）
•デフォルト VRF経由の SRTE構成例（326ページ）
•デフォルト VRFを介した SRTE構成の確認（328ページ）
•その他の参考資料（328ページ）

デフォルト VRFを介した SRTEについて
デフォルトVRFを介した SRTE機能を使用すると、セグメントルーティングトラフィックエ
ンジニアリングを組み込んで、ネットワークでトラフィックステアリングの利点を実現できま

す。SRTEは、大規模なデータセンター（DC）でのルーティングに BGPを使用しながら、ス
ケーラビリティを向上させます。

デフォルト VRFを介した SRTE機能は、拡張コミュニティ属性として存在し、トラフィック
ステアリングのベースとして番号で表されるルートカラーを使用します。カラーに基づいてプ

レーン分離が実現され、トラフィックを伝送するための SRポリシーが作成されます。さらに
カラーに基づいて、DCはさまざまなプレーンに分割されます。アプリケーションは、各プレー
ンを使用して特定のプレーンのみをルーティングし、トラフィックを適切な宛先に誘導するよ

うに構成されています。

平面分離には次の利点があります。

• 1つのフローが他のフローに影響を与えることはありません。

•大小のフローは、異なる平面に分離されます。

•デバッグを容易にするための障害分離：1つのプレーンの障害が他のプレーンに影響を与
えることはありません。たとえば、1つのプレーンでネットワーク障害が発生した場合、
そのプレーンのアプリケーションのみが影響を受けますが、残りのプレーンのアプリケー

ションは影響を受けません。さらに、障害を分離し、分離してトラブルシューティングを

行うことができます。

次の例では、図を使用してデフォルト VRFを介した SRTE機能を説明しています。
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図 15 :デフォルト VRFを介した SRTEの例

• BGPの場合、ノード Aは入力ルータであり、ノード Dは出力ルータです。Dはネクスト
ホップでもあります。

• SRTEの場合、ノード Aは SRTEヘッドエンドであり、ノード Dはポリシーのエンドポイ
ントです。

•ルートプレフィックス 1はブループレーンを使用するように構成され、ルート 2はレッ
ドプレーンを使用するように構成されています。

青のトラフィックには、ノード Bとノード Cを介してトラフィックを誘導する命令が追加さ
れ、赤のトラフィックには、ノードEとノードFを経由してトラフィックを誘導する命令が追
加されます。要約すると、トラフィックはアドバタイズメントのカラーに基づいて処理されま

す。これは、以前にアドバタイズされたプレフィックスです。
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デフォルト VRF経由の SRTEを構成する場合の注意事項
と制限事項

• Cisco NX-OSリリース 10.1(1)以降、セグメントルーティングトラフィックエンジニアリ
ングは、Cisco Nexus 9300-FX3、N9K-C9316D-GX、N9K-C93180YC-FX、および
N9K-C93240YC-FX2プラットフォームスイッチのデフォルト VRFでサポートされます。
この SR-TE機能の制限は次のとおりです。

•アンダーレイ IPv6はサポートされません。SRv6は代替です。

• BGPの専用ファブリックにおける PCEの欠点のため、BGPアンダーレイを使用した
PCEはサポートされていません。

• NXOSが BGP-LSで LSAをアドバタイズできないため、PCEを使用した OSPF-SRTE
はサポートされていません。

•合計 1000の SRTEポリシースケール、130K v4の BGPデフォルト VRF（v4）、およ
び 1000のアンダーレイ SRプレフィックスをサポートします。

• CiscoNX-OSリリース 10.2(3)F以降、カラー専用（CO）ビットのオプションがルートマッ
プに追加されています。SRTEポリシーを使用している特定のプレフィックスの COビッ
トの値が変更された場合、BGPは古いポリシーを削除し、新しいポリシーを追加します。
この機能は、Cisco Nexus 9300-EX、9300-FX、9300-FX2、9300-GX、および 9300-GX2プ
ラットフォームスイッチでサポートされます。

構成プロセス：デフォルト VRFを介した SRTE
構成プロセスは次のとおりです。

1. ネクストホップを変更しない:ネクストホップは、入力ノードでSRポリシーを計算するた
めに使用されます。プレフィックスがアップストリームにアドバタイズされるため、プレ

フィックスのSRドメインのネクストホップを保持する必要があります。したがって、ホッ
プバイホップのebgpの場合、すべての上流ルータでネクストホップが変更されていない必
要があります。

2. 出力ノード、入力ノード、ネットワーク/再配布、またはデフォルト発信元で拡張コミュニ
ティカラーを設定します。

3. 入力ノードは、カラー拡張されたコミュニティを受信すると、それを SRポリシーに一致
させます。

4. SRポリシーのエンドポイントは、カラー拡張コミュニティのプレフィックスとカラーの
ネクストホップから派生します。
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このセクションには、デフォルト VRFでの SRTEの構成に関する次のトピックが含まれてい
ます。

ネクストホップ変更なしの構成

デフォルト VRFオーバーレイの中間（スパイン）ノードでネクストホップを変更せずに構成
し、ネクストホップが変更されないようにするには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

route-map map-name

例：

ステップ 2

マップコンフィギュレーションモード

を開始します。
switch(config)# route-map ABC
switch(config-route-map)

ネクストホップを変更せずに設定しま

す。

[no] set ip next-hop unchanged

例：

ステップ 3

switch(config-route-map)# set ip
next-hop unchanged
switch(config-route-map)#

ルートマップ設定モードを終了します。exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp autonomous-system-number

例：

ステップ 5

番号は16ビット整数または32ビット整switch(config)# router bgp1
switch(config-router)# 数にできます。上位16ビット10進数と

下位 16ビット 10進数による xx.xxとい
う形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエン

neighbor ip-address

例：

ステップ 6

トリを追加します。ip-address引数には、
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目的コマンドまたはアクション

switch(config-router)# neighbor
209.165.201.1
switch(config-router-neighbor)#

ドット付き 10進表記でネイバーの IPア
ドレスを指定します。

IPv4アドレスファミリタイプのルータ
のアドレスファミリ構成モードを開始し

ます。

address-family ipv4 unicast

例：

switch(config-router-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

ステップ 7

発信ルートに設定された BGPポリシー
を適用します。

route-map map-name out

例：

ステップ 8

switch(config-router-neighbor-af)#
route-map ABC out
switch(config-router-neighbor-af)#

拡張コミュニティカラーの構成

このセクションは、次のトピックで構成されています。

出力ノードでの拡張コミュニティカラーの構成

プレフィックスが出力ノードによって通知されるときに、出力ノードで拡張コミュニティカ

ラーを構成するには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

route-map map-name

例：

ステップ 2

マップコンフィギュレーションモード

を開始します。
switch(config)# route-map ABC
switch(config-route-map)

カラー拡張コミュニティの BGP外部コ
ミュニティ属性を設定します。

set extcommunity color color-num [co-flag
co-flag]

例：

ステップ 3

co-flag：カラー専用フラグを使用して、
正確なカラーとエンドポイントのポリswitch(config-route-map)# set

extcommunity color 20 [co-flag 00]
switch(config-route-map)# シーが見つからない場合に、カラーのみ

に基づいてトラフィックをSRポリシー
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目的コマンドまたはアクション

に誘導できるかどうかを制御します。デ

フォルトは 00です。

（注）

co-flag 00を選択して、カラーとネクス
トホップに基づきデフォルトの自動ス

テアリングを指定します。co-flagが 00
もしくはデフォルトに設定されている

場合、リクエストされたカラーとエン

ドポイントを持つポリシーのバインド

SIDがルーティングに使用されます。

co-flag 01を選択し、カラーにのみ基づ
いてトラフィックを誘導します。co-flag
が01に設定され、リクエストされたカ
ラーとエンドポイントを持つポリシー

が存在する場合、ポリシーのバインド

SIDがルーティングに使用されます。
ポリシーが存在しないが、同じカラー

を持つ nullエンドポイントポリシーが
存在する場合、nullエンドポイントポ
リシーのバインド SIDがルーティング
に使用されます。

ルートマップ設定モードを終了します。exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp autonomous-system-number

例：

ステップ 5

番号は16ビット整数または32ビット整switch(config)# router bgp1
switch(config-router)# 数にできます。上位16ビット10進数と

下位 16ビット 10進数による xx.xxとい
う形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエン

neighbor ip-address

例：

ステップ 6

トリを追加します。ip-address引数には、switch(config-router)# neighbor
209.165.201.1
switch(config-router-neighbor)#

ドット付き 10進表記でネイバーの IPア
ドレスを指定します。
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目的コマンドまたはアクション

IPv4アドレスファミリタイプのルータ
のアドレスファミリ構成モードを開始し

ます。

address-family ipv4 unicast

例：

switch(config-router-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

ステップ 7

発信ルートに設定された BGPポリシー
を適用します。

route-map map-name out

例：

ステップ 8

マップ-名には最大63文字の英数字を使
用できます。大文字と小文字は区別され

ます。

switch(config-router-neighbor-af)#
route-map ABC out
switch(config-router-neighbor-af)#

入力ノードにおける拡張コミュニティカラーの構成

SRTEポリシーがインスタンス化される入力ノードによってプレフィックスが通知されるとき
に、入力ノードで拡張コミュニティカラーを構成するには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

route-map map-name

例：

ステップ 2

マップコンフィギュレーションモード

を開始します。
switch(config)# route-map ABC
switch(config-route-map)

カラー拡張コミュニティの BGP外部コ
ミュニティ属性を設定します。

set extcommunity color color-num [co-flag
co-flag]

例：

ステップ 3

co-flag：カラー専用フラグを使用して、
正確なカラーとエンドポイントのポリswitch(config-route-map)# set

extcommunity color 20 [co-flag 00]
switch(config-route-map)# シーが見つからない場合に、カラーのみ

に基づいてトラフィックをSRポリシー
に誘導できるかどうかを制御します。デ

フォルトは 00です。

（注）

co-flag 00を選択して、カラーとネクス
トホップに基づきデフォルトの自動ス

テアリングを指定します。co-flagが 00
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目的コマンドまたはアクション

もしくはデフォルトに設定されている

場合、リクエストされたカラーとエン

ドポイントを持つポリシーのバインド

SIDがルーティングに使用されます。

co-flag 01を選択し、カラーにのみ基づ
いてトラフィックを誘導します。co-flag
が01に設定され、リクエストされたカ
ラーとエンドポイントを持つポリシー

が存在する場合、ポリシーのバインド

SIDがルーティングに使用されます。
ポリシーが存在しないが、同じカラー

を持つ nullエンドポイントポリシーが
存在する場合、nullエンドポイントポ
リシーのバインド SIDがルーティング
に使用されます。

ルートマップ設定モードを終了します。exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp autonomous-system-number

例：

ステップ 5

番号は16ビット整数または32ビット整switch(config)# router bgp1
switch(config-router)# 数にできます。上位16ビット10進数と

下位 16ビット 10進数による xx.xxとい
う形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエン

neighbor ip-address

例：

ステップ 6

トリを追加します。ip-address引数には、switch(config-router)# neighbor
209.165.201.1
switch(config-router-neighbor)#

ドット付き 10進表記でネイバーの IPア
ドレスを指定します。

IPv4アドレスファミリタイプのルータ
のアドレスファミリ構成モードを開始し

ます。

address-family ipv4 unicast

例：

switch(config-router-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

ステップ 7
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目的コマンドまたはアクション

構成された BGPポリシーを受信ルート
に適用します。

route-map map-name in

例：

ステップ 8

マップ-名には最大63文字の英数字を使
用できます。大文字と小文字は区別され

ます。

switch(config-router-neighbor-af)#
route-map ABC in
switch(config-router-neighbor-af)#

出力ノードでのネットワーク/再配布コマンドの拡張コミュニティカラー構成

プレフィックスが出力ノードによって通知されるときに、出力ノードで network/redistributeコ
マンドの拡張コミュニティカラーを構成するには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

route-map map-name

例：

ステップ 2

マップコンフィギュレーションモード

を開始します。
switch(config)# route-map ABC
switch(config-route-map)

カラー拡張コミュニティの BGP外部コ
ミュニティ属性を設定します。

set extcommunity color color-num [co-flag
co-flag]

例：

ステップ 3

co-flag：カラー専用フラグを使用して、
正確なカラーとエンドポイントのポリswitch(config-route-map)# set

extcommunity color 20 [co-flag 00]
switch(config-route-map)# シーが見つからない場合に、カラーのみ

に基づいてトラフィックをSRポリシー
に誘導できるかどうかを制御します。デ

フォルトは 00です。

（注）

co-flag 00を選択して、カラーとネクス
トホップに基づきデフォルトの自動ス

テアリングを指定します。co-flagが 00
もしくはデフォルトに設定されている

場合、リクエストされたカラーとエン

ドポイントを持つポリシーのバインド

SIDがルーティングに使用されます。
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目的コマンドまたはアクション

co-flag 01を選択し、カラーにのみ基づ
いてトラフィックを誘導します。co-flag
が01に設定され、リクエストされたカ
ラーとエンドポイントを持つポリシー

が存在する場合、ポリシーのバインド

SIDがルーティングに使用されます。
ポリシーが存在しないが、同じカラー

を持つ nullエンドポイントポリシーが
存在する場合、nullエンドポイントポ
リシーのバインド SIDがルーティング
に使用されます。

ルートマップ設定モードを終了します。exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp autonomous-system-number

例：

ステップ 5

番号は16ビット整数または32ビット整switch(config)# router bgp1
switch(config-router)# 数にできます。上位16ビット10進数と

下位 16ビット 10進数による xx.xxとい
う形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

VRFインスタンスの IPv4アドレスファ
ミリを指定し、アドレスファミリ構成

モードを開始します。

address-family ipv4 unicast

例：

switch(config-router)# address-family
ipv4 unicast
switch(config-router-af)#

ステップ 6

スタティックルートを BGPに再配布し
ます。マップ-名には最大63文字の英数

redistribute static route-map map-name
out

例：

ステップ 7

字を使用できます。大文字と小文字は区

別されます。switch(config-router-af)# redistribute
static route-map ABC
switch(config-router-af)#

ネットワークを、この自律システムに対

してローカルに設定し、BGPルーティ
ングテーブルに追加します。

network ip-prefix [route-map map-name]

例：

switch(config-router-af)# network
1.1.1.1/32 route-map ABC
switch(config-router-af-network)#

ステップ 8
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出力ノードで Default-Originateの拡張コミュニティカラーの構成

デフォルトのプレフィックスが出力ノードによって通知されたときに、出力ノードで

default-originateの拡張コミュニティカラー構成するには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルートマップを作成するか、または既

存のルートマップに対応するルート

route-map map-name

例：

ステップ 2

マップコンフィギュレーションモード

を開始します。
switch(config)# route-map ABC
switch(config-route-map)

マップ-名には最大63文字の英数字を使
用できます。大文字と小文字は区別され

ます。

カラー拡張コミュニティの BGP外部コ
ミュニティ属性を設定します。

set extcommunity color color-num [co-flag
co-flag]

例：

ステップ 3

co-flag：カラー専用フラグを使用して、
正確なカラーとエンドポイントのポリswitch(config-route-map)# set

extcommunity color 20 [co-flag 00]
シーが見つからない場合に、カラーのみ

に基づいてトラフィックをSRポリシー
に誘導できるかどうかを制御します。デ

フォルトは 00です。

（注）

co-flag 00を選択して、カラーとネクス
トホップに基づきデフォルトの自動ス

テアリングを指定します。co-flagが 00
もしくはデフォルトに設定されている

場合、リクエストされたカラーとエン

ドポイントを持つポリシーのバインド

SIDがルーティングに使用されます。

co-flag 01を選択し、カラーにのみ基づ
いてトラフィックを誘導します。co-flag
が01に設定され、リクエストされたカ
ラーとエンドポイントを持つポリシー

が存在する場合、ポリシーのバインド

SIDがルーティングに使用されます。
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目的コマンドまたはアクション

ポリシーが存在しないが、同じカラー

を持つ nullエンドポイントポリシーが
存在する場合、nullエンドポイントポ
リシーのバインド SIDがルーティング
に使用されます。

ルートマップ設定モードを終了します。exit

例：

ステップ 4

switch(config-route-map)# exit
switch(config)#

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp autonomous-system-number

例：

ステップ 5

番号は16ビット整数または32ビット整switch(config)# router bgp1
switch(config-router)# 数にできます。上位16ビット10進数と

下位 16ビット 10進数による xx.xxとい
う形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

BGPネイバーテーブルまたはマルチプ
ロトコル BGPネイバーテーブルにエン

neighbor ip-address

例：

ステップ 6

トリを追加します。ip-address引数には、switch(config-router)# neighbor
209.165.201.1
switch(config-router-neighbor)#

ドット付き 10進表記でネイバーの IPア
ドレスを指定します。

IPv4アドレスファミリタイプのルータ
のアドレスファミリ構成モードを開始し

ます。

address-family ipv4 unicast

例：

switch(config-router-neighbor)#
address-family ipv4 unicast
switch(config-router-neighbor-af)#

ステップ 7

BGPピアへのデフォルトルートを作成
します。

default-originate [ route-map map-name ]

例：

ステップ 8

マップ-名には最大63文字の英数字を使
用できます。大文字と小文字は区別され

ます。

switch(config-router-neighbor-af)#
default-originate route-map ABC
switch(config-router-neighbor-af)#

入力ピアの BGPの構成（SRTEヘッドエンド）
入力ピア（SRTEヘッドエンド）の BGPを構成するには、次の手順を実行します。

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
320

セグメントルーティング

入力ピアの BGPの構成（SRTEヘッドエンド）



手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

BGPを有効にします。[no] feature bgp

例：

ステップ 2

このnoコマンド形式を使用して、この
機能を無効にします。switch(config)# feature bgp

switch(config)

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp
autonomous-system-number

例：

ステップ 3

番号は 16ビット整数または 32ビット
整数にできます。上位 16ビット 10進switch(config)# router bgp 64496

switch(config-router)# 数と下位 16ビット 10進数による xx.xx
という形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

IPv4アドレスファミリに対応するグ
ローバルアドレスファミリコンフィ

ギュレーションモードを開始します。

address-family ipv4 unicast

例：

switch(config-router)# address-family
ipv4 unicast
switch(config-router-af)#

ステップ 4

リモート BGPピアの IPv4アドレスを
設定します。ip-addressの形式は x.x.x.x
です。

neighbor ip-address

例：

switch(config-router-af)# neighbor
209.165.201.1
switch(config-router-af-neighbor)#

ステップ 5

リモート BGPピアの AS番号を設定し
ます。

remote-as as-number

例：

ステップ 6

switch(config-router-af-neighbor)#
remote-as 64497

BGPセッションの送信元を指定し、更
新します。

update-source interface number

例：

ステップ 7

switch(config-router-af-neighbor)#
update-source loopback 300
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目的コマンドまたはアクション

eBGPマルチホップの eBGPTTLを設定
します。有効な範囲は 2～ 255です。

ebgp-multihop ttl-value

例：

ステップ 8

このコマンドの使用後、BGPセッショswitch(config-router-af-neighbor)#
ebgp-multihop 5 ンを手動でリセットする必要がありま

す。

ネイバーコンフィギュレーションモー

ドを終了します。

exit

例：

ステップ 9

switch(config-router-af-neighbor)#
exit

IPv4アドレスファミリに対応するグ
ローバルアドレスファミリコンフィ

ギュレーションモードを開始します。

address-family ipv4 unicast

例：

switch(config-router)# address-family
ipv4 unicast
switch(config-router-af)#

ステップ 10

SRTE入力ピアのルートマップを指定
します。

route-map map-name in

例：

ステップ 11

マップ-名には最大 63文字の英数字を
使用できます。大文字と小文字は区別

されます。

switch(config-router-af)# route-map
color 401 in

（注）

NLRIに適用できる拡張コミュニティ
カラーは 1つのみなので、適用された
ルートポリシー/ルートマップは、以
前の拡張コミュニティカラーが存在す

る場合は上書きします。

入力ピアの BGP構成（SRTEエンドポイント）
出力ピア（SRTEエンドポイント）の BGPを構成するには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#
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目的コマンドまたはアクション

BGPを有効にします。[no] feature bgp

例：

ステップ 2

このnoコマンド形式を使用して、この
機能を無効にします。switch(config)# feature bgp

switch(config)

BGPを有効にして、ローカル BGPス
ピーカに AS番号を割り当てます。AS

[no] router bgp
autonomous-system-number

例：

ステップ 3

番号は 16ビット整数または 32ビット
整数にできます。上位 16ビット 10進switch(config)# router bgp 64496

switch(config-router)# 数と下位 16ビット 10進数による xx.xx
という形式です。

BGPプロセスおよび関連する設定を削
除するには、このコマンドで noオプ
ションを使用します。

リモート BGPピアの IPv4アドレスを
設定します。ip-addressの形式は x.x.x.x
です。

neighbor ip-address

例：

switch(config-router)# neighbor
209.165.201.1
switch(config-router-neighbor)#

ステップ 4

リモート BGPピアの AS番号を設定し
ます。

remote-as as-number

例：

ステップ 5

switch(config-router-neighbor)#
remote-as 64497

BGPセッションの送信元を指定し、更
新します。

update-source interface-number

例：

ステップ 6

switch(config-router-neighbor)#
update-source loopback 300

eBGPマルチホップの eBGPTTLを設定
します。有効な範囲は 2～ 255です。

ebgp-multihop ttl-value

例：

ステップ 7

このコマンドの使用後、BGPセッショswitch(config-router-neighbor)#
ebgp-multihop 5 ンを手動でリセットする必要がありま

す。

ネイバーコンフィギュレーションモー

ドを終了します。

exit

例：

ステップ 8

switch(config-router-af-neighbor)#
exit
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目的コマンドまたはアクション

IPv4アドレスファミリに対応するグ
ローバルアドレスファミリコンフィ

ギュレーションモードを開始します。

address-family ipv4 unicast

例：

switch(config-router)# address-family
ipv4 unicast
switch(config-router-af)#

ステップ 9

BGPコミュニティ属性をBGPネイバー
に送信する必要があることを指定しま

す。

send-community

例：

switch(config-router-af)#
send-community
switch(config-router-af)#

ステップ 10

拡張コミュニティ属性がBGPネイバー
に送信されるように指定します。

send-community extended

例：

ステップ 11

switch(config-router-
af)#send-community extended
switch(config-router-af)#

SRTE出力ピアのルートマップを指定
します。

route-map map-name out

例：

ステップ 12

マップ-名には最大 63文字の英数字を
使用できます。大文字と小文字は区別

されます。

switch(config-router-af)# route-map
color 301 out
switch(config-router-af)#

（注）

NLRIに適用できる拡張コミュニティ
カラーは 1つのみなので、適用された
ルートポリシー/ルートマップは、以
前の拡張コミュニティカラーが存在す

る場合は上書きします。

入力ピア用 SRTEの構成
入力ピア（SRTEヘッドエンド）の SRTEを構成するには、次の手順を実行します。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#
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目的コマンドまたはアクション

MPLS SRTEを有効にします。[no] feature mpls segment-routing
traffic-engineering

ステップ 2

このnoコマンド形式を使用して、この
機能を無効にします。例：

switch(config)# feature mpls
segment-routing traffic-engineering
switch(config)

セグメントルーティング構成モードを

開始します。

segment-routing

例：

ステップ 3

switch(config)#segment-routing
switch(config-sr)#

トラフィックエンジニアリングモード

に入ります。

traffic-engineering

例：

ステップ 4

switch(config-sr)# traffic-engineering
switch(config-sr-te)#

明示的なセグメントリストを構成しま

す。

segment-list name path

例：

ステップ 5

switch(config-sr-te)# segment-list
name path
switch(config-sr-te-exp-seg-list)#

セグメントリストにMPLSラベルを作
成します。

index 1 mpls label label-ID

例：

ステップ 6

switch(config-sr-te-exp-seg-list)#
index 1 mpls label 16601
switch(config-sr-te-exp-seg-list)#

セグメントリストにMPLSラベルを作
成します。

index 2 mpls label label-ID

例：

ステップ 7

switch(config-sr-te-exp-seg-list)#
index 2 mpls label 16501
switch(config-sr-te-exp-seg-list)#

SRTEポリシー名を指定します。policy policy-name-bgp

例：

ステップ 8

switch(config-sr-te-exp-seg-list)#
policy dci1-edge1-bgp
switch(config-sr-te-exp-seg-list)#

ポリシーのカラーとエンドポイントを

指定します（SRTE出力ノードループ
バック）。

color color-num endpoint endpoint ID

例：

switch(config-sr-te)# color 13401
endpoint 1.0.3.1

ステップ 9
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目的コマンドまたはアクション

SRTEカラーポリシーの候補パスを指
定します。

candidate-paths

例：

ステップ 10

switch(config-sr-te-color)#
candidate-paths

候補パスの優先順位を指定します。preference preference-number

例：

ステップ 11

switch(cfg-cndpath)# preference 100

明示セグメントリストを指定します。explicit segment-list path

例：

ステップ 12

switch(cfg-pref)# explicit
segment-list path

デフォルト VRF経由の SRTE構成例
次の例は、デフォルトの VRF構成を介した SRTEを示しています。

構成例：ネクストホップ変更なし
route-map ABC
set ip next-hop unchanged

router bgp 1
neighbor 1.2.3.4
address-family ipv4 unicast

route-map ABC out

構成例：拡張コミュニティカラー

このセクションには、拡張コミュニティカラーの次の構成例が含まれます。

構成例：出力ノード

ip prefix-list pfx1 seq 5 permit 7.7.7.7/32
ip prefix-list pfx2 seq 5 permit 5.0.0.0/24
route-map ABC
match ip address prefix-list pfx1 pfx2
set extcommunity color 20

router bgp 1
neighbor 1.2.3.4
address-family ipv4 unicast

route-map ABC out
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入力ノードの構成例

ip prefix-list pfx1 seq 5 permit 7.7.7.7/32
ip prefix-list pfx2 seq 5 permit 5.0.0.0/24
route-map ABC
match ip address prefix-list pfx1 pfx2
set extcommunity color 20

router bgp 1
neighbor 1.2.3.4
address-family ipv4 unicast

route-map ABC in

出力ノードでネットワーク/再配布コマンドの構成例
route-map ABC
set extcommunity color 20

router bgp 1
address-family ipv4 unicast
redistribute static route-map ABC
network 1.1.1.1/32 route-map ABC

構成例：出力ノードでデフォルトの生成をする場合

route-map ABC
set extcommunity color 20

router bgp 1
neighbor 1.2.3.4

address-family ipv4 unicast
default-originate route-map ABC

構成例：入力ピアの BGP（SRTEヘッドエンド）
DCI-1(config)# show running-config bgp
feature bgp
router bgp 100
address-family ipv4 unicast
neighbor 1.0.3.1
remote-as 101
update-source loopback0
ebgp-multihop 255
address-family ipv4 unicast

route-map color-3401 in

構成例：出力ピアの BGP（SRTEエンドポイント）
この例は、SRTE明示パスエンドポイントの置換構成を示しています。
Edge-1(config)# show running-config bgp
feature bgp
router bgp 101
neighbor 1.0.1.1

remote-as 100
update-source loopback0
ebgp-multihop 255
address-family ipv4 unicast
send-community

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
327

セグメントルーティング

入力ノードの構成例



send-community extended
route-map color-3401 out

構成例：SRTEの入力ピア（SRTEヘッドエンド）
DCI-1# show running-config srte
feature mpls segment-routing traffic-engineering
segment-routing
traffic-engineering
segment-list name dci1-edge1
index 1 mpls label 16601
index 2 mpls label 16501

policy dci1-edge1-bgp
color 13401 endpoint 1.0.3.1
candidate-paths
preference 30
explicit segment-list dci1-edge1

デフォルト VRFを介した SRTE構成の確認
デフォルトの VRF構成を介した SRTEに関する適切な詳細を表示するには、次のいずれかの
タスクを実行します。

表 15 :デフォルト VRF構成を介した SRTEの確認

目的コマンド

入力ピアまたは SRTEヘッドエンドに関する
情報を表示します。

show running-config bgp

出力ピアまたは SRTEエンドポイントに関す
る情報を表示します。

show running-config bgp

入力ピアの SRTEポリシーに関する情報を表
示します。

show running-config srte

その他の参考資料

関連資料

マニュアルタイトル関連項目

Cisco Nexus 9000シリーズユニキャストルー

ティング設定ガイド

BGP
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第 26 章

MPLSセグメントルーティング OAMの設
定

この章では、マルチプロトコルラベルスイッチング（MPLS）セグメントルーティングOAM
機能について説明します。

• MPLSセグメントルーティング OAMについて（329ページ）
• MPLS SR OAMに関する注意事項と制限事項（331ページ）
• Nil FECのMPLS pingとトレースルート（332ページ）
• BGPおよび IGPプレフィックスSID用のMPLSpingおよびトレースルート（333ページ）
•セグメントルーティング OAMの確認（333ページ）
• Pingおよびトレースルート CLIコマンドの使用例（335ページ）

MPLSセグメントルーティング OAMについて
MPLSセグメントルーティング（SR）は、Cisco Nexus 9000シリーズスイッチに展開されてい
ます。MPLSセグメントルーティング（SR）の展開に伴い、セグメントルーティングネット
ワークの設定ミスや障害を解決するために、いくつかの診断ツールが必要になります。セグメ

ントルーティング保守運用管理（OAM）は、ネットワークの障害検出とトラブルシューティ
ングに役立ちます。これを使用することで、サービスプロバイダーはラベルスイッチドパス

（LSP）をモニタしてフォワーディングの問題を迅速に特定できます。

MPLS SR OAMは、診断目的で 2つの主要な機能を提供します。

1. MPLS ping

2. MPLS Traceroute

セグメントルーティング OAM機能は、次の FECタイプをサポートします。

• SR-IGP IS-IS IPv4プレフィックスへの pingおよびトレースルート。これにより、IS-IS SR
アンダーレイで配布されるプレフィックス SIDの検証が可能になります。

• BGP IPv4プレフィックスへの pingおよびトレースルート。これにより、BGPSRアンダー
レイで配布されるプレフィックス SIDの検証が可能になります。
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•汎用 IPv4プレフィックスへの pingおよびトレースルート。これにより、配布を実行した
プロトコルに依存しない SRアンダーレイで配布されたプレフィックス SIDの検証が可能
になります。検証は、ユニキャストルーティング情報ベース（URIB）とユニキャストラ
ベル情報ベース（ULIB）をチェックすることによって実行されます。

• Nil FECプレフィックスへの pingおよびトレースルート。これにより、pingまたはトレー
スルートが通過するパスをより詳細に制御して、MPLS SRプレフィックスに対応する部
分に限ったデータプレーンのみの検証が可能になります。パスは、SR-TEポリシー名また
は SR-TEポリシーのカラーとエンドポイントを使用して指定できます。

Cisco Nexus 9000シリーズスイッチでMPLS OAMを有効にするには、feature mpls oam CLIコ
マンドを使用します。Cisco Nexus 9000シリーズスイッチでMPLS OAMを無効にするには、
no feature mpls oam CLIコマンドを使用します。

セグメントルーティング Ping
IP pingが IPホストへの接続を検証するのと同様に、MPLS pingは、MPLSラベルスイッチド
パス (LSP)に沿った単方向の連続性を検証するために使用されます。検証される LSPを表す
FECを提供することにより、MPLS pingは次のことを実行します。

• FECのエコー要求が LSPのエンドポイントに到達することを確認します。Nil FECを除
き、他のすべての FECタイプについては、エンドポイントがその FECの正しい出力先で
あることを確認します。

•低密度ラウンドトリップ時間を測定します。

•低密度ラウンドトリップ遅延を測定します。

MPLSLSP ping機能を使用して、LSPに沿った入力ラベルスイッチルータ（LSR）と出力LSR
間の接続を確認します。MPLS LSP pingは、Internet Control Message Protocol（ICMP）のエコー
要求メッセージと応答メッセージと同様に、LSPの検証にMPLSエコーの要求メッセージと応
答メッセージを使用します。MPLSエコー要求パケットの宛先 IPアドレスは、ラベルスタッ
クの選択に使用されるアドレスとは異なります。宛先 IPアドレスは 127.x.y.z/8アドレスとし
て定義され、LSPが壊れている場合は IPパケットがそれ自体の宛先へ IPを切り替えないよう
にします。

セグメントルーティング Traceroute
MPLS tracerouteは、LSPの各ホップでフォワーディングプレーンおよびコントロールプレー
ンを検証して、障害を切り分けます。tracerouteは、TTL1から始まり単調増加する存続可能時
間（TTL）でMPLSエコー要求を送信します。TTLの有効期限が過ぎると、中継ノードはソフ
トウェアで要求を処理し、ターゲット FECと目的の中継ノードへの LSPがあるかどうかを確
認します。中継ノードは、検証が成功した場合、ネクストホップに到達するための上記の検証

とラベルスタックの結果を指定するリターンコードと、宛先に向かうネクストホップの IDを
含むエコー応答を送信します。発信元は、TTL + 1を含む次のエコー要求をビルドするために
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エコー応答を処理します。宛先が FECに対する出力であると応答するまで、プロセスが繰り
返されます。

MPLS LSPのトレースルート機能を使用して、LSPの障害ポイントを隔離します。これはホッ
プバイホップエラーのローカリゼーションとパストレースに使用されます。MPLSLSPtraceroute
機能は、エコー要求を伝送するパケットの存続可能時間（TTL）値の期限切れに依存します。
MPLSエコー要求メッセージが中継ノードを見つけるとTTL値をチェックし、期限が切れてい
る場合はコントロールプレーンにパケットが渡されます。それ以外の場合は、メッセージが転

送されます。エコーメッセージがコントロールプレーンに渡されると、要求メッセージの内

容に基づいて応答メッセージが生成されます。

MPLS SR OAMに関する注意事項と制限事項
MPLS OAM Nil FECに関する注意事項と制限事項は次のとおりです。

• MPLS OAMNil FECは、Nexus 9300-FXプラットフォームスイッチでサポートされていま
す。

• MPLSOAMNil FECは、-Rラインカード搭載のCiscoNexus 9500プラットフォームスイッ
チではサポートされていません。

• Cisco NX-OSリリース 9.3(1)でサポートされるすべての新しい FECタイプでは、1つのラ
ベルスタックのみがサポートされます。FECスタック変更 TLVサポートおよび関連する
検証はサポートされていません。この制限は、Nil FECには適用されません。

• Cisco NX-OSリリース 9.3(1)では、RFC 8287で記述されている SR-IGPの「任意の」プレ
フィックスタイプおよび隣接関係 SIDはサポートされていません。

• OSPF pingとトレースルートは、Cisco NX-OSリリース 9.3(1)ではサポートされていませ
ん。

• Cisco NX-OSリリース 9.3(3)以降、MPLS OAM Nil FECは Cisco Nexus 9300-GXプラット
フォームスイッチでサポートされます。

• ping mpls nil-fecコマンドおよび traceroute mpls nil-fecコマンドには、最大 4つのラベル
を指定できます。この値は、プラットフォームを照会することによって適用されるもの

で、現在、Cisco Nexus 9000シリーズスイッチはラベルスタックを 5に制限しています。
これは、Nil FECエコーリクエストの場合、内部的に余分な明示的ヌルが追加されるた
め、指定できるラベルが最大 4つであることを意味します。

• pingおよびトレースルートコマンドで指定されるネクストホップは、発信元で接続され
たネクストホップでなければならず、再帰的ネクストホップであってはなりません。

•ツリートレースはサポートされていません。

• NIl FECは、意図されたターゲットを特定するための情報を一切保持しません。パケット
は正しくないノードで誤転送されることがありますが、非ヌルラベルをポップした後にパ

ケットがノードに到達した場合、検証が成功を返す可能性があります。
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• Nil FECは、情報を転送するだけで動作します。定義上、コントロールプレーンと転送プ
レーン間の不整合を検出することはできません。

• Nil FEC pingおよびトレースルートは、デアグリゲータ（VRFごと）ラベルではサポート
されていません。これには、BGP EVPNレイヤー 3のデアグリゲータラベルが含まれま
す。

• Broadcomチップセットを使用する Cisco Nexus 9000シリーズスイッチでは、ソフトウェ
アがクエリを送信して、パケットがどの ECMPを使用するかを判断できるようにするサ
ポートはありません。このことは、次の例に示すように、これらのスイッチの1つを通過
するMPLSトレースルートでは、複数の ECMPがある場合、次のホップでエラーが表示
される可能性があることを意味します。

D 2 6.0.0.2 MRU 1496 [Labels: 2003/explicit-null Exp: 0/0] 4 ms

• OAMを使用して BGP EPE LSPをテストする場合（たとえば、ping/トレースルートラベ
ルスタックの最後のラベルが EPEラベルである場合）、OAMは、最終ルータで OAMが
有効になっていて、着信インターフェイスでMPLSが有効になっている場合にのみ、成功
を返します。

たとえば、A---B---Cのようにセットアップされていて、AとBが SRネットワーク内にあ
り、Bが PEのように動作し、CがCEのように動作する場合、BはCをBGP EPEピア（B
で出力エンジニアリングを使用）として設定します。この場合、Cは着信インターフェイ
スで OAMおよびMPLS転送を有効にする必要があります。

Nil FECのMPLS pingとトレースルート
Nil-FEC LSP pingおよびトレースルートの操作は、通常のMPLS pingおよびトレースルートの
拡張機能です。Nil FEC LSP pingおよびトレースルート機能は、セグメントルーティングと
MPLSスタティックをサポートしています。また、他のすべてのLSPタイプに対する追加の診
断ツールとしても機能します。

他の FECタイプとは異なり、Nil FECはコントロールプレーンの検証を提供しません。FEC
pingまたはトレースルートプローブは、MPLS OAM機能が有効になっているすべてのスイッ
チに到達できます。

この機能は、オペレータに以下を指定することを許可することで、オペレータがラベルスタッ

クを自由にテストできるようにします。

•ラベルスタック

• Outgoing interface

•ネクストホップアドレス

セグメントルーティングの場合、ルーティングパスに沿った各セグメントノードラベルおよ

び隣接関係ラベルは、イニシエータのラベルスイッチルータ（LSR）からのエコー要求メッ
セージのラベルスタックに入れられます。MPLSデータプレーンは、このパケットをラベル
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スタックターゲットに転送し、ラベルスタックターゲットはエコーメッセージを送り返しま

す。

[ping|traceroute] mpls nil-fec labels comma-separated-labels [output {interface tx-interface} [nexthop
nexthop-ip-addr]] CLIコマンドを使用して、pingまたはトレースルートを実行します。

SR-TEポリシー名またはカラーとエンドポイントを設定した場合は、次のCLIコマンドを使用
して pingまたはトレースルートを実行し、既存の SR-TEポリシー情報を使用できます。

[ping|traceroute] mpls nil-fec [policy name name] [endpoint nexthop-ip-addr] [on-demand color
color-num ] CLIコマンドで、pingまたはトレースルートを実行します。

BGPおよび IGPプレフィックス SID用のMPLS pingおよ
びトレースルート

プレフィックス SID用のMPLS pingおよびトレースルートの操作は、次のような BGPおよび
IGPシナリオでサポートされています。

• IS-ISレベル内

• IS-ISレベル間

• BGP SRアンダーレイ

これらの FECタイプは、追加のコントロールプレーンチェックを実行して、パケットが誤っ
てルーティングされないようにします。この検証により、pingされた FECタイプがスイッチ
に接続され、他のノードに配布されることが保証されます。Nil FECはこの検証を提供しませ
ん。

MPLSエコー要求パケットは、ターゲット FECスタックサブ TLVを伝送します。ターゲット
FECサブ TLVは、レスポンダによって FEC検証のために使用されます。IGP/BGP IPv4プレ
フィックスサブ TLVがターゲット FECスタックサブ TLVに追加されました。IGP/BGP IPv4
プレフィックスサブ TLVには、プレフィックス SID、プレフィックス長、およびプロトコル
（IS-IS）が含まれています。

トレースルートを実行するには、ping|traceroute sr-mpls A.B.C.D/LEN fec-type [bgp | igp {isis} |
generic] CLIコマンドを使用します。

セグメントルーティング OAMの確認
このセクションでは、セグメントルーティングOAM機能を確認するために使用できるCLIコ
マンドについて説明します。

•セグメントルーティング OAM IS-ISの確認（334ページ）
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セグメントルーティング OAM IS-ISの確認
次の pingコマンドは、基盤となるネットワークが IS-ISの場合の SROAMを表示するために使
用されます。

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis

Sending 5, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
!!!!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 2/2/3 ms
Total Time Elapsed 18 ms

switch# traceroute sr-mpls 11.1.1.3/32 fec-type igp isis

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
0 172.18.1.2 MRU 1500 [Labels: 16103 Exp: 0]

L 1 172.18.1.1 MRU 1504 [Labels: implicit-null Exp: 0] 4 ms
! 2 172.18.1.10 3 ms

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis verbose

Sending 5, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3

Success rate is 100 percent (5/5), round-trip min/avg/max = 2/2/3 ms
Total Time Elapsed 17 ms

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis destination 127.0.0.1 127.0.0.2 repeat
1 verbose
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Sending 1, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
Destination address 127.0.0.1
! size 100, reply addr 172.18.1.10, return code 3

Destination address 127.0.0.2
! size 100, reply addr 172.18.1.22, return code 3

Success rate is 100 percent (2/2), round-trip min/avg/max = 3/3/3 ms
Total Time Elapsed 8 ms

Pingおよびトレースルート CLIコマンドの使用例

IGPまたは BGP SR pingおよびトレースルートの例

CLIを使用して、明示的な発信情報で Pingを実行する

fec CLIコマンドを使用して IS-IS SR pingを実行し、fec CLIコマンドを使用して BGP pingを実
行します。 ping sr-mpls fec-type igp isis ping sr-mpls fec-type bgp

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis

Sending 5, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
!!!!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 2/2/3 ms
Total Time Elapsed 18 ms

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis verbose

Sending 5, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
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'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3

Success rate is 100 percent (5/5), round-trip min/avg/max = 2/2/3 ms
Total Time Elapsed 17 ms

Nil FEC pingおよびトレースルートの例

CLIを使用して、明示的な発信情報で Pingを実行する

pingを実行するには、ping sr-mpls nil-fec labels comma-separated-labels [output {interface
tx-interface} [nexthop nexthop-ip-addr]] CLIコマンドを使用します。

たとえば、次のコマンドは、ラベルスタック内の最も外側の 2つのラベル（2001と 2000）を
持つMPLSパケットを、ネクストホップ IPアドレスが 4.0.0.2のインターフェイスイーサネッ
ト 1/1から送信します。
switch# ping mpls nil-fec labels 2001,2000 output interface e1/1 nexthop 4.0.0.2

ネクストホップは接続されたネクストホップであることが必須です。再帰的には解決されませ

ん。

上記の CLI形式は簡易版です。[output {interface tx-interface} [nexthop nexthop-ip-addr]]は、
VSHサーバー内に存在することが必須です。例：
switch# ping mpls nil-fec labels 1,2 ?
output Output options
switch# ping mpls nil-fec labels1,2
^
% Invalid command at '^' marker.

CLIを使用して SRTEポリシーからの発信情報で pingを実行する

次の CLIコマンドを使用して、pingを実行します。
switch# ping mpls nil-fec policy name policy1
switch# ping mpls nil-fec policy endpoint 2.0.0.1 color 16

CLIを使用した明示的な発信情報でのトレースルートの実行

次の CLIコマンドを使用して、トレースルートを実行します。
switch# ping mpls nil-fec labels 2001,2000 output interface e1/1 nexthop 4.0.0.2

CLIを使用して SRTEポリシーからの発信情報で tracerouteを実行する

次の CLIコマンドを使用して、トレースルートを実行します。
switch# traceroute mpls nil-fec policy name policy1
switch# traceroute mpls nil-fec policy endpoint 2.0.0.1 color 16
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統計情報の表示

次のコマンドを使用して、ローカルMPLS OAMサービスによって送信されたエコー要求に関
する統計情報を表示します。

show mpls oam echo statistics
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第 27 章

MPLS SRから VxLANへのハンドオフ

• MPLSセグメントルーティングから VxLANへのハンドオフ（339ページ）

MPLSセグメントルーティングから VxLANへのハンドオ
フ

MPLS SRからVxLANへのハンドオフは、データセンターおよびWANエッジアーキテクチャ
でMPLSセグメントルーティング（SR）ドメインと VxLANオーバーレイとの間でシームレ
スなルーティングと転送を可能にします。

• MPLSSR（WAN/コア）およびVxLANEVPN（データセンター）ドメインをインターコネ
クトします。

• VRFごとのラベル割り当てを使用して L3VPNセグメンテーションを維持します。

•ネクストホップ解決、ラベル/VNIマッピング、QoSマーキングを含む、コントロールプ
レーンとデータプレーンの変換を処理します。

MPLS SRからVxLANへのハンドオフは、MPLSセグメントルーティングコアとVxLANベー
スのオーバーレイネットワーク間でルーティングされたトラフィックの移行を可能にする、

ボーダーリーフまたはスパインデバイスのゲートウェイ機能です。

MPLSセグメントルーティングから VxLANへのハンドオフの仕組み
ハンドオフは、コアMPLS SRネットワークと VxLANベースのデータセンターファブリック
間の通信が可能にします。通常はボーダーリーフまたはスパイン（DCIノード）の間です。こ
れは、マルチドメイン接続、データセンターの拡張、および移行のシナリオに不可欠です。

• DCIノードはゲートウェイとして機能し、MPLS SRとVxLANオーバーレイ間のプロトコ
ル変換およびカプセル化/カプセル化解除を実行します。
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process_summary

このプロセスでは、MPLSセグメントルーティング（SR）ネットワークとデータセンターイ
ンターコネクト（DCI）ノードでの VxLANオーバーレイとの間でトラフィックがどのように
ハンドオフされるかについて説明します。これにより、MPLSドメインと VxLANドメイン間
のシームレスな L3VPN接続が可能になります。

このプロセスの主要なコンポーネントは次のとおりです。

• DCIノード（ボーダーリーフ/ボーダースパイン）：MPLS SRと VxLANオーバーレイ間
のハンドオフおよびカプセル化機能を実行します。

• MPLS SRコア：セグメントルーティングを使用した L3VPN接続を提供します。

• VxLANEVPNファブリック：VxLANオーバーレイを使用してToRおよびその他のリーフ
スイッチを接続します。

process_workflow

1. ルートおよびラベルアドバタイズメント

• DCIノードは、MPLS SRドメインと VxLAN EVPNドメインの両方から BGPルート
アップデートを受信します。これには、VPNラベルとネクストホップ情報が含まれま
す。

• BGPコントロールプレーンの交換により、ルートターゲットを使用してドメイン間
でルートの適切なインポート/エクスポートが保証されます。

結合できるフィール

ド

次の操作結合できるフィール

ド

属性...

ルートは両方のドメ

インから到達可能で

す

DCIが VPNラベルを
再発信し、MPLSSRコ
アにアドバタイズしま

す

DCIノードが EVPN
ルートをインポート

します

新しいホストが

VxLANドメインでオ
ンラインになりま

す。

DCIノードは、VRFごとに適切なラベル割り当てで、BGPを使用して両方のドメイン間で
コントロールプレーンの状態を同期します。

その結果、MPLS SRドメインとVxLANドメインの両方がハンドオフ境界を越えてルート
を学習し、使用できるようになります。

2. データプレーンハンドオフ（パケット転送）

• MPLS SRコアから到着するパケットは、DCIノードにより、VxLANに入るときにカ
プセル化解除され、再カプセル化されます（またはその逆）。

• QoS、TTL、および ECNフィールドは、プラットフォーム固有のルール（均一モード
またはパイプモードなど）に従って、MPLSと VxLANヘッダーの間にマッピングさ
れます。
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結合できるフィールド次の操作結合できるフィー

ルド

属性...

パケットが VxLAN
ファブリックに転送さ

れ、接続先ホストに送

られます。

DCIがMPLSヘッダーを
削除し、正しい VNIで
VxLANカプセル化を適
用します。

DCIノードは、VRF
と接続先を照合し

ます。

パケットがVPNラ
ベルを持つMPLS
SRコアに到着しま
す。

パケットがリモートPE
に向けてMPLS SRコ
アに転送されます。

DCIはVxLANヘッダー
を削除し、正しいラベル

スタックでMPLS SRカ
プセル化を適用します。

DCIノードで VNI
を VRFおよび接続
先と照合します。

パケットが VNIで
VxLANドメインか
ら到着します。

DCIノードは、プラットフォーム固有のQoSと統計処理を適用して、ドメイン間のパケッ
トの正しい変換と転送を保証します。

その結果、MPLSSRとVxLANドメイン間のエンドツーエンドのトラフィックフローが提
供されます。VxLANオーバーレイが使用できない場合には、アンダーレイへのフォール
バックによってレジリエンシが提供されます。

3. 復元力とフォールバック処理

• VxLANNVEインターフェイスがダウンした場合、DCIノードは自動的にMPLS SRア
ンダーレイを使用してネクストホップ解決にフォールバックし、到達可能性を維持し

ます。

結合できるフィールド次の操作結合できるフィー

ルド

属性...

オーバーレイが復元される

まで、トラフィックはバッ

クアップMPLS SRパスを
使用して流れ続ける

ネクストホップは

MPLS SRアンダーレ
イルートを介して解

決される

VxLANオーバーレ
イを使用できない

NVE1（VxLAN）
が DCIノードで
ダウンしている

このステージでは、デュアルドメインルーティングを活用することにより、運用の継続性

とネットワークの復元力を維持します。

その結果、オーバーレイの停止中もサービスは中断されず、VxLANオーバーレイに自動
的に戻ります（使用可能な場合）。

注意事項と制約事項

プラットフォームと機能に関するガイドライン
SRMPLSからVxLANへのハンドオフを正常にデプロイメントするには、サポートされている
ハードウェアと構成のみを使用してください。予期しない結果を防ぐために、互換性を確認

し、サポートされている動作モードを遵守してください。
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•この機能は、FX2、FX3、GX、GX2、および一部のモジュラプラットフォームを含むCisco
Nexus 9000 Cloudscaleプラットフォームでのみサポートされます。

• VxLAN-EVPNとMPLSセグメントルーティング（SR-MPLS）またはMPLSL3VPN（LDP）
機能を同じデバイス上で共存させることは、DCIハンドオフのために必要です。

• vPC、VMCT、および pMCT構成は、SR MPLSから VxLANへのハンドオフではサポート
されていません。

•コア（WAN）ポートの物理インターフェイスでのみサポートされます。コア側リンクの
SVIおよびサブインターフェイスのハンドオフはサポートされていません。

• VPNラベルの割り当てでは、VRF単位のラベル割り当てのみがサポートされます。動的
なラベル割り当てはサポートされていません。

制限事項と制約事項

SRMPLSをVxLANハンドオフに展開するときは、すべての既知の動作制限に注意してくださ
い。サポートされていない構成を回避し、フェールオーバー、統計、およびスケールへの影響

を理解してください。

• MPLS/SRコアへのハンドオフでは、EVPNタイプ 5（IPプレフィックスルート）のみが
サポートされます。サブネット（タイプ 2）ハンドオフと L2拡張は、現在のリリースで
はサポートされていません。

•マルチサイト BGW（ボーダーゲートウェイ）および DCIハンドオフ機能を同じノードで
有効にすることはできません。

•一部のプラットフォームでは、MPLSおよびVxLAN統計情報はサポートされていません。
FX2では、VPNラベル統計情報のみを使用できます（LSRまたは隣接関係統計情報は使
用できません）。

•エンドツーエンドの TTLと ECNの伝達は、ASICの制限により完全にはサポートされて
いません。ハンドオフでは、パイプモード TTLのみがサポートされています。

• FX2プラットフォームは、最大 256の VxLANピア、900の VRF（そのうち最大 100を
MPLSに拡張できます）、48,000の隣接関係、および 500のMPLSラベルをサポートしま
す。

•プライオリティフロー制御（PFC）は、DCIハンドオフモードではサポートされません。

• VxLANドメインとMPLSドメイン間のルートリークまたは VRFインポート/エクスポー
トはサポートされていません。同じ VRFハンドオフのみが許可されます。

• NVE（VxLAN）インターフェイスの障害またはシャットダウン中に、ネクストホップ解
決はMPLSアンダーレイにフォールバックします。これは、レジリエンシで予想される動
作です。
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MPLS SRから VxLANへのハンドオフの設定
この手順により、DCIボーダーでMPLSSRコアとVXLANEVPNベースのデータセンターファ
ブリック間のシームレスなルーティングと転送が可能になります。

この設定は、DCI/ボーダーデバイスとして Nexus 9000を使用して VXLAN EVPNデータセン
ターファブリックをMPLS SRまたは LDPベースのWAN /コアに接続するときに必要です。

Before you begin

デバイスに VXLANとMPLS SRの両方の機能に適したハードウェアリソースがあることを確
認します。

• VXLANとMPLSの両方の機能のライセンスが適用されます。

•必要なVLAN、VRF、およびインターフェイスがプロビジョニングされていることが必要
です。

DCIノードでMPLS SRから VXLANへのハンドオフを設定するには、次の手順に従います。

手順

ステップ 1 必要な機能とグローバル設定をイネーブルにします。

例：

switch# configure terminal switch(config)# feature-set mpls switch(config)# feature ospf
switch(config)# feature bgp switch(config)# feature mpls l3vpn switch(config)# feature
mpls segment-routing switch(config)# feature nv overlay switch(config)# feature
vn-segment-vlan-based

インターフェイスとプロトコルの設定に進む前に、すべての機能が有効になっていることを確

認します。

（注）

すべての機能がすべてのプラットフォームまたは NX- OSリリースで使用できるわけではあり
ません。

必要な機能が有効にすると、デバイスはさらに設定できるようになります。

ステップ 2 VRFと VXLANからMPLSへのマッピングの設定

例：

switch(config)# vrf context Tenant-A <<< Create VRF switch(config-vrf)# vni 10010 <<<
Map VNI to VRF switch(config-vrf)# rd auto switch(config-vrf)# address-family ipv4 unicast
switch(config-vrf-af)# route-target both 65000:10010 switch(config-vrf-af)# exit
switch(config-vrf)# address-family l2vpn evpn switch(config-vrf-af)# route-target import
65000:10010 evpn switch(config-vrf-af)# route-target export 65000:10010 evpn
switch(config-vrf-af)# exit switch(config-vrf)# exit switch(config)# interface nve1 <<<
Configure NVE Interface switch(config-if-nve)# no shutdown switch(config-if-nve)#
host-reachability protocol bgp <<< Enable BGP for EVPN switch(config-if-nve)#
source-interface loopback1 <<< Set NVE source switch(config-if-nve)# member vni 10010
associate-vrf <<< Associate VNI with VRF switch(config-if-nve)# exit switch(config)#
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正しい L3VPNルートをインポート/エクスポートするには、ルートターゲットが DCとWAN
の間で一致している必要があります。

（注）

VXLAN- MPLSインターワーキングでは、VRF単位のラベル割り当てのみがサポートされま
す。

VRFと VNIがドメイン間ハンドオフにマッピングされています。

ステップ 3 MPLSと VXLANの両方の接続のインターフェイスを設定します。

例：

switch(config)# interface Ethernet1/21 switch(config-if)# ip address 6.2.0.1/24
switch(config-if)# mpls ip forwarding switch(config-if)# no shutdown switch(config-if)#
exit switch(config)# interface Ethernet1/21.1 switch(config-if)# encapsulation dot1q
1211 switch(config-if)# vrf member evpn switch(config-if)# ip address 6.22.0.1/24
switch(config-if)# no shutdown switch(config-if)# exit switch(config)# end switch#

WAN/コア側インターフェイスでMPLSを有効にします。設計ごとに VRFおよび IPアドレス
を割り当てます。

（注）

コア方向のMPLSリンクでは、L3物理インターフェイスのみがサポートされます。

VXLANおよびMPLSのすべての物理および論理的なインターフェイスが設定され、アクティ
ブであること。

ステップ 4 適切なアドレスファミリとルートの再生成を使用して BGPを設定します。

例：

switch(config)# router bgp 600 switch(config-router)# address-family ipv4 unicast
switch(config-router-af)# redistribute direct route-map passall switch(config-router-af)#
allocate-label all <<< Enables per-prefix label allocation for MPLS VPNv4/vpnv6 routes
(DCI/SR-MPLS handoff) switch(config-router-af)# exit switch(config-router)# neighbor
6.6.6.3 switch(config-router-neighbor)# remote-as 300 switch(config-router-neighbor)#
update-source loopback6 switch(config-router-neighbor)# ebgp-multihop 255
switch(config-router-neighbor)# address-family vpnv4 unicast
switch(config-router-neighbor-af)# send-community switch(config-router-neighbor-af)#
send-community extended switch(config-router-neighbor-af)# next-hop-self
switch(config-router-neighbor-af)# import l2vpn evpn reoriginate <<< Enables import and
re-origination of EVPN routes into MPLS VPNv4 for DCI handoff
switch(config-router-neighbor-af)# exit switch(config-router-neighbor)# exit
switch(config-router)# neighbor 21.21.21.21 switch(config-router-neighbor)# remote-as
600 switch(config-router-neighbor)# update-source loopback1 switch(config-router-neighbor)#
address-family l2vpn evpn switch(config-router-neighbor-af)# send-community
switch(config-router-neighbor-af)# send-community extended
switch(config-router-neighbor-af)# import vpn unicast reoriginate <<< Enables import and
re-origination of VPNv4/vpnv6 routes into EVPN for DCI handoff
switch(config-router-neighbor-af)# exit switch(config-router-neighbor)# exit
switch(config-router)# exit switch(config)#

MPLS（WAN/コア）側と VXLAN（ファブリック）側の両方に BGPネイバーを設定し、クロ
スドメインルート交換のインポートと再発信を可能にします。

（注）

用途 import l2vpn evpn reoriginateおよび import vpn unicast reoriginate双方向ハンドオフの場
合。
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BGPセッションが確立され、ドメイン間でルートが交換されます。

MPLS SRから VXLANへのハンドオフが正常に設定され、データセンタードメインとコア
ネットワークドメイン間のシームレスな L3VPN接続が可能になります。

DCI VxLAN- MPLSハンドオフの確認
この検証を実行して、DCIデバイスが VxLANドメインとMPLSドメイン間でトラフィックを
正しく転送することを確認します。

•オーバーレイおよびアンダーレイのルーティングテーブルが予想どおりに入力されている
ことを確認します。

•インターフェイスとプロトコルの状態がアップで、動作していることを確認します。

•エンドツーエンドトラフィックをシミュレートすることで、データプレーンのハンドオフ
が正しいことを検証します。

Before you begin

この検証を開始する前に、関連するすべてのVxLAN、EVPN、MPLS、およびBGPの設定が適
用され、デバイスで最初のコンバージェンスが完了していることを確認してください。

•ハンドオフに関連するすべての物理および論理的なインターフェイスが稼働しているこ
と。

•コントロールプレーン（BGP、OSPF/ISISなど）が確立され、安定していること。

DCI VxLAN- MPLSハンドオフ機能を確認するには、次の手順を実行します。

手順

ステップ 1 DCIノードの NVEおよびMPLSインターフェイスのステータスを確認します。

例：

switch# show nve interface switch# show interface nve1 switch# show mpls interfaces

これらのコマンドは、VxLANおよびMPLSインターフェイスの動作ステータスを表示します。
ハンドオフが成功するには、両方がアップ状態であることが必要です。

いずれかのインターフェイスがダウンしている場合は、続行する前に物理接続、構成、または

プロトコルの状態をトラブルシュートします。

ステップ 2 VxLANドメインとMPLSドメイン間のルートの伝達とラベルの割り当てを確認します。

例：

switch# show bgp l2vpn evpn summary switch# show bgp vpnv4 unicast summary switch# show
mpls forwarding-table
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これらのコマンドは、オーバーレイ（EVPN）ドメインとアンダーレイ（MPLS）ドメイン間
でルートとラベルの交換が正しく行われていることを確認します。

•関連するすべての VRFの予期されるプレフィックスとラベルバインディングを確認しま
す。

•ルートまたはラベルが存在しない場合は、構成の不良またはプロトコルの問題が存在する
可能性があります。

ステップ 3 DCIノード全体でエンドツーエンドトラフィック転送をテストします。

例：

switch# ping [destination-ip] vrf [vrf-name] source [source-ip] switch# traceroute
[destination-ip] vrf [vrf-name]

これらのテストでは、データプレーンの接続と、VxLANドメインとMPLSドメイン間のハン
ドオフが適切に機能することを確認します。

• pingとトレースルートが成功した場合は、ハンドオフが機能していることを示します。

•障害は、ルーティング、ラベル割り当て、またはインターフェイス状態の問題を示してい
る場合があります。

この手順の最後に、DCIノードが VxLANドメインとMPLSドメイン間のトラフィックを正し
く処理し、すべてのルーティング、ラベル、およびインターフェイス状態が動作していること

を確認しました。トラフィック転送は、エンドツーエンド接続テストによって確認されます。
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第 28 章

セグメントルーティング OAMの確認

•セグメントルーティング OAMの確認（347ページ）

セグメントルーティング OAMの確認
このセクションでは、セグメントルーティングOAM機能を確認するために使用できるCLIコ
マンドについて説明します。

•セグメントルーティング OAM IS-ISの確認（334ページ）

セグメントルーティング OAM IS-ISの確認
次の pingコマンドは、基盤となるネットワークが IS-ISの場合の SROAMを表示するために使
用されます。

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis

Sending 5, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
!!!!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 2/2/3 ms
Total Time Elapsed 18 ms

switch# traceroute sr-mpls 11.1.1.3/32 fec-type igp isis

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
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'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
0 172.18.1.2 MRU 1500 [Labels: 16103 Exp: 0]

L 1 172.18.1.1 MRU 1504 [Labels: implicit-null Exp: 0] 4 ms
! 2 172.18.1.10 3 ms

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis verbose

Sending 5, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3

Success rate is 100 percent (5/5), round-trip min/avg/max = 2/2/3 ms
Total Time Elapsed 17 ms

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis destination 127.0.0.1 127.0.0.2 repeat
1 verbose

Sending 1, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
Destination address 127.0.0.1
! size 100, reply addr 172.18.1.10, return code 3

Destination address 127.0.0.2
! size 100, reply addr 172.18.1.22, return code 3

Success rate is 100 percent (2/2), round-trip min/avg/max = 3/3/3 ms
Total Time Elapsed 8 ms
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第 29 章

PingおよびトレースルートCLIコマンドの
使用例

• IGPまたは BGP SR pingおよびトレースルートの例（349ページ）
• Nil FEC pingおよびトレースルートの例（350ページ）
•統計情報の表示（351ページ）

IGPまたは BGP SR pingおよびトレースルートの例

CLIを使用して、明示的な発信情報で Pingを実行する

fec CLIコマンドを使用して IS-IS SR pingを実行し、fec CLIコマンドを使用して BGP pingを実
行します。 ping sr-mpls fec-type igp isis ping sr-mpls fec-type bgp

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis

Sending 5, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
!!!!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 2/2/3 ms
Total Time Elapsed 18 ms

switch# ping sr-mpls 11.1.1.3/32 fec-type igp isis verbose

Sending 5, 100-byte MPLS Echos to IGP Prefix SID(IS-IS) FEC 11.1.1.3/32,
timeout is 2 seconds, send interval is 0 msec:

Codes: '!' - success, 'Q' - request not sent, '.' - timeout,
'L' - labeled output interface, 'B' - unlabeled output interface,
'D' - DS Map mismatch, 'F' - no FEC mapping, 'f' - FEC mismatch,
'M' - malformed request, 'm' - unsupported tlvs, 'N' - no label entry,
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'P' - no rx intf label prot, 'p' - premature termination of LSP,
'R' - transit router, 'I' - unknown upstream index,
'X' - unknown return code, 'x' - return code 0

Type Ctrl-C to abort.
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3
! size 100, reply addr 172.18.1.10, return code 3

Success rate is 100 percent (5/5), round-trip min/avg/max = 2/2/3 ms
Total Time Elapsed 17 ms

Nil FEC pingおよびトレースルートの例

CLIを使用して、明示的な発信情報で Pingを実行する

pingを実行するには、ping sr-mpls nil-fec labels comma-separated-labels [output {interface
tx-interface} [nexthop nexthop-ip-addr]] CLIコマンドを使用します。

たとえば、次のコマンドは、ラベルスタック内の最も外側の 2つのラベル（2001と 2000）を
持つMPLSパケットを、ネクストホップ IPアドレスが 4.0.0.2のインターフェイスイーサネッ
ト 1/1から送信します。
switch# ping mpls nil-fec labels 2001,2000 output interface e1/1 nexthop 4.0.0.2

ネクストホップは接続されたネクストホップであることが必須です。再帰的には解決されませ

ん。

上記の CLI形式は簡易版です。[output {interface tx-interface} [nexthop nexthop-ip-addr]]は、
VSHサーバー内に存在することが必須です。例：
switch# ping mpls nil-fec labels 1,2 ?
output Output options
switch# ping mpls nil-fec labels1,2
^
% Invalid command at '^' marker.

CLIを使用して SRTEポリシーからの発信情報で pingを実行する

次の CLIコマンドを使用して、pingを実行します。
switch# ping mpls nil-fec policy name policy1
switch# ping mpls nil-fec policy endpoint 2.0.0.1 color 16

CLIを使用した明示的な発信情報でのトレースルートの実行

次の CLIコマンドを使用して、トレースルートを実行します。
switch# ping mpls nil-fec labels 2001,2000 output interface e1/1 nexthop 4.0.0.2

CLIを使用して SRTEポリシーからの発信情報で tracerouteを実行する

次の CLIコマンドを使用して、トレースルートを実行します。
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switch# traceroute mpls nil-fec policy name policy1
switch# traceroute mpls nil-fec policy endpoint 2.0.0.1 color 16

統計情報の表示
次のコマンドを使用して、ローカルMPLS OAMサービスによって送信されたエコー要求に関
する統計情報を表示します。

show mpls oam echo statistics
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第 30 章

InterASオプション B

この章では、さまざまな InterASオプション B構成オプションについて説明します。使用可能
なオプションは、InterASオプション B、InterASオプション B（RFC 3107による）、および
InterASオプション Bライトです。InterASオプション B（RFC 3107による）の実装により、
データセンターとWAN間の完全な IGP分離が保証されます。BGPが特定のルートを ASBR
にアドバタイズすると、そのルートにマップされたラベルも配布されます。

• InterASに関する情報（353ページ）
• InterASオプション（354ページ）
• EVPNと L3VPN (MPLS)のシームレスな統合の構成に関する情報（356ページ）
• InterASオプション Bの設定に関する注意事項と制限事項（359ページ）
• InterASオプション Bの BGPの設定（359ページ）
• EVPNと L3VPN (MPLS)のシームレスな統合の構成（361ページ）
• InterASオプション Bの BGPの設定（RFC 3107実装による）（365ページ）
• EVPNと L3VPN（MPLS）のシームレスな統合の構成例（367ページ）

InterASに関する情報
自律システム（AS）とは、共通のシステム管理グループによって管理され、単一の明確に定
義されたプロトコルを使用している単一のネットワークまたはネットワークのグループのこと

です。多くの場合、仮想プライベートネットワーック（VPN）は異なる地理的領域の異なる
ASに拡張されます。一部のVPNは、複数のサービスプロバイダにまたがって拡張する必要が
あり、それらはオーバーラッピングVPNと呼ばれます。VPNの複雑さや場所に関係なく、AS
間の接続はお客様に対してシームレスである必要があります。

InterASと ASBR
異なるサービスプロバイダーの異なる ASは、VPN-IPアドレスの形式で情報を交換すること
によって通信できます。ASBRは、EBGPを使用してその情報を交換します。IBGPは、各VPN
および各 AS内の IPプレフィックスのネットワーク層情報を配布します。ルーティング情報
は、次のプロトコルを使用して共有されます。

• AS内では、ルーティング情報は IBGPを使用して共有されます。
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• AS間では、ルーティング情報は EBGPを使用して共有されます。EBGPを使用すること
で、サービスプロバイダーは、別のAS間でのルーティング情報のループフリー交換を保
証するインタードメインルーティングシステムをセットアップできます。

EBGPの主な機能は、ASルートのリストに関する情報を含む、AS間のネットワーク到達可能
性情報を交換することです。ASは、EBGPボーダーエッジルータを使用してラベルスイッチ
ング情報を含むルートを配布します。各ボーダーエッジルータでは、ネクストホップおよび

MPLSラベルが書き換えられます。

このMPLS VPNにおける InterAS設定には、プロバイダー間 VPNを含めることができます。
これは、異なるボーダーエッジルータで接続されている 2つ以上の ASを含む、MPLS VPNで
す。ASは EBGPを使用してルートを交換します。IBGPやルーティング情報は AS間では交換
されません。

VPNルーティング情報の交換
ASは、接続を確立するために VPNルーティング情報（ルートとラベル）を交換します。AS
間の接続を制御するために、PEルータおよび EBGPボーダーエッジルータはラベル転送情報
ベース（LFIB）を保持します。LFIBでは、VPN情報の交換中に PEルータおよび EBGPボー
ダーエッジルータが受信するラベルとルートが管理されます。

ASでは、次の注意事項に基づいて VPNルーティング情報を交換します。

•ルーティング情報に次の内容が含まれています。

•接続先ネットワーク。

•配布元ルータに関連付けられたネクストホップフィールド。
•ローカルMPLSラベル

•ルート識別子（RD1）は、接続先ネットワークアドレスの一部として含まれています。
ルート識別子によって、VPN-IPルートはVPNサービスプロバイダー環境内でグローバル
に一意となります。

ASBRは、IBGPネイバーに VPN-IPv4 NLRIを送信する場合に、ネクストホップを変更するよ
うに設定されています。したがって、ASBRでは、IBGPネイバーにNLRIを転送する場合に新
しいラベルを割り当てる必要があります。

InterASオプション
Nexus 9508シリーズスイッチは、次の InterASオプションをサポートします。

• InterASオプション A - Inter-ASオプション Aネットワークでは、自律システム境界ルー
タ（ASBR）ピアは複数のサブインターフェイスによって接続され、2つの自律システム
にまたがるインターフェイスVPNが少なくとも1つ設定されます。これらのASBRでは、
各サブインターフェイスが、VPNルーティングおよび転送（VRF）インスタンスおよび
ラベル付けされていない IPプレフィックスのシグナリング用の BGPセッションに関連付
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けられます。その結果、バックツーバック VRF間のトラフィックは IPになります。この
シナリオでは、各 VPNは相互に分離されます。また、トラフィックが IPであるため、IP
トラフィック上で動作する Quality of Service（QoS）メカニズムを維持できます。この設
定の欠点は、サブインターフェイスごとに 1つの BGPセッションが必要となることです
（VPNごとに少なくとも1つのサブインターフェイスも必要となります）。このことは、
ネットワークの規模が大きくなるにつれて、スケーラビリティに関する問題が発生する原

因となります。

• InterASオプション B - InterASオプション Bネットワークでは、ASBRポートは、MPLS
トラフィックを受信できる1つ以上のインターフェイスによって接続されます。マルチプ
ロトコルボーダーゲートウェイプロトコル（MP-BGP）セッションは、ASBR間でのラ
ベル付きVPNプレフィックスを配布します。その結果、ASBRの間のトラフィックフロー
にはラベルが付きます。この設定の欠点は、トラフィックがMPLSであるため、IPトラ
フィックにのみ適用される QoSメカニズムを伝えることができず、VRFを分離すること
もできないことです。InterASオプション Bは、ASBR間のすべての VPNプレフィックス
を交換するために 1つの BGPセッションしか必要としないため、オプション Aよりも拡
張性に優れています。また、この機能はノンストップフォワーディング（NSF）とグレー
スフルリスタートを提供します。このオプションでは、ASBRを直接接続する必要があり
ます。

オプション Bのいくつかの機能を以下に示します。

• AS内のNexus 9508シリーズスイッチ間で IBGPVPNv4/v6セッションを持つことができ、
データセンターエッジルータとWANルータの間で EBGP VPNv4/v6セッションを持つこ
とができます。

•ライトバージョンのように、データセンターエッジルータ間の VRF IBGPセッションご
との要件はありません。

• – LDPは ASBR間で IGPラベルを配布します。

• InterASオプション B（BGP-3107または RFC 3107実装）

• AS内のNexus 9508スイッチ間で IBGP VPNv4/v6実装を持つことができ、データセンター
エッジルータとWANルータの間で EBGP VPNv4/v6セッションを持つことができます。

• BGP-3107により、BGPパケットはASBR間でLDPを使用せずにラベル情報を伝送できま
す。

•特定の1つのルートに対するラベルマッピング情報は、ルート自体の配布に使用される、
同じ BGPアップデートメッセージにピギーバッグにより同梱されます。

•特定のルートへの配布に BGPを使用する場合は、このルートにマッピングされている
MPLSラベルも配布されます。多くの ISPは、データセンター間の完全な IGP分離が保証
されるため、この構成方法を好みます。

• InterASオプションBライト – InterASオプションB機能のサポートは、CiscoNX-OS6.2(2)
リリースでは制限されています。ライト詳細は、「InterASオプションB（ライトバージョ
ン）の構成」セクションに記載されています。
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EVPNと L3VPN (MPLS)のシームレスな統合の構成に関す
る情報

データセンター（DC）展開では、EVPNコントロールプレーンラーニング、マルチテマルチ
テナント、シームレスモビリティ、冗長性、水平スケーリングが容易になるなどの利点から、

VXLAN EVPNを採用しています。同様に、コアネットワークはそれぞれの機能を持つさまざ
まなテクノロジーに移行します。ラベル配布プロトコル（LDP）およびレイヤ3VPN（L3VPN）
を備えたMPLSは、データセンターを相互接続する多くのコアネットワークに存在します。

VXLAN EVPNにデータセンター（DC）が確立され、マルチテナント対応のトランスポートを
必要とするコアネットワークでは、シームレスな統合が自然に必要になります。さまざまなコ

ントロールプレーンプロトコルとカプセル化（ここではVXLANからMPLSベースのコアネット
ワークまで）をシームレスに統合するために、Cisco Nexus 9000シリーズスイッチは、データ
センターとコアルータ（プロバイダールータまたはプロバイダーエッジルータ）。
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図 16 : DCからコアネットワークドメインへの分離を使用したトポロジ

上の図では、VXLANEVPNを実行する単一のデータセンターファブリックが示されています。
データセンターに存在する VRF（VRF_A、VRF_B）は、MPLSを実行するWAN /コア上で拡
張する必要があります。データセンターファブリックボーダースイッチは、L3VPN
（VPNv4/VPNv6）を使用して VXLAN BGP EVPNとMPLSネットワークを相互接続するボー
ダーゲートウェイ/ボーダープロバイダエッジ（BGW1/ボーダー PE1、BGW2/ボーダー PE2）
として機能します。BPEは、IPv4ラベル付きユニキャストと VPNv4 / VPNv6アドレスファミ
リ（AF）を使用して、eBGPを介してプロバイダルータ（P-Router）と相互接続されます。P
ルータは、前述の AFの BGPルートリフレクタとして機能し、iBGPを介してMPLSプロバイ
ダエッジ（PE3、PE4）に必要なルートをリレーします。コントロールプレーンとしてのBGP
の使用に加えて、同じ自律システム（AS）内のMPLSノード間では、ラベル配布に IGP（OSPF
または ISIS）が使用されます。上の図に示すPE（PE3、PE4）から、Inter-ASオプションAを使
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用して、データセンターまたはコアネットワークVRFを別の外部ネットワークに拡張できま
す。この図では 1つのデータセンターのみを示していますが、MPLSネットワークを使用して
複数のデータセンターファブリックを相互接続できます。

図 17 :コアネットワーク内の複数の管理ドメイン

別の導入シナリオは、コアネットワークが複数の管理ドメインまたは自律システム（AS）に
分かれている場合です。上の図では、VXLAN EVPNを実行する単一のデータセンターファブ
リックが示されています。データセンターに存在する VRF（VRF_A、VRF_B）は、MPLSを
実行するWAN /コア上で拡張する必要があります。データセンターファブリックボーダース
イッチは、L3VPN（VPNv4/VPNv6）を使用して VXLAN BGP EVPNとMPLSネットワークを
相互接続するボーダーゲートウェイ/ボーダープロバイダエッジ（BGW1/ボーダーPE1、BGW2/
ボーダー PE2）として機能します。BPEは、IPv4ラベル付きユニキャストと VPNv4 / VPNv6
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アドレスファミリ（AF）を使用して、eBGPを介してプロバイダルータ（P-Router）と相互接
続されます。Pルータは前述の AFの BGPルートサーバとして機能し、eBGPを介してMPLS
プロバイダエッジ（PE3、PE4）に必要なルートをリレーします。MPLSノード間では、他の
コントロールプレーンプロトコルは使用されません。前のシナリオと同様に、PE（PE3、PE4）
は Inter-ASオプション Aで動作して、データセンターまたはコアネットワーク VRFを外部
ネットワークに拡張できます。この図では1つのデータセンターのみを示していますが、MPLS
ネットワークを使用して複数のデータセンターファブリックを相互接続できます。

InterASオプションBの設定に関する注意事項と制限事項
InterASオプション Bには、次の注意事項と制限事項があります。

• InterASオプション Bは、BGPコンフェデレーション ASではサポートされていません。

• InterASオプション Bは、-Rラインカード搭載の Cisco Nexus 9500プラットフォームス
イッチでサポートされます。

• Cisco NX-OSリリース 10.3(2)F以降、InterASオプション B（BGP-3107または RFC 3107
の実装）は、-FXまたは -GXラインカードでNexus 9300-FX/FX2/FX3/GX/GX2およびCisco
9500プラットフォームスイッチでサポートされますが、次の制限があります。

• PUSH操作の InterASラベルのインポジション（IPからMPLSまたは VxLANへのカ
プセル化解除、および InterASラベルのMPLSカプセル化）のみがサポートされます。

• InterASラベルのMPLSラベル SWAP動作はサポートされず、MPLSスイッチングは
行われません。

InterASオプション Bの BGPの設定
次の手順で、IBGPおよび EBGP VPNv4/v6を使用して DCエッジスイッチを構成します。

始める前に

InterASオプション Bの BGPを構成するには、IBGP側と EBGP側の両方でこの構成を有効に
する必要があります。参考図 1を参照してください。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#
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目的コマンドまたはアクション

ルータ BGPコンフィギュレーション
モードを開始し、ローカルBGPスピー

router bgp as-number

例：

ステップ 2

カデバイスに自律システム番号（AS）
を割り当てます。

switch(config)# router bgp 100

BGPまたはマルチプロトコル BGPネ
イバーテーブルにエントリを追加し、

neighbor ip-address

例：

ステップ 3

ルータ BGPコンフィギュレーション
モードを開始します。

switch(config-router)# neighbor
10.0.0.2

as-number引数には、ネイバーが属して
いる自律システムを指定します。

remote-as as-number

例：

ステップ 4

switch(config-router-neighbor)#
remote-as 200

IPVPNセッションを設定するために、
アドレスファミリコンフィギュレー

ションモードに入ります。

address-family {vpnv4 | vpnv6} unicast

例：

switch(config-router-neighbor)#
address-family vpnv4 unicast

ステップ 5

コミュニティ属性が両方の BGPネイ
バーに送信されるように指定します。

send-community {both | extended}

例：

ステップ 6

switch(config-router-neighbor-af)#
send-community both

(オプション)。VRF設定なしで ASBR
で VPNv4/v6アドレス設定を保持しま
す。

retain route-target all

例：

switch(config-router-neighbor-af)#
retain route-target all

ステップ 7

（注）

ASBRにVRF設定がある場合、このコ
マンドは必要ありません。

標準のルートターゲット識別子と一致

するルートターゲット識別子を持つレ

import l2vpn evpn reoriginate

例：

ステップ 8

イヤ3BGPEVPNNLRIからのルーティswitch(config-router-neighbor-af)#
import l2vpn evpn reoriginate ング情報のインポートを構成し、この

ルーティング情報を、スティッチング

ルートターゲット識別子に割り当てる

再発信の後に、BGP EVPNネイバーへ
エクスポートします。

BGPプロセスをVRFに関連付けます。vrf vrf-name

例：

ステップ 9

switch(config-router-neighbor-af)#
vrf VPN1
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目的コマンドまたはアクション

IPv4または IPv6アドレスファミリを
指定し、アドレスファミリコンフィ

ギュレーションモードを開始します。

address-family {ipv4 | ipv6} unicast

例：

switch(config-router-vrf)#
address-family ipv4 unicast

ステップ 10

IPv4アドレスファミリを終了します。exit

例：

ステップ 11

switch(config-vrf-af)# exit

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 12

EVPNと L3VPN (MPLS)のシームレスな統合の構成
Border Provider Edge (Border PE)の次の手順では、VXLANドメインからMPLSドメインへの
ルートをインポートして、他の方向へのルートを再開始します。

手順

目的コマンドまたはアクション

グローバル設定モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal

MPLSフィーチャセットをイネーブル
にします。

feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls

VXLANを有効にします。nv overlay evpn

例：

ステップ 3

switch(config)# nv overlay evpn

BGPを有効にします。feature bgp

例：

ステップ 4

switch(config)# feature bgp

レイヤ 3 VPNを有効にします。feature mpls l3vpn

例：

ステップ 5

switch(config)# feature mpls l3vpn
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目的コマンドまたはアクション

VLANインターフェイスを有効にしま
す。

feature interface-vlan

例：

ステップ 6

switch(config)# feature interface-vlan

VLANベースの VNセグメントを有効
にします

feature vn-segment-vlan-based

例：

ステップ 7

switch(config)# feature
vn-segment-vlan-based

VXLANを有効にします。feature nv overlay

例：

ステップ 8

switch(config)# feature nv overlay

BGPを設定します。
autonomous-system-numberの値は 1〜
4294967295です。

router bgp autonomous-system-number

例：

switch(config)# router bgp 65095

ステップ 9

IPv4のアドレスファミリを設定しま
す。

address-family ipv4 unicast

例：

ステップ 10

switch(config-router)# address-family
ipv4 unicast

MPLS-SRドメイン向けに BGPにプレ
フィックスを挿入します。

network address

例：

ステップ 11

（注）switch(config-router-af)# network
10.51.0.51/32 Border PEでのMPLS-SRトンネルデポ

ジションのすべての実行可能なネクス

トホップは、networkステートメント
を介してアドバタイズする必要があり

ます（/32のみ）。

networkステートメントによって挿入さ
れたすべてのプレフィックスのラベル

割り当てを設定します。

allocate-label all

例：

switch(config-router-af)#
allocate-label all

ステップ 12

コマンドモードを終了します。exit

例：

ステップ 13

switch(config-router-af)# exit

ルートリフレクタ―に対して iBGPネ
イバーの IPv4アドレスおよびリモート

neighbor address remote-as number

例：

ステップ 14

自律システム（AS）番号を定義しま
す。
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目的コマンドまたはアクション

switch(config-router)# neighbor
10.95.0.95 remote-as 65095

eBGPピアリングのインターフェイス
を定義します。

update-source type/id

例：

ステップ 15

switch(config-router)# update-source
loopback0

L2VPN EVPNキャストアドレスファ
ミリを設定します。

address-family l2vpn evpn

例：

ステップ 16

switch(config-router)# address-family
l2vpn evpn

BGPネイバーのコミュニティを設定し
ます。

send-community both

例：

ステップ 17

switch(config-router-af)#
send-community both

新しい Route-Targetでルートを再発信
します。オプションのルートマップを

使用するように拡張できます。

import vpn unicast reoriginate

例：

switch(config-router-af)# import vpn
unicast reoriginate

ステップ 18

コマンドモードを終了します。exit

例：

ステップ 19

switch(config-router-af)# exit

Pルータ―に対して eBGPネイバーの
IPv4アドレスおよびリモート自律シス
テム（AS）番号を定義します。

neighbor address remote-as number

例：

switch(config-router)# neighbor
10.51.131.131 remote-as 65013

ステップ 20

eBGPピアリングのインターフェイス
を定義します。

update-source type/id

例：

ステップ 21

switch(config-router)# update-source
Ethernet1/1

IPv4ラベル付きユニキャストのアドレ
スファミリを設定します。

address-family ipv4 labeled-unicast

例：

ステップ 22

switch(config-router)# address-family
ipv4 labeled-unicast

BGPネイバーのコミュニティを設定し
ます。

send-community both

例：

ステップ 23

switch(config-router-af)#
send-community both
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目的コマンドまたはアクション

コマンドモードを終了します。exit

例：

ステップ 24

switch(config-router-af)# exit

eBGPネイバーの IPv4アドレスおよび
リモート自律システム（AS）番号を定
義します。

neighbor address remote-as number

例：

switch(config-router)# neighbor
10.131.0.131 remote-as 65013

ステップ 25

eBGPピアリングのインターフェイス
を定義します。

update-source type/id

例：

ステップ 26

switch(config-router)# update-source
loopback0

リモートピアにマルチホップTTLを指
定します。numberの範囲は 2～ 255で
す。

ebgp-multihop number

例：

switch(config-router)# ebgp-multihop
5

ステップ 27

VPNv4または VPNv6のアドレスファ
ミリを設定します。

address-family vpnv4 unicast

例：

ステップ 28

switch(config-router)# address-family
vpnv4 unicast

BGPネイバーのコミュニティを設定し
ます。

send-community both

例：

ステップ 29

switch(config-router-af)#
send-community both

新しい Route-Targetでルートを再発信
します。オプションのルートマップを

使用するように拡張できます。

import l2vpn evpn reoriginate

例：

switch(config-router-af)# import l2vpn
evpn reoriginate

ステップ 30

コマンドモードを終了します。exit

例：

ステップ 31

switch(config-router-af)# exit
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InterASオプション Bの BGPの設定（RFC 3107実装によ
る）

次の手順で、IBGPおよび EBGP VPNv4/v6と BGPラベル付きユニキャストファミリを使用し
て DCエッジスイッチを構成します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ルータ BGPコンフィギュレーション
モードを開始し、ローカルBGPスピー

router bgp as-number

例：

ステップ 2

カデバイスに自律システム番号（AS）
を割り当てます。

switch(config)# router bgp 100

IPVPNセッションを設定するために、
アドレスファミリコンフィギュレー

ションモードに入ります。

address-family {vpnv4 | vpnv6} unicast

例：

switch(config-router-neighbor)#
address-family vpnv4 unicast

ステップ 3

ボーダーゲートウェイプロトコルを使

用して、接続されたルートを直接再配

布します。

redistribute direct route-map tag

例：

switch(config-router-af)#
redistribute direct route-map loopback

ステップ 4

接続されたインターフェイスのラベル

をアドバタイズするために、BGPラベ
allocate-label all

例：

ステップ 5

ル付きユニキャストアドレスファミリ

を持つ ASBRを設定します。
switch(config-router-af)#
allocate-label all

アドレスファミリルータコンフィギュ

レーションモードを終了して、ルータ

exit

例：

ステップ 6

BGPコンフィギュレーションモードを
開始します。

switch(config-router-af)# exit

BGPネイバーの IPアドレスを設定し、
ルータBGPネイバーコンフィギュレー
ションモードを開始します。

neighbor ip-address

例：

switch(config-router)# neighbor
10.1.1.1

ステップ 7
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目的コマンドまたはアクション

BGPネイバーの AS番号を指定しま
す。

remote-as as-number

例：

ステップ 8

switch(config-router-neighbor)#
remote-as 100

接続されたインターフェイスのラベル

をアドバタイズするために、BGPラベ
address-family {ipv4|ipv6}
labeled-unicast

例：

ステップ 9

ル付きユニキャストアドレスファミリ

を持つ ASBRを設定します。switch(config-router-neighbor)#
address-family ipv4 labeled-unicast

（注）

これは、RFC 3107を実装するコマン
ドです。

(オプション)。VRF設定なしで ASBR
で VPNv4/v6アドレス設定を保持しま
す。

retain route-target all

例：

switch(config-router-neighbor-af)#
retain route-target all

ステップ 10

（注）

ASBRにVRF設定がある場合、このコ
マンドは必要ありません。

ルータ BGPネイバーアドレスファミ
リコンフィギュレーションモードを終

exit

例：

ステップ 11

了し、BGPコンフィギュレーション
モードに戻ります。

Switch(config-router-neighbor-af)#
exit

ループバック IPアドレスを設定し、
ルータBGPネイバーコンフィギュレー
ションモードを開始します。

neighbor ip-address

例：

switch(config-router)# neighbor
10.1.1.1

ステップ 12

BGPネイバーの AS番号を指定しま
す。

remote-as as-number

例：

ステップ 13

switch(config-router-neighbor)#
remote-as 100

BGPVPNv4ユニキャストアドレスファ
ミリで ASBRを設定します。

address-family {vpnv4|vpnv6} unicast

例：

ステップ 14

switch(config-router-vrf)#
address-family ipv4 unicast

IPv4アドレスファミリを終了します。exit

例：

ステップ 15

switch(config-vrf-af)# exit
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目的コマンドまたはアクション

BGPVPNv4ユニキャストアドレスファ
ミリで ASBRを設定します。

address-family {vpnv4|vpnv6} unicast

例：

ステップ 16

switch(config-router-vrf)#
address-family ipv4 unicast

オプション B（RFC 3107）設定で
ASBR2を設定し、2箇所のデータセン

Repeat the process with ASBR2ステップ 17

ター DC1と DC2間の完全な IGP分離
を実装します。

（任意）実行コンフィギュレーション

をスタートアップコンフィギュレー

ションにコピーします。

copy running-config startup-config

例：

switch(config-router-vrf)# copy
running-config startup-config

ステップ 18

EVPNと L3VPN（MPLS）のシームレスな統合の構成例

シナリオ：DCからコアネットワークドメイン分離およびMPLSネットワーク内 IGP

次に示すのは、VXLANドメインからMPLSドメインへ、および逆方向にルートをインポート
および再発信するために必要な CLI設定の例です。サンプルCLI設定は、それぞれのロールに
必要な設定のみを示しています。

ボーダー PE

hostname BL51-N9336FX2
install feature-set mpls

feature-set mpls

feature bgp
feature mpls l3vpn
feature ospf
feature interface-vlan
feature vn-segment-vlan-based
feature nv overlay

nv overlay evpn

mpls label range 16000 23999 static 6000 8000

vlan 2000
vn-segment 50000

vrf context VRF_A
vni 50000
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
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route-target import 50000:50000
route-target export 50000:50000

address-family ipv6 unicast
route-target both auto
route-target both auto evpn
route-target import 50000:50000
route-target export 50000:50000

interface Vlan2000
no shutdown
vrf member VRF_A
no ip redirects
ip forward
ipv6 address use-link-local-only
no ipv6 redirects

interface nve1
no shutdown
host-reachability protocol bgp
source-interface loopback1
member vni 50000 associate-vrf

interface Ethernet1/1
description TO_P-ROUTER
ip address 10.51.131.51/24
mpls ip forwarding
no shutdown

interface Ethernet1/36
description TO_SPINE
ip address 10.95.51.51/24
ip router ospf 10 area 0.0.0.0
no shutdown

interface loopback0
description ROUTER-ID
ip address 10.51.0.51/32
ip router ospf UNDERLAY area 0.0.0.0

interface loopback1
description NVE-LOOPBACK
ip address 10.51.1.51/32
ip router ospf UNDERLAY area 0.0.0.0

router ospf UNDERLAY
router-id 10.51.0.51

router bgp 65095
address-family ipv4 unicast
network 10.51.0.51/32
allocate-label all

!
neighbor 10.95.0.95
remote-as 65095
update-source loopback0
address-family l2vpn evpn
send-community
send-community extended
import vpn unicast reoriginate

!
neighbor 10.51.131.131
remote-as 65013
update-source Ethernet1/1
address-family ipv4 labeled-unicast
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send-community
send-community extended

!
neighbor 10.131.0.131
remote-as 65013
update-source loopback0
ebgp-multihop 5
address-family vpnv4 unicast
send-community
send-community extended
import l2vpn evpn reoriginate

address-family vpnv6 unicast
send-community
send-community extended
import l2vpn evpn reoriginate

!
vrf VRF_A
address-family ipv4 unicast
redistribute direct route-map fabric-rmap-redist-subnet

Pルーター

hostname P131-N9336FX2
install feature-set mpls

feature-set mpls

feature bgp
feature isis
feature mpls l3vpn

mpls label range 16000 23999 static 6000 8000

route-map RM_NH_UNCH permit 10
set ip next-hop unchanged

interface Ethernet1/1
description TO_BORDER-PE
ip address 10.51.131.131/24
ip router isis 10
mpls ip forwarding
no shutdown

interface Ethernet1/11
description TO_PE
ip address 10.52.131.131/24
ip router isis 10
mpls ip forwarding
no shutdown

interface loopback0
description ROUTER-ID
ip address 10.131.0.131/32
ip router isis 10

router isis 10
net 49.0000.0000.0131.00
is-type level-2
address-family ipv4 unicast
segment-routing mpls

router bgp 65013
event-history detail
address-family ipv4 unicast
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allocate-label all
!
neighbor 10.51.131.51
remote-as 65095
update-source Ethernet1/1
address-family ipv4 labeled-unicast
send-community
send-community extended

!
neighbor 10.51.0.51
remote-as 65095
update-source loopback0
ebgp-multihop 5
address-family vpnv4 unicast
send-community
send-community extended
route-map RM_NH_UNCH out

address-family vpnv6 unicast
send-community
send-community extended
route-map RM_NH_UNCH out

!
neighbor 10.52.131.52
remote-as 65013
update-source Ethernet1/11
address-family ipv4 labeled-unicast
send-community
send-community extended

!
neighbor 10.52.0.52
remote-as 65013
update-source loopback0
address-family vpnv4 unicast
send-community
send-community extended
route-reflector-client
route-map RM_NH_UNCH out

address-family vpnv6 unicast
send-community
send-community extended
route-reflector-client
route-map RM_NH_UNCH out

プロバイダーエッジ（PE）

hostname L52-N93240FX2
install feature-set mpls

feature-set mpls

feature bgp
feature isis
feature mpls l3vpn

mpls label range 16000 23999 static 6000 8000

vrf context VRF_A
rd auto
address-family ipv4 unicast
route-target import 50000:50000
route-target export 50000:50000

address-family ipv6 unicast
route-target import 50000:50000
route-target export 50000:50000
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interface Ethernet1/49
description TO_P-ROUTER
ip address 10.52.131.52/24
ip router isis 10
mpls ip forwarding
no shutdown

interface loopback0
description ROUTER-ID
ip address 10.52.0.52/32
ip router isis 10

router isis 10
net 49.0000.0000.0052.00
is-type level-2
address-family ipv4 unicast
segment-routing mpls

router bgp 65013
address-family ipv4 unicast
network 10.52.0.52/32
allocate-label all

!
neighbor 10.52.131.131
remote-as 65013
update-source Ethernet1/49
address-family ipv4 labeled-unicast
send-community
send-community extended

!
neighbor 10.131.0.131
remote-as 65013
update-source loopback0
address-family vpnv4 unicast
send-community
send-community extended

address-family vpnv6 unicast
send-community
send-community extended

!
vrf VRF_A
address-family ipv4 unicast
redistribute direct route-map fabric-rmap-redist-subnet

シナリオ：DCからコアへ、およびコアネットワークドメイン分離内（MPLSネットワーク内
の eBGP）

次に示すのは、VXLANドメインからMPLSドメインへ、および逆方向にルートをインポート
および再発信するために必要なCLI設定の例です。サンプルCLI構成は、シナリオ 1とは異な
るノード（P-Routerロールと Provider Edg（PE）ロール）のみを示しています。ボーダーPEは
両方のシナリオで同じままです。

Pルーター

hostname P131-N9336FX2
install feature-set mpls

feature-set mpls

feature bgp
feature mpls l3vpn

Cisco Nexus 9000シリーズ NX-OSラベルスイッチング構成ガイドリリース 10.6(x)
371

セグメントルーティング

EVPNと L3VPN（MPLS）のシームレスな統合の構成例



mpls label range 16000 23999 static 6000 8000

route-map RM_NH_UNCH permit 10
set ip next-hop unchanged

interface Ethernet1/1
description TO_BORDER-PE
ip address 10.51.131.131/24
mpls ip forwarding
no shutdown

interface Ethernet1/11
description TO_PE
ip address 10.52.131.131/24
mpls ip forwarding
no shutdown

interface loopback0
description ROUTER-ID
ip address 10.131.0.131/32
ip router isis 10

router bgp 65013
event-history detail
address-family ipv4 unicast
network 10.131.0.131/32
allocate-label all

!
address-family vpnv4 unicast
retain route-target all

address-family vpnv6 unicast
retain route-target all

!
neighbor 10.51.131.51
remote-as 65095
update-source Ethernet1/1
address-family ipv4 labeled-unicast
send-community
send-community extended

!
neighbor 10.51.0.51
remote-as 65095
update-source loopback0
ebgp-multihop 5
address-family vpnv4 unicast
send-community
send-community extended
route-map RM_NH_UNCH out

address-family vpnv6 unicast
send-community
send-community extended
route-map RM_NH_UNCH out

!
neighbor 10.52.131.52
remote-as 65003
update-source Ethernet1/11
address-family ipv4 labeled-unicast
send-community
send-community extended

!
neighbor 10.52.0.52
remote-as 65003
update-source loopback0
ebgp-multihop 5
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address-family vpnv4 unicast
send-community
send-community extended
route-map RM_NH_UNCH out

address-family vpnv6 unicast
send-community
send-community extended
route-map RM_NH_UNCH out

プロバイダーエッジ（PE）

hostname L52-N93240FX2
install feature-set mpls

feature-set mpls

feature bgp
feature mpls l3vpn

mpls label range 16000 23999 static 6000 8000

vrf context VRF_A
rd auto
address-family ipv4 unicast
route-target import 50000:50000
route-target export 50000:50000

address-family ipv6 unicast
route-target import 50000:50000
route-target export 50000:50000

interface Ethernet1/49
description TO_P-ROUTER
ip address 10.52.131.52/24
mpls ip forwarding
no shutdown

interface loopback0
description ROUTER-ID
ip address 10.52.0.52/32
ip router isis 10

router bgp 65003
address-family ipv4 unicast
network 10.52.0.52/32
allocate-label all

!
neighbor 10.52.131.131
remote-as 65013
update-source Ethernet1/49
address-family ipv4 labeled-unicast
send-community
send-community extended

!
neighbor 10.131.0.131
remote-as 65013
update-source loopback0
ebgp-multihop 5
address-family vpnv4 unicast
send-community
send-community extended

address-family vpnv6 unicast
send-community
send-community extended

!
vrf VRF_A
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address-family ipv4 unicast
redistribute direct route-map fabric-rmap-redist-subnet
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付録 A
ラベルスイッチングでサポートされるIETF
RFC

この付録には、デバイス上のラベルスイッチングでサポートされている IETF RFCがリストさ
れています。

•ラベルスイッチングでサポートされる IETF RFC（375ページ）

ラベルスイッチングでサポートされる IETF RFC
次の表に、デバイスのラベルスイッチングでサポートされている IETF RFCを示します。

タイトルRFC

『Carrying Label Information in BGP-4』RFC 3107

BGPを使用したリンクステートおよびトラフィックエンジニア

リング（TE）のノースバウンド配信

RFC 7752

マルチプロトコルラベルスイッチド（MPLS）データプレーン

の障害の検出。

RFC 8029

セグメントルーティング (SR)のラベルスイッチドパス (LSP)

Ping/Traceroute IGPプレフィックスおよび MPLSデータプレー

ンを持つ IGP隣接セグメント識別子 (SID)。

RFC 8287

セグメントルーティングBGP出力ピアエンジニアリングBGP-LS

拡張 draft-ietf-idr-bgpls-segment-routing-epe-05

Draft-ietf-idr-bgpls-segment-routing-epe-05
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A

address-family {ipv4 | ipv6} unicast 13
address-family ipv4 labeled unicast 363
address-family ipv4 unicast 27, 163, 362
address-family vpnv4 unicast 364

C

clear forwarding adjacency mpls stats 19, 32
clear forwarding ipv4 adjacency mpls stats 32
clear forwarding ipv6 adjacency mpls stats 19
clear forwarding mpls drop-stats 19
clear forwarding mpls stats 19, 32
clear mpls forwarding statistics 19, 32
clear mpls switching label statistics 19, 32

E

evi 260, 262, 267
evpn 267

F

feature bgp 361
feature interface-vlan 362
feature mpls l3vpn 361
feature mpls segment-routing 14, 25
feature mpls static 11, 303
feature nv overlay 362
feature tunnel 304
feature vn-segment-vlan-based 362
feature-set mpls 11, 14, 25, 361

G

global-block 161

I

in-label 28
install feature-set mpls 10, 14, 25
interface tunnel 304
ipv6アドレス 304

L

lsp 27

M

mpls ip forwarding 12, 27, 160
mpls label range 12, 26
mpls static configuration 13, 27
mtu 305

N

neighbor 287, 362–364
network 164, 362
next-hop 13
nv overlay evpn 361

R

route-map 163
router bgp 362

S

segment-routing 161
send-community both 364
set label-index 163
show feature | grep segment-routing 15, 26, 28
show feature | inc mpls_static 11, 15
show feature-set 11, 15–16, 25, 28
show forwarding adjacency mpls stats 18, 31
show forwarding ipv4 adjacency mpls stats 31
show forwarding ipv6 adjacency mpls stats 18
show forwarding mpls drop-stats 18
show forwarding mpls ecmp 18
show forwarding mpls ecmp module 18
show forwarding mpls ecmp platform 18
show forwarding mpls label 18, 28, 31
show interface tunnel 305
show ip route 16
show mpls forwarding statistics 18, 31
show mpls label range 12, 16, 26, 28, 162
show mpls static binding {all | ipv4} 28
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show mpls switching 16, 28
show mpls switching detail 16, 28
show mpls switching labels 18, 31
show route-map 164
showmplsstaticbinding{all|ipv4|ipv6} 16

T

tunnel destination 304
tunnel source 304
tunnel use-vrf 304

V

vlan 260

vrf context 262

と

トンネルモード 304

ね

ネクストホップバックアップ 13
ネクストホップの自動解決 13

ろ

ローカルラベル 13
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。
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