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T, VAT LA XU A yt—%, CISCO-RTTMON-MIB # il L CTfiig % v U — 2 %%
7 a han (SNMP) b7 w7 (GEs) & LTEETEE9, IPSLADOSNMP 7 v 7,
CISCO-RTTMON-MIB # X U CISCO-SYSLOG-MIB TH R — h & E7,

CISCO-SYSLOG-MIB ® v 5 ¢ (FEKE) LU, SyslogSeverity INTEGER {emergency(1),
alert(2), critical(3), error(4), warning(5), notice(6), info(7), debug(8)} T,

CiscoNX-OS V7 b =T DIV AT LA aXx 7 Fu AR L TiE, Exsv597 4 (H
KE) LAOVERNERSNET, CiscoNX-08S V7 hU =T DY AT A uX 7 Fuk A
®TBHETT 4 (EKE) L-ULE, {emergency (0), alert (1), critical (2), error (3), warning (4),
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IPSLA LEVMEEMIX, Cisco VAT AL X7 7akv ANTIE Ll 6 (informational) &
LT 7 anEd2, CISCO-SYSLOG-MIB2> 513 L~L7 (info) FT7 v 7E LTERES
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YIRBEBN LR LS WVEEZBATE SR ET DL NI A= VT 7 v aroiihars L%

To RN EH LEWEZBATZL T, A2 FRRE S, BHNEITINET, %D
L E W EEAE, =4V U THROMEN L7 L EWEZH OB SN FIRL & W EZ
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REEMITESICITIE TN E YA,

RTTAvg L X UMEIESIC)E LTI, syslog A v E—U 7R HA— h &I TWET, syslog A v
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—_— . > =L =
LMEEZ=2') VT DERE
ZIZTHEH, Ty T ERARLEY ., BIOBEEZBRET A LI LEVERBLIONEG MY F—%
BET B HEIZHOWTIHALET,

1R BHHIIZ
 ESRMEDN T SN G AT & D IP SLA BiEAZRE L £ 77,

IPSLABNMEDFRHRILZLMEE=2 ) vy 0EE ||



B spoLzvez=sysome

\)

IPSLABHEDFREML ELMEE=4 U VT 0HE |

6= .

¥y 2 —EEICKTT D RTIT S IE, BIEOKRZICOHR N T—INET, Ziulix, V
2= MY TR OFFTE (LatestRTT) 2MEH S E T,

¥y 2 —EEICKTT S RTT @ SNMP k7 » 7%, BEREKRICKT 2 2 —2 b U v 7E
MOYEE (RTTAvg) DOIIZESWTEY , BfERICEE SN lx DTy hD Y & —
Uy FREMEIT S EREE A, RTTAvg L & WMIESERIZK LTI, syslog A v &—
PR FR—rENTWET,

¥y X —EEHR O RTT IEXITIL, syslog A v E2—T 2By HR—hSnET,
Ty X —EIER LSO RTT 2L, SNMP k7 » 7720 R AR— hShEd,

timeout, connectionLoss, & 72I% verifyError I D IE RTT #E X IZ1E, syslog A vE—T D
BRINYR— F SIET,

SNMP k7 v 7 & syslog A vE—V O ENRYHR— K S TWDHDIE, timeout,
connectionLoss, & 721 verifyError i#/X D T9,

2. configureterminal

ip dareaction-configuration operation-number react monitored-element [action-type option]

[threshold-type {aver age [number-of-measurements] | consecutive [occurrences] | immediate |
never | xofy [x-valuey-value]}] [threshold-value upper-threshol dlower-threshold]

ip slareaction-trigger operation-number target-operation

ip slalogging traps

snmp-server enabletrapsip sla

snmp-server host {hostname | ip-address} [vrf vrf-name] [traps|informs] [version {1]|2c|3

[auth | noauth | priv]}] community-string [udp-port port] [notification-type]

exit

9. show ip dareaction configuration [operation-number]
10. show ip dareaction trigger [operation-number]

FIEDHE
1. enable
3.
4.
5.
6.
7
8.

FIED M

FE

AU RFEEETI 3y S

ATw 1 |enable
&1

switch> enable

¥t EXEC E— RZAMC L ET,

Ta s NRFRENTEL, NAT—=REATILE
KR
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AV RFERETI3 Y EL:Y

25w 2 |configureterminal Ju—N)L a7 4 FXal—ay T— REHB
11 - LET.
switch# configure terminal

X w 73 |ipdareaction-configuration operation-number react | #55F L7- L X VMEERICESWTEITEINAT
monitored-element [action-typeoption] [threshold-type| s 5 o (SNMP F 5w 7% 71X IPSLA FV #—)
{average [numpa-of-qeawrenents] | consecutive BRELET,
[occurrences] | immediate | never | xofy
[x-valuey-value]}] [threshold-value
upper-threshol dlower-threshold]
i -
switch(config)# ip sla reaction-configuration 10
react jitterAvg threshold-type immediate
threshold-value 5000 3000 action-type
trapAndTrigger

A7 w74 |ipdareaction-trigger operation-number () RS SN, BIOIPSLA
target-operation LML £
il : ip dareaction-configuration DIGEIZ D HWETT,
switch (config)# ip sla reaction-trigger 10 2 o }q‘z)g‘\ trapAndTrigger F* 771 triggeromy

F—T— ROWT N E D THER SN0
ﬁ%‘g*’@—g«o

RTwv 75 |ipsaloggingtraps (fE#&) CISCO-RTTMON-MIB 7> 5 @ IP SLA syslog
Bl - AvE—VEAX—=TNVITLET,
switch(config)# ip sla logging traps

RTwv 76 |snmp-server enabletrapsip sa ({LF) v AT A2 L D CISCO-RTTMON-MIB h
Bl - 7 v T DEREAF =T M LET,
switch (config)# snmp-server enable traps ip sla

ZFwF 1 | snmp-server host {hostname|ip-address} [vrfvrf-name] | ({£35) U E— k2 MC T v FEEELET,
[traps|informs] [version {1] 2c| 3 [auth | noauth | oA
priv]}] community-string [udp-port port] snmp-server enabletrapsO¥ &LV TT, 2~
[notification-type] ¥ RSN TV LHAICDOHLETT,
1
switch (config)# snmp-server host 10.1.1.1 public

RTv S8 |exit Ja—L ary 74X al—gy B— REKT
Bl - L. F#H EXEC E— FIZERE Y £,
switch (config)# exit

XTFw 79 |showipslareaction configuration [operation-number]| (1) TR L XVMEE=Z VU L VOB ELF T

51

switch# show ip sla reaction configuration 10
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switch# show ip sla reaction trigger 2

show ip slareaction trigger [operation-number] EE) NIV T—EnBZ—4y NEIEDORTE A

T ABLVEREREEZFRLET,

IP SLA /X i 48 Al D 5% 7E 151

MOS 23 4.9 (RENE) A 7-HA, £771325 (EWE) 2 TE -7 EA T SNMP =2 %
VI NIy T REETAIOIIC, IPSLAEE 10 R ET LA AR LET,

switch (config)# ip sla reaction-configuration 10 react mos threshold-type immediate
threshold-value 490 250 action-type trapOnly

LITFIZ, 7740 MREERRT 202 R LET,

switch# show ip sla reaction-configuration 1

Entry number: 1

Index: 1

Reaction: mos

Threshold Type: Immediate

Rising: 490

Falling: 250

Action Type: Trap only

switch# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switch (config)# ip sla reaction-configuration 10 react mos threshold-type immediate
threshold-value 490 250 action-type trapOnly

switch (config)# show ip sla reaction-configuration 1
Entry number: 1

Reaction: rtt

Threshold Type: Never

Rising (milliseconds): 5000

Falling (milliseconds): 3000

Threshold Count: 5

Threshold Count2: 5

Action Type: None

IPSLA ) 75 <3 VR DIERG

B PSLABEDOFHHILEMEE=2) 2D

WOFITIL, AN [Reaction:[fEICTRENTWE LB, BEOT=2 U o VS REENIP
SLA BE (1) 126 L TR S LTV E T,

switch# show ip sla reaction-configuration

Entry Number: 1

Reaction: RTT

Threshold type: Never
Rising (milliseconds): 5000
Falling (milliseconds): 3000
Threshold Count: 5

Threshold Count2: 5

>a":
il
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Action Type: None
Reaction: jitterDSAvg
Threshold type: average
Rising (milliseconds): 5
Falling (milliseconds): 3
Threshold Count: 5
Threshold Count2: 5

Action Type: triggerOnly
Reaction: jitterDSAvg
Threshold type: immediate
Rising (milliseconds): 5
Falling (milliseconds): 3
Threshold Count: 5
Threshold Count2: 5

Action Type: trapOnly
Reaction: PacketLossSD
Threshold type: immediate
Rising (milliseconds): 5
Threshold Falling (milliseconds): 3
Threshold Count: 5
Threshold Count2: 5

Action Type: trapOnly

SNMP EH1Z b1 H—9 5 1= DERHI

WIZ. RTT £721% VoIP MOS O L 2 VWMEIZER L7=HA1C, 10.1.1.1 DU E—F KA RZ
CISCO-SYSLOG-MIB 7 v 7MMEEEIND L H1Z, PHHLEVWEE=ZY v 7&K+ 5
FlZR L £,

! Configure the operation on source.
switch (config)# ip sla 1

switch (config-ip-sla)# udp-jitter 10.1.1.1 3000 codec g71lalaw
switch (config-ip-sla-jitter)# exit

switch(config)# ip sla schedule 1 start now life forever
! Configure thresholds and reactions.
switch (config)# ip sla reaction-configuration 1 react rtt threshold-type immediate

threshold-value 3000 2000 action-type trapOnly

switch (config)# ip sla reaction-configuration 1 react MOS threshold-type consecutive 4
threshold-value 390 220 action-type trapOnly

switch(config)# ip sla logging traps

! The following command sends traps to the specified remote host.
switch(config)# snmp-server host 10.1.1.1 version 2c public

! The following command is needed for the system to generate CISCO-SYSLOG-MIB traps.
switch (config)# snmp-server enable traps

AR O CiL, IPSLA L X UVMEESGEEIDS CiscoNX-08S 25 L aX¥ 7/ Faut A TL~UL
6 (informational) & UL CAERINEZ LRI TWET,
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3d18h:$RTT-6-SAATHRESHOLD:RTR(11) : Threshold exceeded for MOS

LT oFITiE, [FUERKIZRT 5 CISCO-SYSLOG-MIB |12 X %5 SNMP i@%158 L~,L 7 (info)
WBHTHDLI EDBREINTWET,

3d18h:SNMP:V2 Trap,

sysUpTime.0 = 32613038
ciscoSyslogMIB.2.0.1
.71
3.71 =
4.71
5.

6.71 =

snmpTrapOID.0 =

clogHistoryEntry.
clogHistoryEntry.
clogHistoryEntry.
clogHistoryEntry.
clogHistoryEntry.

2

regid 2,

71

RTT
7

errstat 0, erridx 0

SAATHRESHOLD

RTR (
3261

B PSABEDOFHHILENMEE=S2) VT DE

11) :Threshold exceeded for MOS
3037

E
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