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R OFEFHE AN Y A 2 T AN TE=Z T, CLI B X SNMP MIB DO fili 7 IZ{#7F T &
£, X7y MOIREFRERIP LAY AT a7 7V r—a @7 arndh

Cisco Nexus 9000 < ') — X NX-OS IPSLA#RE A4 K. 1 1J—X 10.6(x) .



IPSLADEE |
B cisconxosipsia zEALERY T4 KTF—T U ROBE

£, 2z BFETBIOHEDIP T LA, a—H—F—X 7T 5 7 bajl
(UDP) /TCPR— h& ., h—E A XA (ToS) /XA b+ (Diffserv =— K71 > b (DSCP)
BLXOP L7497 Ry baET) . XN—=Fx )L TIFAX—K Xy hT—7 (VPN)
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A RIFEDONRT Ve E LT, BETXTTR T4 —~v A A N w7 E2FHETED )12
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FRE &72 Cisco NX-OS IP SLA Bh{EX A FIEH Al fE/e A7 v a V&R EL T,
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WL, HHZe—7 20 THIEMARBEN TR 2 Y 97, FEUER 72 ICMP < — 2 Ol E
TS LN WVBMOKEER S5 FE T, CiscoNX-OSIPSLA 7' = k =241%, IPSLA
Responder 73 & DR — N TREHEZT LIREZAT O 0BT 212D T 5 A =X L% i
flLLEF, BREICV AR IR H D56, EEILITTE HDIE, Cisco NX-08 7T /31 AD I
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F_XT O IP SLA EfEIZ DT, IP SLA Responder # %6557 /31 A TA 32 —7 /M L2 HUR
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Mo Cisco LIAA DT /34 A 121, IP SLA Responder K T& A, ZDOHA, IPSLA LD
NHEDTNA RZRAT 4 Tl —ERIK L TOR, BfE Ty NERETEET,

Cisco NX-OSIPSLAE1{ED R a—1) 25

CiscoNX-OSIPSLAB/EDRENTET L7 b, ZOENEEZ A2 —U 7 LT, #alFHRo
B =7 —HEROWNEZFRGET HINERDY £T, BEE ATV a—LT5551F, 37<I
WELZBRGT DL OFET 50, FFEDOH. H, KANCHHBT 2 X ICETEET, % TH)
TEZBIAET 2 X DR ET D pending 47> a b H Y £9, pending 47> = iE, BIEON
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BEEETIX., 2O OB EEZ B ERERIFR CIEITT AL IICAT Y2 =V 7352 LT, IP
SLAE=XV 7 " NTT74 v 7 OREHIEITEET, ZOLIICIPSLAEBELZ DT HZ &
T, CPUDHEMZR/NRICIZ, *v N —27 DR Z 1 LS8 Z 6N TEET,

IP SLA HEENMED R ¥ o2 — 1 Vv FTHEREDFEIZ W TIE, TP SLA B EHERA 7r ¥ 2 —F
DFRE] DHESRL T ZEW,

Cisco NX-OSIPSLAEI{ED L ELMEE=R )Y

P—E A VLNV ERE=F Y T EEYNCY R — T 2I120%, HDHNER Y hT—7 T p—
< R ETPHICHET 2121E, LEVEMRES RO EZEICRY £5, FEE0L B L
HEEITZE, BEIZEELICREESN., b T Ty a—T 4 bW EEFEcE £
T, =R LUV EZRET DI, BROEAE LG EICEELIZEMT 5 A =X A
DT Y, CiscoNX-OSIP SLA TR D L 95 72GHITA X MZ L > T U H—I 5 SNMP
N7 v THRFETEET,
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MPLS VPN

T ECE |

F 72, CiscoNX-OSIPSLA L& VMEERIZE YD . I HIZFEL L W17 5 72 DI2BI0 CiscoNX-08S
IPSLA #ifEx U H—F B LnTEFET,

Cisco NX-OS IP SLA Eh{ED L & VW ME O F1EDFEMIZ OV TIX, IP SLA SifED TR L %
WVMEE=X U U ZICET2HESR L TLEE0,

=3] Shp
[Z1RY ﬁﬁk

Cisco NX-OS IP SLA MPLS VPN idiifére =i 42 &, v v F7m han T-0 24 v F
7 (MPLS) RIE7T7 A _X—hK Xy hU—2 (VPN) NTIPF—ER L EZE=HTEE
4. MPLSVPNINTIPSLA 2252 L1k 0. H—E R Fu (2 —3. BEEOH—
ER LALFHNIE S TIPVPN h—E A 25, Ve Y a=r7, BIOEHTXET,
IP SLA EifEIX. VPN /L—TF ¢ 7B X EE (VRF) OARITZFRE LT, FFED VPN IZXF L
TRETXET,

B EERR AT IR ¥R

IP SLA DF

Cisco NX-OS IP SLA (Z1E. WIZ T 3 DD X A T OIBEGEHEWARE I E T,

« BHIFEHER - 7T 7 4L F Tl IP SLA 1T L > TENMEZ & 12 2 B OB 3R EHT S AN
FrEnET, FEEYA 7 40O, FED 1 RERLINO T TR TR T — % &
EHITENINET, IPSLA OHLERBREREZ T2 & E£0MFEZ 1 REREIREICT
xFET,

cBIERTF v T ay NERE  IPSLA X, RERRER T L4 (TT, LEVWVEEE,

fEERLY) LT I2EMEAN L AX AT LI, T—EDAFT v T ay hEEEFLE

T T By VREMERARRETH Y . ENITITONEEA,

o PEGFERHEH - IPSLA X, BXE FIRe e RpfilEMRIC D72 . BES AR L £ 9, IPSLA
WZE > TEMEDRBRME SN AT NS, BIEA v MIREE LY A XIC—HT 5 £ T, £
TATENED T A 7 X2 A ARHREUINICR D E T, FTLWEEAZ v FAMERESNET, T
7 4V hTliE, IP SLA BifEDQBIREIFIE SN EH A, BEZIVET 2546, BIED 1

DENTEBEOBRE= U RENTr y MIEREINET, BREAY Y vOZ v 713 T
nNEHA,

BEEIHELFIKEIE
IP SLA (213, ROEFHFHELHIRFENIDH Y 7,
« F—U— KR Thbshow=~ > RinternallZ VAR — F ST EH A,
* Cisco Nexus 34180YC 7T v b 7+ —L AA »Fid, IPSLA ZHHR—FLTWHEHEA,

« IP SLA %, CiscoNX-0OS u—/L Xy JHREZ VR — F LTV ERFA,
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Y a— /)L SNTZEIEOBRMREZ 3 E UGG, IP SLA BIED /N T 4 —~ U AR E L 5.2
HATREMED N H U £77, IPSLA X HA TG L CWER A, frequency, timeout, 35 J U threshold
Ay REMKT DR, ROEEFHEZHRF L TIEE N,

UDP B3 L ONICMP ¥ v # —H#EDG AL, IROTA RTA ATHED T 2R L ET,

« frequency > timeout + 2 > + num_packets * packet_interval timeout > rtt_threshold num_packet >
loss_threshold

DT ~<To IP SLA BiEDHRE -
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IPSLAUDP v 2 —EEDEETE

ZOETIE, IPYP—E R LULEE) (SLA) UDP ¥y # —EifEEFHEL T, IPvd v b U —
JCUDP bT7 7 4 v I EAGET DRy MU= DT K MY v 7RBIE, —FIEE, —J7
MYy & —, —FHary MR, BROER A ST 5 HFECO W THRALES, ZO®ET
1. UDP ¥ v ¥ —B8{E&2 A L CIESINTZT —H & Cisco Y 7 b =7 a~x RaERAL

TERRBLOGHT D HEICO N THHBLET,

ZDEIL, ROETHERINLTWET,

«IP SLAUDP ¥ v ¥ EIEIZEET 2 1E#H (13 =X—)

«IP SLAUDP ¥ v ¥ —EMEZ &R T 5 72O ORHERE (14 2—)

«UDP ¥ v ¥ —BMEICBT 204 KT A4 2 EHlFIFER (15 3—)

cKETLT A ATOUDP ¥V v X —EEOREB LIRSV a—V 7 (17 3—2)
« UDP ¥ v # —H{EDORERMB] (26 ~—)

oy R EMEICEET S 1EHR

IP SLA UDP v v # —EI{ETlL. Voice over IP (VoIP) . Video over IP, 721XV 7L ¥ A L
IR EDVTNAALNT T4 I DT TV r—arDry hU—JEa a2k s2 L
MNTEET,

Ty —LiZ, Ty NEOBIEDOIX LT EER L ET, #HEO/ Ty SF(E I Bk
WCHGERIC G SN2 E, 728 21X 10ms IR CTEE SN2 8A. Ry MU — 7 BNEERIC
FEL CWOuE, 58T 10ms IR C/87 v hEZELET, LovL, * v FU—7 NI
(Fa—Aar7, REBEL— R LIERERE) DEET DHE. X7y FORIEMBIX. 10
RUBEYRELSRDGAD. 0IUVRBIV/NEL 256000 FET, ZofEERT2
L EOVy AEIE, X7y FOBIEMBEN 10 I VR EBL WL EERLET, Xy
F23 12 ms B CTREIFT2HE, EOV vy X —iF2ms TT, 237 v b3 8ms MIfECTRIZET 5
e, ADY v X2 —X2ms TT, VoIP 7¢ EIEIZEBINCT Wy N —27 O8E, ED
VoA —fEITEFE L L, 00Ty X —fENEE T,

L2>L., IPSLAUDP ¥ v % —E{EDOMRRILZ, Yo ZDOE=H# U 77 TiEdH Y ¥ A, UDP
¥y X —EIEIZIZIP SLAUDP B{EIZ L - TRENTZEZT —EZNREENTWAET2H, UDP ¥y
2 —EEIZZ BT — ZINEBEIC & £9, IPSLA B4ERT Sy M, —47 v
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« 7Y RNy 7EBIE (14 RTT)
F— A DREEZETAABRRRDLZENHDHOT GBI |« FMjlFr—2 AL Txy
NU — 7 OEE7: EORMBEDEAE L TV OS2 IR E TCE £,

UDP ¥ v Z—@fElx, A (I 2L —23) UDP hT 7 4 v 7 ZAR L CHERE L 7,
UDP ¥ v Z —8{ElL, 8 ENT-BEEF T, BRETAAN v TFNDb A —F v b AL vFiz, WV
AZXSONEDOUDP X7 a2 TIVPMBTEELET, 774/ T, A a— K4
ARXNBNI03A k (S) o7y 10 (N) 2102 U (T) &4k L, 608 (F) Z&
ICEEZ VIR LET, TNHDORTRA—=HIZNZFN. ROELITRT LT, 2—F =233
ETEET,

R2:UDP >y 3 —BE/N5 A —4

UDP S w A —BfE/85 A —4 Default avrk

Ny b (n) 10 /3% > b udp-jitter =1~
F. numpackets
FFa v

Sy KT ) DA B— KA X (32 54 b request-data-size

(S) a<w R

ANy MERR (R UBEA) (T) (202 U8 udp-jitter =2~
K. interval 4~
vayv

EEZM Y KT F TORBIFE (7 |60 B frequency (IP

BAL)  (F) SLA) 22w R

IPSLAUDP o v 2 —8{EZ T 5 - DANHREFEH

IP SLAUDP v v Z —8EEERT D72 O OFHESRMFIIRO LBV TT,

o —MEBEZ IEMEICHET 5121E, NTP REICKDRELT A AL Z =Ty b T A
A LDOED7 7y 7 RINBETY, —HmYy X —BL0 Ny MAKENET S5HE6
X 7 vy ZEIEIAETT, RELXT NS REF =Ty b T ZADMTY vy 7 53 FH
HLTWRWES, Ay y 2 —E"07y MAKRDOEEIET —# 2k Y £975, UDP
Ty B —BEIC KX D — HREBERE OB A 13 0 OfEANR Y £,
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«IPSLA 77"V r— a &R 2 R0IC, showip Saapplication =~ > R&MEH LT,
V7R x2T A A=Y THHOBMIEZY A 7RV FR—FINTWNWDHZ EEHERLTLESR
AN

UDP 2y 2 —ENEICEET 204 K54 2 EHIFIEIE

o« X —U— RPN T Bshow= <> RinternalZh A — F ST EH A,

s —HREE (VA7) PETIE, ~A 7 e BELORET YR —FShTOEE A,
UM EOMOMERMITY R —FSh THET,

* Cisco NX-0S U U — 2 10.6(1) LAFE, IPv6 X UDP ¥ v ¥ —Bh{EICx L CHAR— k& T
F9, UDP ¥ ¥ —#ECHale L L AE LD FIZIPv6 7 RL AZRETE | IPv6 X —
ADVARZICED NS OBEOUF ZHhc T £3,

ZOYR—=FIED, IPV6 DHDF—F B Z— Xy NT—2 T, 777V v 72 L
V7070 KU w7 (RTT) L UDP ¥y ¥ — A R v 7 ZRETE E9,
Ty RNy TEIE, —HRIE, —HMY > X —, —FHRry MEK, Bz llE
952 & T, IPV6 UDP OEEE S ZBHI L, VoIP RCET AR EDY TAEA L N T T 4>
I T TV r—varOxry NU—7 AN E ST TEET,

«IPV6 UDP v #—8IETIZ., N7 4 v 27 7T AT R—FENETA,

o T — A WFEE AN L TIPV6UDP ¥ v ¥ —EifE&Z1T 9 &, AR L7237 > MIIPSLA
TTVr— g VCEETHENICUDP LAY T Ray FEanNEd, ik, Y7y
FDOEENTIPVO6UDP F = v 7 ATEREZTR—F L TWARWZOICEAELET,

IPSLA /X4y kD CoPP D&KL

IP SLA Bi{EZ KB X r— /L CEMT 5556, IPSLA /X7 R D/SA AV —%ZFFA[ T 5§
ED CoPP HERSNMEICRABENHY £, @F., 2oz ro—L FL—r RIS T
(CoPP) FREIX. IPSLA > ba— L 7L —r BT =X L —0 Ry oy ha—
NI L= RY T AN=ZARZE ST Ry IR0 E 22T 572DIT, IPSLAEE
FHLEZEMOW T DT /A ATHETY, IPSLA Tld2—HF—EF*KD UDP R— b & H4 5
720, aryira—1L TL—r~DTXTDIPSLA X7 v bEFHA[THFEERHY T¥A, 7=
721, IPSLA MR CT& 2800/ B E e R — hoZzhEhaRET S 2 Lidcafd,
IPSLA 7' 10 — 7 DIRFEWE A DL B3 2 5 DUV T, Cisco Nexus 9000 SeriesNX-OS
\erified Scalability Guidez 2 L T < 72 &0,

LUTFIZ, IPSLA/NT ) F DS A Z)—%FF Al % CoPP ARG 2R L 3, 2 OB T, He
Je— b LEFILAR— B 236500 ~ 7000 DHEIPATH D Z &L & RifE L LTWET, ZORITIE,

lnsert-before] 23T S TWRWEE,  Tclass-default] DFRIZ [copp-ipsla) DSBS VE
b@‘o
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CE)  ROBEEBNL, 7Ty b T —bIN—= R T A FICL o TRRDGELENH £, IPACL
LN CoPP DEEEDFEMIZ- DOV TIL,  [Cisco Nexus 9000 Series NX-OS Security Configuration
Guide] ZZHL T 7EE W,

ip access-list acl-sla-allow
10 remark ### ALLOW SLA control packets from 1.1.1.0/24
20 permit udp 1.1.1.0/24 any eq 1967
30 remark ### ALLOW SLA data packets from 1.1.1.0/24 using ports 6500-7000
40 permit udp 1.1.1.0/24 any range 6500 7000

class-map type control-plane match-any copp-ipsla
match access—-group name acl-sla-allow

policy-map type control-plane Custom-copp-policy-strict
class copp-ipsla insert-before Custom-copp-class-12-default
police cir 1500 kbps

control-plane
service-policy input Custom-copp-policy-strict

switch# show policy-map interface control-plane | be copp-ipsla
class-map copp-ipsla (match-any)
match access-group name acl-sla-allow
set cos 7
police cir 1500 kbps , bc 32000 bytes
module 1
transmitted 0 bytes;
dropped 0 bytes;

class-map Custom-copp-class-12-default (match-any)
match access-group name Custom-copp-acl-mac-undesirable
set cos 0
police cir 400 kbps , bc 32000 bytes
module 1
transmitted 0 bytes;
dropped 0 bytes;

class-map class-default (match-any)
set cos O
police cir 400 kbps , bc 32000 bytes
module 1
transmitted 122 bytes;
dropped 0 bytes;

Netstack 7R— ~EIE D —EK

IPSLA X, 2— VD Fy hAK v 7 K— bFHANOR— NOAREZITFANET, 7r—7
DORETHEHINDEE LA — b &R — ME, SLAEEME SLA L AR X THHR—
F &3 TV D netstack R— b & —FH L TWALERH Y 97,

PHIONR—=T 3 U b8—2 5 2 93(1) LI D/ X— 5 2 1SSU 2 FE4 T4 555815, SSHAR—
N E D2 —Y —EFR— FOMIENRORICTEEH SN TV DFFHNICH H 2 L 2R L T<
7230,
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# 3:1SSU DR—

+ #E

EERTAARTOUP Oy a—BtenREs LU a—y vy ||

N—o3v

FTI4I bDER— FEEEH

9.3(1)

Kstack = — A7 /L 28— ~ifH (15001 ~ 58000)

Netstack 7 — /L 78— M&FH (58001 ~
63535)

nat " — MEIFH (63536 ~ 65535)

9.3(2)

Kstack = — 77/ A8 — RGP (15001 ~ 58000)

Netstack =@ — /L R— M (58001 ~
63535)

nat N— h&IFH (63536 ~ 65535)

9.3(3) LA

Kstack 72— /L AR — h&iFH (15001 ~ 58000)

Netstack @ — B /L R— NP (58001 ~
60535)

nat 7~ — h#EIFH (60536 - 65535)

show socketslocal-port-range =~ > R&fEH T 2~ 2 RiL, EEM0SZM O R — K EiFH
ERALET,

PRI, netstack &~ — i % R~ T B4 T,

switch# show sockets local-port-range

Kstack local port range
Netstack local port range

5

4
%

ad—

\

(15001 - 22002)
(22003 - 65535)

BRTNAATOUP Dy 3 —HEDHREELUVRYT
Y2

ZZ T, UDP Uy ¥ —8{EERHER L, ATV 2 — T B HEICOWTEHLET,

AT /NI ATHDIPSLAL AR A D

=L

ax ;&

ZOHETIX, BT A ATV AR T ZRIET 2 HEZHOWTHIILET,
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GE)  LARCF TR, FRUEETICH L TERER— FERELRNTLEIN, VAR ZRFE L
PETCIC LTHEER— heRET D&, N7y MBRIERIS (XA L7 U MERLIFANT Y ME
KOREPFEATETIC) FESNLLELTH, Yy —HITErIZRY £7,

FIEDHE
1. enable
2. configureterminal
3. featuredaresponder
4. RONWTNUNEFATLET,
* ip daresponder
Example: switch(config)# ip sla responder
« ip slaresponder udp-echo ipaddressip-address port port
Example: switch(config)# ip sla responder udp-echo
ipaddress 172.29.139.132 port 5000
« ip daresponder udp-echo ipaddressipv6-address port port
Example: switch(config)# ip sla responder udp-echo
ipaddress 2001:DB8::2 port 5000
5. exit
F gD F%H
FlE
AU bFEREET7TIVa Y B#Y
ATy 71 |enable F¢HE EXEC E— RZ2 A2 LET,
i Tars T IREREINTEL, NAT—=FREASILE
switch> enable 9,
AT w 72 | configureterminal Ja—N)L ary7 4 Xal—3iay T— REBLG
15“ : ]\/i‘a—o
switch# configure terminal
A7 73 |featureslaresponder IPSLA O L AR ZRREZ A LET,
{5
switch(config)# feature sla responder
ATy T4 RONT NN EFITLET, -
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EETT A RTORANL P S 2 —BfenBEs L U5 1—1Uo ||
AT Y RERETIV Y B )
«ip Sla responder o ((EE) EEILXNLOHIEA v =R
Example: switch(config)# ip sla responder T, Cisco 7734 AT D L AR AHEHE

« ip dlaresponder udp-echo ipaddressip-address RIS LR

port port o () EEETTE b abEnEs Th s
Example: switch(config)# ip sla responder %%é?ﬂ:032%£§§5757f0 ?Eiﬁ?§%bfilpt7 FW/)K?S
udp-echo N e — < 32 Sl Db I e e
ipaddress 172.29.139.132 port 5000 KO — P T L AR S 2 K- Aah
L/ij‘o
* ip daresponder udp-echo ipaddress ipv6-address ) . . N

port port BIENL., T 74V N TA R—=T TR0 £97,
Example: switch(config)# ip sla responder
udp-echo
ipaddress 2001:DB8::2 port 5000

AT v 75| exit EE) Zu— b ar 74 X¥al—vay £—

i - RZ#T L, #HE EXEC T— RIZREY £,

switch(config)# exit

RIETTT/INA A THOREWWOE v 2 —BEDRES L URT 1 —
)27
ZIZTiE, EEILT A ATOREARUDP ¥y X —8EEZREB L RA T ¥ a— 135 HiEIC
DWW L £,

Je

Bk « IP SLA EENFEITHE T, FEHERP AL SN TORWIGATX, BIfEORKEIC verify-data
o< R&EEMLT (IPSLA#RKE— R TERE) . 7 —#Bataahic LET, £ x—
TR D L BEEOIEDIIE L TWRWNE I RN F v 7 SNET, 8 OEE
KFlZverify-data=~ > REf T 5 & RERA ==~y RPN LOTHEEL T
YA

«IP SLA B{EICPIT ARIED b T 7y a—TF 1 7 %17 9121, debugip slasender trace
o~ K& debugip Sasender error 2~ > R&EH L F9,

FIRDEE

enable

configureterminal

feature sla sender

ip sla operation-number

udp-jitter {destination-ip-address | destination-ipv6-address | destination-hostname}
destination-port [source-ip {source-ip-address | source-ipv6-address | hosthame} ] [sour ceport

apwbd-=
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. BETTNA ZATOERWZUP Sy 2 —BEDRES L VRTDa—) vy

port-number] [control { enable| disable}] [num-packets number-of-packets] [interval

inter packet-interval ]
6. frequency seconds

7 exit

8. ip sla schedule operation-number [life {forever| seconds}] [start-time {hh:mm[:ss] [month day |
day month] | pending | now | after hh:mm:ss}] [ageout seconds] [recurring]

9. exit

10. show ip da configuration [operation-number]

FE D
FIE
aAv U RFERET7TIVa Y E):Y
ATFw 71 |enable FiHE EXEC E— RE AT LE T,
i Ta T IREREINTEH, NAT—REASILE
switch# enable 7,
R w 2 |configureterminal ZTa—)L a7 4 X2 lb—3ay B— NEELG
15'] : Li‘a‘o
switch# configure terminal
RTw 73 |featureslasender IP SLA BifEfRe 2 A2 L E T,
i
switch(config)# feature sla sender
AT w74 |ip slaoperation-number IP SLA BifEOREZBHIG L, IPSLA 207 ¢ F o
B L—yay = RIIBITLET,
switch(config)# ip sla 10
A7 75 |udp-jitter {destination-ip-address| IP SLA B)fE% UDP v v ¥ —@ifEL L TRIEL,

destination-ipv6-address | destination-hostname}
destination-port [source-ip {source-ip-address |
source-ipv6-address | hosthame} ] [sour ceport
port-number] [control { enable disable}] [num-packets
number-of-packets] [interval interpacket-interval ]

1 -
(IPv4 7 R LX)

switch(config-ip-sla)# udp-jitter 172.29.139.134
5000

1 -
(IPv6 7 R LX)

switch (config-ip-sla)# udp-jitter 2001:DB8::134
5000

UDPY v X ar7 4F¥al—ya L 7E— %
Bt L E 7,

EETEAA v TFEX—F v b AL v F OS5 TIP
SLAHE 7 v k 2V &2 3 5355 D, control
disable ¥— VU — FOMAEDLOEEMEHL 9,
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AV RFERETI3 Y E]:g]
RT w76 |frequency seconds (fEE) f8E L7z IP SLA BEA 0 R [H]IR 4 5%
15“ : ﬁzbijﬂo
switch(config-ip-sla-jitter)# frequency 30
A7y T7 |exit UDPY v ¥ a7 4 Xal—ary ¥ 78— K%
R BTL, ZFm—rbarv7 s Fal—vay E—
RIZRD £7°,

switch(config-ip-sla-jitter)# exit

Z5w 78 |ipdaschedule operation-number [life {forever| il # DIPSLABWED A ¥ 2 — U 7 NT A—H
seconds} ] [start-time {hh:mm[:ss] [month day | day PHELET,

month] | pending | now | after hh:mm:ss}] [ageout
seconds] [recurring]

1 -

switch(config)# ip sla schedule 5 start-time now
life forever

ATy 9 |exit EE) Fa— L ary 74 FXal—g Ly F—
i - RZH#T L, %M EXEC E— FIZRY £,
switch (config)# exit

AT 710 |show ip sla configuration [operation-number] (EE) T XCOIPSLA BMEEZITFEE L= IP
i - SLA BifEICB ¥ DR EMZ, T TDOT 7 4 /L k

fExE & THRRLET,

switch# show ip sla configuration 10

RODZARY

NZ o T ERERT S BN, EEBIOBEZFET 2 BT, BEIC TN L S WESME &K
Ji R U =BT 51T, TPBIRLEWEE=2 Y 7 ORE] OHAZSZRL TZS
U,

IP SLA BiEDOFERAZFR L, WAL MRET 511X, showip dadatistics 2~ K&EH L £
T, P—ERA LNV OIEICKHET D7 4 —V FOM N 2R T 5L, —EX A Y v
I INHFRFANTH 508 5 0 &l 2 %I b £ 9,

EMFEEIEELZUDPO Y A —BI{EDRES I UVRTa—1) V)
TIZTCIE, BIREEZEH L CUDP Uy ¥ —EEERE L, ATV a— /LT 5 HFEICONT
HBALET,
«UDP ¥ v Z —BI{EICIIRBOT — A RNEENIDT, L TFOa~< REEIZUDP ¥y ¥ —
BETITYAR— FENT, D7D IPSLA UDP ¥~ Z —EIfETIX IP SLA JBREREEE (5t

FHEROIBEE N7 > ) 1TV AR — R ERvEH A history buckets-kept, history filter,
historylives-kept, samples-of-history-kept, ¥ XU show ip dahistory,
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B oemstsimsELur oy s—BEORESLURFSa—Y vy

FIEOHE

« UDP ¥ v ¥ —EiEOFEFHE MR REFIL, 1P SLA CTEMA S5 MIB
(CISCO-RTTMON-MIB) T &> T 2 FEICHHIR & 4vE 9, history hours-of-statistics % fi
AL TEY REREEMELT Shours 7' o — LR E R L TH, HEFSN D HIRIA 2
M a2#Ex 52 Lixd v A, 7272 L. Data Collection MIB % {# i L CEHMEDBIET —
BAENETHZ LIXTE T, FHMIZOUWTIL, CISCO-DATA-COLLECTION-MIB
(http://www.cisco.com/go/mibs) ZZH L T 7Z &\,

Je

Ev bk ¢ IPSLABMENETINTEL T, HitEz4AR L CWiangEiE, veify-dataz~ > K&
EIEORIZIBNM L T (IPSLAMRE— N CRE) . 7 — et A2 LET, £ % —
TN D b FEMEDISENIER L TO R0V E I i F = v 7 Shvkd, @% O#hE
FflZverify-data=~ > RA T 5 & RERA—/—~y RPN LOTHEEL T
AN
« debugip slasender trace =~ R/l L. F X0 debugip slasender error IP SLA E){E
BT AMEE N T TN a—T 4 ST A aw s RTT,

4a & HREIIC

EEILTNA ZATUDP ¥y FEMEARET DRI, ¥—7 v 8 TAAL X (@EX—5 > 1)

“C IP SLA Responder & A 1 —7 /LZ L TR LERH Y £7°, IP SLA Responder T %
DX, CiscoNX-0S V7 T =7 _X—ZADT /34 A]21FT9, Responder & A Rr—7 /MZT 5

720z, 8T /XA A TO IP SLA Responder DR E | OHEDOIEELE FITLET,

enable

configureterminal

feature sla sender

ip sla operation-number

udp-jitter {destination-ip-address | destination-ipv6-address | destination-hostname}
destination-port [source-ip {source-ip-address | source-ipv6-address | hostname} | [sour ce-port
port-number] [control {enable| disable}] [num-packetsnumber-of-packets] [interval
inter packet-interval ]

6 history distributions-of-statistics-kept size

7 history enhanced [interval seconds] [buckets number-of-buckets]

8. frequency seconds

9. history hour s-of-statistics-kept hours

10. owner owner-id

11. request-data-size bytes

12. history dtatistics-distribution-interval milliseconds

13. tag text

14. threshold milliseconds

15. timeout milliseconds

16. tos number

17.  verify-data

A
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18. vrf wrf-name

19. exit
20. ipdaschedule operation-number [life {forever| seconds}] [start-time {hh:mm[:ss] [monthday
| daymonth] | pending | now | after hh:mm:ss} ] [ageoutseconds] [recurring]
21. exit
22. show ip slaconfiguration [operation-number]
F gD FHH
FlE
aARVEFEREFT7TIVa Y B#
ATwv 71 |enable FikE EXEC E— REAIN L E T
Bl TR T IRFERENTS, NRAT—REAS
LET,
Switch> enable
R wF2 |configureterminal FTa—r ) ar7 4 Xal— gy T— REBs
15'] : L\iﬁ—o
Switch# configure terminal
ATw 73 |featuresasender IP SLA BhEMREZ AT NIC L £,
1 -
switch (config)# feature sla sender
RTFw 74 |ipsla operation-number IP SLA BIEDORE LB L, IPSLA 77 4 F =2
i - L—Yay E— RICBITLET,
Switch(config)# ip sla 10
ZF w75 |udp-jitter {destination-ip-address| IP SLA #iff:%& UDP ¥ v Z —@ifE & L TRIE L.,
destination-ipv6-address | destination-hostname} UDPYw X a7 4Xal—i gy H7E— R
destination-port [source-ip {source-ip-address | BEAG L £
source-ipv6-address | hostname} ] [sour ce-port °
port-number] [control {enable| disable}] s controldisablea~ > R&ZfEHL, ¥—TU—F
[num-packetsnumber-of-packets] [interval OAEDEIE, BETAL vF X —4 v K
Inter packet-interval] AA » FOW )T IP SLA FlH 7 0 b =L % M
1 - BT D EDH AL TIZSNY,
(IPv4 7 KL RA)
Switch (config-ip-sla)# udp-jitter 172.29.139.134
5000
151
(IPv6 7 R L R)
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ARV FFEREETIVa Yy

S

switch (config-ip-sla)# udp-jitter 2001:DB8::134

5000

AFw 76 |history distributions-of-statistics-kept size (7> 3 ) 1P SLA BEHICA » 7 HAL CLREF
Bl - T OMEHE RO AR E L LT,
Switch(config-ip-sla-jitter)# history
distributions-of-statistics-kept 5

Z 5w 77 |history enhanced [interval seconds] [buckets (F 7 a ) 1P SLA BEIC KT 2 IriRE I AR
number -of-buckets] A x—T T LET,

i
Switch (config-ip-sla-jitter)# history enhanced
interval 900 buckets 100

AT v 78 |frequency seconds (A7 v ay) $8E L7z 1P SLA BhiEZ 0 3§ [
Bl REBE L ET
Switch (config-ip-sla-jitter)# frequency 30

RTF w79 |history hours-of-statistics-kept hours (A7 a ) 1P SLA BMEDRERHE B2 rFFd 5
- PRI 2 BE L £
Switch(config-ip-sla-jitter)# history
hours-of-statistics-kept 4

AT w710 |owner owner-id (A7 a ) IPSLABEDMSG % v hU—2 4
Bl - B7'm h=r (SNMP) FrE#ZB0E LET,
Switch(config-ip-sla-jitter)# owner admin

AT w711 |request-data-size bytes (A7 a2 ) IPSLABWEDZER 7 v hDO~A
Bl H—RIEBT 57 R hah F—g Y RERIEL

iﬁ‘o
Switch (config-ip-sla-jitter)# request-data-size
64

X Fw 712 |history statistics-distribution-interval milliseconds (A7 3 >) IP SLA BhE CHERF A & 258
Bl - OEE MR E R L E T
Switch (config-ip-sla-jitter)# history
statistics-distribution-interval 10

ATwv 713 |tag text (A7 a ) IPSLAEMED = —F—FREID 2 1F
{;“ : E‘Z Ljﬁjﬂo
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AV RFERETI3 Y EL:Y
Switch (config-ip-sla-jitter)# tag
TelnetPollServerl
2T w714 |threshold milliseconds (7 12 2) IPSLABIEID L o TR SIS 3%
Bl - N —27 B=4 Y U IREHERE GRS 27200
ERLUEVWEZRELET,
Switch(config-ip-sla-jitter)# threshold 10000
Z 5w 715 |timeout milliseconds (A 7> a ) IPSLA BENZ DER T v R
Bl B DI AT 2 IR AR E L ¥ T,
Switch (config-ip-sla-jitter)# timeout 10000
AT v 716 |tosnumber (A7 var) IPvdry FU—Z7(ZERD | IPSLA
i - BIED IPva ~ v & —D ToS A M EEFRLET,
Switch (config-ip-sla-jitter)# tos 160
AT F17 |verify-data (A7 a ) IPSLA BMWENBISE T MTxt
Bl - LCF— A MBEOH R T = v 7 5L 51 LE
j—O
Switch (config-ip-sla-jitter)# verify-data
A7y 718 |vrf vrf-name (A7ar) IPSLABMEZEHN LT, ~VvF 7
Bl - g han I AL vF 7 (MPLS) N—F ¥
WV TF7A4_X—hkxy hT—2 (VPN) NEE=X
Switch (config-ip-sla-jitter)# vrf vpn-A ) ‘/71% L& 5 Iz Li‘?‘o
AT 19 |exit UDPY v ¥ ar 7 4Fal—varyh7eE— K%
R KTL. Zr—r a7 Fal—vay £—
RIZRD £77,
Switch (config-ip-sla-jitter)# exit
Z T 720 |ipdaschedule operation-number [life {forever| il 2 DIPSLABWED A 2 — U 7 INT A —H

seconds} ] [start-time {hh:mm[:ss] [monthday | daymonth] | .z | g 4
| pending | now | after hh:mm:ss} ] [ageoutseconds]
[recurring]

1 -

Switch(config)# ip sla schedule 5 start-time now
life forever

AFwv 21 |exit (FFvay) ZJa—\ L ar 7 4 X2l —3 g
1 - v = FEHT L, FHEEXECE— FIZEY £

Switch (config)# exit
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B vor oo s—smromms

ARV RFERETI Y S

ATy T2

Switch# show ip sla configuration 10

show ip sla configuration [operation-number] (FAFvay) ¥ XTOIPSLABEEZ-ITEEL

72 1P SLA BWEICBE S DREME 2, T XTOT 7
LV MEEZ GO TERLET,

RDEZRY

7y TERAKT D HMN, EEMOEELBMGT D BRIT, BITEICTRIR L S WESRME &
J& R A—=ZBNT 1iE, TFPHLEWEE=2 Y 7 ORE] OHEZzZRL TS
Wy,

IP SLA Bi{EDOFEREZF R L, NEEZMRT 521X, showip dastatistics 2~ > R&EHH L %

T, EFITTIRNC, 2—VPEAR T 4 Fal—val 77 VHEESN TS Z L & Hes
LTLIZEN, P —ER LD RIS D7 — v RO xR T 5 L, h—b
A ARNY I NHERBANTH D0 E ) BT 2% HET,

UDP o v 2 —ENE D& Rl

LIRS, B2 23R OBIED SEOEZICBMA S D UDP ¥y # —EifE L L THER STV 5,
2O0EMEEZRLET, EBLLOEIELEMRICETSINET,

feature sla sender
ip sla 1

udp-jitter 20.0.10.3 65051 num-packets 20
request-data-size 160

tos 128

frequency 30
ip sla schedule 1 start-time after 00:05:00
ip sla 2

udp-jitter 20.0.10.3 65052 num-packets 20 interval 10
request-data-size 20

tos 64

frequency 30

ip sla schedule 2 start-time after 00:05:05

H—4 g~ (BEE) T ZAOREZ, RO ELEFY TT,

feature sla responder
ip sla responder
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VoIP FH® IP SLAUDP o v 2 —EN{EDERTE

ZOETE, IPY—E X LV (SLA) 2—H%—F—% 275 A Fu hai (UDP) ¥y
Z—BhEERERR L CTF v U —27 ND Voice over IP (VoIP) ShE L~V & FEICE=4 L,
IPv4 £ 721X IPv6 % v U — 27 NO 22— —{Z VoIP & L~V ERFETE 5 X 9127 D HikI
DWTHEI L E 9, IP SLA VoIP UDP ¥ # —#ifEi%, @D a—7 v 7 2 H LT VoIP k
T4y B EMIZY I a2 b— L, EHFE=FFFA (MOS) 35 X UF Calculated Planning
and Improvement Factor (ICPIF) 72O —BE L= EFFMWEAaT #5H L £,

A\

G Zo~==a7 LTI, EFLWIHBEIAN L X—Xv T VI 42— TV r—va %R
L£d, [VoiceoverIP] & WHHEEIZIX, IPXy NT—FJBHADSLVLFRAT 47 (FFLE
TADW ) DIBEENEENDZEHHV ET,

ZDEL, ROETHERSNLTWET,

« VoIP 1® IP SLA UDP ¥ v # —8EICBT 2 EFHE L HilfFHHE (27 X—)
FHE I TEBRK T (28 X—)

WA =AU R (29 X—)

IPSLA ZHH LT R N7 4=~ ADFE=Z ) 7 (30 2—)

«IPSLA TOa—F v 7Dy Ial—ar (31 2—=Y)

«IP SLAICPIF i (31 ~—2)

«IPSLAMOS f (33 ~—7Y)

«IP SLA VoIP UDP ¥ v # —ElifFOREB L OA T Y a—V 7 (34 X—2)
« IP SLA VoIP UDP EfEDF%XER] (38 ~—)

« IP SLA VoIP UDP Ei{EREEHE RO ) D% ERF] (40 ~—)

VolP D IPSLAUDP > v 2 —EiEICEI 2 FEFH &l
THIR

e F— U — KBV T bshow=~ > Rinterna IV A — FENTWEH A,
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VoIP A0 IPSLAUDP & v 2 —&#DEE |

« ZOREIZ. UDP F 7 7 4 v 7 24 M L Ci#dl72 Voice over IP A =1 7 &£ L £ 77,
Real-Time Transport Protocol (RTP) [L¥ AR — F I TWEHA,

o Z OMRETH I X415 Calculated Planning Impairment Factor (ICPIF) &35 XX O MOS fiEiZ%
IPSLA NTCIX—H L TWETA, FHXMICHIRT 27 I2ER S PREICE X $ 4
oo ZAUHDOfEIZ, ML FHETRIE SAVTE & 1T R D TR H U £,

AEEOHETHESNIEAAZ~—FE=A O FHHE (B-Model dris Rl £2 25 R 2% Hi
SN A E=A RISk L OR SN2l &) 13, RGBS KOS oAz By
ELTARSINTETT, EEOW A ~— FE=F AT HETIEH Y A,

s —HIEIE (LA T y) WETIE, ~A 27 nBEAORNEITYR— S THhERA,
UM EOMORERMITY R —FSh THET,

STEINE-FTEREREF

ICPIF 1%, K Icpif=TItot- A O—FE LT, 1996 D ITU-T )% G.113 [Transmission
impairments)] THRANCEFE i E Lz, ICPIF &1L, [FHE I TEREIN T (calculated
planning impairment factor) MW& T3, ICPIF (%, B LOGFEMIC, *y U —2IZELT
A SEICT D ERHbDOERI AR ET,

ICPIF X, HIE S 7=HRBOEF (BHk, DFEY Ttot) No2—F—ERDOT 7 EA T
RN T =V (A) 231\ eboTT, 72782 T RAVT—UFRE (A) 1, @tk
(BEHERE D D O WEHKREE ERE D OWaE/R L) ([ZHEDOWe, 2—F—DOHIff 2RI fHT
o TOREIIR L2, ERRNIRDO LR £7,
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fEIER DO L 0 TT,
clold, FlE TIERWT U R RAERDIFER DL L EZR L ET,
«1giEL, PCM O EALEANREOLH{LER L T,
ldteld, EFEHFTaA—ICLDHLERLET,
cldd (X, — T HOREORERH (—J7ARE) (TR W BAELTHLERLET,
cleld, BRI SN a—FT v 7 247 Ny MAKR IEEORENRE D1k
R LET,

AR, T EBERADEGMHOREL L Ta—Y—2NHBREDOHLETRT D L) FHEIZ
EOMETHD, 77 8AT AT = VR (=P =R E IR ET) &
LET,

ICPIF DL, %, 5 GEFICBWEE) 72006 55 GEFICEVWEE) OfATERINET,

20 A O ICPIF fE(E, w@H, DY) & AR ShEd, ICPIF fED HAYIEE 7 0 E O K BRI
ETT, ZOMHEIE. HEOMAEDEDO BN ELZ T OO bEHNSET,
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ZEH)

ICPIF DFEMIIZ DWW TIE, 1996 SEARD G.113 DAREEZ BB L TS 72 &V,
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GE)  HHhEO ITU-T G.113 )75 (2001 45) (21%, ICPIF 7 MIHOWTORHEHITH Y THA, b
DIz, BAEX G107 IZFER SN TV 5 K 91, ITU-T G.107 @ E-model CEAH &5 [41b4%
Bok] NI CET, BT LEARBMEZFEH L WP o GEIL, BUECIEHERE S
FHA] ERBENTOET, 58472 E-Model (ITU-T it /L & IR ET) 1d.
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RREOAREMEARAE L 3 GEHIC W TIE, G107, 2003 R A S L T ZEW)
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T £ oA VERA

REINDLEFOMEIL, MEFOEBRIZRIETT . Voice over IP DIREIZHEH T 2% a2 —
Ty ZIERED LV OREERIELET, HEOaI—T v 7L Th7eb SN HEEDOH
EIZEH I IEOR Y F~v—7 1%, EA =45 (MOS) T9, MOS Tix, MR
WHIE TR, FFEQa—T v 7 AL TREEEINLEFY 7 VOMEE 1 (EE) ~5 (8
B) THELET, A=A VIS T, £ 7O RREEESE T,

RDOFIZ, BIEITKT D MOS FHAE LUHGT 2B O 2R LET,
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55
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a—7 v 7 BROMORES I T 5 MOS FRA LI BTS2, AIESh=%H1k
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WEEG2FET, PRy NU—7 ECOEFBEB LN T AREICHEHT 22 0OMOEE LN
T A=A NG A=, BN y MEERETONET, IPSLAZFEHLTZH
SEDONTA—=F%EvIalb—hrL, WIETHZET, Xy NIV Ra—HF—LOHh—ER L
AV BT LTS, ERIEBA TV AN EHRTEET,

IP SLA X, EEILT A ANBREOHERE @IEX—7 Y FEMHTINET) 1Ty FU—
VIR TUDP 7V u—7 X7y hakET52 81280, UDP Yy ¥ —8fEaigfit LET, =
DERNT 7 4 v 71E, #oYy &, 77 RN v 7K, Hmplsgr s MEK, BX
O—HBIEZ LT 27D ENET AR N7 7 07 ) LW HEEIE, Yy FT—
I RT T4 I Ny Ialb—hhERNTWHIEERLET, DFEV, 774 v 71X, IPSLA
V;oféﬁéﬂif W SN EHEHEROEXTOT — 2%, 22—V —ERIC L DHIRN
DEBOT A Mt L TERTEET, e xE, 1| HORR DM O, BRI
IRy NI =T DT =V AEERTEET, Vv & —7 1 —7Tlx, ZEATOEREE
/M2 5728, IP SLA Responder Z i [ T& £,

IP SLA VoIP UDP ¥ # —@j{EiX, UDP ¥ v ¥ —8fEIC K> TBEICINE SN TWAH A R v 7
WA T, BREIC k> TIEESNTZT —ZIT MOS 227 B L OVICPIF A 2 7 %4 HERE 2B
M52 &I K> THEERZRUDP ¥y #—@E2ZH LE T, 2O VoIP [EADIFIEIZ LY |
VoIP % U= DR T p—< o AnYWTHZ LN TEET,
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IP SLA VoIP UDP ¥ v ¥ —8h{EIL, FEESNIZHEE £ T, HEINIZEE AL v T NOHEE
ENFEEZ—F vk AL vFIT, A XsDOnflDO UDP 7 vy hat I UMBRETEREL TR
FHEHRAHE LET, ¥—F > b AL v T, T —TEELNELT 572012, IPSLAResponder
EFEITLTWDMERD D 77,

MOS %2 =7 & ICPIF A a7 4L 51214, VoIPUDP ¥y FEEZ R ET D & 1T, #EkiC
T2 —T v o AATERELET, BRI L2 —T v 7 XA 72T, <
oy b () . HEXAE—FROH A X (s) . 2y MR ©) . BIXOEMEOEE (f)

BT 730 MEICBEER SN E T 7272 L, BERGAIX, udp-jitter =< RO TIh
SDONRT A= EFETHRETHIEHTEET, 2FETTIHRINIT, 2—TLAR T 1 F=2l—
Tary TrANMIBEINTWALZ 2R LT IEEN,

ROFIT, A—T v 7 IZEDEMEITHERLSNDT 74V F RTA=FERLET,

RE:TIHIED VIPUDP S v 8 —BEIRS A= (I—T v 9 24 TR

a—Tvy FIFILEDERYA | TIHILEDNN|TIHILED | TO—TEHED
X 7y hRa4O— |y bEBR [Ny b3 [HEE )
F) (s) (t) (m)

G.711 mu-Law 160 + 12 RTP /31 | 20 ms 1000 1453712 1|
(g711ulaw)

G.711 A-Law 160 + 12 RTP /N A | 20 ms 1000 1437218
(g711alaw)

G.729A (g729a) |20+ 12 RTP /A k 20 ms 1000 14312 1 7]

7ol 21X, g7llulaw 2 —F v 7 OFPEZ R T 5 VolP UDP ¥ v % —EfEZ % E Lo 6. 7
B—7EEXT 7 A N T1LIZ 1R () #EESNET, &7 2 —78EIL 1000 /X7 > b

(n) THERR ST, 237 > MT 180 NA NOA/KRT —4# (9) &, 20 2 UMK () <
EEINET,

IP SLA ICPIF {&

CiscoNX-0S8 ¥ 7 b7 =7 i+ 2FD ICPIF EDOFH R IX, TE LTHEFMEEELR Y 2
DEER GBIENT v NERE Ty B) IZESHTWET, Ny NMEBIEE T > MK
IPSLA CHIETZEF, L7en->7T, ICPIFX (Icpif=lo+Ig+Idte+ldd+le-A) L, lo, 1g. BE&
Nldte DENTPr TH D EMETLHZ LI THFELESH, ROL IR £T,

et (Icpif) = BIEZEEREr (1dd) + #EERHERE (o) - WiFH/ T Koo 7 — 4R %
(A)
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BESIEFRE
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TREFTAIEM Z 2 THI o 7o) ([ZHESWTWET, —HHEIEEIX, G.107 (2002 FhK) D4y
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ﬁ‘o
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RIS LET
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PRGNS D EEHF R RE — W — %, B E ek OB E BRI & BIFCldenWZ L& T
HLTHWDAEEMERH Y 7, ZOEEKIE, MELET 7B AOFEN L FFHE DK T 08
DEWVWERERSZEEZHME L TNDIDT, 7 RN T =V (T 78R T RAUT—IU%HK
DlE) & HIFEZILET,

RORIFZITU-TEIEGIB ZHE LD T, AODEERKEOE Y N, fRfkEn sV —F
AT EICERLTOVET,

R8:7 FNUT—URBOEERKIE

BEY—EX 7 ENU T DR
A D KIE

kDA (EE R 0

BYNOEL Y T 4 (BT —Hki) 5

HIBEN E 72 IZENDOEE Y T o 10

BRI ~DOT 78 A (T 2%, ~/VTF Ry TfaEsE |20

e LicT 7R L)

IO OMEIFHEREICGES F A, BHROH D H0IZT51T1E., B4 (A BLOREDT 7
Vor—yaryCTEBRLEZOEEZ B LT, T2 I _Co7I7 =7 T VAT
VERH Y F3, 72720, EOEOEIZ, A EIRE BT VLERSH Y £4°,

IPSLA VoIPUDP ¥ v Z—EIEDT 7 /L s DT KA TFT—I R BUTH I 0 T,

IP SLA MOS {&
IP SLA |, ICPIF fi & MOS i & DT S 7= BfR 2 H LT MOS i a Pl L £,
A\

GE)  WEFEMOSIZIMOSCQE (CF#JA ' =4 38, 25k EHEE (I - Mean Opinion Score; Conversational
Quality, Estimated) %2 L £,

G.107 (2003 43 H) TEFE I/ E-Model 1E, (51637 A =2 BRKROFH $BE, LR
L) ZHAEDE T DOFHE, SF VEEFHMIFEE R REBH) 2EHTLZLIck- T,
R & FAKC D EERRMEEZ THILET, 0 (BIK) ~100 (&M THRENDZO
ML, MOS 72 & 2 —HF—DFBIN R LA FHT 272D S E T, BRIZiZ, MOS
FERBRHDOEBMAAMEH L CRETEET, HIIE2 &, ZOREZHEHAUEEL THEH
THUE, MOS i b RIRHEFH I TE £97,
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B Psiavoruor Uy s—BEORES KBRS Sa—1 LY

ICPIF fii & RAREL E ORI HEMENH Y £, IPSLA 1. ICPIF X a7 b EH S - RARE
OTFHME HEY) 72 MOS A 27 OMRMEZRH L T, ZOXSBEREFIH L £,

WDFRNZ, ki35 ICPIF fEIC% L CTAEMR IS MOS EEZ R LET,

& 9:MOS{EI=xt9 % ICPIFIED ®f 5B &

ICPIF D &5E (MOS | BN AT

0~3 5 R

4~13 4 =

14 ~ 23 3w

24 ~ 33 2 hEn

34 ~ 43 1 X HhHT/HhEIN

IPSLA i, MOS THHEZ HIZ1~5TRLET, s P¥EKEWE TY, MOSTENR 0 (Emr) @
AT, TOEICH L TMOS T — 2 2 AR T& o2 L AR LET,

IPSLAVoIPUDP v 2 —BMEDERESL L VR a—1)
2l
N

GE) < BRI TIX, IPSLA XKD EF a—7 v 7 (JEfEE) OrzR—FLET,

+G.711 A Law (g711alaw: 64 kbps PCM J£572%)
+G.711 mu Law (g711lulaw: 64 kbps PCM JEf&15)
* G.729A (g729a: 8 kbps CS-ACELP JEA5i4)

DAL NIZUDP Vv ¥ a7 4Xal—ary T— RTIIEHATEET AN, UDP

Vs (a—FT v 7)) BETIIMEATE EEA,
« history distributions-of-statistics-kept
* history statistics-distribution-interval
* request-data-size

e a—F v XA TEIEETDH L, codec-interval, codec-size, ¥ L U codec-numpacket ™
KA T a AR T 7 A MEPRERESIVET, T 740 MEX D HESE ST DR
REH (Bt a—T v 7 ORELRE) BELEAERE. MR, V14 X, BLUOVry

NEDEF TV a LV OEEEE LRNTLIZE0,

« ZOETH LT 5 showipdaconfiguration =~ > RiE, fREFS A HEHD BN » B
B LM DB (A7) 2RRLETH, ZRODMEIFY v — (a—FT v )

BRITEA S ERA,
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FIRDEE

Je

IPSLAVOIPUDP O v 2 —BIEDBRER L URSCa—1) v J .

Evk

«IPSLA BIENREI TSN TE LT, MatzAmk L TWeWngaix, verify-data 2~ K%

BEORERRIZIBI L T (IPSLAMRE— RTHE) . 7 —FMiE2 BN LET, 43—
TR D & BEEOIEDIIE L TWRWNE I RN F v 7 SNET, @ OEE
KelZverify-data=~ > RAfHT 5 & RERA ==~y RPN LOTHEEL T

éb\o

- debugipdatrace =~ FZfEH L, L debugipdaerror =~ FiX, IP SLA #ifE

BT OMBED NI TN =T 4 T EITD DAY R TT,

1R BHHIIZ
AN— FEFHIZ DWW TIX, Netstack " — RO~ (16 X—) 2L T 7Z IV,

apwbd-=

enable

configureterminal
feature sla sender

ipsla  operation-number

udp-jitter {destination-ip-address | destination-hostname} destination-port codec codec-type
[codec-numpackets number-of-packets] [codec-size number-of-bytes] [codec-inter val milliseconds]
[advantage-factor value] [source-ip {ip-address| hostname} ] [source-port port-number] [control
{enable| disable}]

history enhanced [interval seconds] [buckets number-of-buckets]
frequency seconds

history hours-of-statistics-kept hours

owner owner-id

tag text

threshold microseconds

timeout microseconds

tos number

verify-data

vrf vrf-name

exit

ip sla schedule operation-number [life {forever| seconds}] [start-time {hh:mm[:ss] [monthday
| daymonth] | pending | now | after hh:mm:ss} ] [ageout seconds] [recurring]
exit

show ip sla configuration [operation-number]
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FED FF 4
Fig
AR RFERET7TIVaY B#)
RATwvF1 |enable FiME EXEC E— REAICLET,
1 - s T ERFIREINES, NRAY—REAT
LET,
switch> enable
5w 2 |configureterminal rTa—)L a7 4 X2 lb—3ay EB— ARG
1 - LET.
switch# configure terminal
ATw 73 |featuresasender IP SLA ShEMREZ A LE T,
i -
switch(config)# feature sla sender
RTFwF4 |ipsla  operation-number IP SLA B{EDRREZ AL, IPSLA 27 4 ¥ =
1 L—yaryE—RIZBTLET,
switch (config)# ip sla 10
AT w75 |udp-itter {destination-ip-address| BIE, Y& BIUOVr v MEKOFEHERIZMN
destination-hostname} destination-port codec codec-type| » —  volp 2 2 7 2L+ 50 v ¥ (a—F v 7)
[codec-numpackets number-of-packets] [codec-size LT-® Sppe |
number-of-bytes] [codec-interval milliseconds] Bfre = PBIFEREL T
[advantage-factor value] [source-ip {ip-address|
hostname} | [sour ce-port port-number] [control {enable
| disable} ]
&1
switch (config-ip-sla)# udp-jitter 209.165.200.225
16384 codec g7llalaw advantage-factor 10
AFw 76 |history enhanced [interval seconds] [buckets (EE) IPSLABMEIK T D HLRIBEINAE 2 A —
number -of-buckets] T LET,
1 -
switch (config-ip-sla-jitter)# history enhanced
interval 900 buckets 100
RAFw 1 |frequency seconds ({EE) $87& L7z IP SLA BifEZ 0 IR 9 IR 2 5%
£l ELET,
switch(config-ip-sla-jitter)# frequency 30
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IPSLAVoIP UDP & v 2 — B DB ES L UR TS 1—1 vy [

ARV RERETIVa Y B &
25w S8 |history hours-of-statistics-kept hours (fEE) 1P SLA EhEDHTFHE 2 9 2 HREfRIEk
B - ERELET,

switch(config-ip-sla-jitter)# history
hours-of-statistics-kept 4

2779 |owner owner-id (L) IPSLA BfEOM5 % v hv—2 F8T 5
Bl b=l (SNMP) i % itiE LE T

switch(config-ip-sla-jitter)# owner admin

ATv710 |tag text (L&) IPSLAEMEDO = —W —f5E ID Z1ER L £
1 : 7o
switch (config-ip-sla-jitter)# tag
TelnetPollServerl
AT w711 |threshold microseconds (f£E) IPSLABMEIC L » TR &N D %y U —
i - 7 ®=4 ) URGEHERZ R RS D720 0 ERL
TUVMEEZRELET,
switch (config-ip-sla-jitter)# threshold 10000
AT w712 |timeout microseconds (fE&) IP SLA B{ENZ DER N7 v kv D DI
5l - BT DR 2 ROE L E T
switch (config-ip-sla-jitter)# timeout 10000
AT 713 |tosnumber ({EE) IPv4 v RU—2Z 2[RV | IP SLA Bi{ED
il - IPv4 ~ 2 —D ToS N1 M EERLET,
switch(config-ip-sla-jitter)# tos 160
A7 v 714 |verify-data (EE) IPSLABMERKINE N7 v MR LTT —
. SWHEOATEE F = v 75 L5 IC LET,
switch(config-ip-sla-jitter)# verify-data
A5y 715 |vrf vrf-name (fEE) IPSLA@EAMEH LT, v F7'm b=
Bl - TGPV AL v F 7 (MPLS) N—F L 7T
AX—h Xy hU—2 (VPN) WEE=4U 7
switch (config-ip-sla-jitter)# vrf vpn-A T&EDH L 5 i L/i”a‘o
ATy T16 |exit UDPY v ar7 4 Xal—var$7E—RE
%l - MTL, Zu—2)Lary7 4 Xal—y gy E—
NIZEY £79°,

switch (config-ip-sla-jitter)# exit
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ARV FFEREETIVa Yy

S

Z 5w 717 |ip saschedule operation-number [life {forever| il 2 DIPSLABWED A P a—1 7 RT A—H
seconds} ] [start-time {hh:mm[:ss] [monthday | daymonth] | . =12 LET,
| pending | now | after hh:mm:ss} ] [ageout seconds]
[recurring]
i -
switch(config)# ip sla schedule 5 start-time now
life forever
AT 718 |exit EE) Ja—)L a7 4FXal— g F—
Bl - RZ#&T L, i EXEC £— FIZRY £,
switch (config)# exit
A7 719 |show ip slaconfiguration [operation-number] (&) 9XToIPSLA EfEE 72135 E L 7= IP

1 -

switch# show ip sla configuration 10

SLA E{EICRET 2% EE%EZ., X THOT 74V bk
EEEDTERLET,

RDBERY

7 v TERAKT D E, FENOEELBIMAT D BRIT, BITEICTEIR L S WESRAT &

NN YAt =) [ Y el = N
AN

PRI L EVMEE =2 U & 7 DRE |

DIEZZRLTZS

IPSLA BIEDOFERZFR L, NEZMINT 521X, showip dastatistics # F4T9 HRilIZ, —
PANRT 4 F 2 —vay 774 VIHRESINTNDL I EAMR LTSN, —ERX L
SNFHIOIEEIKIET D7 4 — NV RO E2HRT D&, —ER X MU v 7 BSFFRFFAN

THLHNE D MEHWT HRICEDET,

IP SLA VoIP UDP E){/E D % E 5l

WOHITIE, TP SLA Responder 28 101.101.101.1 DF /34 A THTHDH Z L Zwife s LE T,

switch# conf terminal

Enter configuration commands, one per line.

switch (config)# feature sla sender
switch (config)# ip sla 10

switch
switch
switch
switch
switch
switch (config)# exit

switch# show ip sla config 10

IP SLAs Infrastructure Engine-III
Entry number: 10

Owner: admin_bofh

Tag:

config-ip-sla-jitter)# exit

End with CNTL/Z.

config-ip-sla)# udp-jitter 101.101.101.1 16384 codec g7llalaw advantage-factor 2
config-ip-sla-jitter)# owner admin bofh
config-ip-sla-jitter)# precision microseconds

config)# ip sla schedule 10 start-time now
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Operation timeout (milliseconds): 5000
Type of operation to perform: udp-jitter
Target address/Source address: 101.101.101.1/0.0.0.0
Target port/Source port: 16384/0
Type Of Service parameter: 0x0
Codec type: g7llalaw
Codec Number Of Packets: 1000
Codec Packet Size: 172
Codec Interval (milliseconds): 20
Advantage Factor: 2
Verify data: No
Operation Stats Precision : microseconds
Operation Packet Priority : normal
NTP Sync Tolerance : 0 percent
Vrf Name: default
Control Packets: enabled
Schedule:
Operation frequency (seconds): 60 (not considered if randomly scheduled)
Next Scheduled Start Time: Start Time already passed
Group Scheduled : FALSE
Randomly Scheduled : FALSE
Life (seconds): 3600
Entry Ageout (seconds): never
Recurring (Starting Everyday): FALSE
Status of entry (SNMP RowStatus): Active
Threshold (milliseconds): 5000
Distribution Statistics:
Number of statistic hours kept: 2
Number of statistic distribution buckets kept: 1
Statistic distribution interval (microseconds): 20

switch#

switch# show running-config | begin "ip sla 10"
ip sla 10
udp-jitter 101.101.101.1 16384 codec g7llalaw advantage-factor 2
precision microseconds
owner admin_bofh
ip sla schedule 10 start-time now
no logging console

switch# show ip sla configuration 10
Entry number: 10

Owner: admin_ bofh

Tag:

Type of operation to perform: jitter
Target address: 101.101.101.1

Source address: 0.0.0.0

Target port: 16384

Source port: 0

Operation timeout (milliseconds): 5000
Codec Type: g7llalaw

Codec Number Of Packets: 1000

Codec Packet Size: 172

Codec Interval (milliseconds): 20
Advantage Factor: 2

Type Of Service parameters: 0x0
Verify data: No

Vrf Name:
Control Packets: enabled
Operation frequency (seconds): 60

Next Scheduled Start Time: Start Time already passed
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B 1P LA voIP UDP B EGREHERO 1 H DR

Life (seconds): 3600

Entry Ageout (seconds): never

Status of entry (SNMP RowStatus): Active
Connection loss reaction enabled: No

Timeout reaction enabled: No

Verify error enabled: No

Threshold reaction type: Never

Threshold (milliseconds): 5000

Threshold Falling (milliseconds): 3000

Threshold Count: 5

Threshold Count2: 5

Reaction Type: None

Number of statistic hours kept: 2

Number of statistic distribution buckets kept: 1
Statistic distribution interval (microseconds): 20
Enhanced History:

I—FT v BATRY v XA —EERICHER STV DG E, BT Yy X —0 [HEHRY A X
(ARR 7—#4 %) (Requestsize (ARR dataportion) ) | . [/3% v Rt (Number of
packets) | . BX O TRkE (=41 27 v2f) (nterval (microseconds)) | D/37 A—# (L, show
ipda fipk a2~ RO DIZIIFRREINEFA, RbYVIZ, Ta—F v 7 XFry b A X
(CodecPacketSize) | . [=z—F v 7 /3 M& (Codec NumberofPackets) | . XY a—
Ty 7k (A4 27 a8) (CodecInterval (microseconds) ) | NERINFET,

IP SLA VoIP UDP B/t 51D L S DEXEHI

LTIz, Vv &— (a—Fv7) BfenEFEZa7 (ICPIFfEE MOS 8) #F T 504
L/i‘j‘o

switch# show ip sla st
IPSLAs Latest Operation Statistics
IPSLA operation id: 1
Type of operation: udp-jitter
Latest RTT: 11999 microseconds
Latest operation start time: 02:39:33 UTC Sat May 05 2012
Latest operation return code: OK
Latest operation NTP sync state: NO_SYNC
RTT Values:
Number Of RTT: 10
RTT Min/Avg/Max: 9000/11999/17000 microseconds
Latency one-way time:
Number of Latency one-way Samples: 0
Source to Destination Latency one way Min/Avg/Max: 0/0/0 microseconds
Destination to Source Latency one way Min/Avg/Max: 0/0/0 microseconds
Jitter Time:
Number of SD Jitter Samples: 9
Number of DS Jitter Samples: 9
Source to Destination Jitter Min/Avg/Max: 0/223/2001 microseconds
Destination to Source Jitter Min/Avg/Max: 0/2001/6001 microseconds
Packet Loss Values:
Loss Source to Destination: O
Source to Destination Loss Periods Number: 0
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B,
=% =R

IPSLAUDP * J—E{FDETE

ZOFETIE, IPY—ER L-ULEEK (SLA) 2—H% 5—% 7 F A 7a hajb (UDP) ©a—
EEZFE LT, Cisco A v F L IPVA ZFEHT 5T A A LD D= Ry —x v NIRER
WZET=2T25HECOWTHFALET, UDPxTa—DkEIL, Bt D Cisco AA ~ F TIP
SLA Responder #ffi 195 Z LTk > TM ELET, ZDEY 2—/LTlL, UDP =2 —#ifED
FERAERTLTHI L, UDPT IV —a DR T 4 —< 2 ZA5EWET S HEICHONTH
HLET,

ZOET, WOETHEINTHET,

« UDP — = —#ifE (41 _—2)

« UDP = =2 —E){EICBIF 2 B FH M FE (42 =)

« 3E5CT /3 A A CTD IP SLA Responder D% E (44 ~X—)

« EETLT A ATORAUDP = a—8fEORTE (46 ~<—)

« ERFETLT NAATOL T v ar NT A—F 5 L7z UDP =a—8ifEORE (47 ~X—
)

*IPSLABED AP a—U 7 (50 ~—2)

« UDP = =t — B {EDHERSB] (53 ~—2)

UDP — O—&)4F

UDP = 2 —#h{El(X, Cisco AA v F EIPEHHTHT A AL DR Ty K —=x 2 RIGERE
WEHELET, UDP X, Z<DOIP Y —EATHEHEIND FT U AKR—Kg (LAY 4) A
YHA—Fy b 7u ha)cd, UDP = a— (I SERMEZRIEL, = Ry —x v ROk

FAMTLHEDIHEHENET,

WROETIE, AA v F A IPSLA Responder & L TREES4L, AA v F BREEICIPSLA T
NARAELELTRESINLTVET,
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IPSLAUDP Ta1—8#kiE |
B vorco-mrcEyszEEELHnEE

IP Host 1
R o S
J{f -\I
f,
F:uutar A
/ —"r< UDP Echo opemtion
! o

Periormance Router B E
management
application

AA v F BIPBIHAA vF (AL v FA) ICUDP =a—FRA vt —V%EEL, AA v
FANSLDUDP T a—5A 2 %5+ 5 CORMEZRET S Z LT, W& (7 R
Uy 7)) BRI SHET, UDP=a—DREIL, AA( v F A (FEED Cisco AA v F) T
VAR EERTHZ S Lo TH ELET, F8EAA v F 3 Cisco A1 v FOEHE, 1P
SLA Responder [345E L72EEOR— hEFIZUDP 7T —X V7 L2 XELET, v A3 72
A A&FEHT H%4A . UDP = a2 —@8fEIZI51) 5 IP SLA Responder Off fIZLE CTF, v A=
DS DT R4 T IP SLA Responder i ET 5 Z LIXTE EH A,

T R MYy BIERE A HIE L. Cisco 3 XX Cisco LA D T /34 AT ~DEEH %5 T A
FT5Z LIk T, BRI UT A ANRT T r— g CEELZMED h 5 7L
Va—T 4 T EITOBIC, UDP = a—@EDRERN/KIISZ ENH Y 9,

UDP T O —HFICEAT 0 FEFIR L HIMNEIA

o« X — U — RN TW Bshow= <> RinternalZ A — SR THEH A,

IPSLA /X4y kD CoPP D#&ERK

mﬁA@@%kﬁ@&x&%wTﬁﬁféﬁm W&Aﬂ#yb®ﬂxxw%%%ﬂ¢é%
iED CoPP NS MLEZ R D560 ) £9, @E, Zoarbte—L FL—r R
(%W)&Eﬁ\WﬂA:/Fm%wfv%yﬁi@f%§7V%VN&y%ﬁﬂykm%
NT L= R T ANZARIE ST Ry IR0 E 2T 5H72DIT, IPSLAEE
FLZEMOM ST DTS4 2 THETT, IPSLA TlEa2—H—iEFHD UDP R— &2+ 2%
72, aryhrae— ) T —r DT XTOIPSLA N v FEFAITAHATERHY FHA, =
721, IPSLA MR CT& 28t/ E R — hozhEFhaREdT s 2 Lidcafd,

IPSLA 7' v — 7 B ORGSR & OYEEEMIZ BT 2 5/ DU Tik,  Cisco Nexus 9000 SeriesNX-OS
Verified Scalability Guidez B L TL 72 &1,

. Cisco Nexus 9000 </ ') — X NX-OS IPSLA A4 K. U 1J—X 10.6(x)



| PSLAUDP To—EtEDEHRE
Netstack R— k&5 D — .

LITFIZ, IPSLA ST » R D/ AR —ZFF A % CoPP B 27~ LET, ZOFITiE, Bk
FeAR— K EE(EILA— F A3 6500 ~ 7000 DFIFHTH D Z L &RifEE LTWET, ZOFITIL,

lnsert-before] 23T SN TWRWEE,  Tclass-default] D212 [copp-ipsla) MBS LE
ﬁ—o

\}

CE)  ROWEBNL, 77 FT7d—bIN—RU =T A4 AL TRRDGENHY £F, IPACL
3 LN CoPP DF%EDFEMIZ DUV TIE,  [Cisco Nexus 9000 Series NX-OS Security Configuration
Guide] ZZM LTI 720,

ip access-list acl-sla-allow
10 remark ### ALLOW SLA control packets from 1.1.1.0/24
20 permit udp 1.1.1.0/24 any eq 1967
30 remark ### ALLOW SLA data packets from 1.1.1.0/24 using ports 6500-7000
40 permit udp 1.1.1.0/24 any range 6500 7000

class-map type control-plane match-any copp-ipsla
match access-group name acl-sla-allow

policy-map type control-plane Custom-copp-policy-strict
class copp-ipsla insert-before Custom-copp-class-12-default
police cir 1500 kbps

control-plane
service-policy input Custom-copp-policy-strict

switch# show policy-map interface control-plane | be copp-ipsla
class-map copp-ipsla (match-any)
match access—-group name acl-sla-allow
set cos 7
police cir 1500 kbps , bc 32000 bytes
module 1
transmitted 0 bytes;
dropped 0 bytes;

class—-map Custom-copp-class-1l2-default (match-any)
match access-group name Custom-copp-acl-mac-undesirable
set cos 0
police cir 400 kbps , bc 32000 bytes
module 1
transmitted 0 bytes;
dropped 0 bytes;

class—-map class-default (match-any)
set cos O
police cir 400 kbps , bc 32000 bytes
module 1
transmitted 122 bytes;
dropped 0 bytes;

Netstack 7R— ~EE D —E

IPSLA [T, =N DFy hAY v 7 K= MANOR— bDOAEZZTANET, Tu—7
DRGETHA SN DEETTA— b LR — M. SLAREME SLA L AR ¥ THR—
kAL TV D netstack R— b & —F L TWHRERH Y £77,
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. 585 T /N4 A T IP SLA Responder D% E

VIO NR—= 3 b= 3 2 93(1) LA D/X— 3 2 ISSU 2 FEA T4 5581, SSHAR—
Ml DOa—F —EFZR— FOBENRORIZEH EIN TV EHFHNICH D Z & 2R L TL
7230,

& 10:ISSU D R— ~EaEH

NnN—=3v T4 I bDR— EIFHE

9.3(1) Kstack 72— /L AR— h46PH (15001 ~ 58000)

Netstack = — /L " — ~&PH (58001 ~
63535)

nat AN— M&IFH (63536 ~ 65535)

9.3(2) Kstack @ — % /L /R — h4FH (15001 ~ 58000)

Netstack = —# /L AR— & (58001 ~
63535)

nat N — MEH (63536 ~ 65535)

9.3(3) LAFE Kstack = —77/L AR — R (15001 ~ 58000)

Netstack @ — /L 7R — R&FH (58001 ~
60535)

nat " — M&IFH (60536 - 65535)

show sockets local-port-range =~ & R &4 4E =~ > Ni&, EEANSEROR— i
HFRRALET,

PUFIX, netstack A8 — M &2 K3 541T9,

switch# show sockets local-port-range

Kstack local port range (15001 - 22002)
Netstack local port range (22003 - 65535)

5T /N1 X T IP SLA Responder D% 5E

FIRDHE

1R BHHIIZ

IP SLA Responder Z 3235615, BRI E LTHEHAT L XYy hT—F 2 7 TN ARV R
ATNAATHY, TOTNARAIFy NT—J 2N L TR T EAMBLET,

1. enable
2. configureterminal
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3. featuredaresponder
4. RONVTNNEFITLET,
« ip slaresponder

1 :

585 T /XA R TO IP SLA Responder D% E .

switch (config)# ip sla responder

« ip slaresponder udp-echo ipaddressip-address port port

i -
switch (config)# ip sla responder udp-echo ipaddress 172.29.139.132 port 5000
5. exit
FlgD 4
FIE
ARV RERERTIVa Y =LY
RT w71 |enable M EXEC E— R& A X —7 /M LET
i Ta v INRFERINTZDH, NATU—REANLE
switch> enable 7,
Z 5 2 | configure terminal Ta—\)ar7 4 Xal— gy B— N2
f5 LET
switch# configure terminal
AT 73 |featuredaresponder IPSLA D L AR e 2 AN LET,
fl
switch (config)# feature sla responder
ATV T RONTRNEFEITLET, -
« ip saresponder « EETL B ORI A & — IR U T, Cisco
5l T /34 AZE1F % IP SLA Responder F§HE & —HF
' FINCHZIZ L ET,
switch (config)# ip sla responder
. . . « FELTT m b AN EY T 555D
« ip slaresponder udp-echo ipaddressip-address
pport poﬁp P P P BUETY, —oawy RiE, EEDPT FL
A} X OVR— bk T IP SLA Responder #§4E % 7K #5t
B - B HBIC LET,
switch (config)# ip sla responder udp-echo . — N S N ~
ipaddress 172.29.139.132 port 5000 %Mﬁ”i‘ A i ]\VC/])Z\»—7/I/&“‘7L£ Y iﬁ—o
25w F 5| exit Ja— N arZ 4 Fal—var T REKT
i - L. F# EXEC E— FIZRY £7,
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IP SLAUDP T —E#5 D&% |

ARV RFERETIVa Y

B8

switch(config)# exit

INA ATOEAXRUDP Ta—FHEDHETE

Z TR, HELTORA UDP = a2 —8fEE R T 5 HIEIC DWW T L E 7,

\}

GE) T PEERT DB, 3 OELBET D BT, IP SLA BIEIC TR L & W E
SIS N A—%BMT 5%, [PHHLEVVET=Z) 7 ORE] OHEEZE LT
<&V,

1R BHHIIZ

IP SLA Responder % {3 2 541%

. DX AT BT DHIIC

(%6557 /N4 2 CD IP SLA

Responder D% iE] OHAZZML T < 7ZE0,

udp-echo {destination-ip-address | destination-hostname} destination-port [source-ip {ip-address

| hostname} sourceport port-number] [control {enable| disable}]

=)

FIEDHE
1. enable
2. configureterminal
3. ip daoperation-number
4.
5. ({E&) frequency seconds
6. (fLE) end
Flgn
FIE
ARV RFERRETI a3 Y
AT w71 |enable
i) :

switch> enable

¥i#E EXEC T— &AL £,

Tar7 ERFRESNIEL, NAT—=REANLE
ﬁ—o

ATy T2

configureterminal

1

switch# configure terminal

Jao—m\)Lar7 4 Xalb— gy E— NeBith
L\i‘j—‘o

ATvT3

ip sla operation-number

1

IP SLA B{EDOFRTELZBAME L, IPSLA 27 4 X =

L—y gy B— RICBITLET,
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RETRFNARTOA T2y 185 2—5 &AL P Ta—BfoRE [

AU RFERET7TIV3 Y B
switch(config)# ip sla 10
2w 7 4 | udp-echo {destination-ip-address| destination-hostname} | UDP — = —#hi{E%4 €35 L. IPSLAUDP 2> 7 4 ¥ =
destination-port [source-ip {ip-address | hostname} L— gy B— FEBMBLEST,
sourceport port-number] [control {enable| disable}]
_ EETLAAL v TFEE—F v N AL v FOM5TIP
Bl SLA #1712 | =L & S+ 5 556 D, control
switch (config-ip-sla)# udp-echo 172.29.139.134 . T e IS PN
2000 disable ¥ — VU — FOMHALEDLDEEHEHA L E T,
ATv 75| ({EE) frequency seconds fEE L2 IPSLAEMEA#: V IR MR 25 E L £ 7
fi
switch (config-ip-sla-udp)# frequency 30
ATy 76| (L&) end F5HE EXEC ©— RIZERY £,
1 -
switch (config-ip-sla-udp)# end

— —

EETTTINAATODA T I NS A—2%=FHLT-

UDP T o —B){FDEXE

TIZTEH RETRTARAAATAH TV ary NI A = &R L CUDP = a—@{E2 K+ 57
HEZHOWTEHBHLET,

)

G¥) N7 TERERT D BW, E2I3BOEEZBLET 5 HEY T, IP SLA BifEIC TBIR) L & WM
K EBUG N =BT A, [PHHULEWVEE=2 U 7 ORE] OEAESKRL T
TEEW,

1R BHHIIZ

Z OBEYET IP SLA Responder Z i L TV 5356, 50557 /31 A T Responder % 5% i7" 5 ok

NV ET, BT /XA A TO IP SLA Responder D] ZZM L T IEEW,
FIEDHE

1. enable

2. configure terminal

3. ip sla operation-number

4. udp-echo {destination-ip-address| destination-hostname} destination-port [sour ce-ip {ip-address

| hostname} sourceport port-number] [control {enable| disable}]
(f£&) history buckets-kept size

o
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IP SLAUDP T —E#5 D&% |

6 (f£7%) data-pattern hex-pattern
7 (f£&) history distributions-of-statistics-kept size
8. (L&) history enhanced [interval seconds] [buckets number-of-buckets]
9. ({EE) history filter {none| all | over Threshold | failures}
10. (f£E) frequency seconds
1. ({EE) history hours-of-statistics-kept hours
12. (L&) history lives-kept lives
13. ({E&) owner owner-id
14. ({£E) request-data-size bytes
15. (f£E) history statistics-distribution-interval milliseconds
16. (L&) tagtext
17. (f£&) threshold milliseconds
18. ({E&) timeout milliseconds
19. (&) tosnumber
20. (L&) verify-data
21. exit
FIEDEEH
Fig
AR RFERET7TIV3Y B#)
ATy 1 |enable FiHE EXEC E— RZAMIC L E T,
i - Iar T EREREINIZH, NAT—REATILE
switch> enable 7fo
5w J2 |configureterminal ZTa— ) a7 4 X2 lb—3ay B— NEELG
1 LET.
switch# configure terminal
A7 v 73 |ipsaoperation-number IP SLA BifEORREZBALG L, IPSLA 227 ¢ ¥ =
Bl - L—y g E— NICBITLET,
switch (config)# ip sla 10
X Fw 74 |udp-echo {destination-ip-address| destination-hostname} | UDP — = —#i{E4 E3 L. IPSLAUDP = > 7 ¢
destination-port [source-ip {ip-address| hostname} Fal—ay T— REBMBLET,
sour ceport port-number] [control {enable | disable}]
_ EETXAA v T X —5F > b AL v F Ol TIP
Bl SLAHI# 7 1 k2% T BHADH. control
switch (config-ip-sla)# udp-echo 172.29.139.134 disable ¥ — 1 — %@ffﬂﬁé\b“@‘%{ﬂf)ﬂ Liﬂ—
5000 °
ATvTH (f£7%) history buckets-kept size IPSLABNMED 7 A 7 A LHITRFET 2B N7
i - MEAEHRELET,
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RETRFNARTOA T2y 185 2—5 &AL P Ta—BfoRE [

ARV FFEREETIVa Yy

E:)

switch (config-ip-sla-udp)# history buckets-kept
25

ATvT6 (f£&) data-pattern hex-pattern T —HARDOT A D722 IP SLA BifED T — X
_ INH = BIEELET,

i -
switch(config-ip-sla-udp)# data-pattern

ATvT1 (f£&) higtory distributions-of-statistics-kept size |IP SLA Bi{EH I v 7 HAL CREFT 2 FaHEHR O
- BEHBERELET,
switch(config-ip-sla-udp)# history
distributionsof- statistics-kept 5

ATv78 (f£&) history enhanced [interval seconds] [buckets | IP SLA Eh{E(Z i3 2 RsREIEINE = Ao L7,
number-of-buckets]
i -
switch (config-ip-sla-udp)# history enhanced
interval 900 buckets 100

ATv79 (f£&) history filter {none|all | overThreshold | |IP SLA EI{EDEET — 7 /KT DIEHRD ¥ A
failures! TEERLET,
i
switch (config-ip-sla-udp)# history filter
failures

ATv 710 | ({EE) frequency seconds fEE L7- IP SLA BfEA# 0 IR IR 2 E L £
il - ke
switch (config-ip-sla-udp)# frequency 30

ATy 71 | ((£&) history hours-of-statistics-kept hours IP SLA Eh{EDHEEHE & PR3 2 RFfR B2 3 E L
il - ek
switch(config-ip-sla-udp)# history
hours-ofstatistics- kept 4

ATwTF12 | ((£E) higtory lives-kept lives IP SLA BIEDERET — 7 WATKEANT 2 T A 7 8%
bl - RELET
switch (config-ip-sla-udp)# history lives-kept 5

ATv 713 | (fLE) owner owner-id IP SLA BIEDfi S % v N U — 27 EH T 1 | 2L
B - (SNMP) P H ZBE L £
switch (config-ip-sla-udp)# owner admin

ATy 714 | ((£E) request-data-size bytes IP SLA BH{EDEER /T > DA v— NZEBIT S
B - Jua han s—F A XERELET,

switch(config-ip-sla-udp)# request-data-size 64
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IPSLAUDP Ta1—8#kiE |

ARV FFEREETIVa Yy

S

ATvT15

(f£&) history statistics-distribution-interval
milliseconds

1 -

switch (config-ip-sla-udp)# history statistics
distribution- interval 10

IP SLA B CHERFT % 4 503 HI IO BUIZ 6 % 7
ELFET,

ATy 716 | ((LE) tagtext IP SLA BMED 2 —H —F57E ID ZAFR L £ 7,
1
switch(config-ip-sla-udp)# tag TelnetPollServerl
AT 711 | ({£&) threshold milliseconds IP SLA Bi{EIC Lo TIER SN DRy hU—2 £=
_ Z Y T HEHEREFET 27200 FRLE\WEE
i -
. . e LET,
switch (config-ip-sla-udp)# threshold 10000
ATv 718 | ({£E) timeout milliseconds IP SLA BMENZ DELR N7 v b DISE &Rk
15“ . j—ZDE%}ﬁEﬁ%gQﬁg L/jzj—o
switch (config-ip-sla-udp)# timeout 10000
ATv719 | (&) tosnumber IPv4 3y N —2ZIZfRY | IP SLA B)fED IPv4 ~
B - HZ—@ ToS "1 M EZRLET,
switch (config-ip-sla-jitter)# tos 160
ATv7T20 | ((£E) verify-data IP SLA BIENKILE N Mk L TTF — 2 ikt

51

switch (config-ip-sla-udp)# verify-data

DHEEEZTF =y 7 THLIICLET,

ATy T2

exit
1 -

switch(config-ip-sla-udp) # exit

UDP2Y 7 4 Xal—ar P 7TE—REKT L.
Jua—r )L a7 4 F¥al—vary E—RIIRED
7,

IPSLASIED RS a—1) 25

Z 2T

IP SLA BifEZ Ay 2 —L3 B FEIZHOWTHA L ET,
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pstagtenzsra—y>y |

1R BHHIIZ

\}

GE)

c ATV a— N ENDHTRXTOIPSLA BENT TICRESNTWARLENRH Y £,

cHHENMEI N —T TR P 2 — L ENTT X TOMEOHENFE U TR RY £4

/‘Uo

cBEENME L—TITBMENS 1 S EOBEID HEDY X NI, o~ () 25
R 125 CRICHIR S U E T,

T

o

FIRDOHE
1.
2.
3.

4. exit

« IP SLA BfENRFATSNTE BT, MEFEER L TORWIGAIEL, verify-data =~ R %
BEORERRIZEM L T (IPSLAMEKE— RTHRE) . 7 —ZRilzFMc L3, 4 F—
TN D & FEEDISENRE L TN E S 0Bl F =y 7 SNET, EHFOBE

FriCverify-data =t~ > R4 5 & RERA ==~y RPN LOTHERE LT
éb\o

<7

- debugipdatrace =~ > F&fiH L, L Udebugipslaerror =~ > KiE, IP SLA BifEIC

M ABEDO RTINS a—TFT 4 o T BT OO a~ L R T,

enable
configureterminal

RONWTIINZEFETLET,

« ip sla schedule operation-number [life forever { | seconds}] [starttime {hh: mm[: ss] [month

day | day month] | pending | now | after hh : mm: ss}] [ageout seconds] [recurring]

1 :

ip sla schedule operation-number [life {forever | seconds}] [starttime {hh :
mm[: ss] [month day | day month] | pending | now | after hh : mm : ss}] [ageout
seconds] [recurring]

* ip sla group schedule group-operation-number operation-id-numbers schedule-period

schedule-period-range [ageout seconds] [frequency group-operation-frequency] [life{forever
| seconds} ] [starttime{ hh:mm[:ss] [month day | day month] | pending | now | after hh:mm:ss}]

1 :

switch (config)# ip sla group schedule 1 3,4,6-9

5. showip slagroup schedule
6. show ip sla configuration
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IPSLAUDP Ta1—8#kiE |

F gD FEH
FIR
ARV RFERIETY Va3 B#Y
AT 71 |enable FitE EXEC E— REZ AT L E T,
fi Tuar T IRERRINTEH, NATY—REANLE
switch> enable 7,
AT w 72 | configureterminal rTa— ) a7 4 X2 b—3ay B— FEEG
15“ : L/iﬁ—o
switch# configure terminal
AT T3 ROWVTNOEFATLET, -
« ip sla schedule operation-number [life forever { | « il %2 @ TP SLA BiED G E D H
seconds} ] [starttime {hh: mm[: ss] [month day | day S o e
month] | pending | now | after hh: mm: ss}] [ageout @}‘TQE)’SLA@WE@X#/JH Vo7 R7 A=
seconds] [recurring] ZERELET,
il - EHENEAR T Y 2 —TF DEHEDI
ip sla schedule operation-number [life A2 a—0 T ENAIPSLA #B{E7 v—7
{forever | seconds}] [starttime {hh : mm[: = = e > S N
ss] [month day | day month] | pending | now %ﬁk@]f/ﬁ%‘éﬁ@igigﬁ 72—/ a7 g
| after hh : mm : ss}] [ageout seconds] Xal—T gy E— }‘T?Eﬁbi'@ﬂo
[recurring]
« ip sla group schedule group-operation-number
operation-id-numbers schedule-period
schedule-period-range [ageout seconds] [frequency
group-operation-frequency] [life{forever | seconds} ]
[starttime{ hh:mm[:ss] [month day | day month] |
pending | now | after hh:mm:ss}]
{1 -
switch (config)# ip sla group schedule 1
3,4,6-9
AT v 74| exit FHE EXEC £— RIZE D £,
1 -
switch (config)# exit
R T 75 |show ip slagroup schedule (EH) IPSLA ZV—F A7y 2 — L O % %
15'] : ﬁ—\‘ L/i‘é‘o
switch# show ip sla group schedule
A7 76 |show ip sla configuration (fEE) IPSLA REDFEMAR T LET,

1 -

. Cisco Nexus 9000 </ ') — X NX-OS IPSLA A4 K. U 1J—X 10.6(x)



| 1PSLAUDP T o—EntEDEE
uop T a—spten sl ]

ARV RFERFTIVaY =)

switch# show ip sla configuration

RDEZRY

N7 o T RART DA, EIROEELBMGT S BRIT, BIRIC PRI L & WESRME & X
J& U A—=ZBMT51iE, TFHMLEWEE=2 Y 7 ORE] OHEZzZRLTIES
AN

IP SLA Bi{EDFERZFR L, WA ZMERT 5I2I%, showip dastatistics =~ > & L %

T, AEFTHRNC, 2= LR T 4 Fal—Tay 77 A MEEEINTND 2 L 2R
LTLEEN, =R L LB OILEIHIET D7 4 — NV ROR N 2HRT L L, —E
Z A RN w7 BREHERFINTH D008 9 2l %I b £,

UDP T O —ENEDFE R

PIFIZ, 7212 BICBh S, mERIZEITEINS UDP =2 — D IPSLA B{EX A 7 &4 5
&R LET,

ip sla 5

udp-echo 172.29.139.134 5000

frequency 30

request-data-size 160

tos 128

timeout 1000

tag FLL-RO

ip sla schedule 5 life forever start-time now
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=% =R

IP SLA TCP = NEDEEE

ZDETIL, Cisco AA v F & IPva 2T 57 /54 ADOR D, TCP HEFEMEDFATIZET 5
JSERFMAHETE 2 X512, IPh—E R LULEE) (SLA) O TCP BB {EA &Rk % )7
EIZHOWTEB L £9, TCP #kt DFEEE L. 55D Cisco A = F T IP SLA Responder % fi ]
THZEICL-oTChmELET, ZOETHE, TCP EHIEORK EELFRLTHOWL, *v b
T — 7 NOP— =B LKA M~OEFEED, 1PV —E R LU ED L HITHET S
ATREPEN & 2 & HIWT 2 FIEIZOWTH A L3, TCP #kafEix, frEn7 7V 7r—
Ta VT D — = DIRE R O JIE o — N — O R ]I OFEGE T A MTENLH £,

ORI, UTOERHY £9°,

* TCP £t EIEICBIT 2 fF (55 ~—2)

« IP SLA TCP BB EDO R EICBI T 21 EE FH L filfFE (56 ~—)

« 56957 /XA ATO IP SLA Responder DF%E (58 ~—)

« EFEILT A ATO TCP HEEOREL L OAR T Y a—U 7 (60 <X—)
« TCP Bt EEOMERE] (67 _—2)

TCP HEHEMEICBE T 517 %k

IP SLA TCP ###tEh{ElL, Cisco AA > F & 1P ZEHT 57 /31 AD] D TCP HEfBiED FAT
WCHET LIS ERH ZE LE T, TCPIL, FEEORWAZET —FEEEZITI N T VAR —
Mg (LA¥4) A% —Fy b7'a harTd, kT A AL IPEFEHTHEEOT A
A A F721% IP SLA Responder (272 V) £,

WOKETIE, AL v T BNREETLIPSLA T34 AL LTHRESIL, IPARA M1 23T A
A LT 5 TCP #whENRE SN THET,
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IP SLATCP #£#81EDEE |
B psiatcrzEBEoRTEICEYT 2 ESE L HI0BE

%. N .?
Switch A ‘/\_QSH TCFP Connect opsration

m
F—r 3
Performan Switch B B
managemeant

application

B SEIRNE, AL v FBOLIPAHAAMIICTCPER A v —U5 R ELTHEL, IPFXA
M DB DIEEESZETAETCORMEZHE L CTEHINET,

TCP Bt DKL, 565D A 2 5734 A2 IP SLA Responder Z 145 Z L2k » Tl b
LET, 5B AA T 0 Cisco AA T D6, IP SLA Responder 1L, 6§ L72/EEDOAR— b
5 ~D TCP Bt 2 S L £97, 585578 CiscoIP AR A R TRWEAIX, MO fedR— N &5
EIRETLOMLENRHY 7 (72& 21X, FTPIZiX 21, Telnet (213 23, HTTP $—/3—I(Z1% 80

EIEE) .

VA T AT 556, TCP #6#EIC IP SLA Responder Z /]2 72 & 9 23T

BT, YAalSDT SA A2 TP SLA Responder iR ET 5 Z LIXTEEH A,

TCPHEEGIL, AR R E7IXT 7Y r—2 a VORTHMEEZ T A N 5720l L
7, Telnet, SQL, BLUMLD X A 7O v I 2L —2a v T5Z LIk TH—n—F8
YT FV r—2 g O T+ —~ AT AT HE, P —E R LUL DRI
MHET,

IP SLATCP Z#EBMEDREICE T 4 FTTFHEHINWER

e F— U — KBV T bshow= < > Rinterna IV A — F ENTWEH A,

IPSLA /X4 @ CoPP DAL

IP SLA B{EZ KU 2 27—V CERT 586, [P SLA /X7 R D/SRA AV —%FF a9 55
JED CoPP HERA MBI 2 D550 H Y £, @, Zoaryhe— L FL—r R T
(CoPP) EIL. IPSLAZ> bu— LT L —rBIOT—4 L —r Xy hday ha—
W= RY U T ANZARIE 2T Ry IRV E 2T 57D, IPSLAEE
B LZEMOM ST DT SR A THETY, IPSLA Tlia—HV—E&ED UDP R— F & EH+ 25
720, aryhra—1L FL—r~DFTXTDIPSLA X7 v FEFATHFEERH Y THA, 7=
721, IPSLA MR CT& 28 e/ixE nR— hozhFhaiRet s 2 Lidca 4,

IPSLA 7' vt — 7 B ORFER A OYRIEMEIZ B~ 2 5ERZ oUW TiZ,  Cisco Nexus 9000 SeriesNX-0OS
Verified Scalability Guidez 2 L T 72 &0,
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Netstack R— k&5 D — .

LITFIZ, IPSLA ST » R D/ AR —ZFF A % CoPP B 27~ LET, ZOFITiE, Bk
FeAR— K EE(EILA— F A3 6500 ~ 7000 DFIFHTH D Z L &RifEE LTWET, ZOFITIL,

lnsert-before] 23T SN TWRWEE,  Tclass-default] D212 [copp-ipsla) MBS LE
ﬁ—o

\}

CE)  ROWEBNL, 77 FT7d—bIN—RU =T A4 AL TRRDGENHY £F, IPACL
3 LN CoPP DF%EDFEMIZ DUV TIE,  [Cisco Nexus 9000 Series NX-OS Security Configuration
Guide] ZZM LTI 720,

ip access-list acl-sla-allow
10 remark ### ALLOW SLA control packets from 1.1.1.0/24
20 permit udp 1.1.1.0/24 any eq 1967
30 remark ### ALLOW SLA data packets from 1.1.1.0/24 using ports 6500-7000
40 permit udp 1.1.1.0/24 any range 6500 7000

class-map type control-plane match-any copp-ipsla
match access-group name acl-sla-allow

policy-map type control-plane Custom-copp-policy-strict
class copp-ipsla insert-before Custom-copp-class-12-default
police cir 1500 kbps

control-plane
service-policy input Custom-copp-policy-strict

switch# show policy-map interface control-plane | be copp-ipsla
class-map copp-ipsla (match-any)
match access—-group name acl-sla-allow
set cos 7
police cir 1500 kbps , bc 32000 bytes
module 1
transmitted 0 bytes;
dropped 0 bytes;

class—-map Custom-copp-class-1l2-default (match-any)
match access-group name Custom-copp-acl-mac-undesirable
set cos 0
police cir 400 kbps , bc 32000 bytes
module 1
transmitted 0 bytes;
dropped 0 bytes;

class—-map class-default (match-any)
set cos O
police cir 400 kbps , bc 32000 bytes
module 1
transmitted 122 bytes;
dropped 0 bytes;

Netstack 7R— ~EE D —E

IPSLA [T, =N DFy hAY v 7 K= MANOR— bDOAEZZTANET, Tu—7
DRGETHA SN DEETTA— b LR — M. SLAREME SLA L AR ¥ THR—
kAL TV D netstack R— b & —F L TWHRERH Y £77,
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. 585 T /N4 A T IP SLA Responder D% E

VIO NR—= 3 b= 3 2 93(1) LA D/X— 3 2 ISSU 2 FEA T4 5581, SSHAR—
Ml DOa—F —EFZR— FOBENRORIZEH EIN TV EHFHNICH D Z & 2R L TL
7230,

& 11:1SSU DR— EEH

NnN—=3v T4 I bDR— EIFHE

9.3(1) Kstack 72— /L AR— h46PH (15001 ~ 58000)

Netstack = — /L " — ~&PH (58001 ~
63535)

nat AN— M&IFH (63536 ~ 65535)

9.3(2) Kstack @ — % /L /R — h4FH (15001 ~ 58000)

Netstack = —# /L AR— & (58001 ~
63535)

nat N — MEH (63536 ~ 65535)

9.3(3) LAFE Kstack = —77/L AR — R (15001 ~ 58000)

Netstack @ — /L 7R — R&FH (58001 ~
60535)

nat " — M&IFH (60536 - 65535)

show sockets local-port-range =~ & R &4 4E =~ > Ni&, EEANSEROR— i
HFRRALET,

PUFIX, netstack A8 — M &2 K3 541T9,

switch# show sockets local-port-range

Kstack local port range (15001 - 22002)
Netstack local port range (22003 - 65535)

5T /N1 X T IP SLA Responder D% 5E

Z DIETIL, LT /N A AT IP SLA Responder % 5% E T 2 JFIEICOWTHE L £,

1R BHHIIZ

IP SLA Responder Z i 19~ 2 8413, &M E L THERAT 2Ry NV —F 27 T8, ARV A
A TFNAATHY, TOTNA ARy NT—7 N L THRTE D Z 2R LET,

FIEDHE
1. enable
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2. configureterminal
3. featureslaresponder

4. ROWTNNEETLET,
* ip dlaresponder

1 -

585 T /XA R TO IP SLA Responder D% E .

switch (config)# ip sla responder

* ip dlaresponder tcp-connect ipaddressip-address port port

1 :
switch (config)# ip sla responder tcp-connect ipaddress 172.29.139.132 port 5000
5. exit
FED FH 4
Fig
ARV EFEREET7TOVa Y B#
RTw 71 |enable Rt EXEC E— REAICLET,
fi Tuar T IRERINTEH, NATY—REANLE
7
switch> enable
AT w 72 | configureterminal 7Ta— )L a7 4 X2 b—3ay B— FEELG
15“ : Liﬁ—o
switch# configure terminal
AT 7 3 |featureslaresponder IPSLA O L AR v ZHEREA# AN LET,
{5
switch (config)# feature sla responder
AT T4 ROWVTNEFATLET, -
« ip daresponder o (fEE) HEHEILHLOHIEA v =TI T
1 - T, Cisco 7734 AIZF51F 5 IP SLA Responder
' HRE 2 — PRI AE I LE T,
switch (config)# ip sla responder
; - , (BB #ExTTa ba kN T o 2—7
* ip da responder tcp-connect ipaddressip-address
pport poﬁp P P P /VT&)%%%&:@A%\ZET‘?_O Zha<w RN
iE. FREDIP 7 KL AB LR — FTIPSLA
I Responder #§8E 2 K FEIZ AN L E T,
witch (config)# ip sl der tcp- t . S s N
Sipad(;rezznﬂg.wﬁ?; .313r2eS§cf):t e5roooCp comnee HEL, 77 4V R T XTI D T

Cisco Nexus 9000 < ') — X NX-OS IPSLA#RE A4 K. 1 1J—X 10.6(x) .



IP SLATCP G BIEDRTE |
B 227/ 1 2coTePEEREORESLURY a1y vy

ARV RFERFTIVaY =)

R T 75| exit FE) Ya— L arv7 4 Xal— gy T—
i - RE#T L, $HE EXEC T— RICEY £,

switch (config)# exit

EETTNA A TOTCPEZEIMENRES L URT P a—
)9
2T BEILT A ATO TCP #HEfEEL L L, AT Y 2 — 3 5 HIEIC OV THY

L/i‘g—o

EETTT A A0 TCP #HtEEA Rk L. A7V a—L3 5213, ROWTHN1HDHF R
TIEFEFITLET,
« EFETLT A A TOIAR TCP BB EDORER E Ay a—1 v 7

c HEILT ANA ZATOLT T a v 8T A—=F 2 LT2 TCP #ERiEEORR E A7 ¥ 2 —
V7

FEETTNA ATODEERDTCPEGEAMENDHREL L VAR —1) Y
g

ZITIE, HEILT NS A TOHERTCP EHREIMEERTEB L VAT P a— 35 HEI->0»
P}E% L/iﬁ—o

\}

GE)  IPSLALARUEDSEHEIP T FL R LR— FTRBERICENNZ R > TV H5A1E. control &
i L%, disabletcp-connect Zfli>7=F%—U— K a~<> FCTHEHL T, A vy E2—V%
M LET,

Je

ek « IP SLA EERFEITH T, MEHEFRB LR SN TORWIEGA X, BIfEORREIC verify-data
g~ R&BMLT (IPSLA#KEt— K CTRE) . 7— &@ﬁ%ﬁm Li? A F—
TN b BEEDOIEEPHEL CO RN E I DR T = v 7 SET, @EOEE
FflCverify-data=~ > REMEHT 5 & RERA—/—~y RPN DLOTHEE LT
AN

« debugip dasender trace =~ > R L, 3 X0 debugip slasender error IP SLA E)ff
WCBTAMEEZ N T TN a—T 4 T havwr R TT,
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RIETTNA ATOERD TCP BERBEORES L UVRTCa—1 T .

FIEDHE
1. enable
2. configure terminal
3. featuredasender
4. ip sla operation-number
5. tcp-connect {destination-ip-address| destination-hostname} destination-port [source-ip {ip-address
| hostname} sour ce-portport-number] [control {enable| disable}]
6. frequency seconds
7. exit
8. ip dlaschedule operation-number [life {forever | seconds}] [start-time {hh:mm[:ss] [monthday |
daymonth] | pending | now | after hh:mm:ss] [ageout seconds] [recurring]
9. exit
FIE D
FlE
ARV KRFERETI a3 Y B#Y
AT w71 |enable Rt EXEC E— R AT L E T,
fi Tua s IRRRINTEE, NATU—REANLE

switch> enable

B

25w 72 |configure terminal Ju—r)Lary 74 ¥al—gy T— N2k
15'] : L/i‘g—o
switch# configure terminal

AT 7 3 |featuresla sender IP SLA Sh{EREZ A LE T,
I
switch (config)# feature sla sender

AT 7 4 |ip sla operation-number IP SLA BiEDORRELBIAA L, IPSLA 227 ¥
B - b—yar = FICBITLET,
switch (config)# ip sla 10

R T w 75 |tep-connect {destination-ip-address | TCP #kiEEx E#F L. IPSLATCP 2> 7 4 X =

destination-hostname} destination-port [source-ip
{ip-address| hostname} sour ce-por tport-number] [control
{enable| disable}]

1

switch (config-ip-sla)# tcp-connect 172.29.139.132
5000

L—y gy E— RERHBLEST,

BETAAL v TF L H =y v AL v TFDOEFTIP
SLA#H~Z v k2L &2 o3 548504, control
disable ¥ —VU — ROfAEHOEEEH L £9,
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IP SLATCP #£#81EDEE |

ARV RFERETIVa Y

B8

R T 76 |frequency seconds (fEE) $57E L7 1P SLA EifE 4 4 0 I3 IR 4 5%
15“ : Ebijﬁo
switch (config-ip-sla-tcp)# frequency 60
ATy 7| exit IP SLA TCP #RE— FA&M T L, 71—/ LHERL
15'] : £ — F‘L:E D iﬁ—o
switch (config-ip-sla-tcp)# exit
Z 5w 78 |ip daschedule operation-number [life {forever | % DIPSLABMED A ¥ a—Y 7 RTA—X
seconds} ] [start-time {hh:mm[:ss] [monthday | daymonth] | %=z | &4
| pending | now | after hh:mm:ss] [ageout seconds]
[recurring]
1 -
switch(config)# ip sla schedule 10 start-time now
life forever
ATy 79 |exit fE=E) ZJa—\)L a7 4Xal— g B—
il - RZf&T L, i EXEC E— FIZRY £,

switch (config)# exit

il

WIZ, BPEFIZBRSE SN CEHIRIZSEAT S LD TCP #55t D IP SLA iEX A 7 2T

LH R L ET,

feature sla sender
ip sla 9
tcp-connect 172.29.139.132 5000

frequency 10
|

ip sla schedule 9 life forever start-time now

RDBERY

N7 v TERAEKT D EM, EENOEELBMAT D BRIT, BITEICTRIR L S WESAT &

& b U AT — 2B 2 i,
A%

[P LEVMEE=Z Y T ORE] ODHEEZBRL TS

IP SLA BiEDFERAZ R R L, WA EZ MR 511X, showip dadtatistics 2~ FEEH L £
To BFATTDHANS, 2= VAR T 4 Falb—ray Ty A MVHESNLTWD Z & s
LTSN, =R LV BRIOREEICHIET HT7 4 — /) ROM &5 &, —bE
A AN I BPHERGHNTH L0 E ) a2 T 2% I L b £9,
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EETTNARATOA T3> "5 A—4 & EALE TP EGBEOBRERrSa—y oy [

FEETLTTNAATDA T3V NTA—32FFRAL-TCPEHZEEIED
BRERTDa—) Y

ZITIE, ATV ar RIA=FEMER LT, RIEILT S A TO TCP @ E 23 E L,
ATV a— VT HFECOWTHHLET,

)

(G¥)  IP SLA Responder 23485 IP 7 K L A & 7R — K CKRBMINZH 72 > TV DAL, control
disable ¥ — 7 — K% tcp-connect =~ > RCHEH LT, #lfflA vE—T &ML ET,

Je

Ev b < IPSLABMENFET SN TE LT, M2 AR L TWRWGAIL, verify-data =~ K%
TEOHERIZIEM LT (IPSLAMEEKE— RTHRE) . 7 —F Rz AN LET, 1 X —
T D L FEMEDISEPER L TWRWNE I B3 F = v 7 ShEd, @EOEME
FflZverify-data=~ > REfHT 5 & RERA—/"—~y RPN LOTHEEL TS
AN

- debugip datrace =~ K&l L, XL debugip daerror =~ Ri%, IP SLA E{E
BT HMED N T TN a—T 4 T EITI DD a~v s R T,

FIEOHE

1 enable

2. configure terminal

3. feature sla sender

4 ip sla operation-number

5 tcp-connect {destination-ip-address| destination-hostname} destination-port [sour ce-ip {ip-address
| hostname} sour ce-port port-number] [control {enable| disable}]

6 history buckets-kept size

7 history distributions-of-statistics-kept size

8. history enhanced [interval seconds] [buckets number-of-buckets]

9. history filter {none|all | over Threshold | failures}

10. frequency seconds

11. history hours-of-statistics-kept hours

12. history lives-kept lives

13. owner owner-id

14. history statistics-distribution-interval milliseconds

15. tag text

16. threshold milliseconds

17. timeout milliseconds

18.  tosnumber

19. exit
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. BEXTNARATOF T a v RS A—2 & FERALI-TCP ERBEOBRER T D1 —) 0T

20. ipdaschedule operation-number [life {forever| seconds}] [start-time {hh:mm[:ss] [monthday
| daymonth] | pending | now | after hh:mm:ss] [ageout seconds] [recurring]
21.  exit
22. show ip sla configuration [operation-number]
F gD F%H
FIR
ARV EFEREEFT7OV3 Y B
ATwvF1 |enable FiHE EXEC E— REZ AL E T,
Bl FuarF ERERENZDL, RAT—REANLE
R
switch> enable
R w 2 |configure terminal rTa— ) a7 4 X2 lb—3ay EB— NEEG
B - LET,
switch# configure terminal
RTw 73 |featureslasender IP SLA EifFEREREZ ARNIC L £,
£
switch (config)# feature sla sender
AT 74 |ipsla operation-number IP SLA EM{EDREZBAMH L, IPSLA 727 4 F =2
B L—v a3y = RIBITLET,
switch (config)# ip sla 10
RXF w5 |tcp-connect {destination-ip-address| TCP #kiEi{ExEF L. IPSLATCP =7 4 ¥ =
destination-hostname} destination-port [source-ip L—3 gy B— FE2BBLEST,
{ip-address | hostname} source-port port-number] B )
[control {enable| disable}] RETAAS Yy TFLZ =0y b AL vy FOMITTIP
Bl - SLAlfE 7 vt b =V 2 IS D55 DA, control
' disable ¥ — 7 — FOEAGOEEFEH L ET,
switch (config-ip-sla)# tcp-connect 172.29.139.132
5000
AT w76 |history buckets-kept size (EE) IPSLABMED T A 7 X% A ARIZRFFT 5
5l - TBIE Yy MIERE L E T
switch (config-ip-sla-tcp)# history buckets-kept
25
R w 77 |history distributions-of-statistics-kept size (£ IP SLA BMERIC A v FHAL TIREFT A5
i - A ROBIE R E L E T
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EETTNARATOA T3> "5 A—4 & EALE TP EGBEOBRERrSa—y oy [

ARV FFEREETIVa Yy

E:)

switch (config-ip-sla-tcp)# history
distributions-of-statistics-kept 5

RT w78 |history enhanced [interval seconds] [buckets (EE) IPSLABNMEIZ &3 D RsRIEIEINEE 2 1 R —
number -of-buckets] T LET,
i -
switch (config-ip-sla-tcp)# history enhanced
interval 900 buckets 100

ATy 79 |historyfilter {none|all | overThreshold | failures} (L&) IP SLA BIfEDBIET — 7 VITKET D1
Bl - BOLA T EERLET,
switch (config-ip-sla-tcp)# history filter
failures

A7 v 710 |frequency seconds (LE) #57E L7z IP SLA B)fEA 4 0 33 fHFRE 2 5%
1;“ : ﬁi_’ Lij*o
switch (config-ip-sla-tcp)# frequency 60

AT w711 |history hours-of-statistics-kept hours (&) 1P SLA BMEDKEEHE M A fRFF 2 Rl
15“ : %%&Li Liﬁﬂo
switch(config-ip-sla-tcp)# history
hours-of-statistics-kept 4

AT F12 |history lives-kept lives (L7) IP SLA BEDBIET —7 WTKEWT 5 7
Bl A THERELET
switch (config-ip-sla-tcp)# history lives-kept 5

AT v 713 |owner owner-id (EE) IPSLABMEDf SRy PV — 7 EH T 1
B - h=L (SNMP) FTAHZ#E L L7
switch (config-ip-sla-tcp)# owner admin

25w 714 |history statistics-distribution-interval milliseconds | ({£3) IP SLA BIE CHER T 2 & FZHERORYE
4 - MRz eRE L ET,
switch (config-ip-sla-tcp)# history
statistics-distribution-interval 10

ATv 15 |tag text (&) IPSLABMED = —W —F5EID Z1Emk L %
i kK
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IP SLATCP #£#81EDEE |

. BEXTNARATOF T a v RS A—2 & FERALI-TCP ERBEOBRER T D1 —) 0T

ARV FFEREETIVa Yy

S

switch(config-ip-sla-tcp)# tag TelnetPollServerl

AFw 716 |threshold milliseconds (EE) IPSLABMEIZ L > TIER SN D Ry U —

Bl - 7 ®=2 ) TREHEREFIRE T 57000 ERL
SVMEZRELET,

switch (config-ip-sla-tcp)# threshold 10000

RFw 717 |timeout milliseconds (E&) 1P SLA BERZ DR/ 7w b b OIS
Bl - BT DI A RE L £
switch (config-ip-sla-tcp)# timeout 10000

AT 718 |tosnumber (EE) IPv4d v FU—27 2[RV | IP SLA Bi{ED
i - IPv4 ~ X —D ToS A F&EHRLET,
switch (config-ip-sla-jitter)# tos 160
1 :

ATy 19 |exit TCPa L 7 4 Fal— gL TE—REKT L,
Bl - Ja—rLary7 4 ¥alb—rgry ET—RIIRED

*7,

switch (config-ip-sla-tcp)# exit

Z 5w 720 |ip slaschedule operation-number [life {forever| il % DIPSLABNED A r ¥ a—Y 7 /NF A—4
seconds} ] [start-time {hh:mm[:ss] [monthday | daymonth] | 2z | g 4
| pending | now | after hh:mm:ss] [ageout seconds]
[recurring]
1 -
switch(config)# ip sla schedule 10 start-time
now life forever

2w F2 | exit (FR) ZJ7a— L ar 74 F¥al—valy T—
Bl - RZ#T L, %M EXEC E— FIZRY £,
switch(config)# exit

RTw 722 |show ip slaconfiguration [operation-number ] (EE) +XTOIPSLAEEE/ZIZFEE L= IP

&1

switch# show ip sla configuration 10

SLA BIMEICRET AR EME., 7 XTOT 7+ /L b
HE&EbTERRLET,
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| 1PSLATCP EmEBIEDRE
tep gmraEns i

il

W, TCP ##t8EE S 10 D IPSLA NT A—Z 23T _XC (F7 3V b EET) &E
THHERLET,

switch# show ip sla configuration 10
IP SLAs Infrastructure Engine-III
Entry number: 10
Owner: admin
Tag: TelnetPollServerl
Operation timeout (milliseconds): 10000
Type of operation to perform: tcp-connect
Target address/Source address: 101.101.101.1/0.0.0.0
Target port/Source port: 5000/0
Type Of Service parameter: 0xal
Vrf Name: default
Control Packets: enabled
Schedule:
Operation frequency (seconds): 60 (not considered if randomly scheduled)
Next Scheduled Start Time: Start Time already passed
Group Scheduled : FALSE
Randomly Scheduled : FALSE
Life (seconds): Forever
Entry Ageout (seconds): never
Recurring (Starting Everyday) : FALSE
Status of entry (SNMP RowStatus): Active
Threshold (milliseconds): 10000
Distribution Statistics:
Number of statistic hours kept: 4
Number of statistic distribution buckets kept: 5
Statistic distribution interval (milliseconds): 10
Enhanced History:
Aggregation Interval:900 Buckets: 100
History Statistics:
Number of history Lives kept: 0
Number of history Buckets kept: 25
History Filter Type: Failures

1]

RDBRY

N7y T EAERT D EN, T OBEEEZBAT S BT, BRI TN L EWESME &K
s B U =BT 51X, [TPHRLEWVEE=4 ) 7OfkE] OEEZRLTES
AR

IP SLA BiEDOFERZF /R L, NEZMERT 5IZ1X, showip dastatistics =~ R&fiH L £
T, ZIFEITTHEINC, 2—P LN T 4 Fal—ar 77 A VHEESHTWD Z L 2R
LTSN, =R LV OREICHIET H 7 4 — )V RO &R+ 5 &, —1
A AN w7 BHFRGHNTH 2008 ) el 2 &I b £9,

TCP £zt N 1E D15 Al

Wiz, TIP SLA TCP ##cEEICB 3 215 OHEDX [TCP #EEl RS Tnbd LD
2. AA Y FBMPLIPARARNL (IP7 FLX10.0.0.1) @ Telnet — ~ (TCP AR— k 23) ~
O TCP B EMEZ R ET HH 2R LET, BIEIL, 72EBICBBIND LA TV a—Y
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IP SLATCP #£#81EDEE |

YI7ENET, ZOFITIE, EETL (AA vy FB) THIEIZ 7 N a LR EHIZ o THET,
IPSLA [ THIEH e harzH LT, ¥—7 > F A— b & —FIZAEDNCT H L 52 IPSLA
VARUAIWZEAMLET, 207733 ildh, VARCKIE TCP #EhfEICNE TE £
T, ZOHITIE, ¥—7 v bBRAAL »F TR, BEHOTCP R — FAMEH I TWBH 720,
A v =V Z2FETL2HLETH Y EHA,

R4 v F ADHRE

configure terminal
feature sla responder
ip sla responder tcp-connect ipaddress 10.0.0.1 port 23

24 v F BDHE

configure terminal
feature sla sender
ip sla 9
tcp-connect 10.0.0.1 23 control disable
frequency 30
tos 128
timeout 1000
tag FLL-RO
ip sla schedule 9 start-time now

WIZ, BEDOR—F (BR—1F21) ZEH L, IPSLA L AR & &2 TCP k8 E4
W9 262~k LET, BIEIL, 7272 bicBitesh, BEIRICFETI A LI ATV a—U 7
INET,

configure terminal

feature sla sender

ip sla 9
tcp-connect 173.29.139.132 21 control disable
frequency 30

ip sla schedule 9 life forever start-time now
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o
IP SLA HTTP E){/EDHERK

ZOETIE, HTTPIP Y —E X L~y 77 U —% ok (IPSLA) 8{EA#ERLT 5 HiEICH>W
T LET,

ZOFEZ, WOBETHERINTWET,

« IP SLA HTTP Ei{EDHERL (69 ~=*—)
« JLARP) 72 HTTP GET Bi{EDOHERL (70 <—27)

e AT ay RT A—X &M L7z HTTP GET Ei{E DAL
cIPSLABHED R 7Y a—U 7 (74 3—7)

e "I TNV a—T 4T DR (75 =)

IP SLA HTTP E1{ED &Rk

ZDETIX. Cisco T34 Z & HTTP H— "— DT Web 2— P& BifE$ 2 72 8 O I AW &
FoHTH LI, IPYH—E R L-ULEK) (SLA) HTTPEWEZ R ET D HIEICHOWTHBA L
*4, IPSLA FTP B8 @ GETERZ T2 FR— N LET,

IP SLA HTTP Ef{EIZD VT

HTTP ZRIZ 7 0 %2 —"—Z M L TITH 2 LR TEET,

(71 =)

HTTP EifEix, A2 /31 2 & HTTP — 3—DfT Web X~V 2 G T 570D T 7

F U > 7EHE (RTT) 23 E L £, HTTP ¥ — S—I &R ORE LR D 3 5D RTT 725
MRS ET,

eDNS/IVy 7T o7 RAAL LNy 7T v 7T DOEITIZEST S RTT,
« TCP #2¢ : HTTP H— S—~ TCP £ D EATIZE4 5 RTT,

«HTTP N T W7 va VR« R AZX(E L. HTTP — =05 DIRE ORI E T 5
RTT, Z OEfEIZA—2 HIML X— 2720725 LET,

HTTP #:/E1%., m#IZ DNS #/EZ2EIT L, DNSRITZHE L E T, RAAL VAN RDO0-7=

5. HTTP @h1EiL, @Y)7e HTTP ¥—/ "—|Z%d 5 TCP B&EfEA 34T L £9, &IZ, HTTP
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IP SLA HTTP B &L |
B rsuurrkosinss

BRVEIT TCP 85t RTT 2l L £, %2, HTTP #{EX HTTP ERK % %/E L. HTTP ¥—
N=BAR—L HIML ~—Y 205 LE$, KRIZ, HTTP #EIX RTT ## E L T, A—24
HTML N— Y 2§45 U E9, HTTP B TR&IS, [WAIDO/A b E TORRE] & FEER 5 5
DHEEZATNET, ZOREIC L > T, TCPEHEMEDBALE S HTTP #AEIC L BfG &7z
BAIOHTIML N1 R &2 32 £ TORMARE SN E T, ¥ HTTPRTTIX, DNSRTT, TCP
Bt RTT, BELOVHTTPRTT OA#TY, ARf® HTTPRTT 25 Z 12KV, Web _—
ORI o T2 RTT 24 LT, Web h—"—DNRT p—< X L EBE=ZTHD
[N VA= e

GET ZEsRD4A ., IP SLA IIHEE &7 URL IZHESWTESROEXEZREL 1,

IP SLA HTTP EN{EDHIFIF IR

IP SLA HTTP h{EIZIX, ROFIR I H Y £,

« IPSLAHTTP AL —3 3 >, CiscoNX-0S U U —A 7.03)I6(1) LD Cisco Nexus 9300
BLO9500 ) —X 2A v FTlE, HITPGET 70 —7 Dl %m P HR— s LET,

cHEE OMRIEICHRET DL, BEINDI Ny MEREMLEST, LrLIDZ &I,
ALY =)V SN T-ENED BIGEEEL 3 F UA . 1P SLA BifED /R 7 4 —~ 0 AT
HZBAERENRDY ET,

EAREY7: HTTP GET E1{EDFERK

HTTP GET *  » FiX, Request-URL Tl SN D EHRZ (=T 47 1 DA T) B L £

R
FlEDHE
1. configureterminal
2. ip slaoperation-number
3. http{get |url [version version-number] [sour ce-ip{ip-address| hostname} | [sour ce-port port-number]
[cache{enable | disable}] [proxy proxy-url]
4. frequency seconds
5. end
F IR D 48
FIE
ARV FFEEETIVa Y BHY
R T 71| configureterminal Ja— VR EE— REBLET,

1 -
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| 1P SLAHTIP B D#&RL

+Fav 85 5—4a £ L1 WP GET Bt ]

AU RFERETIVa Y

B8

switch# configure terminal
switch (config) #

R T 72 |ip slaoperation-number IP SLA BEDORREZ B L, IPSLA 227 ¢ F o
15“ . [/‘_:/El v E— F‘&:%?? L/i‘a—o
switch(config)# ip sla 10

AT 73 |http{get | url [version version-number] HTTP B2 E#H L. IPSLA=2 7 4 X2l —ig
[source-ip {ip-address | hostname} ] [sour ce-port v E— FABMALET,
port-number] [cache{enable| disable}] [proxy proxy-url]
1 -
switch (config-ip-sla-http)# http get
http://198.133.219.25

R T 7 4 |frequency seconds (1E7E) $57E L7- 1P SLAHTTP Bh{E % # 0 &3[R
i - ERELET, IPSLAHTTP BYEDT 7 4 /v F DK
switch (config-ip-sla-http)# frequency 90 d\£ﬁE§ﬁElj:6o'%bj??r°

RTw 75 |end IP SLA i E— R 2K T LET,
1

switch (config-ip-sla-http)# end

v A=A

FIEOHE

1. configureterminal
2. ip sla operation-number
3.

7 »—%3 Z{EH L 7= HTTP GET E1{ED &Rk

http{get | url [version version-number] [source-ip {ip-address| hostname}] [source-port

port-number] [cache{enable | disable}] [proxy proxy-url]

history buckets-kept size

history distributions-of-statistics-kept size

history filter { nonel all | over Threshold | failures}

frequency seconds

4
5.
6. history enhanced [interval seconds] [buckets number-of-buckets]
7
8
9

history hour s-of-statistics-kept hours

history live-kept lives
11.  owner owner-id
12. history statistics-distribution-interval milliseconds
13. tagtext
14. threshold milliseconds
15. timeout milliseconds
16. tosnumber
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B #7252 8545 M L1 HTTP GET BitE DAL

IP SLA HTTP B &L |

17. end
FIED %
FIE
ARV RERETI3 Y E]:g]

AFw 71 |configureterminal 7a— LR EE— RERBLET,
151 -
switch# configure terminal
switch (config) #

AFw 72 |ipsaoperation-number IP SLA Bi{EDFREA ML, IPSLA 227 4 ¥ =
1 L—va B RICBITLET,
switch(config)# ip sla 10

AFw 73 |http{get|url [version version-number] [source-ip HTTPEIEA EF L, IPSLAT 7 4 Fal—ig
{ip-address | hostname} ] [sour ce-port port-number] v E— FAEBMGLUET,

[cache{enable| disable}] [proxy proxy-url]
11

switch (config-ip-sla)# http get
http://198.133.219.25

AT w74 |history bucketskept size (EE) IPSLABNED T A 7 % A LPITRFFS 2
- RIS MEERRE LE T
switch (config-ip-sla-http)# history buckets-kept]

25

R w75 |history distributions-of-statistics-kept size (£ IP SLA BMERIC A v FHAL TIREFT A5
- FHE BLOBE SR RE L E T,
switch (config-ip-sla-http)# history
distribution-of-statistics-kept 5

XFw 76 |history enhanced [interval seconds] [buckets (L) IPSLABIEICRT A YEEBIRINAE % A —
number -of-buckets] T LET,

i -
switch (config-ip-sla-http)# history enhanced
interval 900 buckets 100

A7 771 |historyfilter { nonef all | over Threshold | failures} (LE) IP SLA BfEDBIET — 7 MK T D1
Bl WO KA TEERLET,
switch(config-ip-sla-http)# history filter
failures
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| 1P SLAHTIP B D#&RL

+Fav 85 5—4a £ L1 WP GET Bt ]

ARV FFEREETIVa Yy

E:)

A7 w78 |frequency seconds (fE7) #57E L 7= IP SLA HTTP Bh{EZ 8 v 3§
Bl - Wz e LET, IPSLAHTTP BifEDT 7 4L b
switch(config-ip-sla-http)# frequency 90 0)§%d\§§5§ﬂﬁ]3:60 %bj?jro

AT w79 |history hours-of-statistics-kept hours (fEE) IP SLA EifEZ ki DRl DOR & 25 E
1 - LET
switch(config-ip-sla-http)# history
hours-of-statistics-kept 4

ATy 710 |history live-kept lives (L&) IP SLA BMEZRFFT 5 7 A 7HAaRE L
i 7
switch (config-ip-sla-http)# history lives-kept
5

AT w711 |owner owner-id ({EE) IPSLA B{EDffiS v PV —7 & T 1
Bl - k=L (SNMP) ARk L £7,
switch (config-ip-sla-http)# owner admin

Z 5w 712 |history statistics-distribution-interval milliseconds (f£E) TP SLA EhE CHERF T 2 5 eHE R OEAE
4 - MRz ELET,
switch (config-ip-sla-http)# history
statistics-distribution-interval 10

AT w13 |tagtext (EE) IPSLABIED = —% —f5E ID 2 Fpk L %
1§| : ﬁ—o
switch (config-ip-sla-http)# tag TelnetPollServerl

R 7w 714 |threshold milliseconds (EE) IPSLABMEIC R 2%y hT—2 £=4
5l o TR T B 700 BIR L\ M RE
switch (config-ip-sla-http)# threshold 10000 L/EEjro

R w 715 |timeout milliseconds (E5) IP SLA B{EDO TR A7 v R DE K
i : BN 2 E L E T,
switch (config-ip-sla-http)# timeout 10000

A7 716 |tosnumber (£ IPSLABMED P~y X —NDHX A T F 7
- PF—EZ (ToS) A MEEHELET,
switch (config-ip-sla-http)# tos 160

AFwF17 |end IP SLA il E— F&H T LET,

1 -
switch (config-ip-sla-http)# end

Cisco Nexus 9000 < ') — X NX-OS IPSLA#RE A4 K. 1 1J—X 10.6(x) .



IP SLA HTTP B &L |
B rsuarozxsoa—yoy

IPSLASIED Ry a—1) 25

IR HEIIZ
e ATV a— VT BENI. TRTOIPH—E R L)L 7F U —A> k (SLA) BVEEHER
szjﬂo
cHEBENET N —TF TR P a— )L EINT-T_TOEEL, BERR U TRITIERY £4
/\/o
 BEENVES N —T BT 2EEID H 5D A M, o~ () &0 THRK 125 LF
(IR & E 9,

cEERE AT V2 — LT BENC, RO EEHER LTI LI,
« AV a—Y T ARENC, IPSLA BEEAZREL THE £7°,

c HHENEI N —T TRV a— NV EINT=T _XTCOEEIL, SHENRE L TRiThiEey
FH A,

EEENVES NV —TIENT 52EEID F SO U X M, B~ () &0 TRKR 125
CFITHIR T 2 BENRH Y £,

FIRDHE

1. configureterminal
2. 27 TVa—F5IPSLA BEOEICESN T, ROWT D a~ s FE@ERLET,

« ip da schedule operation number [ life{forever | seconds}] [start-time{[hh:mm:ss] [month
day | day month| pending | now | after [hh:mm:ss}| [ageout seconds] [recurring]

« ip sla group schedule group-operation-number operation-id-numbers {schedule-period
schedule-period-range | schedule-together } [ageout seconds] [frequency
group-operation-frequency] [life {foreever } ] start-time {hh:mm[:ss] [month day | day month]
|[pending|now |after hh:mm [:ss]}]

3. showip slagroup schedule
show ip sla group configuration
5. end

P

F IR D

FE
ARV KRFERIETIaY Br

X w 71 | configureterminal Tua—rVBREE— REBBLET,
e
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t5Inva—ssvvoevt |

AU RFERETIVa Y

B8

switch# configure terminal
switch (config) #

ATvT2

A 2 —) 45 IP SLA BIMEOEIZ KW T, &
DOWTFNNrD vy RERRLET,

* ip daschedule operation number [ life{forever |
seconds} ] [start-time{[hh:mm:ss] [month day | day
month| pending | now | after [hh:mm:ss}| [ageout
seconds] [recurring]

* ip sla group schedule group-operation-number
operation-id-numbers {schedule-period
schedule-period-range | schedule-together } [ageout
seconds] [frequency group-operation-frequency] [life
{foreever }] start-time {hh:mm[:ss] [month day |
day month] |pendinginow |after hh:mm [:ss]}]

1

switch (config-ip-sla-http)# ip sla schedule 10
life forever start-time now

switch (config-ip-sla-http)# ip sla group schedule
10 life schedule-period frequency

switch (config-ip-sla-http)# ip sla group schedule
1.3.4.6-9 life forever start-time now

switch (config-ip-sla-http)# ip sla group schedule
1.3.4.6-9 schedule-period 50 frequency range
80-100

PO < KT, 4 o IP SLA BifED X /47
Va—UJ U T ORI A= ERELTWVET,

“EFHOa<wr T, BEIMER Y 2—F HIZ
IPSLA EEZ N —T %5 L EER SO ZIFE L
TU‘iTo

ATvT3

show ip da group schedule
fi

switch (config-ip-sla-http)# show ip sla group
schedule

(L&) IPSLA V' V—7 Al o — L DFEf% 3
~LET,

ATy T4

show ip sla group configuration

1 -

switch(config-ip-sla-http)# show ip sla group
configuration

(EE) IPSLAREDFEMEFR T LET,

ATy TH

end

1

switch (config-ip-sla-http)# end

IP SLA #E— K&K T LET,

— AN ~ — ~ N ~
kSO a—TFT4T0DEV R
IP SLA S{ECHREGHDNVERL SN e W EGAITE, verify-data 2=~ > RE2EHA L TR L £, Zhic
L0, BEZ L ISEOBIRN W TF = v 7 TEE9, IPSLABEREITS N TV iz
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B sorca—5090e0r

EEMER L TLIEEN, £ TRWE, verify-data 2~ 2 NIZ K > TRE R A —/N—~~ vy K3
ERSIVET,

IP SLA B)EICEAS 2D T 7 vy a—F ¢ 7 %4T 5 1Z1X, debugipslatrace 2~ K&
debug ip slaerror 2~ > K& L E7,
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8.
BHENMER T 2 —F DR

ZOBETIE, [P —E X LULEEK) (IPSLA) OEBENEA 7Y 2 —F 2 L CHEOH)
Va2 a—1 v 7T 5 HEICOWTHALET,
O, IROBETHEMR I TWNET,

«IP SLA HEENMEAR 7 ¥ 2 —F 12T 51FH (77 *—)

«IP SLA HEEWER 7 V2 — 1) T DT 7 3L FOEME (79 X—)

e AV 2 — VI EE LD /N E WA D IPSLA EHENEA 742 —U 7 (80 L—

D)

«IP SLA B{EDEMN A ¥ 2 — VI LD & REWIEAOEEEIMEAr P 2—10 7 (81
_—)

« 27V a— AHIAHEE LY HRX WSSO IPSLAEEENER P a—1 v/ (82—
)

¢IPSLA TV H L AV a—T (83 X—Y)
* IP SLA HEEINER 7 ¥ 2 — T OR#RSEME (84 ~—2)

e BELD IP SLA BIWED A a—1 7 (85 ~_—3)

*IPSLA 7V X L A7V a—TDA F—7 L (86 <X—)

« IP SLA EHENER 7 ¥ o — U U T OffER (87 _—7)

« BHD P SLABHED R ¥ 2 — U v JHERUF] (89 ~<—2)
*IPSLA 7 U Z N AV a—F AT DR (90 ~—2)

IPSLA E#EER TP 12— IZBT B 1E%#

IPSLAEEDEFE DAY 2a— ) 7 Tlidk, —EIZIDOMEEZRA SV a—) 7 TEET,
KPRy NI —27 T, I FHDIPSLABMEIC LY Xy N —F RNT =< U ABE=H
THYE, BEORAT Y a—0 7 (FEEZMENCAr Y 2—0 73551k 1%, IEE
BITHY . FEERD £37,

BEENEOA P 2—) 7T, a~v>y R4y A% —7 x4 A (CLI) 721X CISCO
RTTMON-MIB(Z L5~ a~<wy REHEH LT, BHEOIPSLAEEEZ A r Y a—1 745
ZEMTEET, ZOMEETIL., I 0EEEZYERRRMRE CIEITTHLIICA TV a—
Vo 74528 T, IPSLAE=XV T v T7 747 DEERETEES, AFrPa—0
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EEBERT Ca—50MHR |
B rsusssnzysoa—s5icETamEE

T ENLEEID FE. BIOTRTOIPSLA BIEMNBRLE S 2T iE7e & 7 W R O #ilFH %2
RETLIHERHY T3, ZOMREIR, HELZX A L 7 L — LBV TERETHBIMIC
IP SLA BifEZpic L E3, EfEoRM (BltaiR) AiE I T, BiERRtsnEd, =
DX IZIPSLAEBNEZ T 5 2 & C. CPUDEM Z &/ IRICINZ 5 Z EMAMREIZ /2D . R
O —2 DR —Z VT s BRMELET,

IP SLA EEEMEAR 7 V2 — U VU ZTHERETIE, IROBRENRT A—F EEH LT, %o IPSLA
B{EE 1 DO NV—TF L L TAFZ 2 — /L TEET,

« 7 )V—78I1EEK 5 (Group operation number) : A7 Y a2—V 7 X5 IP SLA BfED 7
N—TREETNL T N—T A ¥ 2 —VE G,

« BIfEID %5 (Operation ID numbers) : A7 ¥ a—1U 7 I HEEZ /L—7 @ IP SLA B
fEID FHFD U A K,

e AV a— VI IPSLABWES LV —T N AV a— ) S AR,

T —UT U ERET VT 4 TITUUE L TR W X2, AT Y NICEEL R A1
B, 7 +/0 F T, BIfEIZAEVICKAICEE SR E T,

« S8/ (Frequency) : 75 IP SLA Bi{ENFRBH S5 £ COREE, BHEA T a v E2fET S
L IN—TIZB LTV DTN TCOEEOEESHEN EEXINET, HELS T a 0N
BESNTWRWESE, FEIEOHREIX, A7 Y2 — VI OEICRESNET,

e 547 (Life) : BHENERET 7T 4 TITNET R, BEHIRICFEITIND X 9 I2H)
EEHRETEET, T 74/ FTIE, BEOT A 7% A A% 1 FFRITY,

o PHARIER] « BVEDMEROULE 2 BlhA3 DI, 3 ICEMEZ BT 2 X 5 ITHRET 52,
BEf], 4y, B BL AR LT, Mdr 2B ICEEZ BRI 5 L o IcfE T %
B

IP SLA HEEMER 7Y a— U U VHRE IR, BT TICEITCE ORRIMEHE A V2 —
Vo7 LET, 2L, ZOMREIL, T TIZFTIN TS IP SLA BiESL, BRE I TV
W DIFE LR WENEIZ A X » 7 LET, BIfEOREUEL, R EITT TIZIATIN TN D E)
TEORICBIRZe <, a2~y RCHRESNTIEOEICE SO TR SV E T, 1P SLA #HEH)
EAr Y 2=V U THRETIX, 727 7 4 7R EER KO REEO I Z R"T A v E—UNE
RENFET, 2EL, TNHDA v E—UNEREINDDIE, BEIINLTWR2WNWEZILT TIZ
EITENTWBENEE A 2 —) 7 LTIEEA T T,

BED IP SLA BifE %2 A7 ¥ 2 — T DA O ERFRIL, A7 Ya— L En-Hichiz-
TEMERB—ICoBT 5 2L T, Xy FUY—Z OARMEBSND Z LT, Zoa8iTLy
—BLEE=X )T OINRLy VERBTADIELLET, 60D A7 Y = — VHF D
[FC 1 HORELANT 60 HOBENBE SN D HAEE B X THET, 60 T X TOEMEIRH
WRLUTZZIC Ry T — 7 OREED 30 ERA LGE, 20 OBENF OB S 2 R
(ZDOFEED30M%) IZRDANCFR Yy NUY—7 BNEIBTS &, ZOREEIT 60 HOWTHOH)
ETHBIENERA, —F7. 60 [HOEWED 60 D 247 2 — VHIfIZ b= - T 1 BRERET
B SN2 GA1T, —HOBECZoxy NI EERBREINE T, HIT, 60T
RCOFENT 7T 4 TIER TRy N —ZEENKET D & 60fHD T TOEEI KL
T57280, MERERELIVLERTOHDL ERINDIAREEIHY T,
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| EHIERT S 1—5 DR
IPSLA S #EER 72— L0740 Fome |

R U AT OEETIE, IPSLABEEEEA XY 2a—V U R CHEEZER L T ZE0,
BEZEELRVWES. T 74 /V NOBEEIZIAFr Va— VLR CICARY £+, AT a—
NRNT, BBESNZ TR TCOEENREITINDILERH HHE T,

IPSLASEMENER a2 —) 0 DTI74IL COENME

IP SLA EEENMEAR 7 ¥ 2 — 1 » ZHERE TR, D IP SLAENEZ 1 DDV —T L LTAS
:\/\\:—‘L‘—U yﬁ\f%ij—o

WO, BEL LEME 10 2 G EE/ NV —F 1 DA P a—) v 7 2R LUET, BES
=T 1 DAY 2—HIBIX 20T, LEER->T, ZOTNV—THNOTXTOEED 20
HOWMNIZEMRBCRBENET, F74/0 FTIE, BEL, RESNT-AF7 Y 2—/LHI
ERICEICERESNE T, ROKIRT LIS, BEIXT 74V M T ICRESNET, H
EEFRETHNE I NHMEETT,

R3:R5Sa1—)LHRAEEESELL . T4 FOEME

ip sla group schedule 1 1-10 schedule-period 20 [frequency 20]
IRt a T A b ta Y
1 1+ 1 & 1+ 1 1 | | 1
P 2 N O o PO O - O] R |

0z 25 4z Gz 8z 10s 123 14s 163 18 20s 223

ooy schedule-pariod - ... ..... .. |
{10 operations in 20 seconds)
|............. fmquen:% .....-.........I
{restart group every 20 seconds)
@ = operation D number, 151 leation
[%] = eperation I number, 2nd iteration

l - operalion x siars

= = timeling; contirues urtilthe lfetimes
vale i reached

170558

¥8 = yooconds

ZOBITIE, BEZ V=T 1 NORYIOENE (B 28 0ICBmLES, Biff7 v—7"1
WO 10 - ~TOEE (EE T ~10) 25, 20 DR 7 22— VHIRNICBIR S D LN H
D ET, & IPSLA BEDBRMIFMIZ. A7 Y a— M ZEEOHTHILZ itk Q0f
BI0EOEETEIOEND) . AT Y a— MBI he > THHEIZHBMENE T, Lo T,
BENEIIRTOBEED 2 &ICHIES N E T,

BEFE X, BEZ L —7 0SB EN D E T (VRSN D £T) ORIBRFM T, HENEES
T WS, TOMEIL, A7V a— VHHOMEICERESNET, KUK LfITiE, 8
EZN—T 108200 LIV IR LBIBENE T, ZORETIE, HESNLATF Y a—L
BN Z Tz o> TEMED K22 5H (BIR) G b TWET,
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EHEBERT S-S0 |
B 7o r8mrEEs 40 S  BE0 IPSLAERBIERy Sa—Y VY

AT a—)LEIRMAEE XY £/ SWEED IPSLA E2
BIERTOa—1) Y

BEOMIX, A7V a— NV TN —7RNEEIND £ TICRBT M T, A7 Y 22— #H
NHEE LV H/NESWEE, BIENRBIB SN WEIEAH TE F9,

WO, BMEZ V=7 2WNOEEL D LEHEI0OD A Y a—Y v 7R LET, BfES L—
T2 DAY a—)VHEAIRIL 20 B, BEEEIT 30 BT,

R 4: R a—)LERMNEE KLY 1S WNGEE

ip sla group schedule 2 1-10 schedule-period 20 frequency 30
| |

PIREVERTNE L TR

| |
] ]
Oz 2= 4z Bz 8= 10 12= 14z 163 183 20s 22= 24 263 20= A0s 323 34s 363 30 40= 42= 44s 46= 483 502 52= 542 563

hadul iod 7 A FIF crr e e hedule period . .........
| {20 secands) | | *{20 seconds) |

e vl U e e e e e e o ol - frequency  ----coooooooooaann
(restart evary 30 seconds) (restart evary 30 seconds)

{x} = opergiion|D number, 15t fieration
E = operation D number, 2nd ieraion

& = operglion D number, 3d ileralion

l - operdlionx starks
=== = timeling; conlinues uniil ihe liztime
vale i reac

170338

¥s = yseconds

ZOBITIE, BEZV—T" 2 NOKEFIOEME (BIE1) 250 ICBBLET, BIfEZ L—7 2
WD 10 ET~TOEE EfE1~10) 23, 20D RT ¥ 2 — VHIRINIZBRG SN D LER H
0 ET, 4 IPSLA BEDBRMBERRIL, 27 Y 2 — VI ZEEOHMTE L Licky Q0
NI0EOEMETEIEND) . ATV a—nNHMichblo THWEICBEINET, LZRn-T,
BENEIXRTOBNMED 2 & ICHIa S IV E T,

BIEZNV—7"2 OO IR L TIX, #fF 1250 B ChtsS . &EOEME @1 10) 2
8B TCRAtSNET, 7275, ZA—TOREN 30 MICREINTWDHD, BIfE7 11—
DFEEITI0OM T L ICHBEISNET, LER- T, 1985 29 F CORRMIZERLET 2 EE
DAFEL 72N, 18 FPDRIZI0FDOFX v v IFRELET, LoT, Biffrr—7202%
DOFED W UL 30 I L £, BfEZL—7 20 10T X TOEEIX, RESNZ20
DRV 2 — VHIRINIZH I S V2 MR TG L2 T iudZe 5 72no T, #8ifE7 L —
72 NOEHZOEE (EE 10) 1XFICHRIOEE @EifE 1) O 18 B#EITHME L £,

MR d 212, UFOL DA XU MR EAELFET,
O ITBWT, BHESTN—T 2 NOKRYIOEME (EIE 1) BBbSET,
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| EHIERT S 1—5 DR
IP SLA BIEDBA R & & 1 —LEM & U bR E 0 Ba0EEEBER s Sa—U >y [

c 18 FPOWE T, BIEZ V—7" 2 OEMLEOEME (BE 10) BNBtGESET, 2F 0, BfE
TN—T1ORHIOBVIEL (AP a—LHl) N TR TITBEZEEZERLET,

¢ 19 ~ 20 RICBRMA SN A EMEILH D 1A,

« 30 PIZBWT, BIEZ V—T 2 NOEMOEE @EE D) BNEOBGIET, #ES
=T 2D2BOOHVE LN Z0nbibE D £,

AZFHIZBNT QBODDOMBVIELIBEE T 18 W1%) . BfEZ/ L—F 2 NOKED
BE @E 10) BB ES., BEZL—T72 D2 HBHOMY IR LK £,

« 60 FPDORFR T, BEZ L—7"2 D3 FDOMY R LRI SV ET,

TOTav AT, IEIIVN—T20T7 A4 T HEAL LR DODLIETHREET, T4 7 XA LOEIL
RIEFRETT, BEI N —TDF 74V FDT A 7 XA LTHEHAR T,

IPSLABMEDBMNR 72— LA LY L REVEED
BHMER T2 -0 VT

7 N—TEEND IP SLA BHEDBREOF/NMERRIZ, 1 BT, 207, A7y a—J 7
SNDENEOBN A V2 — VI LD b R&EWE, IPSLA EEEMER 7 ¥ o — U v 7
1%, AU 1RRERAN CEEOEBIERHGT DL IRy Ya—Y 7 LET, AP a—U >
7 EINDLMEOEE | BRIRBICHEICHEI TE 2 0GEEIE, A7 Y 2 — VIR OB MR EIME
EYEICHEIL, RoTIMEIIRZO | BORBTHRIGL 7,

ROBNZ, BETN—T3HNOEEIDOEEIODA Y 2a— ) 7 aRm LET, 87—
T 3DAT Y 2 —)VHIRNE S B, BT 10 BT,

5:IPSIABEDBAR 72— ILER& Y L REVGS : 19— HE

ip sla group schedule 3 1-10 schedule-period 5 frequency 10

PP000 ol

| I I
| T 1 1 |
05 15 25 33 48 55 63 75 85 93 105 125

Nt~ A

@ = operation 1D number, 151 ileration
- opergtion 1D number, 2nd Heraiion
l = operationx slark
[t = timeline; cominues unil the liktime
valie s reac
¥a = yoeconds

17osea

ZOBITIR, ATV a— VHIFEEIEDORTEIS &, & IP SLA BI{EOBAMARE A 1 FPARRIZ
e ET GHEI0EOEMETEIS & 05 BEIC 18RI/ D) . ZV—TEEN® IP SLA
FNEDO B OB/ INEIEIL 1 72D T, IP SLA BEENMEA 7 ¥ 2 — U 7 i1, BifE0# %
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EEBERT Ca—50MHR |
B A o ompiEEsy 4 A2 B0 IPSLABMBIER Y S1—1 vy

AV a—nHETH L Z L2k Q0EoEEL ST TEID) | & 1 RRHE TR LRTh
ERSRVEEOREZNRDVICHELE Y, TOd, BIOMIIRT LI, 1 BBxi22-o
DENERBAIR S E T

OB TIIBEEN 10 IZRESNDIDT, BEZSV—73 OFMED IR LI, B0 IR L OB
BRSNS 10 RBICHEE D £, 72770, #MUIRLOBIC SBORMNS 5720, Z O ITk

HWRHDTIEH Y £H A,

AV 2= 7 ENSEIMEOEN I BRIRICEHFEC ORI SN2 WERIE. A7 Y 2 — Vi
DBARRFICEMEN I RIS I, RoTBEITRE O 1 ORI TG L £,

WO, BET N —TANOEEL DLEEIOD A Y a—0 7 armLET, BifE7L—
TADART Y a—)VEIRNT 470, $EEIT ST,

6:IPSLABEDRMR 7 D a—LEIRI L Y L REWGE « F—LHE

ip sla group schedule 4 1-10 schedule-period 4 frequency 5

@ @ @ [
@ & 2]
T 077 3
Aj

| | I 1 | I
f T ] T T ]
s 15 23 I 45 53
| ....... gc[}‘_adagc%npgg;:d ------- {
- R

@ = operation 1D rumber, 15t ileration
[x] = operaionD mumber, 2nd tieration
| = operaionx stark

== = timeling; cominues until the lietime
vakie is reached

¥5 = yoeconds :3

ZOFITIX, IP SLA HEEMER 72—V U THEREDS . BEDE A 2 7 ¥ 2 — VIR THI S
LTk, FIBMHRTHGE LRTUEROZ2VEEOREZFE L3 (10EOEER 45
THEIGN T, 1 BEIC 25 BIEICR D) o BIEOEIE 1 BRI TIIHEICHEITE RNz,

ZOEITEIY BT S, o BRI EO | BRERBICBRGSND Z LR 7 (iR
M) o

Ao a—)LERINEE LY H KE LGS0 IPSLA 3L
BMER a1 —1) V5

BEDEIE, ATV a—L 7= RSN £ TISRET MM T, A7 Y2 —/ Vi
DBE LD b REWNEEIT, BE7 V=T DH 20 IR LNOEIEN, ZOHOMED KL OB
TELEHAR DA TE ET,

KON, BWEZN—TSNOBELNSEEIOD Ay Y 2—U v P h R LET, 8fES 1 —
75 DALY 2 — VI 20 B, B 10 BT
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IPSLAS 4L Rroa—5

7: AT a—)LHEAEE LY L REWVGED IPSIATV—T RS-y

ip sla group schedule 5 1-10 schedule-period 20 frequency 10

ORORONORGRORORT]
(] [2] [3] [4] [5] [8] [7] [g] [2] fic]

T30t

{ IS S ! NN SN L [N PR M| N AN (| I LA L
T & & @ & & &+ ;& & ;& &+°71T°71.1
0z 23 45 63 83 10S 123 145 163 183 203 225 245 265 283 30s 323 34s

S

.. schadule-pariod |

(20 saconds)
---------- schedule-period ..........
| (20 seconds) {
schedule-period . ...
| (20 ssconds)
| frequency + frequency } frequency *
(restant svery (restart every (restart every
10 seconds) 10 seconds) 10 seconds)

@ = operation D number, 151 ileration
El = operation D number, 2nd feration
& = operation ID number, 3d femation

'{?} = operation D number, 4th fsration

l = operalion x siars
= = timeling; contirues urtilthe liktime
vale i reached

¥5 = yoeconds

i7omed

ZOFEITIE, BEZ V=75 NS OEME @ifFE 1) 220 BICBs L E3, B/ v—75
WO 10 ET~TOEE (@E1~10) 23, 200D A 7 ¥ 2 — VHIINICBRIG SN D MLEN S
¥4, 4 IPSLA BIEOQBMEHRTIL. A7 Y a— VB ZEEOR TR L ZLicky Q0
DI0EOEETEI LND) | A7V a—AHTbhblz > THEICSHBEINET, Lo T,
BEMEIXRTOEED 2 IS ET,

eV —7 5 DERMOMEY KL TIX, BIEI RN 0RICBRME L., BifE10 (BMES L— TN
BOBEE) X I8ITBBLET, BIEZ L —7 1210 T L ICHBT A LR EENTWVS

7= (frequency 10) . BEZ L —T7 5 D2 ZB DOV K LIZ, ROV KL OETHITH
H10BICHOBIBLET, LiEn->T, 10~ 18 BOMRIh, HAID# 0 K L OEIE 6 ~ 10
M2FHOKRYIELOEEL ~5 LEL-TEITEINET HIOKZSR) . FEEIC, 20 ~
28 DA, 2 /OO K L DOFME6 ~ 101%, 3FZBDDOMEV K LOEEL ~5 L ERY £
R

_®W UL BE L @R 6 OBRfAREIZ, [ U2 B ORBANIZZR D 9N HEE IR CRERE
2R D BT H D FH A,

BEOBEAT P a— VIR E Y b RESHET D2 & T, HEOBERF U1 BORMREHNT
BT DL OICRETEHDT, ZZ TSN TV OIREFHER SN EEA,

IPSLAS VA LR a—5

IP SLA HEEMEA 7 Vo — Y  IHREA 92 &, 5 IPSLA BiEA . /€ S 7= #1H
Wbl o T ENT-MBE TG L, HESNTHETHERETALIIIAF Va—1 v
JTCEET, IPSLAT U H LAY a—TJKEa AT 5L, BEOIPSLAEIELZ, fEES
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EEBERT Ca—50MHR |
B rsunsswrzsea—somess

NEHREZ DT > TH— 2o SN 7 U Z LR TRl L. F8E S-S ORFANICY)
OB ENTZ T X LABRBEECTHMT AL IICA T Va— Y I TEH L0k ET, T
VHENAGT T a— L0, Ry NT—T RT p—< U REFHIT B 72D OFEH 7 A
MU w7 BEGEINET,

\}

GE)  IPSLA 7 U H L Ay a—J8R8I1E, X7y MMED T U X AERBE I N TV RN 28,
RFC2330 IZHEHL L TV EH A,

FGURDAT a—F X T g, TIANNTET A EB—TNVTT, FUELAT Y a—
S AT arEAR—NMITARICE, Fe—Lar T 4 Fal—vary ET—RNTTIL—
TRV a—VERETDHEEIC, MERKRALZHRET DLERHY £, BIEFO 7L —71%,
FBE SNTBEEFHHOE) — oSN T o X L7 ETHBSNE T, HEOTHHEZRET
H%EE. WOTA R4 UPEHAIVET,

« EOFIHOBIGIEIL, 7N —TEEOTXTOMEDO X A L7 T MEX D bREWVEIZ
TORENDHY £,

« FEORBPFHOBIBMIZ, A7y a—n 8l (UA—TEWER A7y a—) v 7 EN5EE
) LV HEREVEIZTEIVLENRGYET, ZOHA FIA4 U ZIRSFT5H5Z & T, FUHE)
VEDR, Ay a—VEIBNICERBI Ay 2 — ) v T8N Enel i £,

FUHENRT Y a—F T a rBAX—T N ThL5EIE. WOTA R7A4 REH s

SE —aﬂo
o TN—TEHEDE & OEIEIL, B2 INT, A7 a— VHIRNCT VF L7 T
BlE S E T,
cEED T N—TL, FBESNTHEERB O 120 a7 v X ARHEECHEBE SN E
—g_ﬂo

o TN—TIEOKIMEBR GO R/EREIL. 1002 UV (018) T, FUo XL A7V a—
S F S arnNTF 4 —T DA RARIRIE 1T,

BEDORFMICBRBEND LAY a—) v/ TEHDIE, 1 DOEELITF T, T
HNAT Y a—F F 7 arnNTF 4 v—TNVO8E. BEOEBWERFR CRRICEIS T X
F9,

« A DOENMEIXEIZA T Y 2 — MO 0 I VRIS ET,
« TN—TEEOFEEDNBRMG SN DIEFITT & LT,

IPSLAEH#ENMER D 12— T DHIREHE

cIN—T "R 2= T LR, IPSLABIEE 7V — TG0 DR EETT D,

1l ODITN—TFL L TAF Y 2—/1725IPSLA B{EAXIRET S,
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o PsABEDRrS1—ys ]

s Ry NT—T TG T 4w XA TRy NV EHAT— g U ERFET D,

c Ry RT— D RREVBEOT AL AD S A TEFET B,
BEEIC KT BT A N OBEE A RET 5,

BEDOIPSLAFEDOR Y21 —1) V5

2T, IPSLAEMER A D a— LT A HEICOWTHB LET,

FIEDHE
1. enable
2. configureterminal
4. exit
5. show ip slagroup schedule
6. show ip sla configuration
FIED
FIE

48 HHEIIZ

\)

GE) cHHEENMEI N —T TR V2 — L ENTT X TOMEOHENRFE U TRiTIen £4

hoe

B IDFE ST, K125 LFETITHIRES N E T, REWEBRELBEEID FSI2HE L

RNTLTZE N,

3. ipslagroup schedule group-operation-number operation-id-numbers schedule-period
schedule-period-range [ageout seconds] [frequency group-operation-frequency] [life{forever |
seconds} ] [start-time {hh:mm[:ss] [monthday | daymonth] | pending | now | after hh:mm:ss}]

ARV RFEERETIVa Y

=)

AT w71 |enable HrtE EXEC =— RZHI L ET,
1 - Ty IREFRENTZL, NATU—FKEATILE
—§—O
switch> enable
25 7 2 | configure terminal Ju—rL 3T 4 Fa e E— KB

1

switch# configure terminal

LE7,

Cisco Nexus 9000 < ') — X NX-OS IPSLA#RE A4 K. 1 1J—X 10.6(x) .



B rsusosnzxr91—5005—T0t

EEBERT Ca—50MHR |

ARV RFERETIVa Y

B8

Z 5w 73 |ipsagroup schedule group-operation-number Al a—I 7 &5 IPSLA BifE7 L— 7&K 5
operation-id-numbers schedule-period LENER B OHIAE S n— L a7 (K a L—
schedule-period-range [ageout seconds] [frequency Say T RTHEELES
group-operation-frequency] [life{forever | seconds} ] °
[start-time {hh:mm[:ss] [monthday | daymonth] | pending
| now | after hh:mm:ss} ]

1 -
switch(config)# ip sla group schedule 1 3,4,6-9

AT 74| exit K#HE EXEC &— RICRE Y £,
1 -
switch (config)# exit

R T 75 |show ip slagroup schedule (EHE) IPSLA ZV—7F A7 2 — L O % #
15'] : 7N L\i—g—o
switch# show ip sla group schedule

R 7w 7 6 |show ip slaconfiguration ({£E) IPSLA ZEDHMAEF R LET,

1

switch# show ip sla configuration

IPSLA 5 U5 L X7

FIRDEE

A —

Va1—5

DA +—T )Lt

ZIZTHEH, IPSLA TV L AV a—F% A F—TNIZT D HEZHOWTHIALET,

1. enable
2. configureterminal

3. ipdagroup schedule group-operation-number operation-id-numbers schedule-period seconds
[ageout seconds] [frequency [seconds range random-frequency-range]] [life{forever | seconds}]
[start-time{hh:mm([:ss] [monthday | daymonth] | pending | now | after hh:mm:ss} ]

4. exit

. Cisco Nexus 9000 </ ') — X NX-OS IPSLA A4 K. U 1J—X 10.6(x)
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IPSLAREER 72— v okR

FED FH 4
FIE
ARV REEEFET7IV3 Y B
RTw 71 |enable Fi#E EXEC E— R HC L E T,
1 Ta s ERFRINTEL, RNAT—FREATILE
e
switch> enable
AT 72 | configureterminal 7Ta— )L a7 4 X2 lb—3ay B— REELG
15“ : L/ij‘o
switch# configure terminal
25w 73 |ip dagroup schedule group-operation-number IPSLABNMED V' )NV—T DA 2= 8T A—

operation-id-numbers schedule-period seconds [ageout | 4 % t57 | £,
seconds] [frequency [seconds range

random-frequency-range]] [life{forever | seconds} ] IPSLA Z U H LAY a—T &S a A 13—
[start-time{hh:mm[:ss] [monthday | daymonth] | pending | 7 V123 51213, frequency range

| now | after hh:mmss} ] random-frequency-range 5 — 7 — R L OG5 2 % &
%l - TOMENRDY 7,

switch(config)# ip sla group schedule 2 1-3
schedule-period 50 frequency range 80-100

AT T4 et Fu— AVT 4 Fal—vay T— REKT
Bl - L. i EXEC E— FIZRE D £,

switch (config)# exit

IPSLASEHEER T2 —1) VT DFEER
ZZTIE, IPSLABEEENEA XY 2 — U v T EERT D HFECOWTHALET,

FIRDHE

1. showip dastatistics
2. show ip slagroup schedule
3. show ip dla configuration

Cisco Nexus 9000 < ') — X NX-OS IPSLA#RE A4 K. 1 1J—X 10.6(x) .



BHBERTS21—508m |
B rsusumtzsroa—y L roRER

FEDEHE
FIIg
AT RFERET7IOIY BRI
AT v 71 |showip sla gtatistics ({FE) 1P SLA BifEDFE A E R LE T,
1 -

switch# show ip sla statistics

R 72 |showip slagroup schedule (&) IPSLA Z—F R4 2 — LDt % 3
15'] : i—\- L/iﬁ‘o

switch# show ip sla group schedule

R T 73 |show ip slaconfiguration (EE) IPSLAFZREDFMAELRRLET,
1 -

switch# show ip sla configuration

1

D P SLABED A o — U R8T Liz#iL, @Y7 show =2~ R&fiH
LT, &FTOEBMEOFEMER MR TX T,

Wz, BEZ V—7 1 NOIPSLAEE 1 ~20 %, 60 DA = — LR & 1200
MOITATETAT Y 2a—NVT 202 RLET, T74VNMIEY, HEEFIAZF Y 2—
AR EFRCCT, ZoflTid, BRI 3 ICR 3 (A7 Y a— L ik %2 8)
EDETEI>T-f8) .

switch (config)# ip sla group schedule 1 1-20 schedule-period 60 life 1200

WIZ, AT T 2a—/VENTAEED IP SLA BIEOFEM A KR T 202 R LET,

switch# show ip sla group schedule

Group Entry Number: 1

Probes to be scheduled: 1-20

Total number of probes: 20

Schedule period: 60

Group operation frequency: Equals schedule period
Status of entry (SNMP RowStatus): Active

Next Scheduled Start Time: Start Time already passed
Life (seconds): 1200

Entry Ageout (seconds): never

WIZ, AT a— L ENT-EEOIPSLABMEDFMEZ KT 262~ LET, ZDOF
TiE, IPSLA BERBEE A r P2 — &N Tn5AHZ & (TRUE) ARENTHET,

. Cisco Nexus 9000 </ ') — X NX-OS IPSLA A4 K. U 1J—X 10.6(x)
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w0 PsABEDRs S 1—) v oEs []

switch# show ip sla config 1
IP SLAs Infrastructure Engine-III
Entry number: 1

Owner:
Tag:

Operation timeout

Request size

Packet

Interval

Verify data: No

Vrf Name:

Control Packets:
Schedule:

Operation frequency

default

(milliseconds): 5000

Type of operation to perform: udp-jitter

Target address/Source address: 101.101.101.1/0.0.0.0
Target port/Source port: 5000/0

Type Of Service parameter: 0x0

(ARR data portion): 32
(milliseconds) /Number of packets: 20/10

enabled

(seconds) : 60 (not considered if randomly scheduled)

Next Scheduled Start Time: Start Time already passed

Group Scheduled

Randomly Scheduled

Life

(seconds) :

Entry Ageout

TRUE
FALSE
3600
(seconds) : never

Recurring (Starting Everyday): FALSE
Status of entry (SNMP RowStatus): Active
Threshold (milliseconds): 5000
Distribution Statistics:

Number of
Number of
Statistic

statistic hours kept: 2
statistic distribution buckets kept: 1
distribution interval (milliseconds): 20

KIZ, ERFRRCTA Y a—nESnic L &IT, A7V a— 1 ENTEEOIPSLA
EMEDEF OBERMGIF R 2 FoR T 2612 7m L £,

switch# show ip sla statistics | include Latest operation start time

Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest
Latest

operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation
operation

start
start
start
start
start
start
start
start
start
start
start
start
start
start
start
start
start
start
start
start

time: *03:06:21.760 UTC Tue Oct 21 2003
time: *03:06:24.754 UTC Tue Oct 21 2003
time: *03:06:27.751 UTC Tue Oct 21 2003
time: *03:06:30.752 UTC Tue Oct 21 2003
time: *03:06:33.754 UTC Tue Oct 21 2003
time: *03:06:36.755 UTC Tue Oct 21 2003
time: *03:06:39.752 UTC Tue Oct 21 2003
time: *03:06:42.753 UTC Tue Oct 21 2003
time: *03:06:45.755 UTC Tue Oct 21 2003
time: *03:06:48.752 UTC Tue Oct 21 2003
time: *03:06:51.753 UTC Tue Oct 21 2003
time: *03:06:54.755 UTC Tue Oct 21 2003
time: *03:06:57.752 UTC Tue Oct 21 2003
time: *03:07:00.753 UTC Tue Oct 21 2003
time: *03:07:03.754 UTC Tue Oct 21 2003
time: *03:07:06.752 UTC Tue Oct 21 2003
time: *03:07:09.752 UTC Tue Oct 21 2003
time: *03:07:12.753 UTC Tue Oct 21 2003
time: *03:07:15.755 UTC Tue Oct 21 2003
time: *03:07:18.752 UTC Tue Oct 21 2003

BHDIPSLAEMED R a—1) U5 #ERH

PLITFIZ. 20 DA ¥ 2 — LVHIRCEEZS L —7 1 DIPSLABIE L ~ 10 2 A ¥ 2 —/1F
DR LET, TZFNMIED, HEFIASF 2= LB LR L T,
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B rswusosnzxroa—5eaMT 2R

switch# ip sla group schedule 1 1-10 schedule-period 20

WIZ, ATy a—)VINTEEO IP SLA BMEDFEMZ FRT 20l2 R~ LET, ZOBORKR%
DITTIX, IPSLABHERNES A r P 2— 78 TWAZ L (TRUE) 2RENTWVET,

switch# show ip sla group schedule
Multi-Scheduling Configuration:
Group Entry Number: 1

Probes to be scheduled: 1-10
Schedule period :20

Group operation frequency: 20
Multi-scheduled: TRUE

IPSLAS VA L RS a—S5 BT HERH

Wi, IPSLAEMEL ~3 27 0—F (U N—72L LTHRE) LLTAYrYa—Y 735
a2 RLUET, ZOFITIE, #BER. SORDO AT Y a— N Hifichlizo T —IZhEniz=>
VA LR CRAT A KAV a—Y v ENRET, BAOBMER. EbICBbEn
LE0ICArYa—=)rrEnET, MEE. e =7 BRSNS ZONE, f/E SN2
FNSEEEREINET, TV FD AT 2a—F T 7 a A F—T /2R 0, 8fEn s
=T BT DTS T T X LB L, 80 ~ 100 P OFEFHAN TRINS L E T,

ip sla group schedule 2 1-3 schedule-period 50 frequency range 80-100 start-time now
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.9,

IPSLAEIED FRHOL ELMEE=A2 U VD
DR TE

COETIE, LEVWVEBIO®I TV ay MY H—2FALEZIP Y —E R L~ULEL) (SLA)
DOTRIMT=4 1 ZTHEBEIC DWW TR L £ 97,

ZOEF, WO THBEINTHET,

«IPSLA V7 7 v a URERRICET D EHR (91 =*—)
«IPSLA LEVWMEE=X U 7 BLONEH (91 =—)
s P L EZWMEE=# Y > 7T ORE (93 X—)

« IP SLA SSHERL DX ER] (96 ~—2)

«IPSLA U 7T 7 ¥ a AEROHERE] (96 ~—2)

« SNMP 1% h U W —F 572D DRG] (97 _—2)

IPSLA Y753 U RIZET A1EHR

IPSLA DFRE, T=H U U I RBOEDNRED L)L &8 2 50, TEot L EIT
HADLT T NRREEHGRIR EDET=F ) V THBDOA R SRA LT k)ﬁ éhé
FOITERELET, IPSLAIET AV T 7 & a UHERNET 720 \ﬁ#%t@#ék\m

SLA, Ry NU—Z&EMT S Fr—3 g L ~O@MEAER LY, L% OF— X 5IE
THDIPSLAEEEZ Y T—L720452 08B0 £,

IPSLA LELMEE=42) VI B X EH

IPSLA IZ, (FEAEDIPSLABHEIZET AT v ¥, HEROBE, WEROZ 7 Kb
U v 7 (RTT) kiﬁ%ﬁ@E@ﬂ7¢~7/xﬂﬁx HIZHOWTOFRH L & WMl

FoX VU BIOEMEYR— N LET, FPHUE=X U U 7BRRIZ. HmY v ¥ —,

FEo 7y MEK, BEXOEGH VoIP F = WE A a7 Y > 7 2 &TrEE 7 VoIP B/ T

A—=HDRIELEWVEZRET D004 T v a et LET,

W
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IPSLABHEDFREML ELMEE=4 U VT 0HE |
B rsuizvpe=sy o sssvaEm

IP SLA %L, MU A—ENEE L TREINET, vy MEK, Vo ¥— Y
BEA 27 (MOS) #aHEHRIX, IPSLA ¥ » ¥ —EEICEA T, WEEIIOT o Hn (2%
B bside, BLUSEENBERGEIL) OEX, Fi37r vy MERB IO v ¥ —OFFEsN
RTT fEIZxf L CAERTEE T, RITHEAHEE L LEWMEZ ERSNTFEISZ E, N T v 77
EDOA RV IR M) T—SNET,

RGN IEAE LIz E . IPSLA TIEY AT A X7 (syslog) A v E—VEARTE
T, VAT LA XU A yt—%, CISCO-RTTMON-MIB # il L CTfiig % v U — 2 %%
7 a han (SNMP) b7 w7 (GEs) & LTEETEE9, IPSLADOSNMP 7 v 7,
CISCO-RTTMON-MIB # X U CISCO-SYSLOG-MIB TH R — h & E7,

CISCO-SYSLOG-MIB ® v 5 ¢ (FEKE) LU, SyslogSeverity INTEGER {emergency(1),
alert(2), critical(3), error(4), warning(5), notice(6), info(7), debug(8)} T,

CiscoNX-OS V7 b =T DIV AT LA aXx 7 Fu AR L TiE, Exsv597 4 (H
KE) LAOVERNERSNET, CiscoNX-08S V7 hU =T DY AT A uX 7 Fuk A
®TBHETT 4 (EKE) L-ULE, {emergency (0), alert (1), critical (2), error (3), warning (4),
notice (5), informational (6), debugging (7)} T3,

IPSLA LEVMEEMIX, Cisco VAT AL X7 7akv ANTIE Ll 6 (informational) &
LT 7 anEd2, CISCO-SYSLOG-MIB2> 513 L~L7 (info) FT7 v 7E LTERES
nEJ,

WAL, LEWEERDBELETLHERICEITSNLGDIT TIEHY FHA, ROKIZ, =X
YIRBEBN LR LS WVEEZBATE SR ET DL NI A= VT 7 v aroiihars L%

To RN EH LEWEZBATZL T, A2 FRRE S, BHNEITINET, %D
L E W EEAE, =4V U THROMEN L7 L EWEZH OB SN FIRL & W EZ
TESBEICRY TSN ET,

8:IPSIAD b)) A—Sh=REEHES LU L ELMEBBEE

1 2 3

A

Thresholds MNotification

Motification

Rising  100ms

f\f _f

Falling 50ms ,
i LY
. .'Illl .I.'-
Time /

Resolution 5
1 BROICEFLEVEEZB AL 12, ANV FRRESH, LEVEER
EHDSRAT S E T,
2 LR L E MEOBEER A L CRAE LT, B0 mAERT S hE
A,
3 F=H ) THBEOMNR TR L EWMEE T THET,
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| PSLABEDFILEMEE=4 Y VT DEE

S e TR E R ud i |

4 FRLEWVVEZBZZL ZI28]0 LEWEEBBHARITISN TWDA DI,

F=H ) O THBROEDEMNS TRL EWEE Tl 72% 721 T,

G¥)

Uy 3 —EfEl

FHELE

Flo, B=2X UV ITHBOERN TR SVEZ RIS TESZRRT (3) o FRLUEWE
HEEAAFATSNET, TRLU S WEEEIESI ST 2 %GEOWMMBFIT S LD DIF, EF-
LEWVEZBEATBRT, =2 ) ZJAROMENTRLSWVEEZFOC TR 7ZHEIZRENE

—’9‘«0

Zxt9 % RIT =i

Ty Z—EEICKT D RIT RO, BIEORZICOH M) H—IhET, Ziulix, Y
Z—> hU v 7HE (RTTAvg) i~y F o7 Ensd, VZ—>r b v 7RO HE

(LatestRTT) 2MEH S E9,

U XA —EIEICKT A RTT @ SNMP ~ 7 v 71, BIEREKOEE Y 22— U v 7R
(RTTAvg) fEIZIEASNTEY | BFRICEE SN L2 D37 > bO RTTEIZE £ EYE
Ao To& 21T, FHNRLEVELZ TE > TWAEA, EBRIIIRKTEEDO My R LE W
iz EE > TWBAEEMERH W 308, HL ETHLIMERRICHTAHHETH D=0, 2D k)
REEMITESICITIE TN E YA,

RTTAvg L X UMEIESIC)E LTI, syslog A v E—U 7R HA— h &I TWET, syslog A v
t+— 1%, CISCO-RTTMON-MIB 7» 522 ShvE

—_— . > =L =
LMEEZ=2') VT DERE
ZIZTHEH, Ty T ERARLEY ., BIOBEEZBRET A LI LEVERBLIONEG MY F—%
BET B HEIZHOWTIHALET,

1R BHHIIZ
 ESRMEDN T SN G AT & D IP SLA BiEAZRE L £ 77,
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B spoLzvez=sysome

\)

IPSLABHEDFREML ELMEE=4 U VT 0HE |

6= .

¥y 2 —EEICKTT D RTIT S IE, BIEOKRZICOHR N T—INET, Ziulix, V
2= MY TR OFFTE (LatestRTT) 2MEH S E T,

¥y 2 —EEICKTT S RTT @ SNMP k7 » 7%, BEREKRICKT 2 2 —2 b U v 7E
MOYEE (RTTAvg) DOIIZESWTEY , BfERICEE SN lx DTy hD Y & —
Uy FREMEIT S EREE A, RTTAvg L & WMIESERIZK LTI, syslog A v &—
PR FR—rENTWET,

¥y X —EEHR O RTT IEXITIL, syslog A v E2—T 2By HR—hSnET,
Ty X —EIER LSO RTT 2L, SNMP k7 » 7720 R AR— hShEd,

timeout, connectionLoss, & 72I% verifyError I D IE RTT #E X IZ1E, syslog A vE—T D
BRINYR— F SIET,

SNMP k7 v 7 & syslog A vE—V O ENRYHR— K S TWDHDIE, timeout,
connectionLoss, & 721 verifyError i#/X D T9,

2. configureterminal

ip dareaction-configuration operation-number react monitored-element [action-type option]

[threshold-type {aver age [number-of-measurements] | consecutive [occurrences] | immediate |
never | xofy [x-valuey-value]}] [threshold-value upper-threshol dlower-threshold]

ip slareaction-trigger operation-number target-operation

ip slalogging traps

snmp-server enabletrapsip sla

snmp-server host {hostname | ip-address} [vrf vrf-name] [traps|informs] [version {1]|2c|3

[auth | noauth | priv]}] community-string [udp-port port] [notification-type]

exit

9. show ip dareaction configuration [operation-number]
10. show ip dareaction trigger [operation-number]

FIEDHE
1. enable
3.
4.
5.
6.
7
8.

FIED M

FE

AU RFEEETI 3y S

ATw 1 |enable
&1

switch> enable

¥t EXEC E— RZAMC L ET,

Ta s NRFRENTEL, NAT—=REATILE
KR
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| PSLABEDFILEMEE=4 Y VT DEE

spmLsnEE=2Us0%% [

AV RFERETI3 Y EL:Y

25w 2 |configureterminal Ju—N)L a7 4 FXal—ay T— REHB
11 - LET.
switch# configure terminal

X w 73 |ipdareaction-configuration operation-number react | #55F L7- L X VMEERICESWTEITEINAT
monitored-element [action-typeoption] [threshold-type| s 5 o (SNMP F 5w 7% 71X IPSLA FV #—)
{average [numpa-of-qeawrenents] | consecutive BRELET,
[occurrences] | immediate | never | xofy
[x-valuey-value]}] [threshold-value
upper-threshol dlower-threshold]
i -
switch(config)# ip sla reaction-configuration 10
react jitterAvg threshold-type immediate
threshold-value 5000 3000 action-type
trapAndTrigger

A7 w74 |ipdareaction-trigger operation-number () RS SN, BIOIPSLA
target-operation LML £
il : ip dareaction-configuration DIGEIZ D HWETT,
switch (config)# ip sla reaction-trigger 10 2 o }q‘z)g‘\ trapAndTrigger F* 771 triggeromy

F—T— ROWT N E D THER SN0
ﬁ%‘g*’@—g«o

RTwv 75 |ipsaloggingtraps (fE#&) CISCO-RTTMON-MIB 7> 5 @ IP SLA syslog
Bl - AvE—VEAX—=TNVITLET,
switch(config)# ip sla logging traps

RTwv 76 |snmp-server enabletrapsip sa ({LF) v AT A2 L D CISCO-RTTMON-MIB h
Bl - 7 v T DEREAF =T M LET,
switch (config)# snmp-server enable traps ip sla

ZFwF 1 | snmp-server host {hostname|ip-address} [vrfvrf-name] | ({£35) U E— k2 MC T v FEEELET,
[traps|informs] [version {1] 2c| 3 [auth | noauth | oA
priv]}] community-string [udp-port port] snmp-server enabletrapsO¥ &LV TT, 2~
[notification-type] ¥ RSN TV LHAICDOHLETT,
1
switch (config)# snmp-server host 10.1.1.1 public

RTv S8 |exit Ja—L ary 74X al—gy B— REKT
Bl - L. F#H EXEC E— FIZERE Y £,
switch (config)# exit

XTFw 79 |showipslareaction configuration [operation-number]| (1) TR L XVMEE=Z VU L VOB ELF T

51

switch# show ip sla reaction configuration 10

LEY,
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IPSLABHEDFREML ELMEE=4 U VT 0HE |

ARV RFERETI Y S

ATv 710

switch# show ip sla reaction trigger 2

show ip slareaction trigger [operation-number] EE) NIV T—EnBZ—4y NEIEDORTE A

T ABLVEREREEZFRLET,

IP SLA /X i 48 Al D 5% 7E 151

MOS 23 4.9 (RENE) A 7-HA, £771325 (EWE) 2 TE -7 EA T SNMP =2 %
VI NIy T REETAIOIIC, IPSLAEE 10 R ET LA AR LET,

switch (config)# ip sla reaction-configuration 10 react mos threshold-type immediate
threshold-value 490 250 action-type trapOnly

LITFIZ, 7740 MREERRT 202 R LET,

switch# show ip sla reaction-configuration 1

Entry number: 1

Index: 1

Reaction: mos

Threshold Type: Immediate

Rising: 490

Falling: 250

Action Type: Trap only

switch# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switch (config)# ip sla reaction-configuration 10 react mos threshold-type immediate
threshold-value 490 250 action-type trapOnly

switch (config)# show ip sla reaction-configuration 1
Entry number: 1

Reaction: rtt

Threshold Type: Never

Rising (milliseconds): 5000

Falling (milliseconds): 3000

Threshold Count: 5

Threshold Count2: 5

Action Type: None

IPSLA ) 75 <3 VR DIERG

WOFITIL, AN [Reaction:[fEICTRENTWE LB, BEOT=2 U o VS REENIP
SLA BE (1) 126 L TR S LTV E T,

switch# show ip sla reaction-configuration

Entry Number: 1

Reaction: RTT

Threshold type: Never
Rising (milliseconds): 5000
Falling (milliseconds): 3000
Threshold Count: 5

Threshold Count2: 5
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| PSLABEDFILEMEE=4 Y VT DEE
SNMP 51 % ) 5—7 Br-ootEs ]

Action Type: None
Reaction: jitterDSAvg
Threshold type: average
Rising (milliseconds): 5
Falling (milliseconds): 3
Threshold Count: 5
Threshold Count2: 5

Action Type: triggerOnly
Reaction: jitterDSAvg
Threshold type: immediate
Rising (milliseconds): 5
Falling (milliseconds): 3
Threshold Count: 5
Threshold Count2: 5

Action Type: trapOnly
Reaction: PacketLossSD
Threshold type: immediate
Rising (milliseconds): 5
Threshold Falling (milliseconds): 3
Threshold Count: 5
Threshold Count2: 5

Action Type: trapOnly

SNMP EH1Z b1 H—9 5 1= DERHI

WIZ. RTT £721% VoIP MOS O L 2 VWMEIZER L7=HA1C, 10.1.1.1 DU E—F KA RZ
CISCO-SYSLOG-MIB 7 v 7MMEEEIND L H1Z, PHHLEVWEE=ZY v 7&K+ 5
FlZR L £,

! Configure the operation on source.
switch (config)# ip sla 1

switch (config-ip-sla)# udp-jitter 10.1.1.1 3000 codec g71lalaw
switch (config-ip-sla-jitter)# exit

switch(config)# ip sla schedule 1 start now life forever
! Configure thresholds and reactions.
switch (config)# ip sla reaction-configuration 1 react rtt threshold-type immediate

threshold-value 3000 2000 action-type trapOnly

switch (config)# ip sla reaction-configuration 1 react MOS threshold-type consecutive 4
threshold-value 390 220 action-type trapOnly

switch(config)# ip sla logging traps

! The following command sends traps to the specified remote host.
switch(config)# snmp-server host 10.1.1.1 version 2c public

! The following command is needed for the system to generate CISCO-SYSLOG-MIB traps.
switch (config)# snmp-server enable traps

AR O CiL, IPSLA L X UVMEESGEEIDS CiscoNX-08S 25 L aX¥ 7/ Faut A TL~UL
6 (informational) & UL CAERINEZ LRI TWET,
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IPSLABHEDFREML ELMEE=4 U VT 0HE |

3d18h:$RTT-6-SAATHRESHOLD:RTR(11) : Threshold exceeded for MOS

LT oFITiE, [FUERKIZRT 5 CISCO-SYSLOG-MIB |12 X %5 SNMP i@%158 L~,L 7 (info)
WBHTHDLI EDBREINTWET,

3d18h:SNMP:V2 Trap,

sysUpTime.0 = 32613038
ciscoSyslogMIB.2.0.1
.71
3.71 =
4.71
5.

6.71 =

snmpTrapOID.0 =

clogHistoryEntry.
clogHistoryEntry.
clogHistoryEntry.
clogHistoryEntry.
clogHistoryEntry.

2

reqgid 2, errstat 0, erridx O

71

RTT

7

SAATHRESHOLD

RTR(11) :Threshold exceeded for MOS
32613037
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IPSLAPBRA Tz b Sy T DIE

23

ZOETIEH, IPYV—E R L~ULEEK (SLA) OPBRA 7V =7 b MT vF U FTHEEEIZ OV T

AL E9,

ZOEF, WO THBEINTHET,
*IPSLAPBR A7 =/ h hFvxo
IPSLA AT V=2 N bTvX 7O (100 —)
] :IPSLAPBR A7 Y =27 b b7 vX 7O (104 _—)

(99 ~—<3)

IPSLAPBRA Tz b FSwxy

COMEEICED, L—FEFEHATAENCR I A D Ry IRBGERETH D I L AR TEE
T, X7 A DMKy TRBEFMETHRVWEE, N ¥— X=X L—F 17 (PBR) RETE
BINTWBLPIONL—FMEHAEINET, Lb— b~y 7O — FR72WEEIX, v—T ¢

VT T =T MERENE T,

v % 278 Sl S RVE s
ATV N M yXRUT TR, ROLH ATV bBRE=XINET,
s AU H—T oA ADEFET 1k a/LOIRAE
—F 4T TF—T LN ) OFFLE
PBRZAREDI FAT ME, BED N T v XV I RAT V=7 ek, ThoDAT
V7 NORIEDNEAL LIRS TT 7 v a v 2FATTH LN TEET,

IPSLAPBRA 7oz b b YyX2U T DHEE
FTyF 7 TreATHATE 2T NTOA

PBRA 7V =7/ h T vx o JHEREICLD,
T2l h~DRY — R_X—2 )L—F 47 (PBR) 77 BANAEEIZRVET, FTvF
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B reswroczsr rsursvomm

Y77t A %Mo T, ICMPping BIEEFTRENE, V—T ¢ VT BEERMR, VE— T NA R B
THEATHOT 7Y r— 3 . Routing Information Base (RIB) WD /L— K2 EDfEx DA~
TV MR, AVE—T oA AT R haLOREE T X S TEET,

ATV b T XU TBERET DA c PBRA N T v X S T a b RAFEDOA TV =
7 NEBHfT AL ICEMTAE, FOLT V2T NTEENEAELEST, FTvx s
7t AN PBRIZEAMLET,

IPSLAA T F FSYXUTDER

FIRDEE

©ENSOGOHRWN A

N VNN NVMN VNN e memd cd e e ed oed e
PURWNROOINDARWN=SO

configure terminal

ip sla operation-number

icmp-echo destination-ip-address

exit

ip sla schedule operation-number life forever start-time now
track object-number ip sla entry-number reachability

exit

ip access-list standard access-list-name

permit ip source destination

ipv6 access-list access-list-name

permit ipv6 source destination

exit

route-map map-tag

match ip address access-list-name

match ipv6 address access-list-name

set ip next-hop verify-availability next-hop-address track object
set ipv6 next-hop verify-availability next-hop-address track object
exit

interface type number

ip address ip-address mask

ipv6 address ip-address mask

ip policy route-map map-tag

ipv6 policy route-map map-tag

end

show track object-number

show route-map map-name

. Cisco Nexus 9000 </ ') — X NX-OS IPSLA A4 K. U 1J—X 10.6(x)



| IPSLAPBRA TSz b b5 vFL T DR

PSLAF TS5k kSvko ol

FE D
FIR
AR RFERET7TIVa Y B#)
XFw 1 |configure terminal Ja—N)VRETE— REA L E 9,
1
switch# configure terminal
RTwvF2 |ipsa operation-number CiscoIOSIP #—E 2 L~LEK (SLA) D#EhER
Bl - FEZPAtA L, TP SLA fEpE— RZBlha L £ 4,
switch(config)# ip sla 1
RFw 73 |icmp-echo destination-ip-address IP SLA Internet Control Message Protocol (ICMP) T
Bl - 2— T u— TR RELET
switch (config-ip-sla)# icmp-echo 10.3.3.2
RTvF4 |exit IPSLAE=HHERE— RZHRT L, V—F %7 a—
i SIERE— RIZELET,
switch (config-ip-sla)# exit
A5 w75 |ipdaschedule operation-number life forever Hi— Cisco IOS IP SLA BfED A7 ¥ 2 — U 7
start-time now INTA—=BERELET,
B - ZOBITIE, P SLA BYEDIFHE T 2 — 4 %
. . . , ELET,
switch(config)# ip sla schedule 1 life forever
start-time now
GE)
LD IPSLABMEZ RIS LA 7 ¥ 2 — b 512
X, AT o726 5 2R LET,
RTw 76 |track object-number ipsla entry-number reachability | 4+~ = 7 F OEGEFREMZBIIL, FT v xS
Bl HEAE — 1 2 BRiA L %7,
GE)
switch(config)# track 1 ip sla 1 reachability ﬂﬁ@@]ﬁf%ﬁ%jﬁéﬁlﬁi\ :@?JILE\%?@%@ KLUE
R
Z2FwvF71 | exit Fowx TS ar7 4 Xal—igr B— Rafk
R TL, W—FEr7ua— L ary7 4 FXal—3
v E—FRIZRELET,
switch (config-track) # exit
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IPSLAPBRA TS 14 b S vk i oM |

ARV FFEREETIVa Yy

S

25w 78 |ipaccesslist standard accesslist-name SEy NDT AN Y VT BN BTl TP

B - TUEA YA ROT 7 AR A L (ACL) %
EFRLET,

switch(config)# ip access-list standard ACL

AT 79 |permitip source destination FEEWMTT NI T 4y 7 EFFAT L, IPT 7k
Bl AHHY A B (ACL) DA— & fER LET,
switch(config-acl)# permit ip 192.0.2.0/24
198.51.100.0/24

R w710 |ipv6accesslist accesslist-name RFEY NDTANE Y T EHEINCT BT,
i - IPv6 772 A U AL ACL ZE&RLET,
switch(config)# ipv6é access-1list IPv6ACL

A7y 711 |permitipv6 source destination FIEWTZT NI 74y 2 EFAT L IPT I
B - ZHIEY A R (ACL) OA—LEER L E7,
switch (config-ipv6-acl)# permit ipv6
2001:DB8::/32 2001:DB8::/48

ATy FT12 |exit N—FRERE— REET L, 7o — YUERE— R
{ﬁ“ : &:E D jz—g«o
switch (config-ipvé-acl)# exit

A7 713 |routemap map-tag N—h =y TEBEL, —b vy S arry
15“ : V"’F‘:L l/—“/El‘/:E“—‘ F‘%—fﬁlﬁﬁé\bi‘a—o
switch(config)# route-map PBR

AT w714 |matchip address accessist-name BT 78 A VA N THFA S5 IPve % v b
. U BET FL ARG — MU, BAL

£

switch (config-route-map) # match ip address ACL

RTw 715 |matchipv6 address access-list-name BT 72 A Y A NCHA SNT585E IPve % >~ b

&1

switch (config-route-map)# match ipv6 address
IPV6ACL

U= %FK57T FLAz@gib— bbb, Bl
i‘a—o
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PSLAF TSz k rSvrosoms [

ARV FFEREETIVa Yy

E:)

R7y 716 |setip next-hop verify-availability net-hop-address | L— b~y 7&HREL, M7 v ¥ 7RAT V=
track object 7 N OFEEREVEZ TR L E T
11 G¥)
o (oot . _ ) ZOFIEEBYVIRL T, D hT v & 7GdRA
switch (config-route-ma set 1p next-ho S N R = . .
verify—availgbility 19};.51.100.5 track 1p 7‘/::&4]\ @i”%ﬁﬁ%‘fﬁi%ﬁﬁﬁ@j‘éf_&)@/b k
vy T ERELET,
R T w 711 |setipv6 next-hop verify-availability next-hop-address| . — F = 752 E L. F T v X IiEB4 7V =
track object 7 N OEEAREME R R L E T,
1 - GE)
, ] COFINEEMEDIEL T, o ~T v x TdgA
switch (config-route-map)# set ipv6 next-ho S N N = . .
verify—availgbility 2051:DB8:1:I:31 track 1 ’ 7 \/174}\ ®£IJJ$EIHEII\E%%EE¢ZD7L“&>@/V ]\
v~y T ERELET,
ATy 718 |exit N— =y THRE—REKTL, V=4 &7 r—
R AT — FICR L ETS
switch (config-route-map) # exit
AFw 19 |interface type number AV B =T 2 A ADHA T EEZHEREL, A
i - H—TxAfAA A7 4 Fal—raryE— Kz
BLUET,
switch (config)# interface ethernet 0/0
A7 720 |ipaddress ip-address mask L B—=T A ADTFA4 <V IPT FLRAZHE
1 - LETS
switch (config-if)# ip address 10.2.2.1
255.255.255.0
ZF w721 |ipv6address ip-address mask AL B =T x4 ADTTA4< VY IPv6 7 KL A %45
i ELET
switch (config-if)# ipv6 address 2001:DB8::/48
R F22 |ippolicy routemap map-tag RV = N—TFT 4 T A X—T ML, KRY—
. N—F 4 I BA— b~ v TEAEE L E
7
switch (config-if)# ip policy route-map PBR
AT 723 |ipv6policy routemap map-tag IPv6 R Y ¥ — —F 4 P RAIL, KU —

1 -

switch (config-if)# ipvé policy route-map PBR

N—T 4 P TIERTHNV—F v~y T EEELE
R
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IPSLAPBRA TS 14 b S vk i oM |

ARV FFEREETIVa Yy

S

AT v 724 |end
1 -

switch(config-if)# end

f B —TxzA A AT 4 Fal—arE—F
AT LT, HrkE EXEC E— FIZEY £,

2T w725 |showtrack object-number

1 :

switch# show track 1

FEE) TR EREERLET,
Zoawr REFALT, REEHERLET,

R w26 |showroute-map map-name

1 -

switch# show route-map PBR

(EE) V—h v~y TERERRLET,

5l - IPSLAPBRA Tz U b FSYXU I DER

LA, PBRICK L THERRENT2AT V=2 b T v F o T oflZ R LET,

! Configure and schedule IP SLA operations

ip sla 1

icmp-echo 10.3.3.2
ip sla schedule 1 life forever
|

ip sla 2

udp-echo 10.4.4.2
ip sla schedule 2 life forever
|

ip sla 3

icmp-echo 10.5.

ip sla schedule

ip sla 4

icmp-echo 10.6.

ip sla schedule

ip sla 5

icmp-echo 10.7.

ip sla schedule

5

life forever

life forever

.2
life forever

! Configure Object Tracking to

track
track
track
track

track
|

! Configure ACL

0w N

ip
ip
ip
ip
ip

sla
sla
sla
sla
sla

0w N

reachability
reachability
reachability
reachability
reachability

ip access-1list standard ACL
permit ip 10.2.2.0/24 10.1.1.1/32
|

start-time now

start-time now

start-time now

start-time now

start-time now

track the operations
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! Configure PBR policing on the router
route-map PBR
match ip address ACL
set ip next-hop verify-availability 10.3.3.2 track 1
set ip next-hop verify-availability 10.4.4.2 track 2
set ip next-hop verify-availability 10.5.5.2 track 3
|
! Apply PBR policy on the incoming interface of the router.
interface ethernet 0/0
ip address 10.2.2.1 255.255.255.0
ip policy route-map PBR
|
! Display PBR related information
show route-map
show track brief
show ip sla stat
show ip sla application
|
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B 5 psiarerA IOk RSy UOMER
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=115
IP SLA DNS Bj{E D ER

ZOETE, IPYH—EZ LLEK (SLA) @ DNS BifEHEREIC OV T L £ 7,
ZOFEZ, WOETHRINTHET,
« IP SLA DNS #ifE (107 ~<X—2)
« EIETLT A A TORA DNS EEOHKE (108 ~<X—)
CERIETNA ATOAT v g v RT A—=F 2 L7z DNS BifEORE (109 ~—2)
«IPSLABMED AR YV a—V 7 (112 %—Y)
« DNS #{EORRERF] (113 ~—)
« BEILT A A TORAR DNS BHEOBER] (114 ~—2)
c EEILT A RATOLFT v ar RT A—F%MH L7 DNS SifEORRER] (114 ~—)
«IPSLA SED A ¥ 2 — U 7 O] (114 ~—2)

IP SLA DNS E11E

Z ZCld, DNSEXRZIXETHDOICHET HREM & ISE A2 Z(ET D DOICHET A O Z= R 2 RIE
$ 572912 IP SLA DNS 8IMEZ R ET D HIEIZOW TR L £77,

IP SLADNS #{EICEHT A FERIE L HIHIFEIE

e X —TU— KRBTV Bshow=~ > RinternallZ R — F XN TWWER AL
« IP SLA DNS #{ETlZ. IPv6 TV HR— F SN TWEE A,

DNS D ENE

DNS #H{ETiZ, DNS ZERZEETHOICET LM & | ISEE2ZET 2 DICET RO 7%=
BERMELET, DNSIZ, *v NU—7 J—ROA4RHTET KLU AIZEBRT 572D A 7 —
X FCEEHSLET, IPSLADNS #ifElX, AR MAEZFRELIZGAIZIP T L AZWE
b, IPT7 RUAZRELZSGAIFIARA N ERWEbEET,
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N R TOEKDNS E)MEDERTE

IPSLADNS BiE D& E |

IFORTIE, T8 AB&EEEITLCIPSLA T34 A& L, #5557 /N1 A% DNS h—_— L

95 DNS B{ENEREINTNET,

9: DNS EnfE

DMNS server

f

Fiouter A
i/
—

Performance Router B

management application

"

DNS operation

18171

B3R % DNS Y — R—(ZEETHDIZE T HHFH & T3 A B NGB 25T 5 DICET L
MOZERZRET L LiIcky, BRSERFNEHESNET, BONZDNS Ly 7T v
BEfIL. DNS O T 3 —< U ADSHICHEIL B E9, DNS /Ly 7 7 v FEEMMNE N & . Web

P— = T 7 ANEEICR Y £,

dns {destination-ip-address| destination-hostname} name-server ip-address[source-ip {ip-address

— — =3 |—l—|
EIETT /M A TDHEK DNS EN{EDER
FIED#E

1. configure terminal
2. featuredasender
3. ip da operation-number
4,
| hostname} sour ce-port port-number]
5. frequency seconds
6. end
F gD ¥
FIE

ARVKRFERERETY VY

=)

ATy T

configure terminal

1

switch# configure terminal

Jua—rVEREE— K2R LET,
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RERTF AL RTOA T2y 15 A—a £ALE NS Bz ]

ARV REEET7IVa Y B
R T 72 |featuresla sender IP SLA EhERREZ BN LE T,
1
switch(config)# feature sla sender
AT 73 |ipsa operation-number IP SLA BiEDRREZ I L, IPSLA 2> 7 4 F =
{5l L— gy E—RNIBITLET,
switch (config)# ip sla 10
R T w 7 4 | dns {destination-ip-address | destination-hostname} DNS #1{E2 E#HL. IPSLADNS 2> 7 4 X =2 L —
name-server ip-address [source-ip {ip-address | gy B— FEBBLET,
hostname} sour ce-port port-number]
1

switch(config-ip-sla)# dns hostl name-server
172.20.2.132

ATvTh

frequency seconds () 48 L7z IP SLA BhEA i 0 32 IR 4
il : ELET.

switch (config-ip-sla-dns)# frequency 60

ATvT6

end ¥i#E EXEC £ — FIZEY £,
1 -

switch (config-ip-sla-dns)# end

EETT/INAATODA T a2 NSA—REFEHLT-
DNS EN{EDERTE

FIRDHE

configure terminal

feature sla sender

ip sla operation-number

dns {detination-ip-address| destination-hostname} name-ser ver ip-address[source-ip {ip-address
| hostname} sour ce-port port-number]

history buckets-kept size

history distributions-of-statistics-kept size

history filter {none| all | over Threshold | failures}

frequency seconds

history hour s-of-statistics-kept hours

PN

© o N® O
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10. history lives-kept lives
11.  owner owner-id

IP SLADNS E{EDE%E

12. history statistics-distribution-interval milliseconds
13. tagtext
14. threshold milliseconds
15. timeout milliseconds
16. end
FED FH 4
Fig
ARy REEET7Ia Y B
XF w71 |configureterminal Ja— N )VRET— REBeLET,
1 -
switch# configure terminal
RTwvF2 |featureslasender IP SLA Eh{EMREZ Al LE T,
1 -
switch(config)# feature sla sender
AFw 3 |ipsaoperation-number IP SLA i{EDRREZFALE L, IPSLA 27 4 F o
Bl - L—vay B— RNIIBITLET,
switch (config)# ip sla 10
AFw 74 |dns {destination-ip-address | destination-hostname} DNS #i/EZ &% L. IPSLADNS =7 ¢ ¥ = L—
name-server ip-address [source-ip {ip-address| Tay ET— REBMBLET,
hostname} source-port port-number]
1 -
switch(config-ip-sla)# dns hostl name-server
172.20.2.132
RTw S5 |history buckets-kept size ({EE) IPSLA BED T A 7 ¥ A AHIZIRFEFT D
Bl - WIS NEERE LET
switch (config-ip-sla-dns)# history buckets-kept
25
25w 76 |history distributions-of-statistics-kept size (ILE) 1P SLA BHEIC A » 7 B CIREFT 5
i - R OREREBE L E T,
switch (config-ip-sla-dns)# history
distributions-of-statistics-kept 5
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RERTF AL RTOA T2y 15 A—a £ALE NS Bz ]

AV RFERETI3 Y EL:Y

AT w71 |historyfilter {none|all | over Threshold | failures} (L&) IP SLA BEDBIET — 7 VKT D 1E
Bl - WO THERLET,
switch(config-ip-sla-dns)# history filter
failures

AT w78 |frequency seconds (fEE) 8 L7z IP SLA B/EA 0 iR [HIR 2 5%
15“ : /\':.E_‘ L/i‘a‘o
switch(config-ip-sla-dns)# frequency 30

A5y 79 |history hours-of-statistics-kept hours (L&) IP SLA BIEDFLFHEH 2 (R FF3 25 Fefi ¥
15'] : %%&fﬁ_’ L/i‘a—o
switch(config-ip-sla-dns)# history
hours-of-statistics-kept 4

ATy 710 |history lives-kept lives (L) 1P SLA BIEDBIET —7 WK T 5 7
i A 7BEHELET,
switch (config-ip-sla-dns)# history lives-kept 2

A7 w711 |owner owner-id (ERE) IPSLA BifEDfli R v b U — 27 ER T 1
B - R~ =L (SNMP) FrA#ZaE L £ T,
switch (config-ip-sla-dns)# owner admin

Z 5w 712 |history statistics-distribution-interval milliseconds (f£&) TP SLA Eh{E CHERF 4 2 K MEHE M OIS
Bl MR BE LE T
switch(config-ip-sla-dns)# history
statistics-distribution-interval 10

AT w13 |tagtext ({£%&) IPSLABifED 2 — —F57E ID & 1Ek L %
i kK
switch(config-ip-sla-dns)# tag TelnetPollServerl

AT w714 |threshold milliseconds ({EE) IPSLABMEIC L » TR SN D Ry T —
Bl v ® =40 I HFHERE AT B0 BIRL

SWVEARELE T,

switch (config-ip-sla-dns)# threshold 9000

R w715 |timeout milliseconds (T3) IP SLA BHENRFDER & v D Dl

51

BT DRz BOE LET
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IP SLA DNS B1EDEEE |

AR RFEREFT7TIVa Y

S

switch (config-ip-sla-dns)# timeout 10000

AT 716

end

1 :

switch(config-ip-sla-dns)# end

HikE EXEC =— RIZREY £,

IPSLASIED RS a—1) 25

\}

GE) c ATV a— )L ENDHTRXTOIP SLA BMEN T TITHER SN TWARLERH Y 7,
cHHHENMEI N —T TR VP 2 — LV ENTT X TOMEOHENFE U TRiTER £4

c HEENMEI NV —T BT 2EEID ZFSDOY X ME, Ir= () Z2EDTHRK 125 XF

« ip sla schedule operation-number [life {forever | seconds}] [start-time {[hh:mm:ss] [month
day | day month] | pending | now | after hh:mm:ss}] [ageout seconds] [recurring]

« ip dla group schedule group-operation-number operation-id-numbers {schedule-period
schedule-period-range | schedule-together } [ageout seconds] [frequency
group-operation-frequency] [life {forever | seconds}] [start-time {hh:mm[:ss] [month day | day

/Uo
(RS 2 E DY £,
FIEDHE
1. configureterminal
2. RoOWVWFNPLZEERLES,
month] | pending | now | after hh:mm[:ss]}]
3. exit
4. show ip slagroup schedule
5. show ip sla configuration
F D
FIE

AR RFERETOVa Y

B8

&

configureterminal

1

Jua—VEREE— FERHBLET,
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AU RFERETIVa Y

B8

switch# configure terminal

ATvT2

ROWTNLEHALET,

« ip dla schedule operation-number [life {forever |
seconds} ] [start-time {[hh:mm:ss] [month day | day
month] | pending | now | after hh:mm:ss}] [ageout
seconds] [recurring]

* ip sla group schedule group-operation-number
operation-id-numbers {schedule-period
schedule-period-range | schedule-together } [ageout
seconds] [frequency group-operation-frequency] [life
{forever | seconds} ] [start-time {hh:mm[:ss] [month
day | day month] | pending | now | after hh:mm([:ss]}]

1

switch(config)# ip sla schedule 10 life forever
start-time now

1

switch (config)# ip sla group schedule 1 3,4,6-9
life forever start-time now

il % DIPSLAEBWED A a—0 7 RT A —H
FRELET,

BEHENEA Y =2 —F HIC IP SLA BifE 7 v — 7%
T EEER S ORI A fRE L £,

ATvT3

exit
1 -

switch (config)# exit

HrME EXEC E— RIZERED 97,

ATv74

show ip sla group schedule
fi

switch# show ip sla group schedule

(E7Z) IPSLA FN—F A4 a— LD %3
RLUFET,

ATvTh

show ip sla configuration

1 -

switch# show ip sla configuration

({EE) IPSLA REDFFMAEFRLET,

DNS E{ED

&% TE 151

Z ZTCix IDNS #fE] OIEDOK IDNS EifE) IS TWD L 92, 7731 X B 75 DNS
H—s3— (IP7 FL A 172.20.2.132) ~DODNSENEZFHET DB 2R LET, BEIL, 72725
W END XAV a—d v rannEkd, ZOFITIE, #—7 >y 8T RURIIHRA M
TH Y., DNS EMEIZAR A M4 hostl [ZBHHEAT T H4072 IP 7 KL A% DNS H— " — 2\ &
%9, DNS H—_R—TORTEIILEH Y XA,
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feature sla sender
ip sla 11

dns hostl name-server 172.20.2.132
frequency 50

timeout 8000

tag DNS-Test
ip sla schedule 11 start-time now

EIETT T /N4 A THEAR DNS ENEDERTE HI

PLIFIZ, BT T /3 A TDIA DNS BHEOZRER 2R L £,

switch# configure terminal

switch (config)# feature sla sender

switch(config)# ip sla 10

switch(config-ip-sla)# dns hostl name-server 172.20.2.132
switch (config-ip-sla-dns)# frequency 60

switch (config-ip-sla-dns)# end

IP SLA DNS Ej{E®D

B

ax ;&

EETXTTINAATODA Ty NS A—R2%ZFRLT:

DNS Zj{E D 5% E !

PLFIZ, BMEILT NA A THRERNRXT A—X 2#H L CDNSEMEAZ R ET D02~ L

£,

switch# configure terminal

switch (config)# feature sla sender

switch (config-ip-sla)# dns hostl name-server 172.20.2.132
switch(config)# ip sla 10

switch (config-ip-sla)# dns hostl name-server 172.20.2.132
switch (config-ip-sla-dns)# history buckets-kept 25

switch (config-ip-sla-dns)# history distributions-of-statistics-kept 5

(
(
(
(
( )
switch (config-ip-sla-dns)# history filter failures
switch (config-ip-sla-dns)# frequency 30
switch (config-ip-sla-dns)# history hours-of-statistics-kept 4
switch (config-ip-sla-dns)# history lives-kept 2
switch(config-ip-sla-dns)# owner admin
switch (config-ip-sla-dns)# history statistics-distribution-interval 10
switch (config-ip-sla-dns)# tag TelnetPollServerl
switch (config-ip-sla-dns)# threshold 9000
switch (config-ip-sla-dns)# timeout 10000
switch (config-ip-sla-dns)# end

IPSLABIMED Ry a—1) T DRI

AT, IPSLAEMER A Y a— LT 50 %R LET,
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switch# configure terminal

switch(config)# feature sla sender

switch(config)# ip sla schedule 10 life forever start-time now
switch (config) # exit

switch# show ip sla group schedule

switch# show ip sla configuration
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IPSLAICMP T aO—E{EDERTE

TOEFET2—1VTIE, IPVAEFHTE2E50T AL ZADBO= RY—x v RinZEf 2 £ =

ATBHEHIC, IPP—E R L-ULEHK) (SLA) A X —Fy MllfEIA v®—Y 7 ha
(ICMP) = a—@{EEZRET D HFECHOWVWTHAL T,

ZOEIL, ROETHERSNTWET,

¢ ICMP = 2 —&){E (117 ~=—72)
« ICMP = a2 —FEDOKRE (118 *—)
» [P SLA ICMP = 2 —#{EDREH] (126 ~<—)

ICMP T O —&){E

Internet Control Message Protocol (ICMP) = =t —@i{El%, IPv4 £721X IPv6 ZfEHT 52 HDT
WA ROy B —x v RIGERZRE UES, JSERFRIEL, ICMP =2 —ZR A v —
VEGSEICEFE L TICMP =2 — 8% 2 ZfE 40 F TORMAHE L TEHL £, ICMP =
a—E, Ry NV EEGREO N TNy a—TF 4 LIRS B £, ICMP = o —EifED
FERAERTBIO T2 2 LT, *y NU—7 IP #EROERR A B CE £7,

WO TIL, ICMP = 2 —8{EIL ping X—AD T 0 —7 % H L TEEITTIPSLA T /314 A &
FE5E IP 7 3 ADMOISERH ZHE L E T, < OBFHEN, INERHOWEIC IP SLA
ICMP ~_— 2B {E, #EN ping 7 A b, F72id ping XR—AHEH 7o —7 2 H L T ET,

Cisco Nexus 9000 < ') — X NX-OS IPSLA#RE A4 K. 1 1J—X 10.6(x) .



IP SLAICMP T2 — 8tk |
B psiaicvP To—mEcEY B EEEEL HIREE

10: ICMP T 0 —Eh{E

Source "
[P SLA Y
device

,,'J Destination
IP device g

--..._ |CMP Echeo operation __.--~"

3300

IP SLA ICMP = =2 —#&){E & ICMP ping 7 A M&[A U IETF AARICHEILL TWAH DT, EH 50
FETHRE CIRERRNEONET,

IPSLAICMP T J—&{EICEA T 532 FEIE L HIREIE

e F—U — KRfFV T bshow=~ > Rinternal XA — K SN TWFEHR A,

« SEHET A AITIE Cisco DX Y NU—% 0 7 FANNL 2 BT H 2 L 2HER L 908,
RFC82 =a— 7 hataViR—F B3y NT—F 27 TRAL ZATHIIHERATE
F9,

«IPSLA B{EZFRTE L. BEZBIRT DL HIICAr V2= U T THHXENH Y T,

ICMP T O —E{fDEE
\§

GE)  BEfescT /31 AT IP SLA Responder Z 4§92 LEIIH VY FHA,

WDONT I OEEEITNET,
¢ FEITLT A A TOHRAR ICMP = 2 —FEDIEK
e FTar RT A=K EH LTz ICMP = 2 —Ei{EORER

FETTNA ATOEKICMP Ta1—E{EDHERK

FIEDHE
1. configureterminal
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FIRD

2. featuredasender
ip sla operation-number

w

#ERTT A ZToERICMP o —BEnis ]

4. icmp-echo {destination-ipv4-address| | destination-hostname} [sour ce-ip {ipv4-address| | hostname}

| sour ce-inter face interface-name]
5. end

FIE

ARV RFEEETIVa Y

=)

R w 71 | configureterminal Ta— N LEREE— REBBLET,
1 -
switch# configure terminal

AT 72 |featuresasender IP SLA BiEMREZ A2hC L E 7,
1
switch(config)# feature sla sender

AT 7 3 |ip sla operation-number IP SLA BiEDOFKEZ AL, IPSLA 2> 7 4 ¥ =
B - Lb—vay = PFICBITLET,
switch (config)# ip sla 6

R T w 7 4 |icmp-echo {destination-ipv4-address| | ICMP — 2 —@ifE% E3 L. IPSLAICMP —==— =
destination-hostname} [source-ip {ipv4-address| | VI 4 ¥al—ay T— ARG LET,
hostname} | sour ce-inter face interface-name]
1
switch (config-ip-sla)# icmp-echo 192.0.2.134
1

AFw 75 |end IPSLA =2 —##E— R&#& T L, FHEEXEC E—
15“ : F\c:)% D iﬁ—o

switch (config-ip-sla-echo) # end

RDBRY

N7y T ERAEKT D AR, E@3NOEELZAT S BT, IPY—E R LoULEE) (SLA)
BEIC TR L WMESRMEE RIS R =289 212k, 1P SLA #fEOFHIRI L & W ME
T=H VT O] OFEO TFPHHLEWVEET=2Y 7O OEZZRL TS

Wy,

Cisco Nexus 9000 < ') — X NX-OS IPSLA#RE A4 K. 1 1J—X 10.6(x) .



IP SLAICMP =1 —8#k DR |
B #5030 5a—szEALEICMP To—BiEORE

AT a3 NG A—2FFHALEZICMP T —8{EDETE

1R BHHEIIZ
DX ATIE, BEILTNA ATEITLET,

FIEDHE
1. configure terminal
2. feature sla sender
3. ip sla operation-number
4. icmp-echo {destination-ipv4-address | | destination-hostname} [source-ip {ipv4-address| |
hostname} | sour ce-inter face interface-name]
5 (f£&) history buckets-kept size
6 ({EE) history distributions-of-statistics-kept size
7. (f£&) history enhanced [interval seconds] [buckets number-of-buckets
8 (f£E) history filter {none|all | over Threshold | failures}
9. (fE&) frequency seconds
10. ({EE) history hours-of-statistics-kept hours
1. (f£E) history lives-kept lives
12.  ({£E) owner owner-id
13. (f£E) request-data-size bytes
14. ({EE) history statistics-distribution-interval milliseconds
15. ({EE) tagtext
16.  ({E&) threshold milliseconds
17. (f£7#) timeout milliseconds
18. ({£E) {tos| }number
19. ({EE) verify-data
20. (=) vrf {vwrf-name| default | management}
21. end
FIED 5%
FE
ARV KRFERETI VA Y EL:Y
AFw 71 |configureterminal 7a—r VR EE— RERBLET,
1 -
switch# configure terminal
A7y F2 |featureslasender IP SLA EiEREREZ AN L £ T,
i -
switch(config)# feature sla sender
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| IPSLAICMP T o—EtEDEE

+Fvav 5 x—azEALEICMP Ta—BkoRE [

ARV FFEREETIVa Yy

E:)

AT w73 |ipsaoperation-number IP SLA #{EDRXEA# B L, IPSLA 27 4 F =
- L—Yay = RICBITLET,
switch(config)# ip sla 6

R Fw 74 |icmp-echo {destination-ipv4-address | | Ta—FfEExEHR L, IPSLA=a— a7 4 X
destination-hostname} [source-ip {ipv4-address| | L—3 gy B— FE2BBLEST,
hostname} | sour ce-inter face interface-name]
1 -
switch (config-ip-sla)# icmp-echo 192.0.2.134
source-ip 192.0.2.132

ATvT5 ({£:#&) history buckets-kept size IPSLABMED T A 7 X A LPICIRFFT DB N7 >

_ FMEAERELET,
i
switch(config-ip-sla-echo)# history buckets-kept
25

ATvT6 (f£&) history distributions-of-statistics-kept size |IP SLA Ei{EH 27 v 7 BN CHRFFT D HaHE HR O
B - BiEsaRE L ET,
switch(config-ip-sla-echo)# history
distributions-of-statistics-kept 5

ATy 1 (f£&) history enhanced [interval seconds] [buckets | IP SLA Eh{EIZxid 2 EsRIEIEINE # Ao L7,
number-of-buckets
1 -
switch (config-ip-sla-echo)# history enhanced
interval 900 buckets 100

ATvT8 (f£&) history filter {none|all |overThreshold | |IP SLA BIEDBRET — 7 /LKA T D IEHD X A
failures} TEERELET,
1 -
switch (config-ip-sla-echo)# history filter
failures

ATv79 (f£&) frequency seconds FEE L7- IPSLA BiEZ# 0 I kg2 & E L E
1 - EE
switch (config-ip-sla-echo)# frequency 30

ATw 710 | ({EE) history hours-of-statistics-kept hours IP SLA EMEDHGEHEH 2 RFF 2 I A 3 E L
switch(config-ip-sla-echo)# history
hours-of-statistics-kept 4

ATY 71N | ((EE) history lives-kept lives IP SLA BWEDJBIET — 7 IVICKMNT D T A 7 5%
- HELET,

Cisco Nexus 9000 < ') — X NX-OS IPSLA#RE A4 K. 1 1J—X 10.6(x) .



B 17020 $5x—sspALEICMP To—BitEORE

IPSLAICMP Ta—8#snikE |

ARV FFEREETIVa Yy

S

switch (config-ip-sla-echo)# history lives-kept
5

ATv 712 | ({EE) owner owner-id IP SLA BiEDfE S >y NV — 7 &8 T w k2
o (SNMP) FiA# &7 LT,
switch(config-ip-sla-echo)# owner admin

ATY 713 | ((FE) request-data-size bytes IP SLA BifEDEER /7 > hDOA v— RIZBIT 5
1 - Ja han F—4 A XEFRELET,
switch (config-ip-sla-echo)# request-data-size 64

ATy 714 | ((£E) history statistics-distribution-interval IP SLA Bh{E CHERF I 5 A-FeaHE MO BLE [ 4 5%
milliseconds ELET,

i
switch (config-ip-sla-echo)# history
statistics-distribution-interval 10
ATy 715 | (f£&) tagtext IP SLA Bi{ED 2 —H —F57E ID Z{ER L £ 7,
i
switch (config-ip-sla-echo)# tag TelnetPollServerl
ATvF16 | ({EE) threshold milliseconds IPSLA BIEIC K » TR S D *y R —7 E=
, 2 THEHERE TR T 27200 ER L EVWMEE
15'] - Enn=—4
. . RELET,
switch (config-ip-sla-echo)# threshold 10000

ATv 711 | (&) timeout milliseconds IP SLA BMENRZ DELR N7 v BB DISE 215
1 - + B AR RE L E T
switch (config-ip-sla-echo)# timeout 10000

ATv 718 | ((FE) ({tos|}number IPv4 3> U —Z 2[RV | IP SLA BifED IPv4 ~
- B—=DH AT FT Hh—EA (ToS) A FE&ERH

) - LET,
switch(config-ip-sla-echo)# tos 160
IPv6 £y FT—=7IZ[RY | ¥R—FEnTHDIP
SLA i{EIZKkI9 %, TP SLA BED IPv6 ~» X —D
NFT 497 I TANL NEEZRLET,

ATvT719 | ((£E) verify-data IP SLA BIENKINE N Mkt LT — 2 ks
i - DEELTF =y 7 3TDHLIITLET,
switch(config-ip-sla-echo)# verify-data

ATw 720 | ((EE) vrf {wrf-name| default | management} IPSLA EBfEZ#EH LT, ~LvF7a hail 7L

1 :

AA v F 7 (MPLS) N—F ¥ )L 7T A4 X— |
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| IPSLAICMP T o—BitEDEE
pstagtenzsra—y>y |

ARV FFEREETIVa Yy E]:g]
switch (config-ip-sla-echo)# vrf vpn-A * > }\ 7—7 (VPN) Ij;];E;E_:§ ) :/7«(-% A I :)
WZLET,
AFvy72 |end IPSLA = 2 —H§fE— FZ# T L, K EXEC E—
i FIZRD £7°,
switch (config-ip-sla-echo)# end

RDEZRY

N7 T EERTHE, EREBOEEEZBGT 2 HHT, IPY—E X LUV (SLA)
BRI PEHH) L& UVMESA: & BUS b Y A —%a B9 5121%, 1P SLA Bi{ED TBIEY L & UWME
EFE=X YT O] OFEO [FPHEHLXVEE=4 Y 7 OMK OHZZRL TS
/AN

IPSLAEVED RS a—1) 2T

ZZ T IPSLAEMER A7V a— T 5 HIEICOW T L7,

1R BHEIIC
Y
GE) ATV a— N ENDTNTOIPSLABIENT TICHESNLTWALERSH Y 5,
cHHENMEI N —T TRV 2a— /L ENTZT R TOMEDHEMNFE U TRiThERn 4
A/O

cBHEEMES N—TIZBINEND 1 DU EOBMEID HEED Y A NI, o~ () 250D
BR 125 CRICHIR SN E T,

Ev bk «IPSLABMENET SN TE LT, MEFEAEKL TWRWEAIL, verify-data =~ F&
ENEOREAIZBIM LT (IPSLARERRKE— RCRE) . 7Rtz B LET, 11—
TR D L BEEOIEDIIE L TWRWNE I RN F v 7 SNET, @ OEE
KRz verify-data=~ > REEAT 2 &, AERA— N—~y RBPNDLOTHEEL T
S,

s debugipdatrace =~ F&flifl L, L Udebugipslaerror =~ Fid, IP SLA #ifEIC
2D N T TNy a—T 4 T EITI D a~vy RTT,

FIRDOEE

1. enable
2. configureterminal
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IP SLAICMP =1 —8#k DR |
B rsuarozxsoa—yoy

3. ROWTNNEEITLET,

« ip dla schedule operation-number [life forever { | seconds}] [starttime {hh: mm[: ss] [month
day | day month] | pending | now | after hh : mm: ss}] [ageout seconds] [recurring]

i -
ip sla schedule operation-number [life {forever | seconds}] [starttime {hh :
mm[: ss] [month day | day month] | pending | now | after hh : mm : ss}] [ageout
seconds] [recurring]

* ip sla group schedule group-operation-number operation-id-numbers schedule-period
schedule-period-range [ageout seconds] [frequency group-operation-frequency] [life{forever
| seconds} ] [star ttime{ hh:mm([:ss] [month day | day month] | pending | now | after hh:mm:ss}]
i -

switch(config)# ip sla group schedule 1 3,4,6-9
4. exit

5. show ip slagroup schedule
6. show ip sla configuration

FIED 4
FIR
ARV RFERRTI V3L Sl
ZT w7 1|enable FiHE EXEC E— FE AR LET,
Bl - Tur T ERERSNEL, NAV—REASLE
switch> enable 7,
25 72 | configureterminal Ja—rL Ay 4 Xab— gy T— REth
15“ : L/ij‘o

switch# configure terminal

ATY T3 | RONTNrEFITLET, }

« ip da schedule operation-number [life forever {| o il = D 1P SLA B EDGA D -
seconds} | [starttime {hh: mm[: ss] [month day | day

month] | pending | now | after hh: mm: ss}] [ageout fE % DIPSLABMED A 22 =1 > 7 /87 A —

ZJurt
seconds] [recurring] H R ELET,
1 cHHENMERA TV 2 — T DGEDH
ip sla schedule operation-number [life A a—1) T Eh3AIPSLA @”/'5771/%70
{forever | seconds}] [starttime {hh : mm[: = = e S N
ss] [month day | day month] | pending | now %ﬁk@ﬂ@%ﬁ@iﬁ@%y O—/N)L a7 4
| after hh : mm : ss}] [ageout seconds] Xal—yaryET—RTHEELET,
[recurring]

* ip sla group schedule group-operation-number
operation-id-numbers schedule-period
schedule-period-range [ageout seconds] [frequency
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| IPSLAICMP T o—EtEDEE

t5Inva—ssvvoevt |

ARV RFERFTIVaY =)

group-operation-frequency] [life{forever | seconds} |
[starttime{ hh:mm[:ss] [month day | day month] |
pending | now | after hh:mm:ss}]

switch(config)# ip sla group schedule 1

3,4,6-9
AT 74| exit HHE EXEC £— RICEY £,
1 -
switch (config)# exit
AT 75 |show ip slagroup schedule (L&) IPSLA NV —7 AP 2 — L D& 3
i - RLET,
switch# show ip sla group schedule
R 76 | show ip sla configuration (EE) IPSLA B TCOIEMAEFR T LET,
1 -

switch# show ip sla configuration

RDBERY

N7 o T ERAEKT DA, EENOEELRRT D BRIT, BITEIC TR L & WESAT &
J& MU T —=2BNT5ZiE, TFHHLEWEE=2 Y 7 ORE] OEZzZRL TS
Wy,

IP SLA BiEDOFERAZF R L, WA EZ BT 5121, showip dadtatistics 2~ FEEH L
T, ZIATTHENC, 2—PF LN T 4 Fal—ar 77 A VIHEESHTWD Z L ZHER
LTSN, =R LXK OREKREICH ST H T 4 — NV RO D EHRTHE, —b
A AN w7 BHFRGHNTH 008 ) e+ 2 &I b £9,

FSTLYa—TavTDEV R

< IPSLA BERET SN TE LT, MaltZEM L TOWRWIEAIE, verify-data=~ > %
FEDORERIZIENM LT (IP SLAMRE— RCRE) . 7 ¥Rz A% LEd, 77—
HpaEa A X —T T D L, FMEORE CHEOAERN T = v 7 ShET, @E O
TERFIC verify-data =~ > R&2fE 5 & RERF— =~y RRPNDDTIHEEL TS
720N,

+ debugip satrace 35 X UV debugip saerror =~ > RiZ, IPSLA EifEICBAT ARED 77
Ny a—T 4T EATI DD a~ s R T,
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B xorz

RDEZE

IP SLAICMP Ta—8#5 D% |

N v ERART S AR, ERIEROEEEZBBT S BT, IPY—E X LULEK) (SLA)
BRI PRI L& WVME S & BUS b Y A —a B9 5121%, TP SLA Bi{ED FBIEY L & UWME
F=X YT O] OFEO [FHEHLXVEE=4 Y 7O OHEEZZRL TS
A

IP SLA ICMP T O —Ej{EDE&E 5l

5l : E{E

TET/NA ATHEKICMP Ta—F{EDHERK

LIS, FEILT A ATOREARICMP = a—EiEL kT 562~ L £,

switch# configure terminal

switch(config)# feature sla sender

switch (config)# ip sla 6

switch(config-ip-sla)# icmp-echo 192.0.2.134 source-ip 192.0.2.132
switch (config-ip-sla-echo)# end

Bl : AT a3 T A—2%FERAL=ICMP Ta—E1{EDHERK

Iz, 1IPv4,

switch# configure terminal

switch (config) # feature sla sender

switch(config)# ip sla 6

switch (config-ip-sla)# icmp-echo 192.0.2.134 source-ip 192.0.2.132
switch (config-ip-sla-echo)# frequency 300

switch (config-ip-sla-echo)# request-data-size 38

switch (config-ip-sla-echo)# tos 160

switch (config-ip-sla-echo)# timeout 6000

switch (config-ip-sla-echo)# tag SFO-RO

switch (config-ip-sla-echo) # end

Kz, 1IPv6 ,

switch# configure terminal

switch(config)# feature sla sender

switch (config)# ip sla 6

switch (config-ip-sla)# icmp-echo 2016:1:1::2 source-ip 2016:1:1::1
switch (config-ip-sla-echo)# frequency 300

switch (config-ip-sla-echo)# request-data-size 38
switch(config-ip-sla-echo)# traffic-class 160
switch (config-ip-sla-echo)# timeout 6000
switch (config-ip-sla-echo)# tag SFO-RO
switch (config-ip-sla-echo)# end
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| IPSLAICMP T o—BitEDEE
m-psasEozsrsa—uvy |

Bl IPSLAEBMED R a—1) 9
WIZ, T TIHERINTWA IPSLABIEEZ A P a— 356 %R LET,

switch# configure terminal
switch (config)# feature sla sender
switch(config)# ip sla schedule 6 life forever start-time now

switch (config)# exit
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B 5 rsunrozsroa—yoy
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IP SLA TWAMP Responder

ZOEFEYV2—VTIEH, Xy V=7 EOTRa T4 2L 2 alFho TWAMP §ilf#7 /S A
AMDIP X7 —~ U ZAEPET D720, A3 T /314 AT IETF Two-Way Active
Measurement Protocol (TWAMP) Responder % §%E T 5 FIEIZDOWTE L £7,

« IP SLA TWAMP Responder DRHESAM: (129 ~<—)
« IP SLA TWAMP Responder Df|JRFIE (129 ~<—)
« IP SLA TWAMP Responder (2R3 A 1F#H (130 ~=*—2)
* IP SLA TWAMP Responder D% E 75 (131 ~<—2)
« IP SLA TWAMP L AR ZOERER (134 ~<—)
« ZOMDOSEEE (135 X—)

IP SLA TWAMP Responder D iR 54

IP SLA TWAMP Responder 23&RE T2 121X, TWAMP HlfEl 7 24 7 h ety v a ik
Ty NU—JICRET DUHENHY £,

IP SLA TWAMP Responder D #|[EZE1E

« I[P SLA TWAMP Responder v1.0 Ti%, TWAMP ——t v g U7 L7 2L, [H—
DYAATNARIRET DRERH Y 7,

s TWAMP 7 7A4 7 FE LUt v v a VEEMIET R —FShTnEdA,
+ 1 > TWAMP Responder [Z%F L Tl K 10 Ol v a o 2fpk L, ML TE £,

* TWAMP JtE— Nl AR — F ST EHEA,
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IP SLA TWAMP Responder |

B 1P sLa TWAMP Responder =R 5 1545

IP SLA TWAMP Responder [~ 9 15k

TWAMP

IETF Two-Way Active Measurement Protocol (TWAMP) X, TWAMP 7'u k a L& %R — h3
L2ODTNAXMTOT T R w7 Ry U= N7 —~ o ZAOREICET 58k
ZEDHDTY, TWAMPHIEHZ = h=uid, "7 —~ A EL Yy v a v aRET DT
OIEHENET, TWAMPZ 2 k7o haud, N7+ —~v  AET v —T ZE%ET 5
TEOIEHSIET,

TWAMP 7 —%7 7 F %L, T=HX V7 vy a Othé 7y bORZHIZEE T KD
AODWHET T 4T 4 THERINET,
cHIEZ SA4T v NI, TWAMPT A bty arvzty N7y 7L, BltAE L OMEILET
WEJ,

ey a U ETIE. Byt ar V7 LI XIEEFEIND TWAMP 7 A b Xy MaA
VAR 2L LET,

sy g V7L I X, TWAMP 7 A k 237w NOZERHZ, JWE 7w M &L
9, By ar U7 L7 X, TWAMP NO 37w MEEHERZINE LU EHE A

s TWAMP H— _"—{%, | DU EOTWAMP &> v a UV EFEHT A R VAT LT, =
RARA L FMNOEY v a T EDOR—MERETHZEHTEET, b—/3—ITCP A —
FM135 TY v A LET, Byvary V7L 7% LW ——L, IP SLA 8i{E T TWAMP
Responder Z Ak L £ 97,

TWAMP (38O R D2 T 4 T 4 2 ER LI TN, BT S A Tr— VOREN 72
< —UHAERIC L, BENRESHIZRV ET, KOKIZ, TWAMP 7—X%7 7 F % #%7 2 4
DDLLT 4T 4R LET,

11:TWAMP D7 —*%T 9 F %

[ Session-Sender _______'I'__‘_.I;E,_ﬁ_l_r-_ﬁ_lz"_-_]:._a_gt______l_ Session- Fi-eflector]
A A
Vendor- Vendor-
specific specific
L A

[ Caontrol-Cliert ]*_ﬁ”ﬂ:_ﬁLM_Pf_Jtr_l_|’[ Senver -] E,

. Cisco Nexus 9000 </ ') — X NX-OS IPSLA A4 K. U 1J—X 10.6(x)



| IP SLA TWAMP Responder
IP SLA TWAMP Respondervi.0 [J]

IP SLA TWAMP Responder v1.0

TWAMP Responder [, TWAMP Z ¥ R— F T 50OT A A Tary hue—L 7747 B

X0ty v a R E T L MAER L E 9, IPSLA TWAMP Responder v1.0 #§HE TiX. Responder
BT Ay a Ly V7L ABEXOTWAMP — =%, U7 /31 A RICRET 50

ERHY F7,

KOKTIX, 1 DOTFT A ARay ha— L 77347 hBLOE Yy v a Y ikEL (TWAMP
HFET /A R) T, D 2 DDFT 734 A TP SLA TWAMP Responder & L THEL S 4172 Cisco
FNA ATY, 4 IP SLA TWAMP Responder |, TWAMP — _—B L0ty ar UV 7L7
DO )7 E UTHEREL 97,

12: EAXRH 7% TWAMP ER T D IP SLA TWAMP Responder

Server and Reflector
TWAMP-enabled device

Control-client \
and sender N

Server and Reflector
TWAMP-enabled device

Ft - |

IP SLA TWAMP Responder M%7 /7%

TWAMP H—/\— D& E
A

(G¥)  IP SLA TWAMP Responder v1.0 Tix, TWAMP $h—R_—t ¥ v g U7 L7 X, [H—D7T
WA RTRESNET,

FIRDOHE

enable

configure terminal
feature dla twamp-server
ip da server twamp
port port-number

timer inactivity seconds

o0k wh=
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IP SLA TWAMP Responder |
- IREEPVEIZR s

7. end
FIED %
FIE
ARV RFEREET7TIVa Y ]3]
ATy 71 |enable F#HE EXEC E— REHIT L E T,
f5l e T ERRREINIEL, NATY—REAT
switch> enable L%,
25 72 |configure terminal Ja—rL Ay 4 Xalb— gy T— REth
fi LET,
switch# configure terminal
AT 73 |feature sa twamp-server F XA 2% TWAMP H—"— & UTHERL L £97,
fi
switch (config)# feature sla twamp-server
ATy 74 |ip da server twamp TWAMP H— R —fkE— N 2Bl L £,
{5l
switch(config)# ip sla server twamp
Ay 75 |port port-number (fEE) TWAMP H— —23 it L OBk &
Bl ZET BT 5K — M ERELET
switch (config-twamp-srvr)# port 9000
R w76 |timer inactivity seconds (T.55) TWAMP $lfiit v a9 v 0T 75 4 ©
Bl TS ERELET,
switch (config-twamp-srvr)# timer inactivity 300
AT 77 |end e EXEC £— RIZRY £,
i) :

switch (config-twamp-srvr) # end

Tty av I JILIEZDEE
A\

((¥)  IP SLA TWAMP Responder v1.0 TiZ, TWAMP — =Lt v g U7 L7 XX, F—0DF
NA RTREINET,
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tyravyarsansz I

FIEDHE
1. enable
2. configure terminal
3. feature da responder
4. ip da responder twamp
5. timeout seconds
6. end
FIED 3%
FIE
ARV KRFERETY a3 Y B#J
AT w71 |enable it EXEC E— REHAZIC L E T,
fl e T ENRREINTZL, NATU— &2 AT

switch> enable

LEJ,

R w 72 |configure terminal Jua—N)L a7 4 Xal—ay T— &G
fl LET
switch# configure terminal

AT 73 |feature sla responder TN A% TWAMP H— 3— & U CHERL L £77,
fi
switch (config)# feature sla responder

AT v 74|ip da responder twamp TWAMP L 2R ZHERCE — RABRMG L £,
{5
switch (config)# ip sla server twamp

AT 75 |timeout seconds (EE) TWAMPT A bty a DX A LT U b
15“ : %gﬁi ]\/i‘g‘o
switch (config-twamp-ref) # timeout 300

ATwv76|end FiME EXEC E— RIZRE Y £,
i :

switch (config-twamp-ref) # end

Cisco Nexus 9000 < ') — X NX-OS IPSLA#RE A4 K. 1 1J—X 10.6(x) .
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B estatwame Lz 2 s

IPSLATWAMP L X R4 D% E 5

IP SLA TWAMP Responder v1.0 D15l

OB &7 %, [Al—d v A =2 734 2T IP SLA TWAMP Responder v1.0 A
DTWAMP — =Lty g VI VLI ZERETDHHEEZRLET, ZOFRET
%, A— b 862 IL TWAMP H— —3 it L OHEIER 2 2ET 572D HT 5

(F7#4/ 1) A—bFTT, == U RF—DF 74/ s ;"— biL, RFCHRED
A—FT, BEIG U THRETE XY,

)

() IP SLA TWAMP Responder 2MERET D11, HlfE7 4T vty v a v ikfEGos
Xy NT—JIIRHET HLERDHY £,

switch> enable

switch# configure terminal
switch(config)# ip sla server twamp
switch (config-twamp-srvr)# exit
switch(config)# ip sla responder twamp
switch (config-twamp-ref)# end

switch> show running-config

ip sla responder
ip sla responder twamp
ip sla server twamp

IP SLA TWAMP Responder :% & DR

IP SLA TWAMP Responder D% EF A KR T HITIE, ROWTNNDOZ A7 Z2FTLET,

avU R Br
show ip sla twamp IP SLA TWAMP L AR > & Tl ST RFC %A R
standards LE,

show ip sa twamp session |[p SLA TWAMP & v 3 = BT 2 5310 & SZAE R0 #@ %
FRLET,
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| IP SLA TWAMP Responder

zomwnszay |

avy kR

=)

show ip da twamp
connection [detail|requests]

IPSLATWAMP e\l BT AWM A R R LET, KOLTT T a
VERETEET,

- Details : BIfEOEREOFMEZ TR LET, X, 77
AT RPT RVA, 75A4T7 kA —1TF, VRF, E—
R, #EGeIREE, HIENIRRE, BIUT A NEROKMNE F
nNE9,

* Requests : BITEDHEE Y 7 = A M AR LET,

OB, TP SLA TWAMP Responder T STV D BIFED RFC HEHEZ R L TV ET,

switch# show ip sla twamp standards

Feature
TWAMP
TWAMP

Organization Standard
Server IETF RFC5357
Reflector IETF RFC5357

WDHNL, TP SLATWAMP & v ¥ =2 VBT 2= E M EZEFEMOFERERL TWVET,

switch# show ip sla twamp session

IP SLAs Responder TWAMP is:

Recvr Addr: 30.30.30.1
Recvr Port: 7147

Sender Addr: 30.30.30.2
Sender Port: 50790
Sender VRF: default

Enabled

Session Id: 30.30.30.1:15918249420668138422:DF55BEE9

Connection Id: 21

WOFITIX, BWEDI T4 T v " MEROFEMAEZRL TWET,

switch# show ip sla twamp connection detail

Connection Id: 21
Client IP Address: 30.30.30.2
Client Port: 58316
Client VRF: default
Mode: Unauthenticated
Connection State: Connected
Control State: Active

Number of Test Requests - 0:1

T DDSE &R

BEE S URFC
S 4/RFC 24 ML
RFC 5357 [ Two-Way Active Measurement
Protocol (TWAMP) ]
RFC 4656 ['One-way Active Measurement
Protocol (OWAMP) ]
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c

codec-interval 34
codec-numpacket 34
codec-size 34
configure terminal 22-23
control disable 23, 63

D

debug ip sla error 35, 51, 63, 123, 125
debug ip sla sender error 22, 60
debug ip sla sender trace 22, 60
debug ip sla trace 35, 51, 63, 123, 125

disable 60
dns 108-110
E

end 108-110, 112, 119-120, 123

F

feature sla responder 18, 45, 59

feature sla sender  19-20, 22-23, 35-36, 61, 6364, 108-110, 119-120
frequency 20-22, 24, 35-36, 61-63, 65, 108-109, 111, 120-121
frequency 10 83

H

history buckets-kept

history distributions-of-statistics-kept
121

history enhanced 63, 65, 120-121

history enhanced interval 22, 24, 35-36

history filter 21, 63, 65, 109, 111, 120-121

history hours-of-statistics 22

history hours-of-statistics-kept 22, 24, 35, 317, 63, 65, 109, 111, 120-121

history lives-kept 21, 63, 65, 110-111, 120-121

history statistics-distribution-interval 22, 24, 34, 63, 65, 110-111, 120,
122

21, 63-64, 109-110, 120-121
22,24, 34, 63-64, 109-110, 120—

icmp-echo 100-101, 118-121, 126

ip access-list standard 100, 102

ip address 100, 103

ip policy route-map 100, 103

ipsla 19-20, 22-23, 35-36, 61, 6364, 100-101, 108-110, 118-121

ip sla group schedule 51-52, 85-87, 112-113, 124-125

ip sla logging traps  94-95

ip sla reaction-configuration 94-95

ip sla reaction-trigger 94-95

ip sla responder 18-19, 45, 59

ip sla responder tcp-connect ipaddress 59

ip sla responder udp-echo ipaddress 18-19, 45

ip sla schedule 20-21, 23, 25, 35, 38, 51-52, 61-62, 64, 66, 100-101, 112—
113,124,127

ipv6 access-list 100, 102

ipv6 policy route-map 100, 103

ipv6 7 KL 100, 103
M
match ip address 100, 102

match ipv6 address 100, 102

P

permit ip
permit ipv6

100, 102
100, 102

request-data-size 22, 24, 34, 120, 122
route-map 100, 102

S

samples-of-history-kept 21
schedule-period 86-87

set ip next-hop verify-availability 100, 103
set ipv6 next-hop verify-availability 100, 103
show ipsla 40

show ip sla application 15
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show ip sla configuration 20-21, 23, 26, 34-35, 38, 51-52, 64, 66, 85—
88, 112-113, 124125

show ip sla group schedule 51-52, 85-86, 112-113, 124-125

show ip sla history 21

show ip sla reaction configuration 94-95

show ip sla reaction trigger 94, 96

show ip sla statistics 26, 38, 53, 62, 67, 87-88, 125

show ip sla twamp connection 135

show ip sla twamp session 134

show ip sla twamp standards 134

show route-map 100, 104

show sockets local-port-range 17, 44, 58

show track 100, 104

snmp-server enable traps 95

snmp-server enable traps ip sla  94-95

snmp-server host 94-95

T

tag 22,24, 35, 31, 63, 65, 110-111, 120, 122
tcp-connect 6061, 6364

threshold 22, 25, 35, 37, 63, 66, 110-111, 120, 122, 126
tos 22,25, 35, 37, 63, 66, 120, 122

tos traffic-class number 120, 122

track 100-101

trapAndTrigger 95

triggerOnly 95

U
udp-jitter 20, 22-23, 31, 35-36

vV

verify-data 22, 25, 35, 37, 51, 63, 120, 122-123, 125
vrf 23, 25, 35, 37, 120, 122

Ly

A % —7 4k  18-20, 22-23, 35-36, 44-45, 51-52, 58-59, 61, 6364,
85-87, 94, 123-124

A2 —7x4A 100,103

-

oy ha—/ 60

1=

A4 LT U 22,25,35,31, 63,66, 110-111, 120, 122
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