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ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。

•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価可能な
場合があります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

ハードウェアの取り付け手順の詳細については、 Cisco NX-OSライセンスガイドおよびを参

照してくださいCisco NX-OSライセンシングオプションガイド。

サポートされるプラットフォーム
Nexusスイッチプラットフォームサポートマトリックスには、次のものがリストされていま
す。

•サポートされているCisco Nexus 9000および 3000スイッチモデル
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• NX- OSソフトウェアリリースバージョン

プラットフォームと機能の完全なマッピングについては、Nexus Switch Platform Support Matrix
を参照してください。

インターフェイスパラメータ
インターフェイスパラメータは、

•ネットワークインターフェイスの動作特性を定義し、

•管理者が特定のロールに合わせてインターフェイスの動作を調整できるようにし

•は、パフォーマンス、セキュリティ、および接続の拡張をサポートする構成設定です。

CiscoNX-OSは、サポート対象の各インターフェイスタイプの複数の構成パラメータをサポー
トします。これらのパラメータの大部分がこのガイドで説明されています。一部のパラメータ

は他のドキュメントで説明されています

次の表に、構成可能なインターフェイスパラメータに関する詳細情報のソースを示します。

表 1 :インターフェイスのパラメータ

解説場所パラメータ機能

「基本インターフェイスパラ

メータの設定」

説明、デュプレックス、エ

ラーディセーブル、フロー制

御、MTU、ビーコン

基本パラメータ

「レイヤ 3インターフェイス
の設定」

メディア、IPv4およびIPv6アド
レス

レイヤ 3

『Cisco Nexus 9000 Series
NX-OS Unicast Routing

Configuration Guide』

『Cisco Nexus 9000 Series
NX-OS Multicast Routing

Configuration Guide』

帯域幅、遅延、 IPルーティン
グ、仮想ルーティングおよび

転送（VRF）

レイヤ 3

『ポートチャネルの設定』チャネルグループ、リンク集

約制御プロトコル（LACP）
ポートチャネル

『Cisco Nexus 9000 Series
NX-OS Security Configuration

Guide』

イーサネット OAM単方向
（EOU）

セキュリティ
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イーサネットインターフェイスのベストプラクティス

イーサネットインターフェイスには、次の特性があります。

•イーサネットインターフェイスには、ルーテッドポートが含まれます。

• N9K-C9316D-GXの場合：ポート 1〜 16はQSAで 400G、100G、40Gおよび 10Gをサポー
トします。

Cisco Nexus N9K-C9364C-GXおよび N9K-C93600CD-GXでのクアッドグループ設定のベストプラク
ティス

これらのガイドラインを活用、CiscoNexusN9K-C9364C-GXおよびN9K-C93600CD-GXスイッ
チでクワッドグループを設定します。

• 4つのインターフェイスの連続したグループ（1～ 4、5～ 8、9～ 12など）は、クワッド
グループを形成します。

クワッドグループ内でリンク速度を混在させて使用することはサポートされていません。

これは、N9K-C93600CD-GXのポート 1～ 24およびN9K-C9364C-GXのすべてのポートに
適用されます。

•クワッドグループでは一度に 1つの速度のみがアクティブになります。クワッドグルー
プで最初にアップするリンクによって速度が設定されます。他の速度のポートはダウン

し、 [リンクが接続されていません（Link not connected）]と表示されます。

•クワッドグループで異なる速度を混在させると、動作速度は記録されません。一致しない
トランシーバを挿入して起動すると、グループ内のすべてのポートがリセットされます。

リセット後にアップになる最初のリンクによって、クワッドグループの速度が決まりま

す。既存のリンクはシャットダウンする可能性があります。一致していないトランシーバ

を削除して回復します。

• FC-FECは、50Gx2ブレークアウトポートの 2番目のレーンではサポートされません。
50Gx2ブレークアウトが設定されている場合、2番目のブレークアウトポートはアップし
ません。50Gx2ブレークアウトで RS-FECを構成します。

• CiscoNexusNX-OSRelease 10.1（2）以降では、NRZモードのNX-OSN9K-C93600CD-GX、
N9K-C9316D-GX、およびN9K-C9364C-GXの速度 40Gおよび 100Gで自動ネゴシエーショ
ンがサポートされています。

• Cisco Nexus NX-OS Release 10.4(3) F以降の、N9K-C93600CD-GXおよび N9K-C9316D-GX
では、100G銅線 PAM4リンクでの自動ネゴシエーションはサポートされていません。リ
ンクをアップにするには、ピア側で speed 100000を構成する必要があります。

• Cisco Nexus NX-OSリリース 10.4(3)F以降、N9K-C93600CD-GXでは、100G PAM4リンク
はポート 29〜 36でのみサポートされます。

概要

3

概要

イーサネットインターフェイスのベストプラクティス



Nexus N9K-X9400-16Wのブレークアウトポートに関する考慮事項

これらは、 Cisco Nexus 9408シャーシおよび Cisco N9K-X9400-16W（16x200G line-Ccrd拡張モ
ジュール（LEM））のブレークアウトポートの制限です。

•ネイティブポートは、すべてのポートで 100G、40G、10Gをサポートします。

•ブレークアウトポートは 4x10G、4x25Gをサポートしますが、次の制限があります。

1. 4x10G、4x25Gブレークアウトポートは、奇数ポートでのみサポートされます。

2. ブレークアウト x4が奇数ポートに構成されている場合、対応する偶数ポートが自動
的に消去されます。

•ブレークアウトポートは、次の制限付きで 2x50Gをサポートします。

1. 2x50Gブレークアウトは、奇数ポートと偶数ポートでサポートされます。

2. 2x50Gブレークアウトが奇数または偶数ポートで構成されている場合、対応する偶数
または奇数ポートは自動的に 2x50Gにブレークアウトされます。

• QSAを使用した 10Gは、次の制限付きですべてのポートでサポートされます。

1. 10G、40G、100Gトランシーバがリンクアップ状態の奇数または偶数ポートに存在す
る場合、対応する偶数または奇数ポートでは他の速度は許可されません。

不一致の XCVRに関する警告または syslogが出力され、後で挿入された XCVRポー
トのポートステータスが速度不一致状態に変更されます。

ポートのステータスは、 show interface brief および show interface status コマンドの
出力に示されます。

2. 奇数ポートに 40Gまたは 100Gがあり、対応する偶数ポートに 10Gトランシーバがあ
るか、またはその逆で、 admin shut状態にある場合、これらの条件が当てはまりま
す。

•ポートが admin shutのままである限り、優先順位は決定されません。no shutdown
として構成されているポートが優先されます。

•両方のポートが同時に no shutdownとして設定されている場合、ソフトウェアに
よって最初に検出されたポートが優先され、その他のポートは xcvr不一致状態
になります。

スイッチがリロードされる場合、ブートアップ時にソフトウェアによって最初に

検出されたポートが優先され、残りは速度不一致状態になります。

CiscoNexusNX-OSリリース 10.5(1)F以降では、これらの注意事項と制約事項が適用されます：

•ポート 1～ 16の場合、ポートのすべてのペア（1,2 | 3,4 | 5,6 | 7,8 | 9,10 | 11,12 | 13,14 | 15,16）
はクワッドグループを形成します。

•クワッド内のすべてのポートは、QSAの 10G、または 40G、100G、または 200Gで動作し
ます。
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•これらの例外を除き、同じクワッド内では混合速度はサポートされません。

• 40Gと 100Gの混合速度は、クワッドでサポートされます。

•ただし、100G-CR2を、クワッド内で 40Gまたは他のタイプの 100G光学系と混在さ
せることはできません。

•光学系の挿入と取り外しシーケンスでは、クワッド速度の不一致チェックが行われます。
クワッドグループに最初に挿入されたトランシーバにより、クワッドグループの速度が

決まります。

サポートされていない速度のポートは、XCVR速度の不一致としてダウンします。サポー
トされていない混合速度では、クワッドグループで一度に 1つの速度のみがアップしま
す。

•特定のポートを起動して機能させるには、そのクワッドのすべてのポートからすべての光
ファイバまたはケーブルを取り外し、起動する必要があるポートに光またはケーブルを接

続してから、他の光学系またはケーブルを接続します。。

•特定の速度不一致ポートを稼働させて機能させるには、そのクワッドの他のすべてのポー
トから光学系またはケーブルを取り外し、必要なポートをフラップしてから、他のポート

を接続します。

•ポート状態を保持するように構成（copy running start-up）を保存します。

•一致しないトランシーバがクワッドに接続されると、syslogが生成されます。
Interface Ethernet1/X is down (Reason: Inserted transceiver speed mismatch with quad
speed Y)

• asciiのリロード後、インターフェイスが検出された順序によってポートの状態が変わる場
合がある

•中断や不確定な状態を避けるために、クワッドでは必ず同じ速度のトランシーバのみを使
用してください。

光モジュールの取り外しまたは挿入を行う前に、LEMの電源がオンでオンラインであること
を確認してください。電源がオフまたはオフラインのときに光ファイバの取り外しまたは取り

付けを行うと、ソフトウェアが光ファイバを検出せず、ポート状態に矛盾が生じる可能性があ

ります。

（注）

ポートに関する考慮事項 Cisco Nexus N9K-X9400-22L

Cisco Nexus NX-OSリリース 10.5(1)以降では、次の注意事項と制約事項が適用されます：

•ポート 1～ 22では、連続する 4つのポート（1～ 4、5～ 8、11～ 14、15～ 18、19～
22）と 2つのポート（9～ 10）の各グループがクワッドグループと呼ばれます。

•クワッド内のすべてのポートは、10G、または 25G、または 50Gで動作します。
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•これらの例外を除き、同じクワッド内では混合速度はサポートされません。

• 10Gと 25Gの混合速度は、クワッドでサポートできます。

•光学系の挿入と取り外しシーケンスでは、クワッド速度の不一致チェックが行われます。
クワッドグループに最初に挿入されたトランシーバにより、クワッドグループの速度が

決まります。

サポートされていない速度のポートは、XCVR速度の不一致としてダウンします。サポー
トされていない混合速度では、クワッドグループで一度に 1つの速度のみがアップしま
す。

•特定のポートを機能させるには、そのクワッドの各ポートからすべての光ファイバまたは
ケーブルを取り外します。まず、光ファイバまたはケーブルを目的のポートに差し込み、

その他を接続します。

•速度の不一致を持つポートを機能させるには、そのクワッド内の他のポートから光ファイ
バまたはケーブルを取り外します。必要なポートをフラップし、他のポートを接続しま

す。

•ポート状態を永続的にするために、構成を保存（copy running startup）します。

•クワッドにミスマッチのトランシーバを接続すると、syslogにInterface Ethernet1 / X is
down（Reason：Inserted Transceiver Speed Mismatch with Quad Speed Yと記録されます。

•ポートの状態は、ASCIIのリロード時に永続的ではない可能性があります。ポートの状態
は、ASCIIのリロード時に検出されたインターフェースの順序に依存します。

•中断や不確定な状態を避けるために、クワッドでは必ず同じ速度のトランシーバのみを使
用してください。

• 1つのクワッド内のすべてのデュアルスピードオプティクスがデフォルト以外の速度に設
定され、reload aciiが実行されると、xcvr speed mismatchにより一部のポートがダウンす
る可能性があります。

これらのポートで shutコマンドと no shutコマンドを活用、それらを起動して機能させま
す。

LEMの電源がオフまたはオフラインのときに、光ファイバを取り外したり、取り付けたりし
ないでください。そうした場合、ソフトウェアは光ファイバを検出できず、ポートの状態が不

整合になる可能性があります。

（注）

アクセスポート

アクセスポートは、単一のVLANのトラフィックだけを伝送するレイヤ 2スイッチポートで
す。このポートのタイプはレイヤ 2インターフェイスだけです。
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アクセスポートの詳細については、「アクセスインターフェイスとトランクインターフェイ

スについて」の項を参照してください。

ルーテッドポート

ルーテッドポートは、（仮想インターフェイスではなく）物理スイッチポート上に設定する

レイヤ 3インターフェイスです。IPトラフィックを別のデバイスにルーティングします。

ルーテッドポートの詳細については、「ルーテッドインターフェイス」のセクションを参照

してください。

管理インターフェイス

管理インターフェイスは、

•デバイス管理専用の接続を提供し、

•データトラフィックインターフェイスから独立して動作し、

• TelnetやSNMPなどのリモートアクセスプロトコルをサポートするネットワークインター
フェイスです。

接続タイプを自動的に検出するには、管理インターフェイス（通常は mgmt0とラベル付けさ
れます）を使用します。全二重モードをサポートし、10、100、または 1000メガビット/秒の
速度で動作します。

管理インターフェイスの詳細については、『Cisco Nexus 9000 Series NX-OS Fundamentals
Configuration Guide』を参照してください。

ポートチャネルインターフェイス

ポートチャネルインターフェイスは論理的なネットワークインターフェイスで、

•複数の物理インターフェイスを単一のチャネルに集約し、

•帯域幅を増やし、冗長性を強化し、

•最大 32のバンドルされたイーサネットリンクをサポートします。

最大 32の物理ポート)への個別リンク( 1つのポートチャネルにバンドルして、帯域幅と冗長
性を向上させることができます。

ポートチャネルインターフェイスの詳細については、「ポートチャネルの構成」のセクショ

ンを参照してください。

サブインターフェイス

サブインターフェイスは、

•親の物理またはポートチャネルインターフェイスで動作し、
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• IPアドレス、ルーティングプロトコルなどの一意のレイヤ3パラメータの割り当てが可能
で、

•を使用すると、1つの物理インターフェイスを、独立して設定された複数のリモート対応
インターフェイスに分割できる仮想インターフェイスです。

レイヤ3インターフェイスとして構成した親インターフェイスに仮想サブ使用作成できます。

ループバックインターフェイス

リモート対応ループバックインターフェイスは、

•単一のエンドポイントがあり、常に動作していて、

•送信したパケットをただちに受信し、

•は、外部デバイスに接続しなくても物理インターフェイスの動作をエミュレートします。

ループバックインターフェイスは、ハードウェアの状態に関係なくインターフェイスがアク

ティブになることが保証されるため、テスト、診断、または内部ルーティングの目的でよく使

用されます。サブインターフェイスの詳細については、「ループバックインターフェイス」の

項を参照してください。

ブレークアウトインターフェイス

ブレークアウトインターフェイスは、

•単一の高帯域物理ポートを複数の低速論理的なインターフェイスに分割し、

•スイッチまたはルータを複数の低速デバイスに同時に接続でき、

•ネットワーク構成の柔軟性を高めることにより、ポートの使用率を最大化する高速ネット
ワークポート機能です。

CiscoNX-OSは、モジュールレベルまたはポート単位のレベルで、1つ以上の低帯域幅インター
フェイスへの高帯域幅インターフェイスのブレークアウトをサポートします。

ポートのモジュールレベルのブレークアウト

モジュールレベルのブレークアウトは、

•特定の高密度ポートを複数の低帯域幅ポートに分割できます。

•ネットワーク構成の柔軟性を向上させ、

• 4x10G、4x25G、4x50Gなどのさまざまなポート内訳オプションをサポートしています。

interface breakout コマンドを設定して、モジュールの高帯域幅幅インターフェイスを複数の
低速ポートに分割できます。
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一部のモジュールは、すべてのポートを 4x10G、4x25G、4x50G、4x100G、2x50G、または
2x100Gの構成に分割します。

例：モジュールレベルのブレークアウト

たとえば、モジュールレベルのブレークアウト 4X10Gは、4つの 10Gインターフェイスに分
割されていることを意味します。コマンドを実行すると、モジュールがリロードされ、既存の

インターフェイス設定が削除されます。

switch# configure terminal
switch(config)# interface breakout module 1
Module will be reloaded. Are you sure you want to continue(yes/no)? yes

ブレークアウトを取り消すには、 no interface breakout module module_number コマンドを使
用します。これにより、ポートを元の設定に復元し、以前のブレークアウト設定を削除しま

す。

レーンセレクタ

レーンセレクタは、コントロールパネルの機能です。

•は、押しボタンスイッチと 4つの LEDで構成されています。

•ユーザーがスイッチポートのリンクまたはアクティビティステータスを表示できるように
し、

•互換性のあるCisco Nexus 9000シリーズスイッチおよびCisco Nexus 3164および 3232ス
イッチでの 1 x 40Gと 4 x 10G構成間のスイッチングをサポートします。

その他の情報

レーンセレクタは、Cisco Nexusスイッチの前面パネルの左側にあり、「LS」というラベルが
付いています。

デフォルトでは、この LEDによって、1 x 40G構成のリンク/アクティビティステータスが示
されます。4 x 10Gに構成されている場合、押しボタンを押すと、各 10Gポートのステータス
の LEDが切り替わります。最後に押すと、すべての LEDが消灯し、ディスプレイはデフォル
トモードにリセットされます。

レーンセレクタの押しボタンを押すと、選択したレーンのリンク/アクティビティステータス
がポート LEDに表示されます。

押しボタンを押すと、1回目には最初のLEDに最初のポートのステータスが表示されます。押
しボタンを2回目に押すと、2番目のポートのステータスが示され、以降同様です。4つのポー
トのそれぞれのステータスを表示するには、説明に従って押しボタンを押します。

最後のポートのステータスが表示された後に押しボタンを押すと、4つのLEDがすべて消灯し
ます。これは、レーンセレクタがデフォルトの 1 x 40G設定のステータスを表示する状態に
戻ったことを示します。

概要
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例

ポート 60が 4 x 10Gとして設定されている場合、レーンセレクタを 1回押すと、60/1/1のリ
ンクステータス、60/1/2については 2回表示されます。

レーンセレクタは、リンク/アクティビティのモニタリング用に設定されていないポートを管
理しません。

（注）

ガイドライン

ポートが 10Gブレークアウトモードであり、レーンが選択されていないときは、いずれかの
10Gブレイクアウトポートだけが稼働している場合でも、40Gポートの LEDが緑色で点灯し
ます。

10Gブレイクアウトポートに対してビーコン機能が設定されている場合は、そのポートのLED
が点滅します。

Cisco Nexusスイッチのブレークアウトポートのサポート

このマトリックスは、Cisco Nexusスイッチおよびラインカードプラットフォームでサポート
されているブレークアウトモード（たとえば、4x10G、4x25G、2x50Gなど）に関する詳細情
報を提供します。詳細については、「Cisco Nexusデータシート」を参照してください。

表 2 :ブレークアウトモードのサポートマトリックス

8x100G4x100G4 X 50G2 x
400G

2x200G2x100G2x50G4x25G4x10Gスイッチ

非対応非対応非対応非対応非対応非対応〇〇〇Nexus 9300-FX3プ
ラットフォームス

イッチ

N9K-C93108TC-FX3

N9K-C93108TC-FX3P

N9K-C93180YC-FX3

N9K-C9348GC-FX3

N9K-C9348GC-FX3P

非対応非対応非対応非対応非対応非対応〇〇〇N9K-C9364C-H1

非対応〇〇非対応〇〇〇〇〇N9K-C93400LD-H1

非対応〇〇非対応〇〇〇〇〇N9K-C9332D-H2R

非対応非対応非対応非対応非対応非対応〇〇〇N9K-X9736C-FX3

非対応非対応非対応非対応非対応非対応〇〇〇N9K-X9636C-RX
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8x100G4x100G4 X 50G2 x
400G

2x200G2x100G2x50G4x25G4x10Gスイッチ

非対応非対応非対応非対応非対応非対応〇〇〇N9K-X9636C-R

非対応非対応非対応非対応非対応非対応非対応非対応〇N9K-X9636Q-R

非対応非対応非対応非対応非対応非対応非対応非対応非対

応

N9K-X96136YC-R

非対応非対応非対応非対応非対応非対応〇〇〇N3K-C3636C-R

非対応非対応非対応非対応非対応非対応〇〇〇N3K-C36180YC-R

非対応非対応非対応非対応非対応非対応〇〇〇N9K-93108TC-FX3P

非対応非対応非対応非対応非対応非対応〇〇〇N9K-93108TC-EX

非対応非対応非対応非対応非対応非対応〇〇〇N9K-93180YC-EX

非対応非対応非対応非対応非対応非対応〇〇〇N9K-93108TC-FX

非対応非対応非対応非対応非対応非対応〇〇〇N9K-93180YC-FX

非対応非対応非対応非対応非対応非対応〇〇〇N9K-9348GC-FXP

非対応非対応非対応非対応非対応非対応〇〇〇N9K-X9736C-FX

非対応非対応非対応非対応非対応非対応非対応非対応〇N9K-X9736Q-FX

非対応非対応非対応非対応非対応非対応〇〇〇N9K-X9788TC-FX

非対応非対応非対応非対応非対応非対応〇〇〇N9K-X9732C-FX

非対応非対応非対応非対応非対応非対応〇〇〇N9K-C9348GC-FXP

非対応非対応非対応非対応非対応非対応〇〇〇N9K-C9336C-FX2

非対応非対応非対応非対応非対応非対応〇〇〇N9K-C93216TC-FX2

非対応非対応非対応非対応非対応非対応〇〇〇N9K-C93360YC-FX2

非対応非対応非対応非対応非対応非対応〇〇〇N9K-C9364C-GX

非対応〇〇非対応〇〇〇〇〇N9K-C9316D-GX

非対応〇〇非対応〇〇〇〇〇N9K-C93600CD-GX

非対応〇〇非対応〇〇〇〇〇N9K-X9716D-GX

非対応〇〇非対応〇〇〇〇〇N9K-C9364D-GX2A

非対応〇〇非対応〇〇〇〇〇N9K-C9332D-GX2B
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8x100G4x100G4 X 50G2 x
400G

2x200G2x100G2x50G4x25G4x10Gスイッチ

非対応〇〇非対応〇〇〇〇〇N9K-C9348D-GX2A

非対応非対応〇非対応非対応〇〇〇〇N9K-X9400-16W

非対応〇〇非対応〇〇〇〇〇N9K-X9400-8D

非対応〇〇非対応〇〇非対応〇〇N9K-X98900CD-A

非対応〇〇非対応〇〇非対応〇〇N9K-X9836DM-A

〇〇非対応〇非対応非対応非対応非対応非対

応

N9364E-SG2-Q

ブレークアウトの注意事項と制約事項

• Cisco Nexus 9516スイッチは、モジュール8〜16のブレークアウトをサポートしていませ
ん。

• CiscoNX-OSリリース 7.0(3)F2(1)以降では、36ポート 100ギガビットイーサネットQSFP28
ラインカード（N9K-X9636C-R）および 36ポート 40ギガビットイーサネット QSFP +ラ
インカード（N9K-X9636Q- R）は 4x10Gをサポートします。

• CiscoNX-OSリリース 9.2(1)以降、N9K-9636C-R、N9K-X9636Q-R、およびN9K-X9636C-RX
ラインカードは、40Gポートの 4x10Gへの分割をサポートします。

• Cisco NX-OSリリース 9.2(2)以降では、N9K-X9636C-Rおよび N9K-X9636C-RXライン
カードは、100Gポートの 4x25Gへの分割をサポートします。N9K-C9636C-Rは RS-FEC
をサポートしていません。

Cisco NX-OSリリース9.3(3)以降では、N9K-X9636C-Rおよび N9K-X9636C-RXのデフォ
ルト FECモードは 25Gx4および 50Gx2の FC-FECです。

N9K-X9636C-RXを N9K-X9636C-Rに接続する場合は、RS-FECがサポートされていない
ため、N9K-X9636C-RXで FC-FECを設定する必要があります。

N9K-X96136YC-Rラインカードはブレークアウトをサポートしていません。

• CiscoNX-OSリリース9.3(3)以降、これらのスイッチはブレークアウトをサポートします。

Cisco Nexus 93600CD-GXスイッチおよびCisco Nexus 9500 Rシリーズスイッチは、100G
ポートを 2 x 50Gにブレークアウトすることをサポートしています。

N9K-X9636C-RおよびN9K-X9636C-RXラインカードを搭載したNexus 9500 Rシリーズス
イッチでは、特定の光入出力（QSFP-100G-PSM4-S、QSFP-100G-AOC、QSFP-100G-CU1M、
およびCU3M）のみが、2x50Gおよび4x25Gへのブレイクアウトをサポートしています。

詳細については、『Cisco IPICS Compatibility Matrix』を参照してください。

概要
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• Cisco NX-OSリリース 10.4(3)以降、Cisco N9K-X98900CD-Aスイッチは、4 x 25Gポートで
のブレークアウトをサポートします。

Cisco NX-OSリリース 10.4(3)よりも前のリリースでは、ブレークアウトは 4 x 25Gポート
でサポートされていません。

手動ブレークアウト構成のベストプラクティス

CiscoNexusデバイスで手動ブレークアウトを実行する場合は interface breakout module module
number port port range map breakout mapping コマンドを使用する必要があります。

• Cisco Nexus 9000デバイスを Cisco NX-OSリリース 7.0(3)I7(2)以降にアップグレードする
と、QSAを使用して手動でブレイクアウトを設定したインターフェイスはサポートされな
くなります。構成を削除し、影響を受けるインターフェイスのブレークアウト設定を手動

で再設定する必要があります。

Cisco NX-OSリリース 7.0(3)I7(2)では、QSAポートの手動ブレー
クアウトはサポートされていません。

（注）

この動作は、次のプラットフォームでは手動ブレークアウトがサ

ポートされていません：N9K-C93128TX、N9K-9332、
N9K-C9396PX、N9K-C9396TX、N9K-C9372PX、N9K-C9372TX、
N9K-C9332PQ、N9K-9432PQ、N9K-9536PQ、N9K-9636PQ、
N9K-X9632PC-QSFP100、N9K-X9432C-S、N3K-C3132Q-V、
N3K-C3164Q、N3K-C3132C、N3K-C3232C、N3K-C3264Q、
N3K-C3264C、N3K-3064Q、N3K-3016、N3K-3172：これらのプ
ラットフォームでは手動ブレークアウトがサポートされているた

めです。

（注）

•次のプラットフォームでは自動ブレークアウトが正常に実行されないため、手動ブレーク
アウトがサポートされています。N9K-C93128TX、N9K-9332、N9K-C9396PX、
N9K-C9396TX、N9K-C9372PX、N9K-C9372TX、N9K-C9332PQ、N9K-C93120TX、
N9K-9432PQ、N9K-9536PQ、N9K-9636PQ、N9K-X9632PC-QSFP100、N9K-X9432C-S、
N3K-C3132Q-V、N3K-C3164Q、N3K-C3132C、N3K-C3232C、N3K-C3264Q、N3K-C3264C、
N3K-3064Q、N3K-3016、N3K-3172。

ブレークアウトポートの前方誤り訂正（FEC）設定

FECは、1 mおよび 2 mのパッシブ銅ケーブルを除くすべてのケーブルタイプで必要です。
CiscoスイッチはデフォルトでFC -FEC CL74を使用します。RS-FEC Consortium 1.6、RS-FEC
IEEE、および他の FECアルゴリズムを設定できます。

概要
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Auto-FECは Cisco NX-OS Release 7.0(3)I7(x)ではサポートされていません。

ブレークアウトポートを構成する場合は、リンクがアップ状態になるように FECが一致して
いることを確認します。

（注）

25Gイーサネットで使用される 2つのプライマリ FECアルゴリズムがあります。

• FC-FEC（「FireCode」、「BASE-R」、または「Clause 74」とも呼ばれる）は、バー
ストエラー修正に最適化された低遅延エラー保護（100ナノ秒未満）を提供します。

•

3メートルおよび 5メートルのパッシブ銅線ケーブル、および最大 10メートルのアク
ティブ光 25Gケーブルで使用されます。この FECタイプは、すべての 100Gインター
フェイスでも使用されます。

• RS-FEC（「Reed Somon」、「Clause 91」、「Clause 108」とも呼ばれる）は、より
優れたエラー保護を提供します。最大 100メートルの距離をサポートする、Cisco
SFP-25G- SR -Sなどの 25Gマルチモード光ファイバ（MMF）トランシーバに必要で
す。RS-FECは、10メートルを超えるアクティブ光ケーブルにも必要な場合がありま
す。

すべての 25Gデバイスは、デフォルトで FC -FECをサポートします。CiscoNexus 9300-FX
シリーズは RS-FECをサポートしています。

Cisco NX-OSリリース 7.0(3)I7(3)以降では、 rs-cons16 および rs-ieee など IEEE標準に
従って、FECを設定するための 2つの追加オプションが表示されます。

高速イーサネットインターフェイスで RS-FECエラー訂正を実装するには、 Cisco Nexus
9000スイッチで fec rs-ieee コマンドを使用して RS FEC IEEE（25G）を有効にします。
switch# (config-if)# fec ?
auto FEC auto
fc-fec CL74(25/50G)off Turn FEC off
rs-cons16 RS FEC Consortium 1.6 (25G)
rs-fec CL91(100G) or Consortium 1.5 (25/50G)
rs-ieee RS FEC IEEE (25G)

• Cisco NX-OSリリース 7.0(3)I7(7)以降では、FECインターフェイス情報の管理および動作
ステータスを show interface fec コマンドで表示できます。

例：

switch# show interface fec
---------------------------------------------------------------------------------------------------
Name Ifindex Admin-fec Oper-fec Status Speed Type
---------------------------------------------------------------------------------------------------
Eth1/1 0x1a000000 auto auto connected 10G SFP-H10GB-AOC2M
Eth1/2 0x1a000200 Rs-fec notconneced auto QSFP-100G-AOC3M
Eth1/3/1 0x38014000 auto auto disabled auto QSFP-H40G-AOC3M
Eth1/3/2 0x38015000 auto auto disabled auto QSFP-H40G-AOC3M
Eth1/3/3 0x38016000 auto auto disabled auto QSFP-H40G-AOC3M
Eth1/3/4 0x38017000 auto auto disabled auto QSFP-H40G-AOC3M

概要
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Cisco Nexus C9364C-H1スイッチのブレークアウトモード

Cisco NX-OSリリース 10.2（2）F以降、Cisco Nexus C9364C-H1スイッチはブレークアウト
モードをサポートします。

ブレイクアウトモードは、Cisco Nexus C9364C-H1スイッチにおける

•ポート構成設定であり、単一のポートを複数の論理インターフェイス（例：2x50G、4x25G、
または4x10G）に分割することを可能にします。

•このモードは、各フロントポートクワッドグループ内の最初のポート（例：ポート1、5、
9、...）でのみ利用可能です。

インターフェイスのブレークアウト中は、隣接する 3つの前面
ポートが削除され、インターフェイス検証または構成コマンドで

は表示されません。

（注）

Cisco Nexus 9000 C93180LC-EXスイッチ：動作モードとブレークアウトモード

動作モードとブレークアウトモードは、スイッチ構成プロファイルです。これらのプロファイ

ルを使用して、ポートをグループ化および設定したり、高速物理ポートを複数の低速論理的な

ポートに分割したり、各モードで使用できる機器とケーブルのタイプを特定したりできます。

Cisco Nexus 9000 C93180LC-EXスイッチ

動作モードは、次のスイッチ構成プロファイルで、

•使用可能な帯域幅とポートのグループを決定し、

•さまざまなブレークアウト機能をイネーブルにし、

•モードを切り替えるために個別の設定手順を使用する必要があります。

7.0(3)I7(1)以降では、Cisco Nexus 9000 C93180LC-EXスイッチは 3つの異なる動作モードを提
供します。

•モード 1：28 x 40G + 4 x 40G/100G（デフォルト設定）

これは、ハードウェアプロファイルポートモード 4x100g + 28x40gポートです。次のACL
をサポートします。

• 10x4ブレークアウトは、1〜27の上部ポート（ポート 1、3、5、7 ... 27）でサポート
されます。

上部ポートのいずれかが故障すると、対応する下部のポートは動作しなくなります。

たとえば、ポート 1が故障すると、ポート 2が動作しなくなります。

• 1ギガビットおよび 10ギガビット QSAは、ポート 29、30、31、および 32でサポー
トされます。ただし、上部および下部の前面パネルポートの QSAは同じ速度である
必要があります。

概要
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•ポート 29、30、31、および 32は、10x4、25x4、および 50x2のブレークアウトをサ
ポートします。

•モード 2：24 x 40G + 6 x 40G/100G

このハードウェアプロファイルのポートモードは、6 x 100G + 24 x 40Gポートです。次の
ACLをサポートします。

• 10x4ブレークアウトは、1〜23の上部ポート（ポート 1、3、5、7 ... 23）でサポート
されます。上部ポートのいずれかが故障すると、対応する下部のポートは動作しなく

なります。

•ポート 25、27、29、30、31、および 32は、10x4、25x4、および 50x2のブレークアウ
トをサポートします。

• 1ギガビットおよび 10ギガビット QSAは、ポート 29、30、31、および 32でサポー
トされます。ただし、上部および下部の前面パネルポートの QSAは同じ速度である
必要があります。

•モード 3：18 x 40G/100G

このハードウェアプロファイルは、そのポートの 18 x 100Gをポートモードにします。次
の ACLをサポートします。

• 10x4、25x4、および 50x2のブレークアウトは、1〜27のトップポート（ポート 1、
3、5、7 ... 27）およびポート 29、30、31、32でサポートされます。

• 1ギガビットおよび 10ギガビット QSAは、18ポートすべてでサポートされます。

モード 3から別のモードに変更するには、 copy running-config startup-config コマンドの後に
reload コマンドを入力して有効にします。ただし、モード 1と 2の間を移動するには、 copy
running-config startup-config コマンドを入力するだけです。

現在の動作モードを表示するには、show running-config | grep portmodeコマンドを使用しま
す。

switch(config-if-range)# show running-config | grep portmode

hardware profile portmode 4x100G+28x40G

ブレークアウトモード

Cisco Nexus C93180LC-EXスイッチには、3つのブレークアウトモードがあります。

• 40G〜 4x10Gブレークアウトポートのサポート

•このモードでは、40Gポートから4x10Gポートへのブレークアウトをイネーブルにし
ます。

概要

16

概要

Cisco Nexus 9000 C93180LC-EXスイッチ：動作モードとブレークアウトモード



•このモードを構成するには、 interface breakout module 1 port x map 10g-4x コマン
ドを使用します。

• 100G〜 4x25Gブレークアウトポートのサポート

•このモードは、100Gポートから 4x25Gポートへのブレークアウトをイネーブルにし
ます。

•このモードを構成するには、 interface breakout module 1 port x map 25g-4x コマン
ドを使用します。

• 100Gから 2x50Gへのブレークアウトポートのサポート

•このモードは、100Gポートから 2x50Gポートへのブレークアウトをイネーブルにし
ます。

•このモードを構成するには、 interface breakout module 1 port x map 50g-2x コマン
ドを使用します。

Cisco Nexus 9000 C9364C-GXスイッチのブレークアウト考慮事項

以下は、Cisco Nexus N9K-C9364C-GXスイッチのブレークアウトの考慮事項です。

•奇数番号のポートでのみ、ブレークアウトモード（1〜 64、2 x 50G、4 x 25G、および 4 x
10G）を設定します。

偶数番号のポートでブレークアウトを試行しないでください。（注）

•奇数番号のポートをブレークアウトすると、そのクワッド内の偶数番号のポートは自動的
に削除され、もう一方の奇数ポートは同じブレークアウト速度に設定されます。

たとえば、ポート 1またはポート 3が 2 x 50、4 x 25G、または 4 x 10Gに分割されている
場合、そのクワッドのもう一方の奇数ポートは自動的に同じ速度に分割され、そのクワッ

ドのポート 2および 4は削除されます。上記のブレークアウト設定が削除されると、その
クワッドのすべてのポートがデフォルトに戻ります。

•クワッドをデフォルトのポートステータスに戻すには、クワッドの両方の奇数ポートから
ブレークアウト設定を削除します。

• QSFP28（100G）トランシーバは、4 x 25Gブレークアウト機能をサポートします。Cisco
NX-OS Release 9.3(5)以降では、2 x 50Gブレークアウト機能がサポートされます。

• QSFP +（40G）トランシーバは、4 x 10Gブレークアウト機能をサポートします。

• interface breakout module 1 port x map 50g-2xコマンドを使用して、すべての奇数番号ポー
トで、100Gポートから 2 X 50Gポートへのブレークアウトを有効にします。

概要
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• interface breakout module 1 port x map 10g-4xコマンドを活用、40Gポートの 4 x 10Gポー
トへのブレークアウトブレークアウトを有効にします。

Cisco Nexus 9000 C93600CD-GXスイッチのブレークアウト機能

Cisco Nexus N9K-C93600CD-GXブレークアウトの考慮事項を使用してください。

• Cisco Nexus N9K-C93600CD-GXでは、1〜24の 4つのポートはすべてクワッドと呼ばれま
す。

ブレイクアウト構成と速度は、クワッド内で同じである必要があ

ります。

クワッドアウト機能は、クワッド内の速度またはブレイクアウト

設定の不一致がある場合、期待どおりに機能しないことがありま

す。

（注）

6個のクワッドは、ポート 1〜4、5〜8、9〜12、13〜16、17〜20、および 21〜24です。

• Cisco NX-OSリリース 9.3(5)以降では、2つの 50Gブレークアウト機能がポート 1〜36で
サポートされます。

• 4x25Gおよび 4x10Gブレークアウト機能は、ポート 1〜24の間の奇数ポートでのみサポー
トされます。クワッド内の偶数ポートが削除されます（4ポート）。

•クワッド内の奇数番目のポートが分離されると、そのクワッド内の偶数番目のポートは削
除され、クワッド内の他の奇数番目のポートは自動的に同じ速度で分離されます。

たとえば、ポート 1が 4x25Gまたは 4x10Gに分割されている場合、そのクワッドのもう
一方のポートは自動的に同じ速度に分割されます。そのクワッドのポート 2と 4が削除さ
れます。このブレークアウト構成が削除されると、そのクワッド内のすべてのポートがデ

フォルト設定に戻ります。

• 2x50Gブレークアウトは、1〜24のすべてのポートでサポートされます。クワッド内の 1
つのポートが2x50Gに分割されると、クワッド内のすべてのポートが自動的に同じ速度に
分割されます。

たとえば、ポート 2が 2x50Gに分割される場合、ポート 1、3、および 4は自動的に 2x50G
に分割されます。

ポート 1〜24の 50G速度の両方のレーンで RS-FECのみがサポー
トされます。

（注）

• Cisco NX-OSリリース 9.3(3)以降、ポート 25〜28は 4x10G、4x25G、および 2x50Gのブ
レークアウト機能をサポートします。これらのブレークアウト機能は、ポートペアでサ

ポートされます。例：25～26、27～28。
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リンクをアップするには、2x50Gのレーン 2を RS-FECで設定す
る必要があります。

（注）

• CiscoNX-OSリリース 9.3(3)以降では、ポート 29〜36の次のブレークアウト設定を検討し
ます。

• QSFP-DD-400G-DR4トランシーバは、4 x 100Gブレークアウト機能のみをサポートし
ます。

• QSFP-DD-400G-FR4および QSFP-DD-400G-LR8トランシーバは、ブレークアウト機
能をサポートしていません。

• QSFP28（100G）トランシーバは、2 x 50Gおよび 4 x 25Gブレークアウト機能をサ
ポートします。

• QSFP +（40G）トランシーバは、4 x 10Gブレークアウト機能をサポートします。

Cisco Nexus C9316D-Gスイッチのブレークアウトの考慮事項：

Cisco Nexus N9K-C9316D-GXスイッチのポート 1～ 16には、これらのブレークアウトの考慮
事項を活用します。

• QSFP-DD-400G-DR4トランシーバは、4 x 100Gおよび 4x10Gブレークアウト機能のみを
サポートします。

QSFP-DD-400G-FR4およびQSFP-DD-400G-LR8トランシーバは、
ブレークアウト機能をサポートしていません。

（注）

• QSFP28（100G）トランシーバは、2 x 50G、4 x 25G、および 4x10Gブレークアウト機能
をサポートします。

Cisco Nexus 93C64E-SG2-Qスイッチのブレークアウトの考慮事項

単一の高速ポートを複数の低速ポートに分割して回数変更可能接続を可能にするスイッチポー

ト機能であるブレークアウトアウト機能を使用できます。

, ,以降Cisco NX-OSリリース 10.2（2）F、Cisco Nexus 93C64E-SG2-Qスイッチは

• 2x400Gおよび 8x100Gのブレークアウト構成、

•サポートされる光学部品との互換性、および

•柔軟なポート構成を提供します。

サポートされているブレークアウトモードは次のとおりです。

• 2x400Gブレークアウト：単一のポートを 2つの 400Gポートに分割します。
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• 8x100Gブレークアウト：単一のポートを 8つの 100Gポートに分割します。

オプティクス

Cisco NX-OSリリース 10.2（2）F以降、 Cisco Nexus 93C64E-SG2-Qスイッチはこれらのオプ
ティクスをサポートします。

• QDD-8X100G-FR

• QDD-8x100G-LR

• QDD-2X400G-FR4

• QDD-2x400G-LR4

Cisco Nexus 93C64E-SG2-Qスイッチは、64個の QSFP-DD800ポートもサポートしています。
これにより、高密度および高速の接続が可能になります。

仮想デバイスコンテキスト
リモート対応仮想化コンテキスト（ VDC）は、

•オペレーティングシステムとハードウェアリソースをセグメント化し、

•物理スイッチ内の独立した論理的なスイッチをエミュレートし、

•を使用すると、コンテキストごとに個別の設定、管理、管理を実行するためのネットワー
ク仮想化テクノロジーです。

CiscoNexus9000シリーズスイッチは、複数のVDCをサポートしていません。すべてのスイッ
チリソースはデフォルト VDCで管理されます。

インターフェイスの高可用性
インターフェイスの高可用性とは、

•スーパーバイザのスイッチオーバー中にインターフェイスの動作を継続できるようにし、

•ステートフルおよびステートレスの両方の再起動メカニズムをサポートするネットワーク
機能です。

ステートフル再起動はスーパーバイザ切り替え時に発生します。切り替え後、Cisco NX-OSは
実行時の設定を適用します。
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。
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