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はじめに

この前書きは、次の項で構成されています。

•対象読者（viiページ）
•表記法（viiページ）
• Cisco Nexus 9000シリーズスイッチの関連資料（viiiページ）
•マニュアルに関するフィードバック（viiiページ）
•通信、サービス、およびその他の情報（ixページ）

対象読者
このマニュアルは、Cisco Nexusスイッチの設置、設定、および維持に携わるネットワーク管
理者を対象としています。

表記法
コマンドの説明には、次のような表記法が使用されます。

説明表記法

太字の文字は、表示どおりにユーザが入力するコマンドおよび

キーワードです。

bold

イタリック体の文字は、ユーザが値を指定する引数です。italic

省略可能な要素（キーワードまたは引数）は、角かっこで囲ん

で示しています。

[x]

いずれか1つを選択できる省略可能なキーワードや引数は、角
かっこで囲み、縦棒で区切って示しています。

[x | y]

必ずいずれか1つを選択しなければならない必須キーワードや
引数は、波かっこで囲み、縦棒で区切って示しています。

{x | y}

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
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説明表記法

角かっこまたは波かっこが入れ子になっている箇所は、任意ま

たは必須の要素内の任意または必須の選択肢であることを表し

ます。角かっこ内の波かっこと縦棒は、省略可能な要素内で選

択すべき必須の要素を示しています。

[x {y | z}]

ユーザが値を入力する変数であることを表します。イタリック

体が使用できない場合に使用されます。

variable

引用符を付けない一組の文字。stringの前後には引用符を使用
しないでください。引用符を使用すると、その引用符も含めて

stringと見なされます。

string

例では、次の表記法を使用しています。

説明表記法

スイッチが表示する端末セッションおよび情報は、スクリーン

フォントで示しています。

screen フォント

ユーザが入力しなければならない情報は、太字の screenフォン
トで示しています。

太字の screen フォント

ユーザが値を指定する引数は、イタリック体の screenフォント
で示しています。

イタリック体の screenフォン

ト

パスワードのように出力されない文字は、山カッコ（< >）で
囲んで示しています。

< >

システムプロンプトに対するデフォルトの応答は、角カッコ

で囲んで示しています。

[ ]

コードの先頭に感嘆符（!）またはポンド記号（#）がある場合
には、コメント行であることを示します。

!、#

Cisco Nexus 9000シリーズスイッチの関連資料
Cisco Nexus 9000シリーズスイッチ全体のマニュアルセットは、次の URLにあります。

https://www.cisco.com/en/US/products/ps13386/tsd_products_support_series_home.html

マニュアルに関するフィードバック
このマニュアルに関する技術的なフィードバック、または誤りや記載もれなどお気づきの点が

ございましたら、HTMLドキュメント内のフィードバックフォームよりご連絡ください。ご
協力をよろしくお願いいたします。
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通信、サービス、およびその他の情報
•シスコからタイムリーな関連情報を受け取るには、Cisco Profile Managerでサインアップ
してください。

•重要な技術によりビジネスに必要な影響を与えるには、Cisco Servicesにアクセスしてくだ
さい。

•サービスリクエストを送信するには、Cisco Supportにアクセスしてください。

•安全で検証済みのエンタープライズクラスのアプリケーション、製品、ソリューション、
およびサービスを探して参照するには、Cisco DevNet [英語]にアクセスしてください。

•一般的なネットワーキング、トレーニング、認定関連の出版物を入手するには、CiscoPress
にアクセスしてください。

•特定の製品または製品ファミリの保証情報を探すには、Cisco Warranty Finderにアクセス
してください。

Ciscoバグ検索ツール
シスコバグ検索ツール（BST）は、シスコ製品とソフトウェアの障害と脆弱性の包括的なリス
トを管理するシスコバグ追跡システムへのゲートウェイです。BSTは、製品とソフトウェアに
関する詳細な障害情報を提供します。

マニュアルに関するフィードバック

シスコのテクニカルドキュメントに関するフィードバックを提供するには、それぞれのオンラ

インドキュメントの右側のペインにあるフィードバックフォームを使用してください。
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https://www.cisco.com/offer/subscribe
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https://www.cisco.com/c/en/us/support/index.html
https://developer.cisco.com/
https://www.ciscopress.com
https://connectthedots.cisco.com/connectdots/serviceWarrantyFinderRequest?fl=wf
https://bst.cloudapps.cisco.com/bugsearch/
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第 1 章

新機能と更新情報

•新機能と更新情報（1ページ）

新機能と更新情報
表 1 :新機能および変更された機能

参照先変更が行われたリ

リース

説明特長

該当なし10.6(1)Fこのリリースの機能更新

はありません。

NA
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1



Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
2

新機能と更新情報

新機能と更新情報



第 2 章

FC-NPVおよびFCoE-NPVのサポートされて
いるハードウェア

•ライセンス要件（3ページ）
•サポートされるプラットフォーム（3ページ）
• FC-NPVおよび FCoE-NPVのサポートされているハードウェア（4ページ）

ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。

•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価用のも
のがあります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

ライセンスのタイプとインストール手順の詳細については、『Cisco NX-OSライセンシングガ

イド』および『Cisco NX-OSライセンシングオプションガイド』を参照してください。

サポートされるプラットフォーム
Nexusスイッチプラットフォームサポートマトリックスには、次のものがリストされていま
す。

•サポートされている Cisco Nexus 9000および 3000スイッチモデル

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
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• NX- OSソフトウェアリリースバージョン

プラットフォームと機能の完全なマッピングについては、『Nexusスイッチプラットフォーム
サポートマトリックス』を参照してください。

FC-NPVおよびFCoE-NPVのサポートされているハードウェ
ア

次の表に、FC-NPVおよび FCoE-NPV機能がサポートされている Cisco Nexus 9000シリーズ
ハードウェアを示します。

Cisco Nexus 9000シリーズスイッチで FC/FCoE NPVモードを有効にするには、feature-set
fcoe-npvを設定する必要があります。

Cisco Nexus 9000シリーズスイッチでのSANスイッチングモードの有効化の詳細については、
Cisco Nexus 9000 Series NX-OS SANスイッチング構成ガイドを参照してください。

（注）

表 2 : Cisco Nexus 9000 FC-NPVおよび FCoE-NPVでサポートされるハードウェア

FEXサ
ポート

FCoEエッ
ジポート

FCエッジ
ポート

FCoE NP
ポート

FC NP
ポート

モデル（PID）スイッチ/ライ
ンカード

〇〇非対応〇非対応N9K-C93180YC-EXCisco Nexus
9300シリーズ
スイッチ 〇〇〇〇〇N9K-C93180YC-FX

非対応〇〇〇〇N9K-C93360YC-FX2

非対応〇〇〇〇N9K-C9336C-FX2-E

非対応〇非対応〇非対応N9K-X9732C-EXCisco Nexus
9504および
9508スイッチ 非対応〇非対応〇非対応N9K-X9736C-FX

FC-NPVおよび FCoE-NPVは、Cisco N9K-C9336C-FX2- Eプラットフォームスイッチでサポー
トされます。

FCoE（ファイバチャネルオーバーイーサネット）/FC（ファイバチャネル）NPV（Nポート仮
想化）を使用したISSUは、一部の Cisco Nexus 9000スイッチでサポートされています。ISSU
は、スイッチがトラフィックの転送を続けながら、デバイスのソフトウェアをアップグレード

することができます。一部のCisco Nexus 9000スイッチでは、In-Service Software Upgrade（ISSU、
無停止アップグレード）を実行できます。デフォルトのソフトウェアアップグレードプロセ

スは中断を伴います。無停止オプションを使用すると、無停止アップグレードを確実に実行で

きます。サポートされているプラットフォームの完全なリストについては、『CiscoNexus9000

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
4

FC-NPVおよび FCoE-NPVのサポートされているハードウェア

FC-NPVおよび FCoE-NPVのサポートされているハードウェア

https://www.cisco.com/c/dam/en/us/td/docs/Website/datacenter/platform/platform.html
https://www.cisco.com/c/dam/en/us/td/docs/Website/datacenter/platform/platform.html
https://www.cisco.com/c/en/us/td/docs/dcn/nx-os/nexus9000/102x/configuration/san-switching/cisco-nexus-9000-series-nx-os-san-switching-configuration-guide-release-102x/m-configuring-fc-fcoe-switch-mode.html#task_8212342157182094854


シリーズ NX-OSソフトウェアアップグレード/ダウングレードガイド、リリース 10.x』を参
照してください。

ソフトウェアメンテナンスアップグレード（SMU）は、FCおよびFCOEではサポートされま
せん。

（注）

表 3 : ISSUサポートマトリクス

AA FEXありST FEXを使用FC/FCOE NPV
を使用

モデル（PID）スイッチ/ラインカー
ド

非対応非対応〇N9K-C93180YC-EXCisco Nexus 9300シ
リーズスイッチ

非対応はい○N9K-C93180YC-FX

なしなし○N9K-C93360YC-FX2

なしなしはいN9K-C9336C-FX2-E

非対応〇〇N9K-X9464PXCisco Nexus 9504およ
び 9508スイッチ

非対応〇〇N9K-X9536PQ

非対応〇〇N9K-X9636PQ

なしなし非対応N9K-X9732C-EX

なしなし非対応N9K-X9736C-FX

FC-NPVは N9k-C93180YC-FXおよび N9k-C93360YC-FX2スイッチでサポートされ、次の SFP
のみがサポートされます。

• DS-SFP-FC8G-SW

• DS-SFP-FC16G-SW

• DS-SFP-FC32G-SW

FC-NPVは N9K-C9336C-FX2-Eスイッチでサポートされ、次の QSFPのみがサポートされま
す。

• DS-SFP-4X32G-SW

FCoE-NPVは次の FEXをサポートします：

• N2K-B22HP-P

• N2K-B22IBM-P

• N2K-C2232PP

• N2K-C2348UPQ

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
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• N9K-C93180YC-FX3

FEXを使用した FCoE NPVは、N9K-C9336C-FX2-Eおよび N9K-C93360YC-FX2ではサポート
されません。 N9K-C93180YC-FX3 FEXは、N9K-C93180YC-FXスイッチでのみサポートされ
ます。

（注）

FCoEは N9K-C93180YC-FX3ではサポートされていません。Cisco NX-OSリリース 10.3(1)F以
降、FEXモードのN9K-C93180YC-FX3でのFCoEは、NPVモードのN9K-C93180YC-FXスイッ
チでのみサポートされます。

（注）

25GアダプタQL41212Hは次のデバイスでサポートされます。ただし、vFCポートが60秒を超
えてシャットダウンされると、ドライバの問題が原因で FIP VLAN要求の再試行がホストから
送信されないことがあります。問題の詳細については、CSCvt83152を参照してください。

• N9K-C93180YC-FX

• N9K-C93180YC-EX

• N9K-C93360YC-FX2

• N9K-C9336C-FX2-E

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
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第 3 章

FCoE NPVの設定

• FCoE NPVの概要（7ページ）
• VNPポート（9ページ）
• FCoE NPVのライセンス要件（10ページ）
•仮想インターフェイスの概要, on page 10
• FCoE NPVの設定に関する注意事項および制限事項（14ページ）
• FC/FCoEの構成（16ページ）
• QoSの構成（18ページ）
• FCoE NPVの設定（24ページ）
• FCoE NPVの設定の確認, on page 39
• FCoE NPVコアスイッチおよび FCoE NPVエッジスイッチの設定例（41ページ）
• FCoE NPVコアスイッチおよび FCoE NPVエッジスイッチに対する暗黙的 vFCの設定例
（43ページ）

•仮想インターフェイスの確認 , on page 45
• VSANから VLANへのマッピングの設定例 （47ページ）
• vPCによる SANブート（49ページ）

FCoE NPVの概要
Fibre Channel over Ethernet（FCoE）Nポート仮想化（NPV）は、FCoE初期化プロトコル（FIP）
スヌーピングの拡張形式であり、FCoE対応ホストを FCoE対応 FCoEフォワーダー（FCF）デ
バイスに接続するための安全な方法を提供します。

FCoE NPVは以下を可能にします。

•コアスイッチ（FCF）に接続された Nポートバーチャライザー（NPV）として機能する
スイッチ。

• NPVスイッチを別のホストとして表示するコアスイッチ（FCF）。

• NPVスイッチに接続された複数のホストを、コアスイッチ（FCF）で仮想化されたNポー
トとして表示。
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FCoE NPVの利点
FCoE NPVは次の機能を提供します。

• FCoE NPVには、NPVから FCoEに展開する際のアドバンテージがあります（ドメイン ID
スプロールの防止やファイバーチャネルフォワーダ（FCF）のテーブルサイズの削減な
ど）。

• FCoE NPVは、FCoEホストと FCoE FCF間の安全な接続を提供します。

• FCoE NPVには、FCFでのホストのリモート管理に付随する管理上およびトラブルシュー
ティング上の問題がありません。

• FCoE NPVは、トラフィックエンジニアリング、VSAN管理、管理業務、およびトラブル
シューティングといった NPVの機能を維持しながら、NPV機能の拡張として FIPスヌー
ピングを実装しています。

FCoE NPVの機能
FCoE NPVには次の機能があります。

•サーバーログインの自動ロードバランス

•サーバーインターフェイス（ホストログイン）は、使用可能な複数のアップリンク
（NPポートまたは外部インターフェイス）間でラウンドロビン方式で分散されます。

•中断を伴う自動ロードバランシングを有効にして、既存のサーバーインターフェイ
ス（ホスト）と新しく追加されたNPアップリンクインターフェイスの間でロードバ
ランシングを設定することができます。

例：

switch(config)# npv auto-load-balance disruptive

•トラフィックマッピング

•サーバーインターフェイスがコアスイッチに接続するために使用可能なNPアップリ
ンクを指定できます。

•現在マッピングされているアップリンクがダウンした場合、サーバーは他の使用可能
なアップリンクを介してログインしません。

例：

switch(config)# npv traffic-map server-interface vfc2/1 external-interface vfc2/1

• FCoE NPVブリッジでの FCoE転送。

• FCoE NPVはデータセンターブリッジング交換プロトコル（DCBX）をサポートします。

• VNPポートを介して受信された FCoEフレームは、L2_DAが、VFポートでホストに割り
当てられている FCoE MACアドレスのいずれかに一致する場合にのみ転送されます。
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ポートチャネルの VNPポートを介した FCoE NPVでは、FIPネゴシエーションにのみ自動ト
ラフィックマッピングが使用されます。ポートチャネルの VNPポートを介した FCoEトラ
フィック分散は、計算されたハッシュ値に基づきます。

（注）

ファイバチャネル低速ドレインデバイスの検出と輻輳回避

Fibre Channel over Ethernet（FCoE）でのエンドデバイス間のデータトラフィックは、リンク
レベルおよび各ホップに基づくフロー制御を使用します。ファブリックに低速デバイスが接続

されている場合、エンドデバイスは設定されたレートのフレームを受け入れません。低速デバ

イスの存在はリンクのトラフィック輻輳の原因となります。トラフィックの輻輳は、宛先デバ

イスに低速ドレインが発生していない場合でも、トラフィックに同一のスイッチ間リンク（ISL）
を使用するファブリック内の無関係のフローに影響を与えます。

低速ドレインデバイスの検出と輻輳回避が以下のプラットフォームでサポートされています。

• N9K-C93360YC-FX2

• N9K-C9336C-FX2-E

• N9K-C93180YC-EX

• N9K-X9732C-EXラインカード

• N9K-C93180LC-EX

• N9K-C93180YC-FX

• N9K-X9736C-FXラインカード

低速ドレインデバイスの検出と輻輳回避は FEXポートでサポートされていません。（注）

VNPポート
FCoE NPVブリッジから FCFへの接続は、ポイントツーポイントリンク上でのみサポートさ
れます。これらのリンクは、個々のイーサネットインターフェイスまたはポートチャネルイ

ンターフェイスになります。イーサネット/ポートチャネルインターフェイスに接続されたFCF
ごとに、vFCインターフェイスを作成し、バインドする必要があります。これらの vFCイン
ターフェイスは、VNPポートとして設定する必要があります。

VNPポートでは、FCoE NPVブリッジが、それぞれ固有の eNode MACアドレスが付いた複数
の eNodeを持つFCoE対応ホストをエミュレートします。デフォルトでは、VNPポートはトラ
ンクモードでイネーブルになります。
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VNPポートには、複数の VSANを設定できます。VNPポート VSANに対応する FCoE VLAN
を、バインドしたイーサネットインターフェイスに設定する必要があります。

Cisco Nexus 9000シリーズデバイスの VNPポートは、それぞれ固有の Fabric Provided
MAC-Addresses（FPMA）が設定された複数のイーサネットノードを持つ FCoE対応ホストを
エミュレートします。

（注）

FCoE NPVのライセンス要件
次の表に、FCoE NPVのライセンス要件を示します。

ライセンス要件製品

FCoE NPVは、FCoE NPVライセンス
(FCOE_NPV_PKG)を必要とします。PID
N93-16Y-SSK9または N93-48Y-SSK9または
ACI-STRGを使用して、サポートされるプラッ
トフォームで FCoE NPVと FC NPVを有効に
することもできます。

Cisco NX-OSライセンススキームの詳細と、
ライセンスの取得および適用の方法について

は、『Cisco NX-OS Licensing Guide』を参照し
てください。

（注）

ACI-STRGは、ネイティブファイバチャネル
ポートの48ポートのみをライセンスします。
Cisco Nexus N9K-C93360YC-FX2および
N9K-C9336C-FX2-Eプラットフォームスイッ
チの 48を超えるポートでこのライセンスを
使用すると、Syslogは生成されません。

Cisco NX-OS

仮想インターフェイスの概要
Cisco Nexusデバイスでは、Fibre Channel over Ethernet（FCoE）がサポートされています。これ
により、スイッチとサーバーの間の同じ物理イーサネット接続上でファイバチャネルおよび

イーサネットトラフィックを伝送できます。

FCoEのファイバチャネル部分は、仮想ファイバチャネルインターフェイスとして設定され
ます。論理ファイバチャネル機能（インターフェイスモードなど）は、仮想ファイバチャネ

ルインターフェイスで設定できます。
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仮想ファイバチャネルインターフェイスは、いずれかのインターフェイスにバインドしたう

えで使用する必要があります。バインド先は、コンバージドネットワークアダプタ（CNA）
が Cisco Nexusデバイスに直接接続されている場合は物理イーサネットインターフェイス、
CNAがレイヤ 2ブリッジにリモート接続されている場合はMACアドレス、CNAが仮想ポー
トチャネル（vPC）を介してファイバチャネルフォワーダ（FCF）に接続されている場合は
EtherChannelとなります。

LANトラフィックのシャットダウンに関する情報
コンバージドネットワークアダプタ（CNA）により、FCoEトラフィックと LANトラフィッ
クの両方（Unified I/O）が物理リンク上で共存できます。

CNAを使用した vPC設定では、ネットワークパラメータがピアスイッチ間で一貫している必
要があります。システムが不整合を検出すると、セカンダリ vPCレッグはダウンします。vPC
レッグは FCOEと LANトラフィックの両方を伝送するため、FCoEリンクもダウンします。

このような状況で FCoEリンクの停止を回避するには、shutdown lanコマンドを使用して、
ポートチャネルおよび個別のイーサネットポートで LANトラフィックだけをシャットダウン
します。

vPCによって、vPCセカンダリレッグの停止がトリガーされた場合、セカンダリ vPCレッグ
ではイーサネット VLANだけが停止します。セカンダリ vPCレッグの FCoE/storageは稼働し
続けます。

（注）

shutdown lanコマンドに関する注意事項

• shutdown lanコマンドは、vFCインターフェイスがバインドされているポートチャネル
インターフェイス、FEX HIFポート、または個別のイーサネットインターフェイス上の
みで構成できます。

• shutdown lanコマンドは、トランキング動作状態にあるポートチャネルインターフェイ
スまたは個別のイーサネットインターフェイス上のみで構成できます。

• vPC対応の shutdown lanがセカンダリ vPCレッグに適用されている場合、shutdown lanコ
マンドをセカンダリ vPCレッグに対して有効にすることはできません。

• shutdownlanコマンドがセカンダリvPCレッグに適用されている場合、vPC対応の shutdown
LANは実行できません。

• shutdown lanコマンドは、ポートチャネルメンバー上では構成できません。

• shutdown lanコマンドのデフォルトは、no shutdown lanです（shutdown lanは無効に設定
されています）。

• shutdown lanコマンドでは、Link Layer Discovery Protocol（LLDP）機能を有効にしておく
ことが前提条件となります。
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•シャットダウン LAN設定が有効になっているポートは、ポートチャネルに追加できませ
ん。

•シャットダウン LANの有効化/無効化の設定は、インターフェイスごとに行います。

•インターフェイスに shutdown lanが構成されていると、このインターフェイスで no shut
コマンドを実行しても、LAN VLANは起動しません。

• VPCネットワークでタイプ 1の不整合が発生すると、シャットダウン LANがトリガーさ
れます。

シャットダウン LANトラフィックの例

•ポートチャネルの LANトラフィックをシャットダウンします。

switch(config)#interface port-channel 955
switch(config-if)# shutdown lan

•個々のイーサネットポートの LANトラフィックをシャットダウンします。

switch(config)#interface Ethernet 2/5
switch(config-if)# shutdown lan

LANトラフィックのシャットダウンの確認例

•イーサネットインターフェイス2/5がメンバーとなるポートチャネル955に対し、shutdown
lanコマンドが実行されたタイミングを確認します。

switch# sh interface port-channel 955 | grep LAN
All LAN VLANs are administratively shut

switch# sh interface ethernet 2/5 | grep LAN
All LAN VLANs are administratively shut

switch# sh run interface port-channel 955 | grep shut
shutdown lan

switch# sh run interface e2/5 | grep shut
shutdown lan

• vPCがセカンダリ vPCレッグ（メンバーとしてイーサネット 2/31を持つポートチャネル
231）で LANをシャットダウンするタイミングを確認します。

switch# sh interface port-channel 231 | grep LAN
All LAN VLANs are administratively shut
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FCoE VLANおよび仮想インターフェイスに関する注意事項および制約
事項

FCoE VLANと仮想ファイバチャネル（vFC)インターフェイスには、以下の注意事項と制約事
項があります。

•それぞれの vFCインターフェイスは、FCoE対応イーサネットインターフェイス、
EtherChannelインターフェイス、またはリモート接続されたアダプタのMACアドレスに
バインドする必要があります。FCoEは 10ギガビット、25ギガビット、40ギガビットお
よび 100ギガビットイーサネットインターフェイスでサポートされます。10ギガビット
および25ギガビットのブレークアウトは、FCoEインターフェイスでサポートされます。

vFCインターフェイスにバインドするイーサネットインターフェイスまたは EtherChannel
インターフェイスを設定する際は、次の点に注意してください。

•イーサネットまたは EthernetChannelインターフェイスは、トランクポートにする必
要があります（switchport mode trunkコマンドを使用します）。

• vFCの VSANに対応する FCoE VLANは、許可 VLANリストに含まれている必要が
あります。

• FCoE VLANをトランクポートのネイティブ VLANとして設定しないでください。

トランク上のデフォルトの VLANはネイティブ VLANです。タ
グなしフレームはいずれも、ネイティブVLANトラフィックとし
てトランクを通過します。

（注）

• FCoEには FCoE VLANだけを使用する必要があります。

•デフォルト VLANの VLAN1を FCoE VLANとして使用しないでください。

•イーサネットインターフェイスは、PortFastとして設定する必要があります
（spanning-tree port type edge trunkコマンドを使用します）。

• MTUを 9216または最大許容MTUサイズとして設定する必要があります。

• vFCインターフェイスは、FCoE Initialization Protocol（FIP）スヌーピングブリッジに接続
された複数のメンバポートを持つイーサネットポートチャネルにバインドできません。

ホストがスヌーピングブリッジ経由で接続されている場合は、MACバウンド vFCを使用
することを推奨します。

• VFモードの場合、各 vFCインターフェイスは、ただ 1つの VSANに関連付けられます。

VNPモードの場合、各 vFCインターフェイスは、複数の VSANに関連付けられます。

• vFCインターフェイスに関連付けられた VSANは、専用の FCoE対応 VLANにマッピン
グする必要があります。

•プライベート VLANでは、FCoEはサポートされません。
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• LANの代替パス用に（同一または別の SANファブリックにある）統合アクセススイッチ
をイーサネットリンク経由で相互に接続する必要がある場合は、すべての FCoE VLANを
メンバーシップから除外することを、これらのリンクに対して明示的に設定する必要があ

ります。

• SAN-Aおよび SAN-Bファブリックの FCoEに対してはそれぞれ異なる FCoE VLANを使
用する必要があります。

• vPCを介した pre-FIP CNAへの FCoE接続はサポートされていません。

• FCoE VLANはマルチスパニングツリー（MST）をサポートしていません。FCoE VLAN
のMSTインスタンスを作成すると、SANトラフィックが中断される可能性があります。

仮想インターフェイスは、管理状態がダウンに設定された状態で作成されます。仮想インター

フェイスを動作させるためには、管理状態を明示的に設定する必要があります。

（注）

FCoE NPVの設定に関する注意事項および制限事項
FCoE NPVの設定には、次の注意事項および制限事項があります。

• N9K-X9732C-EXおよび N9K-X9736C-FXラインカードの FCoE NPVは、ファブリックモ
ジュール N9K-C9508-FM-Eまたは N9K-C9504-FM-Eでのみサポートされます。

• FCoE NPVを有効にするには、次の条件が必要です。

• feature lldpを使用した LLDP機能の有効化。LLDPはデフォルトで有効化されていま
す。

• FCOE_NPVライセンスをダウンロードしてインストールします。

• install feature-set fcoe-npvを使用した FCoE-NPV機能セットのインストールコマンド
を使用して、ACIイメージがスタンドアロンスイッチに正常に転送されたことを確認
します。

• feature-set fcoe-npvを使用した FCoE-NPV機能セットの有効化コマンドを使用して、
ACIイメージがスタンドアロンスイッチに正常に転送されたことを確認します。既存
の FCoE機能が有効になっている場合は、スイッチをリロードする必要があります。

•ファイバチャネル Nポート仮想化（NPV）は、異なるファブリックアップリンク上の
VXLANと共存できますが、Cisco Nexus 93180YC-FX、N9K-C9336C-FX2-E,および
N9k-C93360YC-FX2スイッチの同じまたは異なる前面パネルポート上にあります。FCOE
NPVが RPMとしてインストールされている場合、詳細については『Cisco Nexus 9000
Series NX-OS Software Upgrade and Downgrade Guide』を参照してください。

• Cisco NX-OSリリース 10.2(2)F以降、FCoE NPVは Cisco N9K-C9336C-FX2-Eプラット
フォームスイッチをサポートします。
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•ポートチャネルの最初の動作ポート（非 lacp）は、削除する前にシャットダウンする必要
があります。そうしないと、そのポートチャネルの vfc-poバインディングがダウンする
可能性があります。

• FCoE NPVが機能するためには、TCAM予約を行う必要があります（QoSの構成による
no-dropのサポート（20ページ）で説明します）。

• internal キーワードが付いている show コマンドはサポートされていません。

• FCoE NPVは、サーバー FLOGIを FDISCに変換しません。

• FCoE NPVは、イーサネットインターフェイス、ポートチャネル、またはブレイクアウト
インターフェイスにバインドされている VFCポートをサポートします。

• FCoE NPVはネストした NPVをサポートしません

• FCoE NPVは FLOGI/FDISC（ネストした NPIV）をサポートします。

• FCOEは、銅線 SFPではサポートされていません。

• 1つのポートからの複数の FLOGIをサポートするには、FDISCの後に FLOGIを続けて送
信するホストまたはサーバに対応するように、NPIV機能セットをイネーブル化する必要
があります。

次に、NPIV機能をイネーブルおよびディセーブルにし、そのステータスを表示するコマ
ンドの例を示します。

•
switch(config)# feature npiv
switch# show feature | include npiv
npiv 1 enabled
switch#

•
switch# show npv status

npiv is enabled

disruptive load balancing is disabled

External Interfaces:
====================
Interface: vfc-po100, State: Trunking

VSAN: 1, State: Waiting For VSAN Up
VSAN: 2, State: Up
VSAN: 3, State: Up, FCID: 0x040000

Interface: vfc1/49, State: Down

Number of External Interfaces: 2

•
switch(config)# no feature npiv
switch# show feature | include npiv
npiv 1 disabled
switch#

• MSTは T2プラットフォームではサポートされていません。
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•ユーザー定義のQoSポリシーを使用して非CoS3 FC/FCoEトラフィックを実行するように
スイッチが構成されている場合、すべての FC/FCoEインターフェイスは、同じユーザー
定義の QoS入力ポリシーを使用して構成する必要があります。

• FC/FCoE構成はロールバックをサポートしていません。FC/FCoE構成が存在する場合は、
ベストエフォートオプションを使用します。他のすべての構成は成功しますが、FC/FCoE
構成ではエラーメッセージが表示されます。

FC/FCoEの構成

TCAMカービングの実行
ここでは、TCAMカービングの実行方法について説明します。
switch(config)# feature-set fcoe-npv

fcoe-npvが完全に機能するように、次を設定します（まだ設定されていない場合）。

• hardware access-list tcam region ing-redirect 256

• 256は、FC/FCoEの ing-redirectリージョンに必要な最小 tcamスペースです。

必要な tcamスペースが使用できない場合は、次のコマンドを使用して ing-raclリージョンを縮
小できます。

• hardware access-list tcam region ing-racl 1536

「show hardware access-list tcam region」：現在の tcamの構成を確
認するためにこのコマンドを使用します。

（注）

手順の概要

1. TCAMカービングを実行します。
2. 設定されたTCAMリージョンサイズを確認するには、show hardware access-list tcam region
コマンドを使用します。

3. 構成を保存し、コマンド reloadを使用して、スイッチをリロードします。

手順の詳細

手順

ステップ 1 TCAMカービングを実行します。
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例：

Switch(config)# hardware access-list tcam region ing-racl 1536
Switch(config)# hardware access-list tcam region ing-ifacl 256

ステップ 2 設定された TCAMリージョンサイズを確認するには、show hardware access-list tcam regionコマンドを使
用します。

例：

Switch(config)# show hardware access-list tcam region
Switch(config)#

ステップ 3 構成を保存し、コマンド reloadを使用して、スイッチをリロードします。

例：

Switch(config)# reload
Switch(config)#

次のタスク

TCAMのカービング後には、スイッチをリロードする必要があります。

LLDPの構成
ここでは、LLDPの設定方法について説明します。

手順の概要

1. configure terminal
2. [no] feature lldp

手順の詳細

手順

ステップ 1 configure terminal

グローバル設定モードを開始します。

ステップ 2 [no] feature lldp

デバイス上でLLDPをイネーブルまたはディセーブルにします。LLDPはデフォルトでディセーブルです。
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QoSの構成

デフォルトQoSの設定
FCoEのデフォルトポリシーには、ネットワーク QoS、出力キューイング、入力キューイン
グ、QoSの4種類があります。FCoEデフォルトポリシーを有効にするには、feature-set fcoe-npv
コマンドを使用して FCoE NPV機能を有効にします。デフォルトの QoS入力ポリシーである
default-fcoe-in-policyは、すべてのFCおよびSANポートチャネルインターフェイスに暗黙的
に付加され、FCから FCoEへのトラフィックを可能にします。これは、show interface {fc
slot/port | san-port-channel <no>} allを使用して確認できます。デフォルトの QoSポリシーは、
すべての FCおよび FCoEトラフィックに CoS3および Q1を使用します。

ユーザー定義の QoSの構成
FCoEトラフィックに別のキューまたは CoS値を使用するには、ユーザー定義のポリシーを作
成します。トラフィックが異なるキューまたはCoSを使用できるようにするには、ユーザー定
義の QoS入力ポリシーを作成し、FCインターフェイスと FCoEインターフェイスの両方に明
示的にアタッチする必要があります。ユーザー定義の QoSポリシーを作成し、システム全体
の QoSに対してアクティブにする必要があります。

次の例は、すべての FCおよび FCoEトラフィックに CoS3および Q2を使用するユーザー定義
の QoSポリシーを設定し、アクティブにする方法を示しています。

•ユーザー定義のネットワーク QoSポリシーの設定：

switch(config)# policy-map type network-qos fcoe_nq
switch(config-pmap-nqos)# class type network-qos c-nq1
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq2
switch(config-pmap-nqos-c)# mtu 9216
switch(config-pmap-nqos-c)# pause pfc-cos 3
switch(config-pmap-nqos-c)# class type network-qos c-nq3
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq-default
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# exit
switch(config-pmap-nqos)# exit
switch(config)#

•ユーザー定義の入力キューイングポリシーの作成：
switch(config)# policy-map type queuing fcoe-in-policy
switch(config-pmap-que)# class type queuing c-in-q2
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# exit
switch(config-pmap-que)# exit
switch(config)

•ユーザー定義の出力キューイングポリシーの作成：
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switch(config)# policy-map type queuing fcoe-out-policy
switch(config-pmap-que)# class type queuing c-out-q3
switch(config-pmap-c-que)# priority level 1
switch(config-pmap-c-que)# class type queuing c-out-q-default
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# class type queuing c-out-q1
switch(config-pmap-c-que)# bandwidth remaining percent 0
switch(config-pmap-c-que)# class type queuing c-out-q2
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# exit
switch(config-pmap-que)# exit
switch(config)#

•ユーザー定義の QoS入力ポリシーの作成：

switch(config)# class-map type qos match-any fcoe
switch(config-cmap-qos)# match protocol fcoe
switch(config-cmap-qos)# match cos 3
switch(config-cmap-qos)# exit
switch(config)#
switch(config)# policy-map type qos fcoe_qos_policy
switch(config-pmap-qos)# class fcoe
switch(config-pmap-c-qos)# set cos 3
switch(config-pmap-c-qos)# set qos-group 2
switch(config-pmap-c-qos)# exit
switch(config-pmap-qos)# exit
switch(config)#

•ユーザー定義のシステム QoSポリシーのアクティブ化：
switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input fcoe-in-policy
switch(config-sys-qos)# service-policy type queuing output fcoe-out-policy
switch(config-sys-qos)# service-policy type network-qos fcoe_nq
switch(config-sys-qos)# exit
switch(config)#

• FCまたは FCoEインターフェイスへの QoS入力ポリシーの適用：

switch# conf
switch(config)# interface fc <slot>/<port> | ethernet <slot>/<port> | san-port-channel
<no> | port-channel <no>
switch(config-if)# service-policy type qos input fcoe_qos_policy

• FCまたは FCoEインターフェイスからの QoS入力ポリシーの削除：

switch# conf
switch(config)# interface fc <slot>/<port> | ethernet <slot>/<port> | san-port-channel
<no> | port-channel <no>
switch(config-if)# no service-policy type qos input fcoe_qos_policy

• FCまたは FCoEインターフェイスに適用される QoS入力ポリシーの確認：

switch# show running-config interface fc <slot>/<port> | interface <slot>/<port> |
san-port-channel <no> | port-channel <no> all
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•ユーザー定義の QoSポリシーを使用する場合、同じ QoS入力ポリシーをスイッチ内のす
べての FCおよび FCoEインターフェイスに適用する必要があります。

• FCoEトラフィックは単一の CoSでのみサポートされるため、複数の QoSクラスマップ
で match protocol fcoeを設定しないでください。

（注）

トラフィックシェーピングの設定

トラフィックシェーピングにより、使用可能な帯域幅へのアクセスの制御、および送信された

トラフィックがリモートのターゲットインターフェイスのアクセス速度を超える場合に発生す

る輻輳を回避するために、トラフィックのフローを規制できます。トラフィックシェーピング

はデータの伝送レートを制限するため、このコマンドは必要な場合にのみ使用できます。

次の例は、トラフィックシェーパーの構成方法を示しています。

•次のコマンドは、すべての FCインターフェイスのデフォルトのシステムレベル設定を表
示します。

switch(config)# show running-config all | i i rate
hardware qos fc rate-shaper
switch(config)#

•次の例は、レートシェーパーの構成方法を示しています。このコマンドは、すべての FC
インターフェイスに適用されます。

まれに、4G、8G、16G、または32Gインターフェイスのいずれか
で入力廃棄が発生することがあります。レートシェープを設定す

るには、hardware qos fc rate-shaper [low]コマンドを使用します。
これはシステムレベルの設定であるため、すべての FCポートに
適用され、すべての FCポートのレートが低下します。hardware
qos fc rate-shaperコマンドのデフォルトオプションは、すべての
FCインターフェイスに適用できます。

（注）

switch(config)# hardware qos fc rate-shaper low
switch(config)#
switch(config)#end

QoSの構成による no-dropのサポート
ingress FCoEフレームをマークするには、qos ingressポリシーが使用されます。qos ingressポリ
シーは、FCoEトラフィックを処理するインターフェイスに適用する必要があります（vFCに
バインドされるすべてのイーサネット/ポートチャネルインターフェイスなど）。
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ポート qos領域にハードウェア TCAMスペースが予約されていることを確認します。

この手順は、FCoE NPVが機能するために必須です。

•ポートの qos領域用に、TCAMスペースを予約します。

l3qos領域など、他の領域用に予約された TCAMスペースを取得することが必要な場合が
あります。

•設定を保存します。

•ラインカードまたはスイッチをリロードします。

•ポート qos領域の TCAMスペースを確認します。

• N9K-C93180YC-EX、N9K-C93180YC-FX、N9K-C93360YC-FX2、またはN9K-C93336Y-FX2
でのTCAMカービングの例：
hardware access-list tcam region ing-racl 1536
hardware access-list tcam region ing-redirect 256

例：

switch# show hardware access-list tcam region | i "IPV4 Port QoS \[qos\] size"
IPV4 Port QoS [qos] size = 0 /*** Value is 0; No reserved TCAM space.***/

switch# config
switch(config)# hardware access-list tcam region qos 256

Warning: Please reload all linecards for the configuration to take effect

switch# copy running-config startup-config

switch# reload

switch# show hardware access-list tcam region | i "IPV4 Port QoS \[qos\] size"
IPV4 Port QoS [qos] size = 256

（注）

FCoE QoSポリシーの設定

• FCoEのデフォルトポリシーには、network-qos、output queuing、input queuing、および qos
の 4種類があります。

• FCoEデフォルトポリシーをアクティブにするには、feature-set fcoe-npvコマンドを使用
して FCoE-NPV機能を有効にし、no feature-set fcoe-npvコマンドを実行して FCoEデフォ
ルトポリシーを削除します。

• no feature-set fcoe-npvを入力する前に、インターフェイスおよびシステムレベルからすべ
ての FCoEポリシーを削除します。no feature-set fcoe-npvコマンドは、FCポートが設定
されていない場合にのみ使用できます。
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FCoEのデフォルトポリシーを使用することを推奨します。適用
されるすべてのポリシーは、同じタイプ（4qまたは 8qモード）
である必要があり、システムおよびインターフェイスレベルで明

示的に適用または削除する必要があります。

（注）

• FCoEに対して有効化された active-active FEXトポロジの QoSポリシーを構成するとき、
予期せぬ結果を避けるために、両方の VPCピアの FEX HIFポートで QoSポリシーを構成
しなければなりません。

• FCoEトラフィックに異なるキューまたはcos値を使用するには、ユーザー定義のポリシー
を作成します。

FCoEの QoSポリシーの構成

•これらの方法の 1つに従って QoSポリシーを構成できます。

•定義済みポリシー：要件に合わせて事前定義されたネットワーク QoSポリシー
（default-fcoe-in-policy）を適用できます。

デフォルトでは、FCoEに適用されるポリシーはありません。（注）

•ユーザー定義のポリシー：システム定義ポリシーの1つに準拠するQoSポリシーを作
成できます。

システム全体の QoSポリシーの設定

FCoEトラフィックを伝送するすべてのインターフェイスについて、ネットワーク QoSポリ
シーと出力/入力キューイングポリシーをシステムレベルで適用し、qosポリシーをインター
フェイスレベルで適用する必要があります。

（注）

switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input default-fcoe-in-que-policy
switch(config-sys-qos)# service-policy type queuing output { default-fcoe-8q-out-policy
| default-fcoe-out-policy }
switch(config-sys-qos)# service-policy type network-qos { default-fcoe-8q-nq-policy |
default-fcoe-nq-policy }

ユーザー定義ポリシーの設定例

switch(config)# policy-map type network-qos fcoe_nq
switch(config-pmap-nqos)# class type network-qos c-nq1
switch(config-pmap-nqos-c)# pause pfc-cos 3
switch(config-pmap-nqos-c)# mtu 9216
switch(config-pmap-nqos-c)# class type network-qos c-nq2
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switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq3
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# class type network-qos c-nq-default
switch(config-pmap-nqos-c)# mtu 1500
switch(config-pmap-nqos-c)# exit
switch(config-pmap-nqos)# exit
switch(config)#
switch(config)# policy-map type queuing fcoe-in-policy
switch(config-pmap-que)# class type queuing c-in-q1
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# class type queuing c-in-q-default
switch(config-pmap-c-que)# bandwidth percent 50
switch(config-pmap-c-que)# exit
switch(config)
switch(config)# policy-map type queuing fcoe-out-policy
switch(config-pmap-que)# class type queuing c-out-q3
switch(config-pmap-c-que)# priority level 1
switch(config-pmap-c-que)# class type queuing c-out-q-default
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# class type queuing c-out-q1
switch(config-pmap-c-que)# bandwidth remaining percent 50
switch(config-pmap-c-que)# class type queuing c-out-q2
switch(config-pmap-c-que)# bandwidth remaining percent 0
switch(config-pmap-c-que)# exit
switch(config)#
switch(config)# class-map type qos match-any fcoe
switch(config-cmap-qos)# match protocol fcoe
switch(config-cmap-qos)# match cos 3
switch(config-cmap-qos)# exit
switch(config)#
switch(config)# policy-map type qos fcoe_qos_policy
switch(config-pmap-qos)# class fcoe
switch(config-pmap-c-qos)# set cos 3
switch(config-pmap-c-qos)# set qos-group 1
switch(config-pmap-c-qos)# exit
switch(config-pmap-qos)# exit
switch(config)#
switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input fcoe-in-policy
switch(config-sys-qos)# service-policy type queuing output fcoe-out-policy
switch(config-sys-qos)# service-policy type network-qos fcoe_nq

QOSポリシーでの set cos 3コマンドは、ネイティブファイバチャネルポートがある場合にのみ
必須で、N9K-C93180YC-FX、N9K-C9336C-FX2-E、およびN9k-C93360YC-FX2プラットフォー
ムにのみ適用されます。他のすべてのCisco Nexus 9000プラットフォームスイッチでは、この
手順はオプションです。

（注）
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FEXが接続されている場合：

•システムレベルおよびHIFポートにQoSポリシーを適用して、FCoEトラフィックのポー
ズフレームを受け入れます。

• FEXがオンラインの場合、8qポリシーはサポートされません。

switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input policy-name
switch(config-sys-qos)# service-policy type queuing output policy-name
switch(config-sys-qos)# service-policy type network-qos policy-name
switch(config-sys-qos)# service-policy type qos input policy-name

（注）

FCoEの VFCインターフェイスにバインドされている個々のイーサネット/ポートチャネルイ
ンターフェイスに対し、ingress QoSポリシーを適用します。

switch(config)# interface ethernet 2/1
switch(config-if)# switchport mode trunk
switch(config-if)# mtu 9216 /* Or maximum allowed value */
switch(config-if)# service-policy type qos input { default-fcoe-in-policy | fcoe_qos_policy
}
switch(config-if)# exit
switch(config)#

QoSポリシーは、HIFインターフェイスまたは HIFインターフェイスのポートチャネルにア
タッチする必要があります。

• HIFインターフェイス

interface "HIF port"
service-policy type qos input policy-name

• HIFインターフェイスのポートチャネル

interface port-channel
service-policy type qos input policy-name

（注）

FCoE NPVの設定

VLAN-VSANマッピングの設定
VSANと VLANが必要であり、VSANを VLANにマッピングする必要があります。
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1つの VLANは 1つの VSANにのみマッピングでき、その逆も同様です。この VSANを、F
および NP vFCインターフェイスに追加できます（後述）。

• VSANの作成例

switch(config)#
switch(config)# vsan database
switch(config-vsan-db)# vsan 10
switch(config-vsan-db)#

• VLANの設定と FCoE VSANへのバインディングの例

switch(config)# vlan 10
switch(config-vlan)# fcoe vsan 10
switch(config-vlan)# exit
switch(config)#

VFCのMACアドレスへのバインド
MACアドレスバインド vFCは、デバイスインターフェイスでも作成できます。

MACバウンド vFCは、FIPスヌーピングブリッジ（FSB）の背後にあるホストに設定できま
す。

MACバウンド vFCとポートバウンド vFCの両方が同じインターフェイスに設定されている場
合、ポートバウンド vFCが優先されます。

ベストプラクティスとして、物理イーサネットポートまたはポートチャネルにはMACバウ
ンド vFCまたはポートバウンド vFCのいずれかが必要です。ただし、両方を使用することは
できません。

（注）

手順の概要

1. configure terminal
2. interface vfc <number>
3. bind mac-address <mac-address>

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminalステップ 1
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目的コマンドまたはアクション

仮想ファイバチャネルインターフェイスを作成し

ます。

interface vfc <number>ステップ 2

MACアドレスをバインドします。bind mac-address <mac-address>ステップ 3

例

次の例は、MACアドレスに仮想ファイバチャネルインターフェイスをバインドする
方法を示したものです。

switch# configure terminal
switch(config)# interface vfc 2
switch(config-if)# bind mac-address 00:0a:00:00:00:36

明示的な vFCの構成
明示的なvFCインターフェイスは、バインドされたイーサネット/ポートチャネルインターフェ
イスが明示的に設定された vFCインターフェイスです。（インターフェイス IDの範囲は 1～
8912）。

vFCのポート VSANとイーサネットポートのネイティブ VLANは、VLAN-VSANマッピング
で相互にマッピングしないでください。これにより、FCoEパスが完全に切断されます。

（注）

•イーサネットインターフェイスにバインドされた明示的 vFCの例：

switch# configure terminal
switch(config)# interface vfc 21
switch(config-if)# bind interface ethernet 2/1

•ポートチャネルインターフェイスにバインドされた明示的 vFCの例：

switch# configure terminal
switch(config)# interface vfc 100
switch(config-if)# bind interface port-channel 100

•ブレイクアウトポートにバインドされた明示的 vFCの例：

switch# configure terminal
switch(config)# interface vfc 111
switch(config-if)# bind interface ethernet 1/1/1

•明示的 vFCを使用した NPインターフェイスの設定例：
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switch# configure terminal
switch(config)# interface vfc21
switch(config-if)# switchport mode NP
switch(config-if)# switchport trunk allowed vsan 10 /* optional; for restricting
VSANs */

•明示的にバインドされたポートチャネルを使用した NPインターフェイスの設定例：

switch# configure terminal
switch(config)# interface vfc152
switch(config-if)# bind interface port-channel152
switch(config-if)# switchport mode NP
switch(config-if)# switchport trunk allowed vsan 2
switch(config-if)# switchport trunk mode on
switch(config-if)# no shutdown

•明示的 vFCを使用した Fインターフェイスの設定例：

switch# configure terminal
switch(config)# interface vfc15
switch(config-if)# bind interface ethernet 1/5
switch(config-if)# switchport mode F /* Default mode is F */
switch(config-if)# switchport trunk allowed vsan 10
switch (config-if)# exit
switch (config)# vsan database
switch(config-vsan-db)# vsan 10 interface vfc15
switch(config-vsan-db)# exit

暗黙の vFCの構成
暗黙的な vFCインターフェイスは、slot/port、unit/slot/port、または port-channelidという形式
の IDを備えた VFCインターフェイスです。この vFCを作成すると、イーサネットインター
フェイス slot/port、unit/slot/port、または port-channelidが、インターフェイスに自動的（暗黙
的）にバインドされます。実行中の構成には、バインドされたイーサネットインターフェイ

ス/ポートチャネルインターフェイスが表示されます。イーサネット/ポートチャネルインター
フェイスが存在しない場合、または明示的な別のvFCインターフェイスにバインドされている
場合は、vFCの作成は失敗し、エラーが表示されます。

• vFCのポート VSANとイーサネットポートのネイティブ VLANは、VLAN-VSANマッピ
ングで相互にマッピングしないでください。FCoEパスを完全に中断します。

• vDCがCisco DCNM（Data Center Network Manager）を介して作成されると、vFCインター
フェイスはVSAN 4094（分離）になります。vFCがCLIを介して作成されると、vFCイン
ターフェイスは VSAN 1になります。vFCが VSAN 4094に到達すると、それを起動でき
ないため、Cisco DCNMを介して暗黙的vFCを設定する前に、イーサネットインターフェ
イスを起動する必要があります。

（注）

•イーサネットインターフェイスにバインドされた暗黙的 vFCの例：
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switch# configure terminal
switch(config)# interface vfc 2/1

•ポートチャネルインターフェイスにバインドされた暗黙的 vFCの例：

switch# configure terminal
switch(config)# interface vfc-port-channel 100

•ブレイクアウトポートにバインドされた暗黙的 vFCの例：

switch# configure terminal
switch(config)# interface vfc 1/1/1

•暗黙的 vFCを使用した NPインターフェイスの設定例：

switch# configure terminal
switch(config)# interface vfc1/1/1
switch(config-if)# switchport mode NP
switch(config-if)# switchport trunk allowed vsan 10 /* optional; for restricting
VSANs */

•暗黙的 vFCを使用した Fインターフェイスの設定例：

switch# configure terminal
switch(config)# interface vfc1/1/1
switch(config-if)# switchport mode F /* Default mode is F */
switch(config-if)# switchport trunk allowed vsan 10
switch (config-if)# exit
switch (config)# vsan database
switch(config-vsan-db)# vsan 10 interface vfc1/1/1
switch(config-vsan-db)# exit

FCoE NPVコアスイッチの設定
FCoE NPVコアスイッチを設定するには、次の手順を実行します。

手順の概要

1. configure terminal

2. （任意） switchto vdc vdc-name

3. feature npiv

4. （任意） feature fport-channel-trunk
5. interface ethernet slot/port

6. switchport
7. no switchport
8. switchport mode trunk
9. mtu 9216
10. service-policy type {network-qos | qos | queuing} [input | output] fcoe default policy-name
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11. exit
12. interface vfc vfc-id

13. switchport mode f
14. bind interface ethernet slot/port

15. exit
16. vsan database
17. vsan vsan-id

18. vsan vsan-id interface vfc vfc-id

19. exit
20. vlan vlan-id

21. fcoe vsan vsan-id

22. exit

手順の詳細

手順

目的コマンドまたはアクション

コンフィギュレーションモードに入ります。configure terminalステップ 1

ストレージ VDCに切り替えます。（任意） switchto vdc vdc-nameステップ 2

（注）

この手順は、Cisco Nexus 7000シリーズスイッチ
をコアスイッチとして使用する場合にのみ必要で

す。

NPIVを有効にします。feature npivステップ 3

Fポートチャネルトランキングを有効にします。（任意） feature fport-channel-trunkステップ 4

インターフェイス設定モードを開始します。interface ethernet slot/portステップ 5

インターフェイスをレイヤ2インターフェイスとし
て設定し、このインターフェイス上のレイヤ3固有
の設定を削除します。

switchportステップ 6

インターフェイスをレイヤ3インターフェイスとし
て設定し、このインターフェイス上のレイヤ2固有
の設定を削除します。

no switchportステップ 7

物理インターフェイスモードをトランクに設定し

ます。

switchport mode trunkステップ 8

MTUを9216として設定します。MTUを9216または
最大許容MTUサイズとして設定する必要がありま
す。

mtu 9216ステップ 9
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目的コマンドまたはアクション

（注）

この手順は、Cisco Nexus N9K-C93180YC-FX、
N9K-C9336C-FX2-E、または N9K-C93360YC-FX2
スイッチをコアスイッチとして使用する場合にの

み必要です。

ポートのQoSポリシーを no dropポリシーに指定し
ます。

service-policy type {network-qos | qos | queuing}
[input | output] fcoe default policy-name

ステップ 10

（注）

この手順は、Cisco Nexus N9K-C93180YC-FX、
N9K-C9336C-FX2-E、または N9K-C93360YC-FX2
スイッチをコアスイッチとして使用する場合にの

み必要です。

インターフェイスモードを終了します。exitステップ 11

インターフェイスコンフィギュレーションモード

を開始します。

interface vfc vfc-idステップ 12

vFCポートモードを VFに設定します。switchport mode fステップ 13

イーサネットインターフェイスを vFCにバインド
します。

bind interface ethernet slot/portステップ 14

重要

bind interface ethernetコマンドは、暗黙的 vFCの
設定には必要ありません。

インターフェイスコンフィギュレーションモード

を終了します。

exitステップ 15

VSANコンフィギュレーションモードを開始しま
す。

vsan databaseステップ 16

vSANの作成vsan vsan-idステップ 17

vFCを VSANに追加します。vsan vsan-id interface vfc vfc-idステップ 18

VSANコンフィギュレーションモードを終了しま
す。

exitステップ 19

VLANコンフィギュレーションモードを開始しま
す。

vlan vlan-idステップ 20

FCoE VLANを作成し、FCoE VLANをVSANにマッ
ピングします。

fcoe vsan vsan-idステップ 21
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目的コマンドまたはアクション

VLANコンフィギュレーションモードを終了しま
す。

exitステップ 22

FCoE NPVエッジスイッチの設定
FCoE NPVエッジスイッチを設定するには、次の手順を実行します。

手順の概要

1. install feature-set fcoe-npv
2. feature-set fcoe-npv
3. [no] feature lldp
4. vsan database
5. vsan vsan-id

6. exit
7. vlan vlan-id

8. fcoe vsan vsan-id

9. exit
10. interface ethernet slot/port

11. switchport
12. switchport mode trunk
13. mtu 9216
14. service-policy type {network-qos | qos | queuing} [input | output] fcoe default policy-name

15. exit
16. interface vfc vfc-id

17. switchport mode NP
18. bind interface ethernet slot/port

19. exit
20. interface ethernet slot/port

21. switchport
22. switchport mode trunk
23. mtu 9216
24. service-policy type {network-qos | qos | queuing} [input | output] fcoe default policy-name

25. exit
26. interface vfc vfc-id

27. switchport mode f
28. switchport trunk mode on
29. switchport trunk allowed vsan vsan-id

30. bind interface ethernet slot/port

31. no shutdown
32. exit
33. vsan database
34. vsan vsan-id interface vfc vfc-id
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35. vsan vsan-id interface vfc vfc-id

36. exit

手順の詳細

手順

目的コマンドまたはアクション

FCoE NPVをインストールします。install feature-set fcoe-npvステップ 1

FCoE NPVを有効にします。feature-set fcoe-npvステップ 2

（注）

Cisco NX-OS 7.0(3)I4(1)以降のリリースで FCoE
NPVを有効にする場合、FCoE VLANごとに次の
BCM設定が必要です。
LEARN_DISABLE=1
L2_NON_UCAST_DROP=1
L2_MISS_DROP=1

•イーサネット VLANでは、これらの BCM設
定は必要ありません。

デバイス上でLLDPをイネーブルまたはディセーブ
ルにします。LLDPはデフォルトでディセーブルで
す。

[no] feature lldpステップ 3

VSANコンフィギュレーションモードを開始しま
す。

vsan databaseステップ 4

VSANを作成します。vsan vsan-idステップ 5

VSANコンフィギュレーションモードを終了しま
す。

exitステップ 6

VLAN構成モードを開始し、VLANを作成します。vlan vlan-idステップ 7

FCoE VLANを VSANにマッピングします。fcoe vsan vsan-idステップ 8

VLANコンフィギュレーションモードを終了しま
す。

exitステップ 9

インターフェイス設定モードを開始します。interface ethernet slot/portステップ 10

レイヤ3モードになっているインターフェイスをレ
イヤ2設定用のレイヤ2モードに配置するには、イ

switchportステップ 11

ンターフェイスコンフィギュレーションモードで

switchportコマンドを使用します。インターフェイ
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目的コマンドまたはアクション

スをレイヤ3モードに配置するには、このコマンド
の no形式を使用します。

スイッチ側の物理インターフェイスをトランクモー

ドに設定します。

switchport mode trunkステップ 12

MTUを9216として設定します。MTUを9216または
最大許容MTUサイズとして設定する必要がありま
す。

mtu 9216ステップ 13

ポートのQoSポリシーを no dropポリシーに指定し
ます。

service-policy type {network-qos | qos | queuing}
[input | output] fcoe default policy-name

ステップ 14

インターフェイスコンフィギュレーションモード

を終了します。

exitステップ 15

インターフェイスコンフィギュレーションモード

を開始します。

interface vfc vfc-idステップ 16

vFCポートモードを VNPをセットします。switchport mode NPステップ 17

イーサネットインターフェイスを vFCにバインド
します。

bind interface ethernet slot/portステップ 18

重要

bind interface ethernetコマンドは、暗黙的 vFCの
設定には必要ありません。

インターフェイスコンフィギュレーションモード

を終了します。

exitステップ 19

インターフェイス設定モードを開始します。interface ethernet slot/portステップ 20

レイヤ3モードになっているインターフェイスをレ
イヤ2設定用のレイヤ2モードに配置するには、イ

switchportステップ 21

ンターフェイスコンフィギュレーションモードで

switchportコマンドを使用します。インターフェイ
スをレイヤ3モードに配置するには、このコマンド
の no形式を使用します。

サーバ側の物理インターフェイスをトランクモー

ドに設定します。

switchport mode trunkステップ 22

MTUを9216として設定します。mtu 9216ステップ 23

デフォルトの FCoEポリシーマップをシステムの
サービスポリシーとして使用するよう指定します。

service-policy type {network-qos | qos | queuing}
[input | output] fcoe default policy-name

ステップ 24
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目的コマンドまたはアクション

インターフェイスコンフィギュレーションモード

を終了します。

exitステップ 25

インターフェイスコンフィギュレーションモード

を開始します。

interface vfc vfc-idステップ 26

ファイバチャネルインターフェイスでモードを F
に設定します。

switchport mode fステップ 27

サーバ側の物理インターフェイスをトランクモー

ドに設定します。

switchport trunk mode onステップ 28

VSAN 100を許可するようにvFCポートを設定しま
す。

switchport trunk allowed vsan vsan-idステップ 29

イーサネットインターフェイスを vFCにバインド
します。

bind interface ethernet slot/portステップ 30

重要

bind interface ethernetコマンドは、暗黙的 vFCの
設定には必要ありません。

ファイバチャネルインターフェイスをアクティブ

に維持します。

no shutdownステップ 31

インターフェイスコンフィギュレーションモード

を終了します。

exitステップ 32

VSANコンフィギュレーションモードを開始しま
す。

vsan databaseステップ 33

VSAN vsan-idポートを VFポートに追加します。vsan vsan-id interface vfc vfc-idステップ 34

VNPポートを VSAN vsan-idに追加します。vsan vsan-id interface vfc vfc-idステップ 35

（注）

この手順は任意です。デフォルトのポート VSAN
は 1で、VNPポートに適しています。

VSANコンフィギュレーションモードを終了しま
す。

exitステップ 36

ポーズフレームタイムアウト値の設定

ポートのポーズフレームタイムアウト値を有効または無効にすることができます。システム

は一時停止状態についてポートを定期的にチェックし、ポートが設定された期間に継続的な一
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時停止状態にある場合は、ポートのポーズフレームタイムアウトをイネーブルにします。こ

の状況は、出力でドロップされるポートに接続するすべてのフレームで発生します。この機能

により ISLリンクのバッファ領域が空になり、同じリンクを使用する他の無関係のフロー上の
ファブリックの減速と輻輳を軽減できます。

ポーズフレームタイムアウト値の設定は、次のスイッチおよびラインカードでサポートされ

ています。

• N9K-C93360YC-FX2

• N9K-C93180YC-EX

• N9K-C93180YC-FX

• N9K-C93180LC-EX

• N9K-X9732C-EXラインカード

• N9K-X9736C-FXラインカード

• N9K-C9336C-FX2-E

（注）

一時停止状態がポートでクリアされたりポートがフラップすると、システムはその特定のポー

ト上のポーズフレームタイムアウトをディセーブルにします。

ポーズフレームタイムアウトはデフォルトでディセーブルになっています。ISLに対してはデ
フォルト設定を保持し、エッジポートに対してはデフォルト値を超えない値を設定することを

推奨します。

低速ドレインデバイスの動作から迅速にリカバリするには、ポーズフレームタイムアウト値

を設定する必要があります。それは、フレームが輻輳したタイムアウトのスイッチにあるかど

うかにかかわらず、低速ドレインに直面しているエッジポート内のすべてのフレームがドロッ

プされるためです。このプロセスにより、ISL内の輻輳がすぐにクリアされます。

エッジポートでポーズフレームタイムアウト値を無効にするには、no system default interface
pause mode edgeコマンドを使用します。デフォルトのポーズタイムアウト値は 500ミリ秒で
す。

手順の概要

1. switch# configure terminal
2. switch# system default interface pause timeout milliseconds mode edge
3. switch# system default interface pause mode edge
4. switch# no system default interface pause timeout milliseconds mode edge
5. switch# no system default interface pause mode edge
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

デバイスに対する新しいポーズフレームタイムア

ウト値（ミリ秒）およびポートモードを設定しま

す。

switch# system default interface pause timeout
milliseconds mode edge

ステップ 2

（注）

タイムアウト値は100の倍数で指定します（範囲は
100〜500）。

（注）

The system default interface pause timeout milliseconds
mode coreコマンドはサポートされていません。

デバイスに対するデフォルトのポーズフレームタ

イムアウト値（ミリ秒）およびポートモードを設定

します。

switch# system default interface pause mode edgeステップ 3

（注）

system default interface pause milliseconds mode edge
コマンドのみがサポートされます。

system default interface pause milliseconds mode core
コマンドはサポートされていません。

デバイスに対するポーズフレームタイムアウトを

ディセーブルにします。

switch# no system default interface pause timeout
milliseconds mode edge

ステップ 4

デバイスに対するデフォルトのポーズフレームタ

イムアウトをディセーブルにします。

switch# no system default interface pause mode edgeステップ 5

例

次に、ポーズフレームタイムアウト値を設定する例を示します。

switch# configure terminal
switch(config)# system default interface pause timeout 500 mode edge
switch(config)# system default interface pause mode edge
switch(config)# no system default interface pause timeout 500 mode edge
switch(config)# no system default interface pause mode edge
switch(config)# end
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次の例は、ポーズフレームタイムアウトの詳細情報を表示する方法を示します。

switch#(config-if)# attach module 1
module-1# sh creditmon interface ethernet 1/35

Ethernet1/35: PORT is EDGE, xoff_hits=2
flush-status : OFF
total_xoff_hits : 2
(cntr) pause frames : 832502
(cntr) pause quanta : 1962909 milli-seconds
(cntr) force drops : 94320764
(cntr-pg) to_drops : 0
DBG_xoff_hit_cnt : 0
DBG_xoff_hit_time : 274
DBG_port_fc_mode : 2
DBG_force_tmo_val : 300 milli-seconds
CFG_congestion_tmo : 0 milli-seconds

次の例は、ポーズフレームタイムアウトの詳細情報を表示する方法を示します。

switch(config-if)# attach module 1
module-1#
module-1# sh creditmon interface all
Ethernet1/1: PORT is NONE, xoff_hits=0
Ethernet1/2: PORT is NONE, xoff_hits=0
Ethernet1/3: PORT is NONE, xoff_hits=0
Ethernet1/4: PORT is NONE, xoff_hits=0
Ethernet1/5: PORT is NONE, xoff_hits=0
Ethernet1/6: PORT is NONE, xoff_hits=0
Ethernet1/7: PORT is NONE, xoff_hits=0
Ethernet1/8: PORT is NONE, xoff_hits=0
Ethernet1/9: PORT is NONE, xoff_hits=0
Ethernet1/10: PORT is NONE, xoff_hits=0
Ethernet1/11: PORT is NONE, xoff_hits=0
Ethernet1/12: PORT is NONE, xoff_hits=0
Ethernet1/13: PORT is NONE, xoff_hits=0
Ethernet1/14: PORT is NONE, xoff_hits=0
Ethernet1/15: PORT is NONE, xoff_hits=0
Ethernet1/16: PORT is NONE, xoff_hits=0
Ethernet1/17: PORT is NONE, xoff_hits=0
Ethernet1/18: PORT is NONE, xoff_hits=0
Ethernet1/19: PORT is NONE, xoff_hits=0
Ethernet1/20: PORT is NONE, xoff_hits=0
Ethernet1/21: PORT is NONE, xoff_hits=0
Ethernet1/22: PORT is NONE, xoff_hits=0
Ethernet1/23: PORT is NONE, xoff_hits=0
Ethernet1/24: PORT is NONE, xoff_hits=0
Ethernet1/25: PORT is NONE, xoff_hits=0
Ethernet1/26: PORT is NONE, xoff_hits=0
Ethernet1/27: PORT is NONE, xoff_hits=0
Ethernet1/28: PORT is NONE, xoff_hits=0
Ethernet1/29: PORT is NONE, xoff_hits=0
Ethernet1/30: PORT is NONE, xoff_hits=0
Ethernet1/31: PORT is NONE, xoff_hits=0
Ethernet1/32: PORT is NONE, xoff_hits=0
Ethernet1/33: PORT is NONE, xoff_hits=0
Ethernet1/34: PORT is NONE, xoff_hits=0
Ethernet1/35: PORT is NONE, xoff_hits=0
Ethernet1/36: PORT is NONE, xoff_hits=0
Ethernet1/37: PORT is NONE, xoff_hits=0
Ethernet1/38: PORT is NONE, xoff_hits=0
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Ethernet1/39: PORT is NONE, xoff_hits=0
Ethernet1/40: PORT is NONE, xoff_hits=0
Ethernet1/41: PORT is NONE, xoff_hits=0
Ethernet1/42: PORT is NONE, xoff_hits=0
Ethernet1/43: PORT is NONE, xoff_hits=0
Ethernet1/44: PORT is NONE, xoff_hits=0
Ethernet1/45: PORT is NONE, xoff_hits=0
Ethernet1/46: PORT is NONE, xoff_hits=0
Ethernet1/47: PORT is NONE, xoff_hits=0
Ethernet1/48: PORT is NONE, xoff_hits=0
Ethernet1/49: PORT is NONE, xoff_hits=0
Ethernet1/49/2: PORT is NONE, xoff_hits=0
Ethernet1/49/3: PORT is NONE, xoff_hits=0
Ethernet1/49/4: PORT is NONE, xoff_hits=0
Ethernet1/50: PORT is NONE, xoff_hits=0
Ethernet1/50/2: PORT is NONE, xoff_hits=0
Ethernet1/50/3: PORT is NONE, xoff_hits=0
Ethernet1/50/4: PORT is NONE, xoff_hits=0
Ethernet1/51: PORT is NONE, xoff_hits=0
Ethernet1/51/2: PORT is NONE, xoff_hits=0
Ethernet1/51/3: PORT is NONE, xoff_hits=0
Ethernet1/51/4: PORT is NONE, xoff_hits=0
Ethernet1/52: PORT is NONE, xoff_hits=0
Ethernet1/52/2: PORT is NONE, xoff_hits=0
Ethernet1/52/3: PORT is NONE, xoff_hits=0
Ethernet1/52/4: PORT is NONE, xoff_hits=0
Ethernet1/53: PORT is NONE, xoff_hits=0
Ethernet1/53/2: PORT is NONE, xoff_hits=0
Ethernet1/53/3: PORT is NONE, xoff_hits=0
Ethernet1/53/4: PORT is NONE, xoff_hits=0
Ethernet1/54: PORT is NONE, xoff_hits=0
Ethernet1/54/2: PORT is NONE, xoff_hits=0
Ethernet1/54/3: PORT is NONE, xoff_hits=0
Ethernet1/54/4: PORT is NONE, xoff_hits=0

module-1#

次に、ポーズフレームタイムアウトが発生したときに表示される syslogメッセージの
例を示します。

2021 Jun 25 10:07:41 StArcher-Peer1 %TAHUSD-SLOT1-2-TAHUSD_SYSLOG_CRIT:
PAUSE-TIMEOUT_BEGIN: Ethernet1/23, PFC pause timeout of 500ms reached for qos_group

1 cos 3 occurrences 1,
setting port to drop class traffic

2021 Jun 25 10:08:23 StArcher-Peer1 %TAHUSD-SLOT1-2-TAHUSD_SYSLOG_CRIT:
PAUSE-TIMEOUT_END: Ethernet1/23, PFC pause timeout ended for qos_group 1 cos 3 duration

40 seconds,
setting port to transmit class traffic
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FCoE NPVの設定の確認
FCoE NPVの設定情報を表示するには、次のいずれかを行います。

目的コマンド

スイッチ上の Fibre Channel
over Ethernet（FCoE）パラメー
タのステータスを表示しま

す。

show fcoe

Fibre Channel over Ethernet
（FCoE）データベースの内容
を表示します。

show fcoe database

vFCインターフェイスの情報
を表示します。

show int vfc vfc-id

NPV設定情報を表示するには、次のいずれかを行います。

目的コマンド

Nポート仮想化（NPV）の現
在のステータスを表示しま

す。

show npv status

Nポート仮想化（NPV）のト
ラフィックマップを表示しま

す。

show npv traffic-map

自動割り当てまたは静的割り

当てによって、サーバの vFC
インターフェイス ifに指定ま
たは割り当てられた外部 vFC
インターフェイス（NPイン
ターフェイス）を表示しま

す。

show npv external-interface-usage server-interface if

自動割り当てまたは静的割り

当てによって、サーバで使用

可能なすべての vFCインター
フェイスに指定または割り当

てられた外部 vFCインター
フェイス（NPインターフェイ
ス）を表示します。

show npv external-interface-usage
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目的コマンド

サーバーインターフェイス、

VSAN、サーバーインター
フェイスに接続されたイニシ

エーターに割り当てられた

fcid、イニシエータの PWWN
および NWWN、サーバーイ
ンターフェイスに指定された

NPVスイッチの外部インター
フェイス/ゲートウェイをリス
トするホスト FLOGIテーブル
を表示します。

show npv flogi-table interface if

VSANに固有の Nポート仮想
化（NPV）の FLOGIセッショ
ンに関する情報を表示しま

す。

show npv flogi-table vsan vsan

Nポート仮想化（NPV）の
FLOGIセッションに関する情
報を表示します。

show npv flogi-table

FKAが無効になっているVNP
ポートに関する情報を表示し

ます。

show fcoe-npv issu-impact
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FCoE NPVコアスイッチおよび FCoE NPVエッジスイッチ
の設定例

図 1 : FCoE NPVコアスイッチおよび FCoE NPVエッジスイッチの設定

• NPVコアスイッチを設定します。

• NPIVをイネーブルにする

npv-core(config)# feature npiv

•物理インターフェイスモードをトランクに設定
npv-core(config)# interface Eth 1/20
npv-core(config)# switchport
npv-core(config)# switchport mode trunk
npv-core(config)# mtu 9216
npv-core(config)# service-policy type qos input default-fcoe-in-policy

ステップ switchport、MTU、および service-policyは、Cisco Nexus
C93180YC-FX、N9K-C9336C-FX2-E、またはN9K-C93360YC-FX2
スイッチがコアスイッチとして使用される場合にのみ必要です。

（注）
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• P1のvFCポートモードを VFに設定する
npv-core(config)# interface vfc1201
npv-core(config)# bind interface Eth1/20
npv-core(config)# switchport mode F

• VSANを作成し、vFCを VSANに追加
npv-core(config)# vsan database
npv-core(config-vsan-db)# vsan 100
npv-core(config-vsan-db)# vsan 100 interface vfc1201

• FCoE VLANを作成し、VSANにマッピング
npv-core(config)# vlan 100
npv-core(config-vlan)# fcoe vsan 100

• FCoE NPVスイッチを構成

• FCoE NPVをインストール
npv(config)# install feature-set fcoe-npv

• FCoE NPVをイネーブルにする
npv(config)# feature-set fcoe-npv

• vSANの作成
npv(config)# vsan database
npv(config-vsan-db)# vsan 100

• FCoE VLANを作成し、VSANにマッピング
npv(config)# vlan 100
npv(config-vlan)# fcoe vsan 100

•スイッチ側の物理インターフェイスをトランクモードに設定
npv(config)# interface Eth 1/20
npv(config-if)# switchport mode trunk
npv(config-if)# mtu 9216
npv(config-if)# service-policy type qos input default-fcoe-in-policy

• P2のvFCポートモードを VNPに設定する
npv(config)# interface vfc1201
npv(config-if)# switchport mode NP
npv(config-if)# bind interface Eth1/20

•サーバー側の物理インターフェイスをトランクモードに設定

• npv(config)# interface Eth 1/1
npv(config-if)# switchport mode trunk
npv(config-if)# mtu 9216
npv(config-if)# service-policy type qos input default-fcoe-in-policy

• VSAN 100を許可するように vFCポート P3を設定する
npv(config)# interface vfc11
npv(config-if)# switchport trunk allowed vsan 100
npv(config-if)# bind interface Eth1/1

• VNPと VFポートの両方を VSAN 100に追加
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npv(config)# vsan database
npv(config-vsan-db)# vsan 100 interface vfc1201
npv(config-vsan-db)# vsan 100 interface vfc11

FCoE NPVコアスイッチおよび FCoE NPVエッジスイッチ
に対する暗黙的 vFCの設定例

図 2 : FCoE NPVコアスイッチおよび FCoE NPVエッジスイッチに対する暗黙的 vFCの設定

• NPVコアスイッチを設定します。

• NPIVをイネーブルにする

npv-core(config)# feature npiv

•物理インターフェイスモードをトランクに設定
npv-core(config)# interface Eth 1/20
npv-core(config)# switchport
npv-core(config)# switchport mode trunk
npv-core(config)# mtu 9216
npv-core(config)# service-policy type qos input default-fcoe-in-policy
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ステップ switchport、MTU、および service-policyは、Cisco Nexus
C93180YC-FX、N9K-C9336C-FX2-E、またはN9K-C93360YC-FX2
スイッチがコアスイッチとして使用される場合にのみ必要です。

（注）

• P1の vFCポートモードを VFに設定（暗黙的 VFC）
npv-core(config)# interface vfc 1/20
npv-core(config)# switchport mode F

• VSANを作成し、vFCを VSANに追加
npv-core(config)# vsan database
npv-core(config-vsan-db)# vsan 100
npv-core(config-vsan-db)# vsan 100 interface vfc 1/20

• FCoE VLANを作成し、VSANにマッピング
npv-core(config)# vlan 100
npv-core(config-vlan)# fcoe vsan 100

• FCoE NPVスイッチを構成

• FCoE NPVをインストール
npv(config)# install feature-set fcoe-npv

• FCoE NPVをイネーブルにする
npv(config)# feature-set fcoe-npv

• vSANの作成
npv(config)# vsan database
npv(config-vsan-db)# vsan 100

• FCoE VLANを作成し、VSANにマッピング
npv(config)# vlan 100
npv(config-vlan)# fcoe vsan 100

•スイッチ側の物理インターフェイスをトランクモードに設定
npv(config)# interface Eth 1/20
npv(config-if)# switchport mode trunk
npv(config-if)# mtu 9216
npv(config-if)# service-policy type qos input default-fcoe-in-policy

• P2の vFCポートモードを VNPに設定（暗黙的 VFC）
npv(config)# interface vfc 1/20
npv(config-if)# switchport mode NP

•サーバー側の物理インターフェイスをトランクモードに設定
npv(config)# interface Eth 1/1
npv(config-if)# switchport mode trunk
npv(config-if)# mtu 9216
npv(config-if)# service-policy type qos input default-fcoe-in-policy

• VSAN 100を許可するように vFCポート P3を設定（暗黙的 VFC）
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npv(config)# interface vfc 1/1
npv(config-if)# switchport trunk allowed vsan 100

• VNPと VFポートの両方を VSAN 100に追加
npv(config)# vsan database
npv(config-vsan-db)# vsan 100 interface vfc 1/20
npv(config-vsan-db)# vsan 100 interface vfc 1/1

仮想インターフェイスの確認
仮想インターフェイスに関する設定情報を表示するには、次の作業のいずれかを行います。

目的コマンド

指定されたファイバチャネルインターフェイスの詳細な設

定を表示します。

switch# show interface vfc vfc-id

すべてのインターフェイスのステータスが表示されます。switch# show interface brief

FCoE VLANから VSANへのマッピングを表示します。switch# show vlan fcoe

次の例は、イーサネットインターフェイスにバインドされた仮想ファイバチャネルインター

フェイスを表示する方法を示したものです。

switch(config-if)# sh int vfc 172

vfc172 is trunking (Not all VSANs UP on the trunk)
Bound interface is Ethernet1/72
Hardware is Ethernet
Port WWN is 20:ab:e0:0e:da:4a:5d:9d
Admin port mode is F, trunk mode is on
snmp link state traps are enabled
Port mode is TF
Port vsan is 200
Speed is auto
Trunk vsans (admin allowed and active) (1,10,100,200)
Trunk vsans (up) (200)
Trunk vsans (isolated) ()
Trunk vsans (initializing) (1,10,100)
799 fcoe in packets
80220 fcoe in octets
2199 fcoe out packets
2219828 fcoe out octets
Interface last changed at Thu Sep 15 08:52:51 2016

次の例は、MACアドレスにバインドされた仮想ファイバチャネルインターフェイスを表示す
る方法を示したものです。

switch(config-if)# sh int vfc 132

vfc132 is trunking (Not all VSANs UP on the trunk)
Bound MAC is 000e.1e1b.c1c9
Hardware is Ethernet
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Port WWN is 20:83:00:2a:10:7a:89:bf
Admin port mode is F, trunk mode is on
snmp link state traps are enabled
Port mode is TF
Port vsan is 2101
Speed is auto
Trunk vsans (admin allowed and active) (1,2001-2003,2101-2103)
Trunk vsans (up) (2101)
Trunk vsans (isolated) ()
Trunk vsans (initializing) (1,2001-2003,2102-2103)
Interface last changed at Wed Sep 14 12:14:29 2016

次の例は、スイッチ上のすべてのインターフェイスのステータスを表示する方法を示したもの

です（簡略化のため、出力の一部は省略）。

switch# show interface brief

-------------------------------------------------------------------------------

Interface Vsan Admin Admin Status SFP Oper Oper Port

Mode Trunk Mode Speed Channel

Mode (Gbps)

-------------------------------------------------------------------------------

fc3/1 1 auto on trunking swl TE 2 --

fc3/2 1 auto on sfpAbsent -- -- --

...

fc3/8 1 auto on sfpAbsent -- -- --

-------------------------------------------------------------------------------

Interface Status IP Address Speed MTU Port

Channel

-------------------------------------------------------------------------------

Ethernet1/1 hwFailure -- -- 1500 --

Ethernet1/2 hwFailure -- -- 1500 --

Ethernet1/3 up -- 10000 1500 --

...

Ethernet1/39 sfpIsAbsen -- -- 1500 --

Ethernet1/40 sfpIsAbsen -- -- 1500 --

-------------------------------------------------------------------------------

Interface Status IP Address Speed MTU

-------------------------------------------------------------------------------

mgmt0 up 172.16.24.41 100 1500

-------------------------------------------------------------------------------

-------------------------------------------------------------------------------

Interface Vsan Admin Admin Status SFP Oper Oper Port

Mode Trunk Mode Speed Channel

Mode (Gbps)
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-------------------------------------------------------------------------------

vfc 1 1 F -- down -- -- --

...

次の例は、スイッチにおける VLANと VSANとのマッピングを表示する方法を示したもので
す。

switch# show vlan fcoe

VLAN VSAN Status

-------- -------- --------

15 15 Operational

20 20 Operational

25 25 Operational

30 30 Non-operational

VSANから VLANへのマッピングの設定例
次に示すのは、FCoE VLANおよび仮想ファイバチャネルインターフェイスの設定例です。

手順の概要

1. 関連する VLANを有効にし、その VLANを VSANへマッピングします。
2. 物理イーサネットインターフェイス上で VLANを設定します。
3. 仮想ファイバチャネルインターフェイスを作成し、それを物理イーサネットインターフェ

イスにバインドします。

4. 仮想ファイバチャネルインターフェイスを VSANに関連付けます。
5. （任意）VSANのメンバーシップ情報を表示します。
6. （任意）仮想ファイバチャネルインターフェイスに関するインターフェイス情報を表示

します。

手順の詳細

手順

ステップ 1 関連する VLANを有効にし、その VLANを VSANへマッピングします。
switch(config)# vlan 200

switch(config-vlan)# fcoe vsan 2

switch(config-vlan)# exit

ステップ 2 物理イーサネットインターフェイス上で VLANを設定します。
switch# configure terminal
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switch(config)# interface ethernet 1/4

switch(config-if)# spanning-tree port type edge trunk

switch(config-if)# switchport mode trunk

switch(config-if)# switchport trunk allowed vlan 1,200

switch(config-if)# exit

ステップ 3 仮想ファイバチャネルインターフェイスを作成し、それを物理イーサネットインターフェイスにバイン
ドします。

switch(config)# interface vfc 4

switch(config-if)# bind interface ethernet 1/4

switch(config-if)# exit

（注）

デフォルトでは、仮想ファイバチャネルインターフェイスはすべてVSAN 1上に存在します。VLANから
VSANへのマッピングを VSAN 1以外の VSANに対して行う場合は、ステップ 4へ進みます。

ステップ 4 仮想ファイバチャネルインターフェイスを VSANに関連付けます。
switch(config)# vsan database

switch(config-vsan)# vsan 2 interface vfc 4

switch(config-vsan)# exit

ステップ 5 （任意）VSANのメンバーシップ情報を表示します。
switch# show vsan 2 membership
vsan 2 interfaces

vfc 4

ステップ 6 （任意）仮想ファイバチャネルインターフェイスに関するインターフェイス情報を表示します。

switch# show interface vfc 4

vfc4 is up
Bound interface is Ethernet1/4
Hardware is Virtual Fibre Channel
Port WWN is 20:02:00:0d:ec:6d:95:3f
Port WWN is 20:02:00:0d:ec:6d:95:3f
snmp link state traps are enabled
Port WWN is 20:02:00:0d:ec:6d:95:3f
APort WWN is 20:02:00:0d:ec:6d:95:3f
snmp link state traps are enabled
Port mode is F, FCID is 0x490100
Port vsan is 931
1 minute input rate 0 bits/sec, 0 bytes/sec, 0 frames/sec
1 minute output rate 0 bits/sec, 0 bytes/sec, 0 frames/sec
0 frames input, 0 bytes 0 discards, 0 errors
0 frames output, 0 bytes 0 discards, 0 errors
Interface last changed at Thu Mar 11 04:44:42 2010
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vPCによる SANブート
Cisco Nexus 9000シリーズデバイスは、Link Aggregation Control Protocol（LACP）ベースの vPC
での、イニシエータの SANブートをサポートします。この制限事項は、LACPベースのポー
トチャネルに固有です。ホスト側のvFCインターフェイスは、ポートチャネル自体ではなく、
ポートチャネルメンバにバインドされます。このバインディングにより、最初の構成でLACP
ベースのポートチャネルに依存することなく、CNA/ホストバスアダプタ（HBA）のリンクが
アップした時点で、SANブート中にホスト側の vFCがアップするようになります。

Cisco Nexus 9000シリーズデバイスは、チャネルモードの SANブートもサポートします。（注）

LACP suspend-individualコマンドはポートチャネルから削除する必要があります。削除しない
と、ホストからLACP BPDUが受信されない場合に、物理インターフェイスが中断されます。

（注）
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第 4 章

FCoE Over FEX

•概要（51ページ）
• FCoE Over FEXの注意事項と制約事項（53ページ）
• FCoE over FEXの構成（55ページ）
• FC NPVの構成 （72ページ）

概要
ファブリックエクステンダ（FEX）を介した Fibre Channel over Ethernet（FCoE）機能によっ
て、FEXポートでファイバチャネルトラフィックを伝送できます。FEXは、FCoE NPVモー
ド、ファブリックポートチャネル (FPC)経由で構成されている Cisco Nexus 9000デバイスに
接続されます。FCoE over FEXによって、ホスト接続で FCoEのプロビジョニングが可能にな
ります。

FEXの詳細については、「Cisco Nexus 2000 Series NX-OS Fabric Extender Configuration Guide for
Cisco Nexus 9000 Series Switches」を参照してください。

vPCを使用した FCoE Over FEX
仮想ポートチャネル（vPC）機能を使用する FCoE over FEXによって、仮想ポートチャネル
（vPC）を使用する FEXを介してファイバチャネルトラフィックを伝送できます。

LANシャットダウン
LANシャットダウン機能は、Data Center Bridging Exchange（DCBX）をサポートするための
FCoEホストの機能を検出します。DCBXを使用すると、スイッチから、LANの論理リンクス
テータス（LLS）メッセージをタイプ/長さ/値（TLV）形式で送信できます。LANシャットダ
ウン機能を使用すると、FCoEトラフィックとLANトラフィックの両方を伝送するユニファイ
ドリンク上で LANリンクの起動と停止ができます。shutdown lanコマンドを有効にすると、
LANトラフィックのみが停止して、FCoEトラフィックは続行します。

shutdown lanコマンドは、FEX HIFポートおよびポートチャネルでサポートされます。
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FCoE Over FEXトポロジ
FCoE over FEXは、次のトポロジでサポートされています。

ホストトポロジによるストレートスルー FEX

ホストトポロジを使用したストレートスルー FEXは、Cisco NX-OSリリース 9.3(3)以降でサ
ポートされます。

ホスト VPCトポロジでのストレートスルー FEX

ホスト VPCトポロジを使用したストレートスルー FEXは、Cisco NX-OSリリース 9.3(3)以降
でサポートされます。

デュアルホーム接続 FEXトポロジ（Active/Active FEXトポロジ）

デュアルホーム FEXトポロジは、 Cisco NX-OS Release 9.3(3)およびその後、Cisco Nexus 9300
および 9300 EXシリーズスイッチでサポートされます。

次のトポロジでは、各 FEXが 2つの Cisco Nexus 9000シリーズスイッチにデュアルホーム接
続されていることを示します。各 FEXの FEXファブリックインターフェイスは、両方のピア
スイッチで vPCとして設定されています。FEXのホストインターフェイスは、両方のピアス
イッチに表示されます。

ホストインターフェイスの設定は、両方のスイッチで同じである必要があります。（注）
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図 3 :デュアルホーム接続 FEXトポロジ

デュアルホーム FEXトポロジでは、運用 vPCは必須です。デュアルホーム FEX Active/Active
トポロジでは、vPCはすでに動作可能です。FEX 101は、FEXファブリックインターフェイス
であるイーサネット 1/1上の親スイッチ N9k-1および N9k-2の両方にデュアルホーム接続され
ています。

Active/Active FEXトポロジをサポートするのは、次のものだけです。

• N2K-C2232PP

• N2K-C2348UPQ

• NB22IBM

• NB22HP

（注）

同じ FEX内のポートチャネルは、Cisco Nexus 2200シリーズファブリックエクステンダでサ
ポートされます。

（注）

FCoE Over FEXの注意事項と制約事項
• FEX AA設定では、セカンダリスイッチで FCoEピニングが実行されると、ピアリンクが
フラップしたときに FCoEトラフィックが中断されます。
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• FCoEホストは、N9K-C93180YC-FXの FCおよび FCoE NPアップリンクの両方を介して
ログインできます。

• Cisco Nexus 93180YC-FXスイッチの HIFポート用にトラフィックマップが設定されてい
る場合は、同じFEX内のすべてのホストが同じNPリンクにマッピングされていることを
確認してください。他のCisco Nexus（古い）スイッチでは、FEX HIFポートのトラフィッ
クマップは以前と同じように機能します。

• HIFのポートVSANとして設定されたVSANの一部またはすべてを、すべてのNPリンク
（外部インターフェイス）で許可する必要があります。

• N9K-C93180LC-EXは、N2K-C2348UPQでのみ FCoE over FEXをサポートします。他の
FEXモデルは、このデバイスではサポートされていません。

• FEX HIFポートは、Fモードの vFCのみをサポートします。NPモードのvFCは、FEX HIF
ポートではサポートされません。

• N9K-C93180YC-FX3スイッチは、N9K-C93180YC-FX親スイッチと組み合わせて使用する
場合にのみ FEXをサポートします。スイッチで FEXを設定する場合は、次のガイドライ
ンに従ってください：

• 40Gまたは100G FEX NIFアップリンクポートを使用する場合は、自動ネゴシエーショ
ンを無効にしてください。

• 10G接続の場合は、アップリンクポート 49以上に接続してください。

•ファブリックポートチャネルは、最大8つのメンバーポートを超えることはできません。

• 4qポリシーは FCoE over FEXでサポートされます。

• 8qポリシーは FEX over FEXではサポートされていません。

• FCポートは FEXでサポートされません。

スケーラビリティについては、『Cisco Nexus 9000 Series NX-OS Verified Scalability Guide』を参
照してください。

（注）
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FCoE over FEXの構成

ホストでの Straight-Through FEXの構成

FEXファブリックポートチャネル（FPC）の考慮事項

•一時停止を機能させるには、プライオリティフロー制御（PFC）を明示的に有効にする必
要があります。

interface "port-channel"
priority-flow-control mode on

•スイッチが DCBXをサポートしていないホストに接続されている場合は、HIFインター
フェイスで PFCを明示的に有効にする必要があります。

interface "hif interface"
priority-flow-control mode on

• feature lldpコマンドで LLDP機能をスイッチで有効にする必要があります。

•最初にインターフェイスを fex-fabricポートチャネルに接続してから、priority-flow-control
mode onコマンドを使用して priority-flow-controlモードを有効にします。

• FEX HIFポートに接続されている場合、FCoEホストログインが正常に機能するには、fcoe
enable-fexコマンドが必要です。このコマンドは、N9K-C9332PQ、N9K-C9372PX-E、
N9K-C9372PX、N9K-C9396PX、N9K-X9464PXラインカード、およびN9K-X9564PXライ
ンカードなどの Cisco Nexus 9000シリーズスイッチでのみサポートされます。

（注）

始める前に

• FEXの構成を確認します。詳細については、「Cisco Nexus 2000 Series NX-OS Fabric Extender
Configuration Guide for Cisco Nexus 9000 Series Switches」を参照してください。

• FCoE NPVの構成を確認します。詳細については、「FCoE NPVの設定」の項を参照して
ください。

• FCoEトラフィックのポーズフレームを受け入れるには、システム（グローバル）レベル
およびホストインターフェイス（HIF）に QoSポリシーを適用する必要があります。

switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing input policy-name
switch(config-sys-qos)# service-policy type queuing output policy-name
switch(config-sys-qos)# service-policy type network-qos policy-name
switch(config-sys-qos)# service-policy type qos input policy-name
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手順の概要

1. configure terminal
2. interface port-channel <port_num>
3. switchport
4. switchport mode fex-fabric
5. fex associate <fex_id>
6. mtu 9216
7. no shutdown
8. exit
9. interface ethernet slot/port

10. switchport
11. switchport mode fex-fabric
12. fex associate <fex_id>
13. mtu 9216
14. channel-group <port_number>
15. no shutdown
16. exit
17. interface ethernet chassis_id/slot/port_number

18. switchport mode trunk
19. service-policy type qos input fcoe
20. no shutdown
21. exit

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ポートチャネルを作成し、インターフェイス構成

モードを開始します。

interface port-channel <port_num>

例：

ステップ 2

switch(config)#interface port-channel 101

レイヤ 2スイッチングポートを設定します。switchport

例：

ステップ 3

switch(config-if)#switchport
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目的コマンドまたはアクション

インターフェイスタイプをファブリックエクステ

ンダ（FEX）のアップリンクポートに設定します。
switchport mode fex-fabric

例：

ステップ 4

switch(config-if)#switchport mode fex-fabric

ファブリックエクステンダ（FEX）をファブリッ
クインターフェイスに関連付けます。

fex associate <fex_id>

例：

ステップ 5

switch(config-if)#fex associate 101

NTUポートを介して FCoEトラフィックを伝送す
るために、MTU値をジャンボフレームの値に設定
します。

mtu 9216

例：

switch(config-if)#mtu 9216

ステップ 6

ポートチャネルを upに設定します（管理上）。no shutdown

例：

ステップ 7

switch(config-if)#no shutdown

インターフェイスコンフィギュレーションモード

を終了します。

exit

例：

ステップ 8

switch(config-if)#exit

インターフェイス設定モードを開始します。interface ethernet slot/port

例：

ステップ 9

switch(config)#interface Ethernet1/1

レイヤ 2スイッチングポートを設定します。switchport

例：

ステップ 10

switch(config-if)#switchport

インターフェイスタイプをファブリックエクステ

ンダ（FEX）のアップリンクポートに設定します。
switchport mode fex-fabric

例：

ステップ 11

switch(config-if)#switchport mode fex-fabric

ファブリックエクステンダ（FEX）をファブリッ
クインターフェイスに関連付けます。

fex associate <fex_id>

例：

ステップ 12

switch(config-if)#fex associate 101
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目的コマンドまたはアクション

NTUポートを介して FCoEトラフィックを伝送す
るために、MTU値をジャンボフレームの値に設定
します。

mtu 9216

例：

switch(config-if)#mtu 9216

ステップ 13

ファブリックインターフェイスをファブリックポー

トチャネルのメンバーに設定します。

channel-group <port_number>

例：

ステップ 14

switch(config-if)channel-group 101

ポートチャネルを upに設定します（管理上）。no shutdown

例：

ステップ 15

switch(config-if)#no shutdown

インターフェイスコンフィギュレーションモード

を終了します。

exit

例：

ステップ 16

switch(config-if)#exit

FEX独立ホストポートのインターフェイスまたは
HIF（ホストインターフェイス）ポートを構成し、
インターフェイス構成モードを開始します。

interface ethernet chassis_id/slot/port_number

例：

switch(config)interface ethernet 101/1/1

ステップ 17

インターフェイスタイプをトランクポートにセッ

トします。

switchport mode trunk

例：

ステップ 18

switch(config-if)#switchport mode trunk

HIFポートチャネルのQoSポリシーをnodropポリシー
に設定します。

service-policy type qos input fcoe

例：

ステップ 19

（注）
switch(config-if)# service-policy type qos input
fcoe

キューイングポリシー設定の詳細については、

「no-dropサポートのQoSの設定」の項を参照して
ください。

ポートチャネルを upに設定します（管理上）。no shutdown

例：

ステップ 20

switch(config-if)#no shutdown

インターフェイスコンフィギュレーションモード

を終了します。

exit

例：

ステップ 21
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目的コマンドまたはアクション

switch(config-if)#exit

例

次に、FEXをホストでストレートスルーモードでアップに設定する例を示します。

install feature-set fex
feature-set fex

fex 101
pinning max-links 1
description "2232PP-1"

interface port-channel101
switchport
switchport mode fex-fabric
fex associate 101
mtu 9216

interface Ethernet1/1
switchport
switchport mode fex-fabric
fex associate 101
mtu 9216
channel-group 101
no shutdown

interface Ethernet101/1/1
switchport mode trunk
service-policy type qos input fcoe-qo-policy
no shutdown

vFCの FEXインターフェイスへの明示的なバインド

手順の概要

1. configure terminal
2. interface vfc < vfc-id>
3. bind interface ethernet [chassid-id/slot/port]
4. no shutdown
5. end
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

仮想ファイバチャネルインターフェイスを作成し、

インターフェイス構成モードに入ります。

interface vfc < vfc-id>

例：

ステップ 2

chassis-idの範囲は 101～ 199です。
N9k(config)# interface vfc 1

指定されたインターフェイスに仮想ファイバチャネ

ルインターフェイスを明示的にバインドします。

bind interface ethernet [chassid-id/slot/port]

例：

ステップ 3

VFCインターフェイスをアンバインドするには、こ
のコマンドの no形式を使用します。N9k(config-if)# bind interface ethernet101/1/1

シャーシ IDの範囲は 101～ 199です。

そのインターフェイスをアップします（管理的に）。no shutdown

例：

ステップ 4

switch(config-if)#no shutdown

execモードに戻ります。end

例：

ステップ 5

N9k(config-if)#end

例

interface vfc1
bind interface ethernet 101/1/1
switchport trunk mode on
no shutdown

VFCの FEXインターフェイスへの暗黙のバインド

手順の概要

1. configure terminal
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2. interface vfc < chassis-id>/<slot>/<port>
3. no shutdown
4. end

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

仮想ファイバチャネルインターフェイスを作成し、

インターフェイス構成モードを開始します。基盤と

interface vfc < chassis-id>/<slot>/<port>

例：

ステップ 2

なるイーサネットインターフェイス（ethernet
chassid-id/slot/port）に暗黙的にバインドします。switch(config)# interface vfc 101/1/1

chassis-idの範囲は 101～ 199です。

そのインターフェイスをアップします（管理的に）。no shutdown

例：

ステップ 3

switch(config-if)#no shutdown

execモードに戻ります。end

例：

ステップ 4

switch(config-if)#end

例

interface vfc101/1/1
switchport trunk mode on
no shutdown

VFCのMACアドレスへのバインド
MACアドレスバインド vFCは、FEXホストインターフェイス（HIF）ポート用に作成するこ
ともできます。
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MACバウンド vFCは、FIPスヌーピングブリッジ（FSB）の背後にあるホストに設定できま
す。

MACバウンド vFCとポートバウンド vFCの両方が同じインターフェイスに設定されている場
合、ポートバウンド vFCが優先されます。

ベストプラクティスとして、物理イーサネットポートまたはポートチャネルにはMACバウ
ンド vFCまたはポートバウンド vFCのいずれかが必要です。ただし、両方を使用することは
できません。

（注）

手順の概要

1. configure terminal
2. interface vfc <number>
3. bind mac-address <mac-address>

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminalステップ 1

仮想ファイバチャネルインターフェイスを作成し

ます。

interface vfc <number>ステップ 2

MACアドレスをバインドします。bind mac-address <mac-address>ステップ 3

例

次の例は、MACアドレスに仮想ファイバチャネルインターフェイスをバインドする
方法を示したものです。

switch# configure terminal
switch(config)# interface vfc 2
switch(config-if)# bind mac-address 00:0a:00:00:00:36
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ホスト vPCでのストレートスルー FEXの構成

始める前に

• 2台の Cisco Nexus 9000シリーズスイッチ間での vPCの構成を確認します。詳細について
は、Cisco Nexus 9000シリーズ NX-OSインターフェイス設定ガイドを参照してください。

• FEXの構成を確認します。詳細については、「Cisco Nexus 2000 Series NX-OS Fabric Extender
Configuration Guide for Cisco Nexus 9000 Series Switches」を参照してください。

• FCoE NPVの構成を確認します。詳細については、「FCoE NPVの設定」の項を参照して
ください。

手順の概要

1. configure terminal
2. interface port-channel <port_num>
3. switchport
4. switchport mode fex-fabric
5. fex associate <fex_id>
6. mtu 9216
7. no shutdown
8. exit
9. interface ethernet slot/port

10. switchport
11. switchport mode fex-fabric
12. fex associate <fex_id>
13. mtu 9216
14. channel-group <port_number>
15. no shutdown
16. exit
17. interface ethernet chassis_id/slot/port_number

18. switchport mode trunk
19. channel group <host_port_num>
20. no shutdown
21. exit
22. interface port-channel <host_port_number>
23. switchport
24. switchport mode trunk
25. service-policy type qos input fcoe
26. vpc 3
27. no shutdown
28. exit
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

ポートチャネルを作成し、インターフェイス構成

モードを開始します。

interface port-channel <port_num>

例：

ステップ 2

switch(config)#interface port-channel 101

レイヤ 2スイッチングポートを設定します。switchport

例：

ステップ 3

switch(config-if)#switchport

インターフェイスタイプをファブリックエクステ

ンダ（FEX）のアップリンクポートに設定します。
switchport mode fex-fabric

例：

ステップ 4

switch(config-if)#switchport mode fex-fabric

ファブリックエクステンダ（FEX）をファブリッ
クインターフェイスに関連付けます。

fex associate <fex_id>

例：

ステップ 5

switch(config-if)#fex associate 101

NTUポートを介して FCoEトラフィックを伝送す
るために、MTU値をジャンボフレームの値に設定
します。

mtu 9216

例：

switch(config-if)#mtu 9216

ステップ 6

ポートチャネルを upに設定します（管理上）。no shutdown

例：

ステップ 7

switch(config-if)#no shutdown

インターフェイスコンフィギュレーションモード

を終了します。

exit

例：

ステップ 8

switch(config-if)#exit
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目的コマンドまたはアクション

インターフェイスコンフィギュレーションモード

を開始します。

interface ethernet slot/port

例：

ステップ 9

switch(config)#interface Ethernet1/1

レイヤ 2スイッチングポートを設定します。switchport

例：

ステップ 10

switch(config-if)#switchport

インターフェイスタイプをファブリックエクステ

ンダ（FEX）のアップリンクポートに設定します。
switchport mode fex-fabric

例：

ステップ 11

switch(config-if)#switchport mode fex-fabric

ファブリックエクステンダ（FEX）をファブリッ
クインターフェイスに関連付けます。

fex associate <fex_id>

例：

ステップ 12

switch(config-if)#fex associate 101

NTUポートを介して FCoEトラフィックを伝送す
るために、MTU値をジャンボフレームの値に設定
します。

mtu 9216

例：

switch(config-if)#mtu 9216

ステップ 13

ファブリックインターフェイスをファブリックポー

トチャネルのメンバーに設定します。

channel-group <port_number>

例：

ステップ 14

switch(config-if)channel-group 101

ポートチャネルを upに設定します（管理上）。no shutdown

例：

ステップ 15

switch(config-if)#no shutdown

インターフェイスコンフィギュレーションモード

を終了します。

exit

例：

ステップ 16

switch(config-if)#exit

FEX独立ホストポートのインターフェイスまたは
HIF（ホストインターフェイス）ポートを構成し、
インターフェイス構成モードを開始します。

interface ethernet chassis_id/slot/port_number

例：

switch(config)interface ethernet 101/1/1

ステップ 17
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目的コマンドまたはアクション

インターフェイスタイプをトランクポートにセッ

トします。

switchport mode trunk

例：

ステップ 18

switch(config-if)#switchport mode trunk

HIFポートをポートチャネルのメンバーにします。channel group <host_port_num>

例：

ステップ 19

switch(config-if)# channel group 1

ポートチャネルを upに設定します（管理上）。no shutdown

例：

ステップ 20

switch(config-if)#no shutdown

インターフェイスコンフィギュレーションモード

を終了します。

exit

例：

ステップ 21

switch(config-if)#exit

HIFポートチャネルを作成します。interface port-channel <host_port_number>

例：

ステップ 22

switch(config)#interface port-channel 1

レイヤ 2スイッチングポートを設定します。switchport

例：

ステップ 23

switch(config-if)#switchport

インターフェイスをトランクポートとして設定し

ます。

switchport mode trunk

例：

ステップ 24

switch(config-if)#switchport mode trunk

HIFポートチャネルのQoSポリシーをnodropポリシー
に設定します。

service-policy type qos input fcoe

例：

ステップ 25

（注）
switch(config-if)# service-policy type qos input
fcoe

キューイングポリシー設定の詳細については、

「no-dropサポートのQoSの設定」の項を参照して
ください。

HIFポートチャネルの VPCを構成します。両方の
ピアの VPC IDは、このホスト VPCで同じである
必要があります。

vpc 3ステップ 26

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
66

FCoE Over FEX

ホスト vPCでのストレートスルー FEXの構成



目的コマンドまたはアクション

ポートチャネルを upに設定します（管理上）。no shutdown

例：

ステップ 27

switch(config-if)#no shutdown

インターフェイスコンフィギュレーションモード

を終了します。

exit

例：

ステップ 28

switch(config-if)#exit

例

次に、ホスト vPCでストレートモードで起動するFEXの例を示します。

•ピア 1の構成

install feature-set fex
feature-set fex

fex 101
pinning max-links 1
description "2232PP-1"

interface port-channel101
switchport
switchport mode fex-fabric
fex associate 101
mtu 9216

interface Ethernet1/1
switchport
switchport mode fex-fabric
fex associate 101
mtu 9216
channel-group 101
no shutdown

interface Ethernet101/1/1
switchport mode trunk
channel-group 1
no shutdown

interface port-channel1
switchport
switchport mode trunk
service-policy type qos input fcoe
vpc 3

interface vfc-po1 /*** Implicit binding with VFC bound to port-channel ***/
bind interface port-channel1
switchport trunk mode on
no shutdown

interface vfc101/1/1 /*** Implicit binding with VFC bound to member port ***/
bind interface ethernet101/1/1
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switchport trunk mode on
no shutdown

•ピア 2の構成

install feature-set fex
feature-set fex

fex 102
pinning max-links 1
description "2348UPQ-2"

interface port-channel102
switchport
switchport mode fex-fabric
fex associate 102
mtu 9216

interface Ethernet102/1/1
switchport mode trunk
channel-group 1
no shutdown

interface port-channel1
switchport
switchport mode trunk
service-policy type qos input fcoe
vpc 3

interface vfc1 /*** Explicit binding with VFC bound to port-channel ***/
bind interface port-channel1
switchport trunk mode on
no shutdown

interface vfc2 /*** Explicit binding with VFC bound to member port ***/
bind interface ethernet102/1/1
switchport trunk mode on
no shutdown

vFCバインディングは、ポートチャネルまたはメンバーホストインターフェイスの
いずれかにする必要があります。

（注）

デュアルホーム接続 FEXの構成

手順の概要

1. configure terminal
2. fex fex-chassis_ID
3. fcoe
4. interface port-channel <port_num>
5. switchport
6. switchport mode fex-fabric
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7. fex associate <fex_id>
8. mtu 9216
9. vpc 1
10. no shutdown
11. exit
12. interface ethernet slot/port

13. switchport
14. switchport mode trunk
15. service-policy type qos input fcoe-qo-policy
16. no shutdown
17. exit

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

指定された FEXの構成モードを開始します。
fex-chassis_IDの範囲は 100～ 199です。

fex fex-chassis_ID

例：

ステップ 2

switch# fex 101
switch(config)#

このスイッチにのみFCoEトラフィックを送信する
よう、FEXを設定します。

fcoe

例：

ステップ 3

（注）
switch# fcoe
switch(config)#

デュアルホーム FEXの場合は、プライマリ vPC
スイッチで FCOEピニングを設定することを推奨
します。

ポートチャネルを作成し、インターフェイス構成

モードを開始します。

interface port-channel <port_num>

例：

ステップ 4

switch(config)#interface port-channel170

レイヤ 2スイッチングポートを設定します。switchport

例：

ステップ 5

switch(config-if)#switchport
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目的コマンドまたはアクション

インターフェイスタイプをファブリックエクステ

ンダ（FEX）のアップリンクポートに設定します。
switchport mode fex-fabric

例：

ステップ 6

switch(config-if)#switchport mode fex-fabric

ファブリックエクステンダ（FEX）をファブリッ
クインターフェイスに関連付けます。

fex associate <fex_id>

例：

ステップ 7

switch(config-if)#fex associate 170

NTUポートを介して FCoEトラフィックを伝送す
るために、MTU値をジャンボフレームの値に設定
します。

mtu 9216

例：

switch(config-if)#mtu 9216

ステップ 8

HIFポートチャネルで VPCを設定します。vpc 1ステップ 9

ポートチャネルを upに設定します（管理上）。no shutdown

例：

ステップ 10

switch(config-if)#no shutdown

インターフェイスコンフィギュレーションモード

を終了します。

exit

例：

ステップ 11

switch(config-if)#exit

インターフェイス設定モードを開始します。interface ethernet slot/port

例：

ステップ 12

switch(config)#interface Ethernet170/1/18

レイヤ 2スイッチングポートを設定します。switchport

例：

ステップ 13

switch(config-if)#switchport

インターフェイスをトランクポートとして設定し

ます。

switchport mode trunk

例：

ステップ 14

switch(config-if)#switchport mode trunk

HIFポートチャネルのQoSポリシーをnodropポリシー
に設定します。

service-policy type qos input fcoe-qo-policy

例：

ステップ 15

（注）
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目的コマンドまたはアクション

switch(config-if)# service-policy type qos input
fcoe

キューイングポリシー設定の詳細については、

「no-dropサポートのQoSの設定」の項を参照して
ください。

ポートチャネルを upに設定します（管理上）。no shutdown

例：

ステップ 16

switch(config-if)#no shutdown

インターフェイスコンフィギュレーションモード

を終了します。

exit

例：

ステップ 17

（注）
switch(config-if)#exit Active-Active FEXを両側で upに設定するには、も

う一方の側でも同じ設定を実行する必要がありま

す。

例

デュアルホーム FEXの場合は、プライマリ vPCスイッチで FCOEピニングを設定す
ることを推奨します。

（注）

•ピア 1

fex 170
pinning max-links 1
description "2232PP-3 AA"
fcoe

interface port-channel170
switchport
switchport mode fex-fabric
fex associate 170
mtu 9216
vpc 1

interface Ethernet170/1/18
switchport mode trunk
service-policy type qos input fcoe-qo-policy
no shutdown

interface vfc1718 /*** Explicit binding ***/
bind interface Ethernet170/1/18
switchport trunk mode on
no shutdown

interface vfc170/1/18 /*** Implicit binding ***/
bind interface Ethernet170/1/18
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switchport trunk mode on
no shutdown

•ピア 2

fex 170
pinning max-links 1
description "2232PP-3 AA"

interface port-channel170
switchport
switchport mode fex-fabric
fex associate 170
mtu 9216
vpc 1

interface Ethernet170/1/18
switchport mode trunk
service-policy type qos input fcoe-qo-policy
no shutdown

• HOST vPCは、デュアルホーム FEXではサポートされていません。

• vFCバインディングは、ポートチャネルまたはメンバーホストインターフェイ
スのいずれかにする必要があります。 vFCに複数のメンバーがある場合は、vFC
をポートチャネルにバインドできません。 vFCは、マルチメンバーポートチャ
ネルの一部である場合、ホストインターフェイスにバインドできません。

（注）

FC NPVの構成
FC NPVの構成に関する詳細は、『Cisco Nexus 9000 Series NX-OS FC NPV Configuration Guide』
を参照してください。

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
72

FCoE Over FEX

FC NPVの構成



第 5 章

FC NPVの構成

•サポート対象ハードウェア（73ページ）
• FC NPVの概要, on page 74
• FC NPVモード, on page 74
•サーバインターフェイス, on page 75
• NPアップリンク, on page 75
• SANポートチャネル（78ページ）
• FLOGI動作, on page 84
• NPVトラフィック管理（84ページ）
• FC NPVトラフィック管理のガイドライン（86ページ）
• FC NPVの注意事項と制約事項（86ページ）
• FC NPVのライセンス要件（90ページ）
• NPVの設定（90ページ）
• FC NPVの確認, on page 97
• FC NPVコアスイッチおよび FC NPVエッジスイッチの設定例（100ページ）

サポート対象ハードウェア
FC NPVは、N9K-C93180YC-FX、N9K-C9336C-FX2-E、およびN9K-C93360YC-FX2スイッチで
サポートされます。

N9K-C93180YC-FXおよび N9K-C93360YC-FX2は、次の FC SFPのみをサポートします。

• DS-SFP-FC8G-SW

• DS-SFP-FC16G-SW

• DS-SFP-FC32G-SW

N9K-C9336C-FX2-Eは、次の FC SFPのみをサポートします。

• DS-SFP-4x32G-SW
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FC NPVの概要
スイッチは、NPVを有効にした後はNPVモードになります。NPVモードはスイッチ全体に適
用されます。NPVモードのスイッチに接続するすべてのエンドデバイスは、Nポートとして
ログインし、この機能を使用する必要があります（ループ接続デバイスはサポートされていま

せん）。（NPVモードの）エッジスイッチから NPVコアスイッチへのすべてのリンクは、
（Eポートではなく）NPポートとして確立されます。このポートは、通常のスイッチ間リン
クに使用されます。NPIVは、NPVコアスイッチへのリンクを共有する複数のエンドデバイ
スにログインするために、NPVモードのスイッチで使用されます。

次の図に、インターフェイスレベルでの FC NPV構成を示します。

Figure 4: FC NPVのインターフェイスの構成

FC NPVの利点
FC NPVでは次の機能を提供します。

•ファブリックでドメイン IDを追加しなくても、ファブリックに接続するホスト数を増加

• FCインターフェイスを使用した FCおよび FCoEホストとターゲットの SANファブリッ
クへの接続

•トラフィックの自動マッピング

•トラフィックの静的マッピング。

FC NPVモード
FC NPVモードでは、エッジスイッチはすべてのトラフィックをコアスイッチにリレーし、コ
アスイッチのドメイン IDを共有します。

FC NPVを有効にするには、feature-set fcoe-npvをインストールして有効にします。FC NPV
モードは、インターフェイスごとに構成できません。FC NPVモードは、スイッチ全体に適用
されます。
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サーバインターフェイス
• Cisco Nexus 9000シリーズスイッチでは、サーバーインターフェイスを FCまたは vFCイ
ンターフェイスにすることができます。

•サーバインターフェイスは、サーバに接続するエッジスイッチの Fポートです。Nポー
ト識別子仮想化（NPIV）機能をイネーブルにすると、サーバインターフェイスは、複数
のエンドデバイスをサポートできます。NPIVは複数の FC IDを単一のNポートに割り当
てる手段を提供します。これにより、サーバはさまざまなアプリケーションに一意の FC
IDを割り当てることができます。

NPIVを使用するには、NPIV機能をイネーブルにし、複数のデバ
イスをサポートするサーバインターフェイスを再初期化します。

Note

• FCサーバーインターフェイスはトランクモードがオフになっている必要があります。ト
ランクモードオンはサポートされていません。

• vFCサーバーインターフェイスはトランクモードがオンである必要があります。

•サーバインターフェイスが、コアスイッチまでのNPアップリンク間で自動的に配布され
ます。サーバインターフェイスに接続されたすべてのエンドデバイスは、同じ NPアッ
プリンクにマッピングされます。

• Cisco Nexus 93360YC-FXおよび/または 93360YC-FX2スイッチの 32G SFPポートに 16Gホ
ストアダプタを接続すると、速度が自動速度として設定されている場合にリンクが起動し

ないことがあります。または、デフォルトで8Gの速度に設定されることもあります。16G
速度を使用するには、switchport speed 16000コマンドを使用して手動でポートを設定する
必要があります。

• 8G速度はサーバーおよびターゲットインターフェイスに対してサポートされていません。

NPアップリンク
• Cisco Nexus 9000シリーズスイッチでは、NPアップリンクインターフェイスをネイティ
ブファイバチャネルインターフェイス、仮想ファイバチャネルインターフェイス、SAN
ポートチャネルインターフェイス、または仮想イーサネットポートチャネルインター

フェイスにすることができます。

•エッジスイッチからコアスイッチまでのすべてのインターフェイスは、プロキシ Nポー
ト（NPポート）として設定されます。

• NPアップリンクは、エッジスイッチの NPポートからコアスイッチの Fポートまでの接
続です。NPアップリンクが確立されると、エッジスイッチは、コアスイッチにファブ
リックログインメッセージ（FLOGI）を送信し、FLOGIが正常に実行された場合は、エッ
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ジスイッチ自身をコアスイッチのネームサーバに登録します。この NPアップリンクに
接続されたエンドデバイスからの後続の FLOGIはコアスイッチにそのまま転送されま
す。同じ VSANからの後続の FLOGIは、fdiscとして転送されます。

スイッチのCLIコンフィギュレーションコマンドおよび出力表示
では、NPアップリンクは外部インターフェイスと呼ばれます。

Note

• NPリンクのデフォルト速度は autoに設定されています。

•コアスイッチで次の機能を有効にする必要があります。

• feature npiv

• feature fport-channel-trunk

• FCアップリンク速度が 8Gの場合、コアスイッチでフィルパターンを IDLEとして設定
する必要があります。

Cisco MDSスイッチでの IDLEフィルパターンの設定例を次に示
します。

Switch(config)# int fc2/3
Switch(config)# switchport fill-pattern IDLE speed 8000
Switch(config)# sh run int fc2/3

interface fc2/3
switchport speed 8000
switchport mode NP
switchport fill-pattern IDLE speed 8000
no shutdown

Note
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•トランキングを有効にし、Cisco Nexus 9000シリーズスイッチの NPアップリンクからの
FLOGIをコアスイッチで正常に実行するには、コアとCisco Nexus 9000シリーズスイッチ
の両方を相互の OUIで設定する必要があります。

OUI値がデフォルトで登録されていない場合にのみ、コアおよび Nexus 9000スイッチで
OUIを構成します。

OUIは次のように検出および構成されます。

N9K(config-if)# show wwn switch
Switch WWN is 20:00:2c:d0:2d:50:ea:64
N9K(config-if)#

On the core, we see the output below if the OUI (0x2cd02d) is already registered.
MDS9710(config-if)# sh wwn oui | i 2cd02d
0x2cd02d Cisco Default
MDS9710(config-if) #

If the OUI is not registered with the core, configure it manually.
MDS9710(config-if)# wwn oui 0x2cd02d

• Cisco NX-OS Release 7.3(0)D1(1)以降では、Cisco MDS 9700シリーズコアスイッチで OUI
を構成できます。

•コアスイッチへのアップリンクが FCoE対応の場合、FKAアドバタイズメント期間はコ
アスイッチの設定値から取得されます。コアスイッチへのアップリンクが FC対応の場
合、FKAはローカル NPVスイッチの構成値から取得されます。

次の例は、FCoEアップリンクを示しています。スイッチには
FCoEリンクがあるため、値は FCFから取得されます。

switch(config)# sh run fcoe_mgr | i i fka
fcoe fka-adv-period 12

switch(config)# sh fcoe

FCF details for interface vfc-po142
FCF-MAC is 54:7f:ee:ec:71:84
FC-MAP is 0e:fc:00
FCF Priority is 128
FKA Advertisement period for FCF is 8 seconds <<<<<

次に、FCアップリンクの例を示します。

switch(config)# sh run | i i fka
fcoe fka-adv-period 10

switch(config)# sh fcoe
FCF details for interface san-port-channel29

FCF-MAC is 2c:d0:2d:50:e4:29
FC-MAP is 0e:fc:00
FCF Priority is 129
FKA Advertisement period for FCF is 10 seconds

Note

Note
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SANポートチャネル

SANポートチャネルについて
• SANポートチャネルも、同じファイバチャネルノードに接続された FCインターフェイ
スのセットを組み合わせ、1つのリンクとして動作する論理インターフェイスです。

• SANポートチャネルにより、帯域の利用率と可用性がサポートされます。

• Cisco Nexus 9000シリーズスイッチの SANポートチャネルは、MDSコアスイッチに接続
するため、そして VSANのアップリンク間で最適な帯域幅利用と透過型のフェールオー
バーを実現するために使用されます。

SANポートチャネルの設定
SANポートチャネルを設定すると、デフォルト値で作成されます。チャネルモードを除くす
べてのデフォルト値を変更できます。SANポートチャネルのいずれか側の各スイッチが、同
じ数のインターフェイスに接続されている必要があります。それ以外の場合は、SANポート
チャネルエラーが表示されます。

SANポートチャネルのガイドラインと制限事項

• Cisco Nexus 9000シリーズスイッチでは、SANポートチャネルと vFCポートチャネルの
合計数は 8になります。

• SANポートチャネルに結合できるFCインターフェイスの最大数は16個に制限されます。

• SANポートチャネルの Cisco Nexus 9000シリーズスイッチのデフォルトチャネルモード
はアクティブです。これは変更できません。

• N9K-C9336C-FX2-Eの san-po制限に加えて動作速度とメンバーを FC NPVの注意事項と制
約事項（86ページ）で追加できます。

SANポートチャネルの作成

ここでは、SANポートチャネルを作成する方法について説明します。

手順

ステップ 1 switch# configure terminal

グローバルコンフィギュレーションモードを開始します。

ステップ 2 switch(config)# interface san-port-channel channel-number
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デフォルトのモード（オン）を使用して、指定された SANポートチャネルを作成します。SANポート
チャネル番号の範囲は、1～ 256です。

次の例では、SANポートチャネルを作成します。
switch(config)# interface san-port-channel 1
switch(config-if)#

SANポートチャネルモードについて

SANポートチャネルは、デフォルトではチャネルモードがアクティブの状態で設定されてい
ます。アクティブの場合、ピアポートのチャネルグループモードに関係なく、メンバーポー

トはピアポートとポートチャネルプロトコルネゴシエーションを始めます。チャネルグルー

プで設定されているピアポートがポートチャネルプロトコルをサポートしていない場合、ま

たはネゴシエーション不可能なステータスを返す場合、ポートチャネルは無効になります。ア

クティブポートチャネルモードでは、各端でポートチャネルメンバーポートを明示的にイ

ネーブルおよびディセーブルに設定することなく自動リカバリが可能です。

SANポートチャネルの削除の概要

SANポートチャネルを削除すると、関連するチャネルメンバーシップも削除されます。

あるポートの SANポートチャネルを削除した場合、削除された SANポートチャネル内の各
ポートは互換性パラメータの設定（速度、モード、ポートVSAN、許可VSAN、およびポート
セキュリティ）を維持します。これらの設定は、必要に応じて、明示的に変更できます。

SANポートチャネルの削除

ここでは、SANポートチャネルを削除する方法について説明します。

手順

ステップ 1 switch# configure terminal

グローバルコンフィギュレーションモードを開始します。

ステップ 2 switch(config)#no interface san-port-channel channel-number

指定されたポートチャネル、関連するインターフェイスマッピング、およびこの SANポートチャネルの
ハードウェアアソシエーションを削除します。

例

SANポートチャネルを削除する方法の例は、次のとおりです。
switch(config)# no interface san-port-channel 1

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
79

FC NPVの構成

SANポートチャネルモードについて



SANポートチャネル 1が削除され、そのすべてのメンバーが無効になります。SAN
ポートチャネルの反対側のスイッチで同じ操作を実行してください。

SANポートチャネルのインターフェイス
物理ファイバチャネルインターフェイス（またはインターフェイス範囲）を既存の SANポー
トチャネルに追加したり、そこから削除できます。互換性のあるコンフィギュレーションパ

ラメータが、SANポートチャネルにマッピングされます。SANポートチャネルにインター
フェイスを追加すると、SANポートチャネルのチャネルサイズと帯域幅が増加します。SAN
ポートチャネルからインターフェイスを削除すると、SANポートチャネルのチャネルサイズ
と帯域幅が減少します。

仮想ファイバチャネルインターフェイスは、SANポートチャネルに追加できません。（注）

SANポートチャネルへのインターフェイスの追加

ここでは、SANポートチャネルにインターフェイスを追加する方法について説明します。

手順

ステップ 1 switch# configure terminal

グローバルコンフィギュレーションモードを開始します。

ステップ 2 switch(config)# interface type slot / port / BO port

指定されたインターフェイスのコンフィギュレーションモードを開始します。

ステップ 3 switch(config-if)# channel-group channel-number

ファイバチャネルインターフェイスを指定されたチャネルグループに追加します。チャネルグループが

存在しない場合は、作成されます。ポートがシャットダウンする

ファイバチャネル（FC）インターフェイスのブレークアウト（BO）ポートオプションは、Cisco Nexus
N9K-C9336C-FX2-Eプラットフォームスイッチにのみ必要です。

例

SANポートチャネルにインターフェイスを追加する手順は、次のとおりです。

switch(config)# interface fc9/10
switch(config-if)# channel-group 15
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fc9/10が san-port-channel 15に追加され、無効化されています。san-port-channelの他方
の端のスイッチ上で同じ操作を行い、両端で「no shutdown」を実行して、それらを起
動してください。

N9K-9336C-FX2-EスイッチのFCサポートは、ポート9〜36でのみ使用できます。

インターフェイスの強制追加

forceオプションを指定して、SANポートチャネルがポート設定を上書きするように強制でき
ます。この場合、インターフェイスは SANポートチャネルに追加されます。

SANポートチャネルが 1つのインターフェイス内で作成される場合、forceオプションを使用
できません。

（注）

ここでは、SANポートチャネルにポートを強制的に追加する方法について説明します。

手順

ステップ 1 switch# configure terminal

グローバルコンフィギュレーションモードを開始します。

ステップ 2 switch(config)#interface type slot / port / BO port

指定されたインターフェイスのコンフィギュレーションモードを開始します。

ステップ 3 switch(config-if)# channel-group channel-number force

指定されたチャネルグループにインターフェイスを強制的に追加します。Eポートがシャットダウンしま
す。

例

SANポートチャネルにインターフェイスを追加する手順は、次のとおりです。
switch(config)# interface fc9/10
switch(config-if)# channel-group 15 force

fc9/10が san-port-channel 15に追加され、無効化されています。san-port-channelの他方
の端のスイッチ上で同じ操作を行い、両端の no shutdownを実行して、それらを起動
してください。

N9K-9336C-FX2-EスイッチのFCサポートは、ポート9〜36でのみ使用できます。
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SANポートチャネルからのインターフェイスの削除について

物理インターフェイスが SANポートチャネルから削除された場合は、チャネルメンバーシッ
プが自動更新されます。削除されたインターフェイスが最後の動作可能なインターフェイスで

ある場合は、ポートチャネルのステータスは、downステートに変更されます。SANポート
チャネルからインターフェイスを削除すると、SANポートチャネルのチャネルサイズと帯域
幅が減少します。

SANポートチャネルからのインターフェイスの削除

ここでは、SANポートチャネルから物理インターフェイス（または物理インターフェイス範
囲）を削除する手順を説明します。

手順

ステップ 1 switch(config)# interface type slot /port / BO port

指定されたインターフェイスのコンフィギュレーションモードを開始します。

ステップ 2 switch(config)# shut

指定したチャネルグループを削除する前に、インターフェイスをシャットダウンします。

ステップ 3 switch(config)#no channel-group channel-number

物理ファイバチャネルインターフェイスを指定されたチャネルグループから削除します。

ファイバチャネル（FC）インターフェイスのブレークアウト（BO）ポートオプションは、Cisco Nexus
N9K-C9336C-FX2-Eプラットフォームスイッチにのみ必要です。

例

SANポートチャネルからインターフェイスを削除する手順は、次のとおりです。

switch(config)# interface fc9/10
switch(config-if)# shut
switch(config-if)# no channel-group 15

fc9/10が SANポートチャネル 15から削除され、無効になります。

Please do the same operation on the switch at the other end of the san-port-channel

N9K-9336C-FX2-EスイッチのFCサポートは、ポート9〜36でのみ使用できます。
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SANポートチャネル構成の確認
EXECモードからいつでも既存の SANポートチャネルの特定の情報を表示できます。次の
showコマンドを実行すると、既存の SANポートチャネルの詳細が表示されます。

show san-port-channel summaryコマンドを実行すると、スイッチ内の SANポートチャネルの
概要が表示されます。各 SANポートチャネルの 1行ずつの概要には、管理ステート、動作可
能ステート、接続されてアクティブな状態（アップ）のインターフェイスの数、コントロール

プレーントラフィック（ロードバランシングなし）を伝送するためにSANポートチャネルで
選択された主要な動作可能インターフェイスである First Operational Port（FOP）を表示しま
す。FOPは SANポートチャネルで最初にアップするポートで、このポートがダウンした場合
は変わることがあります。FOPはアスタリスク（*）でも識別できます。

VSANの設定情報を表示するには、次のいずれかのタスクを実行します。

手順

ステップ 1 switch# show san-port-channel summary | database | consistency [ details ] | usage | compatibility-parameters

SANポートチャネルの情報を表示します。

ステップ 2 switch# show san-port-channel database interface san-port-channel channel-number

指定された SANポートチャネルの情報を表示します。

ステップ 3 switch# show interface type slot / port / BO port

指定されたファイバチャネルインターフェイスの VSAN設定情報を表示します。

ファイバチャネル（FC）インターフェイスのブレークアウト（BO）ポートオプションは、Cisco Nexus
N9K-C9336C-FX2-Eプラットフォームスイッチにのみ必要です。

例

次に、SANポートチャネル情報の概要を表示する例を示します。

switch# show san-port-channel summary
------------------------------------------------------------------------------
Interface Total Ports Oper Ports First Oper Port-
------------------------------------------------------------------------------
san-port-channel 7 2 0 –
san-port-channel 8 2 0 –
san-port-channel 9 2 2

次に、SANポートチャネルの一貫性を表示する例を示します。
switch# show san-port-channel consistency
Database is consistent

次に、使用および未使用ポートチャネル番号の詳細を表示する例を示します。
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switch# show san-port-channel usage
Totally 3 port-channel numbers used
===================================
Used : 77 - 79
Unused: 1 - 76, 80 - 256

FLOGI動作
NPポートが動作可能になると、スイッチは最初に（NPポートのポートWWNを使用して）
FLOGI要求を送信し、コアスイッチにログインします。

FLOGI要求が完了した後、スイッチは自身を（NPポートおよびエッジスイッチの IPアドレ
スのシンボリックポート名を使用して）コアスイッチのファブリックネームサーバに登録し

ます。

次の表に、FC NPVモードで使用されるエッジスイッチのポートおよびノード名を示します。

Table 4:エッジスイッチ FLOGIパラメータ

派生元パラメータ

エッジスイッチの NPポートの fWWNpWWN

エッジスイッチの VSANベースの sWWNnWWN

エッジスイッチ名および NPポートインターフェイスの文字列

Note
スイッチ名が使用できない場合、「switch」が出力されます。た
とえば、switch: fc 1/5です。

シンボリックポート名

エッジスイッチの IPアドレス[IPアドレス（IP
Address）]

エッジスイッチ名シンボリックノード名

NPVトラフィック管理

自動アップリンク選択

NPVは、NPアップリンクの自動選択をサポートしています。サーバインターフェイスがアッ
プになると、サーバインターフェイスと同じVSAN内で利用可能なNPアップリンクから負荷
が最も少ない NPアップリンクインターフェイスが選択されます。

新しい NPアップリンクインターフェイスが動作可能になっても、新たに利用可能になった
アップリンクを含めるために既存の負荷は自動的に再分散されません。NPアップリンクが新
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しい NPアップリンクを選択できるようになってから、サーバインターフェイスが作動しま
す。

トラフィックマップ

FC NPVは、トラフィックマップをサポートしています。トラフィックマップにより、サーバ
インターフェイスがコアスイッチに接続するために使用可能なNPアップリンクを指定できま
す。

FCNPVトラフィックマップがサーバインターフェイスに設定されると、サーバインターフェ
イスはそのトラフィックマップ内のNPアップリンクからだけ選択する必要があります。指定
された NPアップリンクがいずれも動作していない場合、サーバは非動作状態のままになりま
す。

Note

FC NPVトラフィックマップ機能を使用すると、次のようなメリットが得られます。

•特定のサーバインターフェイス（またはサーバインターフェイスの範囲）に NPアップ
リンクの事前設定された設定を割り当てることによって、トラフィックエンジニアリング

が容易になります。

•インターフェイスの再初期化またはスイッチの再起動後に、サーバインターフェイスは常
に同じ NPアップリンク（または指定された NPアップリンクのセットのいずれか）に接
続するので、永続的な FC ID機能の適切な動作が確保されます。

複数のNPリンクにまたがるサーバログインの破壊的自動ロードバラ
ンシング

FC NPVは、サーバログインの中断的ロードバランシングをサポートしています。中断的ロー
ドバランシングが有効の場合、新しいNPアップリンクが動作すると、FCNPVによって、サー
バーインターフェイスがすべての利用可能な NPアップリンクにわたって再分配されます。
サーバインターフェイスを一方の NPアップリンクからの他方の NPアップリンクに移動する
ために、FC NPVはサーバインターフェイスを強制的に再初期化して、サーバがコアスイッチ
へのログインを新たに実行するようにします。

リリース 7.0(3)I7(2)以降のソフトウェアリリースでは、FC NPVはディスラプティブロード
バランシングをサポートします。中断的ロードバランシングが有効の場合、新しいNPアップ
リンクが動作すると、FC NPVによって、サーバーインターフェイスがすべての利用可能な
NPアップリンクにわたって再分配されます。サーバインターフェイスを一方の NPアップリ
ンクからの他方の NPアップリンクに移動するために、FC NPVはサーバインターフェイスを
強制的に再初期化して、サーバがコアスイッチへのログインを新たに実行するようにします。

別のアップリンクに移されたサーバインターフェイスだけが再初期化されます。移されたサー

バインターフェイスごとにシステムメッセージが生成されます。
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サーバインターフェイスを再配布すると、接続されたエンドデバイスへのトラフィックが中

断されます。既存のポートチャネルにメンバーを追加しても、中断的自動ロードバランシン

グはトリガーされません。

Note

サーバトラフィックの中断を避けるために、新しいNPアップリンクを追加してから、この機
能をイネーブルし、サーバインターフェイスが再配布されてからこの機能を再度ディセーブル

にしてください。

ディスラプティブロードバランシングがイネーブルでない場合、サーバインターフェイスの

一部またはすべてを手動で再初期化して、新しいNPアップリンクインターフェイスにサーバ
トラフィックを分散することができます。

FC NPVトラフィック管理のガイドライン
FC NPVトラフィック管理を導入する際には、次の注意事項に従ってください。

• NPVトラフィック管理は、自動トラフィックエンジニアリングがネットワーク要件を満
たさない場合にだけ使用してください。

•すべてのサーバインターフェイスにトラフィックマップを設定する必要はありません。
FC NPVはデフォルトで自動トラフィック管理を使用します。

• NPアップリンクインターフェイスのセットを使用するように設定されたサーバインター
フェイスは、利用可能なNPアップリンクインターフェイスがなくても、他の利用可能な
NPアップリンクインターフェイスを使用できません。

•ディスラプティブロードバランシングがイネーブルになると、サーバインターフェイス
は 1つの NPアップリンクから別の NPアップリンクに移動される場合があります。NP
アップリンクインターフェイス間を移動する場合、FC NPVではコアスイッチに再度ログ
インする必要があり、トラフィックの中断が生じます。

•サーバのセットを特定のコアスイッチにリンクするには、サーバインターフェイスをNP
アップリンクインターフェイスのセット（すべてこのコアスイッチに接続されている）

に関連付けてください。

•コアスイッチに永続的な FC IDを設定し、トラフィックマップ機能を使用してサーバイ
ンターフェイスのトラフィックをNPアップリンク（すべて関連付けられたコアスイッチ
に接続している）上に誘導します。

FC NPVの注意事項と制約事項
FC NPVを設定する場合、次の注意事項および制限事項に注意してください。

•ファイバチャネル Nポート仮想化（NPV）は、異なるファブリックアップリンク上の
VXLANと共存できますが、Cisco Nexus 93180YC-FX、N9K-C9336C-FX2-E、および
N9K-C93360YC-FX2スイッチの同じまたは異なる前面パネルポート上にあります。VXLAN
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は、イーサネット前面パネルポートにのみ存在し、FC前面パネルポートには存在しませ
ん。

• FC NPVモードでは、2つのエンドデバイス間のやり取りに、エッジスイッチからコアへ
の同じアップリンクが使用されるため、順序どおりのデータ配信を行う必要はありませ

ん。エッジスイッチのアップストリームのコアスイッチが設定されている場合は、順序

どおりの配信を実行します。

•コアスイッチ上で使用できるすべてのメンバタイプを使用して、エッジスイッチに接続
されているエンドデバイスのゾーン分割を設定できます。ただし、NPVモードの任意の
スイッチに接続されたサーバーのゾーン分割の推奨される方法は、PWWN、デバイスエ
イリアス、FCエイリアスを使用する方法です。スマートゾーン分割を使用する場合にの
み、複数のサーバーを同じゾーンに配置する必要があります。Cisco MDSスイッチのス
マートゾーン分割の詳細については、『Cisco MDS 9000シリーズファブリック構成ガイ

ド』の「ゾーンの設定と管理」の章を参照してください。

• FC NPVモードでは、ポートトラッキングはサポートされません。

• FC NPVスイッチを介してログインするデバイスには、コアスイッチでポートセキュリ
ティがサポートされます。ポートセキュリティは、コアスイッチでインターフェイスご

とにイネーブルにされます。FC NPVスイッチを介してログインするデバイスのコアス
イッチでセキュリティポートをイネーブルにするには、次の要件に従う必要があります。

•内部 FLOGIがポートセキュリティデータベースに存在している必要があります。こ
れによりコアスイッチのポートで通信やリンクが許可されます。

•すべてのエンドデバイスの pWWNもポートセキュリティデータベースに存在する
必要があります。

•エッジスイッチは複数のコアスイッチに接続できます。つまり、異なる NPポートを異
なるコアスイッチに接続できます。

•サーバインターフェイスがダウンしてから使用可能状態に戻った場合、インターフェイス
は同じ NPアップリンクに割り当てられるとはかぎりません。

•割り当てられたNPアップリンクが動作可能になると、サーバインターフェイスだけが使
用できます。

• FC NPVモードならば、サーバとターゲットの両方をスイッチに接続できます。

•ファイバチャネルスイッチングは、エッジスイッチで実行されません。すべてのトラ
フィックはコアスイッチでスイッチングされます。

• FC NPVは、NPIV対応サーバをサポートしています。この機能は階層型NPIVと呼ばれま
す。

• 2つの Cisco FC NPVスイッチの同時接続はサポートされていません。

• FC NPVモードでは F、および SDポートだけがサポートされます。

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
87

FC NPVの構成

FC NPVの注意事項と制約事項



•速度の自動ネゴシエーションは、Cisco Nexus 93180YC-FXおよび N9k-C93360YC-FX2ス
イッチでのみサポートされます。デフォルトの速度は autoです。

•速度の自動ネゴシエーションはN9K-C9336C-FX2-Eスイッチではサポートされておらず、
デフォルトの速度は 32Gに設定されています。

• Nexus 9000は、8 Gbpsファイバチャネルインターフェイスで IDLEフィルパターンのみ
をサポートします。Nexus 9000 FCインターフェイスを 8 Gbpsで動作させるには、一致す
る IDLEフィルパターンを使用するようにピアデバイスを設定する必要があります。ほと
んどのサーバーおよびターゲットFCインターフェイスはこれをサポートしていないため、
8 Gbpsでは Nexus 9000に接続できません。8 Gbpsで他のファイバチャネルスイッチと相
互運用するには、ピアスイッチ FCインターフェイスでも一致する IDLEフィルパターン
が使用されていることを確認します。Cisco MDSスイッチの場合は、switchportfill-pattern
インターフェイス構成コマンドを使用して設定します。8 Gbpsでピア Nexus 9000に接続
するには、フィルパターン設定を使用しないでください。デフォルトでは、両方のデバイ

スが一致する IDLEフィルパターンを使用するからです。

• Cisco Nexus N9k-C93180YC-FXおよびN9k-C93360YC-FX2スイッチのすべてのFCインター
フェイスのデフォルトポート速度は autoです。

• Cisco Nexus N9K-C9336C-FX2-Eスイッチの場合、すべての FCポートのデフォルトのポー
ト速度は 32Gです。

•受信 B2Bクレジット値は、N9K-C93180YC-FXでは64、N9K-C93360YC-FX2および
N9K-C9336C-FX2-Eでは 32です。これは設定できません。

• san-portチャネルが作成されると、デフォルトでアクティブなチャネルモードで作成され
ます。チャネルモード onは、NPVスイッチではサポートされていません。

• FCoE FCマップの変更後に Nポート vFCインターフェイスを起動するには、vFCフラッ
プが必要な場合があります。

• FC-NPV（最大 32G）およびFCoE-NPVは、N9K-C93180YC-FX、N9K-C9336C-FX2-E、お
よび N9k-C93360YC-FX2スイッチの両方で NPアップリンクおよびFホストポートとして
サポートされます。

• Cisco NX-OSリリース 10.2(2)F以降では、Cisco Nexus N9K-C9336C-FX2-Eスイッチで
FC-NPVがサポートされています。

• N9K-C9336C-FX2-Eの san-po制限への動作速度とメンバーの追加：

1. fc-breakoutの速度変更

•デフォルトの速度は 32Gです

•速度変更は、単一の fc-breakoutインターフェイスレベルでは実行できません。

• fc-breakoutの速度変更は、fc-breakoutインターフェイスレベルの範囲で行われま
す。
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•範囲には、前面パネルのポートに対応する fc-breakoutのフルセットが含まれ
ている必要があります。部分的な範囲の場合、速度設定で ERR_01エラーが
スローされます。

•範囲に san-poの一部である fc-breakoutを含めることはできません。範囲に
san-poメンバーがある場合、speed configは ERR_02エラーをスローします。

•範囲には、複数の前面パネルポートに対応する fc-breakoutポートを設定でき
ます。

2. san-poの速度変更

•デフォルトの速度は 32Gです。

• san-poの速度変更は、そのメンバーに前面パネルポートに対応するすべての
fc-breakoutポートが含まれる場合にのみ許可されます。san-poに部分的な fc-breakout
ポートが前面パネルポートに対応する場合、速度変更はERR_03エラーをスロー
します。

• san-poの速度を変更するには、san-poインターフェイスの範囲を指定します。

3. 実行中の構成の速度設定

•速度設定（デフォルトではない）が fc-breakoutインターフェイスの範囲レベルで
表示されます。「sh runn」コマンドの個々の fc-breakoutインターフェイスの下
には表示されません。速度設定（デフォルトではない）が「show interface fc<int

no>」コマンド。

4. san-po（channel-group x）へのメンバーの追加

•インターフェイスの範囲には、前面パネルのポートに対応する fc-breakoutのフル
セットが含まれている必要があります。チャネルの追加が成功しても、

warningWARN_01メッセージがスローされます。

•範囲には、複数の前面パネルポートに対応する fc-breakoutポートを設定できま
す。

•エラーおよび警告メッセージ：

• ERR_01:

if-range には fc 1/18/1-4 fc-breakout ポートの部分セットが含まれます。

• ERR_02:

if-range には fc1/21/1-4 ポートが含まれます。一部は sanpo です

• ERR_03:

san-port-channel21 に fc1/22/1-4 fc-breakout ポートのフルセットが含まれていない

• WARN_01:

警告：if-range には fc1/22/1-4 fc-breakout ポートの部分セットが含まれています
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FC NPVのライセンス要件
次の表に、FC NPVのライセンス要件を示します。

ライセンス要件製品 ID製品

FC NPVには、次の両方のライセンスが必要で
す。

• SAN_ENTERPRISE_PKG：FCおよびFCoE
NPVをアクティブ化する機能ライセンス。

• FC_PORT_ACTIVATION_PKG：FC用にア
クティブ化するポートの数。これには2つ
のバリエーション（16ポートと 48ポー
ト）があります。

（注）

Cisco NX-OSライセンス方式の詳細と、ライ
センスの取得および適用の方法については、

『Cisco NX-OS Licensing Guide』を参照してく
ださい。

• N93-16Y-SSK9

• N93-48Y-SSK9

• ACI-STRG

Cisco NX-OS

NPVの設定

FC NPVの有効化
FC NPVは、feature-set fcoe-npvがインストールされ、有効になっている場合に有効になりま
す。

fcoe-npvを有効にする手順は、次のとおりです。

これにより、FCと FCoEの両方の NPVモードが有効になります。Note

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# install feature-set fcoe-npv
3. switch(config-npv)# feature-set fcoe-npv
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DETAILED STEPS

Procedure

PurposeCommand or Action

構成モードに入ります。switch# configure terminalステップ 1

FCおよびFCoE NPVフィーチャセットをインストー
ルします。

switch(config)# install feature-set fcoe-npvステップ 2

FCおよび FCoE NPVを有効にします。switch(config-npv)# feature-set fcoe-npvステップ 3

イーサネットポートのファイバチャネルへの変換

ここでは、イーサネットポートをファイバチャネルポートに変換する方法について説明しま

す。

始める前に

このタスクでは、ポートライセンスをインストールして有効にする必要があります。

手順

ステップ 1 TCAMカービングを実行します。

例：

Switch(config)# hardware access-list tcam region ing-racl 1536
Switch(config)# hardware access-list tcam region ing-ifacl 256
Switch(config)# hardware access-list tcam region ing-redirect 256

ステップ 2 feature-set fcoe-npvがインストールされ、有効になっていることを確認します。

例：

Switch(config)# install feature-set fcoe-npv
Switch(config)# feature-set fcoe-npv

ステップ 3 ポートを FCに変換します。

例：

この例では、イーサネットインターフェイスが Cisco Nexus 9300-FXスイッチの FCインターフェイスに変
換されます。

Switch(config)# slot 1
Switch(config)# port 1-4,45-48 type fc
Port type is changed. ACTION REQUIRED: Please save configurations and reload the switch
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（注）

カラム内の 4つの前面パネルポートすべてをまとめて FC/イーサネットに変換する必要があります。

この例では、イーサネットインターフェイスがCisco Nexus N9K-93360YC-FX2スイッチでFCインターフェ
イスに変換されます。このスイッチでは、4つのポートがポートグループを形成します。たとえば、最初
のポートグループは､1､2､49､50 です。 2番目のポートグループは、3、4、51、52です。

Switch(config)# slot 1
Switch(config)# port 1-2, 49-50 type fc
Switch(config)# port 3-4, 51-52 type fc
Port type is changed. ACTION REQUIRED: Please save configurations and reload the switch

この例では、イーサネットインターフェイスはCisco Nexus N9K-9336C-FX2-EスイッチでFCインターフェ
イスに変換されます。

Switch(config)# slot 1
Switch(config)# port 9,12,33 type fc breakout
Port type is changed. ACTION REQUIRED: Please save configurations and reload the switch

ステップ 4 FCインターフェイスをイーサネットポートに戻します。

例：

この例では、FCインターフェイスが Cisco Nexus 9300-FXスイッチのイーサネットインターフェイスに変
換されます。

Switch(config)# slot 1
Switch(config)# port 1-4,45-48 type eth
Port type is changed. ACTION REQUIRED: Please save configurations and reload the switch

この例では、FCインターフェイスがCisco Nexus N9K-93360YC-FX2スイッチのイーサネットインターフェ
イスに変換されます。

Switch(config)# slot 1
Switch(config)# port 1-2, 49-50 type eth
Port type is changed. ACTION REQUIRED: Please save configurations and reload the switch

この例では、FCインターフェイスは Cisco Nexus N9K-9336CFX2-Eスイッチのイーサネットインターフェ
イスに変換されます。

（注）

N1K-C9336C-FX2-Eでは、ポート 1〜8を FCに変換できません。

Switch(config)# slot 1
Switch(config)# port 9,12,33 type eth
Port type is changed. ACTION REQUIRED: Please save configurations and reload the switch

設定を保存し、スイッチをリロードします。

（注）

Cisco Nexus 93180YC-FXでは、ポートは 4のグループ（シーケンシャル）（4の倍数）でのみ変換できま
す。

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
92

FC NPVの構成

イーサネットポートのファイバチャネルへの変換



ファイバチャネルポートライセンスの有効化

ここでは、FC NPVのライセンスを有効にする方法について説明します。

始める前に

ポートライセンスを有効にするには、ファイバチャネル（FC）ポートをシャットダウンする
必要があります。

手順

ポートライセンスを有効にします。

例：

Switch(config)# int fc1/1
Switch(config-if)# port-license acquire

（注）

この手順は、ネイティブ FCポートの起動時に必要です。

FC NPVインターフェイスの構成
FCNPVをイネーブルにしたら、NPアップリンクインターフェイスおよびサーバインターフェ
イスを設定する必要があります。

FC NPインターフェイスの構成

NPアップリンクインターフェイスを設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface { fc slot/port/BO port | san-port-channel <number> }
3. switch(config-if)# switchport speed speed

4. switch(config-if)# switchport mode NP
5. switch(config-if)# no shutdown
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

コア FC NPVスイッチに接続されるインターフェイ
ス（ファイバチャネルまたは SANポートチャネ
ル）を選択します。

switch(config)# interface { fc slot/port/BO port |
san-port-channel <number> }

ステップ 2

速度を4G、8G、16G、32G、または自動に設定しま
す。

switch(config-if)# switchport speed speedステップ 3

Note
8G NPリンクの場合、コアスイッチで、fill-pattern
を IDLEに設定する必要があります。

4Gおよび自動速度は、Cisco N9K-C9336C-FX2-Eス
イッチではサポートされていません。

Cisco MDSスイッチでの IDLEフィルパターンの構
成例を次に示します。

Switch(config)# int fc2/3
Switch(config)# switchport fill-pattern IDLE speed
8000
Switch(config)# sh run int fc2/3
interface fc2/3
switchport speed 8000
switchport mode NP
switchport fill-pattern IDLE speed 8000
no shutdown

このインターフェイスを NPポートとして設定しま
す。

switch(config-if)# switchport mode NPステップ 4

インターフェイスを起動します。switch(config-if)# no shutdownステップ 5

サーバーインターフェイスの設定

サーバインターフェイスを設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# interface fc slot/port

3. switch(config-if)# switchport speed speed

4. switch(config-if)# switchport mode F
5. switch(config-if)# no shutdown
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

サーバを NPVスイッチに接続するインターフェイ
スを作成します。

switch(config)# interface fc slot/portステップ 2

速度を4G、8G、16G、32G、または自動に設定しま
す。

switch(config-if)# switchport speed speedステップ 3

Note
8G速度は、サーバおよびターゲットインターフェ
イスではサポートされません。

このインターフェイスを Fポートとして設定しま
す。

switch(config-if)# switchport mode Fステップ 4

インターフェイスを起動します。switch(config-if)# no shutdownステップ 5

NPVトラフィック管理の設定

NPVトラフィックマップの設定

NPVトラフィックマップにより、1つ以上の NPアップリンクインターフェイスがサーバイ
ンターフェイスに関連付けられます。スイッチは、サーバインターフェイスをこれらの NP
アップリンクのいずれかに関連付けます。

サーバインターフェイスを別のアップリンクにマッピングするには、トラフィックマップを

設定する前にサーバインターフェイスをシャットダウンする必要があります。

Note

トラフィックマップを設定する手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# npv traffic-map server-interface {fc slot/port | vfc vfc-id} external-interface { fc

slot/port | san-port-channel <number> | vfc vfc-id | vfc-port-channel vfc-port-channel-id }
3. switch(config)# no npv traffic-map server-interface {fc slot/port | vfc vfc-id} external-interface

{ fc slot/port | san-port-channel <number> | vfc vfc-id | vfc-port-channel vfc-port-channel-id }
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DETAILED STEPS

Procedure

PurposeCommand or Action

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

サーバインターフェイス（またはサーバインター

フェイスの範囲）と NPアップリンクインターフェ
switch(config)# npv traffic-map server-interface {fc
slot/port | vfc vfc-id} external-interface { fc slot/port |
san-port-channel <number> | vfc vfc-id |
vfc-port-channel vfc-port-channel-id }

ステップ 2

イス（または NPアップリンクインターフェイスの
範囲）の間にマッピングを設定します。

Note
サーバインターフェイスを別のアップリンクにマッ

ピングするには、トラフィックマップを設定する

前にサーバインターフェイスをシャットダウンす

る必要があります。

指定されたサーバインターフェイスと NPアップリ
ンクインターフェイスの間のマッピングを削除しま

す。

switch(config)# no npv traffic-map server-interface {fc
slot/port | vfc vfc-id} external-interface { fc slot/port |
san-port-channel <number> | vfc vfc-id |
vfc-port-channel vfc-port-channel-id }

ステップ 3

ディスラプティブロードバランシングのイネーブル化

追加の NPアップリンクを設定すると、ディスラプティブロードバランシング機能をイネー
ブルにして、サーバのトラフィック負荷をすべての NPアップリンクに均等に分散することが
できます。

ディスラプティブロードバランシングをイネーブルにする手順は、次のとおりです。

SUMMARY STEPS

1. switch# configure terminal
2. switch(config)# npv auto-load-balance disruptive
3. switch (config)# no npv auto-load-balance disruptive

DETAILED STEPS

Procedure

PurposeCommand or Action

NPVのコンフィギュレーションモードを開始しま
す。

switch# configure terminalステップ 1

Cisco Nexus 9000シリーズ NX-OS FC-NPVおよび FCoE-NPV構成ガイド、リリース 10.6(x)
96

FC NPVの構成

ディスラプティブロードバランシングのイネーブル化



PurposeCommand or Action

スイッチのディスラプティブロードバランシング

をイネーブルにします。

switch(config)# npv auto-load-balance disruptiveステップ 2

スイッチのディスラプティブロードバランシング

をディセーブルにします。

switch (config)# no npv auto-load-balance disruptiveステップ 3

FC NPVの確認
FC NPVに関する情報を表示する手順は、次のとおりです。

SUMMARY STEPS

1. switch# show feature-set | i fcoe
2. switch# show npv flogi-table [all]

DETAILED STEPS

Procedure

PurposeCommand or Action

switch# show feature-set | i fcoeステップ 1

Example:

switch# show feature-set | i fcoe
fcoe-npv 8 enabled

FC NPV設定を表示します。switch# show npv flogi-table [all]ステップ 2

FC NPVの確認例
サーバインターフェイスのデバイスおよび割り当てられたNPアップリンクのリストを表示す
るには、 Cisco Nexus 9000 Seriesスイッチで show npv flogi-tableコマンドを次のように入力し
ます。

switch# show npv flogi-table
--------------------------------------------------------------------------------
SERVER EXTERNAL
INTERFACE VSAN FCID PORT NAME NODE NAME INTERFACE
---------------------------------------------------------------------------------
vfc1/x 1 0xee0008 10:00:00:00:c9:60:e4:9a 20:00:00:00:c9:60:e4:9a fc1/x
vfc1/x 1 0xee0009 20:00:00:00:0a:00:00:01 20:00:00:00:c9:60:e4:9a fc1/x
vfc1/x 1 0xee000a 20:00:00:00:0a:00:00:02 20:00:00:00:c9:60:e4:9a fc1/x
vfc1/x 1 0xee000b 33:33:33:33:33:33:33:33 20:00:00:00:c9:60:e4:9a fc1/x

Total number of flogi = 4
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サーバインターフェイスごとに、外部インターフェイス値は割り当てられたNPアップリンク
を表示します。

Note

サーバインターフェイスおよび NPアップリンクインターフェイスのステータスを表示する
には、show npv statusコマンドを次のように入力します。

switch# show npv status

npiv is enabled

disruptive load balancing is disabled

External Interfaces:
====================
Interface: fc1/47, State: Down
Interface: san-port-channel 200, State: Trunking

VSAN: 1, State: Up
VSAN: 200, State: Up
VSAN: 201, State: Up
VSAN: 202, State: Up, FCID: 0xea0020
VSAN: 100, State: Up
VSAN: 55, State: Up

Interface: vfc-po149, State: Trunking
VSAN: 201, State: Up
VSAN: 202, State: Up, FCID: 0xea0260
VSAN: 100, State: Up

Interface: vfc-po4090, State: Trunking
VSAN: 201, State: Up
VSAN: 202, State: Up, FCID: 0xea0220
VSAN: 100, State: Up

Interface: vfc1/9, State: Trunking
VSAN: 201, State: Up
VSAN: 202, State: Up, FCID: 0xea0240
VSAN: 100, State: Up

Number of External Interfaces: 5

Server Interfaces:
==================
Interface: fc1/38, VSAN: 100, State: Up
Interface: fc1/39, VSAN: 202, State: Up
Interface: fc1/40, VSAN: 4094, State: Down
Interface: vfc100, VSAN: 4094, State: Down
Interface: vfc151, VSAN: 4094, State: Down
Interface: vfc1/14, VSAN: 100, State: Up

Number of Server Interfaces: 6

FC NPVエッジスイッチの fcnsデータベースエントリを表示するには、コアスイッチで show
fcns databaseコマンドを入力する必要があります。

Note

すべての FC NPVエッジスイッチを表示するには、コアスイッチで show fcns databaseコマン
ドを次のように入力します。

core-switch# show fcns database
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show fcns database出力に表示される FC NPVエッジスイッチについてさらに詳しい情報（IP
アドレス、スイッチ名、インターフェイス名など）については、コアスイッチで show fcns
database detailコマンドを次のように入力します。

core-switch# show fcns database detail
======================================================================
------------------------
VSAN:100 FCID:0xe101c0
------------------------
port-wwn (vendor) :50:0a:09:82:ad:0d:86:37 (NetApp)
node-wwn :50:0a:09:80:8d:0d:86:37
class :3
node-ip-addr :0.0.0.0
ipa :00 00 00 00 1e 22 a0 00
fc4-types:fc4_features :scsi-fcp:target
symbolic-port-name :NetApp FC Target Adapter (8112) lab-D-netapp01:3b
symbolic-node-name :NetApp FAS3240 (lab-D-netapp01)
port-type :N
port-ip-addr :0.0.0.0
fabric-port-wwn :21:61:00:2a:6a:5b:da:00
hard-addr :0x000000
permanent-port-wwn (vendor) :50:0a:09:82:ad:0d:86:37 (NetApp)
connected interface :vfc6/33
switch name (IP address) :MDS9706 (10.105.188.173)
------------------------
VSAN:100 FCID:0xe101ef
------------------------
port-wwn (vendor) :50:06:01:6b:08:60:7c:71 (Clariion)
node-wwn :50:06:01:60:88:60:7c:71
class :3
node-ip-addr :0.0.0.0
ipa :ff ff ff ff ff ff ff ff
fc4-types:fc4_features :scsi-fcp:both
symbolic-port-name :CLARiiON::::SPB23::FC::::::
symbolic-node-name :CLARiiON::::SPB::FC::::::
port-type :N
port-ip-addr :0.0.0.0
fabric-port-wwn :20:19:00:2a:6a:5b:da:00
hard-addr :0x000000
permanent-port-wwn (vendor) :50:06:01:6b:08:60:7c:71 (Clariion)
connected interface :fc1/25
switch name (IP address) :MDS9706 (10.105.188.173)

core-switch# show interface fc 1/1
fc1/1 is trunking

Hardware is Fibre Channel, SFP is short wave laser w/o OFC (SN)
Port WWN is 20:01:2c:d0:2d:50:d2:a0
Admin port mode is NP, trunk mode is on
snmp link state traps are enabled
Port mode is TNP
Port vsan is 201
Speed is 16 Gbps
Transmit B2B Credit is 500
Receive B2B Credit is 64
Receive data field Size is 2112
Beacon is turned off
Belongs to san-port-channel 200
Trunk vsans (admin allowed and active) (1,55,100,200-202,204)
Trunk vsans (up) (100,202)
Trunk vsans (isolated) (204)
Trunk vsans (initializing) (1,55,200-201)
5 minutes input rate 0 bits/sec,0 bytes/sec, 0 frames/sec
5 minutes output rate 0 bits/sec,0 bytes/sec, 0 frames/sec
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406 frames input,40164 bytes
0 discards,0 errors
0 invalid CRC/FCS,0 unknown class
0 too long,0 too short

192 frames output,14364 bytes
0 discards,0 errors

1 input OLS,1 LRR,5 NOS,0 loop inits
3 output OLS,1 LRR, 4 NOS, 0 loop inits
500 transmit B2B credit remaining
0 low priority transmit B2B credit remaining

Last clearing of "show interface" counters :never

FC NPVトラフィック管理の確認
FC NPVトラフィックマップを表示するには、show npv traffic-mapコマンドを入力します。

switch# show npv traffic-map
NPV Traffic Map Information:
----------------------------------------
Server-If External-If(s)
----------------------------------------
fc1/3 fc1/10,fc1/11
fc1/5 fc1/1,fc1/2
----------------------------------------

FC NPV内部のトラフィックの詳細を表示するには、show npv internal info traffic-mapコマン
ドを入力します。

ディスラプティブロードバランシングの確認

ディスラプティブロードバランシングのステータスを表示するには、show npv statusコマン
ドを次のように入力します。

switch# show npv status
npiv is enabled
disruptive load balancing is enabled
External Interfaces:
====================
Interface: fc1/1, VSAN: 2, FCID: 0x1c0000, State: Up

...

FC NPVコアスイッチおよび FC NPVエッジスイッチの設
定例

始める前に

ここでは、FC NPVコアおよびエッジスイッチの設定方法について説明します。

手順

ステップ 1 SAN_ENTERPRISE_PKGおよび PORT_ACTIVATION_PKGライセンスを取得してインストールします。
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（注）

ライセンスファイルは .lic形式で、次のコマンドを使用してスイッチにコピーしてインストールする必
要があります。

Switch# install license bootflash:Switch_port_lic_48.lic

ステップ 2 ライセンスを確認します。

Switch(config)# install feature-set fcoe-npv
Switch(config-vdc)# feature-set fcoe-npv

ステップ 3 NPVで必要な機能を設定します。

Switch(config)# feature telnet
Switch(config)# feature lacp
Switch(config)# feature lldp

ステップ 4 FCポートを変換します。

Switch(config)# slot 1
Switch(config-slot)# port 13-36 type fc
Port type is changed. ACTION REQUIRED: Please save configurations and reload the switch

ステップ 5 サービスポリシーの構成：

Switch(config)# system qos
Switch(config-sys-qos)# service-policy type network-qos default-fcoe-8q-nq-policy
Switch(config-sys-qos)# service-policy type queuing output default-fcoe-8q-out-policy

ステップ 6 TCAMカービングの構成：

Switch(config-vrf)# hardware access-list tcam region ing-racl 1536
Warning: Please save config and reload the system for the configuration to take effect
Switch(config)# hardware access-list tcam region ing-redirect 256
Warning: Please save config and reload the system for the configuration to take effect

ステップ 7 実行中の構成の起動設定へのコピー：

Switch(config)# copy running-config startup-config
[########################################] 100%

ステップ 8 （必須）スイッチをリロードして、ポート変換が適用され、TCAMが正しく切り分けられるようにしま
す。

Switch(config)# reload
This command will reboot the system. (y/n)? [n] y
2017 Sep 14 10:12:19 Switch %PLATFORM-2-PFM_SYSTEM_RESET: Manual system restart from Command Line
Interface

ステップ 9 VLAN-VSANマッピングの構成：
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Switch(config)# vlan 1,20,30,40,1000,1002,1010
Switch(config-vlan)# vlan 20
Switch(config-vlan)# fcoe vsan 200
Switch(config-vlan)# vlan 30
Switch(config-vlan)# fcoe vsan 300
Switch(config-vlan)# vlan 40
Switch(config-vlan)# fcoe vsan 300
Switch(config)# vsan database
Switch(config-vsan-db)# vsan 40
Switch(config-vsan-db)# vsan 200
Switch(config-vsan-db)# vsan 300

ステップ 10 FCポートのポートライセンスの構成：

Switch(config)# interface fc1/6
Switch(config-if)# port-license acquire

（注）

FCポートのポートライセンスをチェックアウトします。

ステップ 11 FC NPインターフェイスに面するコアを設定します（これと同じ設定を、スイッチポートモード Fまた
は FCインターフェイスの autoを使用してコアスイッチに適用する必要があります）。

Switch(config-if)# interface fc1/6
Switch(config-if)# switchport mode NP
Switch(config-if)# no shutdown

ステップ 12 仮想 FC NPインターフェイスに面するコアを設定します（これと同じ設定を、スイッチポートモード F
または仮想 FCインターフェイスの autoを使用してコアスイッチに適用する必要があります）。

a) 物理イーサネットインターフェイスの構成：

Switch(config-if)# interface Ethernet1/7
Switch(config-if)# switchport
Switch(config-if)# switchport mode trunk
Switch(config-if)# service-policy type qos input default-fcoe-in-policy
Switch(config-if)# mtu 9216
Switch(config-if)# no shutdown

（注）

ステップMTUおよびサービスポリシーは、Cisco Nexus N9K-C93180YC-F、N9K-C9336C-FX2-E、ま
たは N9K-C93360YC-FX2スイッチをコアスイッチとして使用する場合にのみ必要です。

b) 仮想 FCインターフェイスの構成：

Switch(config-if)# interface vfc17
Switch(config-if)# bind interface ethernet1/7
Switch(config-if)# switchport mode NP
Switch(config-if)# no shutdown

ステップ 13 SANポートチャネルインターフェイス側のコアを設定します（この設定は、ポートチャネルインター
フェイスのスイッチポートモード Fまたは autoのコアスイッチに適用する必要があります）。SAN
ポートチャネル番号は異なる場合があります）。
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a) SANポートチャネルの構成：

Switch(config)# interface san-port-channel 250
Switch(config-if)# channel mode active
Switch(config-if)# switchport mode NP
Switch(config-if)# switchport trunk mode on

b) SANポートチャネルにメンバーを追加します。

Switch(config-if)# interface fc1/13
Switch(config-if)# port-license acquire (this checks out the port license for FC ports)
Switch(config-if)# switchport trunk mode on
Switch(config-if)# channel-group 250 force
fc1/13 added to port-channel 250 and disabled
Please do the same operation on the switch at the other end of the port-channel,
then do "no shutdown" at both ends to bring it up
Switch(config-if)# no shutdown

ステップ 14 vFCポートチャネルインターフェイス側のコアを設定します（この設定は、仮想 FCポートチャネルイ
ンターフェイスのスイッチポートモード Fまたは autoのコアスイッチに適用する必要があります）。
vFCポートチャネル番号は異なる場合があります）。

a) イーサネットポートチャネルインターフェイスの構成：

Switch(config)# interface port-channel500
Switch(config-if)# switchport
Switch(config-if)# switchport mode trunk
Switch(config-if)# mtu 9216
Switch(config-if)# service-policy type qos input default-fcoe-in-policy

（注）

ステップ MTUおよびサービスポリシーは、Cisco Nexus N9K-C93180YC-FX、N9K-C9336C-FX2-E、
または N9K-C93360YC-FX2スイッチをコアスイッチとして使用する場合にのみ必要です。

b) イーサネットポートチャネルにメンバーを追加します。

Switch(config-if)# interface Ethernet1/4
Switch(config-if)# channel-group 500 mode active
Switch(config-if)# no shutdown

c) 仮想 FCポートチャネルインターフェイスを作成します。

Switch(config)# interface vfc-po500 (this creates a vFC)
Switch(config-if)# bind interface port-channel500
Switch(config-if)# switchport mode NP
Switch(config-if)# switchport trunk mode on

ステップ 15 FCoEサーバのインターフェイス側のサーバを設定します。

a) 物理イーサネットインターフェイスの構成：

Switch(config-if)# interface Ethernet1/6
Switch(config-if)# switchport
Switch(config-if)# switchport mode trunk
Switch(config-if)# service-policy type qos input default-fcoe-in-policy
Switch(config-if)# mtu 9216
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Switch(config-if)# no shutdown

b) 仮想 FCインターフェイスの構成：

Switch(config-if)# interface vfc6
Switch(config-if)# bind interface ethernet1/6
Switch(config-if)# switchport trunk mode on
Switch(config-if)# no shutdown

c) 仮想 FCインターフェイスのポート VSANの割り当て：

Switch(config-if)# vsan database (this assigns the port vsan)(config-vsan-db)
Switch(config-vsan-db)# vsan 40 interface vfc6

ステップ 16 FCサーバインターフェイスの構成

a) FCインターフェイスの Fモードでの構成：

Switch(config)# interface fc1/39
Switch(config-if)# switchport mode F

b) FCインターフェイスのポート vsanの適用：

Switch(config)# vsan database
Switch(config-if)# vsan 100 interface fc1/39
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