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ZOETHHTIARIT. RO LBV T,

*« %18 VLAN OZHZHONT (1 _—)

e AN— K VLAN v v B U 72T A FEREFHEGIRFH . 23—)

e v T R—bF EDKR—=KVLAN v v B 7 OEE (5 2—=)

s N7 27 K— K TONE VLAN B LUV VLAN v v B 7 OFRE (8 ~X—)
e /R— h =/L'F VLAN = v B2 7220 T (10 —2)

« R—F w/LF VLAN ~ » U ZICHAT HHEEFHEGIRFE . (11 ~—)

¢« R— K w/LF VLAN v v BV T O%E (13 X—)

E{E VLAN OZEHIZDINT

VLAN BN MERIGECMNERGENHV £, ZO LD EREIO 1 2, —vR 7
BSA =73, [7 U VLAN 71 72 /Wb 2 6 L TR DB A A > FICHEfRe L T o850 7
AR =" o TWAHNR, ZNHMAF L Layer2 ¥ 7 A2 b EICFEELARWEATY, 20X
2 725 A . 5§ VLAN 2 —E O VLAN IZEH L T 6 VNI v BV T 5008, B 7 A
M EPERT HIE LW HETT, RO TIE, Blue & Red Difi J723 0 714k & LT VLAN 10
ZHEALCY =712 L TOVET,

BEHEOEF ERIZ, FL VNI BEICFEETLZZEIITEEYA, ZOHITIEL, Customer Blue ™
VLAN 10 (A > #—7 = A AE1/1) 7% VLAN 100 (2~ > &> /25 X3, Customer Red
VLAN 10 (A > ¥ —7 = A AE1/2) 28 VLAN200 |~ v B 7 EnEd, KIZ, VLAN 100 /%
VNI 10000 {2~ » B> 7 &3, VLAN 200 i£ VNI 20000 |2~ > B> 7 EnEd,

Ho)— DU —T7TlE, ZOy IR MICEBAENET, VNI10000 Fo#EE VXLAN &
T MENT 7 4 v 71X VLAN100 (12~ v B> 7 S 3, VLAN100 (A > % —7 = A AEl/1 D
VLAN 10 (¥ v B> 7 S E T, VNI20000 D VXLAN 7 72k b 7 ¢ » 71X VLAN 200
W~y B 7 &, VLAN200IZA v Z—7 A ZEI/2 D VLAN10IZ~ vy B 7 ENnET,

R—FVIAN T v EV T DERE .
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Logical Traffic Flow

Customer Blue

E1/1
VLAN 10

Customer Red

E1/f2
VLAN 10

Translated
VLAN 100

Translated
VLAN 200

VNI
10000

VNI
20000

VXLAN Tunnel

Underlay

10000

VNI
20000

VNI e yiAN 100

El/1
Translated .

== VLAN 200

Customer Blue

VLAN 10

Customer Red

El/2
Translated

VLAN 10

71 (3FE) VLAN & R— MZh b u—h (ZB#) VLAN & OB TO VLAN Z2#i% 5% E

T&F9, VLANEHN A 32—

TNCENTA LV H =T oA AZBIETH T 7 4 v 72BN

T. #{Z VLAN (Z VXLAN A X — 7 M SN AR VLAN 1T v BV 7 SE T,

TVﬁ%V/(J:“C“ ZAUT VNILIZ= v B 7 &3, B dotlq 25 H!
7Yz onET, AL »F T, VNLIZ
WANW@ﬂﬁﬁénk%%4y&w7l4x?\

BEEN T, VXLAN % b

I VLAN 12~ v B SnET,

N7 7 4w 713t 0D VLAN |

WAL X T

MO ENET, T T4 w7 BT ZITHONTIE, AJ VLAN Tl <, A VLAN

IZ&HD VLAN B 7 o 2 EBRLTLLIEZEW,

A— K VLAN (PV) v 7%, 72724l

DFEHETH V. ~ /LT F ¥ A2 MEB L OANEROM 7T VXLAN D BGP EVPN £— R &

N7 T 4Tk

FVLAN T v E Y

FENYR—F S TOET,

JICET FEFELFIREIE

WIZ, R— N VLAN v v B ZICHET A EEFHEFHRFREZRLET,
VPCT7 7TV v BTV T OV R— M BMENE LT,

* Cisco NX-OS U U —2Z 10.3(3)F LAK&, VLAN Z#2/X VXLAN & FE VXLAN Offi )5 VLAN
THR—FrEhEd,

Aﬁ(%m)WANi AA v FTVLAN & LTCRETAHALEIIH Y THA,

e

VLAN (IR ENRKETH Y | vo-segment ¥ > B V252 THSMERH Y £9, VNI

Vyﬁyﬁ%ﬁﬁﬁéNVE4y&—7m4xc

. ZHICARFIRTT,

T RTDOULAFV2HEEFEILT RLADFEEBI OV A Y 2MACSILEDONV Y 7 T v L, &
#ide VLAN Tt Ed, AJ1 (35{E) VLAN TIE7Ze <, ZHise VLAN ICd&H 5 VLAN 7

VA EZRLTIES Y,

» Cisco Nexus 9300 33 LTV 9500 A A v F L, A—"—F v 7 VLAN A X —T = A ATD
AA v F T eN—FT 4 T Y R—=FLET, VLANT v BT AL o F U T2 R,
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A—F VAN T v E ST axEsEeHREE :

Cisco Nexus 9300-EX/FX/FX2/FX3 77 v b 7 4 —2 AA v F B LR -EX/FX/FX3 T A1 ~
B — R Z #5487~ Cisco Nexus 9500 |2 S £,

e R—RFVLAN V—F 4 71, DT T F T+ —ALTHR—FENFET,

e CiscoNX-OS U U — 2R 7x LIKE, Z O#EBEIL Cisco Nexus 9300-EX/FX/FX2 7' F v b
T —b AL v FTHR—=FINTHET,

* Cisco NX-OS U U — R 9.2(x) LAFE, Z OFHEEIL Cisco Nexus 9300-GX 77 > K7 o —
DAL TFTHR—FENTWVET,

* Cisco NX-OS U U —2 9.3(x) BARE, Z O#REIE Cisco Nexus 9300-FX3 77w h 7 4 —
L ALy FTHR— IR THET,

* CiscoNX-0S U U —R 10.2(3)F LARE, Z O#REIZ Cisco Nexus 9300-GX2 77 v k7 4 —
5 AL 9 F TR~ FENET

* Cisco NX-OS U U —Z 10.4(1)F AR, Z OBEREIX Cisco Nexus 9332D-H2R A A > F T
FAR—hEIRTHET,

* CiscoNX-0OS U U —Z 10.4(2)F LAKE, Z DHEFEIL Cisco Nexus 93400LD-H1 A A v F T
PR—RFINTWET,

* Cisco NX-OS U U —A 10.4(3)F LARE, = DHEREIX Cisco Nexus 9364C-H1 A A » F TH
A—hENTWET,

* Cisco NX-OS U U —Z 10.5Q2)F LAKE, DL T O#REIX N9K-X9736C-FX3 71 71— K
Z ¥4 L 7= Cisco Nexus 9500 >V — X AA v FTHHR— SN THET,

* Cisco NX-0OS U U —2% 93(3) LAKE, PV ZH#iiZ Cisco Nexus 9300-GX 7T v h 74— LA X
Ay FTHR—FINET,

* Cisco NX-OS U U — & 10.2(3)F LAKE, PV Z#% Cisco Nexus 9300-GX2 77 v b 7 #+— A
AA v FTHHR—FEINET,

* Cisco NX-0S U U — 2 10.4(1)F LAKE, PV Z#213 Cisco Nexus 9332D-H2R A A F CTH R —
FERNTWET,

* CiscoNX-0OS U U —Z 10.4(2)F LLF&, PV Z#I Cisco Nexus 93400LD-H1 A A » F TH R —
FEnTWET,

* Cisco NX-OS U U — 2 10.4(3)F LAKE, PV Z#4% Cisco Nexus 9364C-H1 A A v F TH R —
FENTWET,

« NFE ASIC Z#&#; L 7= Cisco Nexus 9300 >V — X A v FTlt. PVL—T 4 71%40G
ALE R— F Tl AR —FINFEHEA,

PV L—F 4 7%, BHUE VLAN TO SVIREIZ-OWVW T, VXLAN i@ BGP EVPN & —
REBIOZ7Z v T o758 e AR — ML T0ET,

R—FVIAN T v EV T DERE .
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« BHUE VLAN O 7' 03T ¢ 8 T4 585 Mi% VLAN Z2E i VLAN & L TRET D
vy TDOHBEZR—FT, 77T ELTIELWENEEZ LTV A0 MRS D MEN
HVET, ZNFE ROT Ty N7 —AICOHBHAINET,

* NOK-C9504 € = — /L

* NOK-C9508 &3 = —/L

* N9K-C9516 £ = —/b

e Nexus 9400 7 1 > H— K

* Nexus 9500 71 > 77— K

e Nexus 9600 7 1 > 1— K

*Nexus 9700-X 7 7 U R Ar—)L T4 IJ— R
* Nexus 9600-R B X T'R2 714 » I — K

Int eth 1/1
switchport vlan mapping 101 10

/***Deleting vn-segment from vlan 10.***/
/***Adding vn-segment back.***/
/***Flap Eth 1/1 to ensure correct behavior.***/

WIZ, B—H/LVLAN 100 IZ¥ v B 7 SNB 55 VLAN 10 DR LET, ve—h
VLAN 100 iZ. VXLANVNILIZ= v B> 7 ENET,

interface ethernetl/1
switchport vlan mapping 10 100

WIZ, PVESHOA—/"—F o7 VLAN Ol Z 1= LET, BHDAT— kA2 NTliE.,
VLAN-102 /2 VNI= v B> 7 &AL TEBIN/Z VLANTT, 2BHDODAT— M A b
T, VLAN-102 X VNI = v &> 7 % {#i] L T VLAN-103 (ZEH# X172 VLAN T,

interface ethernetl/1
switchport vlan mapping 101 102
switchport vlan mapping 102 103/

force 2~ REMEH L CBEFEOR— bk F¥ XA U A—ZBIT 555, mapping
enable] FREZ—B L TWOIRENRHY £, RIZHIZTRLET,

Int po 101

switchport vlan mapping enable

switchport vlan mapping 101 10
switchport trunk allowed vlan 10

int eth 1/8
/***No configuration***/

A

GE¥)  switchport vian mappingenable =~ > KiZ, &— bk E— K73 trunk
DI OB H— b SET,

Jl R—rVANTYELTOEE
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F52y K- EnK— VN vy Evs0EE |

¢« IN— K VLAN ¥ v B2 Z1%. CiscoNexus 9200 77 v b 7 #—2b AA v F TIIHHR— K &
NERE A,

*VLAN= v BV 73, R— FZLICVLANZ Ao —E 0 /452 LT, "— F~DVLAN
Du—RVB—ra NELLET, RORERAGIL, b—ERA T e X —DY —7
AA v FIZ, EET D VLAN B OB D A2 ~—0b, BibR—MIERETD
=R S X—BRE T, o& 2IE, BE AL Eth /1 125E3 % VLAN 10 28
by, BEBITILEH22IZEET D VLAN 10 H D £97,

ZOVFIVFTIE, WAZX~—VLAN 7 u (X —VLAN IZw v 7 L, Fhx L
AV2VNIIZw oy B 7 TaEd, SESIERDAX—VLANEZRKIL, Thbix 77
Ty 7 VLAN, L2VNILICw v B 7358 EHEOFERHY £9,

AN— » VLAN ZH#aMERET BI21%, VNI~ v BV 72T ANVEAS v H—T =2 A%
WRETHLENRH D 7,

system dot1g-tunnel transit vian id =< > RO 7 r /34 X — VLAN U A N TA—/3— 7
Uy Y7 VLAN ZHMNILRNTLIZE W, AT 5 L. FHEARERRER L O
ESDOEBENFRELET,

A— K~ VLAN = v U 73, FEX R— FhTIEVR—FENTWER A,

Cisco NX-OS Y U — & 10.3(3)F LAFE, IPv6 7 > % — L A (X, Cisco Nexus
9300-EX/FX/FX2/FX3/GX/GX2 A A v F B L, 9700-EX/FX/GX 7 A » H— R&#HEH L=
Cisco Nexus 9500 A1 »F T, VXLAN EVPN ®7"— k VLAN = v B> 7/ CHAHR— X1
\i‘a_o

* Cisco NX-0OS U U — R 10.4(1)F LUK, IPv6 7 > #Z— LA I% Cisco Nexus 9332D-H2R A A v
F E® VXLAN EVPN O7R— h VLAN ¥ v B0 7 THR— F &R TWHET,

* CiscoNX-0S U U — R 10.4(2)F LA, IPv6 7 > ¥ — L A X Cisco Nexus 93400LD-H1 A A
F D VXLAN EVPN O — s VLAN ¥ v B 7 THR— F ERTWET,

* Cisco NX-OS U U —Z 10.4(3)F LAKE, TPv6 7 > % — L A X Cisco Nexus 9364C-H1 A A ~ F
D VXLANEVPN ®R— K VLAN = v B>V TCHR— FENTWHET,

« CiscoNX-0S U U — % 10.5Q2)F LAFE, IPv6 7 > % —L A 1Z. VXLANEVPN TiR— k VLAN
v U THR—FENTEY ., %BHITNIK-X9736C-FX3 T A » — REHik L=
Cisco Nexus 9500 'V — X A A v FTHR— FENTWET,

FS 2O R—bFEDR—FVIANT Y EV T DERTE
th B B

SNTWDZ & 2B LET,

R—FVIAN T v EV T DERE .
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o BHASE VLAN DAL o F TERENTEBY, LA ¥2 b T 7 R—bD T 7]
VLAN @ vian-list ICHBMI I TWDZ L 2R L ET,

A

GE)

RANTZ77T 4 AL LT, AJJVLANID A ' F—7 =A A

DAA »FHR— FFA] vian-list (2B LRV TL 7280y,

o TRTOEHYE VLAN T VXLAN A F—T NV THDHZ & 2R LET,

configureterminal
inter face type/port
[no] switchport vlan mapping enable

[no] switchport vlan mapping all
copy running-config startup-config

NOO A WN

FIE

[no] switchport vian mapping vian-id translated-vian-id

show interface [if-identifier] vian mapping

ARV RFERERTI VA Y

=)

AT w 71 | configureterminal Ja—N)ar7 4 Xal—iay T— REBLG
15“ : ]\/\iﬁ—o
switch# configure terminal
R T 72 |interfacetype/port WMETDHA L H—T = AERELET,
1 -
switch(config)# interface Ethernetl/1
A7 73 |[no] switchport vian mapping enable AA v F K— K TOD VLAN £Hfi% A F—7 /L2 L
B - %3, VLAN BHZT 7 4L b TT 4 =7 LT
switch(config-if)# [no] switchport vlan mapping Tro
enable (ij':)
VLAN A #E2) 23 5121%, ZDa~r Rono
HREEH L £,
R Fw 7 4 |[no] switchport vian mapping vian-id translated-vian-id | VLAN %> VLAN (ZZ8# L £ 9,

1 -

switch (config-if)# switchport vlan mapping 10 100

. R—FVIANT Y E> T DR

« Vian-id THEE T X 2 §iPHIL 1 ~ 4094 T,
Trandation-vian-id Ti, T#) STV 720 VLAN
ID 2R S ET,
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F52y K- EnK— VN vy Evs0EE |

AU RFERETIVa Y

B8

« A1 (518) VLAN L R—hM2dhdbu—hn
(ZE#A2E) VLAN & ORI T VLAN B4 % 3% i
T&FEd, VLANEWN A x—T Mz sni-A
VHE—=T oA AZBIETH T T 4 v 72BN
T. Z&1% VLAN L VXLAN A X —T7 L&
TR VLAN 12~ v B 7 S E T,

TUA =LA LT, ZIUIVNIIZ= v B 7 I,
WS dotlq 23HIBR ST, VXLAN R RU—727|Z
BBz onES, AL vF T, VNIIZR—T
NVEHESNTZ VLAN I~ v B 7 &Ed, VLAN
BEHNHRE SN REA X —T =24 AT, b7

T4 v IO VLANIZEBR S Th o i & E
7

GE)
Zoavwry RonBXEFEHT S E, VLAN XY
MO~y 7N s U7 ENET,

R T 75| [no] switchport vian mapping all A VB —T 2 A ATRESNT=TTD VLAN O
i - ~ v BT EHIRLET,
switch(config-if) # switchport vlan mapping all

R 7 6 | copy running-config startup-config FTary 74 Fal—rark, A=K7 vz
i - Y74 F¥al—varilav—LET,
switch(config-if)# copy running-config GE)
startup-config VLAN ZEHOBREE, AL v F K= F2@{E L7

YU OR— MIRDETAHMIRY FHA,
Z 5w 7 | show interface [if-identifier] vian mapping A B —T 2 A AOFHEIIFEDA X —7 =

1

switch# show interface ethernetl/l vlan mapping

A ZIZHOWT, VLAN v v B R AFTR LE
KR

il

wiz, (A7) VLAN10 &

(m—/1) VLAN 100 [£] T VLAN #1423 E 4 5 4] 2R

L ¥9, show vlan counters =~ > FHFJi%, H A X ~— VLAN Ti7z < ¥4 VLAN

ELTHEHMERA v o 2 2FR L ET,

switch# configure terminal
switch (config) #
switch (config-if)#
switch (config-if)#
switch (config-if)#
switch (config-if)#

interface ethernetl/1

switchport vlan mapping enable
switchport vlan mapping 10 100
switchport trunk allowed vlan 100

show interface ethernetl/l vlan mapping

R—FVIAN T v EV T DERE .
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&
iy

Interface ethl/1:
Original VLAN Translated VLAN

switch(config-if)# show vlan counters

Vlan Id :100
Unicast Octets In :292442462
Unicast Packets In :1950525
Multicast Octets In 114619624
Multicast Packets In :91088
Broadcast Octets In :14619624
Broadcast Packets In :91088
Unicast Octets Out :304012656
Unicast Packets Out 12061976
L3 Unicast Octets In :0

L3 Unicast Packets In :0

FS 29 R— b TOREBVLAN £ K USHEBVLAN 7 v E

VD

=L
X B

rZ 27 R— F TONE VLAN B L OB VLAN < » B2 7 Ofkid, Cisco Nexus 9300 7°
F v b7 — LD S, CiscoNexus 9200, 9300-EX. 9300-FX. 9300-FX2. 9300-FX3.

9300-GX. 9300-GX2. 9332D-H2R. 93400LD-H1. 9364C-H1. 9364C. 9332C 77 v N7 #— A
TRV R—FEREHA,

NS VLAN 36 X UM VLAN 2B R — hom— AL (Z5Hi4E) VLAN ~0 VLAN ZE#1 4 3% &
TEFET, VLAN BN A X—T NI ENTA v 2 —T oA AZEETHX TV # 7 VLAN
T 7 4 v 71220V TIE, NS VLAN 35 L UM VLAN 23, VXLAN 234 X —7 MiZ sz
IEHASE VLAN IC~ v B 7 ShuET,

B VLAN 3 L O%ME VLAN = » B0 ZICBT A B M

s NERES L OYMES VLAN 13, i VLAN &AM VLAN 33 ES N TWDHR—FD T 7
Y A MIEDLZ LIXTEERA,

wiZHl R LET,
switchport vlan mapping 11 inner 12 111

switchport trunk allowed vlan 11-12,111 /***Not valid because 11 is outer VLAN and
12 is inner VLAN.***/

FUAR—RKET, 2200~y 7 () FHEIC, RICNEOHE (HDHWNEAY o)
L) VLAN & U< I3ZEHUE VLAN 2505 2 LIXTE A, BEONE VLAN BL W
AR VLAN O v BV TREICOWTIE, RIUHNEVLAN 25905 2 T 7,

WRICH 2R L ET,

switchport vlan mapping 101 inner 102 1001

switchport vlan mapping 101 inner 103 1002 /***Not valid because 101 is already
used as an original VLAN.***/

switchport vlan mapping 111 inner 104 1001 /***Not valid because 1001 is already

Jl R—rVANTYELTOEE
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used as a translated VLAN.***/

FS 2o R— F TOREVLAN 5 £ U VAN T v Ev v oRE ]

switchport vlan mapping 106 inner 102 1003 /***Valid because inner vlan can be the

same.***/

s AT 3 VT R— T LR 5 TOBR— h TRy v RSB 7 A Shi-Ha,
7Yy VT ORNY R FSRET,

s VXLANPV V—F 4 7%, “BEBEITET7L—ATIEIVER—FEINERA,

FIEDHEE
1. configureterminal
2. interfacetype port
3. [no] switchport modetrunk
4. switchport vlan mapping enable
5. switchport vlan mapping outer-vian-id inner inner-vian-id translated-vian-id
6. ({EE) copy running-config startup-config
7. (f£E) show interface [if-identifier] vian mapping

F g o> %48

FlE
OV RERETIV3 Y B#Y
AT w 71 | configureterminal JTa— )L a7 4 X2 lb—3ay B— FEELG

Lij‘(}

ATy T2

interface type port

A B =T 2 ARTEE— NEHBELET,

ATvT3

[no] switchport mode trunk

NS arvr s Xal— gy F— REBBL
iﬁ‘o

ATv74

switchport vlan mapping enable

AA v F R— FTD VLAN Bk A 2—T/Z L
£9, VLANEHIIT 7 4L h TF 4 & —T LT
7

GE)

VLAN Z8#i 2 #5h23 51213, Zo=a~<2 KO no
EREFEHLET,

ATy Th

switchport vlan mapping outer-vian-id inner
inner-vian-id trand ated-vian-id

NER VLAN 35 X O VLAN Ao VLAN (225 #i
]\/\i‘g_()

ATvT6

(f£&) copy running-config startup-config

Frar 74 FXal—vark AX—LTv7a
V74X al—varilar—LEd,

GE)

R—FVIAN T v EV T DERE .
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B < r=r7uan<oessizonT

ARV RFERFTIVaY =)

AA T R"—FEREET A T 7 R— M5
F C. VLAN BRI A2 0 A,

ATy T17

({LE) show interface[if-identifier] vian mapping |4 > % —7 = A AQHEHE L IZFFEDA » FX—T =

A ZZHOWT, VLAN v v B FER AT LE
KR

1

ZOFITIEH, # TNV X T VLAN bF 7 4 w7 (¥ VLAN 12, M5 VLAN 11) 225
VLAN 111 ~OEWERET HHEERLET,

switch# configure terminal

switch(config) # interface ethernetl/1

switch (config-if)# switchport mode trunk

switch (config-if)# switchport vlan mapping enable
switch(config-if)# switchport vlan mapping 11 inner 12 111
switch (config-if)# switchport trunk allowed vlan 101-170
switch (config-if)# no shutdown

switch(config-if)# show mac address-table dynamic vlan 111

Legend:
* - primary entry, G - Gateway MAC, (R) - Routed MAC, O - Overlay MAC
age - seconds since last seen,+ - primary entry using vPC Peer-Link,
(T) - True, (F) - False

VLAN MAC Address Type age Secure NTFY Ports

————————— it e e it e mintinb bbbttt

* 111 0000.0092.0001 dynamic 0 F F nvel (100.100.100.254)

* 111 0000.0940.0001 dynamic 0 F F Ethl/1

R— k TJILFVLANT Y EH(ZDNT

AR—hF <V F VLAN~ v B THRER M HTH &, BEOVLANDN N T 7 f X —T = A
ATH—D7a— )LVLAN/VNIIZ-w vy B 7 EnET, LA¥2 (L2) Y7 A0 Z—TxA
A~y ECTRICER L, qTag# K 12T A ¥ —T = A AT DX ERH Y 7,

B2 HR— 1 VLAN X, RIUMEA v 4 —T = A4 A L TCRAAL— R 2T £,

o7 R—=RTEDHR— KV FVLANY v B TORA, L2V T A 2 —T oA A%E
AT~y B 7 ZTEIZACLIAA VA M=V ENET, —H#D ACLIET 7+ /v h THEIIZ
A VA M= E L, —EIEEFIMACT RLABRETA VA =L ENET, L2V T A ¥ —
7 = A A|ZIZ gtag, flood-domain, F 721 provider-VLAN 23% Y 97, 7m/3A ¥ — VLAN (%
AL v F ETERESN, NT 70 v 7BEERAEINET, A vF RIZHFEETE L7 1o
#— VLAN (X 1 2721} T,

Jl R—rVANTYELTOEE
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A=k TALFVANT v EL BT pxasmesimsn: [

ZOHIMACRREIL, L2V 7 A o F—T = A ZADFR— F THRE S 117- switchport mac-address
staticonly @2~ REEH L TiThnEd, Z0a~vr RN, BIRA—FDMAC 7—=07%

WL, L2 T A F—T = ATRKESNIZEAZT 4 v VMACZ L IZ MAC-ACL & 4
i LE9,

R— bk TILFVLAN T Y ETIZCET 5 FEFEIE L IR
=18

AR— h=/LF VLAN ¥ v B2 7 OEFEEFIE L HIFNERIZKRO LBV TT,

* Cisco NX-08 U U —2% 10.2(3) LARE, A~ — k ~/LF VLAN #HEIT N9K-C9316D-GX,
N9K-C93600CD-GX, NIK-C9364C-GX, I L N CiscoNexus 9300-GX2 A A v F THH— K
SNFET,

* Cisco NX-OS U U — & 10.4(1)F LIFE, ~— b =/L'F VLAN ¥#8EIX Cisco Nexus 9332D-H2R
AL wFTHR—FINET,

* CiscoNX-0S U U — R 10.4(2)F LAKE, "— b <=/ F VLAN #8132 Cisco Nexus 93400LD-H1
AA wFTHR—FINET,
* Cisco NX-08 U U — & 10.4(3)F LIF%, 7R— K =/L'F VLAN #4HE(Z Cisco Nexus 9364C-H1

AA v FTHR—=bFSNET,

* Cisco NX-08 U U —2 10.1(2) LAF§, A— bk ~/LF VLAN ~ » £ 71X Cisco Nexus
9300-EX, FX, BXUFX2 77 v b7+ —L A v FTHHR— hENET,

* CiscoNX-0OS U U — 2 10.2(3)F LAKE, "— b Multi-VLAN ~ = £ > 77 Cisco Nexus 9300-FX3
TTy N T A=A AL T THR—FEINET,

e R—h~/VFVLAN~ v B 7L, 77 BAUOHMETHY, VXLANZ Z7 vT 4 7L
FHE-RONLTF XX A NBIOANEROE S THR— P I THET, ZOMHRE
1. CiscoNX-0S U U —2%10.1(2) ® VXLAN MP-BGP EVPN “E— R CidZH R — h &N &
/\/O

* CiscoNexus U U —210.1 (2) F721% Cisco Nexus Y U — A& 10.2(1)F ND-ISSU THEFT XL
TWAT AL AT, YV TA B —T oA ADRFEINTWELESIITAR—FENFE
A,

« ZOMREIX, VPC 777V v 7 BT U U IRETIEIR— PSR TWEEA,

e 7 H—RFXYANELFYNAT XY AN TTy RIOLR#ET H729I1Z. ARPFI L UINS/ND
BRI RTCOT7 T vT 40T I T7 409N Raey X INET,

LAY 2EF2 T 4TV AR—FENTWERA,
* STP IV F—FEINTWERA,

*ToR TlX, VE—KVTEP ~DAXT 4 v 7 T 7 /)b )b— hFEITRFEDNL— F B
ETHIEEHRELET,
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* QinQ/QinVNI, 7"— Kk VLAN ¥ > £"./ 2" PVLAN, Xconnect 72 & DD T 7 & Z#HE
OFHEERTTAR— SN TWEREA,
W, BA =T = A AT L EEFHELMIRFHAZ R L E T,

* TCAM =™ R UIZ, BIAR— FBFET DATA RZDHA A b=/ SLET, TCAMAE
R A& R 9 5 I21%, show system internal access-list resource utilization =~ > K% fif H
L/\iﬁ—o

e R—h AT A A%MEERT HI21L, show interface hardware-mappings =~ > R&fifH L £
R

« P ARP T HHRA MOHAE, A/ X —T x4 Anvel DY E— K F"RA LD ToR
HMAC => hU ZBLET, #:

mac address-table static 0034.0100.0001 wvni 10013001 interface nve 1 peer-ip
192.168.75.2

» Port-security/dot1x [XBlA > % —7 = A ATIIVR—hSInFHA,
s VPCE—RNiF, BIA v ¥ —T oA RAFERIT L2V TA L F—T oA ATHFR—FENFE
A,
RIS, VTA U E =T oA AT 2 HEBEFHLEHIRFHEZ R LET,
AL T TEIITRKRSIODY T A v —T =2 f ARFR—FEINFET,

W TA U E—T 2 A AT LD ACLEB LA h—AHI#IZ. A v FR— vy EL 7T
IIRETE EHA,

I KSI0L2 YT A =T A AP R— T HI2F, TCAM Y —Va VE2HFETD
WERHY ET, FL2VTA ¥ —7 A A2, 920 TCAM ing-pacl-sb = k U 73
By BToHNET,

« HHIMAC X, #lA > % —7 = A AT switchport mac-addressstatic-only =t~ > FZ&ffi J L
T2V TA U F—T oA ATHRESNET,

2V T A H—T =4 AE, VXLAN BB L CldAR—bhENnEHA, Tr A X —
VLAN % VXLAN VLAN THALENH Y 17,

cHIIMAC 7 —= 122V T A Z—T =2 ATT 4 B—TILTT,
2V T A =T 2 ADA F—AHIEITY RSN TWERA,

« hardware profile svi-and-si flex-stats-enable =~ > RiZ, AWV T A H—T A A H
7B DRI YR — ~ LET, profilestatistics 2~ > Rk, HAHL2H T A H—T =4 R
A0 F B IO VXLAN #EHERZ AR — F LEE A,

cIGMP AX—VY 7%, YT A B —T oA ANRREINTNS 7T 231 F— VLAN
TV R—FENFEEA,
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R— kK =/LF VLAN = v B T OREH 2RI L ET,

feature ospf

feature pim

feature bfd

feature interface-vlan
feature vn-segment-vlan-based
feature private-vlan

feature lacp

feature nv overlay

hardware access-list tcam region ing-pacl-sb 2560
hardware profile svi-and-si flex-stats-enable

ip pim rp-address 2.0.0.254 group-list 224.0.0.0/4

vlan 3001
vn-segment 10013001

interface Ethernetl/22
switchport
switchport mode trunk
switchport trunk allowed vlan 3001
mtu 9216
storm-control broadcast level 0.01
storm-control action trap
switchport isolated
switchport mac-address static-only
no shutdown

interface Ethernetl/22.1
encapsulation dotlg 301 provider-vlan 3001
no shutdown

interface Ethernetl/22.2
encapsulation dotlg 302 provider-vlan 3001
no shutdown

interface Ethernetl/22.3
encapsulation dotlg 303 provider-vlan 3001
no shutdown

interface Ethernetl/22.4
encapsulation dotlg 304 provider-vlan 3001
no shutdown

interface Ethernetl/22.5
encapsulation dotlg 305 provider-vlan 3001
no shutdown

interface port-channell
switchport
switchport mode trunk
switchport trunk allowed vlan 3001
mtu 9216
storm-control broadcast level 0.01
storm-control multicast level 0.01
storm-control unicast level 0.01
storm-control action trap
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switchport isolated
switchport mac-address

interface port-channell.l
encapsulation dotlg 301
no shutdown

interface port-channell.2
encapsulation dotlg 302
no shutdown

interface port-channell.3
encapsulation dotlg 303
no shutdown

interface port-channell.4
encapsulation dotlg 304
no shutdown

interface port-channell.5
encapsulation dotlg 305
no shutdown

interface Ethernetl/24
switchport
switchport mode trunk

static-only

provider-vlan

provider-vlan

provider-vlan

provider-vlan

provider-vlan

switchport trunk allowed vlan 3001

mtu 9216
storm-control
storm-control
storm-control
storm-control
switchport isolated
switchport mac-address
channel-group 1 mode ac
no shutdown

broadcast
multicast

interface Ethernetl/25
switchport
switchport mode trunk

level 0.01
level 0.01

unicast level 0.01
action trap

static-only
tive

switchport trunk allowed vlan 3001

mtu 9216
storm-control
storm-control
storm-control
storm-control
switchport isolated
switchport mac-address
channel-group 1 mode ac
no shutdown

broadcast
multicast

static
static
static
static
static

address-table
address-table
address-table
address-table
address-table

mac
mac
mac
mac
mac

static
static
static
static
static

address-table
address-table
address-table
address-table
address-table

mac
mac
mac
mac
mac

Jl R—rVANTYELTOEE

level 0.01
level 0.01

unicast level 0.01
action trap

static-only
tive

0035.
0035.
0035.
0035.
0035.

0100.
0100.
0100.
0100.
0100.

0001
0002
0003
0004
0005

003b.
003b.
003b.
003b.
003b.

0100.
0100.
0100.
0100.
0100.

0001
0002
0003
0004
0005

3001

3001

3001

3001

3001

vlan
vlan
vlan
vlan
vlan

vlan
vlan
vlan
vlan
vlan

3001
3001
3001
3001
3001

3001
3001
3001
3001
3001

interface
interface
interface
interface
interface

interface
interface
interface
interface
interface

R—FVIANT v EVTDEE |

Ethernetl/22.
Ethernetl/22.
Ethernetl/22.
Ethernetl/22.
Ethernetl/22.

g w N

port-channell.
port-channell.
port-channell.
port-channell.
port-channell.

g w N
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router ospf pl

bfd

router-id 192.168.210.1

interface loopbackO
ip address 192.168.210.1/32
ip router ospf pl area 0.0.0.0
ip pim sparse-mode

interface loopbackl
description NVE_IP
ip address 192.168.210.2/32
ip router ospf pl area 0.0.0.0
ip pim sparse-mode

interface Ethernetl/49
mtu 9216

no
ip
ip
ip
no

ip redirects
address 10.0.1.16/31
router ospf pl area 0.0.0.0
pim sparse-mode
shutdown

interface Ethernetl/54
mtu 9216
no ip redirects
ip address 10.0.1.18/31
ip router ospf pl area 0.0.0.0
ip pim sparse-mode
no shutdown

interface nvel

no shutdown
source-interface loopbackl
member vni 10013001
mcast-group 227.1.1.1

WIZ, R— b =/LF VLAN = v E 2 FIZBEHET 5 show 2~ ROl ZRLET,

switch# show hardware access-list resource utilization |

Ingress PACL Super Bridge

Ingress
Ingress
Ingress
Ingress
Ingress

switch #

PACL
PACL
PACL
PACL
PACL

show

Super
Super
Super
Super
Super

hardware access-list resource entries |

Bridge
Bridge
Bridge
Bridge
Bridge

Ingress PACL Super Bridge

IPv4
IPv6
MAC
ALL
OTHER

2445
0

0

0
1956
489

2445 valid entries

115

switch# show interface ethernet 1/22.1-5 brief

Ethernet
Interfac

e

VLAN

Typ

e Mode

Status

Reason

f—rziFvanz e soiE [

grep Super

95.50
0.00
0.00
0.00
76.40
19.10

in Super

115 free entries

Ethl/22.
Ethl/22.
Ethl/22.
Ethl/22.
Ethl/22.

none
none
none
none
none
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switch# show interface port-channel 1.1-5 brief

Port-channel VLAN Type Mode Status Reason Speed Protocol
Interface

Pol.1l 301 eth trunk up none a-10G (D) -=
Pol.2 302 eth trunk up none a-10G (D) -=
Pol.3 303 eth trunk up none a-10G (D) -=
Pol.4 304 eth trunk up none a-10G (D) -=
Pol.5 305 eth trunk up none a-10G (D) -=

switch# show interface ethernet 1/22.1 counters

Port InOctets InUcastPkts
Ethl/22.1 1145503766466 125246421
Port InMcastPkts InBcastPkts
Ethl/22.1 0 0
Port OutOctets OutUcastPkts
Ethl/22.1 0 0
Port OutMcastPkts OutBcastPkts
Ethl/22.1 0 0

switch# show consistency-checker 12 sub-interface port-channel 1.1

Getting details for port-channell.l (0x16001000)

Running CC for port-channell.l

CC for Permit Static: PASSED

CC for Deny ACL: PASSED

CC for Permit ARP ACL: PASSED

CC for Permit Multi-Dest ACL: PASSED
CC for info src idx: PASSED

CC for info bd xlate idx: PASSED

CC for info_vlan mbr chk bypasss: PASSED
CC for info set dont learn: PASSED
CC for VlanXlate Table: PASSED

CC for BD State Table: PASSED

CC for QSMT BD State Table: PASSED
CC for Local Multipath Table: PASSED
CC for Rw VifTable: PASSED

CC for Rwx VlanXlate Table: PASSED

switch# show system internal access-list interface eth 1/22.1

Policies in ingress direction:
Policy type Policy Id Policy name

PACL Super Bridge 341 12fm-acl-mac-Ethl/22.1
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PACL Super Bridge 342 12fm-acl-ipv6-Ethl/22.1
No Netflow profiles in ingress direction

INSTANCE 0x0

Bank O

IPv6 Class

Policies: PACL Super Bridge(l2fm-acl-ipv6-Ethl/22.1)
Netflow profile: 0

Netflow deny profile: 0

2 tcam entries

MAC Class

Policies: PACL Super Bridge(l2fm-acl-mac-Ethl/22.1)
Netflow profile: 0

Netflow deny profile: 0

3 tcam entries

14 protocol cam entries

mac etype/proto cam entries
lous

tcp flags table entries
adjacency entries

O O O O o

No egress policies
No Netflow profiles in egress direction

switch# show system internal access-list interface eth 1/22.1 input statistics

Bank 0O

IPv6 Class

Policies: PACL Super Bridge (l2fm-acl-ipv6-Ethl/22.1)

Netflow profile: O

Netflow deny profile: 0

Entries:

[Index] Entry [Stats]

[0x0038:0x0038:0x0038] permit 1bl(0x0) 0000.0000.0000 ffff.ffff.ff£ff 0000.0000.0000
ffff.ffff.£££f vlian 502 [9]

[0x003a:0x003a:0x003a] permit 1bl(0x0) 0000.0000.0000 ffff.ffff.ff£ff 0000.0000.0000
ffff.ffff.£f££f vlian 502 [O0]

MAC Class

Policies: PACL Super Bridge (l2fm-acl-mac-Ethl/22.1)

Netflow profile: O

Netflow deny profile: 0

Entries:

[Index] Entry [Stats]
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[0x003c:0x003c:0x003c] permit 1bl(0x0) arp [7]
[0x003d:0x08de:0x08de] permit 1bl (0x0) 0035.0100.0001 ffff.ffff.£f£f£ff 0000.0000.0000
ffff.ffff.f£f£ff vlian 502 [6279856]
[0x08dd:0x08e0:0x08e0] deny 1bl (0x0)
ffff.ffff.£f££f vlian 502 [279]

0000.0000.0000 ffff.ffff.£f£f£ff 0000.0000.0000
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