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+ 7 27 L RD X Cisco NX-OS U U —2 93(5) LIETHR— S xd,

« 7 27 /LRD i, Cisco Nexus 9332C. 9364C. 9300-EX. 3 LN 9300-FX/FX2 75 v
r 74+ —5 AA v F L, VXLANEVPN /L FH A R WENI 72> T 5 -EX/FX/FX3
T4 v J1— K&K 2 7~ Cisco Nexus 9500 7T v 7 4 —2Ah AA v F THEMIZAER
2720 9,

+ Cisco NX-0S U U —2 102Q3)F 17, /AT VA hDF =7 /L RD & Cisco Nexus
9300-FX3 77 v N7 4 —L AL v FTHHR—FINTNET,

e W ILFH A FOEFREENL— MIPIP T RARZ A XA N&MEE L F 5 CloudSec £7-
1XZF DM OEREZE AT 5 121%. BGW TF = 7/VRD WENNZ 2> TV A &L —
k Y— 3T BGP OBEMANAEZERET S0, T =7 /L RD ZHH LET,

«BGW / — FRTOEH LAY RDIBMANRADEREIZVR—FENTWHERA,

<ISSUHIIC, T RTOBGW R T v X7 L—RENTWA, V—7 72— RS2
N—HFRINZ 2 FICR D2 EnH Y £9,

Cisco Nexus 9800 ') —X XA v FDVXLAN Y /ILFH A F T=Z—F v X k BGWHR— (2
TE5HA RS54 U EHIREIE

* Cisco NX-OS U U — 2 104(3)F LAFE, VXLAN vV FH A fh ==—F v X f BGW /L,
X9836DM-A 5 L TV X98900CD-A 7 A > #1— R Z$4# L 7= Cisco Nexus 9808/9804 A A F-
THLHR—FEnET,

* VXLAN ¥ /L FH 4 b m=—F ¥ 2 b BGW (X, ROHEL T HR— KN LET,
* VXLANBGPEVPN 77 7 U v V7 B L OV FH A N f ¥ —axy |k
* VXLAN LA ¥ 2 VNI 3 X Y VLAN X—Z TIE2 W LW LA 3 VNI
< IPV4T X — LA
«IPv6 7 H— 1A
777Uy 7ME DCLUIDAT VT Y r—2a
T TV I DINFFY AR T =LA

*Bud /— F

. VXLAN EVPN < )L FH A ~DERK
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IPv6 7 > 5 — LA £ L1- VKLANEVPN T LF 9 1 teoxesmEssimsaE I

« TRMv4

« TRMv6

« NGOAM

« VXLAN 7 7 > %
* VXLAN E'7 R—=ZDEENT Y AL N WO ZRHR— g7,
« VNI R—2ZDEFST NS A M T o2 BYR— b SnET,

* VXLAN /L FH A b ==—F ¥ X s BGW |L, ROMWEEZ YR — FLTHEHA,
e XY UARY—AVNL &EL— KU —7
« 777V v ERIEDCI Y 7 L LTHL3KR— h Fv %L
DCIICO~YATFFH¥ AN T H—1A
* VXLAN 7 7 & A $HE
¢ IGMP AX—E> 7

s 7 —KRF¥y AL, wATH¥y AL, BLOPa2=%v XM T 717 HOMER
@ VXLAN # v7 X

e Data MDT

« EVPN A [ — A1

IPv6 7 % —L A Z{EHA L7 VXLANEVPN T )LFH A k
TOIEEFHLFIREIR

IPv6 7 v X — 1L A % L7 VXLANEVPN < /L F %A MMZiE., DL FOBOEEEEB L O
HIREELNH Y £,

¢ Cisco Nexus 9300-FX., FX2. FX3. GX. GX2. H2R. BXWUHIToR A A vFix, V—7
VTEP £721ZBGW & L THR—bENET,

¢ Cisco Nexus N9K-X9716D-GX £ & T NIK-X9736C-FX, NIK-X9736C-FX3 T 1 > H1— RiZ
234 v (EoR) TOHAYR—bMENET,

cEOR ML TFF¥ AN TrH—1 4 (PIMv6) T=—Y—RA v)LFF¥ AL+ (ASM) %
FHLTANAS J—RELTERINLTWAEASIX., 7 u— iR E— R THROVWT
nnroa<y REFEHLT, 740 NINAOT T L— N EERT H20ER’H Y £ ¢

* system routing template-multicast-heavy

* system routing template-multicast-ext-heavy

VXLAN EVPN < JLFH A FDIERK .



VXLAN EVPN % LF 4 1 + DR |
B vaneven <L F o4 R EEBIZT S

« VPCBGW (%, IPV6 ¥ /L FF ¥ A F T H—L A TIEHR—FINFEHA,

s T 2TV AH v THERRIE, NVERRETA v H—T =2 A N—T RNy 7 BI R~ LTHA
AV =T 2 A A N—T RNy 7 TEIVFR—FENEH A,

* CiscoNX-0S U U —2Z 10.5(1)F LApg, ¥F—% & %— 777 Y v 2@ VXLAN EVPN < /L
FHA ME, vV FF¥ AT E =LA (PIMv6) T=—Y—A</LFF¥ A (ASM)
ET U HE—L A TOAIBER (IPv6) Ol G EYR— K LET, ZOVR— ML, BLFD
AL v FBELT T A v H— R TRARETT,

« J—7 VTEP & L T Cisco Nexus 9300-FX, FX2, FX3, GX., GX2, H2R, BI W
HI1 ToR %A v F,

T UK —LABINANT XX ARNT UH—L A (PIMv6) T=—Y —AT/LFF ¥ X K
(ASM) HIZHERR SN TV BEEITIE. A/31 & LT CiscoNexus N9K-X9716D-GX
B I ONIK-X9736C-FX T A > 71— K,

o T U X —LAMNMATIER (IPv6) ZMAT 55E1%. VIEP & L T Cisco Nexus
NIK-X9716D-GX ¥ KX TX N9K-X9736C-FX 7 1 /77 [

* CiscoNX-0S U U — A 10.5Q)F LAB., IPv6 7> Z— LA ¥ R— hZH LT\ 5 VXLAN
EVPN~ /LT H A hOVHR— R I, T X —LABANER (IPve) ZMiH L TWBHEHA,
VTEP & L T N9K-X9736C-FX3 7 A > #— K% 2 7= Cisco Nexus 9500 U — X A A » F
TR SN TWET,

VXLANEVPN W /)LFH A FZEF#IZT S

ZOFNEIE, VXLANEVPN < /LT A F OBREEZADNCL T ZE, v vFH A MIBGW
TOBRENIY £9, site-id i, 777V v 7/ A4 FPNOTTOHBGW THE L TH HMH

B FET,
FIE
ATV RFEREETIYa Y By
R w 71 |configureterminal Jua—N)Lar7 4 Xal—iay T— NEBLG
15'] : L/\i—g—o
switch# configure terminal
AFw 72 |evpn multisite border-gateway ms-id YA N7 TV wD 0)4%4’ NID Zf%E L E7,
i - ms-id OfEO#IFHIL, 1—2,814,749,767,110,655 T

. . . 7, msid 1%, I?JD777“U Y 7 A FNOF R
switch(config)# evpn multisite border-gateway . . .
100 TOBGW CTRIL THLMLENRDH D £97,

. VXLAN EVPN < )L FH A ~DERK
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VXLANEVEN T LF 44 ~ a7 5 |

ARV FFEREETIVa Yy

E:)

2T w73 |split-horizon per-site A RORIOR—4— 47— ko= A5 DCI
i - 7w~ffw7t»méntﬂ&/b%§ﬁf%5
switch (config-evpn-msite-bgw) # split-horizon (l 9 ‘ /\ff‘/ }‘ODEiEQ%E[]ﬁfL/jfif
per-site GE)

Ioawy FiE, ==—% v A FR—F—F—|
14%Wih%4beavw%%¥xb7y
=LA PFEEINTND WER L £,

RATwv 74 |interfacenvel VXLAN b RV Of&d & 72 5 VXLAN A—/3— L
i - A A B =T =2 AElERLET,
switch (config-evpn-msite-bgw) # interface nve 1 GE)

AA Y FTIZ1IDDONVEAS VX —T = A4 ADIE
HTExEd,

RT w5 |source-interfaceloopback src-if BETA VH—T = A AZ, ARRB2IPT KX
1 - EROAAL v F FITREEINTWHIL—T Ny
switch (config-if-nve)# source-interface loopback] A F—=T=A 71 ?ﬁ:éZ\gﬁ)% g iﬁ‘o \; =132

0 IP7 RLAE, BBERy U — 27 O—KFT /3 A A
BLOVE— K VTEPIZ L » TR SN HLERH
DET, Tnofud, LRy NT—T DX AT Iy
J V=T 47 Fa halENLTENET R
BARXTHZLIZL ST, ZOBEMEZERLET,

R w76 |host-reachability protocol bgp THUTAR R FRIERTHEMED T RRF A XA
i - &L LTBGP ZiER L £,
switch (config-if-nve)# host-reachability protocol|

bgp
X5 w77 |multisite border-gateway interface loopback vi-num |BGW {KAE TP 7 KL 2 (VIP) IZfERH A L—F

1 :

switch (config-if-nve)# multisite border-gateway
interface loopback 100

Ny Ao B—T o AERLET,
border-gateway f > % — 7 = A A, HZh7% /32 1P
T RUVAERDSAL v F RIZEESNLTNDHL—F
Ny AH—T 2 A AT IHVLERDY T,
ZDB2IPT RLAIX, BRER Y MU —27 O—KF7
NAABIOY £— FVTEPIZ L » TS D M
ERH Y ET, Znotudk, IEERY NT—27 DX A
FIv I V=T 47 FararEfLTENE
T RN ARTHZ LT, ZOBEMEERL
T, TOL—T Ry 7iF, EETA A —T A
ADN—T Ny 7 LITRIR DB H Y T,
vi-num OEiFHIZ, 0~ 1023 T,

VXLAN EVPN < JLFH A FDIERK .



VXLAN EVPN % LF 4 1 + DR |

B ore<iFEex b 7o8— Lo £EEALE VKLANEVPN R LFH 4 FOEDIE

AT RERETIVa Y

S

AFw 78 |noshutdown shutdown =~ > RZ 8 L ET,
1 :
switch(config-if-nve)# no shutdown
ATvT9 |exit NVE % EE— K&K T LET,
i -
switch (config-if-nve)# exit
X w710 |interfaceloopback loopback-number N—T Ny A H—T oA ABBELET,
1 -
switch (config)# interface loopback 0
AFw 711 |ip addressip-address N—T Ny ) L B—T A ADIPT RL A%

51

switch (config-if)# ip address 198.0.2.0/32

ELET,

IPV6 T IILFX YR ET7 A —L A Z{EHALT=VXLANEVPN
TILFHA FOEE

ZOFETIE, IPV6~LTFF ¥ AN T & — LA &AL TVXLANEVPN < /LF 41 hHHE
EAEMNLET, v ATV A MEIBGW TOHLATRD £, site-idiZ, 777U v 7/ A
FNDOFTRTDBGW THILTHLIMLERH Y £7,

FIEDHE

configureterminal
interface nve 1

host-reachability protocol bgp

member vni vni-range
multisite ingress-replication
mcast-group ipv6-address
no shutdown

exit

©ENOOHLN

- e e e )
PwN=3

ipv6 address ipv6-address

. VXLAN EVPN < )L FH A ~DERK

evpn multisite bor der-gateway ms-id

sour ce-inter face loopback src-if

interface loopback loopback-number

multisite bor der-gateway interface loopback vi-num
(L&) multisite virtual-rmac mac-address



| VXLANEVPN < LF44 bR

IPV6 T LF ¥ v R b 7oA — LA %A LT VKLANEVPN T L 754 FoaHit [

FIED M
g
av Y RFEEEFETFTIVa Y =]y

25w 1 |configureterminal Jau—N)L a7 4 FXal—ay T— REHB
1 - LETS
switch# configure terminal

AFw 72 |evpn multisite border-gateway ms-id YA NT77 TV w7 DOYA FID ZRELET,

4 - ms-id OfEDHIFIX, 1—2,814,749,767,110,655 T
switch(config)# evpn multisite border-gateway —’9‘«0 ms-id (L, mL> 7 7Y / 7/‘6‘/1) b WO)#/\
100 TOHOBGW CTRILTHALENH Y £,
GE)
mvpn vriidid =~ > X, site-id i3 2 /31 h &
B2, ZOMEPTXTOR LY A F BGW THE U
T, TRM RAA U TC—EThHLIULEND LG,
BGW T EH T, £/, fEIZY A b~ ID i & ff5e
LTI EHA,

ATw 73 |interfacenvel VXLAN b > %L D#&di & 72 5 VXLAN 4 —/3— L
- A AHE—=T x4 ZAERR L FET,
switch (config-evpn-msite-bgw) # interface nve 1 GE)

AL v FTEIDDNVEA »H—7 = A ADIE
ATEET,

AT w4 |sourceinterfaceloopback src-if EAZTEA VB —T oA AL, A%72/128 IPv6 7 K
i - VAZBEFOAA v F FICRESILTWVDL—T Ny
switch(config-if-nve)# source-interface loopback] 7 /]) :/& -7 I/]) A L:ﬁ“éu\z\%ﬁ\&@ D i‘g—" = 0)

0 /128 1Pv6 7 R L A%, #8ER >y NT—7 O—FF7
NAZB XY F— P VTEPIZ L » TR S 2
ERHY ET, Znotuid, EEERY NU—TDHA
FIvI =T 47 TubhariENLTEnNE
T RREALRTHZ LIk ->T, ZOBEMEEERL
£7,

AT w75 |host-reachability protocol bgp ZHUEAR A MEFETREMED T RANZ A XA L M
i - &L LTBGP ZiER L £,
switch(config-if-nve)# host-reachability protocol]

bgp

X w76 |multisite border-gateway interface loopback vi-num |BGW {E4E IPv6 7 KL 2 (VIP) \ZfEH X5 /L—

Bl - TRy I A =T 2 A ERLET,
border-gateway - > % —7 = A A%, BRI /128

VXLAN EVPN < JLFH A FDIERK .
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B rs<iFFox b 78— LA EEALE VXLANEVPN R LFH A FOBIE

ARV FFEREETIVa Yy

S

switch(config-if-nve)# multisite border-gateway
interface loopback 100

IPv6 7 RV AZRDAA v TF RIS TV D
N—T NI A B —T A AT HLENRHY
F9, ZD/128IPv6 7 L A%, Bakxr v hU—
7 DT 2B LY F— F VTEPIZ L » TR
MEINDMENRHY FF, Inotlid, EEXR Y b
U= DHEAFIvI N—T 47 7a kalkr
NLTENET RRNEAXTHEIZEH-T, 2D
BERERLET, ZOL—F Ry 7 iE EETA
VHR—=T 2 ADN—T Ny 7 LIXRI D LEND
D £9, vi-num OFPHIL, 0~ 1023 T,

ATy T17 (f£#) multisite virtual-rmac mac-address DAL > F & O ATERMEEZ MR T HI21E. Nexus
1 9000 A1 »»F T VvMAC % FE/ TR L C. HEE
s '-tch(conf' if-nve)# multisite virtual-rmac Ekéﬂf: VMAC %L%%Té%\%ﬁ‘% ) i'@‘o %

w1l 1g-1Ir—-nv u 1Sl vi u - - N
5600 0000, 2bog 7 4V OBELHBER T, T8 vMAC 25
SN TWDEEIE, FEIVMAC MBS LET,
)
VMAC 7 R L AR CTlE, =2=% ¥ A K MAC 7
RUAFHO LN R — R I TWET,

AFw 78 |member vnivni-range BABR > b U — 27 @B (VND Z3ELET,
Bl - vni-range O FIHIL 1 ~ 16,777,214 T9", vni-range
switch (config-if-nve)# member vni 50101 O?ﬁihi‘ 5000 iﬁ&fODEQAAODﬁijifiZj:5001“*5008 iﬁ

EOHIPH T,

ZFw 79 |multisiteingressreplication YA T TRMAAE £ L3R T B 12 b D~ LT3 1
Bl MR AR L ET
switch (config-if-nve-vni)# multisite
ingress-replication

AT w710 | mcast-group ipv6-address 777V ITHADIPV6 v LT F ¥ A b IS N—T %
i - iR L £
switch(config-if-nve-vni) # mcast-group ££03::101

AT w711 |noshutdown shutdown =2~ > K& L E9,

51
switch(config-if-nve)# no shutdown
ATy 12 |exit NVEREE— REZ&TLET,
1 :
switch (config-if-nve)# exit
R w713 |interfaceloopback loopback-number N—T Ry B —T 2 AEBELET,

1 -

. VXLAN EVPN < )L FH A ~DERK
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wLFHA roF27 LR Y- k0T [

ARV FFEREETIVa Yy

E:)

switch (config)# interface loopback 0

ATV 714

ipv6 address ipv6-address

1 -

switch (config-if)# ipv6é address
2001:DB8::11:11:11:11/128

N—T Ny I A BZ =T ZADIPv6 T KL A%
ML ET,

TILFHA FDOT17ILRD Y R— FDHRTE

v h XY RDEEZFECTHRET S0, T2 7 /LRD ZHNZTAULENL AEEIL. IROF

JNEIZHEV N9,

458 HHEIIZ

VXLAN EVPN <~ /VF %A M EHZZ L ET,

FIE

ARV RFFERERTI VA Y

=)

Z 5 71 | configureterminal Ta—r ) ar7 4 Xal— gy T— NS
15“ : L/iﬁ—o
switch# configure terminal
switch (config) #

A 72 |router bgp as-num BEVAT AE S EZHET D, asnum OHiFHIL 1 ~
1l - 4,294,967,295 T,
switch(config)# router bgp 100
switch (config-router) #

AT 73 |[no]rd dual id [2-bytes] T H o Z YU RD DEHIDO 24 aEFRLET, ID
1 - [, ~/AFYA b BGW TR L Th 2 BEN B Y
switch (config-router)# rd dual id 1 i—g«" ﬁyjﬂtﬁigéi 1~ 65535 -@—g—o

GE)
VEIZHE U T, norddual 2~ FEFEHLTT =2
T7JVRD L, B—DORDIZT #—/L Ny
TEET,
ATy 74| (L&) show bgp evi evi-id FRE L7= EVI® rddual id[2-bytes] =~ > RDO—#f &

1 -

switch (config-router)# show bgp evi 100

LTREESNTZEI XY RDEERLET,

VXLAN EVPN < JLFH A FDIERK .



VXLAN EVPN % LF 4 1 + DR |
B vwsa7L = rome

i
WOBE, show bgp evi evi-id 2~ > ROY 7L &R LT kT,

switch# show bgp evi 100

L2VNI ID : 100 (L2-100)

RD : 3.3.3.3:32867

Secondary RD : 1:100

Prefixes (local/total) : 1/6

Created : Jun 23 22:35:13.368170

Last Oper Up/Down : Jun 23 22:35:13.369005 / never
Enabled : Yes

Active Export RT list
100:100

Active Import RT list
100:100

VNI Ta17I)L E— FODOETE

ZOFETIE., FFEDVLANDOBUM h T 7 4 v FAAL VOFREICHOWTCIBHLET, 77
TV TP A MNOSAT XY A NEZFANLVT DV r—vav e, Bipd 7770 00/
A FEHTOAD LT r— a v OFEARYR— XN TWET,

\)

GE)  HEOVRERAHY ., | DTN TRTCOY —7 A v FIHIRES N TW DL HEEIE, £D 1o
DYEBE VREIZH X —D/—7 Ny 7 %BML, BGP /L TT RAZ A X TEET, L
NOEETE, TBESN TS VRF O E ED AL v FITTEREN TN D NEHER L THD,
EFNEND VRFIZA I —DNA—T RNy 7 EEBML, TNHLT RRX A XTELENRLY F
T, LMo 7T, advertisepip 2~> REHEH LT, S%BETHAEEOH L2 —F—
F—%B5IELFET,

ZEDO VNI D<= NLTF X A NEFRIIAD VTV Fr— g U OFREDFHEMIZOVWTIE, VXLAN
BGP EVPN @il (eBGP) %#ZH L T 7EEW,

Fig
ARV FFERET7TIVa Y B
AT w 71 | configureterminal JTa— )L a7 4 X2 b—3ay B— FEELG
15“ L/i‘g‘o
switch# configure terminal
RTw 72 |interfacenve 1 VXLAN bk > 3L DOf&dli & 72 5 VXLAN A—/3— L
- A AE =T A ZAEERRLET,

. VXLAN EVPN < )L FH A ~DERK
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I7Iuvopa sy rsvrosngE I

ARV RFEEETIIa Y B8
switch (config)# interface nve 1 OI)
AA v TFTIE1IDODONVE A Z—T A ADIHfE
HTx%E9,
AT 73 | member vni vni-range AR >y R U — 2 @57 (VNI ZRELET,
Bl - vni-range O #EPHIL 1 ~ 16,777,214 T, vni-range ®
switch (config-if-nve)# member vmi 200 fEIE, 5000 72 & DOHL—OfE £ 7213 5001—5008 72 &
DOFH T,
GE)
AT v TAETIAT v T 5sOnTrOa~ s R
EATTLET,
AT 7 4 | mcast-group ip-addr 757U v ZNONVE~LFXx A K ZL—F P
1 : TV 4T AERELET,
switch (config-if-nve-vni) # mcast-group 255.0.4.1
AT 75 |ingressreplication protocol bgp VNI D A Jj#E 8%+ % BGPEVPN Z# H M2 LE7,
51 -

switch(config-if-nve-vni)# ingress-replication
protocol bgp

R 7w 76| multisiteingressreplication LAY 2VNI 2L 572D~/ FHA ~ BUM
i - VIV = a r FREERLET,

switch (config-if-nve-vni)# multisite
ingress-replication

] > e 2N » =1L =
2720y oDClY) D FTYXUITDETE
TOFETIX, TRTODCHHIA > F—T oA R YA NOWNEHR/TZ 77D v 74> F—T <
A AEBWTHTDOFEICOWTHALET, M7 vF 2 JIIMEAT, $XTODCY7 77
Uo7 Do BB LIERAIS., A B E713Y 1 h~® EVPN /L— N OEIR(E 2 1
T AT DIERESNET,

Fig
OV RFERET7TIV3 Y B
R 71| configure terminal Ja— AR — RERR L £,
i :
switch# configure terminal

VXLAN EVPN < JLFH A FDIERK .
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VXLAN EVPN % LF 4 1 + DR |

ARV RFERETIVa Y

B8

R 72 |interface ethernet port
f5

switch (config)# interface ethernetl/1

BELIEA v Z—T 2 ADA v Z—T = A A
T— REHBELET,

GE)

AT o F3FEFITIAT v 74T, ROWT LD
< REANLET,

e
it

X 7 3 | evpn multisite dci-tracking

1 -

switch(config-if)# evpn multisite dci-tracking

DCIA X —T A AT oF U TEERELET,

ATv74| ({LE) evpn multistefabric-tracking
fil

switch (config-if) # evpn multisite fabric-tracking

EVPNYAFHA L 777V v s 1T vk 7 e
fE_‘L/ijAo

evpn multisitefabric-tracking |, —==—%+ X h
BGW & vPCBGW 7 7 7'V w7 U U 7 Z/ZE T,

R Fw 75 |ip addressip-addr | ipv6 addressipv6-addr
i -

IPv4

1 -
IPv6 DS

switch (config-if)# ipv6 address
2001:DB8::192:1:1:1

AV H—Fy b =PRSS — A Z M2

switch(config-if)# ip address 192.1.1.1

IPE7-I1XIPv6 7 RLAZHRELET,

R w 76 | no shutdown
fl

switch (config-if)# no shutdown

shutdown =< > R&EZHEIC L £,

277984 /N\—D

=JL ==

aX AE

ZOFIETIE., oY A N7 77U v BGW LEET L1007 77U v 7 4ER/DCL %A

IN—DBEIZHOWNTHALET,

FIE

AR NFEERTOVa Y

=)

Z w71 | configureterminal

1

. VXLAN EVPN < )L FH A ~DERK
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777y vongrgri—oiE [

AU RFERETIVa Y

B8

switch# configure terminal

R T 72 |router bgp as-num BESAT ARG EZRET D, asnum DL 1 ~
i - 4,294,967,295 T,
switch (config)# router bgp 100
AT 7 3 | neighbor [ip-addr | ipv6-addr] BGP A N—%FELET,
1 -
A F =Ry h =PI — B R 27T 5
1Pv4
switch (config-router)# neighbor 100.0.0.1
fAil
IPv6 D&
switch (config-router)# neighbor
2001:DB8::100:0:0:1
AT v 7 4| remote-asvalue UE— RN ETOAES AT LEFESEHR L ET,
i
switch (config-router-neighbor) # remote-as 69000
AT 75 | peer-type fabric-external ~“NTFHA NORI AN KT UTA FEAIC
i - L &9, EVPNIIROF A MMEBGP 1A /13— & &
2 ; — L
switch (config-router-neighbor) # peer-type &Li‘j—o peer type®777“—ﬂ/ I\ Li‘ fabric-internal
fabric-external TFTro
GE)
peer-typefabric-external =~ > Ni&, VXLAN ~/1
FH A~ BGW [ZDOHMETT, L BGW (2134
BZ2HY EHA,
AT 7 6| address-family [2vpn evpn BGP XA N—IZHHT RL A 773V DL A¥2
i - VPNEVPN Z#&E L £ 7
switch (config-router-neighbor) # address-family
12vpn evpn
AT 77 |rewrite-evpn-rt-asn N—h Z—% vy (RT) H#EESHEZ T,

1 -
switch (config-router-neighbor) #
rewrite-evpn-rt-asn

MAC-VRF ¥ X OMP-VRF % E % féfi £k L £ 3, BGP
T — hEZfE L, RT BHEALET 5 L X2, £
DIL—FEFEEFELTWDHET AS & ASES—FT
LINE S R L, EEHAFET, BRI,
Zoa<r RiE, BGP BREINTZHRA/N—D
E—MASEFEL-HTHEOITEEL—F X—
Y POASEZFEEELET, LY —N)L—HXT
EHEINTZRTELHERTEET,
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VXLAN EVPN % LF 4 1 + DR |

B vaneveN <L F oA b R F—LHEORE

VXLANEVPN W /)LFH 4 b X b—LFH|HDERTE

FIRDOEE

F IR D

VXLAN EVPN = /L FH 1 k X h—2Af#lfIZ LD, ~VF VA k BGW D ILFF AT 4 F—
vay BUM) bT7 74 v 7®L— MRNAREIZZRY 3, ADWFRO7 77 vr U
TORYY—ZFHLT, DCIY > 7 %2 L TCEEESNDBUM b T 7 v 7 ZHIICE £7,

VE—h ETORIFERREME, DCIY 7 2N L TORMTIMERNH Y £3, @Y7L —7 4«
VIRRIZED, VE—F YA NN NT 7TV T VT ETT RRAX AL XENRNE
INTTHMLERH D F9,

TNAFXY AN NT T 4 v ZIEDCIA v B —T oA ATOHRRY 73N, Az =%%
ArBLOTo—FRKEY AN T 749 7EDCLET T T A A —T 2 A ADMHITT
KU TENET,

CiscoNX-0S U U — 2 936) LIED VU U —ATliX, L— FOWE L BENREL S TWET,
HARIRIZBFEDCL T v 7V v 7 BIRIRIC ESWTCEE S, DCL T v ¥ /T 7T &En
TeA B =T 2 A ADHPEFESNET, GOV V=L, 777 Vw7 ZTfFEA 0
B—=T A ZALFENTVWET) . oI, MURUT2H 2R — 95 2 & TREMNM L
L9, ZN6OHEEMKAEIL. Cisco Nexus 9300-EX. 9300-FX/FX2/FX3, KT8 9300-GX 7
Ty b7 —Lh AL v FITHEAINET,

Cisco NX-OS U U —2Z 10.5Q2)F LA, N9K-X9736C-FX3 7 A > 5 — K& ## L 7= Cisco Nexus
9500 >V — R AA v F TlZ. VXLAN EVPN = /L F %A kb 2 h—LHIHNFR—FEn T
£,

N

GE) 7 27FBAFR—F A PF—LHBEOEMICOWVWTIZ, [Cisco Nexus 9000 & U — X NX-0S LA ¥

a7 4FXal—vary B4 R] Z8RLTLLEEN,

1. configureterminal
[no] evpn storm-control {broadcast | multicast | unicast} {level level}

FIE

ARV RFERERTIVa Y

=)

Z w71 | configureterminal
1

switch# configure terminal
switch (config) #

Juau—)L a7 4 Xal—gy FT— NELG
Liﬁ—o
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| VXLANEVPN 2 )LF4 1 DR
VXLANEVPN T LF 4 4 + 2 b—ngimokR [

AU RFERETIVa Y Be
X 7 2 | [no] evpn storm-control {broadcast | multicast |unicast} | 2 ~— A& L1 % 0—100 DIIETHRE L F T,
{level level} ‘ )
0IFT_XTHOEL T T4 v IR RryTEINHT L%
o B L. 1001 ET_CO T 7 1 v 7 BHFATSND
switch(config)# evpn storm-control unicast| = b ZEMH L9, FHEOMEOHEES. R =
level 10 Ty AR NT T 4 v L— bR TR S O
Bl - N7 —=VICHIRESES, L& E fE 10
switch(config)# evpn storm-control unicast| X FTT 7 = %ﬁiﬁiﬁ!ﬂﬁfﬁﬁiﬁ%f&m@]q%
level 10.20 WCHIR S, ZDOL— 2B bDIET_TER

0Dy 7ENALZEEERLET,

Cisco NX-OS Release 9.3(6) LARE Tl /NI D%
2HIDOE T ZBIMNT 52 LT, LULZ/NREE L
TRETEET, & 2E, 1020 DfEE AN TE
£

VXLAN EVPN ¥ )L FH A b X b—LFH DR

EVPN A b — AR EEREZFRT DT, kOoa~vr Re A LET,

avUFR S
sot 1 show hardware vxlan storm-control EVPN A b — AHIfHERE D AT — X A & FoR
LET,

)

CE) A PF—LAHIEALIVEICET S L, ROLIICAvE—UPRn ZICRESNET,

BGWY-1 $ETHPORT-5-STORM CONTROL ABOVE THRESHOLD: Traffic in port Ethernetl/32 exceeds
the configured threshold , action - Trap (message repeated 38 times)

WC ZHHR— b9 B7ILFHA bk

[o] —
VPC ZHHR— FFTBTILFHYA FZDNT
BGW (XIVPC 2 7Ly 7 RAIZEETE £T, ZOHA. —_EHERINE 774 T U+ —ILE
T — B 2w IS T T v VR E IV —T 4 7 S D BB CIEERE S
NEFRA RN Y R— N TEFET, vVPCBGW IZIZVPCEBE D~ ILVTFR—I  ZTHfFAH Y . DF
BIREFIZIATY Y N ARTARXDEVPN A 7 40— MEEFELER A
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VXLAN EVPN % LF 4 1 + DR |
B orcok—rEERLEILF YA FOXESELHIREE

WCHR—FZFERLE-YILFYA FOTEFIELFIREIE
VPC AR — F &2 L7z~ F A bME, ROFEEFHELHENEFELH Y £,
« VPC® 4000 VNI [ZHVHF— F N TWEF A,

« VIP Z g fF 4% BUM Tld. MCT YV v 2 i3a7SBEE7-137 7 7V v 7 5Bk o
U AR—=FELTHERHESN., 777V v 7 DBECIIa=%x A T 7 4 v 7

SNFET,
* CiscoNX-0S U U — 2 10.1(2) A& TiX. vPCBGW Zffi ] L7= TRM <~ /L F A kR4 7H—
X TWET,

e JE—hF wFHVA FBGW IL—T Ny 7 T RLA~DNL— KX, Nv 77T v 7 SVl &
L CHER S 472 vPC R —F — A — T = A ZA v FMD iBGP 71 h /L LV 5
\ZDCL VU 7 NAZBET DZMERHY £, Ny 277 v 7 SVIIL, DCL Y 7 EERN
WELICGEICOMERT H2MERH Y £7°,

*VPCBGW (X, IPv6 ¥V FF ¥ A K T U X —L A THR—FENEHA,

VWPCHHR—FZKBTILFHA FDERTE
ZOFIETIX, VPC E VAR — T 5L FH A FOBREICOWTHIAL T,
* VPC KA AV DFRTE
e ARN— K~ F¥RNVEFRELET,
VPCET V7 %R ELET,

Fig
aAv U RFEREET7TIV3Y B
& A configureterminal ra—x)L a7 4 ¥l — gy E— RE2Bts
51 LET.
switch# configure terminal
A5y JS2 |featurevpc TNA A LETVPC A R—T M LET,
1 -
switch (config) # feature vpc
25w 73 |featureinterface-vlan FRA ZADA B —T = A A VLAN BREZR A 1 —
15“ : 7‘\/1/L: L/jz‘jﬁo

switch (config)# feature interface-vlan
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w4 H— kzk v LF o1 rogE [

ARV FFEREETIVa Yy

E:)

RTwv 74 |featurelacp TNA AD LACP Bfg & A 12— 7 M LET,
11 -
switch (config)# feature lacp
RATFw 75 |featurepim TNA AD PIM hER A 2 —T M LET,
{1
switch (config)# feature pim
AT7w 76 |featureospf T /NA AD OSPF HREA A X —7 /M LE T,
1
switch (config) # feature ospf
AT w1 |ippimrp-addressaddress group-list range TUH—LA A F XY X TA—THMAIZ, PIM
i - RP7 RLAZRELET,
switch(config)# ip pim rp-address 100.100.100.1
group-list 224.0.0/4
AT w78 |vpcdomain domain-id FNA A FIZVPC RAAL U &ERR L, BEHNT
Bl - vpe-domain iXEE— REFM L ET, 774/ b
switch (config) # vpc domain 1 3D £t A, %B&i 1~ 1000 TY
ATy 79 | peerswitch BT A v FEERLET,
&1
switch (config-vpc-domain) # peer switch
AT 710 |peer gateway VPC D7 — h 7= MACT RL RA%&%5650 L4 5%
Bl - Ty ML TUA Y 3EREE A R—T7 ML E
switch (config-vpc-domain) # peer gateway 7f°
25w 711 | peer-keepalive destination ip-address VCETXF—T 7747 VDYV E—F R
i - DIPvd 7 KL AZFBELET,
switch (config-vpc-domain) # peer-keepalive GE)
destination 172.28.230.85 WCHT%%77§47UV7%%ET6ET\
VPC BT U U 7 IR S IVEE A
BHAR— K& VRE BT 7 4L hTY,
RTw 712 |iparpsynchronize VPC R A A TIP ARP W2 G LT, T3

1 -

switch (config-vpc-domain)# ip arp synchronize

2D Y m— KD ARP T —7 VO AR ZEE b L
F7,

VXLAN EVPN < JLFH A FDIERK .
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VXLAN EVPN % LF 4 1 + DR |

ARV FFEREETIVa Yy

S

A7 w713 |ipvénd synchronize VPC R A A TIPVOND Al Z AZIC LT, 734
il - AD Y v— FEOND 7 —7 VORRE & il L E
switch (config-vpc-domain)# ipv6é nd synchronize ?fo

RATY T4 |VPCET Y U7 BERLET, VPCET V7 R=h F¥ RN A F—T A A
1 EIERR L, 220D AN~ L H—T = A Z%&BN

. . _ LT,
switch(config)# interface port-channel 1
switch (config)# switchport
switch (config)# switchport mode trunk
switch(config)# switchport trunk allowed vlan
1,10,100-200
switch (config)# mtu 9216
switch (config)# vpc peer-link
switch (config)# no shut
switch (config) # interface Ethernet 1/1, 1/21
switch (config)# switchport
switch (config)# mtu 9216
switch(config)# channel-group 1 mode active
switch(config)# no shutdown

ZF w715 |system nveinfra-viansrange Ry 2T v =5y K82 L LTH VXLAN X
Bl - J& VLAN ZEFK L £7°,
switch (config)# system nve infra-vlans 10

RTw 716 | Vvlan number A 77 VLAN & L TR % VLAN Z/ERk L %
11 kK
switch (config)# wvlan 10

ATV T |SVI Z1ER L ET. VPCET VD EDNy 7T T N—T » R/RRIC
5 - A SHD SVI Z1EK LET.
switch (config)# interface vlan 10
switch (config) # ip address 10.10.10.1/30
switch(config)# ip router ospf process UNDERLAY

area 0

switch(config)# ip pim sparse-mode
switch(config)# no ip redirects
switch(config)# mtu 9216
switch(config)# no shutdown

ATv 718 | ({L#&) delay restoreinterface-vlian seconds SVI OWIEE L H A ~—% A X —T VI LET,
. SVUVNL A7 —/LIsRE WS EIE, 2 OfEZ i+

,'th( Ny omain # del . HTEEHERLES, X SCI vy AR
switch (config-vpc-domain elay restore N P s -
interface-vlan 45 1000 0)%/5\\ &@@E’gf ASFPICRRET D Z & & HiE

"LET,
AT 719 |evpn multisite bor der-gateway ms-id YA NT777 V7OV A NID ZHELET,

1
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w4 H— kzk v LF o1 rogE [

ARV FFEREETIVa Yy

E:)

switch(config)# evpn multisite border-gateway
100

. WC77 7V v 7 /%A FAOFTTDBGW
TRILTHLMERHY £,

AFwF20 |interfacenvel VXLAN b > R VD& & 72 5 VXLAN A —/3— L
B - A AE—T oA ABMERRLET,
switch (config-evpn-msite-bgw) # interface nve 1 GE)

AA v FTIHX1IDODONVEA U H—T = A ADIF
HT&xFET,

R w721 |sourceinterfaceloopback src-if EETLA B —T = A AT, B2 /B32IP7 FL&
Bl - BERFORA v F EITRESNTWANAL—T Ny T
switch (config-if-nve)# source-interface loopback] /1’ :/5 -7 :v:/]' A \_j\—é’%gﬁ‘% V) iﬁ‘o ‘: D/32

0 IP7 RLRIZ, EE5ER Yy NT—7 O—RFT /34 R
BLOYE—FVTEPIZ L > TR EN D MLE N H
DET, T, BERY NT—TDXAFIvD
N—TF 47 7a haliENLTT KL RAE@EM
THZLILLH-T, FEHEINET,

Z 7w 722 |host-reachability protocol bgp ZHUEAR R MEGERREMED T KNS A R R L M
i - ELTBGP ZEHLLET,
switch(config-if-nve)# host-reachability protocol]

bgp

R Fw 723 |multisite border-gateway interface loopback vi-num |BGW {F#4B 1P 7 KL 2 (VIP) |[ZfEH XA /L—F
i) - Ny B —T oA AZEZXLET, FETA
switch(config-if-nve)# multisite border-gateway :/& -7 :r_/f i i ﬁfj}fg /3217 }\ LA %ﬁox

interface loopback 100 A v F EIZERESNTWAINL—T Ny T L HF—
Tz RAZTHMERNHY ET, ZTDB2IPT KL
A, ARy R =7 O— T3 2B LY
E— M VTEPIZ L > TR SN BV E N H Y £7,
i, BERY NI DEAF I T —T 4
Y77 harEffLTT RLAZBHTs2 L
IZE-T, EBINET, ZOL—TF RNy 7L, &
BIA v B —T oA ZADN—TF I 7 LTI 5
ERH Y F9, vi-num OFFEIZ, 0~ 1023 T,
A w724 |noshutdown shutdown =2~ > RZ&MEZ L ET,
5 -
switch (config-if-nve)# no shutdown
ATy T2 |exit NVE % EET— F&EK&TLET,
i

switch (config-if-nve)# exit
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VXLAN EVPN % LF 4 1 + DR |

ARV FFEREETIVa Yy

S

R w726 |interfaceloopback loopback-number N—T Ry B —T 2 AEBELET,
1 -
switch (config)# interface loopback 0
A7 721 |ip addressip-address N—=T Ry I A B—=T 2 A ZADTTA<YIPT
i FLAziE LT,
switch (config-if)# ip address 198.0.2.0/32
AT w728 |ipaddressip-address secondary N—=T Ry A B =T A ADE I ZVIPT
15“ : ]\\\I/X %‘f%ﬁibiﬁo
switch (config-if)# ip address 198.0.2.1/32
secondary
AT w729 |ippim sparse-mode N—T Ny B —T = A ATPIM A/3— X

15“ . £ F\%gﬁﬁbjﬁ—g_o

switch (config-if)# ip pim sparse-mode

WC ZFERLE=VILFYA F R—Fk

X TE DFEE

Multi-Site with vPC H 78— NMEREZERT BT, ROWTRhrOa~vr RE AL LET,

show vpc brief

— )72 VPC B L ONCC D AT —H A ZFKoR
Liﬂ_o

show vpc consistency-par ameter s global

FT_RTOVWPCA L E—T oA AR T—EL
TWABMBENRHDB/INTA—HDAT—H A%
FRLET,

show vpc consistency-par ameter svni

WD VPCET T—EBLTWALENRDL S
NVEA v X —7 = A A FDVNIDOEREER%
FRLET,

show vpc brief =~ > RO H T34 :

switch# show vpc brief

Legend:
(*) - local vPC is down, forwarding via vPC peer-link
vPC domain id 01
Peer status : peer adjacency formed ok (<=-- peer up)
vPC keep-alive status : peer is alive
Configuration consistency status : success (<----- CC passed)
Per-vlan consistency status : success (<=--- per-VNI CCpassed)
Type-2 consistency status : success
vPC role : secondary
Number of vPCs configured 1
Peer Gateway : Enabled

Dual-active excluded VLANs HE

. VXLAN EVPN < )L FH A ~DERK




| VXLANEVPN < LF44 bR
X VNI £ AT 5L F o ~oxEs |

Graceful Consistency Check : Enabled

Auto-recovery status : Enabled, timer is off. (timeout = 240s)

Delay-restore status : Timer is off. (timeout = 30s)

Delay-restore SVI status : Timer is off. (timeout = 10s)

Operational Layer3 Peer-router : Disabled

[...]

show vpc consistency-parametersglobal ==~ > KO H 714 :

switch# show vpc consistency-parameters global

Legend:
Type 1 : vPC will be suspended in case of mismatch

Name Type Local Value Peer Value

[...]

Nvel Adm St, Src Adm St, 1 Up, Up, 2.1.44.5, CpP, Up, Up, 2.1.44.5, CP,

Sec IP, Host Reach, VMAC TRUE, Disabled, TRUE, Disabled,

Adv, SA,mcast 12, mcast 0.0.0.0, 0.0.0.0, 0.0.0.0, 0.0.0.0,

13, IR BGP,MS Adm St, Reo Disabled, Up, Disabled, Up,
200.200.200.200 200.200.200.200

[...]

show vpc consistency-parametersvni =1~ > KO H 61 :

switch(config-if-nve-vni)# show vpc consistency-parameters vni

Legend:
Type 1 : vPC will be suspended in case of mismatch
Name Type Local Value Peer Value
Nvel Vni, Mcast, Mode, 1 11577, 234.1.1.1, 11577, 234.1.1.1,
Type, Flags Mcast, L2, MS IR Mcast, L2, MS IR
Nvel Vni, Mcast, Mode, 1 11576, 234.1.1.1, 11576, 234.1.1.1,
Type, Flags Mcast, L2, MS IR Mcast, L2, MS IR

[...]

SEXFVNI ZERIT S VILTFH A FDEEEH!

WOFNE, H7eD VNI > &2 52 5DOH A FA3E U MAC VRF % 721% IP VRF (2859 %
FEERLTOVET, 1 OOF A MEIVNI200 ZNETHEHAL, 95 1 D2OH A hid VNI300
ERNESCHEA LET, VNIMERRZRB720, —FZ—5 > bautold—EH L7a< 20 L1,
L7z oT, — b Z—Fy MEAXFECTHRETH2HLERH Y £9, ZofITIiL, fE222:333
TR DY A FHD 25D VNI 20 5bE T,

H 4 k1D BGW [Z1E L2VNI 200 & L3VNI201 288 ¥ £7,

B4~ 2O BGW IZIX L2VNI 300 & L3VNI301 23dH Y £77,

)

GE) ZoOBEFITIE, BARNZR~LVTFHA FERENT TIITOR TS Z EZ&AEE LTWET,
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VXLAN EVPN % LF 4 1 + DR |

GE)  BGW TVLAN 75 VRF ~D~ v BV 7 RUE T,

Z OEMIX, BGW TO MAC-IP L— |k

DOFARRKICVEES L2VNI-to-L3VNI ¥ v B0 7V E M T A 7= DI BT,

LL1¥Y3DHEE

H A4 F1 DBGW /— KT, L3VNI201 & L3VNI301 ZfEfH L C2 2D A b & 27 <458 RT
201:301 #FELE7,

vrf context vni201

vni 201

address-family
route-target
route-target
route-target

ipv4 unicast

both auto evpn
import 201:301 evpn
export 201:301 evpn

H A k200 BGW /— KT, L3VNI201 & L3VNI30l ZfEH L T2 2DH A hao74 H@mo
RT 201:301 #53%E L £,

vrf context vni301

vni 301

address-family
route-target
route-target
route-target

LAY 2DHE

ipv4 unicast

both auto evpn
import 201:301 evpn
export 201:301 evpn

P4 F1DBGW /— KT, L2VNI200 & L2VNI300 Z#{HH L T2 2DOH% A FE o HED
RT 222:333 % E L £,

evpn
vni 200 12
rd auto
route-target
route-target
route-target
route-target

import auto
import 222:333
export auto
export 222:333

MAC-IP /v— s ® L3 T~V &N AR T 5121, VRF (L3VNID) % L2VNI (ZBHHEfHT &

#‘O

interface Vlan 200
vrf member vni201

P14 F2DBGW /— KT, L2ZVNI200& L2VNI300 Z#ffH L T2 2D Y A b %27 <@ RT
222:333 R ELET,

evpn
vni 300 12
rd auto
route-target
route-target
route-target
route-target

import auto
import 222:333
export auto
export 222:333
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PPEERALE77 T vo~07 k14X [

MAC-IP /b— s ® L3 T~V Z YN BAER T 5121, VRF (L3VNI) % L2VNI (ZBEHEfHT F
@—o

interface vlan 300
vrf member vni30l

PIP#ERLE=777)yI~ADT7 FNFAX

CiscoNX-0OS8 U U —Z 10.5(1)F AR TlE, %7 A REBEy 7L LTOPIP L7 77V v 7 {ll~D
PIP ® RMAC #fEH L T, A EVPN Z A 75— %27 RARZ A4 X5 K 512 BGW 23T
TEET, ZORETIE. BGWIIIL— FDT FAE A XIZVIPORH D ITPIP 2 H L E9,

EEEIREFINEIR

PIP #fH L CL— &7 RAX A AT H5A1E, ROFEEFHEFOFE/EH SN ET,
¢ Cisco NX-OS U U —2A 10.5(1)F Ti&, L3 AR — FOABEMINTWET,
o ZDOEREIL, VPCBGW I3 & EH A,

e Z DYV a—arTiE, VE—FBGWHBRE U L%, BGW & U —7 T/l— M3 HE
HEINDHET, bT 740 v 7P TPRERINET,
a—HF—Z, V—T7DEVPNBLOVRFOT RL A7 7 I U TRA/NR 2T 203
NHDFET, ZFUTELY, BGPIX, T RXTDONRAEZNRZX MXRAFETI/VTFRAE L TE
WL, T_XTCORI ARy T2 T T —T 4T =Xy ra—RKLT, a—FK
NG TheREITTEET,
fHBID BGW & Z A 2 FEHAT S FARe TR, RO2Oo0F T aronnhzgE
1TTH0ENH Y £,

«BGW TF =27 /)L RD ##EZNZ LE T,

¢ A/3A T configure add-path =~ > RZEH L 7,

fabric-advertise-pip I3 2~ > Ri&, [WCHA F EDOFTXTDO BGW THKT 5 LERH Y

iﬁ—o
-:@yunwvayﬁ\ﬁ4hik\ﬁv~y”km1o@BmN®A%ﬁ%¢évw%
FL—r MR ICHEATEET, VA T EITEHOBGW N E—D 7 L — T &

NTWAEES, 2OV a—a i IlEH) ¥ A,

fabric-advertise-pip I3 AN/ > T DG, BGW L PIP 7 KL AZFFOR UHA K
oo BGW 226D E— ks A F 50— eZFANET, kb, BGW Eo
N— R T EORZEREM L, B UV A b DO BGW ORICIERGITS X H ik £,
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B rrzemLco7 7005127 B84 XT B0 BEW DEE

SR

PP ZFERALTI 7YY DIZT b2 AL X 518D BGW DEXE

OB arTIE, 2=—F% ¥ XA NBGW FEO 77 7Y v I A~ADRT A MRy L LT PIP
PHEAHLT, VE—MA—F DT RNNZA XEFHBNTH7-OOREFNEICOWTIHIAL E

ﬁéo
FlED#HEE
1. configureterminal
2. evpn multisite border-gateway ms-id
3. fabric-advertise-pip 13
FlED
FIE
ARV FERET7IVa Y By

AT 71 |configureterminal sua— ) ar7 4 Xalb— gy ®— Faelh
15“ . L/i—g—o
switch# configure terminal

AT 7 2| evpn multisite bor der-gateway ms-id YA NT77 Vv 7OV A FID ZRELET,

%l - ms-id DEO&FH X, 1—2,814,749,767,110,655 T,
switch (config)# evpn multisite border-gateway 100 ms-id [, Iﬁ:‘ L7777 /7/_&/]) b WO)TAT@
BGW CTHILTHLMERH Y 7,

AT 73 |fabric-advertise-pip I3 77TV I ~DPIP X7 A MRy MM LY
Bl - EF—REVPN XA 7 5/L—F DT RNZ A XA |
switch (config-evpn-msite-bgw) # %f%?%ﬂL:IJifjfo
fabric-advertise-pip 13

SJL = =

SRTEDIER

show nveinterfacenve ldetail =~ > RAZHH LT, REXHERLET,

switch(config)# show nve interface nve 1 detail

Interface: nvel, State:
VPC Capability: VPC-VIP-Only
Local Router MAC: 4464.3c31.802f
Host Learning Mode: Control-Plane
Source-Interface: loopbackl (primary:
Source Interface State: Up
Virtual RMAC Advertisement:
NVE Flags:

Interface Handle: 0x49000001
Source Interface hold-down-time:
Source Interface hold-up-time: 30
Remaining hold-down time: 0 seconds

No
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Up, encapsulation: VXLAN
[not-notified]

:21, secondary: 0.0.0.0)



| VXLANEVPN < LF44 bR
744 rcotm ]

Virtual Router MAC: N/A

Virtual Router MAC Re-origination: 0022.3344.5566
Interface state: nve-intf-add-complete

Fabric convergence time: 37 seconds

Fabric convergence time left: 0 seconds

Multisite delay-restore time: 50 seconds

Multisite delay-restore time left: 0 seconds
Multisite dci-advertise-pip configured: False
Multisite fabric-advertise-pip 13 configured: True

NILFYA FTOTRM

ZITIE, RORFIZOWNTHIALET,
e v /LTFHA N TOTRM OFEICEHT HH#® (33 X—)
e ¥NFHA RTOTRM DHAA KT A EHIRFEE (38 <—)
e ¥ VFHA FTOTRM OFGE (42 X—)

e v /LF VA FREICL D TRM O (46 ~—3)

TILFHA FTOTRM DOEEREIZET 517

2 NVTFY A NEFERLETF T M V—Fy R=AFFr 2~ (TRM) 1T, LT+ A MEH
THHE SN MED VXLANEVPN 7 7 7 U w VR CO~/LF ¥ v A MNRELZ AREIZ L E T,
ZOMRRIL, SEIERYA FPOREBILEZEHRIC, LA YIVATFr R NI —E XA
LET, A MNEDOEE~YLF XY AN T 7 4 v 7 OBEIZHIELET,

& TRM A MIMSZ L TEEL CTWET, &V A FOR—F—F— 7= A Tk, ¥4 ~H
TAT 4w F U ITRARETT, A NTEIEBOR—F— 7= N =AM ZRETEET, ¥
A MEO=LTFF ¥ A2 MEFEILB LOZEHHERIL, TRM PEESNIA—F— F— U=
A EOBGPIZk > TN EzT, VA FOR—L— F— T =T~ TFFv Ak R
Ty hEZEL, a— YA MIEET DRI AT v 2 72{ELET, CiscoNX-0S
U U—210.1Q2) A, =L FHA b TRM 1T, T=—F v A b A= — F—F =oAL
VPCR—F— F— T oA DEFEYHR—FLET,

L3VNI®DDesignated Forwarder (DF) & L CERESN/TcAR—F—F— v =A1Z, 777V v
I aTPN N T 7 ¢ v 7 iRk L EF, TRM Multicast-Anycast Gateway “E7 /L Ci, VIP-R
N=ZDETNEFEMLTYE— A M T 7 4 v 7 2 XFLET, RAEIPIE, VE—
~#A hOVIP-R T, ZEEVFET 251 ML, HELY A b 15038 =0k
EREFLET, DFEREL, T=—F ¥ AN R—F—F— Uz A TOHBEHTEET,

N

G VE—F YA MIET T4 v 7 2XETDDIEDF ZFTT,

VXLAN EVPN < JLFH A FDIERK .
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B <1791 rcommomzET %E

VE—b HA FTHE, 27000 A MlEvATF Y 2 8T 7 4 v 7 %5575 BGW 2% b
F774v0%77 7Yy 7ANCEEELET, IEDF bEEILY A FH VIPR a8 —%%{5T

X577, arnb 7y 7V w70 DF F oy ZI3ThivER A,

R2:TILFHA k FAROSOH TRM, BLAERTIILF v R Mgk

S11,G11 IIF - L3VNI (FL)
OIF - L3VNI (CL)

Mroute state on BGW12 [Tenant VRF] |

S511,G11 lIF - L3VNI (FL)

Mroute state on BGW11 [Tenant VRF]

TRM Multi-Site

-
VTEP VTEP VTEP VTEP VTEP VTEP
VIP3434

Tsw 20 13\" 10 isw 20

S11.G11 A [S11.G1] R21[S11.G11]
[Mroute state [Tenant VRF]|  [Mroute state [Tenant VAF] Mroute state [Tenant VRF]

S11,G11 IIF-SVI20 S11,G11 IIF - L3VNI S11,G11 1IF - L3VNI

OIF - L3VNI OIF - SVI 10 OIF - SVI 20

Mroute state on BGW21 [Tenant VRF]
S11,G11 IIF - LSVNI (CL)
OIF - L3VNI (FL)

Mroute state on BGW22 [Tenant VRF]
511,G11 IIF - L3VNI (CL)

OIF - L3VNI (CL) IR ) X OIF - L3VNI (FL)
v IR IR £
[ i ' kY
S oviPTi221122 | VIP33443344
11111 20222222 33333333 44 44 44 44
==y, DF —— DF
BGW21 =

External
Multicast Network

FL - fabric links

CL - core links

BGW11, BGW12 - site 1 border gateway (BGW)
BGW21, BGW22 - site 2 border gateway (BGW)
DF - designate forwarder

1IF - incoming interface

OIF - outgoing interface

L3VNI - VRF interface

IR - ingress replication

BL1 & BL2 - border leafs connecting

external multicast network

307478

Cisco NX-0S U U —2 93(3) LA TIX, <~/ F ¥ A Fxabii TRM i%, UETO U U — A THR—
F SITWEBL BRI A T, AN~ FFx¥ A b x>y hT—27 ~D BGW #fi & 7 — b
LET, BRIIAOFITHE L L 2 IXTbiET R, B~V TFX A N Ry RU—T~D

HAEIZA 7Y 9 o TBGW 20 L TRt cx £4,

. VXLAN EVPN < L FH A + DR
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IPV6 7 25— LA 2R LETRM T LF 41 roBzicoLcotEs [

B 3:TILFHA b bARAD, BGWHETILFF v X MEREHZ = TRM

[Mroute state on BGW12 [Tenant VRF]| [Mroute state on BGW21 [Tenant VRF]|
S11,G11 IIF - L3VNI {FL) 511,611 1IF - L3VNI {CL)
e TRM Multi-Site CE-IED

[ Mroute state on BGW22 [Tenant VRF]|
S11,G11 1IF - L3VNI {CL)
OIF - L3VNI (FL)

R __ \ﬂ
(" External

|Mroute state on BGW11 [Tenant VRF] |
S11,G11 IIF - L3VNI (FL)
OIF - L3VNI (CL)

-

s o .

511,611 R11[811,G611] R21 [811,G11]
Mroute state [Tenant VAF] |  Mroute state [Tenant VRF) Mroute state [Tenant VRF]
511,G11 IIF-5Vi 20 S11,G11 IIF - L3VMNI S511,G11 IIF - L3VMI
OIF - L3VNI OIF - 5vi 10 OIF - Vi 20
FL - fabric links
CL - cora links

BGW11, BGW12 - site 1 border gateway (BGW)

BGW21, BGW22 - site 2 border gateways
connecting external multicast network

DF - designate forwarder

IIF - incoming interface

OIF - outgoing interface

L3VNI - VAF interface

IR - ingrass replication

BL1 & BL2 - border |eafs

307659

IPv6 7 oA — LA ZFERALETRMTIILF YA FOFREICDOVTODIER

Cisco NX-08 U U — Z 10.4(3)F LAK T, IPv6 7> & — L A %4l L7 TRM ~ L FH A kD
PFAR— IR ET,

VXLAN EVPN < L FH 4 b DR .
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B ore7os—LaEERLETRMTLF 94 FOBEIZOVTORER

4:IP6 75— LA EFERALIETRMILF A b bAROS, BLAAERTILF v X MES

S11,G11 IIF - L3VNI (FL)
OIF - L3VNI (CL)

Mroute state on BGW12 [Tenant VRF]

S11,G11 IIF - L3VNI (FL)
OIF - L3VNI (CL)

Mroute state on BGW11 [Tenant VRF]

, ,
. /IR
/

.

/VIP2001DBE:1122:1122 |
2001:DB8:11:11:11:11

i
2001:0B8::22:22:22:22

TRM Multi-Site

.
IR
\

Mroute state on BGW21 [Tenant VRF]
S11,G11 IIF - L3VNI (CL)
OIF - L3VNI (FL)

Mroute state on BGW22 [Tenant VRF]
S11,G11 IIF - L3VNI (CL)
OIF - L3VNI (FL)

\
\

| VIP2001:DB8:33:4433:44 °,

\
2001:DB8::33:33:33:33

5555 2001:DB8:6:6:6:6 2001:D\BIBZZ7I7Z727 20011

TSVI 20

S11,G11

R11 [S11,G11]

Po20

Primary & > Second:
SVI 10 VTE% iary

/ VTEP

1B D1R

Host
Mroute state [Tenant VRF] Mroute state [Tenant VRF]
S11,G11 lIF - SVI 20 S11,G11 IIF - L3VNI
OIF - L3VNI OIF - SVI 10

e

SVI20
R21[S11,G11]

VTEP

Multicast Network

VTEP

External

Mroute state [Tenant VRF]
S11,G11 1IF - L3VNI
OIF - SVI 20

FL - fabric links

CL - core links

BGW11, BGW12 - site 1 border gateway (BGW)
BGW21, BGW22 - site 2 border gateway (BGW)
DF - designate forwarder

IIF - incoming interface

OIF - outgoing interface

L3VNI - VRF interface

IR - ingress replication

BL1 & BL2 - border leafs connecting

external multicast network

505494
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IPv6 7> % — LA A LETRM T LF 51 rogzicountos [

5:IPv6 75— LA EFERALETRMIILFH A b bAROS, BGWHERTILF ¥ v R MMES

Mroute state on BGW12 [Tenant VRF] Mroute state on BGW21 [Tenant VRF]
S11,G11 lIF - L3VNI (FL) S11,G11 lIF - L3VNI (CL)
OIF - L3VNI (CL) TRM Multi-Site OIF - L3VNI (FL)
Mroute state on BGW11 [Tenant VRF] Mroute state on BGW22 [Tenant VRF]
S11,G11 lIF - L3VNI (FL) S11,G11 lIF - L3VNI (CL)
OIF-L3VNI(CL) | . — SN . OIF - L3VNI (FL)
R - B IR

External
Multicast
Network

/ Iy

/VIP 2001:DB8::11:22:11:22 !

g i '
2001:DB8::11:11:11:11 2001:0B8::22:22:22:22 2001:DB8::33:33:33:33

(@5

LL J Multicast underlay [&Z=)

2001:DB8:1:1:1:1  2001:DB8;2222 2001:DB8:3:3:33 2001:DB8:44:4:4 2001:DB8:5555 2001:D0B8;6:66:6 2001:DB8:7:7:77 2001:DB8:8:8:88
— — —— Po10 /= — —— —— —
——- - S o S N N &
VIP 1/48
VTEP VTEP 2001:DB8:3:4:3:4 VTEP VTEP VTEP VTEP
. Po20
SVI 20 lSVI 10  Primary &————» Secondary lSVI 20
VTEP \ / VTEP
S11,G11 R11[S11,G11] 15— R21 [S11,G11]
Host
Mroute state [Tenant VRF] Mroute state [Tenant VRF] Mroute state [Tenant VRF]
S11,G11 lIF- SVI 20 S11,G11 1IF - L3VNI S11,G11 IIF - L3VNI
OIF - L3VNI OIF - SVI 10 OIF - SVI 20

FL - fabric links

CL - core links

BGW11, BGW12 - site 1 border gateway (BGW)

BGW21, BGW22 - site 2 border gateways
connecting external multicast network

DF - designate forwarder

IIF - incoming interface

OIF - outgoing interface

L3VNI - VRF interface
IR - ingress replication
BL1 & BL2 - border leafs

505496

RO M ARaUiE, VXLANEVPN 77 7 U vV ND 45D Y —7 L 2 ODANA v BIW
2O T=—F ¥y ANBGW Z/RLTWET, 777U v I7HNTIE, 7% —LA1ZPIMv6 %
FITTHIPv6 v~ /L FF ¥ A FTT, RPIZZ=—F v A FRP & L HITANS VICEHESNE
4, BGW L., 777V v Z7{ITIPv6 712 b 2 /VliISL <~/ F F ¥ A b (PIMv6) ==—/—2R
~/LFF ¥ AL (ASM) ZfH L7z VXLAN, DCIfI TAER (IPv6) &V H— kL ET,

CiscoNX-OS U U —RZ 10.5()F LA, 7o F—1 A Fv T —Z X TRM v LTV A FOED
MAGbEEFR— M LET,

o TF =B H— T T T, vATFFY AN T =LA (PIMV6) T=——
AN T X AN (ASM) & ATER (IPv6) DM GFNHR—FEINTHET,

T =AY A — A F—axs b (DC) TiE, ANBER (IPv6) OHRYHR—FENT
WET,

VXLAN EVPN < )L FH A ~DERK .



VXLAN EVPN % LF 4 1 + DR |
B <\ 794 rcomMOAA FS54 2 EHREE

TILFHAL FTOTRMDAA 54 2 EHIREE

~/F A BT TRM 21T, ROFEFHEGIRIFEIH D 7,
CRDT Ty F T F—2iE, A FHFA P TOTRM 2R —F LTHET,
« Cisco Nexus 9300-EX 77 > 7 +— L AA v F
* Cisco Nexus 9300-FX/FX2/FX3 77 v F 7+ —Ah AA v F
* Cisco Nexus 9300-GX 77 v 7 +—Lh AA v F
« Cisco Nexus 9300-GX2 77 > N7 4 — L AA v F
* Cisco Nexus 9332D-H2R A A v F
« Cisco Nexus 93400LD-H1 A1 v F
* Cisco Nexus 9364C-H1 A A » F
* -EX/FX/FX3 7 A > 71— R0 Cisco Nexus 9500 77 > N7 4 —Lh AA v F
« CiscoNX-08 U U — 2 933) LI TIE. ~LFX ¥ Xk kT 7 4 v 7 IR —F— V) —7
EINTFHA N AR—=F == VA &R/ — NICFESEL LN TEET,

« Cisco NX-OS Release 9.3(3) LA CTlE, KDY A FDOTRTCHOR—F— 47—~ 7 = A Tl
U Cisco NX-089.3(x) f A—VHFITTHHLENRH Y £,

* Cisco NX-08 U U —2 10.1(2) IZ1&, WOEEFHEHRFERH Y 7,

VPCTTAIRBIOEDI Z I ETICER SNIZL3EA M2 R— T 5729012,
VPC 7RI VRF Lite VY 27 % (57> F VRE Z&12) BMTH50LENHY £3,

2 ODVPC ETHIT/NRy 77 v SVI RHUEETT,
o L2 BEL L3 (28 SN AR— ML, vPCBGW THAR— M ENE T,
+ vPCBGW %ZffiH L7= TRM <~ /L FH A ~E, vMCT TiE¥HR—FINFEHA,

TRM B LU VPC AR — FZ KD TRM OFEDFEMICH>WTIL, 5P b A—F v R
N T XX A NDORE] ZRLTLIEZIN,

« vPC BGW 3 L O Anycast BGW Z ] L7 TRM /L F# 4 KX, Cisco Nexus 9300-EX,
FX, FX2, BLOFX3 77 IV AL v FTHR— N FET, CiscoNX-0S U U—2
10.2(1)F LI, vPC BGW 3 L O Anycast BGW % f# |l L 7= TRM %, Cisco Nexus 9300-GX
77 VAL v FTHR—FENET,

* CiscoNX-0S U U — 2 10.2(1q)F LLF&, ~/LF# A T TRM | N9K-C9332D-GX2B 7' 7
N7+ —b AL v FTHR—FINET,

* Cisco NX-0S U U —2 10.2(1q)F LA, vPCBGW B LU= =—F % X s BGW CTTRM ¥
JLFH A MECI332D-GX2B 7T v h 7 —b AA v FTHR—MENET,

. VXLAN EVPN < )L FH A ~DERK
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VXLAN EVPN T )L FH A DR
TLFHA FTOTRM DS A K51 esimEE [

* Cisco NX-0S U U —A 10.4(1)F LI, vPC BGW B LVt =—=% % 2 h BGW T TRM ~ /L
FH 4 % Cisco Nexus 9332D-H2R A A v FTHR— K SN ET,

* Cisco NX-0S U U —A 10.4(2)F LI, vPCBGW B LVt =—% % X2 h BGW T TRM ~ /L
FH 4 bIX Cisco Nexus 93400LD-H1 A1 v F THHR— XN ET,

* Cisco NX-0S U U — A 10.4(3)F LI, vPCBGW B LVt =—% % 2 h BGW T TRM ~ /L
FH A bIX Cisco Nexus 9364C-H1 A A v F THHR— FINET,

* Cisco NX-0OS U U — % 10.5Q2)F LA, vPC BGW B LN =—F v 2 s BGW %> TRM
~IVF A ML NIK-X9736C-FX3 T A 51— R&4&# L 7= Cisco Nexus 9500 > 1) — & &
£ v FTHR— P ShET,

* Cisco NX-0S U U —Z 102QQ)F LI, ¥/ FF v Ak Z—THEZMHH LT, multisite
mcast-group dci-core-group 2~ > RZ{#H L CDCI =27 CTRM 5 L NL2 BUM /37 » |k
EHh7T'vMELET,

* Cisco NX-0OS U U —2A 10.2(3)F LAF&, TRM ~/LF A ki Cisco Nexus 9364D-GX2A 1 L
W 9348D-GX2A A A v FTHER— FENTWNET,

« CiscoNX-0S U U — 2 10.4(1)F LA, TRM ~/LF H 1 kiZ Cisco Nexus 9332D-H2R A A
FTHR— b ERET,

* CiscoNX-OS U U — 2 10.4(2)F LAF:, TRM ~ /L FH A ki Cisco Nexus 93400LD-H1 A1
FTHFR—FINET,

* CiscoNX-0S U U — A 10.4(3)F LA, TRM ~/LFH A ki Cisco Nexus 9364C-H1 A1 ~ F
THR—bFSNET,

YN F YA FEMEM LI TRM L, ROBELZ Y AR—FLTHET,
VPCAR—F—= = U= A ZMEH LI TRM vV F A b,
*VXLAN 777U v 7 O PIMASM ¥ /L FF ¥ A h T U Z—1 A
e LFHA b LAY 3E—FDOHRD TRM
T =—F Y A= VA B LT A FTO TRM
« TR Y — 7 T O VRF-Lite D&
 TRM vV F WA M EEHTH2KORP ET /L ¢

« SN RP
« RP Everywhere

« W& RP

el DDOY A M TRETE D vPCBGW OXT (X 1 27215 T,
*VPCBGW & T=—F% ¥ A s BGW OXT 2R UV A MIEFESEALZ LIZTEERA,

VXLAN EVPN < JLFH A FDIERK .



VXLAN EVPN % LF 4 1 + DR |
B <\ 794 rcomMOAA FS54 2 EHREE

*NX-OS1022F LV HiTiE, 27 2EKODCIE TR TAN VTV r—a b ORNFR—
FEHTWE L7, CiscoNX-0S U U —2102 (2) FLUKTIEZ., =2 724&0 DCI 7
TANLV TV r—2 g < FXy A MOBTRYR—FENTWET,

cR—H— =X, 777V rnbar, BLOaThb 777 Y v ~OMVPN/L—
MEEARLET,

B AY A NOR—F—F =T 2D eBGP T Y L 7R R—FENET,
e FH A MZIZ. TRM 7 X — LA FHDOua—H /L RP BWHLETT,

cHZY A DDOT U X = 22X AN NV—T 4T %, BOVA FOT U H—1L A 2=
FXYAPN—=T 4 ITNOHBELET, ZOEMET, v TFHA MTbBEHSET,

«MVPN 7 RLZ 773 Ul%, BGW I TEINCT HLERH Y £,

NN T XY AN T 7T Y v I ~OBGWERZRTET DAL, IROAIHERELTL
72 &0,

eV A NDTFT Y T A MU —=TR2WNGETH, SIATFXFXY AN T X —1
A1X7 77V v 7HOTATOBGW B THRETDHILELRNH Y £,

« ZDi, R—HX—1VU—7 (BL) /—FRE&LTHLENET D, BH—H 1 h BGW IZ

VRF-Lite Y > 7 % LT LA V3R SN TV DEE L EZEEIL T LA 73
Xy NU—27 % L CREIZEMRETH DML ENH Y £9, BGW BL Node-1 ETLA ¥
3PEE S NTZEETL L. WUV A FD BGW-Node-2 Tl A ¥ 3 SN2 ZEE0
bHGE, INLD2OOT Y RRA Y MO N T 7 4 v 7iX, 777V v 7 TiEh
UMDV A Y3 3y NI —27 B LET,

AR~ LT H X A N Ry hU—271X, BGW £721X BL 20 L CO BT 5 S3L)0
HYET, BEICHE YA b BGW & BL O GO~V F ¥ Ak %y b
U — 7 PR DN 1E. BGW B E LI2ANT/L— RS BL L0 v RSN D
CEERMERLET, FODIciE, BGW @O BL LVt MED 2ME< . OSPF =2 & k3
WY 7 ET) G ERHY T,

WO, BGW-BL ENEY —7 (BL1) %I LTINS R Y NU— I e RioY A
MR L TWET, Y —A~DRAE, VE— MV A FNOZERTOELEZRET
57912, (BL1 TiZ7e<) BGW-1 ZRFRHATALERH Y 9,

. VXLAN EVPN < )L FH A ~DERK
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P67 H— LA EEALETRM T LF 54 reozasEssiEsE |

External
Network
The learned external route is
preferred from BGW over BL.
(- - Lower MED
<— External Multicast —> + Higher OSPF cost
Networks
BL1 VXLAN BGW-1 Dol BGW-2 VXLAN BL:
EVPN EVPN
Fabric 1 Fabric 2

«BGW X, T rT X Hiz, WUMEA X —7 =1 A TVRF-Lite N> KA 7 &L~ /LFH
A MERER—FLET,

=

Ext Router
1.1 12
Dotigt10t = o — N
VRF Lite SOPEE N 17| DC core
connection on ol R -
the same interface .~ .~ o : .

1/1.1 Det1g 101 - ,* ! IR\‘. .

| VIP2001:DB8:3344:3344
2001:DB8::33:33:33:33 2001 DBB:44:44:44:44

i
E

VTEP VTEP VTEP VTEP VTEP VTEP VTEP VTEP
VIP 3.4.3.4

* MED 1T iBGP TOHVHR— I ET,

IPV6 7 o3 — LA #FERALETRMTIILF YA FTHOIEFIE LIRS
18

IPv6 7 > X — LA & L7 TRM < L F %A MMZiE, LLF OB OEEFIES L O BREFIE
NH FI,

VXLAN EVPN < L FH 4 b DR .
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B <5791 rcommonsz

*BGW |, 7 77 U » 7 il T Protocol-Independent Multicast (PIMv6) Any-Source Multicast
(ASM) #f#ifl L7z VXLAN &, DCLITO AN R (IPv6) #HHR— R LET,

* Cisco Nexus 9300-FX, FX2. FX3. GX. GX2, H2R, BLXU'HI ToR A A v Fix, V—7
VTEP & L CHR—FrENTWET,

« Cisco Nexus N9K-X9716D-GX 35 & TN N9K-X9736C-FX, N9K-X9736C-FX3 T A » H— FiZ
ZXA Y (EoR) TOHYR—FEHFET,

cEORB</LF XY AN T HZ—LA (PIMv6) ==—Y—ZX w/LFX ¥ A (ASM) %
FERALTANSNS Y J—RELTRERBAEINTWAESIE., Ve — kT — R THROWT
nroa<v FEEHRLT, 774V NSO T 7 L— FERERTHOLERS Y 9 ¢

* system routing template-multicast-heavy
* system routing template-multicast-ext-heavy
« CiscoNX-0S U U —Z 10.5(1)F LAfs, 5 —4 o % — 777U v 7D TRM < /LFHA b

X, 70— A TwALFH¥ AT X —LA (PIMv6) Any-Source Multicast (ASM)
EANER APve) DY R—FLET, ZOVR—MI, LTFTOAAL v FEBELT 0w
I 4> A — K TR AT,

« J—7 VTEP & L T® Cisco Nexus 9300-FX, FX2, FX3, GX, GX2, H2R, BL W

H1l ToR AA v F,

T AL ANINFFY AT U HZ =LA (PIMV6) T=—Y—A</LFF v A |
(ASM) HIZHERR SN TWAEAITIZ. A /351 > & LT CiscoNexus N9K-X9716D-GX
B L YNIK-X9736C-FX T A » 71— K,

o T UK —VLAMNATIER (IPve) ZMFEHT554G1%,. VIEP & L T Cisco Nexus
NIK-X9716D-GX ¥5 & TN N9K-X9736C-FX T A > J1— R,

* Cisco NX-OS U U —R 10.5Q)F LIk, 7o Z— LA MANHER (IPve) #EH L T\ 55
B IPV6 T A —L A B L7 TRM <~/ F %4 FOHHR— ~E. VITEP & LT
NIK-X9736C-FX3 7 A + J1— R % 2 7= Cisco Nexus 9500 > — X A A v FITHIEE L
i‘j‘o

TILFHA FTHOTRM DETE

1R HEIIZ
WERETDHVLEND Y £,
« VXLAN TRM
« VXLAN ¥ /L FH A |
o7 varii, TRM 2T 5==—%+% A s BGW OFTEFIAEZ R LET, TRM & ff

4% vPC BGW D4, vXxLAN TRM B LT VXLAN = /L F %A b & & HIZ vPC ZRET D
VBN H Y FF,
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FIE

w544 rcommozz |

AU RFEEETO 3y

B8

RFw 71 |configureterminal rTa— ) a7 4 X2 lb—3ay EB— NEELG
1 - LET.
switch# configure terminal
AFwF2 |interfacenvel NVE A v H—T7 oA AZFELET,
1 -
switch(config)# interface nvel
AFw 73 |noshutdown NVE A V% —7 = A Z&MFOHLET,
i -
switch(config-if-nve)# no shutdown
25w 74 |host-reachability protocol bgp SAUEIR A NBIEEATEEMED T KA A KA L
i - ELTUBGP ZERLET,
switch (config-if-nve)# host-reachability protocol|
bgp
X w75 |sourceinterfaceloopback src-if EETA v Z—T oA AL, B2 /32IPT FL &
Bl - HRFOAA v F RICRESNTNDL—T Ny T
switch(config-if-nve)# source-interface loopback] Ad=T=xA 7(4 \\_j:‘éz gﬁ) oY iﬁﬂ" \\_\0)/32
0 IP7 RLRIX, #5ER Y NT—7 O—KFT /34 A
BEWYE— FVTEPIZ L » Tk s o BN &
VET, UL, BERY NT—27 DX A F Iy 7
N—T 47 T halzEfLTT RLAZEM
THILIZL ST, HEBIhET,
RFw 76 |multisiteborder-gateway interface loopback vi-num | R —%— #— o = A4 OIRFEIP 7 KL & (VIP)

i -
switch (config-if-nve)# multisite border-gateway
interface loopback 1

WCHEHSNALV—T RNy T A B —T o A%
F LE 7, border-gateway 1 ¥ —7 = A AL, H
N2 B2IPT RLAZEESZA v F FIZRESNT
WAHN—T Ny [ B—T A AT DTN
HYET, ZOB2IPT KL AL, HEEFRy hU—
I DT A ALY E— FVTEPIZ L > TR
SN DMENRHY T, UL, EmERY FU—
TDEALFI T V=T 47 TuabalzilL
TT7 RLRAZBEMTHI EICL-T, B E
T, TON—T Ny T, EEHA A —T A A
DN—T Ry 7 LIZRRBVERH Y 9, vi-num
OFFAIL, 0~ 1023 T,
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B ore7os—LasEmRLETRM LT YA F O

ARV KRFEEETIa Y B

AT 77 |member vni vni-range associate-vrf AR > N T —Z @B (VND Z%ELET,
i vni-range D #iFHIL 116,777,214 T7, vni-range ®
switch (config-if-nve)# member vni 10010 fEIX. 500072 F OB —OE £ 71X 5001—5008 72 &
associate-vrf @%ﬁ VC‘“@]—O

AT 78 |mcast-group ip-addr 777Uy VHADNVES/LFFx Ak 7 /L—7F1P
B - TVT 4y I AERELET,
switch(config-if-nve-vni)# mcast-group 225.0.0.1

R w79 | multisite mcast-group dci-core-group address DCI 27 TTRM B LWUL2BUM X4 v & 51 7k
il - IMMEFT DI SN D~V FF v Ak T L—
switch(config-if-nve-vni)# multisite mcast-group)| 7 %EX[E Lijﬁo
226.1.1.1

AT w710 | multisiteingressreplication optimized LA ¥ 2 VNI Z#4E3ET 572D~ /L F ¥4 s BUM
Bl - VN r—va v FREEHRELET,

switch (config-if-nve-vni)# multisite
ingress-replication optimized

IPv6 74— LA Z2FEHALE=TRM TILFH A4 FDERL

T, 77y Il e fa Vs F Xy A b (PIMv6) T=—Y — X < /)LF
Xy A+ (ASM) & DCIHIDO ASEEL (IPv6) A L7-IPv6e <L FFx A b T H—1L A
ZEOTRM fl==—% % A h BGW O FIEIZOWTEHA L £,

bneh BRIl
REBET DMERDH Y £,
* VXLAN TRM

* VXLAN ¥ /L F %A |

FIRDEE

configure terminal

interface nvel

no shutdown

host-reachability protocol bgp

sour ce-interface loopback src-if

multisite bor der-gateway interface loopback vi-num
member vni vni-range associate-vr f

mcast-group ipv6-addr

multisite ingress-replication optimized

©ENDGOHAWN
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F IR D

FIE

IPve 7> % — LA &AL TRM T LF 51 ot [

ARV RFERFTIaY

B8

R T 71| configureterminal syua—) ary7 4 Xalb—ay T— REkh
51 - LETS
switch# configure terminal
AT 72 |interface nvel NVE A v 2 —7 = A AR ELET,
1 -
switch (config)# interface nvel
AT 73 |noshutdown NVE A v Z—7 = A AN L £,
B -
switch(config-if-nve) # no shutdown
AT 7 4 | host-reachability protocol bgp ZHITAR A NEGERREED T RN A A R
i - ELTBGP &E#LET,
switch (config-if-nve)# host-reachability protocol]
bgp
25w 75 | source-interface loopback src-if EETCA VE—T oA AL, B2 /1281Pv6 7 KL
Bl - AEFFOARA v T RICRESILTWNDHIL—T RNy T
switch (config-if-nve) # source-interface loopback 4"/?*‘714’2@%?‘?4‘4?75%5)@ i—a—o :\‘0)‘/128
0 IPv6 7 L AIX, 5y NT—7 O—Kf7 /34 X
BIORYUE—F VIEPIZ L > TSI NALELRH
DEF, ZhE BERY N7 DXAFI v
N—T g7 7a harzi LTT R AZ@aT
HZ LIk oT, EHENET,
R Fw 7 6 | multisite border-gateway interface loopback vi-num | R — % — #— K 7 = 4L D{EAEIP 7 KL A (VIP) |2

1 -

switch(config-if-nve) # multisite border-gateway
interface loopback 1

HHENDZNV—T Ny I L F—T 2 AEEFKL
F 9, border-gateway 1 > ¥ — 7 = A AlX, HZh72
/1281Pv6 7 KL A& FFOAA v F EITHERK S 41TV
DIN—T Ny A B =T oA AT DHRLENHY
F9, TD/N28IPv6 T KL A, Hrikry hT—7
D—BF N4 Z2F LY E— k VTEP IZ X » Tk
SENAHMENHY T, ZHUL, EEERY FU—2
DEAF Iy I =T 47 Ta harzf LT
T RUVAZBMT DI LIk T, EHINET,
ZON—=T RNy 7, EEXA L F—T A AD
N—=T Ry 7 IR DVENSH Y 7, vi-numD
HPHIZ, 0~ 1023 T,

VXLAN EVPN < JLFH A FDIERK .



B < 794 raEcss mMORR

VXLAN EVPN % LF 4 1 + DR |

ARV RFERETIVa Y

B8

A v 77| member vni vni-range associate-vr f A8 v b U — 7B+ (VNI) Z&%ELET,
f5l - vni-range O#iPHIL 1 ~ 16,777,214 T, vni-range ®
switch (config-if-nve)# member vni 90001 fEIX. 5000 72 FOBE—OfE FE 7-1% 5001 —5008 72 &
associate-vrf @iﬁfﬁ_o

AT 7 8 | mcast-group ipv6-addr 757V v ZHNDONVE v LFFx¥ AR ZL—TF
i - IPv6 7' L7 A v 7 A& L E T,
switch(config-if-nve-vni)# mcast-group
f£f£f03:££03::101:1

R T w 79 | multisiteingress-replication optimized A FEHO TRM BEREDIEED - DIZ~<w L FH Ak

1

switch(config-if-nve-vni) # multisite
ingress-replication optimized

BRGREERLET,

TILFHA bk

EXEIZ & S TRM DHERE

2TV A NERED TRM DA T —H A RKRTHIZIE, ROa<w> RE AN LET,

avU kR

S]]

show nve vni virtual-network-identifier

L3VNI &R L E7,

GE)
Z ORERETIX. Multi-Site HLIE LAVNI DT 7
Jb RERE L BoE b & 472 IR TF, MS-IR 7
T JIEIAREHNZ, MS-IR AL ST 5
TLEEERLET,

show nvevni =< > KO :

A H—=Fy b 2—=FIIELCT — B A 24T 5 IPv4

switch (config)# show nve vni 51001

Codes: CP - Control Plane DP - Data Plane
UC - Unconfigured SA - Suppress ARP
SU - Suppress Unknown Unicast
Xconn - Crossconnect
MS-IR - Multisite Ingress Replication

Interface VNI Multicast-group State Mode Type [BD/VRF]

nvel 51001 226.0.0.1 Up Cp L3 [cust 1]

IPv6 DA

switch (config)# show nve wvni 90001
Codes: CP - Control Plane DP - Data Plane
UC - Unconfigured SA - Suppress ARP
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RFCS549 7> 5 — L A £fMA L1 VXLANEVPN T L 75 1 + [l

S-ND - Suppress ND
SU - Suppress Unknown Unicast

Xconn - Crossconnect
MS-IR - Multisite Ingress Replication
HYB - Hybrid IRB mode

Interface VNI Multicast-group State Mode Type [BD/VRF]

nvel 90001 ff03:££03::101:1

switch (config) #

RFC5549 7 >3 — L A Z{&FH L 1= VXLAN EVPN < )L F %
14 k
RFC5549 7 3 —L A4 Z{#EHLT=-VXLANEVPN T /LFH A4 FOEE

RFC 5549 7 & — L A fte % H L7~ VXLAN EVPN <= /L F %A K. T TIZ VXLAN IPv4
X NI =T AL TTANTIFRNHY ., IPv6 EEELZHET HMLEND S EBEAMITIZEA

é*‘djﬁj«o

RFC 5549 Tif, IPv6 7 KL AR XV A M ik 7L 3TAHBGP 2L TCT & —1L A IPvd 7
V74w T ADT RARF A ZXA L FBRA[REIZZ2D, IPv6 7o X —L A 2y NT—T %24 1L T

IPv4 $efoe & B RAOICHEN. TE £ 7,
RFC5549 7 >4 — L A Z{EFH L 7= VXLANEVPN < /LFH A FDF|=
«IPv4 7 RLZADOREIZH L TRy hY—7 &R LET,
«IPv6 % VXLANIPV4 Xy U=V A T T AT 7 F ¥ ITHET DI & T, HRRM L2
MDA L ET,
« TNRAAMO LY v TV TEEN R EE R L E T,
e TRTOI L NR=T 2 AEREILE T,
cLUFD bR EZYR—FLET,
e V=T ~DR—F—2ZARS, = T A,
« J—7~® vPC BGW,

e =T ~Dx=—Fx X | BGW,

VXLAN EVPN < JLFH A FDIERK .
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VXLAN EVPN % LF 4 1 + DR |
. RFC5549 7 >4 — L A Z{EA L1z VXLANEVPN Y )LFH 4 bDYR—+rENEZ3 TS5y b T+r—LBLUYY—R

RFC5549 7 4 — LA #{#EA L= VXLANEVPN T LFH A FrDHER—FrENETS5y b+
TJ+x—LELV)Y—R

HERE Jiy— | 75w b 74—L (Platform)
A

~ILFH A FTORFC 5549 7 #— L A % |10.5(1)F | Cisco Nexus 9000 > U — X A A
JA L7- VXLAN BGP EVPN F

RFC5549 7 >4 — L A Z#{8HA L= VXLANEVPN < JLFH A ~DHsE

ZDE 7 v a s TiE, RFC5549 72— LA & L7 VXLAN BGP EVPN 23~ /L FH% 1 b
BETEDL I ITHEEET DOV T LET,

VIEPIPvA 7 KL R 7 RN A XA b

VTEPT RL &%, IPv4 VTEP 7 RL ADLLTFD IPv6 X hn A v & —7 = A A&HH L T/L—
T4 T EINDRE, RFC5549 7o X — 1L A %ML TCBGP TF RARXX AL XENET,

oo O—hIL T ELAR (LLA) : ZOBGP YT Y o 7H oD % A 7Tk, BGPIIA
H =Tz ADY 7 a—h) T FLAEFEHLTIPVG By v a &N L, ZiIC X
DIPVAT RLRAZT RNRZARXTELLHIICLET, 207 7o —F|ZLoT, £ Z—
Tz A ADT A=)V T KLU ZAOKERPAMLERL 2D F£7,

«cJB—NNJLIPV6E T FLR : ZOBGP ET U U FHERD X A 7 Tld, BEHEHEHGA > X —
T oA ADT 0 —sN)LIPV6 T KL AZfEH LT, BGP TIEHED IPv6 A /N— % & 1Bk
LET, LERST, ET VT 2T 572010, BERRA VXY —T7 oA AT n—
JSIVIPVE 7 RV AR T HLENH Y 77,

Pty 3 UFFBHLIZVXLANEVPN Y—EX 7 RN\ A XA Y b

VTEP @ IPv4 B A REMEDS RFC5549 7 A — L A TT R A4 XEN 584 . EVPNIPv4ABGP
g rEER LT, v AF VA FRETVXLANVE Y —E 2% T RARZ A X35 %L1 6
D \i‘a_c

TILFY A N THRFCS5549 7 > 5 — L 4 Z{EFA L 7= VXLAN BGP EVPN

~/)VF P A N TiL, RFC5549 7 X — LA Z{#EH L7= VXLAN BGP EVPN /L, KIZrRd X9
2/ — FRE@fEx R —FLET,

BGW O VTEPIPv4 7 R L A%, A REDRFCS549 7 v &4 —L A DX I A bARy T 7 KL
AL LTIPv6 7 RV A (LLAE721327 e —79L7 RLR) AL TT RAZ A XENET,
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RFC5549 7 > % — LA %{&F L 7= VXLAN BGP EVPN 0z E5E ]

AS2

=S DCcore ' | " ----

)i

VTEP VTEP VTEP VTEP VTEP VTEP ‘\.I'TIEP VTEF
10111432 10.2.2.2132
Host Host Host
e AN A

RFC5549 7 >4 —L 4 % {# /A L 7= VXLAN BGP EVPN ;X 5 %E18

*VTEP %, IPV4A DEILT RV A 77 2 UMMBEETHMLERH Y 4,
e VIEP LV —7/Xw 7 7 KL RZIPvA 7 RL A THDAINERH Y £,

Ty L— R UTIORT LI, ¥ AR—FrENTWEI Y —ANR—=T g RN/ —F
THEHENTWD Z L 2R LET,

524028

J—k HR—kENBYU—Z
a7 10.2(3)F LAF%
ZA 10.2(3)F LAR%
J—7 10.2(3)F LABE
R N = A 10.5(1)F LA

s UE—F< LTV A FBGW V=T Ny I T RLA~D)L— I, N7 T v 7 SVI 2ff
AL THRENTZVPCR—F —F— R T oA A4 v FMOIBGP 7' ha/L kb b, #HiZ
DCL V> 7 NAZBIT DMENSY £, Ny 277 v 7 SVLIL, DCI Y > 7 FEEDFE
ELTEGAICOBMERTL2HERH Y £7,
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VXLAN EVPN % LF 4 1 + DR |
B recssee 74— L EBEALE VKLANEVPN T LF 41 FOHK— kST BHEEE $7R— F S TUELHEE

cFWULUZu—HLT FLZ (LLA) 8o ZF—T7 A ATOBGP T Y >
TORETTR—FENTWERFAL, TOLIBRRENEEIN TV IS, fEEOEE
EFPHITE EH A

RFC5549 7 X — L A Z{E A L= VXLANEVPN T J)LFH A DY HR—
FENTULWAHEEEE U R— M SN TV LVBERE

o« v LF YA FEEEETO RFC 5549 7 > X — LA %ffiH L 7= VXLAN BGP EVPN TH 7R — k
ENTVAHHEBEL R — R SR TWARWEEREIZRD LB Y T,

tRE YR—bERTVEY Y —X | HR— FRRFELEYHR—F
PIE 23

ANVT N r—va v 10.5(1)F AR — ki

F—_"— LA TCP v 3 |10.5(1)F PR f %t

>

DSVNI 10.5(1)F PAR— it

T=—% % Ak BGW 10.5(1)F PR — b5

vPC BGW 10.5(1)F PAR— h ot

vMCT 10.5(1)F FAF— ot

L—k U—2 kA k7 R [10.5(1)F YAR— MR

LABIOF 7 4L NSO
H AKX ~— VRF [#]

77 # /v b VRF Zffi 1 L7z | 10.5(DF YA — bxtg
RFC 5549 £ IPv4

7> N VRF ZfEH L |- PG
IPv4 over RFC 5549

RY = _R—=Z—F 4 T |- PG
NGOAM - FExtiR
ND #iti] - FEXFIE
ARP i1l - FEXRPIE
IPv4 VNF : IPv4 PE-CE BGP |- PG

Y va &Lz IPv4
HF—E 2
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TLFHA FTORFCE9 7 o5 — LA Z4EA LT- VXLANEVPN T L 74+ ~otint [l

Hae HR—bENTWEY =X | HR— bR FEEYER—
PO LA

RFC 5549 VNF : IPv6 PE-CE |- FEXFIE

BGP v a &Lz

IPv4 H—E X

IPv6 VNF : IPv6 PE-CE BGP |- FEXFIG

v g &2 LI IPv6

Fe

vPC - FJERT s

BFD - FEXFI

ToE—LA=/LF XA FExF I

< /LT ¥ ¥ A N/TRM - FERFIS

T7AT OF—IT TAH |- FExF I

1 LU L3VNI HiRk - FEXFIE

TN—F R —FF g |- FExF I

Ty —AbRy T X2V |- FExFIE

s

VXLAN @ PVLAN - FEXFIS

VXLAN-TE - FEXF I

CloudSec - FEX s

TILFH A FTHORFCS549 7 54— L A Z{EF L 1= VXLANEVPN < /L
FH A FDER

< IVTFH A FERETIE, LLAE 71327 a— L IPv6 7 KL A& L C. RFC5549 7 > % —
LA %fEH L7~ VXLAN EVPN < /L FH% 1 Ok % EITCx F9,

RFC 5549 7 % — L A Z{#ifl LT BGW VXLAN EVPN < /L F %A F KT 51213, ROF
6% 4T LET,

FIE

AT 71 configureterminal
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B <794 rTORRCE549 7 24— LA £ LI VKLANEVPN T LF 44 kO

ATy T2

ATvT3

ATv74

1

leaf# config terminal
leaf (config) #

Ja— S URERRE— R L E T,
interface ethernet port

1

leaf (config)# interface ethernetl/2
leaf (config-if) #

RFC5549 DU 7 a—Tq) A4 o H—T = A AT — NZBBR L E9,

ip forward

1 -

leaf (config-if) # ip forward
A B =T 2 A AVLANIZIP 7 RLADRERZEINLTWRWEETH, IPERX—2ADNV v I T v 7T NE
N0 F9,
Vo r7a—in 7 RUVAZERTHIZIE, ROWTIOA T > a EHLET,
e U7 m—H)LIPVv6 T KL A
E el
e 7u— /3L IPv6 7 R LA

a) LLA ZHT 51213, ROWTNLDOF T v a o2 LET,
* ipv6 link-local LL_ipv6_address (Manual option)

E B
* ipv6 address use-link-local-only (Auto option)
EJ el
* ipv6 link-local use-bia (Auto option)
fil
leaf (config-if)# ipv6 link-local fe80::1111:2222:2222:3101
EtEe
leaf (config-if)# ipv6é address use-link-local-only
E s

leaf (config-if)# ipv6 link-local use-bia
FRE LERIRICHE ST, A2 —T = ZAD Y 7 a—H L IPv6 T KL X &k L x4,
EJ =S
a) Zu— LIPv6 7 KL A 574V N TLLA 4K L £7
i :
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ATy TH

ATvT6

ATy T17

ATvT8

ATvT9

ATv 710

ATy I N

ILFHA R TORFCE5 7 > 58— LA £/ L1 VKLANEVPN < L F 41 ottt [}

ipv6 addressipvbe_address

leaf (config-if)# ipv6 address 2000:1:1::1/64

A HE—T A ADT T — L IPv6 7 RL AEHER LET,
exit

1

leaf (config-if)# exit
leaf (config) #

A B —Tx2A A AT 4 X2l —gy F—REKTLET,

router bgp as-number

1 -

leaf (config) # router bgp 1
leaf (config-router) #

BGP /L —% a7 4 Xal—3ary B— REHEEBELET,

neighbor [ipv6_address | ethernet port]
1 -

leaf (config-router) # neighbor ethernetl/2

A B —T 2 A AD BGP XA N—&KERLET,

remote-as value

1

leaf (config-router)# remote-as 2
leaf (config-router-neighbor) #

BGP XA R"—D U E—h T OHREL AT LEFEHERL T,
peer-type fabric-external
fi

leaf (config-router-neighbor) # peer-type fabric-external

< IVFHP A ORI ARy YVTA AN LET, EVPN ZHD YA NN BGP R A N—% E
#LE7, peer-type DT 7 4 /L M fabric-internal ¢4,

GH)
peer-typefabric-external =~ R, VXLAN ~/VvF %A ~ BGW ([ZDHME T,
address-family ipv4 unicast

1

leaf (config-router-neighbor) # address-family ipv4 unicast
leaf (config-router-af) #

IPv4 = F ¥ A T RLRA 773U 2 LET,

disable-peer-as-check
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B <751 rmRFCS59 7 #— L o %M L 1= VXLANEVPN T L F 44 F Ol

1

leaf (config-router-af)# disable-peer-as-check

=1 T RREAL XA FEOET ASFEBZDF = 75T 48—/ LET, TXTDY —7HHE
CASHBEALTWAMN, AL N —T LB AS ZHH L TWBES., TD/RT A—H % ¢BGP
FAD A, ANZHELET,

G¥)

ZDa< R, eBGP IZHLETT, eBGP #RDFEMIZOWTIL, eBGP 7T X —L A IP v hU—7
EHBLTLLIZE N,

TILFY A4 FFRFC5549 7 A — L A Z{&EA L 7= VXLAN EVPN < JLF
YA DB

e DFENX, IPvA 7 RL AN, LLAT RLUAZEHAL, IPv6 A v X —T = A A% LTA
RAVIIE Y =TT RARZ A RENDITHEEZRLTWET,

spine# show ip route 10.1.1.1

IP Route Table for VRF "default"

'*' denotes best ucast next-hop

denotes best mcast next-hop

'[x/y]"' denotes [preference/metric]

'$<string>' in via output denotes VRF <string>

Tokok T

fe80::1111:2222:2222:131, ubest/mbest: 1/0

*via 10.1.1.1/32%default, Ethl/2, [200/0], 6d0%h, bgp-2, external, tag 2

WoBNL, IPvda 7 RUANR, Fa— LIPve 7 FLAZHHAL, IPV6 A V' H—T = A A
ERNLTANRALUMB Y =TT RARF A RENDFEZRLTWET,

spine# show ip route 10.2.2.2

IP Route Table for VRF "default"

'*' denotes best ucast next-hop

denotes best mcast next-hop

'[x/y]"' denotes [preference/metric]

'$<string>' in via output denotes VRF <string>

Tk T

10.2.2.2/32, ubest/mbest: 1/0
*via 30:3:1::1%default, Ethl/2, [200/0], 6d0%, bgp-2, external, tag 2
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BERICDOWT

CORFAAVMNI, KEVRAOARITRF2 AV MDSEMRTYT, YV IBHRICODEFELTIE
. BEREBRBEFAT. REBIRICZY7T—MDHD, VY IFDR=IHBH/TEIN TS
BENDODEIT I EETELLIEZWL, HBLETHESEMREBDEFIOT. ERXBABICDOW
TIFKRET A FDORFIAVNESBIZS,
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