
概要

•この章では、Cisco Nexus 2000シリーズファブリックエクステンダのアーキテクチャの概
要について説明します。具体的な内容は、次のとおりです。

•ライセンス要件（1ページ）
•サポートされるプラットフォーム（2ページ）
• Cisco Nexus 2000シリーズファブリックエクステンダについて, on page 2
•ファブリックエクステンダの用語, on page 3
•ファブリックインターフェイス機能 , on page 3
•ホストインターフェイス（4ページ）
•ホストインターフェイスポートチャネル（5ページ）
• VLANs（6ページ）
•プロトコルオフロード, on page 7
•アクセスコントロールリスト, on page 7
• IGMPスヌーピング（7ページ）
•スイッチドポートアナライザ, on page 7
•オーバーサブスクリプション, on page 8
•管理モデル, on page 10
•転送モデル, on page 11
•ポートチャネルファブリックインターフェイス接続, on page 11
•ポート番号付けの慣例, on page 12
•ファブリックエクステンダのイメージ管理, on page 13
•ファブリックエクステンダのガイドラインと制約事項（13ページ）
•構成の制限値（19ページ）
•デフォルト設定（19ページ）

ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。
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•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価用のも
のがあります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

ライセンスタイプとインストール手順の詳細については、『Cisco NX-OSライセンシングガ

イド』および『Cisco NX-OSライセンシングオプションガイド』を参照してください。

サポートされるプラットフォーム
Nexusスイッチプラットフォームサポートマトリックスには、次のものがリストされていま
す。

•サポートされている Cisco Nexus 9000および 3000スイッチモデル

• NX- OSソフトウェアリリースバージョン

プラットフォームと機能の完全なマッピングについては、『Nexusスイッチプラットフォーム
サポートマトリックス』を参照してください。

Cisco Nexus 2000シリーズファブリックエクステンダに
ついて

FEXとも呼ばれる Cisco Nexus 2000シリーズファブリックエクステンダは、Cisco Nexusシ
リーズデバイスと連携して高密度で低コストの接続を提供する、拡張性と柔軟性に優れたサー

バーネットワーキングソリューションです。ファブリックエクステンダは、ギガビットイー

サネット、10ギガビットイーサネット、ユニファイドファブリック、ラック、ブレードサー
バーなどの環境全体で拡張性を高め、データセンターのアーキテクチャと運用を簡素化するよ

うに設計されています。

ファブリックエクステンダは、親スイッチのCisco Nexusシリーズデバイスに統合されること
で、親デバイスから提供される設定情報を使用して、自動的にプロビジョニングおよび構成を

行うことができます。この統合により、単一管理ドメインで、多くのサーバーやホストが、親

デバイスと同じ機能セットを使用してサポートされます。ファブリックエクステンダと親ス

イッチを統合することにより、スパニングツリープロトコル（STP）を使用することなく、大
規模なマルチパス、ループフリーのデータセンタートポロジが構築できます。
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Cisco Nexus 2000シリーズファブリックエクステンダは、すべてのトラフィックを親の Cisco
Nexusシリーズデバイスに 10ギガビットイーサネットファブリックアップリンクを介して
転送します。このため、すべてのトラフィックが Cisco Nexusシリーズデバイスで確立されて
いるポリシーにより検査されます。

ファブリックエクステンダに、ソフトウェアは同梱されません。ソフトウェアは、親デバイ

スから自動的にダウンロードおよびアップグレードされます。

ファブリックエクステンダの用語
このマニュアルでは、次の用語を使用します。

•ファブリックインターフェイス：ファブリックエクステンダから親スイッチへの接続専
用の 10ギガビット/40ギガビットイーサネットのアップリンクポートです。ファブリッ
クインターフェイスを他の目的に使用することはできません。親スイッチに直接接続する

必要があります。

ファブリックインターフェイスには、親スイッチ上の対応するイ

ンターフェイスが含まれます。このインターフェイスは、

switchport mode fex-fabricを入力すると有効になります。。

Note

•ポートチャネルのファブリックインターフェイス：ファブリックエクステンダから親ス
イッチへのポートチャネルのアップリンク接続です。この接続は、単一論理チャネルにバ

ンドルされているファブリックインターフェイスで構成されます。

•ホストインターフェイス：サーバまたはホストシステムに接続するためのイーサネット
ホストインターフェイス。

ブリッジまたはスイッチをホストインターフェイスに接続しない

でください。これらのインターフェイスは、エンドホストまたは

サーバ接続を提供するように設計されています。

Note

•ポートチャネルホストインターフェイス：サーバまたはホストシステムに接続するため
のポートチャネルホストインターフェイス。

ファブリックインターフェイス機能
FEXファブリックインターフェイスは、スタティックポートチャネルをサポートします。初
期ディスカバリおよび関連付けのプロセス中に、SFP+検証とデジタルオプティカルモニタリ
ング（DOM）が次のように実行されます。
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• FEXで、アップリンクSFP+トランシーバ上のローカルチェックが実行されます。セキュ
リティチェックに失敗すると、LEDが点滅しますが、リンクは引き続きアップ状態にな
ります。

•バックアップイメージで実行していると、FEXのローカルチェックはバイパスされます。

•ファブリックインターフェイスが起動すると、親スイッチはSFP検証を再度実行します。
SFP検証が失敗した場合、ファブリックインターフェイスはダウン状態のままになりま
す。

親スイッチの 1つのインターフェイスが fex-fabricモードに構成されると、そのポートで構成
されており、このモードに関連しない他のすべての機能は、非アクティブになります。イン

ターフェイスが再構成されて fex-fabricモードが解除されると、以前の構成が再びアクティブ
になります。

ホストインターフェイス

レイヤ 2ホストインターフェイス
CiscoNX-OSリリース10.2(1)以降、FEXHIFインターフェイスのデフォルトポートモードは、
親スイッチの「システムデフォルトスイッチポート」モードから継承されます。このことは

シングルホーム（ST）モードのFEXにのみ適用されます。デュアルホームFEX（AAモード）
のデフォルト HIFポートモードは引き続き L2です。

レイヤ 2モードでホストインターフェイスを実行するには、switchportコマンドを使用しま
す。コマンドを使用します。

ファブリックエクステンダは、ネットワークファブリック内のコンピュータホストおよびそ

の他のエッジデバイスに接続を提供します。

デバイスをファブリックエクステンダホストインターフェイスに接続する際には、次の注意

事項に従ってください。

•すべてのファブリックエクステンダホストインターフェイスは、BPDUガードが有効に
なったスパニングツリーエッジポートとして実行され、スパニングツリーネットワーク

ポートとして構成することはできません。

•アクティブ/スタンバイチーミング、802.3adポートチャネル、または他のホストベース
のリンク冗長性メカニズムを利用しているサーバは、ファブリックエクステンダホスト

インターフェイスに接続できます。

•スパニングツリーを実行しているデバイスがファブリックエクステンダホストインター
フェイスに接続されている場合に、BPDUを受信すると、そのホストインターフェイスは
error-disabledステートになります。

•（BPDUフィルタを有効にした）vPCなどの、スパニングツリーに依存していないリンク
冗長性メカニズムを活用するすべてのエッジスイッチは、ファブリックエクステンダホ

ストインターフェイスに接続できます。ループを排除するためにスパニングツリーが使
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用されていないため、ファブリックエクステンダホストインターフェイスの下でループ

フリートポロジを使用する必要があります。

入力および出力パケットカウンタは、ホストインターフェイスで提供されます。

BPDUガードの詳細については、『Cisco Nexus 9000シリーズ NX-OSレイヤ 2スイッチング構

成ガイド』を参照してください。

ホストインターフェイスポートチャネル

レイヤ 2ホストインターフェイスポートチャネル
ファブリックエクステンダは、ホストインターフェイスポートチャネルの設定をサポートし

ます。標準規格モードポートチャネルでは、最大 8個のインターフェイスを組み合わせるこ
とができます。LinkAggregation Control Protocol（LACP）を使用して設定する場合、最大 16個
のインターフェイスを設定できます。その際、8個のポートをアクティブ、残りの 8個のポー
トをホットスタンバイ状態にします。

ポートチャネルのリソースは、ポートチャネルが 1つ以上のメンバを持つ場合に割り当てら
れます。

（注）

ポートチャネルのすべてのメンバーはファブリックエクステンダのホストインターフェイス

である必要があり、すべてのホストインターフェイスは同じファブリックエクステンダから

のものである必要があります。ファブリックエクステンダと親スイッチのインターフェイスを

混在させることはできません。

ホストインターフェイスポートチャネルでは、レイヤ 2モードがサポートされています。

アクセスポートまたはトランクポートとしてレイヤ 2ポートチャネルを構成できます。

ファブリックエクステンダはホスト vPC機能をサポートしています。この機能により、サー
バはポートチャネルを介して 2つの異なる FEXに同時に接続できます。vPCドメインで、各
ファブリックエクステンダを接続する親スイッチを設定する必要があります（FEXあたり 1
つの親スイッチ）。

ホストインターフェイスのポートチャネルを使用したロードバラン

シング

Cisco NX-OSソフトウェアは、FEXホストインターフェイスのポートチャネルにおけるすべ
ての動作インターフェイス間で、トラフィックのロードバランシングを行います。フレーム内

のアドレスのハッシュ計算を行い、その結果を基にチャネル内の1つのリンクを選択します。
ポートチャネルはデフォルトでロードバランシングを備えています。
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使用するロードバランシングアルゴリズムのタイプを設定できます。ロードバランシングア

ルゴリズムを指定し、フレームのフィールドを見て出力トラフィックに選択するメンバポート

を決定します。

ロードバランシングモードは、すべてのファブリックエクステンダまたは特定のファブリッ

クエクステンダに適用するように構成できます。ロードバランシングモードが構成されてい

ない場合、ファブリックエクステンダはデフォルトのシステム構成を使用します。FEXごと
の構成は、システム全体のロードバランシング構成よりも優先されます。ポートチャネルご

とにロードバランシング方式を設定することはできません。

非 IPインターフェイスのデフォルトのロードバランシングモードでは、送信元および送信先
MACアドレスを使用します。

詳細については、『Cisco Nexus 9000シリーズ NX-OSインターフェイス構成ガイド、リリース
6.x』を参照してください。

（注）

次のいずれかの方式を使用するデバイスを設定し、ポートチャネル全体をロードバランシン

グできます。

•宛先MACアドレス

•送信元MACアドレス

•送信元および宛先MACアドレス

•宛先 IPアドレス

•送信元 IPアドレス

•送信元および宛先 IPアドレス

•送信元 TCP/UDPポート番号

•宛先 TCP/UDPポート番号

•送信元および宛先 TCP/UDPポート番号

• Dot1Q VLAN番号

VLANs
ファブリックエクステンダでは、レイヤ 2 VLANトランクおよび IEEE 802.1Q VLANカプセル
化がサポートされます。

VLANの詳細については、『Cisco Nexus 9000 Series NX-OS Layer 2 Switching Configuration Guide』
を参照してください。
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FEXファブリックインターフェイスでのネイティブVLANの構成はサポートされていません。（注）

プロトコルオフロード
CiscoNexusシリーズデバイスのコントロールプレーンの負荷を軽減するために、CiscoNX-OS
ではファブリックエクステンダ CPUにリンクレベルのプロトコル処理をオフロードすること
ができます。次のプロトコルがサポートされています。

•リンク層検出プロトコル（LLDP）

• Cisco Discovery Protocol（CDP）

•リンク集約制御プロトコル（LACP）

アクセスコントロールリスト
ファブリックエクステンダは、親 Cisco Nexusシリーズデバイスで使用可能なすべての入力
アクセスコントロールリスト（ACL）をサポートします。

IGMPスヌーピング
IGMPスヌーピングは、ファブリックエクステンダのすべてのホストインターフェイスでサ
ポートされます。

ファブリックエクステンダとその親スイッチは、接続先マルチキャストMACアドレスに基
づく IGMPv2および IGMPv3スヌーピングだけをサポートします。MACアドレスに基づくス
ヌーピングはサポートしません。

IGMPスヌーピングの詳細については、
http://tools.ietf.org/wg/magma/draft-ietf-magma-snoop/rfc4541.txtを参照してください。『Cisco Nexus

9000シリーズ NX-OSマルチキャストルーティング構成ガイド』も参照してください。

（注）

スイッチドポートアナライザ
ファブリックエクステンダのホストインターフェイスを、スイッチドポートアナライザ

（SPAN）送信元ポートとして構成することができます。ファブリックエクステンダポートを
SPAN接続先として構成することはできません。ホストインターフェイスの最大 4つの SPAN
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セッションが、同じファブリックエクステンダまたは異なるファブリックエクステンダでサ

ポートされます。入力送信元（Rx）モニタリングがサポートされています。

ファブリックエクステンダのホストインターフェイスが属する VLANのすべての IPマルチ
キャストトラフィックは、SPANセッションでキャプチャされます。IPマルチキャストグルー
プメンバーシップでトラフィックを分離することはできません。

同じファブリックエクステンダのホストインターフェイスに対して、入力モニタリングと出

力モニタリングが構成されている場合、パケットが 2回表示されることがあります（1回目は
Rxが構成されているインターフェイスのパケット入力、2回目は Txが構成されているイン
ターフェイスのパケット出力）。

Note

FEXホストインターフェイス（HIF）送信元でのTxモニタリングは、既知のレイヤ2ユニキャ
ストトラフィックに対してのみサポートされます。

Note

エントリごとの統計情報が構成されたポートACLまたはルータACL（PACL/RACL）を持つイ
ンターフェイス は、ACLフィルタが構成された SPAN/ERSPANセッションではサポートされ
ません。

Note

SPANの詳細については、『Cisco Nexus 9000 Series NX-OS System Management Configuration
Guide』を参照してください。

オーバーサブスクリプション
スイッチング環境では、オーバーサブスクリプションとは、ポートの使用を最適化するために

複数のデバイスを同じインターフェイスに接続する方法です。インターフェイスは、最大速度

で動作する接続をサポートできます。ほとんどのインターフェイスは最大速度で動作しないた

め、ポートを共有することにより未使用の帯域幅を有効活用できます。オーバーサブスクリプ

ションは、アクティブなホストインターフェイスへの利用可能なファブリックインターフェ

イスの機能で、イーサネット環境にコスト効果の高い拡張性と柔軟性をもたらします。

Cisco Nexus 2248TPファブリックエクステンダには、4つの 10ギガビットイーサネットファ
ブリックインターフェイスと 48の 100/1000Base-T（100メガビット/1ギガビット）イーサネッ
トホストインターフェイスが用意されています。ホストインターフェイスがギガビットイー

サネットモードで動作している場合、次の構成が提供されます。

•オーバーサブスクリプションなし（4つのファブリックインターフェイスに対して 40の
ホストインターフェイス）

• 1.2:1のオーバーサブスクリプション（4つのファブリックインターフェイスに対して 48
のホストインターフェイス）
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• 4.8:1のオーバーサブスクリプション（1つのファブリックインターフェイスに対して 48
のホストインターフェイス）

CiscoNexus 2248TPについては、そのホストインターフェイスが 100Mbで動作している場合、
オーバーサブスクリプションなしで簡単に動作できます。

CiscoNexus 2248TP-Eファブリックエクステンダには、4つの10ギガビットイーサネットファ
ブリックインターフェイスと 48の 100/1000Base-T（100メガビット/1ギガビット）イーサネッ
トホストインターフェイスが用意されています。ホストインターフェイスがギガビットイー

サネットモードで実行されている場合、1.2対 1のオーバーサブスクリプション（4つのファ
ブリックインターフェイスに対して 48のホストインターフェイス）を提供します。

Cisco Nexus 2248PQファブリックエクステンダには、16個の 10ギガビットイーサネットファ
ブリックインターフェイスと 48個の 10ギガビットイーサネットホストインターフェイスが
用意されています。すべてのホストインターフェイスでは、使用可能なすべてのファブリック

インターフェイスを使用します。すべてのホストインターフェイスがすべてのファブリック

インターフェイスにトラフィックを送信する場合、Cisco Nexus 2248PQの最大オーバーサブス
クリプション比は 3:1です。

Cisco Nexus 2232PPファブリックエクステンダには、8つの 10ギガビットイーサネットファ
ブリックインターフェイスと 32の 10ギガビットイーサネットホストインターフェイスが用
意されています。すべてのホストインターフェイスでは、使用可能なすべてのファブリック

インターフェイスを使用します。（静的ピン接続はサポートされていません。ポートチャネル

モードはファブリックインターフェイスのみでサポートされます）。すべてのホストインター

フェイスがすべてのファブリックインターフェイスにトラフィックを送信する場合、Cisco
Nexus 2232PPの最大オーバーサブスクリプション比は 4:1です。

Cisco Nexus 2232TMおよび Cisco Nexus 2232TM-Eファブリックエクステンダには、8つの 10
ギガビットイーサネットファブリックインターフェイスと32のギガビットおよび10ギガビッ
トイーサネットホストインターフェイスが用意されています。すべてのホストインターフェ

イスでは、使用可能なすべてのファブリックインターフェイスを使用します。すべてのホスト

インターフェイスがすべてのファブリックインターフェイスにトラフィックを送信する場合、

Cisco Nexus 2232TMおよび Cisco Nexus 2232TM-Eの最大オーバーサブスクリプション比は 4:1
です。

Cisco Nexus 2224TPファブリックエクステンダには、2つの 10ギガビットイーサネットファ
ブリックインターフェイスと 24の 100/1000Base-T（100メガビット/1ギガビット）イーサネッ
トホストインターフェイスが用意されています。このため、1.2:1（2つのファブリックイン
ターフェイスに対して 24のホストインターフェイス）以上のオーバーサブスクリプションを
構成できます。

Cisco Nexus B22 Fabric Extender for HP（NB22HP）には、8つの 10ギガビットイーサネット
ファブリックインターフェイスと 16の 1G/10ギガビットイーサネットホストインターフェ
イスが用意されています。すべてのホストインターフェイスでは、使用可能なすべてのファブ

リックインターフェイスを使用します。すべてのホストインターフェイスがすべてのファブ

リックインターフェイスにトラフィックを送信する場合、Cisco Nexus B22 Fabric Extender for
HP（N2K-B22HP-P）の最大オーバーサブスクリプション比は 2:1です。
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Cisco Nexus B22 Fabric Extender for Dell（NB22DELL）には、8つの 10ギガビットイーサネッ
トファブリックインターフェイスと16の1G/10ギガビットイーサネットホストインターフェ
イスが用意されています。すべてのホストインターフェイスでは、使用可能なすべてのファブ

リックインターフェイスを使用します。すべてのホストインターフェイスがすべてのファブ

リックインターフェイスにトラフィックを送信する場合、Cisco Nexus B22 Fabric Extender for
Dell（N2K-B22DELL-P）の最大オーバーサブスクリプション比は 2:1です。

Cisco Nexus 2248TQ-Eファブリックエクステンダには、48の 1ギガビットイーサネットファ
ブリックインターフェイスと 10ギガビットイーサネットホストインターフェイスが用意さ
れています。すべてのホストインターフェイスでは、使用可能なすべてのファブリックイン

ターフェイスを使用します。すべてのホストインターフェイスがすべてのファブリックイン

ターフェイスにトラフィックを送信する場合、Cisco Nexus 2348TQ-Eの最大オーバーサブスク
リプション比は 2:1です。

Cisco Nexus 2332TQファブリックエクステンダには、32の 1ギガビットイーサネットファブ
リックインターフェイスと 10ギガビットイーサネットホストインターフェイスが用意され
ています。すべてのホストインターフェイスでは、使用可能なすべてのファブリックインター

フェイスを使用します。すべてのホストインターフェイスがすべてのファブリックインター

フェイスにトラフィックを送信する場合、Cisco Nexus 2332TQの最大オーバーサブスクリプ
ション比は 2:1です。

管理モデル
Cisco Nexus 2000シリーズファブリックエクステンダは、親スイッチにより、ゼロタッチ構
成モデルを使用してファブリックインターフェイスを介して管理されます。スイッチは、ファ

ブリックエクステンダのファブリックインターフェイスを検出してファブリックエクステン

ダを検出します。

ファブリックエクステンダが検出され、親スイッチに正常に関連付けられていると、次の操

作が実行されます。

1. スイッチはソフトウェアイメージの互換性を確認し、必要に応じて、ファブリックエク
ステンダをアップグレードします。

2. スイッチとファブリックエクステンダは、相互にインバンド IP接続を確立します。

3. スイッチはコンフィギュレーションデータをファブリックエクステンダにプッシュしま
す。ファブリックエクステンダは、構成をローカルに保存しません。

4. ファブリックエクステンダは、スイッチの動作ステータスを更新します。ファブリック
エクステンダのすべての情報は、スイッチのモニタリングおよびトラブルシューティング

のためのコマンドを使用して表示されます。
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転送モデル
Cisco Nexus 2000シリーズファブリックエクステンダは、ローカルスイッチングを実行しま
せん。すべてのトラフィックは、セントラル転送およびポリシー適用を行う親スイッチに送信

されます。このトラフィックには、次の図に示されているように、同じファブリックエクス

テンダに接続されている 2つのシステム間でのホスト間通信も含まれます。

Figure 1:転送モデル

転送モデルは、ファブリックエクステンダとその親 Cisco Nexusシリーズデバイス間の機能
の一貫性を促進します。

ファブリックエクステンダは、ネットワークファブリックへのエンドホスト接続を提供しま

す。その結果、BPDUガードはすべてのホストインターフェイスで有効になります。ブリッジ
またはスイッチをホストインターフェイスに接続すると、BPDUを受信すると、そのインター
フェイスは error-disabled状態になります。

ファブリックエクステンダのホストインターフェイスで BPDUガードを無効にすることはで
きません。

Note

ファブリックエクステンダは、ネットワークからホストへの出力マルチキャストレプリケー

ションをサポートします。ファブリックエクステンダに接続されているマルチキャストアド

レスの親スイッチから送信されたパケットは、ファブリックエクステンダASICによって複製
され、対応するホストに送信されます。

ポートチャネルファブリックインターフェイス接続
ホストインターフェイスと親スイッチとの間のロードバランシングを提供するために、ポー

トチャネルファブリックインターフェイス接続を使用するようにファブリックエクステンダ
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を構成できます。この接続は、次の図に示すように、10ギガビットイーサネットファブリッ
クインターフェイスを単一の論理チャネルにバンドルします。

Figure 2:ポートチャネルファブリックインターフェイス接続

親スイッチとの接続にポートチャネルファブリックインターフェイス接続を使用するように

ファブリックエクステンダを構成すると、スイッチは、次のロードバランシング基準を使用し

てリンクを選択することで、ホストインターフェイスポートに接続されているホストからの

トラフィックをロードバランシングします。

•レイヤ 2フレームの場合、スイッチは送信元および宛先MACアドレスを使用します。

•レイヤ 3フレームの場合、スイッチは送信元MACアドレスと宛先MACアドレス、およ
び送信元 IPアドレスと宛先 IPアドレスを使用します。

ポートチャネルでファブリックインターフェイスに障害が発生しても、ホストインターフェ

イスは影響を受けません。トラフィックは、ポートチャネルファブリックインターフェイス

の残りのリンク間で自動的に再配布されます。ファブリックポートチャネルのすべてのリン

クがダウンすると、FEX上のすべてのホストインターフェイスがダウン状態に設定されます。

Note

ポート番号付けの慣例
ファブリックエクステンダでは、次のポート番号付け規則が使用されます。

interface ethernet chassis/slot/port

説明：

• chassisは管理者により構成されます。ファブリックエクステンダは、ポートチャネル
ファブリックインターフェイスを介してその親である Cisco Nexusシリーズのデバイスに
直接接続されている必要があります。シャーシ IDをスイッチのポートチャネルで構成し
て、それらのインターフェイスで検出されるファブリックエクステンダが識別されるよう

にします。
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シャーシ IDの範囲は、101～ 199です。

シャーシ IDが必要になるのは、ファブリックエクステンダのホ
ストインターフェイスにアクセスする場合だけです。101未満の
値は、親スイッチのスロットであることを示します。スイッチの

インターフェイスには、次のポート番号付け規則が使用されま

す。

interface ethernet slot/port

Note

• slotは、ファブリックエクステンダのスロット番号です。

• portは、特定のスロットおよびシャーシ IDでのポート番号を識別します。

ファブリックエクステンダのイメージ管理
CiscoNexus 2000シリーズファブリックエクステンダにソフトウェアは同梱されません。ファ
ブリックエクステンダのイメージは、親スイッチのシステムイメージにバンドルされていま

す。イメージは、親スイッチとファブリックエクステンダとの間の関連付け処理時に自動的

に検証され、必要に応じてアップデートされます。

引数を使用せずに install allコマンドを入力すると、親CiscoNexusシリーズスイッチのソフト
ウェアがアップグレードされ、接続されているファブリックエクステンダのソフトウェアも

アップグレードされます。ダウンタイムを最短にするために、インストールプロセスで新しい

ソフトウェアイメージがロードされている間、ファブリックエクステンダはオンラインに維

持されます。ソフトウェアイメージが正常にロードされると、親スイッチとファブリックエ

クステンダは自動的にリブートします。

このプロセスは、親スイッチとファブリックエクステンダとの間のバージョンの互換性を維

持するために必要になります。

ファブリックエクステンダのガイドラインと制約事項
Cisco Nexus 2000シリーズファブリックエクステンダには、次のガイドラインと制約事項があ
ります。

• FEX QoSシステムレベルキューイングポリシーは、WRED、キュー制限、シェーピン
グ、またはポリシング機能をサポートしません。

• FEX QoSシステムレベルキューイングポリシーは、複数のプライオリティレベルをサ
ポートしていません。

•ポートをトランクから FEXファブリックに変換する前に、明示的なネイティブ VLAN構
成を削除または構成解除します。
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• NATは、FEXホストインターフェイスではサポートされません。

• FEXホストインターフェイスは、システムのデフォルトレイヤです。

• N9K-C93108TC-FX3Pポート 1～ 48（10GT）を親として使用して FEX NIFポートを接続
することはできません。代わりに、N9K-C93108TC-FX3Pポート 49〜 54（40G/100G）を
親として使用して FEX NIFポートを接続する必要があります。

• FEXでは 4Qキューイングポリシーモデルのみがサポートされます。8Qキューイングポ
リシーモードで FEXを起動しようとすると、エラーメッセージが表示されます。

• 10G GLC-T光ファイバは、FEXポートではサポートされていません。

• Cisco NX-OSリリース 9.2(1)以降では、ストレートスルー FEXサポートに加えて、デュア
ルホーム FEXサポートが Cisco Nexus 93180YC-FXおよび 93108TC-FXスイッチに追加さ
れています。

• Cisco NX-OSリリース 9.2(1)以降、ストレートスルー FEXサポートが Cisco Nexus
93240YC-FX2および 9336C-FX2スイッチに追加されています。

• Cisco NX-OSリリース 9.3(1)以降、ストレートスルー FEXサポートが Cisco Nexus
93360YC-FX2に追加されています。

• FEX HIFポートチャネルの場合は、spanning tree port type edge [trunk]コマンドを使用し
て STPポートタイプエッジを有効にします。

• Cisco Nexus 2248PQ、2348TQ、2348TQ-E、および 2348UPQ FEXは、サポートされている
ブレークアウトケーブルを使用してFEX上のQSFP+アップリンクと親スイッチ上のSFP+
リンク（4x10Gリンク）を接続することで、CiscoNexus 9300または 9500プラットフォー
ムスイッチへの接続をサポートします。

• Cisco NX-OSリリース 9.3(5)以降、Active-Active FEXトポロジは N9K-C9336C-FX2、
N9K-C93240YC-FX2、N9K-C93360YC-FX2、N9K-C93216TC-FX2、N9KC93108TC-FX3P、
N9K-C93180YC-FX3Sスイッチでサポートされます。Cisco Nexus 9300-FX2および FX3ス
イッチは、STおよび AA FEXモードでサポートされます。

• Cisco NX-OSリリース 9.3(1)以降、すべての FEXタイプがストレートスルーモードの
N9K-C93360YC-FX2スイッチをサポートします。

• Cisco NX-OSリリース 9.2(3)以降、FEXは IEEE 802.1Xポートベース認証を FEX-STおよ
びホストインターフェイス（HIF）ポートでサポートします。IEEE 802.1Xポートベース
認証のサポートは、ストレートおよびデュアルホーム FEXの両方に適用されます。

ポートベース認証の構成方法の詳細は、『Cisco Nexus 9000シリーズ NX-OSセキュリティ

コンフィギュレーションガイドリリース 9.x』を参照してください。

• Cisco NX-OSリリース 9.2(1)以降、すべての FEXタイプがデュアルホームモードの
N9K-C93180YC-FXおよび N9K-C93108TC-FXスイッチをサポートします。

• Cisco NX-OSリリース 9.2(1)以降、すべての FEXタイプで N9K-C93240YC-FX2および
N9K-C9336C-FX2スイッチがストレートスルーモードでサポートされます。
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• Cisco NX-OSリリース 9.2(1)以降、FCoE over FEXは、N9K-C93180YC-FXスイッチにおい
て、N2K-C2348UPQ、N2K-C2232PP、N2K-B22IBM-P、および N2K-B22HP-P FEXモデル
のストレートスルーモードとデュアルホームモードの両方でサポートされます。

• Cisco NX-OSリリース 9.2(1)以降、FEXレイヤ 3ポートの NetFlowは Cisco Nexus 9300 EX
と 9300 FXプラットフォームスイッチでサポートされるようになりました。

•構成は、次の場合に消去されます。

•ストレート型 FEXはデュアルホーム接続に変換されます。

•デュアルホーム FEXは直線型に変換されます。

• CiscoNexus 9000シリーズスイッチでアクティブ-アクティブから直線型または直線型から
アクティブ-アクティブ FEXトポロジに変換するには、親スイッチをリロードする必要が
あります。https://bst.cloudapps.cisco.com/bugsearch/bug/CSCve15816も参照してください。

• FEXがオンラインの場合：FEXは変換時にデュアルホーム FEXとしてダウンし、直
線型 FEXとしてアップします。構成は起動時に消去されます。

• FEXがオフラインの場合：FEXはデュアルホーム FEXとしてダウンするので、ファ
ブリックポートチャネルで no vpc idコマンドを入力します。構成は消去されませ
ん。このシナリオでは、モードをアクティブ-アクティブから直線型に切り替えなが
ら、FEXインターフェイスの構成をデフォルトにします。

• ASCII/POAPリプレイは、リリース7.0(3)I7(1)以降でサポートされています。以前のリリー
スでは、FEXがオンラインになった後に FEX構成を手動で再適用する必要があります。

• install allコマンドを使用して、リリース 7.0(3)I2(2b)からリリース 7.0(3)I6(2)またはリリー
ス 7.0(3)I7(x)以降にアップグレードすると、VLANを既存の FEX HIFトランクポートに
追加することができない場合があります。これから回復するには、すべての FEXがオン
ラインになり、HIFが動作するようになった後、次の手順を実行する必要があります。

•プロンプトで copy run bootflash:fex_config_restore.cfgコマンドを入力します。

•プロンプトで copy bootflash:fex_config_restore.cfg running-config echo-commandsコマ
ンドを入力します。

• 2332TQ FEXは、Cisco Nexus 9300、9300-EX、および 9500プラットフォームスイッチを
親スイッチとしてサポートするようになりました（FEXがサポートするすべてのプラット
フォームで）。

• Cisco NX-OSリリース 9.2(1)以降、FEXは、N9K-X9432PQ、N9K-X9536PQ、および
N9K-X9636PQラインカードを搭載した、ブレークアウトモードのCiscoNexus 9500シャー
シでサポートされます。

• Cisco NX-OSリリース 10.2(1)以降、FEXHIFのデフォルトポートモードは、STモードの
システムデフォルトレイヤです。AAモードのデフォルトポートモードは L2のままで
す。

概要

15

概要

ファブリックエクステンダのガイドラインと制約事項

https://bst.cloudapps.cisco.com/bugsearch/bug/CSCve15816


•ファブリックポートチャネル（ファブリックエクステンダからスイッチへのアップリン
ク）の一部として、最大 8つのポートを設定できます。

•ファブリックエクステンダは、N9K-C93108TC-EX、N9K-C93180LC-EX、
N9K-C93180YC-EX、N9K-C93180YC-FX、および N9K-C93108TC-FXスイッチでサポート
されます。サポートには、ストレートスルーおよびデュアルホーム（アクティブ/アクティ
ブ）FEXトポロジが含まれます。

• 2348TQ-Eファブリックエクステンダがサポートされています。

•ファブリックエクステンダホストインターフェイスは、エッジポートとしてのみ構成で
きます。ダウンストリームスイッチが検出されると、インターフェイスは error-disabled
ステートになります。

• FEXを Cisco Nexus 9000シリーズデバイスに接続すると、FEXホストインターフェイス
のキューイング機能が制限されます。レイヤ 2（SVIインターフェイスを使用）に接続さ
れたルータは、ルーティングプロトコルの隣接関係に参加できません。輻輳が FEXホス
トインターフェイスで発生した場合、コントロールプレーントラフィックが優先順位付

けされないため、FEXをピアとして使用できません。この制限は、ASAファイアウォー
ル、ACEロードバランサ、またはダイナミックルーティングプロトコルを実行している
他のレイヤ 3のネットワーキングデバイスなどの他のレイヤ 3デバイスに FEXが接続さ
れている場合にも適用されます。ルータ、ASAファイアウォール、ACEロードバランサ、
および他のレイヤ3ネットワークデバイスへのスタティックルートがサポートされます。

• FEXで速度 100/全二重に設定し、ネイバーデバイスで速度 100/全二重に明示的に構成し
なかった場合、リンクがアップ状態であるように見えても、データパケットが正しく通過

しないことがあります。

説明インターフェイスコンフィギュレーション

すべての速度を自動ネゴシエートし、アド

バタイズします（全二重のみ）。

no speed

自動ネゴシエーションを行いません。一時

停止はアドバタイズできません。

ピアは、自動ネゴシエーションしないよう

に構成する必要があります（100 Mbps全二
重のみサポート）。

speed 100

ポーズを自動ネゴシエートしてアドバタイ

ズします（1000Mbps全二重のみをアドバタ
イズします）。

speed 1000

• Cisco Nexus 2332TQ、2348TQ、2348TQ-E、および 2348UPQは、40G接続または 4x10Gブ
レークアウトをサポートします。

• Cisco Nexus 2248PQ、2348TQ、2348TQ-E、2332TQ、および 2348UPQは、
N9K-C93180YC-EX、N9K-C93180YC-FX、および N9K-C93240YC-FX2で 4x10gブレーク
アウトをサポートします。
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• Cisco Nexus 2348TQ、2332TQ、2348TQ-E、および 2348UPQは、N9K-C9332PQ、
N9K-C93180YC-EX、N9K-C93108TC-EX、N9K-C93180YC-FX、N9K-C93108TC-FX、
N9K-C93240YC-FX2、および N9K-C9336C-FX2上でオリジナルの 40G接続をサポートし
ます。

•さまざまなハードウェアプラットフォームでの FEXのサポートについては、
https://www.cisco.com/c/dam/en/us/td/docs/Website/datacenter/fexmatrix/fexmatrix.htmlの FEX
マトリックスを参照してください。

•インサービスソフトウェアアップグレード（ISSU）は、デュアルホーム FEXの Cisco
Nexus 9000シリーズスイッチではサポートされません。

• Cisco NX-OSリリース 9.3(1)以降では、MTU 9216が FEXファブリックポートチャネルの
デフォルトになっています。FEXファブリックポートチャネルでは、MTU 9216のみを
構成できます。他の値を構成すると、エラーがスローされます。

• Cisco NX-OSリリース 9.3(1)にアップグレードする前に FEXファブリックポートチャネ
ルのMTU値が 9216に設定されていた場合、show running configコマンドはMTU構成を
表示しません。すでに Cisco NX-OSリリース 9.3(1)の新しいデフォルトになっているから
です。このため、show running-config diffコマンドは、予期される違いを表示します。

•レイヤ 3は、Cisco Nexus 9300シリーズスイッチの FEXポートチャネルインターフェイ
スでサポートされます。

• FEXモジュールを 9300-EXシリーズスイッチに接続し、QoSキューイングを使用する場
合は、スイッチのキューイングポリシーを 8Qから 4Qに変更する必要があります。

設定例：

switch(config)# system qos
switch(config-sys-qos)# service-policy type queuing out default-out-policy
switch(config-sys-qos)# service-policy type network-qos default-nq-policy

• FEX構成は、Cisco Nexus 9348GC-FXPおよび N9K-C92348GCスイッチではサポートされ
ません。

•ポストルーティングフラッドは、Cisco Nexus 31128PQスイッチおよび 3100-Vプラット
フォームスイッチ、Cisco Nexus 9300プラットフォームスイッチ、Cisco Nexus 3164Qス
イッチ、および Cisco Nexus 9500プラットフォームスイッチの FEX HIFインターフェイ
スではサポートされません。

• IPSG（IPソースガード）は、FEXポートではサポートされません。

• URPFは、FEXホストインターフェイスではサポートされません。

• FEXホストインターフェイスポートに接続されているVTEPはサポートされていません。

•親スイッチが 48x10GT + 6x40G/100Gの場合、デュアルホームおよび直線型 FEXはサポー
トされません。

•拡張 vPCはサポートされていません。
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• internal キーワードが付いている show コマンドはサポートされていません。

•第 1世代のCiscoNexus 9300プラットフォームスイッチは、アップリンクモジュールポー
ト（ALE：アプリケーションリーフエンジン）で FEXをサポートしません。第 1世代の
スイッチとは、モデル名にサフィックス（-EX、-FX、または -FX2など）がないスイッチ
です。

•次の機能は、Cisco Nexus 9364Cスイッチではサポートされません。

• 100 Gポートは、ブレークアウトをサポートできません（HWの制限）

• FEX

• ISSU

•セグメントルーティング

• Tetration（HWの制限）

• FEXは、CiscoNexus 9332PQ、9372PX、9372PX-E、9396PX、93180YC-EX、93180YC-FX、
および9500プラットフォームスイッチでのみサポートされます（FEXは、N9K-X9732C-EX
ラインカード、および Cisco Nexus 9200プラットフォームではサポートされません）。

• FEX vPCは、FEX（すべてのモデル）と親スイッチとしての Cisco Nexus 9300プラット
フォームスイッチ間ではサポートされません。

• FEXレイヤ 3は、Cisco Nexus 2348TQ-Eファブリックではサポートされません。

• Cisco NX-OSリリース 9.3(4)以降、QSAは FX3ベースの FEXデバイスでサポートされま
す。

• Cisco NX-OSリリース 9.3(9)以降、FEXモードで使用される FX3は、最初の 20個の HIF
ポートで不具合を起こします。ただし、この問題は TORモードの FX3には影響しませ
ん。

• Cisco NX-OSリリース 9.3(9)およびリリース 10.2(2)以降、Cisco Nexus 2248PQ、2348TQ、
2348TQ-E、および 2348UPQ FEXは、FEX NIFでの QSAアダプタの使用をサポートして
おり、親スイッチの 10G/SFP+リンクに接続することができます。

• Cisco Nexusスイッチで、40Gまたは 100G FEX NIFアップリンクを使用する場合は、自動
ネゴシエーションを無効にしておく必要があります。

• FEXモードで動作している Cisco Nexus 9300-FX3シリーズスイッチは、FEX NIFポート
での自動ネゴシエーションをサポートしていません。

• Cisco NX-OSリリース 10.3(1)F以降、FCoE over FEXは、ストレートスルーモードの
N9K-C93180YC-FXスイッチでサポートされています。これがN9K-C93180YC-FX3FEXモ
デルです。

•以前のリリースから 10.3(1)Fにアップグレードする際、N9K-C93180YC-FX3で FCoEを有
効にするには、アップグレード後に FEXをリロードします。
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•フラッピング FX3ポートチャネルでは、メンバー POが起動するまでに約 3〜 5分かかり
ます。

• N9K-C93180YC-FX3 FEXは、10/25G HIFポートと 10/25/40/100G NIFポートをサポートし
ます。

• AA FEXインターフェイスの LACPポートプライオリティ構成の場合、AA FEXインター
フェイスで行われた構成変更を反映するために、いずれかの VPCスイッチから構成を指
定できます。

• FEXがオフラインで、バイナリ構成が存在する場合、show startup configurationでは次のよ
うな HIF構成の一部が表示されません。

•スイッチポート構成で許可 VLANが除外されています。

•スパニングツリー

• Cisco NX-OSリリース 10.2(1)以降、 FEX HIFインターフェイスのデフォルトポートモー
ドは、親スイッチの「システムデフォルトスイッチポート」モードから継承されます。

このことはシングルホーム（ST）モードのFEXにのみ適用されます。デュアルホームFEX
（AAモード）のデフォルト HIFポートモードは引き続き L2です。

構成の制限値
設定制限は『Cisco Nexus 9000シリーズ NX-OS検証済みスケーラビリティガイド』にまとめら
れています。

デフォルト設定
次の表に、ファブリックエクステンダパラメータのデフォルト設定を示します。

表 1 : Cisco Nexus 2000シリーズファブリックエクステンダパラメータのデフォルト設定

デフォルトパラメータ

ディセーブルfeature-set fex command

レイヤ 2（Cisco NX-OSリリース 10.1xまで）

レイヤ3（STモードのみ：CiscoNX-OSリリー
ス 10.2(1)以降）

ポートモード
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。
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