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I T ENMRIZ L 5T, VXLANIZL A Y3 Xy hT—27 ETLAFV2xy NU—T % R RL
LE7, VXLAN Oy MERZROBIZ R LET,
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1:VXLAN D /34y Rz

VXLAN /L, 24 B K VNID & W OO FTHIE Y b THE SIS 8 /31 N VXLAN ~» &4 —
EEMALET, VXLAN~Y X —BLOEOA —H Ky F 7L —AiX, UDP<A 12— RIZHY
F9, 248 FVNID (X, LA V2B AL FE#AIL, B A2 METLA Y2 D5EE% HE
oA SN E T, VXLAN X 1600 H{HD LAN 7 A > F &V R— b TEE9,

VXLAN f > RJ)L TV FiRA >k

VXLAN{(ZVXLAN k> LTy RARA b (VIEP) T3A R&MERHLTTF v oy RF
NA A% VXLAN £ 7 A2 b~y B 7 L, VXLAN OB 72 AbE L O 72 A bfghi %
FAIFTLET, & VIEP 731 AL 2 DDA v A —T =2 A A XA TR F4 -

T VT BN L=k KR, v b EEE Y R— T 50— N/ LAN B A
VEDAAL T R—K A H—T A A

* VXLAN I 7L 7 L—LNEEEND VTV AR—F Xy FT—T~DIP A F—
T A A

VTEP 534 AL, W—T Ry 7 A =T 2 ZADIPT FLATHLHBEDIPT KL A%
FEALC, IP RT7VAFR—F 3y U= Tl SIVET, VIEP 7 A R T2 D IP T L
AEFEHALTA—Y %y N Zv—b5 BT L, BT ENT 7y 5, IPA >
B =T A RAENLTIERY b= ~FELET, VIEP 731 XL, %{57 % VXLAN
N57 4y Z7DYE—KVTEPIPY KL ZLUE—KMACT RL A5 VIEPIP ~D~ v &°
YT EFELUET,

VXLAN 27 A > M3 L 25 %y bU—2 MR DIEFELEE A, ¥, VIEP ok
MELRDIP Ry PU—27 1%, VXLAN A —_R— L A IZEIFELE A, IPFy FU—27 1%, &
fEIEIP 7 R A L UCHSE VIEP 2 F5 6, %56 1IP 7 KLU R & L Cfig VTEP 7213, /LT
Fx AN TN—TIPT RLVAREFFONEIP 7 R A~y X —{ZFDNTH T AL FERN
oy Nae—F 47 LET,
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VXLAN D# |

B ovaan sy rEzon—

VXLAN /X4 v

NERx 7 O—

VXLANIZVTEP D AT — LA Fo R BFEHLT, LA ¥3FIFT U AR—F Ry hU—
TENLTE—RN—=L A LA F¥2Xxy NI~V D T T 4w 7 BRELET,

VXLAN & D ECMP £ L U LACP BT 78

7354%)

7' MME ST VXLAN YT > NI, BRER Y N U —2 ORA T 4 7 DERIEDRTEIZIHS
CTVTEP I CEEESNET, IFEAEDT—H B X — N T U AR—F Xy NU—Z %, &
FIER~ATFRA =R 2TV 77 ) uao—%2FH L TERATRERTXTO/ A
N7 74y 7 DARESRT S, BEOINENATRIBIOEMAIATHET,

WA VXLAN b7 VAR — F Ry hU—7 1%, EEFKEOIPE 2 A N~ /LF /XA (ECMP)
ERERALCHEEDORA N RAM TR T 74 v VAWM EDHRTDIPL—T 47 F v hT—2
TY, =T U ARIDr y MREERET D20, 7 a—_—Z2DECMP N —XENCEA S
TWET, ECMP 72—, B#ETLEHEHILDOIP T RL A, BLOA T a TIP3 v b
Ny B—NOBETE & B LD TCP £721Z UDP AR — Mo k> TEZ SN E T,

VTEP X7 D VXLAN /X7 v b 70— 33 _C, [6 U IEE L IP 7 R LA LBk SE TP
T RVRAEFRHLET, T XTOVTEPT /3 AL, A % —% > | Allocated Numbers Authority
(IANA) 25810 24 T72 UDP AR— k 4789 DBEARBRDOAR—F, FTF U AR—F Xy hU—
7 DS S VXLAN 7 0 — % X BT 5 ECMP 7 1 —EF#DOME— D EFRIL, 1X{3 5 UDP
AR—FTT, V=7 4 7 BLOPECMP DREIZIESW TR I N1 > X —T = A AN
LACP 7"— k % XV Th 5854 . Link Aggregation Control Protocol (LACP) 7~ 3 = CiX[A]
BRODRIAFEAE L ET, LACP X, VXLANSMNAT AT v K~y X —% )7 Dr— Ry =7
Ny valERALET, ZCX Y, XET UDP AA— b3 VXLAN 7 o —% —EIZiA T &
HME—DHEFITIR D £77,

VXLAN @ Cisco Nexus 3600 7°F v N 7 —2h AA v FOEETIT, NEI 7 L—2D~y X —
DNy 2N VXLAN #E7C UDP AR— b e LTHEA S E T, TORE, VXLAN 7o—%
—BICTHZENTEET, IPT RL AL UDP R— DA LEIINH~y X —I12H 1 .

Nry NIT = A FTUAR—F Xy MU= @i LET,

IP7 FLRADT FNnN324 X

VPC XS — 7 E 23R —H— V—T A v FTIL, T 74/ T, TXTDOLA Y3 /L—
XY —7 A4 v F VIEPDE® A XV IPT RLA (VIP) % BGP X7 A+ Ky 7 IPT K
VAL LTCT RRXEARENET, TVT7 47 AN— "L —T XA v FTERINTL—
MZ, vPC UV —7 24 v FRITRM SN EFA, ZNEDOX A TDNL— D BGP R A k

Ry 7L LTVIPEERTLE, T 749w BB VPC Y =T 3R —F— U —7 &
AV FITHEIIN, 7T v 7 A=V DHAREERH Y £7, vPCXIIG Y — 7 El2idh—4 —
V=T A4 v TFTBGPDOT VT 4 v T A N— b EFIN—T Ry 7 A F—T A A )L—
a7 RREAARTHEXIIFR I ARy TELTCTTIA4~VIPT KL (PIP) T3
ool uebevamrrThE, INDOXATDOT RN A X, BGP X7 A N KRy
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vxiaN oz sEesosE ]

LLTPIPZEIRTEET, ZNIZKY, T 74 v Z7IEWITELWVPC XY —7 7203

R

=V =7 A yFITEk SN ET,

PIP %7 RNNZ A XF 572 DF%E 2~ > NiX advertise-pip T3,
DIFICES v 7 v s L g,

switch (config)# router bgp 65536

address-family 12vpn evpn

advertise-pip

interface nve 1

advertise virtual-rmac

advertise-pip =2~ RiL, VPC A X —T NVDHFEIZT VT 4 v 7 A)— M ETZIT Y — 7 ARk
N— b 2T RREAXTHELEIZ, BGPRRIT AN KRy FELTPIPEFEHATESLHIZL
ij‘o

VIP T VMAC (A8 MAC) M &4, VIP/PIP BEEENG N2 > TWHERIT. VAT A
MAC A PIP CfEH SN E T,

advertise-pip 3 & QM advertisevirtual-rmac =2~ > R& A X —7 /T 5H &, A7 50— bt

PIP T7 RARZ A XS, XA T 20— MNIBIEHREE VIP TY RRXZ A XINET, S bIT
VMAC X VIP TfEH &L, A5 A MACIEPIP A I ET,

N\

GE)

ZOREREA IE L < BiESH 5 121E, advertise-pip 35 X (Y advertise-virtual-rmac =~ > K % [A]f
WCHETITENCT OMER DY £, —Ha AR EITENCT 5 L. EOLRRE & Al
INFET,

VXLAN O;EEFIE & HIFEIR

VXLAN [Z1%, ROEFEEFHELEFHIREFEFERLH D 7,

« IGMP A2 X — "> 7’13 VXLAN VLAN Tl ¥ H— hShTnEd,

* VXLAN L' A ¥ 27— b U = A BRI, PAR—F SN TWET,

* VXLANZ 7 v FEB X OEEERIIY R—hSh THWEEA,

e Xy hU—2 3 VXLAN ~ v Z—DiBIID 50 /34 ML TEDZ &R LET,
« A4 v F T 1 SOOI Edge (NVE) A U F—T7 = A ADHBYR— FSET,

T T AN MRBEB LUV —T 4 v 75k (VRF) A4V AZ L AND LAY 3VLAN T v
TV 7 PR — SV ERA,

s VXLAN I 72U ENTZ N T T 4 v P B BIETHAR— DAL v F RER—="TFI7A4%
(SPAN) IV HA—FrENTWEHA,

e LAY 3VPN & D VXLAN 1F, ' AR—F SN TWEHA,
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B vunerozsssE

c ANV r—2a a2 L VXLAN [T AR — F STV ER A,
e MLD 2 X—t > 71X VXLAN VLAN CiI#AR— F & THEHA,

« ACL, QoS KU v —|% VXLAN VLAN TiI¥HR— hEhEtA,

« DHCP A X —t’ > 7% VXLAN VLAN TlIHHR— S EH A,

*L3VNI® VLAN Z vPC 7 U > 7 T 7 OFF A VLAN U 2 MIBMT 2688 H Y £
ﬁ‘o

VXLAN B DZESEIE

WIZ, VXLAN JEBAFFOBEFHEO—ME R L ET :

=T Ry 4B —T A APIE, kXY N U —2 TVTEP T /3 R & —EIT#HAI3
DO SN ET,

¢« AT TIPVINTF¥ A RNDINV—F (VT HMLT HIZIE, IPv/LF v A RO, PIM
DR, BXOTZ T 7 =R A b (RP) OHEEINLETT,

¢ VTEP-to-VTEP = =3 v A b DOFEZEA[HEMIL, WD IGP 7' 1 b 2L &4 L CTHERR T

SRS
* VXLAN ¥V FF ¥ 2~ b7 71 w73, HICRPTHAY ) —2 AT 508851 =
EE

* VIEP TO~NLFF v A~ Z/—TDRP NYR—hINTWHIRETT, =72L, AN
AV VAXIT v TARN) =L TRAATILFF¥ AN ZV—70RP ZHipkd 503
NV ET, TXTOVALTFXXY AN NT T4 v I PRRPEBETHDT, ZTORNT T 4>
D ANA LA X)T T A RNY — TN, RTHRIET D ST TT,

VXLAN O E1E

VXLAN OFEICIE, ROBENRE TN ET -
* VXLAN #ERER A 2 —T7 VI LET,

« VLAN /05 VN B 7 A v b~ v B2 7 OH ML
1a s BRI
VXLAN Enterprise 714 Z 2 ANA AR =L I TWDHZ EZFHER LTI EEIN,

FIEOHE

1. switch# configureterminal
2. switch(config)# [no] feature nv overlay
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VLAN 1 5 VXLANVNI ~AD T v E > 5 .

3. switch (config)# [no] feature vn-segment-vlan-based
4. (f£&) switch(configy# copy running-config startup-config

FIED
FIE
ARV FFERET7IVa Y B#
R w 71 | switch# configure terminal Jua—)Lar7 4 Xal—iay T— &G
LET,
R T w 7 2 | switch(config)# [no] feature nv overlay VXLAN e % A4 2 — 7 I LET,
R T 7 3 | switch (config)# [no] feature vn-segment-vlan-based |4 <Co VXLAN 7'V v ¥ RA A 27 2 — 31
E—RFEZRELET,
VLAN 75 VN-Segment ~D—~ v £ 7 O8N
VLAN 5 VN B 7 AV h~D~ » B 7L, #I
1 %F1C9,
ATv 74| ({£E) switch(configy# copy running-config V7= BLOY RAZ— MEIZETa 7 4 Fa
startup-config L—yarvaAZ— T v ary7 4 ¥alb—s
SN =L T, BEAMANIRIT L E T

1

WIZ., VXLAN A %—7 2L, VLAN?XD VN B A ha~dD~ v B 7 E AR

TR R LET,

switch# configure terminal
switch (config) # feature nv overlay

switch (config) # feature vn-segment-vlan-based
switch (config) # copy running-config startup-config

VLAN /55 VXLANVNI ~DT v EV YT

FIEDOHE

1. switch# configureterminal
2. switch(config)# vlan vian-id

3. switch(config-vlan)# vn-segment vnid
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B vweai-xcxt7RLROL—F 125 TO L IO

F IR D

FIE

VXLAN O |

ARV RFERFTIaY

=)

Z 5w 71 | switch# configure terminal JTa— )L a7 4 X2 lb— gy e— REELG
LET,

AT 7 2 | switch(config)# vian vian-id VLAN #fRE L £7,

AT 7 3 |switch(config-vlan)# vn-segment vnid VXLAN {48~ R U —2 ID (VNID) Z#5E L

9, vnid DEOFKFHIX 1 ~ 16777214 T,

il

&IZ. VLAN % VXLAN VNI I~ v B> 7450 %2 R LET :

switch# configure terminal
switch(config)# wvlan 3100

switch (config-vlan)# vn-segment 5000

NNEZ=-—F v A7 KLADIL—F 425770 La/LD

FER

FIEDOEE

NVE 2=%+% A K 7 RLADL—F ¢ > 7 71 k2 /LOMERK
« NVE OEERIFEMED T2 DHEAN—T RNy 7 A B —T = A ADHIE,

=T 4 Tuahalxry NU—T XA TORERK,

A B =T 2 AD)N—T 47 T bhaj A AE ALY T OIEIE,

eI NT XX AN VLY T —a VOB EIZPIM AN—R E— FEEMMELET,

)

((£)  Open Shortest Path First (OSPF) (%, #ITiX, V—7 1> 7 Fu bhar: LEHENET,

apwbd-

switch# configure terminal

switch(config)# interface loopback instance

switch(config-if)# ip address ip-address/length
switch(config-if)# ip ospf network {broadcast | point-to-point}
switch(config-if)# ip router ospf instance-tag area area-id
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6. switch(config-if)# ip pim sparse-mode

NVE £ 8 —7 1 2Dkss LU ]

FIED A
Fig
ARV RFEREET7IVa Y B
Z 5 1 | switch# configure terminal Jua—N)ary7 4 Xalb— gy E— NeBth

LE7,

ATvT2

switch(config)# interface loopback instance

NVEA v Z—T = A ZADHEHDN—TF Ry 7 A
H—T A ZA&VERR L E 7, instance DFEIFHIL 0 ~
1023 T4,

ATvT3

switch(config-if)# ip address ip-address/length

DA LE—T A ADIPT RLAZHRELFET,

ATvT4

switch(config-if)# ip ospf network {broadcast |
point-to-point}

OSPF Xy hU—0 ZATHA B —T oA ADT
T 3V NUSNDF A TITHERR L E T,

ATy Th

switch(config-if)# ip router ospf instance-tag area area-id

A B =T 2 A AZOSPF A VAX ALY T %
BELET,

ATvT6

switch(config-if)# ip pim sparse-mode

BAEDA A —T 2 A ATPIM A/N— R E— K%
A X =T LET, TZFNLEFTIET =T
272> TWET,

<L FXxx AR LFY r— g rOEEE. PIM A
WN—=RA FT— REAHZLET,

1

NVE =%+ A~ 7 RLADIL—T 47 7Fr b a)LOREK

switch# configure terminal
switch(config)# interface loopback 10

switch (config-if)# ip address 222.2.2.1/32
switch (config-if)# ip ospf network point-to-point
switch(config-if)# ip router ospf 1 area 0.0.0.0

NVEA U2 —T x4 ADERE K UVHERK

NVEA X —7 =4 A%, VXLAN F > RV EZBBEBLIOKRTTA2 A —R"—1L A f X —T <
AATT, NVE (==L o) A ¥ —T oA AE{ERB LUK TE £,

FIRDEE

1. switch# configureterminal
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FIED

2. switch(config)# interface nve instance

VXLAN D# |

3. switch(config-if-nve)# sour ce-interface loopback instance

FIE

ARV RFFERERTI VA Y

=)

ATy T

switch# configure terminal

Juau—n) a7 4 Xal—g )y ET— NEE
LiTO

ATy T2

switch(config)# interface nve instance

VXLAN k> V% Bt L O T35 VXLAN 24—
Rl f A FZ—T A AEERLET,

GE)
AA T TIE1 DODDNVE A X —T = A ADIHf
HT&E%9,

ATvT3

switch(config-if-nve)# sour ce-inter faceloopback instance

RETA LV E—T oA AERELET,

EEILA v —T oA R, ARN7/B2IP T KA
BRFOAAL o F EICEESNTWAL—T Ny 7 A
VE—=T A RITHRERHY ET, ZD/321P
7 R RE, BiERy NU—27 O — 2B L
UE— K VIEP IZL > TSN AMERH Y £

7

vPC T @ VXLAN VTEP @

FIRDEE

il

WOBNE, NVE A =7 = A ZZAERR EMERT D 52 R L TVET !

switch# configure terminal
switch(config)# interface nve 1

switch (config-if-nve)# source-interface loopback 10

=L

ax AE

g~ wDd=

Jua—nR) a7 4 FXalb—aryET— RRe2BLET,
TN, AD vPCHEREZ AN L E T,
FRL ADA B —T = A X VLAN BEREZ AN L £,
T3 AD LACP #REZ AN LE T,
T3, 2D PIM BREZ AN L E T,
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6.
7
8.
9.
10.
1.
12.
13.
14.
15.
16.
17.
18.
19.
20.
21.
22.

FIED M

Flig

ATy T

ATy T2

ATvT3

RTv74

ATy TH

ATvT6

vpe o VXLANVTEP o I}

T34 A D OSPF #Rex AN LE T,

ToA—L A wNTF Xy A I —THPEDOPIMRP 7 FLAZEFRLET
N 2Ty 7V e UTHERT S VLAN 2B L £,
ACLT—H#_X—=ZADTCAM V—Yar&zh—bEr 7 LET,

VXLAN T4 2 TCAM UV —Y a3 &80 Y TE4,

VPCET VT LNy 7T w7 —T v K RAMERT 5 SVI Z1ER L £7,
TIA=IIBLIOEI XY IPT RVAEERLET,

vPC RAA 2B L £,

VPCET ¥—T 7747 V7DV E—F T ROIPVAT RLAZRELET,
VPC RAA U TCET = U ZHMZLET,

VPC RAA U TET AL v TFHH I LET,

VPC R AA U TIPARP [AHiZ AN LT, A ADY m— RKED ARP 7 —7 LD 4E
B mEb LET,

(fEE) vPC RAA U TIPvond RHIZ AL T, T4 ADY v — REDOnd 7 —7
IVORREZ EmE b LET,

VCET Y7 R—h Fr A2 —TxA ZEEH L, 20D AL N— f L H—
T A A&BIMLET,

STP hello-time, forward-time, ¥5 & " max-age time 28 L £7,

(LE) SVIOBIEE X A ~— 2 AN LET,

Ju—r)Lary 74 F¥al—ary E— REBBLET,

switch# configure terminal

T NA AD vPCHERER BN L ET,

switch(config)# feature vpc

FNRAADA B —T = A A VLAN BEREZ BN LET,

switch (config)# feature interface-vlan

T34 AD LACP #§ie = BNz L E 7,

switch (config)# feature lacp

T NA A0 PIM BEBEZ HNMZ LET,

switch (config) # feature pim

T /NA A OSPF #¥BEZ BN L E 7,

switch (config) # feature ospf
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AFyT1] ToHE—LA wLFX¥ AN TIL—THHOPIMRP 7 FLAZE#XLET

switch(config)# ip pim rp-address 192.168.100.1 group-list 224.0.0/4

ATYT8 Ny T7vFYrre U THEMT S VLAN 2B L £,

switch (config)# wvlan 10

ATFYT9 ACLT—F_X—ZADTCAM J—a a2 h—bE o7 LFET,

switch (config)# hardware access-list tcam region mac-ifacl 0

GE)
Z Pz~ RiE, Cisco Nexus 36180YC-R 8 LU 3636C-RvPC U —7 A A v FIZOHEH S E T,

ATw 710 VXLAN CHEHT2 TCAM U —v a2 v &E10 4 TET,

switch (config)# hardware access-list tcam region vxlan 10

GE)
Z O KX, Cisco Nexus 36180YC-R 33 LN 3636C-RvPC UV —7 A A v FICDHuEH I N FE T,

ATYTNM vVPCETVL T EONRY T v —Fy KSR SVI 2k L £,

switch(config)# interface vlan 10
switch(config-if)# ip address 10.10.10.1/30
switch(config-if)# ip router ospf UNDERLAY area 0
switch(config-if)# ip pim sparse-mode

switch (config-if)# no ip redirects

switch (config-if)# mtu 9216

ATFYT12 FI5AIBLIOEI AV IPT FLAEERLET,

switch (config)# interface loopback 0

switch(config-if)# description Control_plane_Loopback
switch(config-if)# ip address x.x.x.x/32
switch(config-if)# ip address y.y.y.y/32 secondary
switch(config-if)# ip router ospf process tag area area id
switch(config-if)# ip pim sparse-mode

switch (config-if)# no shutdown

ATv 713 switch (config) # interface loopback 1
switch(config-if)# description Data_Plane_loopback
switch(config-if)# ip address z.z.z.z/32
switch(config-if)# ip router ospf process tag area area id
switch(config-if)# ip pim sparse-mode
switch (config-if)# no shutdown

ATV 14 VPC RAA U EERLET,
switch (config)# vpc domain 10

ARTY T8 VPCET =TT 747 V7DV E—h T ROIPVAT RLAZRELET,
switch (config-vpc-domain) # peer-keepalive destination 172.28.x.x

GE)
VPCET X —TTI7A4T7 VoI BRETHET, vVPCET VU 7T EINEREA,
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ATv 716

ATy 11

ATv 718

ATv 719

ATy T2

ATv72An

vpe o VXLANVTEP o I}

BER— NE VREXT 7 4L T,

GE)

MSEL7ZVRFZREL, VPCET X =TT 747 U7 DI=HD VRF NDF VPC BT T34 2B D
LAY 3IR—FEEHTHZ ML £, VRF OFERE L ORREDOFEMIZ W TIX,  [Cisco Nexus
3600 Series NX-OS Unicast Routing Configuration Guide] % &M L T 72 &1y,

VPC RAAL L TET S —hU oA 20T LET,
switch (config-vpc-domain) # peer-gateway

GE)
ZOMREARIERICEMESEDZDIZ, ZOVPC RAAL DT _XRTDOA X —T A AVLAN ECTIP J
HAVT NeF 42—z LET,

VPC RAA LV TET AL v F2f{RHLET,
switch (config-vpc-domain) # peer-switch

GE)
COMREAZIERICEMESEDDIZ, ZOVPC RAAL DT _XRTDOA X —T = AVLAN ECTIP J
HALT NET 48— NI LET,

VPC FAA U TIPARP RHIZ AL T, T34 ZAD Y o — RK%D ARP 7 — 7 VLR & EidEb L £
TO

switch (config-vpc-domain)# ip arp synchronize

(fEE) vPC FAA > TIPvond Az AL T, 784 2D Y v— FRD nd 7 — 7V ORRE & il
fLLET,

switch (config-vpc-domain) # ipv6é nd synchronize

VCET VI R—=FF XN A H =T RAEERL, 20D AN~ X —T = A%BML
e

switch(config)# interface port-channel 1

switch (config-if) # switchport

switch (config-if)# switchport mode trunk
switch(config-if)# switchport trunk allowed vlan 1,100-200
switch (config-if)# mtu 9216

switch(config-if)# vpc peer-link
switch(config-if)# no shutdown
switch(config-if)# interface Ethernet 1/1, 1/20
switch(config-if) # switchport

switch (config-if)# mtu 9216

switch (config-if)# channel-group 1 mode active
switch (config-if)# no shutdown

STP hello-time, forward-time, 334 " max-age time #2558 L £,

RANTZIT 4 AL LT, vPC a— /LOELRFAE LTz & X RER TON AL BT 5 72912,
hellotime % 4 FHICAT 425 Z L #2129, helotime 2 ¥ L7-f5 %, max-age & forward-time %
WHEEFETHZ EbHERINET,

Cisco Nexus 3600 X o v F NX-0S VXLAN # & A4 K. UV 1J—2106 ) [


https://www.cisco.com/c/en/us/support/switches/nexus-3000-series-switches/products-installation-and-configuration-guides-list.html
https://www.cisco.com/c/en/us/support/switches/nexus-3000-series-switches/products-installation-and-configuration-guides-list.html

VXLAN D# |

B vwEnoss

switch(config) # spanning-tree vlan 1-3967 hello-time 4
switch(config)# spanning-tree vlan 1-3967 forward-time 30
switch(config)# spanning-tree vlan 1-3967 max-age 40

RTv72  (EE) SVIOBEE LY A ~—2AMMILET,
SVI £721X VNI A7 — AR KREWIGEIEL, ZOMEEFRETLZLaBEO LET, 2L 21X SVIA Y
> R AY 1000 DA interface-vlan O delay restore % 45 fFPICFRET H Z & A HEEE L 7,

switch (config-vpc-domain) # delay restore interface-vlan 45

VNI {5 &2 D8R

VXLAN % v hU—Z7353]7 (VNI) OBFERIZ, RO 2 OO FIEONT TR TE E7

eI FXY AN LT —g

TILFX YA LTYUHS— 3 DR

IR HEIIZ
*NVE A U ¥ —7 = A ADMER S, RSN TWDZ 2R LET,

CEETA H =T A APEESN TN D Z & 2R L £,

FIEDHE
1. switch(config-if-nve)# member vni {vnid mcast-group multicast-group-addr | vnid- range

mcast-group start-addr [end-addr]}
FIED FH

FIE

ARV RFERRETI a3 Y B#J

switch(config-if-nve)# member vni {vnid mcast-group | VXLANVNI%# NVEA > ¥ —7 = A RAZ~<v 7
multicast-group-addr | vnid- rangemcast-group start-addr | | < L% ¢ 2 F 7L —7% VNILIZE| Y 24T F
[end-addr]} +

ATy T

151
WIZ, VNIZNVEA L Z—T =2 A=y BT L, wLFF¥ A~ T —TF|E|
DL THHlZRLET :
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| VXLAN D#R
VXLAN E 4 L7 16MP 2 2 —E v 7z [}

switch(config-if-nve)# member vni 5000 mcast-group 225.1.1.1

VXLAN Z/ L= IGMP A X—E V5 DETFE

VXLAN #/r L7z IGMP R X—E > J O E

CiscoNX-OSVU U—27.0 (3) F3 (4) DAFE, VXLAN 24 L72IGMP A X —E > 7 &4k T &
£9, IGMP A X —tE > 7 DO#EpkIZ, #8H O VLAN KA A > TOIGMP A X —¥ 7 DR &
VXLAN TR UTF, IGMP A X —t" > 7 DOFffHiL, [CiscoNexus3600 NX-OS~ /L FF ¥ & |k
N—T 4 ITHERTA B, VY —27x] @ [IGMP AX—¥Y v 7% BEESZRLTLIEE
AN

VXLAN Z4T L7z IGMP R X—E U J[CT 5 EEFE L HIREIE

VXLAN %4 L72 IGMP A X — B > JICET A EEFE EFIBFHEIZKO LB TT,

« VXLAN Z 4 L7 IGMP A X —tE° > 7%, VXLAN OLTOREHIA & HIfRHEIE ) wH &
nET,

* VXLAN %41 L72 IGMP A X—E 7%, FEX X7 7 v b 7 4 —AB L FEX A— b
TIEHYR—-FShEHA,

VXLAN ZN"LEIGMP R X—E V5 DHETFE

FIEDOHE
1. switch(config)# ip igmp snooping vxlan
2. switch(config)# ip igmp snooping disable-nve-static-router-port
FIED M
FiE
ARV RFEEETIa Y B
AT 71 |switch(config)# ip igmp snooping vxlan VXLAN VLAN @ IGMP A X— ¥t > 7 & L
4, VXLAN VLAND A X —t' o 7 ZHGENT 51T
X, Zoa<y REHRWICERET AVENRDH Y £
7
2Ty T2 sx_vitch(conﬁg)# i_p igmp snooping o7 u— )L CLL 2wy R&EfHHA LT, VXLAN
disable-nve-static-router-port FEH D IGMP A X —Y v 7% E L, #H#Y mrouter
A—hELTNVEZEOHRNEHIZLET, VXLAN
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VXLAN D# |
B vxuan oos R R

ARV RFEEETIII Y BRI
ZALIZIGMP AX—E 2 ZI2iE,. 574V R T
mrouter "— r & L TCNVEAS VX —T =214 ANRH Y
i—a‘o

VXLAN QoS &R DEER

WROWT O a~y RE{HEH, VXLAN B Z R L. MACT7 RLA%&FRL, MACT
RLAZ27 U7 LET :

avw R B#Y

show nveinterface nveid NVE A v Z—7 = A ZADOREREFRLET,

show nve vni NVEA VA —T o2 Af A~y B 7 ENTW5D VNI &%
R~LET,

show nve peers NVEA v Z =T A ZADET R RLET,

show nve vxlan-params KRk 4172 VXLAN UDP 7R — &2 FEp5Rr LET,

show mac address-table VLAN & VXLAN Offi 5O MAC 7 L AZERFLET,

clear mac address-tabledynamic  |[MAC7 KL A F—TNLOLTOMACT KL A2 R
7 VTICLET,

151
WOFIL, NVE £ X —7 = A ADKERR &2 FRT D HEEZRL TWET,

switch# show nve interface nve 1
Interface: nvel, State: up, encapsulation: VXLAN
Source-interface: loopbacklO (primary: 111.1.1.1, secondary: 0.0.0.0)

ZoFNE, vATFXRXY AN LTS —3 a5 DNVEAL X —T oA AZv o BT
SHNTWD VNI 2FRrT b HiEEZRLTWVWET

switch# show nve vni
Interface VNI Multicast-group VNI State

W, ANV r—2 gV DONVEA v H—T oA Ay B 7 ENTWA VNI
ERITOHHEERLET
switch# show nve vni

Interface VNI Multicast-group VNI State
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| VXLAN D#R

-

VXLAN QoS 1R DT

nvel 5000 0.0.0.0 Up

WIZ, NVNGEA v 2 —T 2 A ADET 2 ERTHHERLET,

switch# show nve peers
Interface Peer-IP Peer-State

nvel 111.1.1.1 Up

wIZ, K &7~ VXLANUDP R— F 2 FE T 502~ LET

switch# show nve vxlan-params
VxLAN Dest. UDP Port: 4789

’OFIL. VLAN & VXLANDW HFDOMACT RL A &2F T HHEEZRLTNET

Added draft comment: hidden contentswitch# show mac address-table

Legend:
* - primary entry, G - Gateway MAC, (R) - Routed MAC, O - Overlay MAC
age - seconds since first seen,+ - primary entry using vPC Peer-Link

VLAN MAC Address Type age Secure NTFY Ports/SWID.SSID.LID

————————— B e it e e Rt e e e T

* 109 0000.0410.0902 dynamic 470 F F  Po2233

* 109 0000.0410.0912 dynamic 470 F F  Po2233

* 109 0000.0410.0912 dynamic 470 F F nvel(1.1.1.200

* 108 0000.0410.0802 dynamic 470 F F  Po2233

* 108 0000.0410.0812 dynamic 470 F F  Po2233

* 107 0000.0410.0702 dynamic 470 F F  Po2233

* 107 0000.0410.0712 dynamic 470 F F  Po2233

* 107 0000.0410.0712 dynamic 470 F F nvel(1.1.1.200)

* 106 0000.0410.0602 dynamic 470 F F  Po2233

* 106 0000.0410.0612 dynamic 470 F F  Po2233

* 105 0000.0410.0502 dynamic 470 F F  Po2233

* 105 0000.0410.0512 dynamic 470 F F  Po2233

* 105 0000.0410.0512 dynamic 470 F F nvel(1.1.1.200

* 104 0000.0410.0402 dynamic 470 F F  Po2233

* 104 0000.0410.0412 dynamic 470 F F  Po2233

WIZ. MACT7 RL A T—T7ILHNORETOMACT RLA o M) ZEET L4127
LFET

switch# clear mac address-table dynamic
switch#
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VXLAN BGP EVPN &% 7F

ZOET, WONETHELINLTWET,

« VXLAN BGP EVPN ([ZB87 2 1E#H (23 ~—)

* VXLAN BGP EVPN O#%E (26 ~X—)

eT=—F Y A K =T ADVXLAN L—F 1 > 7 ORERE (30 <—3)
eNVE f X —T = A AL VNI DOFE (31 =)

* VTEP T?» BGP OiRE (31 *—)

* VXLAN 7' U » V> 7 DN—h X —47 > FBIORD 2k LE4, (333—)
« 2314 TPO EVPN @ BGP ik (33 2X—3)

« VXLAN OF 4 v —7 14k (35 ~<—)

«IP7 RL AL MAC 7 RLADOEHET— X (36 <2—)

* VXLAN QoS Rk DOfERE (37 =—7)

« VXLAN BGP EVPN 04 (EBGP) (38 ~<X—7)

« VXLAN BGP EVPN ®Ofi (IBGP) (50 ~<—)

e show I~ ROF| (59 X—2)

VXLAN BGP EVPN (ZB§9 B 1&E#R

VXLAN BGP EVPN DX E 18 L FIHEI1E

VXLAN BGP EVPN [ZiZ, ROFEFEEHIHFELIH Y £,

a7 V7 ELTOSVIBIOH T A o F—T A AL, LA ¥ 2GW R TIZTAR—
FENTHWERA,

* VXLANEVPN v F7 w7 i, T&nufautord 2~ F&2FEHALT, A—%— U —
=B ON— M 2 AT o0 ERDY £, BRRLA—F— UV —=TIZFETAL— b
WA ERETDHZ LTV FR—FENTWEE A,

« ARP #ifillX, VIEP XD VNI D7 7 —A hik v 7 &7 — k7 =1 (Distributed Anycast
Gateway) ZAHRA N L TWALEIZOH, VNI THAR— SN ET, 2@ VLAN @ VTEP
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VXLAN BGP EVPN %% |
B vxuanecPeven BB = B EE

LSVIZ, o =—F v A N F— r U oA BERICEUICERETAMLENDH Y 9,
ez, Fm—r ==Xy A NS —FU A MACT RLARREESN, ==—
Xy AR =T AHEREN SVIORIEIP 7 FLAIZHRESNTWALENH Y 3,

sinternal F—U— KW TWA show =< NiZVH AR — SN THWEREA,

« DHCP A X— ¥’ > 7" (Dynamic Host Configuration Protocol A X—t’>7") (% VXLAN VLAN
T AR— SN ETA,

*VXLAN 7 v 7V 7 L B —T x4 AD SPAN IV R — F S ThEH A,
*RACLIZVXLAN b7 7 4 v 7 DL AF¥3IDT v 7 )7 THR—MIEHA,
« RACLS ¥ X OVPACL [ZVXLAN VLAN TiZ¥ R — h&hEHA,

+ QoS Z3JEIX. VXLAN VLAN TV AR — &R T EF A,

T TV T R—=bDEALTNL, VA YIS A—T AR, VT F—T =R, F
TPV AXYIR = F XY RNV A H—T o AZTEET, 7277L, LA Y¥2TiE, 7
A H—=T 2 A ADT v T )7 A= KNIV AR—FINTWETA,

«EBGP Cl%, > 74— _"—L A EBGPEVPN v a v ZL—F Ny V[ THEHATS
TEEHELELET,

*NVE %, LA¥37 0 ha/LTURERMDNL—T Ny 7 T RLUAREEFBIONL—T Ny
7 RLAICAAL FLET, VXLANICKH L TEHADOIL—F Ny 7 7 RL2AZERTH 2
EVRRZA N TF T 4 XTI,

*« VXLANBGPEVPN IZ, 574/ K VRFICHDL NVEAS v Z—T = A A& YR—FLFE
A,

e F—NR—LABGPEYIa L DNL—T Ry TCH—-BGP Y a VEHRETHI & aH#
BLES,

¢« VXLANUDP R— FEE L VXLAN B 72 ACICEH S 41FE 3, Cisco Nexus NX-OS Tl
UDP R— F 1T 4780 T, ZHUFIETFEAECHERLL TH Y, ZETXEH A,

« VXLAN |%, MPLS ##E & O IAfFE2HR— M LEHA,

« LA ¥ 3VPNfF&Z®D VXLAN (X, R —hFINTHEFA,

c ANV T U —va UEMER L VXLAN 3R — RS TWERA,
e MLD 2 X—t > 71X VXLAN VLAN CTiI#AR— F S THEHA,

¢ DHCP 2 X— "> 7'1% VXLAN VLAN TV AR — b EINEH A,

VXLAN BGP EVPN ERDZEEIE

- source-interfaceconfigz i 13 5 5613, V—T77 > 7 7 RLANKETT, L—TF 1y
7 7 RLUAL, a—Hh)V VIEPIP 2R L 7,
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| VXLAN BGP EVPN D%
VXLAN EBI=xid B0y ho—s0EEFE

¢« AT TIPVINTFF¥ A NDN—T T HMWLT HIZIE, IP~/LFF ¥ A FDO#ERL, PIM
DR, B L ORP ORERLAN LB T,

* VTEP to VTEP =t =3 v A h O EZEr[ e iL, £E? IGP/BGP 7' 11 b 2L &4 L CTHEK T
xFET,

sVIEPT A ADIPT RLABZERFTHLEEDRA NS T 7T 4 AL LT, NVEA ¥ —
T2 A A THERENAZNL—T RNy I Lo F—T A ATshuta~> KEAHL, IPT K
L AEZEETAFNIZ noshut =2~ REAL LET,

« %7 F 2 b VRF IZ, VRF A—/N—L A VLAN 5 LT SVI % VXLAN L —7 1 > Z1Zds
wWELET,

VXLAN BRIz 5%y FTO—O DEEEIE

cHEER Y NU—27 O MTU H A X

MAC-to-UDP @51 7" ALIZIEK LT, VXLAN [Z7TD 7 L— AT 50 231 FDA—3—
~y REEALTHWET, 207k, kR y MU —7 OFRKEERA (MTU) 1% 50 N
A MERTHERSH Y £, A—/N—1 A T1500 /XA FD MTU 2 HT 5854, Hmgk
Fwv hU—=71%, &IETH 1550 341 FDOARTF » MZHIGTED L HOICRETHHLENRD
DET, ==L A TFVr—39TI500°4 hEBEZD 7 L—2D0 YA Xa MBI
T 58T, BERY NU—7 TUY R 7 L—LA0HR— bRSLEIZRY £,

ARy RU—=ZDECMP BLOLACP Ny ¥ = T3 XA

AioE 7 v a TPl L7 X 912, CiscoNexus 3600 77 v b7 4 —2h AA v F ik, #inik
X NU—27 D ECMP 3 X OLACP v ¥ 2 |2 T 5% ETC UDP AR— h DT h o b —
LAV EEALTWET, ZOFEEZB(ET 2L LT, ik xry N —2IXECMP £
TIXLACP DNy va THAITV XL EFERHLET, N7 VT Y XNF NNy v a2d
AJ1E LTUDP XETAR— b aMHL, ZCkY VXLAN O 7 b &z b
T4 IR L TRESR e — N v 2T Y T EERLET,

< NVF Xy A TI—TDYLIE

Cisco Nexus 3600 77 > h 74— AA v T D VXLAN OFEETIE, 72— FKFv X b,
RKHDZ=F v A, BLOTLTFXYr AN 8T 74 7 ORI L TIATFH ¥ R b
ForxnVEFHLET, vV FF v A MBREZRMET 2I121E, 1 DO VXLAN &2 2> |k
Z1ODIP /LT Fxy AR TNV —TIZvy B 7T HENBEENTT, 2720, 5
DVXLAN®EZ A NI, a7 %y hI—=ZHNTI1IODIPvLFF ¥ Ak FL—7%4k
HTDHZEMNAIGETT, VXLAN[X, ~v X —D24 >~ N VNID 7 (—/L K& L Tk
K 1600 HEOFHHEL A Y27 A MY R—FT&ET, VXLANEZ A hE TP~
NFXx AN TNA—TEO 1% 1<y 71280, VXLAN O& 7 X > Mo
LT, BERVILFFXYARNT RUVRAEREaT Xy NT—=T TR ADT U —F 4
VT AT = NOEDBNT LVZHEIMLET, HHFRFRT, ERyY NI —27IZBIT 5~/
FXY A NAT—F VT A NHEICRDZ N ET, ZOHEIE. #HHo VXLAN
YT AR E 1 ODALF XY AN IV —TF Il B FTHE a7 FAL A ED~
NFFy AN arbo—L FL—rD) Y—=ARERKEN, BEO VXLAN DR 75—
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VXLAN BGP EVPN %% |
B =0 ro—vozEss

BT 4 2FBTEALI0CRVET, EELZIO~ vy U 7T, REO<LFF v A b
RS IR L CEBISNET, 1ODTF 2 O LF X v A b ZA—T TRk Sz
N7y ME, AL~V FXy 2 NIV —T52IGT5MOTF > FOVTEPIZEE SN E
T, DD, Y IALFXY AT —HDTL—2 U I —ZADOMHANIEDRIN /2D 3,
LR TCZDY ) a—aid, aryhe—L FL—rDRAr— 0T 4 L5 —X4
T L= OB L D ZFHIR—I2 0 £,

WED~LVF X v A MERLIEEZEHR L WAL LT, #5775 Fd VXLAN
Py FT—=I T1OOFNLFXRYy AN IN—T%2LEFETEZET, TFHoF Ry hU—
TEDOVA V2B EE LTI LTS FHA, YL TFIXXY AN T N—T0H
T ENT Ny R EZIET D L VIEP (37347 v F O VXLAN ~ v Z—HN® VNID
#F w7 L, BRAELE T, VTEPIL, RHZRVNID B EOH 5 &3 MEBEFEL 7,
VNID 7% VTEP ® 27— 77 /L VXLAN VNID O W NI —B T 255D, 7y b
VXLAN B 7 A v MIEEELET, MOTFHr hORy hU—21337r w b E2ZELEE
ho LTz oT, VXLAN BZ7 2 > NEOSBEXE T LEE A,

BRE Ry FJ—Y DEEEIA
kR y b U — 2 ORGEICHET 2 EZEEHIIRD LBV T,
« VTEP 7 /31 A :
cIPYATFHFY X PEAZHCLT, RELET,
¢ /2IPT RLVAT, V=T Nl LA H—T A AEMEREB L ORELET,
N—T Ry I LB =T 2 A ATIPYNLTF XY A NEFEHILET,

cHAE Ry NT—J THEITEINDNV—TFT 47 Fabhanr (R¥T7 47 v—§8) &
BULT, NV—T R I A B =T A AB2T RLAEZT RAXZ A XLET,

T UL T O A L H—T oA A LETIPAF X X NEHICLET,

HRER Yy NU— 7 2A
cIPVNANTFXY A NEFMILT, BELET,

VXLAN ERB D BGP EVPN & EXE18

VXLAN BGP EVPN )% E

VXLAN ©O 1 #— T L1k

VXLAN B L OYEVPN & A % —7 /W LET,
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vian i £ s vxan i oz I}

FIEDHE
1. featurevn-segment
2. featurenv overlay
3. nvoverlay evpn
FIED
FIE
ARV RFERRETI a3 Y B
R T v 71 |featurevn-segment VLAN ~X—2 D VXLAN % A F—7 Wz L £,
R T 72 |featurenv overlay VXLAN %A X2 —7 /I LET,
AT 7 3|nvoverlay evpn EVPN 22> ko —)L 7 L—> % VXLAN 2 A F—
T LET,
RS \ A —
VLAN # & U VXLAN VNI D& 7E
FIEDHE
1. vlan number
2. vn-segment number
FIED
FI&E
ARV EFERET7TIVa Y B#
7y 71 | vlan number VLAN Zf5E L £,

VXLAN VLAN TO LA ¥ 2 VNI ZXET H72DIZ

R T w 72 | vn-segment number
VLAN % VXLAN VNI (2~ v B> 7 L £,

=L =

VXLAN )L—T 1« >4 @ VRF DL TE
77+ K VRF #%ELET,
FIEDHE
1. vrf context vxlan

2. vni number
3. rdauto
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VXLAN BGP EVPN %% |

4. address-family ipv4 unicast
5. route-target both auto
6. routetarget both auto evpn
7. address-family ipv6 unicast
8. routetarget both auto
9. route-target both auto evpn
FIEDEEHE
Fig
AU RFEREFET7TIV3 Y B
R T 71| vrf context vxlan VRF Zf%E L ET,
2 7 2 | vni number VNI Z 57 L £7
R 5w 73 |rdauto VRFRD (b— M) #FELET,
Z 5w 7 4 | address-family ipv4 unicast IPvd D7 FLA 77 IV EZRELET,
R w 75 |routetarget both auto G¥)
auto 47> =3 > OFEEIL IBGP O A S E
-éAO
EBGP CIXF#E Tk SN/ — & —F > R
HTT,
R w 76 | route-target both auto evpn G¥)
auto 47> =3 » OFEEIL IBGP DA S E
-éAO
EBGP CIXF#E THpk SN/ v— & —F > R
HTT,
Z 5 77 | address-family ipv6 unicast IPv6 D7 FLA 77 IV EZRELET,
R 7 8 |route-target both auto GE)
auto 47> =2  OFREIL IBGP O AT S 4L E
R
EBGP CIIFEI CHEL ST — kN ¥ —F y F3dh
gﬁ—a‘(}
R w 79 |routetarget both auto evpn GE)
auto 47> =2  OFREIL IBGP O AT S 4L E
R
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VXLAN )L—F 1 VT DHRR D SVI DR .

AU RFERETIVa Y

B8

EBGP TIZTFEI TR S iz /b— b ¥ —7 > F i3
g‘?ﬁ—o

VXLAN L—F 4 > T DA LD SVI DIER

FlENOHE
1. vlan number
2. interface vlan-number
3. vrf member vxlan-number
4. ip addressaddress
FIED M
Fig

AR SO SVI AR L £97,

ARV RFERRFTIVaY

=)

AT 71 |vlan number VLAN Z$E L £7
AT 7 2 |interface vian-number VLAN A V' #—7 = A A& fELET,
ATy 73 |vrf member vxlan-number RARDSVI Z##ELET,

ATv74

ip address address

IP7 RLVAZEEELET,

VXLAN )L—TF 4 > 5 D VRF +—/\— L 1 VLAN DRk

FIRDEE

F IR D

1. vlan number

2. vn-segment number

FIE

ARV KRFERERETY VY

=)

ATy T

vlan number

VLAN 8 E L E 7,

ATy T2

vn-segment number

vn-segment & fHE L £7,
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B vaanL—5 1« 250 VRF O F 0 VNI DR

VXLAN )L—T 1 > 2 D VRF O T O VNI DR

VRF 4 —/3—1L 4 VLAN CTL A ¥ 3VNI Mk LEF, (VRFA—/3—L A VLAN L, &~—
MR B — R =2 BHEATH T BV TUVWRWVLAN T, VREFIZw v BV 7 XN 5T TDVXLAN
VNIIZIE, EHDOWE VLAN NE D B THENTWALERH Y F9)

FlIEDHE
1. vrf context vxlan
2. vni number
FIED A
FE
AT RFERET7IOIY BRI
AT v 71 |vrf context vxlan VXLAN 77> k VRF #{EpE L £,
Z T 7 2 | vni number VRE D FD LA ¥ 3 VNI R L £,

I=Z—%X %A CS— 9T A DVXLANIL—TFT 4« VT DIE
7%

FIEDHE
1. fabric forwarding anycast-gateway-mac address
2. fabricforwarding mode anycast-gateway
FIED
FIE
ARV KRFERETI Y B
Z 5w 71 |fabric forwarding anycast-gateway-mac address DT — U = A ORI MAC 7 R L A2 L
ﬁ—
GE)
VTEP Z & DA MAC I 1 > T
G¥)
F T D VTEP 23[F U{RAE MAC 7 R L 2 & Ff-> T
WO WLEN S D £
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NVEA B2 —T x4 REVNIDEFE .

AU RFERETIVa Y

B8

ATv T2

fabric forwar ding mode anycast-gateway

VIAN 2> 7 4 X2l —3Y g F— RRTSVIZ=
=—F ¥ AN F—bU=A EEEMNTET,

NVEA B2 —2Jx4REVNIDEKRTE

FIEDEE

F IR D

apwDbdR

FIE

inter face nve-interface
host-reachability protocol bgp
member vni vni associate-vr f
member vni vni

mcast-group address

AR NFEERTOVa Y

S]]

R 71 |interface nve-interface NVE A v X —T 2 AEHELFT,
A 7w 7 2 | host-reachability protocol bgp ZHUTAR A NBREFHEMED T RNZ A XA b

LLTBGP #EHELET,

ATvT3

member vni vni associate-vr f

LA£¥3VNI%Z, 77> K VRF Z &2 127D,
F ==L AIBMLE9,

GE)
VXLAN L—F ¢ > 7 DI THETT,

ATv74

member vni vni

LAFY2VNLE bRV A 0 H—T oA RZIBML
F7,

switch# member vni 900001 associate-vrf

ATy 75

mcast-group address

mcast group % VNI HLAL CTHERL L F 7

VTEP T0) BGP D& E

FIRDOHE

2.

router bgp number
router-id address
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B vier coBer o

3 neighbor address remote-as number
4 address-family ipv4 unicast

5. address-family 12vpn evpn

6. (f£&) Allowas-in

7 send-community extended

8 vrf vrf-name

9. address-family ipv4 unicast

10. advertise|2vpn evpn

1. address-family ipv6 unicast

12. advertise|2vpn evpn

VXLAN BGP EVPN O3 |

FIED
FIE
ATV RFEREEFETIVa Y By
RFw 71 |router bgp number BGP & E L £7°,
R F2 |router-id address N—H T RLAZFRELET,
R w73 |neighbor addressremote-as number MP-BGP XA N—%EHLFET, &XA3—DFIT
12vpn evpn Z EFH L 7,
AT w74 |addressfamily ipv4 unicast IPvA DT RLA 77U ARELET,
RFw 75 |address-family |2vpn evpn BGP %A /3—(Zd % VPNEVPN 7 KL A 77 3 1
DLAY2EFELET,
GE)
vxlan IR A f R—=2D)—FT 4 THOT KL A
7 7 XV ipv4 evpn
ATvT6 (f£&) Allowas-in AS/RATOD AS B OEBHEZFHFALET, 73T
DY —TNFEICASEMH L TNDHH, AL 0
U= L BRDASEHH L TWDHEA, 20T
A—H% eBGP HO VU —7|ZHELE T,
AT w71 |send-community extended BGP XA RN—Daa=7 4 ZFELET,
A7w 78 |vrfvrf-name VRF Z$5E L £7,
RFw 79 |address-family ipv4 unicast IPva D7 FLA 77 I VAFRELET,
AT 710 |advertisel2vpnevpn EVPN/L— hDT RN A D2 T A F—T ML
e
Z 5w 711 |address-family ipv6 unicast IPv6 D7 FLA 77 IV EZRELET,
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VXLAN T v S oL— bk 2—4y bssURD e LES. [

aAvYRFERET7TIIY E]:p]
R w712 |advertisel2vpnevpn EVPN/L— kDT RRE A T oA X —T T L
9,

VXLAN DY w9 DIL—k 3—5 v FELURD 24
RLET,

FlEDHEE
1. evpn
2. vni number 12
3. rdauto
4. route-target import auto
5. route-target export auto
FED 4
Fig
AU REEETIV 3 Y B8
AT 71 |evpn VRF Zi%ET %,
R w 72 |vni number 12 GE)
LAY 2VNIOARZIEET H0ENH Y £,
AFw 73 |rdauto VRF 27 % A M &K T 57292 VRFRD (b—
FBITF) ZEEELET,
A F 7 4 |route-target import auto VRF /L— K =7 v b A VR—F RV o —%7E
HFELET,
AT 75 |routetarget export auto VRF/V— K Z—Fy N2 AFR—hF RV v—%
EFRLET,

A1\A > T® EVPN 0) BGP #E ik

FIEDHE

1. route-map permitall permit 10
2. set ip next-hop unchanged
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VXLAN BGP EVPN D% |
B =< corven o Bep A

router bgp autonomous system number
address-family 12vpn evpn

retain route-target all

neighbor address remote-as number
address-family 12vpn evpn
disable-peer-as-check
send-community extended

10. route-map permitall out

©ONDO AW

FIRD

FIR

ARV RFEREFTIVaY E]:g]
w71 |route-map permitall permit 10 = h= v T ORER

GE)
J—k =y FTiE, EVPN L— M%7 2 |k
Ay FEEELRNEERELET,

« eBGP TIIMETY,

«iBGP CiIA 7> 3 »T9,

AT v J2 |setipnext-hop unchanged IV ARNKY T T RLAZRELET,

GE)
Jb—k = 7 TiE, EVPN L— FHIZKRZ A b
By TEEELRNEERELET,

* ¢eBGP CIIMATY,
«iBGP CTiZA 7> a3 »T9,

A w73 |router bgp autonomous system number BGP #{5E LE 4,

AFw 74 |address-family [2vpn evpn BGP %A /X—Z&% 5 VPNEVPN 7 KL X 77 3
DLAY2EHRELET,

AFw 75 |retainroute-target all 7 RLAZ757IVDLAY2VPNEVPN C, 9

TON— | Z—57 > N DOREFF% [global] TEXE L E

T

GE)

eBGP THEHMEAETT, f AR —hF N—hK X—F v
\Z—E9 % LD ITEE SN/ e — 2L VNI 35

fw@ab\i}%/a\ ARA IR FRTOD EVPN /b— b

ERFEBLOT RRXZ A XTEHLIICLET,
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vxaN o5« £—I it ]

avyREEEF79V3 Y B

RFw 76 |neghbor addressremote-as number FANRN—FEFLET,

AFwF1 |address-family [2vpn evpn BGP A X—Z% %5 VPNEVPNT RFL 2 77 31
DLAX2ERELET,

AT w78 |disable-peer-as-check J— KT RRZA XA NEOET AS HBEOD
Fxv Il T4 =T NMILET, TXRTHOY —7
NEICASEHFHLTWDEIN, AL R —T7 &
B BASEFEHLTCWAEGE, ZONRTA—4%
eBGP D AA ZEELET,
GE)
eBGP TIIMETY,

AT w79 |send-community extended BGP XA N—DaI2=F 1 #HRELET,

Z 5w 710 |route-map permitall out N—b 2o 7 HEAL TR A MRy THETL
WEFERFFLET,
GE)

eBGP TIIMA T,

VXLAN O T 1« £— T L1k

FleD#HEE
1. configureterminal
2. nonvoverlay evpn
3. nofeaturevn-segment-vian-based
4. nofeaturenv overlay
5. (&) copy running-config startup-config
F gD F¥H
FIE
ARV FFEREET7IVa Y B
X w 71 | configureterminal a7 4 Fal—ary ET—RNIAY F1,
R T F2|nonvoverlay evpn EVPN 2> ha—L FL—2 %5 =7 LE
—g—O
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B rreLxemacr rLroEET— 285

ARV KRFERIETI Va3 BHY
Z 5w 7 3 | nofeature vn-segment-vlian-based FTRTHOVXLAN 7V v RAAL D7 a—3)L
T—RE2F 4 =7 M LET,
R 7 4 |nofeaturenv overlay VXLAN #HE% T 4 E—T M LE T,
ATv 75| ({EE) copy running-config startup-config V7= BLOY RAZ— MFIZETa 7 4 K=

L—varvaBAX—RT vy ary74FX¥alb—g
NZavr—L T, BEEMEICETFELET,

P7KLRAREMACT RKLRADEET—4BRH

CiscoNX-OS 1%, IP &£ MAC 7 RV ADOEHE T — iz FR—hrLTWET, Zhizkb,
BEDHA LA Z—rL (B)) NTOBERNIEEIZIESW 2, IPEZIEIMACT RLADOEE
MHEPITZET,

T 7V MI IS0 LINIZ S 2OBEN TS (BIEDT 741 MI5-5TT, XA LA X —
2SIV DT 7 3V ME 180 T

cIPT7 RLADPA -

< 180 PLINIZ S D HOBEINThND &, EENEL RS> TW DL 0% TF = v 7T 5]

W2y AA v TFR0BOr Y7 (K= KA A f~v—) ZAZ—FSHEET (V—
oAy MEMOBGIEHE) . 29 L300 n v 7 0L, HRKR5EETT (o
FV 180 LNIZ S 2 OBEN A S[E4y) | ZHEBADHEAL vy TFIFEE- M) %
[HARICE y 7 £72137 ) —XESHFE9,

e MAC 7 RL ZADEE -

« 180 PLANIZ 5 S H OBEMN THOI D &, BENEL K> TWDEINET = v 7 T 5]
2. A TR0y (R—VRETZf~v—) ZAZ—FSHET (—
oAy MEMOBLIEHE) . 29 L300 n v 7 OERiE, KRK3EETT (o
FV 180 BLNIZ S 2OBE A 3[E4y) | ZhEBADHEAL vy FIFEHE- M %
BARIIZE vy 7 £ 7 ) —XSHEET,

WIRT O, BEEIPHBHAICEED T A b A 22— (B) WTO VM BEhaE R E
THEGEWBE LD a~y ROFITT,

avw >R SR AA

EHRER Y7 av R
switch (config)# fabric forwarding ?

anycast-gateway-mac . 7(/]) /7:0)3::_:3?)(;( }\
dup-host-ip-addr-detection R
7 —F 7 =A MAC,

cn MLUNOEET HHEARN T
KU A&,
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B

axX ;&

vxian aos #roReR I

avy kR

B

switch(config)# fabric forwarding
dup-host-ip-addr-detection ?
<1-1000>

nFPLLNICEFR S D AR A N OBHE)
FI¥, $5E T 5BE RO
I$1~1000 T¥, 774/ M,
5[ET9,

switch (config)# fabric forwarding
dup-host-ip-addr-detection 100 2
<2-36000>

A NOBEBEEICK T HEET —
AR D L A LT T OB, &
TECE SHEiPHIL 2 ~ 36000 7T,

T 7 v MME 180 BT,

switch (config)# fabric forwarding
dup-host-ip-addr-detection 100 10

10BN TOERBETHHA T
FL2Z2fH Q00 HOBE) £ TIc
HIBE)

WIRTOIE, BEEMACKHERAICKHEED X A A X2 —r0 (B) NTOVMBEIRE % &

TETHHGRICEEILRDa~y ROWITY,

avy kR

Bl

<1-1000>
default

switch(config)# 12rib dup-host-mac-detection ?

L2RIB CHIHA[RE/2 Y T o~ K .

s nPLUNIZFFA ZILD R A hD
BEha, A7 BEhEE o
T 1~ 1000 T,

o T 74V NRE (180FLINIC
550

<2-36000>

switch(config)# 12rib dup-host-mac-detection 100 ?

RA NOBEEEIZIT 5 EET —
AW D Z A LT T ORI, 15
ETE HHEPHIL 2 ~ 36000 BT,

F 7 0 ML 180 BT,

switch (config)# 12rib dup-host-mac-detection 100 10

10 BILINTOEBETLIHRARNT
FL 2% (100088 E Tl
HIFR) o

VXLAN QoS 18R D#EFE

VXLAN O#ERRIEREZFERTAITIE, KOWTNLOa~vwr REANLET

avU kR

S0

show tech-support vxlan

B % VXLAN 5 7 = H /)L YiR— MERE
FRLET,
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VXLAN BGP EVPN O3 |

avy kR

S

show logging level nve

gX 7 LB FRoR LET,

show tech-support nve

BE4 % NVE 7 7 =L $riRh— MEREE
RLFET,

show tech-support vxlan-evpn

B3 %5 VXLAN EVPN 7 7 =77 L #7R— |k
EMEFRLET,

show tech-support vxlan platform

VXLAN T v 7+ —LICEE LT 7 =%
VYR — MERERRLET,

show run interface nve

NVEF—R_—L A L F—T x4 ADRKE
ForLE T,

show nveinterface

NVEA—NR_R—L A f L H—T 2 ADAT —
B AERTLET,

show nve peers

NVE BT DAT—HX A %FKRLET,

show nve peers peer_IP_address interface
interface ID counters

NVE E7#EH T L IcR R LE T,

clear nve peers peer_|P_address interface
interface ID counters

NVE B 7 #et & ic7 U7 LET,

show nvevni

VXLAN VNI 27 —H# 2 & F R LET,

show nve vxlan-params

VXLAN #3522 UDP A8— [ 72 £ D VXLAN
NI A—=H KR LET,

VXLAN BGP EVPN 5| (EBGP)

VXLAN BGP EVPN O] (EBGP) .
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VXLAN BGP EVPN 05| (EBGP) .

2:VXLANBGPEVPN @ 7K1 < (EBGP)

ARA & U —7[H D EBGP
o 234 (9504-A)
*EVPN 22 hue—)L FL—r /I LET,
nv overlay evpn

BT AT barEaashcLE T,

feature bgp
feature pim

o —7 L VIEPIP, 33X OBGP D/L—F Ry 7 2R ELFET,

interface loopbackO
ip address 10.1.1.1/32
ip pim sparse-mode

T=—F% ¥ A FRPDAL—F Ny 7 EHRELET,

interface loopbackl
ip address 100.1.1.1/32
ip pim sparse-mode

To—F Y A FRPEHRELET,

ip pim rp-address 100.1.1.1 group-list 225.0.0.0/8
ip pim rp-candidate loopbackl group-list 225.0.0.0/8
ip pim log-neighbor-changes
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ip pim ssm range 232.0.0.0/8
ip pim anycast-rp 100.1.1.1 10.1.1.1
ip pim anycast-rp 100.1.1.1 20.1.1.1

A/3A T EBGP 2MEH T 5 route-map 25X E L £ 77,

route-map permitall permit 10
set ip next-hop unchanged

T HE =LA V=T 4T HD OSPF AN LET,

router ospf 1
log-adjacency-changes detail

VXLAN BGP EVPN @

ANA &) =T OB OA =T = A AR ELET,

interface Ethernet4/2
ip address 192.168.1.42/24
ip pim sparse-mode
no shutdown

interface Ethernet4/3
ip address 192.168.2.43/24
ip pim sparse-mode
no shutdown

EVPNT7 FL 2 77 I UMD BGP F—1"— L A ZHE

router bgp 100
router-id 10.1.1.1
address-family 12vpn evpn
nexthop route-map permitall
retain route-target all
neighbor 30.1.1.1 remote-as 200
update-source loopback0
ebgp-multihop 3
address-family 12vpn evpn
disable-peer-as-check
send-community extended
route-map permitall out
neighbor 40.1.1.1 remote-as 200
update-source loopback0
ebgp-multihop 3
address-family 12vpn evpn
disable-peer-as-check
send-community extended
route-map permitall out

BGP 7 ¥ — LA ZRERLET,

neighbor 192.168.1.43 remote-as 200
address-family ipv4 unicast
allowas-in
disable-peer-as-check

« 234 > (9504-B)
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*EVPN 2o bu—L L —r BIOEE T ha a2 gshic L4

feature telnet
feature nxapi
feature bash-shell
feature scp-server
nv overlay evpn
feature bgp
feature pim
feature 1ldp

T=o—F Yy AMRPZERELET,

3

ip pim rp-address 100.1.1.1 group-list 225.0.0.0/8
ip pim rp-candidate loopbackl group-list 225.0.0.0/8
ip pim log-neighbor-changes
ip pim ssm range 232.0.0.0/8
ip pim anycast-rp 100.1.1.1 10.1.1.1
ip pim anycast-rp 100.1.1.1 20.1.1.1
vlan 1-1002
route-map permitall permit 10
set ip next-hop unchanged

ANRAL V=T OMAEREGHADOA v 2 —T oA AR ELET,

interface Ethernet4/2
ip address 192.168.4.42/24
no shutdown

interface Ethernet4/3
ip address 192.168.3.43/24
no shutdown

o—H /L VTEPIP. BLXOBGP OD/L—F RNy 7 2#HELET,

interface loopback0
ip address 20.1.1.1/32

EVPN7 FL 2 77 I UMD BGP F—"—L A ZHELET,

router bgp 100
router-id 20.1.1.1
address-family 12vpn evpn
retain route-target all
neighbor 30.1.1.1 remote-as 200
update-source loopback0
ebgp-multihop 3
address-family 1l2vpn evpn
disable-peer-as-check
send-community extended
route-map permitall out
neighbor 40.1.1.1 remote-as 200
ebgp-multihop 3
address-family 1l2vpn evpn
disable-peer-as-check
send-community extended
route-map permitall out
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eBGP 7 ¥ — LA ZRERLET,

neighbor 192.168.1.43 remote-as 200
address-family ipv4 unicast
allowas-in
disable-peer-as-check

« J—=7 (9396-A)
*EVPN =2 fu—)L FL—r Z2FC LET,

nv overlay evpn

B4 57 ha BN LET,

feature bgp
feature interface-vlan
feature dhcp

BGPEVPN i H L Tl =—F v A b F'— F U =4 ORFE S 472 VXLAN = H %)
IZLET,

feature vn-segment-vlan-based
feature nv overlay
fabric forwarding anycast-gateway-mac 0000.2222.3333

PIMRP %A % —7 /W LET,

ip pim rp-address 100.1.1.1 group-list 225.0.0.0/8

BGP D/L—7" R 7 R L E T,

interface loopback0
ip address 30.1.1.1/32

Z—H /)L VTEPIP DL —TF R 7 2 ZELET,

interface loopbackl
ip address 50.1.1.1/32

ANRAL V=T OMBEEGAOA V2 —T 2 AR ELET,

interface Ethernet2/2
no switchport
load-interval counter 1 5
ip address 192.168.1.22/24
no shutdown

interface Ethernet2/3
no switchport
load-interval counter 1 5
ip address 192.168.3.23/24
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no shutdown

* VRF A —/3— LA VLAN ZAE L, vn-segment Z 4k L £9,

vlan 101
vn-segment 900001

« VRF fi® VRF A —/3— 1L A VLAN/SVI Z#%5k :

interface VlanlOl
no shutdown
vrf member vxlan-900001

« VLAN Z{Efk L. VXLAN O~ v B 7 280 4Tk,

vlan 1001

vn-segment 2001001
vlan 1002

vn-segment 2001002

*« VRF #{ERk L. VNI Z&ZELE7,

vrf context vxlan-900001
vni 900001

A\

GE) A== FA FLLTIDOUEEZATLARNVIRY, rdauto &
O route-target =~ > RIZEEICHER SNV E T,

rd auto

address-family ipv4 unicast
route-target import 65535:101 evpn
route-target export 65535:101 evpn
route-target import 65535:101
route-target export 65535:101

address-family ipv6 unicast

route-target
route-target
route-target
route-target

import 65535
export 65535
import 65535
export 65535

1101
1101
1101
1101

evpn
evpn

o — M SVI ZERL L, DT =—F Y AN F— b U =A ZHDZLET,

interface V1anl001
no shutdown
vrf member vxlan-900001
ip address 4.1.1.1/24
ipv6 address 4:1:0:1::1/64
fabric forwarding mode anycast-gateway
ip dhcp relay address 192.168.100.1 use-vrf default

interface V1anl002

no shutdown
vrf member vxlan-900001
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N

ip address 4.2.2.1/24
ipvé address 4:2:0:1::1/64
fabric forwarding mode anycast-gateway

GE)

NVE A v ¥ —T =2 A ABVERT DIZIE,. RO2OOF T a D
WO EERTEES, PEOVNIICIIA T a1 &2FHL
¥4, LD VNIRRT DI, A7 a2 A LET,

interface nvel

no shutdown

source-interface loopbackl
host-reachability protocol bgp
member vni 10000 associate-vrf
mcast-group 224.1.1.1

member vni 10001 associate-vrf
mcast-group 224.1.1.1

member vni20000

suppress-arp

mcast-group 225.1.1.1

member vni 20001

suppress-arp

mcast-group 225.1.1.1

FFa2

interface nvel

no shutdown

source-interface loopback 1
host-reachibility protocol bgp
global suppress—-arp

global mcast-group 224.1.1.1 L3
global mcast-group 255.1.1.1 L2
member vni 10000 associate-vrf
member vni 10001 associate-vrf
member vni 10002 associate-vrf
member vni 10003 associate-vrf
member vni 10004 associate-vrf
member vni 10005 associate-vrf
member vni 20000

member vni 20001

member vni 20002

member vni 20003

member vni 20004

member vni 20005

e RA NP —=RDOA H—=T 2 ABERELET,

interface Ethernetl/47

switchport access vlan 1002

interface Ethernetl1/48

switchport access vlan 1001
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*BGP ZHELET,

router bgp 200
router-id 30.1.1.1
neighbor 10.1.1.1 remote-as 100
update-source loopbackO
ebgp-multihop 3
allowas-in
send-community extended
address-family 1l2vpn evpn
allowas-in
send-community extended
neighbor 20.1.1.1 remote-as 100
update-source loopbackO
ebgp-multihop 3
allowas-in
send-community extended
address-family 12vpn evpn
allowas-in
send-community extended
vrf vxlan-900001

advertise 1l2vpn evpn

A\

(G¥) EVPNE—KRTKROa~v» REANTHHLEETH D EH A,

evpn
vni 2001001 12
vni 2001002 12

A\

GE) A= —=F A4 LTI EEZASNLRWIEEY, rdauto X
O route-target auto =~ > RiZHENNICHER SN E T,

rd auto
route-target import auto
route-target export auto

router bgp 200
router-id 30.1.1.1
neighbor 10.1.1.1 remote-as 100
update-source loopbackO
ebgp-multihop 3
allowas-in
send-community extended
address-family 1l2vpn evpn
allowas-in
send-community extended
neighbor 20.1.1.1 remote-as 100
update-source loopbackO
ebgp-multihop 3
allowas-in
send-community extended
address-family 1l2vpn evpn
allowas-in
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send-community extended
vrf vx1lan-900001
advertise 12vpn evpn

A\

GE)  &ko advertise =~ RiZA 7> 3 T4,

advertise 1l2vpn evpn

GE) A= —=FARFELTIDLUEEZANLARWVIEY, rdauto &
O routetarget =2~ > RITHBIICHER S E T,

A\

G¥) WOEVPNE—FR a<> Rit, 733> T9,

evpn
vni 2001001 12
vni 2001002 12

« J—7 (9396-B)
*EVPN 2 bu— FL—rBIOE T ha vz agshic LES

feature telnet

feature nxapi

feature bash-shell
feature scp-server

nv overlay evpn
feature bgp

feature pim

feature interface-vlan
feature vn-segment-vlan-based
feature 1lldp

feature nv overlay

*BGPEVPN #fi i L T/ =—F% ¥ A b ¥'— b U =1 OEE I 7= VXLAN = 6%)
I LET,

fabric forwarding anycast-gateway-mac 0000.2222.3333

* VRF 4 —/3—1L A VLAN Z/Ef L. vn-segment Z Ak L £

vlian 1-1002
vlian 101
vn-segment 900001

¢ VLAN Z1Efk L. VXLAN O~ v B 7 %2E ) YTE4,
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vlian 1001

vn-segment 2001001
vlan 1002

vn-segment 2001002

*« VRF #{ERk L. VNI 2R EL £,

vrf context vxlan-900001
vni 900001

A\

VXLAN BGP EVPN 05| (EBGP)

GE) Woa~vry L, 12 ERAF—"—=F 4 K& LTAS SN

BRY . HEICRESNET,

rd auto
address-family ipv4 unicast

route-target import 65535:
route-target export 65535:
route-target import 65535:
route-target export 65535:

address-family ipv6 unicast

route-target import 65535:
route-target export 65535:
route-target import 65535:
route-target export 65535:

« VRF DNz 12—/ VLAN/SVI ##k L$E 3

interface Vlanl

interface VlanlOl
no shutdown
vrf member vxlan-900001

o = MU SVI ZAER L, W —=—F ¥ A h = U= ZHDILET,

interface V1anl001
no shutdown
vrf member vxlan-900001
ip address 4.1.1.1/24
ipv6 address 4:1:0:1::1/64

fabric forwarding mode anycast-gateway

interface V1anl002
no shutdown
vrf member vxlan-900001
ip address 4.2.2.1/24
ipv6 address 4:2:0:1::1/64

fabric forwarding mode anycast-gateway

e Xy M=M= RARA > (NVE) £ v ¥ —T A A%k LET,

101
101
101
101

101
101
101
101

evpn
evpn

evpn
evpn
evpn
evpn
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A

GE)

NVEA v H—T = A ZA&AEKT D121, IRO2OOFNEDOWT I
MERINTE ET, PEOVNLIZIZA T a v 1 2FHLET,
25D VNI LT 51213, A7 var2&2HLET,

FFa

interface nvel

no shutdown

source-interface loopbackl
host-reachability protocol bgp
member vni 10000 associate-vrf
mcast-group 224.1.1.1

member vni 10001 associate-vrf
mcast-group 224.1.1.1

member vni20000

suppress-arp

mcast-group 225.1.1.1

member vni 20001

suppress-arp

mcast-group 225.1.1.1

F a2

interface nvel

no shutdown

source-interface loopback 1
host-reachibility protocol bgp
global suppress—-arp

global mcast-group 224.1.1.1 L3
global mcast-group 255.1.1.1 L2
mempber vni 10000 associate-vrf
member vni 10001 associate-vrf
mempber vni 10002 associate-vrf
mempber vni 10003 associate-vrf
member vni 10004 associate-vrf
mempber vni 10005 associate-vrf
member vni 20000

member vni 20001

member vni 20002

member vni 20003

member vni 20004

member vni 20005

e IRA NP —RDA v H—T 2 AT ELET,

interface Ethernetl/47

switchport access vlan 1002

interface Ethernetl/48

switchport access vlan 1001

interface Ethernet2/1
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interface Ethernet2/2
no switchport
load-interval counter 1 5
ip address 192.168.4.22/24
ip pim sparse-mode
no shutdown

interface Ethernet2/3
no switchport
load-interval counter 1 5
ip address 192.168.2.23/24
ip pim sparse-mode
no shutdown

*BGP D/V—T Ny 7 iR LT,

interface loopback0
ip address 40.1.1.1/32

e @ —H/)LVTEPIP D/IL—F Ry 7 2R ELFET,

interface loopbackl
ip address 51.1.1.1/32
ip pim sparse-mode

« BGP O E

router bgp 200
router-id 40.1.1.1
neighbor 10.1.1.1 remote-as 100
update-source loopback0
ebgp-multihop 3
allowas-in
send-community extended
address-family 12vpn evpn
allowas-in
send-community extended
neighbor 20.1.1.1 remote-as 100
update-source loopback0
ebgp-multihop 3
allowas-in
send-community extended
address-family 12vpn evpn
allowas-in
send-community extended
vrf vxlan-900001
advertise 1l2vpn evpn

N

GE) %o advertise 2~ > R+~ a v T,

advertise 12vpn evpn
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B vxwanBePEVeN 0 (1BGP)

A

GE¥)  rdauto B X routetarget =~ RiL, import F£7-i% export
FTvark EEETLHEOIHEHLRWRD 73T
R

evpn

vni 2001001 12
rd auto
route-target import auto
route-target export auto

vni 2001002 12
rd auto
route-target import auto
route-target export auto

VXLAN BGP EVPN 5 (IBGP)

VXLAN BGP EVPN O] (IBGP) ,
3:VXLANBGPEVPN ) +7RO0 < (IBGP)

ANA & Y —T[ED IBGP
o« 234 2 (9504-A)
cEVPN =2 hua—/L FL—22HMILET,
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vxian BeP EveN ol (B6P) I}

nv overlay evpn

BT AT ha LB LE T,

feature ospf
feature bgp

e 17— /LVTEPIP, BLUBGP D/L—F RNy 7 2R ELET,

interface loopback0
ip address 10.1.1.1/32
ip router ospf 1 area 0.0.0.0

T U —1L A N—TFT 4T HDOSPF #HEMILET,

router ospf 1

AN LY =T OMESRAOA =T 2 ZARELET,

interface Ethernet4d/2
ip address 192.168.1.42/24
ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernet4/3
ip address 192.168.2.43/24
ip router ospf 1 area 0.0.0.0
no shutdown

*BGP ZRELET,

router bgp 65535
router-id 10.1.1.1
neighbor 30.1.1.1 remote-as 65535
update-source loopbackO
address-family 12vpn evpn
send-community both
route-reflector-client
neighbor 40.1.1.1 remote-as 65535
update-source loopbackO
address-family 12vpn evpn
send-community both
route-reflector-client

« 2734 (9504-B)
*EVPN 2o bu—L L —r BIOEE T ha vz gshic L4

feature telnet
feature nxapi
feature bash-shell
feature scp-server
nv overlay evpn
feature ospf
feature bgp
feature 1ldp

Cisco Nexus 3600 X o v F NX-0S VXLAN # & A4 K. UV 1J—2106 ) [



VXLAN BGP EVPN %% |
B vxwanBePEVeN 0 (1BGP)

C ANRA V=T DOHMBEERAOA X —T 2 AR ELET,

interface Ethernet4/2
ip address 192.168.4.42/24
ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernet4/3
ip address 192.168.3.43/24
ip router ospf 1 area 0.0.0.0
no shutdown

o —% /L VIEPIP., BLXOBGP D/L—F RN 7 2HELET,

interface loopback0
ip address 20.1.1.1/32
ip router ospf 1 area 0.0.0.0

T=—F% % ZAFRPDAL—TF Ny 7 ERELET,

interface loopbackl
ip address 100.1.1.1/32
ip router ospf 1 area 0.0.0.0

ToE =LA —T 4 D OSPF #EHMZLET,

router ospf 1

BGP X ELET,

router bgp 65535
router-id 20.1.1.1
neighbor 30.1.1.1 remote-as 65535
update-source loopback0
address-family 12vpn evpn
send-community both
route-reflector-client
neighbor 40.1.1.1 remote-as 65535
update-source loopback0
address-family 12vpn evpn
send-community both
route-reflector-client

« J—7 (9396-A)
¢EVPN =t ha—L FL— 25 HMI LET,

nv overlay evpn

BT LT e A BRI LET,

feature ospf
feature bgp
feature interface-vlan
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T UK —L A N—T 47 HDOSPF AN LET,

router ospf 1

2 —% /L VTEPIP., BLXOBGP D/L—F RN 7 2HELET,

interface loopback0
ip address 30.1.1.1/32
ip router ospf 1 area 0.0.0.0

ANA V=T OMABSNOA =7 =2 AR ELET,

interface Ethernet2/2
no switchport
ip address 192.168.1.22/24
ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernet2/3
no switchport
ip address 192.168.3.23/24
ip router ospf 1 area 0.0.0.0
no shutdown

A —/3— 1A VRF VLAN Z/ER L. vn-segment Z i E L £7,

vlan 101
vn-segment 900001

VRF ™ VRF #F—/3— LA VLAN/SVI &k :

interface VlanlOl
no shutdown
vrf member vxlan-900001

VLAN Z/ERk L. VXLAN O~ v B2 7 %50 Y CEF,

vlan 1001

vn-segment 2001001
vlan 1002

vn-segment 2001002

« VRF Z1ERE L. VNI ZRELE7,

vrf context vx1lan-900001
vni 900001

A\

GE) A—N"—=F A4 FELTI2UEEZANLRVIEEY, rdauto B4&
O routetarget =~ > RIZHBIICHER S E T,

rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn

Cisco Nexus 3600 X o v F NX-0S VXLAN # & A4 K. UV 1J—2106 ) [



VXLAN BGP EVPN %% |
B vxwanBePEVeN 0 (1BGP)

address-family ipvé6 unicast
route-target both auto
route-target both auto evpn

« P MU SVI ZAERR L, S =—F v A b F—= U= ZAMLET,

interface V1anl001
no shutdown
vrf member vxlan-900001
ip address 4.1.1.1/24
ipv6 address 4:1:0:1::1/64
fabric forwarding mode anycast-gateway

interface V1anl002
no shutdown
vrf member vxlan-900001
ip address 4.2.2.1/24
ipv6 address 4:2:0:1::1/64
fabric forwarding mode anycast-gateway

N

GE)  NVEA U H—T A AEERTDHITIE, RO2OOF T a2
WA EBIRCTE £, DEOVNLITIZA Y a1 &2H L
¥4, O VNIRRT DI21E, A7 ar 2Z2EHLET,

Zy NI — 7Bk RBRA > F (NVE) £ F—T A 252K LET,
F7a 1

interface nvel
no shutdown
source-interface loopback0
host-reachability protocol bgp
member vni 900001 associate-vrf
member vni 2001001
suppress-arp
mcast-group 225.4.0.1
member vni 2001002
suppress-arp
mcast-group 225.4.0.1

FTar2

Interface nvel
source-interface loopback 1
host-reachability protocol bgp
global suppress-arp
global mcast-group 255.1.1.1 L2
global mcast-group 255.1.1.2 L3
member vni 10000
member vni 20000
member vni 30000

*BGP #RELET,

router bgp 65535
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router-id 30.1.1.1
neighbor 10.1.1.1 remote-as 65535
update-source loopbackO
address-family 12vpn evpn
send-community both
neighbor 20.1.1.1 remote-as 65535
update-source loopbackO
address-family 12vpn evpn
send-community both
vrf vx1lan-900001
address-family ipv4 unicast
advertise 12vpn evpn

GE)

EVPN E— R CIRDa~> REANTALETHY £HA,

evpn
vni 2001001 12
vni 2001002 12

G

F—=NR—=F3 4 RELTI2UEEZALZRWVED, rdauto &
O route-target auto =~ > RIZHBEICHER SN E T,

rd auto
route-target import auto
route-target export auto

rd auto L O routetarget =~ > RiZ, import F72i% export
FTFvarw EEEZTLEODIMEMLRVERY . BEIRYITHER S
z/l/jzj—o

GE)

WO EVPN £— K 2~<w> Rix, 7> 3 T4,

evpn

vni 2001001 12
rd auto
route-target import auto
route-target export auto

vni 2001002 12
rd auto
route-target import auto
route-target export auto

« J—7 (9396-B)

*EVPN a2 bu— L —rBIOEE T ha vz ashic LES

feature telnet
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feature nxapi

feature bash-shell

feature scp-server

nv overlay evpn

feature ospf

feature bgp

feature interface-vlan
feature vn-segment-vlan-based
feature 1ldp

feature nv overlay

BGPEVPN 2 L Tl =—F v A b F— U =1 OFE I 7= VXLAN & A%)
2 LET,

fabric forwarding anycast-gateway-mac 0000.2222.3333

F—/s3—1L A VRF VLAN Z{Ep% L, vn-segment Z 3% E L £,

vlian 1-1002
vlan 101
vn-segment 900001

VLAN ZER L. VXLAN O~ v B 7 %E 0 U TET,

vlan 1001

vn-segment 2001001
vlan 1002

vn-segment 2001002

VRF Z1ERK L, VNI ZRE L F7,

vrf context vxlan-900001
vni 900001

N

GE¥)  rdauto BEL O routetarget =~ > RiX, import F721% export
F T a s EEETLHOIMEHLRWIRD | BEIRVICHER S
ET,

rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
address-family ipvé6 unicast
route-target both auto
route-target both auto evpn

« VRF NI 2> hm— L VLAN/SVI Z#EK L £

interface Vl1anlO1l
no shutdown
vrf member vxlan-900001

o b— Nl SVI ZERR L, OHlm=—F ¥ AN F— b U= MM LET,

interface V1anl001
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no shutdown

vrf member vxlan-900001

ip address 4.1.1.1/24

ipv6 address 4:1:0:1::1/64

fabric forwarding mode anycast-gateway

interface V1anl002
no shutdown
vrf member vxlan-900001
ip address 4.2.2.1/24
ipv6 address 4:2:0:1::1/64
fabric forwarding mode anycast-gateway

GE)  NVEA U Z—T A Z&MEKT 5121, kD250 a<wr B 7
By =Yy DVPANERIRTE LT, PHOVNITIEA T > =
V1 EBEALET, 250 VNI ZHRTHICE, A7 var2r
EALET,

Fy =7k RBRA > h (NVE) £ F—T A 2Z2ERRELET,
A

interface nvel
no shutdown
source-interface loopback0
host-reachability protocol bgp
member vni 900001 associate-vrf
member vni 2001001
suppress-arp
mcast-group 225.4.0.1
member vni 2001002
suppress-arp
mcast-group 225.4.0.1

F a2

Interface nvel
source-interface loopback0
host-reachability protocol bgp
global suppress—-arp
global mcast-group 255.4.0.1
member vni 900001
member vni 2001001

e ARA NP —RDA v H—T 2 AR ELET,

interface Ethernetl/47
switchport access vlan 1002

interface Ethernetl1/48
switchport access vlan 1001

e ANA V=T OMEERHADA H—T A AERELET,
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interface Ethernet2/1

interface Ethernet2/2
no switchport
ip address 192.168.4.22/24
ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernet2/3
no switchport
ip address 192.168.2.23/24
ip router ospf 1 area 0.0.0.0
no shutdown

o —H )L VIEPIP, BXUBGP DL —F Ry 7 2FHELFET,

interface loopback0
ip address 40.1.1.1/32
ip router ospf 1 area 0.0.0.0

T HE =LA V=T 47 HADOSPF AN LET,

router ospf 1
* BGP O E

router bgp 65535
router-id 40.1.1.1
neighbor 10.1.1.1 remote-as 65535
update-source loopback0
address-family 12vpn evpn
send-community both
neighbor 20.1.1.1 remote-as 65535
update-source loopback0
address-family 12vpn evpn
send-community both
vrf vxlan-900001
address-family ipv4 unicast
advertise 1l2vpn evpn
evpn
vni 2001001 12
rd auto
route-target import auto
route-target export auto
vni 2001002 12
rd auto
route-target import auto
route-target export auto

N

G¥)  rdauto BEL O routetarget =~ > RiE, import F721% export
FTvarE EEEZTLHEDIHEHLRWERY, 7 a T
j‘o

evpn
vni 2001001 12
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rd auto

show 27> FOHI .

route-target import auto
route-target export auto

vni 200100
rd auto

2 12

route-target import auto
route-target export auto

show < > KD

show nve peers

9396-B# show nve
Interface Peer-I

show nve vni

9396-B# show nve
Codes: CP - Cont
UC - Unco

Interface VNI

nvel 900001
nvel 200100
nvel 200100

peers

P Peer-State

1 Up

vni

rol Plane DP - Data Plane

nfigured SA - Suppress ARP
Multicast-group State Mode Type [BD/VRF] Flags
n/a Up Ccp L3 [vx1lan-900001]

1 225.4.0.1 Up Cp L2 [1001] SA

2 225.4.0.1 Up Cp L2 [1002] SA

show vxlan interface

9396-B# show vxl
Interface

Ethl/47
Eth1/48

an interface

Vlan VPL Ifindex LTL HW VP
1002 0x4c07d22e 0x10000 5697
1001 0x4c07d02f 0x10001 5698

show bgp |2vpn evpn summary

leaf3# show bgp

12vpn evpn summary

BGP summary information for VRF default, address family L2VPN EVPN
BGP router identifier 40.0.0.4, local AS number 10

BGP table version is 60, L2VPN EVPN config peers 1, capable peers 1
21 network entries and 21 paths using 2088 bytes of memory

BGP attribute entries [8/1152], BGP AS path entries [0/0]

BGP community entries [0/0], BGP clusterlist entries [1/4]

Neighbor
State/PfxRcd
40.0.0.1

Y AS MsgRcvd MsgSent TblVer InQ OutQ Up/Down

4 10 8570 8565 60 0 0 5d22h 6

« show bgp 12vpn evpn
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leaf3# show bgp 12vpn evpn

BGP routing table information for VRF default, address family L2VPN EVPN
BGP table version is 60, local router ID is 40.0.0.4

Status: s-suppressed, x-deleted, S-stale, d-dampened, h-history, *-valid,
>-best

Path type: i-internal, e-external, c-confed, l-local, a-aggregate, r-redist,
I-injected

Origin codes: i - IGP, e - EGP, ? - incomplete, | - multipath, & - backup

Network Next Hop Metric LocPrf Weight Path
Route Distinguisher: 40.0.0.2:32868
*>1[2]:[0]:[10001]:[48]:[0000.8816.0645]:[0]:[0.0.0.0]/216

40.0.0.2 100 0 i
*>31[2]1:[0]:[10001]:[48]:[0011.0000.0034]:[0]:[0.0.0.0]/216
40.0.0.2 100 0 i

show |2route evpn mac all

leaf3# show l2route evpn mac all

Topology Mac Address Prod Next Hop (s)
101 0000.8816.b645 BGP 40.0.0.2

101 0001.0000.0033 Local Ifindex 4362086
101 0001.0000.0035 Local Ifindex 4362086
101 0011.0000.0034 BGP 40.0.0.2

show [2route evpn mac-ip all

leaf3# show 12route evpn mac-ip all

Topology ID Mac Address Prod Host IP Next Hop (s)
101 0011.0000.0034 BGP 5.1.3.2 40.0.0.2
102 0011.0000.0034 BGP 5.1.3.2 40.0.0.2
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=% =R

THYE =TI RILFFr X LD
7

ZOEL, WOBETHRINWTVET,

e TF UM NA—T v ReLFFx A MIONT (61 X—)

T T UM NA—T vy RwAFXr A METHERFHEEGIREFE (622—)
L AYITF U R =Ty R FXy A NOFEEFHELGEE (63 3—)
cTFT UM NAV=T Yy FINTFHRY R DT T T—RA b (64 ~—)

e TF U RN NA—T v RSATXFXYANDT T T — KAV FOERE (64 ~X—)
*VXLAN 77 7 U v IV NDT T 7 —RA 2 FOFRE (65 —)

AT T T — RA v bORE (66 2—)

L AYITFT U R NL—Ty R FXY X NOKE (68 X—)

« VXLAN EVPN Z/3A C® TRM OFE (72 2—)

e vVPC HR— &M H L= TRM ORE (75 2—)

TFHFORIL—TFT YR TILFFFRXMZIDNT

TR N—T v R<AFFy¥ A K (TRM) X, BGPX—ADEVPN =2 ha—/L FL—
ZHEHT D VXLAN 77 7 U v VN TO LT F ¥ A MRz LET, TRMiE, 2—
JINVETAXIVTEPHICRICY 7y NNELITRAR LT 7Ry MNORGEIL EZEROMIC~
NTFTF o RGO VT F ¥ R MRk zFIELF7,

ZORBEREIC LD . VXLAN A —— L A ~D~</LF X ¥ 2 MNEMEDOENE ELET, iU,
IETFRFC6513, 6514 Tl SN TV HIEER—20k = fe—/L 7 L —2 (ngMVPN)
IZESWTWET, TRM X, ML OE LI OH D HIET, ~VFTFo s 777 w7
WTHEDIPvLVTF XY AT T4y 7 ZEATEDLLOICLET, TRM OEAIZEY |
Iy NT—=THNOLVA ¥ 3 A — "= A w/NLTXxr X MEENRHELET,

BGPEVPN (I =% ¥ A h b—TFT 4 T Dar bu—)L FL—r R4 L9728, ngMVPN
IR T =T TN~V F X v A NN—TF 4 7R ERIELET, ZHE, 2=F ¥ X NHOD
DHEPEZ=—F Y A NF— "V oA ZFOTRXTOZ VT /31 A (VTEP) B~ LFFx
2 MHOtEENL—% (DR) 1[Z722 [ERpL— N 77 o —FIZE0nET, 71U v V< LT
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FFURL—FY FTLFFv R +OBEE |
B 77—y F TSR BT 2B ELHIREE

Xy X MEEIL, =y Y FA A (VTEP) IZOBRGFIEL. IGMP A X — b2 7334 A5
EFE~DNT Xy X MR LET, e — D NVEBEEUNADOTXITOLTFFr Xk b
57 4w T IINRINA—T 4 T ENET,

4 4: VXLAN EVPN TRM

VRF
Tenantl

SRC-10 RCVYR-10 RCVR-20 SRC-99 RCVR-30 RCVR-11 RCVR-40
239101010 10101010 10102020 239101099 10303030 10101011 10.40.40.40
10.10.10.100 10.30.30.199

501498

TRMZEZT DL, T H—L A TOSILFFx A MRENEH S, VXLAN TH 7 &L
s —7y R<wLFXRxy AN NI 7 4 v 7 PEBINET, 774V K v LFFx R
FEMAEY U — (F 74/ F MDT) (%, VRF Z&ICHEE SN E T, Zhid, LA Y2 i xry
FT—27 A AZ A (VND) O78—RXxx A MBLOAFAZ=F v AN N T 747,
BLOVA V2L T XY A NI N —T OGO~ LVF XX A N J—F BN E
T, A—R—=L A NDE L2 D<LFFv AL ZL—7 7 KL AL, BB IOETREDZHIZ
FNEFNOT o E—1 A 2w ILFFy AR T RLRCYy 7 ENET, BGP R—Z2ADT 7
0 —F 2T AR L. TRM 210 272 BGPEVPN VXLAN 7 7 7 U » 778, T _THxT v
¥ TN AFET21T VIEP IZ RP AT D8R0 A— N~ A TUFTT— KAk
(RP) & LCHEIEFTESZ LT,

YAF XX R DNHEOT =S F =T 7 TV v 7L, W, vAVFEFX A PRy U7 &
EKO—ETT, vV FFx 2 FEER, ZEA, BEIOALTFFr 2N T 77— HA b
T =22 X —WNICHEET D AREERH D TR, F¥ U X2ANICH DG WAN RH T
AEHRFERRETHIHALHY £, TRM ZEAT 5L, BEO~LFF¥ A b X b
T —0 % —ALVAIHAETEET, 777V v IO LVFXXY AN T 0T 7 — KAV
FMfEHTEET, S, TRM TiX, LA Y3WEA v X —T oA AT T A X —
T a2 A AEMER LT T b AR B A P RE T,

TFTOoML—TYETILFEYRMNIETHEERIEL
HIfRS=1E

TFTU I NA—=Ty F=AFxy AL (TRM) (Z1E, ROEEFHEFRIFEHED DD £5,
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| 79 b L—FYFRALFFr X LOBRE
LA¥3F+o b =Ty FTLF 5o roxasEesnsE ]

« FEX O R — R, CiscoNexus 3600 77 v b 7+ — L5 A v F TIHEH SN EE A,
* VXLAN OIEEHFH L HIFFH (9 =) [ZTRMICHEHILET,

« TRM B3ENC /o TV DS, a7 V7 & LTOSVIIEHAR— hEhvEdA,

« TRM [Z IPv4 ~ L F X ¥ 2 OB EVR—KFLET,

« TRM (21X, A/X—R E— K& $ X% PIM Any Source Multicast (ASM) Z i/ L7z
[Pv4d < /LFF v A h R—=2ADT A —L A PLETT,

« TRM /&, A —/3— LA PIM ASM 35 KX O PIM SSM DA% H 77—k L¥£9, PIM BiDir &
F—= "= A T R—F SN THEEA,

*RPIZ, 777V v 7 ORNEBELIFTINBONTNNCHRET HDLERNHY £,
s NIEFRPIX, R—&F— /) — R& & T XTOTRM Xt VTEP THRET HLENH Y 97,
cAHEERPIZ. R—F— ) — ROINTIZH D LENH Y £,

*RPIX. #FEERPIP 7 RL A (A¥T 4 v 7 RP) T VRFNCRETHMLENHD £
T, ZIUTED ., FFEDVRF DAERPIZEIET 272002 =%y A FBI O T X
AN V=T 4 T DA F1,

s TRMIFEH DR —%— ) — REYR—FLET, HEOR—F— VU —T7 2 vF %L
72458 RP ~DRIZEFREMEN AR — F X TWEY (ECMP)

* VXLANVPC £ v R 7 v 7"CL3 VNI ® VLAN T PIM & ip igmp snooping vxlan @5 %
AIMZT D0 E R H Y £7,

LANITFHFURIL—T Y FRFTILFEXNXYRAMNDIESEIE
b | SE ]

LAY3TF o b b—T v R=/LFF ¥ 2 b (TRM) ([ZIXROFREDEEFHE & FIRFEN H
D E9,

¢ CiscoNX-OS U U—=293 (3) LI, CiscoNexus3600 75 >~ b 73— A A vFi%, L
A¥Y3EF—RFRTTRM VR —FLET, ZOHEEIZ, IPvd A—_—L A TOHZYR— K
ENFET, LAY 2E—FELULIEEE—RIIVFR—FENTWHEEA,

CiscoNexus 3600 77 v F 74 —h A v F|E, L3Z2=F ¥ AN T7 747 DBLEL
THEECTE £ 7, ==—%F v X MEREDLGA. RPIINEL, SN, £72iddH bW 54500
RPIZTHZ EMTEET,

+ CiscoNX-0S U U —293 (3) LLEE. CiscoNexus 3600 77 v b7 4 —2h AA v FiE, L
A% 3%E—FTTRM &% H— hLET, ZOMIELZYFR— F5I0E, R—y— ) —7
T advertise-pip 2~ > N & advertisevirtual-rmac =~ > REHFNITL2HLE R H D 77,
FEABIZOWTIX,  [VIP/PIP Ok B2 v a v EZRL T &N,
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FFUPL—FYy EILFFvR +OBRE |
B - rmnsrezrnsssi—Reor

MO — BN Aa—F < FF vy A (224.0.0.024) I ZITRMMOLERAAEH, 7V v
SnET,

e A A =T 2 A ANVEWNR—F— V=T THED L LIZHEE, VRF Z L ONEA——1
ARPEXDULVTHUNENDY T,

o — £ 721X J7 D VTEP 73 Cisco Nexus 3600 77 v k7 4 —Lh AA v F THHLEE, N
7w NTTLIX2EIFT 7V A bENET, 1ENTEETY — 7D L3 VNI V—T 4 > 7
5720, b9 1I[ENISEHL L3 VNI 2255650 U — 7 O%ESE VLAN [ZHRIET 5729 T9,

* Cisco Nexus 3600 77 v b 7 —A- AA v FiZ, TRM ~/VF %A h PR —FLTWE
A,

v

FTUORIL—TYERFIILFENYRNDS T IT—RA
~

TRM Z 2T 5 L, WEB L OB RP 3R — h k¥, IROFEIZ, RP OALES TR
PR=FENTNDED, FR=FENTHRNRYID Y U —RZRLET,

RP &R RP 5} &R PIM X— X @) RP
Everywhere
TRML3 E—F 9.3(3) 9.3(3) 9.3(3)
RP &R RP 5} &B
TRML2 £— K 7oL L
TRML3 £— K 7.0(3)17(1) 7.03)17(4)
TRM L2L3 &— K 7.03)17(1) N/A

TFHFOMIL—TFTYRIILFINXYAMDS VT T—HRA
v bDERE
T NA—=T Yy RvLFFY AT, ROT VT T—RA L b AT a B FR—hS
nTnEd,

cVXLAN 77 7V v VNDTF T T —R_"A 2 NOEE (65 <—)

T T T — WA FORGE (66 ~—)
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VXLAN 77 7Y v o057 I—gq v rogz [

N — —\ NS (o] E I_|_I
VXLAN 2 7 ) ORNDZTT— A2 FDERTE
T _RTOT /A A (VTEP) THkD <~ FaEHLT, TRMVREFDO)L—7 3y 7 2% E L F
9, EVPN NCEEARRETH D Z L 2R LET (7 RANX A X/FEAR)

FIEOHE

e
VRF:VRF100

Spine switch 1 Spine switch 2

— —

RPAddress: 209.165.200.1
RP Loopback Lo11:
209.165.200.1/32

Leaf
switch 1

Source 1

NoOo A BN~

configureterminal

- l‘TH““\, \\
VRF: VRF100 VRF: VRF100 VRF: VRF100
RPAddress: 209.165.200.1 RPAddress: 208.165.200.1  RPAddress: 209.165.200.1
RP Loopback Lo11: RP Loopback Lo11: RP Loopback Lo11:
209.165.200.1/32 209.165.200.1/32 209.165.200.1/32
| R,

Leaf Borderleaf1 ~_ _~~ Borderleaf2
switch 2
Receiver 2 — RPAddress:
ExternalRouter - 209 165.200.1

RPAddress: 209.165.200.1

CoreRouter-2 - - Sour(?e 2
Heceiver 1

502089

interface loopback loopback number
vrf member vxlan-number

ip addressip-address
ip pim sparse-mode
vrf context vrf-name

ip pim rp-address ip-address-of-router group-list group-range-prefix
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FFUPL—FYy EILFFvR +OBRE |

FE D
FI&E
ARV RFERIETY Va3 B#Y
A7 71 |configureterminal Ja—rYL a7 4 Xab— gy T— REHth
1 - LET.
switch# configure terminal
R w 7 2 |interface loopback loopback number FT_RTOTRM $fhin /) — RTA—TF R 7 o H—
i - TxA AERELET, LY, 777V v
switch (config)# interface loopback 11 qu)j7>/€;:7;— ﬂ?4')/]\ﬁ‘%?%ﬁ&liﬁ{)jﬁ?fo
AT w 73 | vrf member vxlan-number VRF &4 %3/ ELET,
1 -
switch (config-if) # vrf member vrfl00
R 7w 7 4|ip addressip-address IP7 RLAZRELET,
1 -
switch(config-if)# ip address 209.165.200.1/32
R T 75 |ip pim sparse-mode LB —T 2 ATAN—RE— RPIM&ZHE L F
{1 kR
switch(config-if)# ip pim sparse-mode
Z 5w 7 6 | vrf context vrf-name VXLAN 77 b VRF Z{Ep L £7,
1 -
switch (config-if)# vrf context vrfl00
R w 77 |ip pim rp-addressip-address-of-router group-list ip-address-of-router /X5 A — & O RP DL T,

group-range-prefix

1

switch (config-vrf# ip pim rp-address 209.165.200.1
group-list 224.0.0.0/4

SERTSBENT RP DA, T _RTHOZ vV FA
A A (VTEP) IZFE U IP 7 KL ANMETT,

2AN: 113

— A\Y

T IT—HRA D

=JL ==

X AE

T _XTDT /841 X (VIEP) ® TRMVRF NN T T 7 —HRA > F RP) IPT7 RL A%
EFLET, &6, R—F— J — K& L7z VRF NOHAER RP ORI EFREM 2 MR L E7,
TRM23EZI T, AERP MEFA STV BEAIEL, 1 DNV —T 4 VT RREFNT 7T 47

ThorZ xR LET, TRMZ 77V

v 7 EAERRPREI DN —T 4 7T, DR —F—

Y—7 (JEECMP) ZRHTHMLENHD £7,
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s rI—Ha v roge |

Spine switch 1 Spine switch 2

VRF:VRF100 VAF: VRF100 VRF: VRF100 & VRF: VRF100
RPAddress: 209.165.200.1  RPAddress: 209.165.200.1 RPAddress: 209.165.200.1 RPAddress: 209.165.2001
| .

Leaf Leaf Borderleaf1 ~_ Borderleaf2
switch 1 switch 2 N -
: \\ -~ RPAddress:
Source 1 Receiver 2 == 009 165.200.1
External RP3 ' RP LoopBack11

209.165.200.1/32

RPAddress: 209.165.200.1

CoreRouter-2 i: o
Receiver 1

502090

FIEDHE
1. configureterminal
2. vrf context vrf100
3. ip pim rp-addressip-address-of-router group-list group-range-prefix
FIED
FlE
OV bERETIVa Y B#Y
AT 71| configureterminal a7 4FXalb—raryE—ReANLET,
fl
switch# configure terminal
25w 72 | vrf context vrf100 AT 4F¥alb—varE—FEANLET,
fl

switch (config)# vrf context vrfl00
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FFURL—TY R ILFFA R rOHEE |
B .o o357 r—FvrnFsezromE

ARV KRFERIETI Va3 B#

RFwF3|ippim rp—addre_ss ip-address-of-router group-list ip-address-of-router /X5 A — & O RP DL T,
group-range-prefix TR ENTZRP DT RTHOT Y VT /31 A
Bl - (VTEP) (ZRLIP 7 F L ABBIETY,
switch (config-vrf)# ip pim rp-address
209.165.200.1 group-list 224.0.0.0/4

LANY3ITFHFURIL—TYFIILFEY X FDERTE

ZOFIETE, 7F b v—FT v R=LFFx A (TRM) s A2 LET., TRM T,
BGPMVPN 27 F U o &AL T, FIZIPVAFF Y A RDULA V¥ 3EEEE— RTEHEL
9, LAY 3F—FDTRM (%, TRM %/ VXLANBGP EVPN 7 7 7' U w7 O FE /2 HERE T
B, ME—DFEMHTT, FETRM MIGT v Y T34 2 (VTEP) BFETHHAIEL. LA T 2/
LA F¥3E—RELATY2E— FEHAERMLIZOWTEETAILERNDHY 7,

LA Y375 ROEEHELEZEE, BIOTRMyPCER Y —7 D VXLAN 777 U v 7 [
TN TF ¥ A NEERETHIZE, VIPPIP REEZADNITHLENH Y F9°, FMIZONT
X, VIP/PIP DR EEXZ S L T 7ZE 0,

\)

GE)  TRMIZ, always-route 7 7' 2 —F|ZH-> T, BRESNDIP VAT X ¥ A~ 8T 7 4 v 7 OIFfE
AIRERER (TTL) Z35 LET,

IR BRI
VXLAN EVPN feature nv overlay 35 5 OV nv overlay evpn % €9 2 LN H Y £,
FoT 7T —HRAh RP) ZRHETHLENHY £,

Fig
ARV EEEEFET7Ia Y B
X w1 |configureterminal a7 4Falb—aryE—FREATJLET,
11
switch# configure terminal
RTwF2 |featurengmvpn WA~/ FF v A h VPN (ngMVPN) = k11—
i - VT = EAICLET, BGP TH LW R

A 77 awy RAEMAFREICRY £,

switch (config) # feature ngmvpn

Z 5w 73 |ipigmp snooping vxlan VXLAN VLAN @ IGMP A X —t > 7 % 5% & L %
i) ke
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L4v3FFo b —Fy FTnFEez toiE 1

ARV FFEREETIVa Yy

E:)

switch(config)# ip igmp snooping vxlan

25w 74 |interfacenvel NVEA v Z =T = A ZHHELET,
i -
switch(config)# interface nve 1
AT w75 | member vni vni-range associate-vrf LAY 3Ry hU— iRl ELET,
Bl - vni-range DO#FFHIL 1 ~ 16,777,214 T,
switch (config-if-nve)# member wvni 200100
associate-vrf
AT w76 |mcast-group ip-prefix VRFVNI (LA ¥3VND) OF 7 4/ k <LFFx
Bl A MR U — AR L £,
switch(config-if-nve-vni)# mecast-group 225.3.3.3 v /L FF ¥ A b 7/ L—7 1%, BESMNITOHNLTWA
L' A4 ¥ 3VNI (VRF) NOTRXTO~/LTF¥ Rk
=T 4 TDOT v E—LA (aT) THEHAINE
j—O
GE)
LAY 2VNIL, 774/L K MDT, BLUOT —#
MDT D7 v X —L A =/LFF¥ AL T L—F1%
HHE LW EERHEEL T, EELRVERN O
TN—T%EHLET,
ATy TT |exit avy RE—REKTLET,
1
switch(config-if-nve-vni)# exit
RTwv S8 |exit awr R E—FREKRTLET,
i -
switch (config-if)# exit
RTwv 79 |router bgp 100 HHEY AT LB S ORE
1 -
switch (config)# router bgp 100
AT 710 |exit av s RE—REKTLET,
1 :
switch (config-router)# exit
7w 711 |neighbor ip-addr FANR—=DIPT L AZFELET,

&1

switch (config-router)# neighbor 1.1.1.1
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FFUPL—FYy EILFFvR +OBRE |

ARV FFEREETIVa Yy

S

AT v 712 |address-family ipv4 mvpn ~/LFF ¥ AN VPN Z%ELET,
1 :
switch (config-router-neighbor) # address-family
ipv4 mvpn

AT 713 |send-community extended 7 RLRAZ57 Y 7Y 7D ngMVPN %A
Bl - F—7 M LEF, send community extended =~
switch (config-router-neighbor-af) # send-community]| \{ ]\L\:J: 2‘ *595:, Ra=7 A BZDT ]\ LAZT
extended SV ICHEFEII B I NET,

AT w14 |exit avy RE—FERTLET,
1 -
switch (config-router-neighbor-af) # exit

AT w15 |exit av U RE—REKTLETS,
i
switch (config-router)# exit

A5 w716 |vrfcontext vrf_name VRF 4 &% E LET,
1
switch (config-router) #vrf context vrfl00

AT w717 |ippim rp-addre_ss ip-address-of-router group-list ip-address-of-router /X5 A — % OfEILRP DIE T,
group-range-prefix SERIT SNV RP OF RTDT o DF 31 %
i : (VTEP) IZ[RICIP 7 R L ARKETT,
switch (config-vrf)# ip pim rp-address 7?““/§“‘1//fIKPCDEEE§2f:f$/Eil/@:“DU\'Cli\ A
209.165.201.1 group-list 226.0.0.0/8 Jy kL— 3 ]\\“’\7/1/3"5?%}( kDS ~/.7«7,A N

AV RORE (64X—) B arx#BRLT
<TIEEW,

AT 718 |address-family ipv4 unicast 2= F ¥ ARNTRLA 773V EHZELET,
11
switch (config-vrf) # address-family ipv4 unicast

AT 719 |routetarget both auto mvpn AL <— < )VFF ¥ A K (C Multicast) /L— bk

&1

switch (config-vrf-af-ipv4)# route-target both
auto mvpn

(ngMVPN/L— b X A4 7T 6B L ONT) IZIEEa =
=7 4 @MEE LTEMENDSBGPL— N X —F
FERLET,

HEpL— k ¥—2 > M, 234 OBV AT A
&5 (ASN) &L AF¥3VNIICk - THEE S E
kR
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LAX37Fo b =Ty KILF5vz roBE ]

ARV FFEREETIVa Yy

E:)

RT w720 |ip multicast overlay-spt-only PHETCH B — A B ST D 35A O Gratuitally
Bl - Originate (S, A) /L— b, ip multicast
switch (config)# ip multicast overlay-spt-only Ovalay_qjt_?n!y S Fbi‘ ‘é—/\\VCO)\\MVPN ;dﬁ:‘
A vF GBEITZV—7 /) —F) TF 74/ +T
HZ o TWET,
25w 721 |interfacevian_id Ty—ARNKy T F—rvxzA (LALF¥2VNID
Bl - ST ==X A NS N Y= A) ERELET
switch (config)# interface vlanll :O)/l) LA =T =A AT, A=A PIM ET D
TIIRELERA,
AT 722 |noshutdown AV B =T 2 A AT 4 E—TNVZLET,
1 -
switch (config-if)# no shutdown
R w723 |vrf member vrf-num VRF &4 %3 ELET,
i -
switch(config-if)# vrf member vrf1l00
AT w724 |ipaddressip_address IP7 FLAEZRELET,
1 :
switch(config-if)# ip address 11.1.1.1/24
AT 725 |ippim sparse-mode SVI TIGMP B X U'PIM A x—7WIZ L E T,
Bl - X, 2D VLAN [T F X ¥ 2 M EELROZ
= 3 ENANEA S
switch (config-if)# ip pim sparse-mode 1D%7§ ﬁﬁﬁ‘é%m &\—’Z%TTO
R w 726 |fabricforwarding mode anycast-gateway IT=—F% VAN — T oAl T— REHEL
1 £7
switch(config-if)# fabric forwarding mode
anycast-gateway
RTw 7271 |ip pim neighbor-policy NONE* IP PIM A /N— R U > —%ERL LT, VLAN NOD

1 -

switch(config-if)# ip pim neighbor-policy NONE*

PIM/L—% & DPIM R A /"— 7% AL £,
none ¥ —7— NiX, 9 _XTDipvd 7 L AEZEL
THEIICHRESNIZL— b~y 7T, KUFE/N
AR L 72N IP 2 L72 PIM R A N—
TR ORI AL F T,

GF)

PIM 7 VU 7l =—% ¥ X s /'— |
T ZHFHL2NTEIN,
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FFUPL—FYy EILFFvR +OBRE |

m IV N3 i = A7 B B
ATy S28 |exit avy RE—REKTLET,
i
switch (config-if)# exit
AFw 729 |interfacevian id VRF BL LA ¥ 3 VNI 2% E LT,
i -
switch(config)# interface v1lanlO00
A5 730 |noshutdown AV B —T oA AR LET,
1 -
switch (config-if)# no shutdown
R w731 |vrf member vrf100 VRF & ZZELET,
51
switch(config-if)# vrf member vrf100
AT 732 |ipforward A B =T 2 A ATIPEEEEZAINILET,
1 -
switch(config-if)# ip forward
R w733 |ippim sparse-mode A B =T 2 ATANR—A FT—RPIM Z#HE L
Bl - F9., LAY3IVNITHEATHPIMET U 7T

switch(config-if)# ip pim sparse-mode

HOFEFAN, BREICIZTZOa~wy RPWGETT,

VXLAN EVPN X /X4 > T®O TRM D

FIEDHE

=L

axX A&

ZOFNETIX, VXLANEVPN Z/8A » AL v FTTF 2 b b—TF v R<FF¥ A+ (TRM)

ZHINZ LU ET,

1R8O HHIIZ

VXLANBGPEVPN A/XA U EFRETHLERH Y £9, A1 L THOEVPN D BGP#L (33

N=Y) ZRLTIIZEN,

configureterminal

route-map permitall permit 10

set ip next-hop unchanged

exit

router bgp [autonomous system] number
address-family ipv4 mvpn

o0k ON=
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retain route-target all

© o N

address-family ipv4 mvpn
10. disable-peer-as-check

1. rewritert-asn

12. send-community extended
13. route-reflector-client

14. route-map permitall out

VXLAN EVPN X /34 > T® TRM DE&E .

neighbor ip-address [remote-as number]

FIE D
FIE
AU RFEREETIVaY B
RFw 71 |configureterminal a7 4 F2l—aryE—REANLET,
11
switch# configure terminal
R w2 |route-map permitall permit 10 N— k= IERELET,
1 - GE)
switch (config)# route-map permitall permit 10 Jb—k v 7T, EVPN /L— FHIZRZ A b
By THREFLIRWVEERFLET,
* eBGP CTIIHLH T,
«iBGP Cl¥A 7 v 2 > TF,
ZF w73 |setipnext-hop unchanged FIAN KT T RLRAERELET,
1 - G¥)
switch (config-route-map)# set ip next-hop Jb— k=T, EVPN L— FHIZ%Z A b
unchanged Ry TEERBLRWVEERFLET,
*+ eBGP CTIIHLHTT,
*iBGP T4~ v a T,
ATy 4 |exit EXEC E— NIZR D £7°,
1
switch (config-route-map) # exit
R w75 |router bgp [autonomous system] number BGP # T LE T,
11
switch (config)# router bgp 65002
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TFURIL—TYRILFEYR DK

ARV FFEREETIVa Yy

S

AT v 76 |addressfamily ipv4 mvpn BGP T7 KL% 77 2 U IPv4 MVPN %% 7E L ¥
11 EE
switch (config-router)# address-family ipv4 mvpn

RFw F7 |retainroute-target all 7 KL A 77 2 U IPv4 MVPN [global] T, §XC
. DA— b Z—4y FORFERELET,
switch (config-router-af)# retain route-target GE)
all eBGP TIIMIEATT, A1 VAR — K b—F ¥—Fv

MZ—E3 2 X 9 IR E EiL/cr — L VNI 237
FELRWEGE, A3 VR _TOMVPN/L—
ERFEB LT RRXZ A XTEHLIHITLET,
X w78 |neghbor ip-address [remote-as number] RAN—HFEELET,
1
switch (config-router-af) # neighbor 100.100.100.1

25w 79 |addressfamily ipv4 mvpn BGP *A /X—T7 KL A 77 2 U IPv4d MVPN % %
1;“ : ﬁiﬂ[/jzj«o
switch (config-router-neighbor)# address-family
ipv4 mvpn

AT w710 |disable-peer-as-check JL— K 7 KR A XA FEEOET AS H 5D
- Frv BT 4= MILET, TRTDOY—7

, , , NEICASZEZHFEHA L THWDEN, AL R Y—T &
switch (config-router-neighbor-af) # .
disable-peer-as-check B2 % AS & ff H LTU‘éiE{j\\ ZDONTA=F %

eBGP D A XA NZERELET,
GE)
eBGP THUHTT,

ATy 71 |rewritert-asn BEN—N 2=y hDOASEEZ Y E—hASHE
1l - T —ET DL OICIERE L £9. BGP TRIES
switch (config-router-neighbor-af)# rewrite-rt-asn| j/bf:z/]) IN—D ) T I\ AS %&%ﬂ% Lij—o

rewrite-rt-asn =~ > Ri, Route Target Auto F¥HE %
EHLCTEVPN L— N ¥ —5y NERET D56
BT,

AT w712 |send-community extended BGP XA NN—DaAI a=T 4 5%FELET,

51

switch (config-router-neighbor-af) # send-community]|
extended
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weyt—ra@mLE-TMoze [l

AU REREFTIVa Y B &
Z 5w 713 |routereflector-client N—=h VTV BEHRELET,
i GE)

switch (config-router-neighbor-af) #
route-reflector-client

J— K~ VT L7 X EHHT 5 iBGP IZHETT,

ATy 714

route-map permitall out

&1

switch (config-router-neighbor-af) # route-map
permitall out

N—bh =y 7ZBEALTCXIA MRy THEFL
WEFERFFLET,

GE)
eBGP TlIMETY,

vPC 7 R— ~Z{EA L= TRM @

FIEDHE

=

aX AE

1. configureterminal

2. featurevpc

3. featureinterface-vlan

4. featurelacp

5. feature pim

6. feature ospf

7 ip pim rp-address address group-list range
8. vpc domain domain-id

9. har dwar e access-list tcam region mac-ifacl
10. hardwareaccess-list tcam region vxlan 10
1. reload

12. peer switch

13. peer gateway

14. peer-keepalive destination ipaddress

15. ip arp synchronize

16. ipv6 nd synchronize

17 vPCET VU7 2B LET,

18. system nveinfra-vlansrange

19. vlan number

20. SVIZ{ERLLET,

21 (&) delay restoreinterface-vlan seconds
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B rcor—rEmRLETRMORE

FFUPL—FYy EILFFvR +OBRE |

=3[k 2t
FIE
ARV EFFERETIVa Yy =[]
ATy T configureterminal ra—\)L a7 4 Xz lb—3ay e— ARG
£l LET
switch# configure terminal
A5y F2 |featurevpc TS A LTVPC A F—T7 /T LET,
il -
switch (config) # feature vpc
A5 w73 |featureinterface-vlian FNA ADA B —T = A A VLAN BEFE % A 3 —
15“ . e Liﬁ‘o
switch(config)# feature interface-vlan
ATy 74 |featurelacp T34 2D LACP HfEL A X — 7 M LET,
i
switch (config)# feature lacp
RTwv 75 |featurepim T8, 2D PIM BREE A X — 7 /M LET,
i -
switch (config)# feature pim
A7y 76 |featureospf T3 A0 OSPF Hfe & A F—7 MZ L E T,
i -
switch (config) # feature ospf
Z5vF 17 |ip pim rp-addressaddress group-ist range TS =LA AT F A b I =TI, PIM
i - RP7 FLAZRELFET,
switch (config)# ip pim rp-address 100.100.100.1
group-list 224.0.0/4
2578 |vpcdomain domair-id F A R EIZVPC AL VAR L, BER T
B - vpe-domain X EE— FZFBLET, 7741k
switch (config)# vpc domain 1 XD FA A, B 1~ 1000 T
XF w79 |hardwareaccesslist tcam region mac-ifacl ACLT—&Z_XR—ZDTCAM ) —Ya % h—bE
15“ : 7 Li‘j—o
switch (config)# hardware access-list tcam region|
mac-ifacl 0
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| 79 b L—F Y FILFFr R bOEE

weoK—rxEALETRMo%E [

ARV FFEREETIVa Yy

E:)

RTF w710 |hardwareaccess-list tcam region vxlan 10 VXLAN T4 2% TCAM U —> 3 > & %0 24T
11 ER
switch (config) # hardware access-list tcam region|
vxlan 10

ATy 711 |reload TCAM &V B TDOAAL v FRELX Y m— LT,
1 - TIT 47 LET,
switch (config)# reload

R T F12 | peer switch BT A v TFEERLET,
£
switch (config-vpc-domain) # peer switch

AT w713 |peer gateway AR — h Fx % (VPC) OF— b7 =A MAC
Bl - T RVAZSIEE T B/ Y b O LA Y 3HER A A
switch (config-vpc-domain) # peer gateway 7\_711/61@"%’) SIS peer-gateway =~ R %‘}{%ﬁﬁ

L7,

R T 714 |peer-keepalive destination ipaddress VCET % —7T7 747 VDY E—k R
i - DIPv4 7 RLAZRELET,
switch (config-vpc-domain) # peer-keepalive GE)
destination 172.28.230.85 vPC E’Tﬂ?—7°7§/]) - VN2 %?ﬁfﬁ@—éif\

VPC BT U U 7 I3 SN E T A,
EHR— K& VRET 7 4V KT,

GE)
ML LI VRFZEL, VPCET =77 747
U7 Db dD VRF WD vPC BT T /34 A7)
LOLAYIR— MR TLZ L AHELET,
VRF OAEAE L UMD FERIIZ DWW TlE, [Cisco
Nexus 3600 U —ANX-0S v U —X 2=F ¢ &
N—T 4 VT HERATA R, VU —293 (x) ]
EHRLTLIEEN,

AT w715 |iparp synchronize VPC RAA U TIPARP [RIIZ BN LT, T34
il - ADY m— R%&D ARP 7 — 7 VDR A @il L
switch (config-vpc-domain)# ip arp synchronize Eijko

AT 716 |ipv6 nd synchronize VPC R AA 2 TIPV6 EREIZFZIZ LT, T34

51

switch (config-vpc-domain)# ipv6é nd synchronize

2D Y v— F#gOTF—T IVOVER % Ea{l LE 9,
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B rcor—rEmRLETRMORE

FFUPL—FYy EILFFvR +OBRE |

ARV FFEREETIVa Yy

S

ATv 11

VPC BT U v 7 ZERE L7,
B -

switch (config) #
switch (config) #
switch (config) #
switch (confiqg) #
1,10,100-200

switch (config) #
switch (config) #
switch (config) #

interface port-channel 1
switchport

switchport mode trunk
switchport trunk allowed vlan

mtu 9216
vpc peer-link
no shut

interface Ethernet 1/1,
switchport

mtu 9216

channel-group 1 mode active
no shutdown

switch (config) # 1/21
switch (config) #
switch (config) #
switch (config) #
switch (config) #

VPCET VI A=K FXx RN A H—T AR
FIER L. 20D A N— A U H—T A A%BN
LET,

ATy 718

system nveinfra-vlansrange

&1

switch (config)# system nve infra-vlans 10

Ny 7T w7 )—T v K& & LTI VXLAN 5t
Jis VLAN Z EE L F 7,

ATv 719

vlan number

1 :

switch (config)# wvlan 10

477 VLAN & LT 5 VLAN Z{Ef L £
7,

ATy T2

SVI Z1Epk L E 9,
1 -

switch (config) #
switch (config) #
switch (config) #

( interface vlan 10
(
(
area 0
(
(
(
(

ip address 10.10.10.1/30
ip router ospf process UNDERLAY

switch (config) #
switch (config) #
switch (config) #
switch (config) #

ip pim sparse-mode
no ip redirects
mtu 9216

no shutdown

VPCET U o bRy 7T T N—T v R/RR|Z
A SN D SVI Z1ER L £,

ATvIT2n

(f=&)
51

switch (config-vpc-domain) # delay restore
interface-vlan 45

delay restore interface-vlian seconds

SVI DIRIEE L H A ~—% A F—T M LET,
SVI/VNI A7 — /LR KR EWGETL, 2 O A%
HZEEHERELET, XX, SCIH T R
1000054, delay restore% interface-vlan 7> 5 45
ICHRET D L AH#ERE L £,
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=6~
=% =R

SERVRFEft & IL— b U —U DEETE

ZOET, WONETHELINLTWET,

« /NS VRE £55i DX E (79 ~X—72)
e b—k U= OFE (80 2—)

S} &R VRF $3#5t D 5% T

VXLANBGPEVPN 7 7 J ) v o DONEL A4 V3 EHKIZCDNT

VXLANBGPEVPN 7 7 7'V v 7%, ks RELT 5722 VREF BALO IP Vv—T 4 > 7
FEHLTIGETEE 3, LA VY3WERIZEA IS 7 7 2 —F13—f#%IZ VRF Lite & FEiEiL,
MERE BRI XV IEFEIC Inter-AS A7 > 3 A £33y 7Y — v 7 VREER & L CEHES
nEJ,

NERVRFIERREIIL—F V=0 DEEREIELFNEIE

KIZIZ, VXLANBGPEVPN 7 7 7 U w7 OIERL A ¥ 3D A KT A4 2 EHIRFHIET
4

* Cisco Nexus 3600 7T v b 7 4 —L5 AL v FOHHR— FREBEMEINE LT,

WL AYIA L HF—T oA A (BA LV F—ToAR) 1L, AN LA Y3 (OFD,
VREF 77 /L 1) IZEATEET,

DY T A R =T 2 ANDPA H—T = A AT, SNV A Y 3 (DFE D,
VRFT 7 4 /v k@ Ethernetl/1) (ZITEATE FHA, ROV TA v X —T oA A %&A#
Acaxd,

TN B —T oA ADPRERENTWBEES, VIEP I3 A v % —7 =1 2 LD VXLAN
7ML T T 4 v 7 B AR— R LETA, 2L, VRFSHINCEHEH D £H A,

*VIEP (X, V7 A v H—T 2 A A LD VXLAN h 7B NMAL N T 7 ¢ v 7 YR —FLEHE
Ao ZHUE. VRF 200% 7213 IEEE 802.1q 1 7B /WUARIZBHRH VD 1A,
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NERVRFiEREEL—F U—s 0BE |
B oz

« VXLAN VLAN & 3F VXLAN AL &7z VLAN OV T A 2 —T = A4 ZADIRLEITY
R—FINTWERA,

I— bk )—D DEEE

VXLANBGPEVPN 277 J ) v o D—tEER VRF)L— k 1) —2 (2D
T

VXLAN BGPEVPN [Z, MP-BGP £ ZD/L— h R U o —DOE&EMHH LT, V7 4 v 7 A%
AVR—=FBROZ I ZAR—=bF LET, ZOFFITRHRL—F R >— ET VORI X
D, 5 VREF 255D VRF ~, F£ITZ0WMIINV— 2 —7T&ET, DAXALVRFE
721X VRF 7 7 4V N OB OMA G LR EFEHATEET, VRFL— K U—2(X, 7 72 A VRF
N— K Z—=0y FDA VR— N7 AR—  NRENMTOILD (V—2FRA 2 ) xy RU—
I NORFEDGZHTCTOAA v F v—h/VHEEETT, B2 VRFHO#zkL, 2> he—1L 7
L—y, DFY, — M) =7 OFENFEITINIHAT, DFVEFR VRFL— R —7|Z
EVVET, VXLAN BGP EVPN OEINC LV | eHARA > MIZ 2 A VRF A VAR — T/ A
A—FRENTEN—FET RANZA XL, ZN5H% Y E— K VIEP £ 72130M— X (2T R %
ARXTLHMENRDY 7,

e i VRE L— kN U — 27 ORI EIL, U —27 RA 2 & U THERET D VTEP 721 28 L8587
KRl e 2 LB L TH 2L TY, —H, *v M= HOMOTTOHVTEP 13 Z OFEREIZ
%L CHINL T,

NEBVRFEREEIL—F U=V DFEFEEHNER

&IZIX, VXLANBGPEVPN 7 7 7 U w7 DIERLV A ¥ 38 DA A KT A > EHIBFHIET
4

* CiscoNexus 3600 77 v b 7 4 —L A v F OV R— FIMBEMENFE Lz,

WL A YIA L H—T xR RA L E—TxAR) 1, AELA VIR (DFD,
VRF 77 /L 1) IZEATEET,

cBHDOYTA LB =T o ADEA L H—T = A AT, LAY 3R (0FD,
VRFT 7 4 /v k@ Ethernetl/1) (ZITEATE FHA, ROVIZHTA v X —T = ZA%A{#
Acaxd,

W TA U H =T 2 ARSI TWDEE, VIEP 384 v ¥ —7 = A4 A LD VXLAN
HFENMENT T 4 v 7Y R—FLERA, ZHUL, VRESINCEZRSH Y FH A,

e VIEP X, VT A v X —T7 214 A LD VXLAN 7wVt b T 7 4 v 7 Y AR—FLEE
ho ZAUFE. VRF ZH0%E 721X IEEE 802.1q 7 7/ LIZEEfRH 0 8 A,

« VXLAN VLAN & #E VXLAN A3 b EN7z VLAN OV 7 A 2 —7 = 4 ADIRLEILY
R—FENTHEHE A,
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| s VREiESEL—F U—s OBE

hREDHVRFL—k Y—2 TU—T  hRELVRFIZEBE( 2 —%y + [

FREFEVRFIL—F V—Y TU—T : hRALVRFIZKHHEEA
L R SVR
WIZ, WS OMWDORA X R LET,

« VXLANBGPEVPN 777U v 7D VRFIL— ks V—27 ZfERLI-EE A X —% v &
WO LET,

e F T F VR — MNIEHEA L F—F% Yy FVREDRDHZ IV AR—FEN, R—F— ) — KD
VRF Blue 5 XX VRFRed N CHT RAXZ A4 XENET,

« VRFBlue 8L RN VRFRed DF 7 /L h b— "R EEHA v Z—% v N VRFIZY —Z7 X
TWRWZ L EfERLET,

¢ VRF Blue 8 L OV VRFRed DIRERI TR W LT ¢ v 7 A%, dH A Z—% > K VRFIZ
T AR—FEN, REIZNUTHTY RAXZ AL XENET,

B — R 5FE 0 OVTEPIZSEE VRE (FE72I130R) 127 RAZ 4 Xanbd, Lo AR
PEDIRERNT VT 4 v 7 2 (HER)

* BGPEVPN X, /V—T 4 VI N—TDORAEEFT-OIZLIFNICA v R— b ENT=T V7 4 v
AT AR—F LEEA,

R5:PREPEVRFIL— ) —D : hRAZLVRFIZKBHFA 22—y b

502228

‘l
1
v VRFA VRF B y
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NERVRFiEREEL—F U—s 0BE |

B =eEnwi—r U—% 0088 hRELVRFEROBEOTL T (v o R

—tEERVRFIL—F J—F DB : A AR LVRFEIDOHED T
L2149 TR

IL—T 429 Ay Y VTEP TOVRFaOVTXF R FDETE
ZOFIEF, IPve I EREICEA SN E T,

FIRDOHE

F IR D

configure terminal

vrf context vrf-name

vni number

rd auto

address-family ipv4 unicast
route-target both {auto| as:vni}
route-target both {auto | as:vni }evpn
route-target import rt-from-different-vrf
route-target import rt-from-different-vrf

©ENDO LN

FIIE

evpn

ARV RFERFTIVaY

=)

ATy T

configureterminal

Ja—)L a7 4 ¥ alb— gy ®— KNEEith
L\i‘j_‘o

ATvT2

vrf context vrf-name

VRF ZRE L ET,

ATvT3

vni number

VNI Zf8 B L ¥ 7,

VRF (2B T STV 5 VNI, %< DA,
Layer-3 VNI, L3VNI, F72/ZL3VPN &M E9,
L3VNIIZ, &9 % VTEP T ID & L CTHE
REET,

ATvT4

rd auto

VRF ®/v— b+ (RD) #ELET,
RD i%. L3VNIN® VTEP Z—EIZ#BI L E£7,

ATvTh

address-family ipv4 unicast

Pv4L=F Y A7 FLA 77 IVERELET,

IPv4 7 v % — L A ZffH L7z IPv4 over VXLAN (22
g‘@ﬁ—o

ATvT6

route-target both {auto | as:vni}

IPv4 . =2 ¥ A | address-family WD IPv4 7' L7 1 &
U ADA = NI A= DL— | X —F
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| SMEBVRFEEGEIL—F V-V DH

L—F 125 7095 THBEPVRF 1 222 v 20%E |

AU RFERETIVa Y

B8

F (RT) ZHEKLET, V— K ¥—5 v b (RT)
. Z7 VT 4 v T A A VIR— NI AR—F R
U —IAESnNET, aswmiBATTEN S SEIT,
ASN:NN, ASN4:NN, F72i%, IPVANND 7 4 —=<
T,

ATy T17

route-target both {auto| as:vni }evpn

IPv4 7. = % A | address-family N D IPv4 7' L 7 ¢ &
JADA VRE—RZI AR—FDN— |k X —F
F (RT) ZHERKLET, —bF ¥—4% v (RT)
. BT VT 4 v I A A VIR— NI AR—F K
Uo—IZEHENET, asmi DA S5 i,
ASN:NN, ASN4:NN, 7213, IPVANND T 4 —~<
kT,

ATvT8

route-target import rt-from-different-vrf

leaked-from VRF (AS:VNI72 &) MmBIPvA T L7 (v
JAEAVR—PFTDHLEIITNV—F X—F vk
(RT) ZAER L £,

ATvT9

route-target import rt-from-different-vrf evpn

leaked-from VRF (AS:VNI72 &) O IPvA T L7 4 v
J A% A VR—= T DHEI—F =5 v |
(RT) ZAfR L £,

W—T42%9 7Oy THOBGPVRF A VX2 U ADETE
ZOFIEE, TPv6 |1 b IREICHMA S £,

FIRDEE

F IR D %

configureterminal

vrf vrf-name
address-family ipv4 unicast
advertise |2vpn evpn

PN O A WN A

maximum-paths number

FIE

router bgp autonomous-system number

aggregate-addr ess prefix/mask
maximum-pathsibgp number

AV RFEEETIVa Y

=)

&M

configureterminal

sua—N)L ary7 4Xalb— gy B— REBA
L\i—g_qo
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NERVRFiEREEL—F U—s 0BE |

B 5 —seEnwi—t i —s0RE: hRELRFBMOBEOTL I (v s R

ARV RFERETIVa Y

B8

R 72 |router bgp autonomous-system number BGP #Z/ELE T,
25w 73 |vrf vrf-name VRF i E LE T,
R v 7 4 |address-family ipv4 unicast IPv4 D7 KL A 77 3 U DOEE

ATvTh

advertise 12vpn evpn

IPv4 7 FL A 77 I UN®EVPN L— D7 R
HARA L NEFIIMZLET,

AT 7 6 | aggregate-address prefix/mask 365G VREIZEFEVEDIRN T L7 ¢ > 7 A A VERR
L9,
AT 71| maximum-pathsibgp number iBGP 'L 7 4 v 7 ADEa 2 k < )LFI/8R

(ECMP) DHE®L.

ATvT8

maximum-paths number

eBGP 7L 7 4 vV ADEa A = )LF

(ECMP) DAL

Bl . —TEBERVRFIIL—F VU=V DEE : DRAZLVRFEDHEEDTL T4 v IR

VXLANBGPEVPN L—F « % TR v DEE

VXLANBGPEVPN L —7 ¢ 7 Ty 7%, £FHL—K V—27 KA hE L THREL £
T, IWHEEEIX, a2 ba— L T L —r DR E T — X R ADIRENFE U XA Z -85 L 91T
O—AT7A4 XAENET, RLEELZOFX, V—T 47 70y DVREHEEL, THLTHO
365C VRE ~DRFEMEDOIERNT VT ¢ v 7 A2 (E(K) OT RARZA XA M T,

vrf context Blue
vni 51010
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
route-target import 65002:51020
route-target import 65002:51020 evpn
|
vlan 2110
vn-segment 51010
|
interface V1an2110
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward
|
vrf context Red
vni 51020
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
route-target import 65002:51010
route-target import 65002:51010 evpn
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| SMEBVRFEEGEIL—F V-V DH
hREDHVRFL—k Y—2 TU—T  hRELVRFIZEBE( 2 —%y + [

vlan 2120
vn-segment 51020
|
interface V1an2120
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward
|
interface nvel
no shutdown
host-reachability protocol bgp
source-interface loopbackl
member vni 51010 associate-vrf
member vni 51020 associate-vrf
|
router bgp 65002
vrf Blue
address-family ipv4 unicast
advertise 12vpn evpn
aggregate-address 10.20.0.0/16
maximum-paths ibgp 2
Maximum-paths 2
vrf Red
address-family ipv4 unicast
advertise 12vpn evpn
aggregate-address 10.10.0.0/16
maximum-paths ibgp 2
Maximum-paths 2

FREFFIVRFIL—F )—H TY—T : hRABLVRFIZEKBAHEFA 2 —FY k
WIZ, W OMDORA B 2w UET,

« VXLANBGPEVPN 777U v 7D VREFL—k V— 7 52 L7-EGA X —F v &
WORNZRLET,

e F T IR I— MNIHEHEA L E—XY RVREDLOZ 7 AR—FEN, R—F— /) —FD
VRF Blue 8 X TN VRF Red N CHT RARZ A4 XENET,

* VREBlue KX WOXVRFRed DF 7 4 /L h b— b 3G A #—F > B VRFICY —7 &h
TWARWZ L E2MERLET,

« VRF Blue 33 L O VRFRed DREEW TR WS L7 ¢ v 7 AL, H A Z—% v h VRFIZ
T AR—FEIN, BB UTHT RARXZ AL XEZNET,

iR ) — R BFE Y OVTEPIZSEYE VRE (FE72130R) (27 KX A4 Xansd, Lo AR
HOBRNT VT v 7 2 (HEHD)

* BGPEVPNIX, V—T 4 I N—TDRAZEB T-OICLIFNIA v HAR—bENT=T V7 4 v
J A& T AR—FLETA,
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SIELVRF BB EL— F U—5 OBE |

B ceenwi— ) —08E : hRELVRFIZEBRES D E—Fy b

B6:FREPEVRFIL— ) —D : hRAZLVRFICKBHEFA 22—y b

502228

— T EERVRFIIL— )=V DERTE : h AZLVRFIZKAHAHEFA
=2y bk

R"——/—FTOA>8—%v FVRFDETE
ZOFNEIZ, IPve IZH FEREICHEH S E T,

FIEDOEE

configureterminal

vrf context vrf-name

vni number

ip route 0.0.0.0/0 next-hop

rd auto

address-family ipv4 unicast
route-target both {auto| as:vni}
route-target both shared-vrf-rt evpn

®NO O A WN A
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| SMEBVRFEEGEIL—F V-V DH

F IR D

FIE

R—b— /— FTO#EA V52— BGP 1 o252 208E |

ARV RFERFTIaY

B8

ATy T

configureterminal

JTa—N)ary 74X al—3ay E— Neh
Li‘a—‘o

ATy T2

vrf context vrf-name

VRF ZiRE L7,

ATv73

vni number

VNI ZHELE T,

VRF (2T 5 TW5D VNI, £< DA,
Layer-3 VNI, L3VNI, F72/ZL3VPN &M E9,
L3VNI /%, &9 % VTEP [l T ID & L THE
REET,

ATv74

ip route 0.0.0.0/0 next-hop

s —2 (Bl) ~DIFA X —F v N VREDT
7V bb— M ERER L ET,

ATy Th

rd auto

VRF O /b— hBl+ (RD) ZHEELET,
RD i%. L3VNI A VTEP Z—EIZ#%BI L E£9,

ATvT6

address-family ipv4 unicast

Pv41=F Y A7 RLA 77 IV ZHELET,

IPv4 7 > Z— L A ZfiH L7~ IPv4 over VXLAN |Z %
BT,

ATy T17

route-target both {auto| as:vni}

IPv4d ==%% A 7T RLZA77 I UKNO®EVPN I
JOIPVE TV T 4 T ADA VIR— N7 AKR—
FHDONV— K Z—4 > 8 (RT) KL ET,

ATvT8

route-target both shared-vrf-rt evpn

HIPvA VLT 4 v T ADA VIR — N7 AR—
AR v —F ¥—4 > b (RT) kL E
@—O

IBRDHBEDTZDDOBMDA R — T AKR—
M=y IR R—FENET,

R—F— /) —FTOHEA 23— Y FBGP A VR A2V ADEKRTE
ZOFEE, IPv6 I b REERICHE A SN ET,

FIEDEE

1. configureterminal

2. router bgp autonomous-system number

3. vrfwvrf-name
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B o« 55— —FconzsnvRrass*z boBE-1

4. address-family ipv4 unicast
5. advertisel2vpn evpn
6. aggregate-address prefix/mask
7. maximum-pathsibgp number
8. maximum-paths number
=3 k2t
FIE

NERVRFiEREEL—F U—s 0BE |

ARV RFERFTIVaY

=)

Z 5w 71 |configureterminal Jua—s )L ar’ 4 ¥al—var T— KBtk
LE7,

R w 2 |router bgp autonomous-system number BGP #iE L7,

2T 73| vrfvrf-name VRF Zf5E L £7,

Z 5w 7 4 | address-family ipv4 unicast IPv4 D7 RLA 77 I U OFRGE

ATy 75 |advertisel2vpn evpn IPvd 7 KL A 77 I UWN®DEVPN/L— hDF R
ZARXA MR LET,

A7y 7 6 | agoregate-address prefix/mask 655 VREIZEREMEDIRN T L 7 1 v 7 ZER ZERK
LEd,

A7y 77| maximum-pathsibgp number iBGP L7 4 v 7 ADHEA Xk < LF /R

(ECMP) DAL,
ATy 7 8 | maximum-paths number eBGP 'L 7 4 v 7 ADEH Ak < /LT /A

(ECMP) DA ME.

"—AA—/—FTOHARALVRFOAUTHFRXFDEHRTFE -1
ZOFIEZ, IPve IZHERICEA I E T,

FIRDOHE

configureterminal

vrf context vrf-name

vni number

rd auto

ip route 0.0.0.0/0 NullO
address-family ipv4 unicast

©ENSOGO LN

import map name

route-target both {auto | as:vni}
route-target both {auto | as:vni} evpn
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| SEBVRFIESEEL—F U—S DK
K—f—)— FTOHRELRFAL T2 FogE-1 [

F IR D

FI&
ARV RFERET IV a Y B8

R 7w 71 |configureterminal su— L Ay 7 4 ¥ ab—3i gy E— NE Bk
LET,

Z 5 72 | vrf context vrf-name VRF Zf%E LE T,

AT 7 3 | vni number VNI #HEELE7,

VRF (2T 5 TW5D VNI, £< DA,
Layer-3 VNI, L3VNI, F£72(XL3VPN &I F9,
L3VNILIZ. &hN4 2 VTEP il CHmoiknl+ & LT
REINET,

AT 74 |rdauto VRF ®/L— higAl1 (RD) ZHREL £,

Jb— RNiBIF- (RD) 1%, L3VNI N VTEP #—&
ZRlkR L E T,

A 75 |iproute0.0.0.0/0 NullO H5EVRF CF 74/ h L— R EL, HHA
Z—% hVREZEOR—F— /) —RIZ+ T 74 v
7 &Rl &M E T,

Z v 7 6 |address-family ipv4 unicast PV42=F %Y ARNT FLZAZ77IVERELET,

IPv4 7 v Z— LA %ffi [ L 7= IPv4 over VXLAN (2 4%
BT,

AT 71 |routetarget both {auto| as:vni} IPv4 =L =% % A b address-family N IPvd 7' L 7
TADA VIR—NTZT AR—= R DNL— K X—FF
r (RT) ML ES, —bh Z—4% > b (RT)
. BT VT 4w 7 A A VR— T AR—F R
UYo—IffENE T, asmi B ATIEND &,
ASN:NN. ASN4:NN. F7-iX, [IPVANND T }—~ v
kT,

R T 7 8 | route-target both {auto| as:vni} evpn IPv4 L= % A | address-family PN IPv4 7' L 7 {
I ADA VIR— NT T AR—FND)— |k Z—H
F (RT) Z#ELET, »—h Z—7 v & (RT)
. H7 VT 4 v T A A VIR— NI AR—F K
Uo—IZHHENET, asmi DA END LEIT,
ASN:NN, ASN4:NN, F72iZ, IPANND T +—~
kT,
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NERVRFiEREEL—F U—s 0BE |
B 55—/ —FcoBPTONRALVRFA LR AL RDEE

ARV RFERFTIVaY =)

AT 79 |import map name ION—F 4T TF—T NN v R— &N B N —
Mov—h =y 7%2EHLET,

h"—S— /) —FKTHOBGP TOHARARXRLVRFA VARV ADHETE
ZOFEZ, IPv6 IZbREERICEA SN ET,

FIEDHE
1. configureterminal
2. router bgp autonomous-system-number
3. vrf vrf-name
4. address-family ipv4 unicast
5. advertisel2vpn evpn
6. network 0.0.0.0/0
7. maximum-pathsibgp number
8. maximum-paths number
FIED FH
FlE
OV RFERETIVa Y BH#Y
AT w 71 | configureterminal JTa— )L a7 4 X2 b—3ay B— FEELG
LET,
R T w 72 |router bgp autonomous-system-number BGP #Z%ELE T,
ATy 73| vrfvrf-name VRF Zf57E L £7,
25w 7 4 | address-family ipv4 unicast IPv4 D7 RLA 77 IV ERELET,
AT 75 |advertise|2vpn evpn IPv47 RLA 77 I UN®DEVPN L— kDT KA
ZAAXA NEAENILET,
R T w 76 | network 0.0.0.0/0 IPVv4 774/ Jb—h Xy NT—7 AT — R A
FEAERLL TWET,
R T 77| maximum-pathsibgp number iBGP 'L 7 4 v/ ADE AR K = )LF IR
(ECMP) DAL,
AT 7 8 | maximum-paths number eBGP L7 ¢ v 7 ADEA R | = )LF /R
(ECMP) OHZHE,
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| SMEBVRFiEGEEIL—F )Y DEE
Bl —TEEEVRFL— k U—I DRE ARSI LVRFIc& b3t a—%v k]

Bl : —cEEBEVRFIIL—F )=V DHRTE : h AZLVRFIZEKBAHEFEA2—FY k
HEHA 2 —F > N VRFIZE D HHEFR VRF L— K U —27 O

HEHA A2 —%v + VRF D VXLANBGP EVPN Ri—4'— / — KD ERTE

VXLAN BGP EVPN "R—%— / — Rk, HEPRIAG 4 % —x > b VRF 22t L9, R
BEIL, arhe— L F—rORHET — % RABERFE LR EZED X icn—h T
ARXENFET, HOEELRAT, R—F— ) —FOVRERTEEL., T 74/ bk b— b ERENE
DIENT VLT 4 w7 A (K) 2ZNENDO5ES VREIZT RS A X452 L TT,

vrf context Shared
vni 51099
ip route 0.0.0.0/0 10.9.9.1
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
route-target both 99:99
route-target both 99:99 evpn
|
vlan 2199
vn-segment 51099
|
interface V1an2199
no shutdown
mtu 9216
vrf member Shared
no ip redirects
ip forward
|
ip prefix-list PL DENY EXPORT seq 5 permit 0.0.0.0/0
|
route-map RM DENY IMPORT deny 10
match ip address prefix-list PL_DENY EXPORT
route-map RM DENY IMPORT permit 20
|
vrf context Blue
vni 51010
ip route 0.0.0.0/0 NullO
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
route-target both 99:99
route-target both 99:99 evpn
import map RM DENY IMPORT
|
vlan 2110
vn-segment 51010
|
interface Vl1an2110
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward
|
vrf context Red
vni 51020
ip route 0.0.0.0/0 NullO
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B ceEm - U=y TU—T  VRFF T4 L FTOREA LA —%y b

rd auto

address-family
route-target
route-target
route-target
route-target

ipv4d
both
both
both
both

unicast
auto

auto evpn
99:99
99:99 evpn

import map RM DENY_ IMPORT

|
vlan 2120

vn-segment 51020

interface V1an2120

no shutdown
mtu 9216

vrf member Blue
no ip redirects

ip forward

|

interface nvel
no shutdown

host-reachability protocol bgp
source-interface loopbackl

member vni 51099
member vni 51010
member vni 51020

router bgp 65002

vrf Shared

associate-vrf
associate-vrf
associate-vrf

address-family ipv4 unicast
advertise 12vpn evpn
aggregate-address 10.10.0.0/16
aggregate-address 10.20.0.0/16
maximum-paths ibgp 2

maximum-paths 2

vrf Blue

address-family ipv4 unicast
advertise 12vpn evpn
network 0.0.0.0/0
maximum-paths ibgp 2

maximum-paths 2

vrf Red

address-family ipv4 unicast
advertise 12vpn evpn
network 0.0.0.0/0
maximum-paths ibgp 2

maximum-paths 2

NERVRFiEREEL—F U—s 0BE |

— T EEHEBVRFIL—FY)—Y JY—2J :VRFFI7#IIL +FTOHEAL B —FRy b
WL DOMWDRA 2 ERISRLUET,
« VXLANBGPEVPN 7 7 7 U » 7 O VRE /L— MR EZ LI HEH A v X —% v M E X417

LEJ,

+ default-route (% VRF default 7> =27 AR — h ZFL, R—F — / — KD VRF Blue 15 L. (X VRF
Red N CHT RAXZ A4 XEINET,

¢« VREBlue BX WX VRFRed DF 7 4 /L h b— b 3dEF A #—F% > B VRFICY —7 &h
TWARWZ L E2MERLET,
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| s VREiESEL—F U—s OBE

— B VREL— k Y —H DRE  REF 74 L hTORtES v a—%y k]

« VRF Blue 3 L U VRF Red D[REHI TR\ LT 4 v 7 AlX, VRET 7 /L M7 A
A= FEh., BRESUTHET R L XERET,

¢ BER ) — R 6580 O VTEPIZSEE VRE (FEZITAR) 127 RARZ A XEh5d, L AR
HEOBERNT LT 4 v 7 A (ER)

* BGPEVPN X, N—T 4 VT N—T DORAEZE T2DIZLHNIA v R— SNV 7 1 >
J AT AR—FLERA,

B 7:hREFE VRFIL— Y=Y  VRFT 7L FTOEBESAVE2—Fy

502230

1.11.1/32 222232

— T EBRVRFIL— ) —ODEHRTE :VRFTI74IL FTOHREA
=2y bk
R—5— /—FTOVRFF 74/ FDHTE

ZOFNEIL, IPv6 I b FEIREICEH S ET,

FIEOHE

1. configureterminal
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B ot/ —FCOVRFFI+L bOBEP 1 VX5V ROBE

2. ip route 0.0.0.0/0 next-hop

NERVRFiEREEL—F U—s 0BE |

FIED
F&
ARV RFERERTIVa Y =)
Z 5 71 | configure terminal Jr—sL Ay 7 4 ¥ab—vay = Nefh
LET,
Z 5 72 |ip route 0.0.0.0/0 next-hop VRF OF 7 A4/ |k )b— b &SN — X ICRRET D
(f31)

h"—SF— /) —FTOVRFTIAILFDBGP A U RAE VADETE
ZOFNEE, IPv6 I b RERICHE A SN ET,

FIEDHE
1. configureterminal
2. router bgp autonomous-system number
3. address-family ipv4 unicast
4. aggregate-address prefix/mask
5. maximum-paths number

F gD

FIE

ARV RFERFTIVaY

=)

Z 5 71 |configureterminal Ta— ) ar7 4 Xal— gy T— NG
L%,

A w 72 |router bgp autonomous-system number BGP ##E L £ 7,

R v 7 3 |address-family ipv4 unicast IPva DT RL A 77 I U AB/ELET,

R T 7 4 | aggregate-address prefix/mask VREDT 7 4V N T, KVRENRT LT v 7 A
ERZER L ET,

AT 7§ | maximum-paths number eBGP 7L 7 4 v/ ADEEa A K = LTI

(ECMP) DAZE,
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| SMEBVRFEEGEIL—F V-V DH

#—5— s —rconzasrEoEE [

AR—H— /) —KTDHRZLVRFDETE
ZOFNEZ, IPv6 [T B AERICET S E T,
FleD#HEE
1. configureterminal
2. ip prefix-list name seq 5 permit 0.0.0.0/0
3. route-map namedeny 10
4. match ip address prefix-list name
5. route-map name permit 20
FED
Fig
OV RFERETIVa Y B
R T 71 |configureterminal 7= UERCE— REBMR L £ 7,
AT F 2 |ip prefix-list name seq 5 permit 0.0.0.0/0 FIHIN M=K T A NVE) U TDIPVET LT
JAYARERELET,
A F 7 3 |route-map name deny 10 default-route 23V — 727 5 D& T2, FATT
Hdeny A7 — M AV REEHLCV— b~y 7 %24E
}52 L/ij‘o
R 7w 7 4| match ip address prefix-list name default-route Z&de IPvd 7L 7 4 v 27 AU 2 h &R
/E[\L/\i—g—O
AT 75 |route-map name per mit 20 N—h =7 % LT—ELRWL— b ET RAX
A AF DD allow A7 — h A MafEH L TLr—
b~y FERERLET,

R"R—F—/—FTOVRFT7#I)L kD5

FIRDEE

HAIESNBTLIA VI RD T 4 ILEDETE

ZOFIEF, IPve I ERRICEA SN E T,

1. configureterminal
2. route-map name permit 10
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B« 55—/ —Fconzsnvmrarsxz togE-2

NERVRFiEREEL—F U—s 0BE |

FIED M
FlE
aAv Y RFEEETIYa Y B8
X w 71 | configureterminal Jua— " URERE— REBB L ET,
Z v 7 2 | route-map name permit 10 allow A7 — M AV FEEHLTL— b~y T H21E

KL, #AZ<—VRFBIOLDOHDY E—
VTEP |/ — R —Z %/ L C— & T KX A
ALET,

R—HF—/—FTOHRZLVRFOIUTHRX FDERE -2
ZOFNEZ, IPv6 [T B AERICET SN E T,

FIEDHE
1. configureterminal
2. vrf context vrf-name
3. vni number
4. rd auto
5. ip route 0.0.0.0/0 NullO
6. address-family ipv4 unicast
7 route-target both auto| AS VNI
8. route-target both auto| AS:\VNI evpn
9. route-target both shared-vrf-rt
10. route-target both shared-vrf-rt evpn
11.  import vrf default map name
FIE D
FIE
OV RFEREETIVa Y B#
X7 w1 |configureterminal Ja—r )L ar7 4 ¥al—rgry ET— NEEk
LET,
ZFwF2 |vrfcontext vrf-name VRF Z@E LET,
AT w73 | vni number VNI Z457E L £
VRF [ZBHATT 5TV 5 VNLIE, %< DBA,
Layer-3 VNI, L3VNI, F72(% L3VPN & FE(EiLE
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| SMEBVRFEEGEIL—F V-V DH

K—5— ) — FTOBEP TOHRELVRE 1 w252 20EE |

ARV FFEREETIVa Yy

E:)

4, L3VNIIZ., 2145 VIEP @D ID & L
TR ENh £,

ATw 74 |rdauto VRF O/L— RilkBl7- (RD) #HEELET,
Jb— Rk (RD) %, L3VNIWNO VIEP & —&
WL ET,

ZFw 75 |iproute0.0.0.0/0 NullO HSBEVRF CF 74/ h b— hET/EL, HH A
S —%v NVRFZFOR—F— /=R T 7 4 v
7 &ZB| & T ET,

RFw 76 |addressfamily ipv4 unicast IPv4d 2= F ¥y AN T RLA 773V ERELE
TO
IPv4 7 > X — LA Zfi ] L7z IPv4 over VXLAN |Z
‘JZ‘%VC‘—@AO

25w F7 |routetarget both auto| ASVNI IPv4 =% A~ 7T KL A7 7 I UWN® EVPN BB
SIPVEA T VT 4 T ADA VIR— N T AR—
NHONV— K Z—5 > b (RT) ZHERL E7,

R w78 |routetarget both auto| ASVNI evpn IPvd =% v A KT RLAZ77IUKNODEVPN B
SRIPVEA T VT 4 o T ADA VIR— Mg AKR—
MNHDONV— K Z—5 >~ (RT) ZHELET,

RTw 79 |routetarget both shared-vrf-rt HHIPVA TS LT 4 7 ADA VR— ML AR—
MHORRIZ2 A — N X —5 > b (RT) kL E
_640
S LRDBEDTZDDBIMDA R— NN AR—
b=y TR PR—-rEINFET,

AT 710 |route-target both shared-vrf-rt evpn HHIPVAT LT 4 w7 ADA ViF— hT 7 AR —
MHORRIZ2A— N X —45 > b (RT) kL
TO
SHRDWEDTODEINMDA VR — NTJ AR—
<~y 7B R—brEINFET,

Z5w 711 |import vrf default map name VRE 77 # /)L b inbDFRTO/L— A FFED

=K =y SIS THAHF AVRFIZA VR — b
SNDHZELEFATLET,

R—F—/—FTHOBGP TOHREZLVRFA VARV ADEKTE
ZOFNEIL, IPv6 1T b RERICEH S VE T,
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NERVRFiEREEL—F U—s 0BE |

B 5 —wemmwiL— U—o0%E: AR LVRFEEALEVRFF 4L b

FIEDHE
1. configureterminal
2. router bgp autonomous-system-number
3. vrf vrf-name
4. address-family ipv4 unicast
5. advertisel2vpn evpn
6. network 0.0.0.0/0
7. maximum-pathsibgp number
8. maximum-paths number
FIIE D
=31
OV RFERETIVa Y B#
Z 5 71 | configureterminal Ta—r ) ar7 4 Xal— gy T— NEBh
LET,
R w 72 |router bgp autonomous-system-number BGP #ZELE T,
AT 73| vrfvrf-name VRF Z45E L £ 7,
Z 5w 7 4 | address-family ipv4 unicast IPv4 D7 RLA 77 IV ERELET,
AT 75 |advertise|2vpn evpn IPv47 RLA 77 I UKN®DEVPN L— kDT KA
IA XA NG LET,
AT 76 |network 0.0.0.0/0 IPv4 774/ h b—h Xy RU—2 AT — KAV
N ZERC L TV ET,
25+ 7 7| maximum-pathsibgp number BGP 7L 7 ¢ v/ ADHE A b LT /3%
(ECMP) DAL
R T v 7 8 | maximum-paths number eBGP 'L 7 4 v 7 ADHa A h = )LF /X
(ECMP) DAL
Bl . —TEEEVRFIL—F )=V DERTE : hAZLVRFZFRHL-VRFT 74+

VRF 77 4 /L MZ & 5 HREEFH VRE L— | U —2 O

VRF 7 7 JL 0 VXLAN BGP EVPN R— % — / — FDEE

VXLANBGPEVPN R —&— /— KX, VRET 7 4/ b~OEFRT 7 228 L3, K
HEEIX, a2 be— L T L—r0RHE T — % RABENRFE U REZZED X5 icrn—h
TARXSNET, bLEELAIL, A—%— /—FKOVRF#HEL, 774/ b b— bk ERE
HEDRNT LT 4 v 7 2 (BK) Z2FZNETNOMI VRFIZT RANZ A X252 LT,
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| SEBVRFIESEEL— bk U— ORE
Bl —TEBBVRFL— kU —- ORE : AR 2 LVRFEEALEREFT 0k [

ip route 0.0.0.0/0 10.9.9.1

|

ip prefix-list PL DENY EXPORT seq 5 permit 0.0.0.0/0
|

route-map permit 10
match ip address prefix-list PL_DENY EXPORT
route-map RM DENY EXPORT permit 20
route-map RM PERMIT IMPORT permit 10
|
vrf context Blue
vni 51010
ip route 0.0.0.0/0 NullO
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
import vrf default map RM PERMIT IMPORT
export vrf default 100 map RM DENY EXPORT allow-vpn
|
vlan 2110
vn-segment 51010
|
interface Vl1an2110
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward
|
vrf context Red
vni 51020
ip route 0.0.0.0/0 NullO
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
import vrf default map RM PERMIT IMPORT
export vrf default 100 map RM DENY EXPORT allow-vpn
|
vlan 2120
vn-segment 51020
|
interface V1an2120
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward
|
interface nvel
no shutdown
host-reachability protocol bgp
source-interface loopbackl
member vni 51010 associate-vrf
member vni 51020 associate-vrf
|
router bgp 65002
address-family ipv4 unicast
aggregate-address 10.10.0.0/16
aggregate-address 10.20.0.0/16
maximum-paths 2
maximum-paths ibgp 2
vrf Blue
address-family ipv4 unicast
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NERVRFiEREEL—F U—s 0BE |
B 5 —wemmwiL— U—o0%E: AR LVRFEEALEVRFF 4L b

advertise 12vpn evpn
network 0.0.0.0/0
maximum-paths ibgp 2
maximum-paths 2
vrf Red
address-family ipv4 unicast

advertise 12vpn evpn
network 0.0.0.0/0
maximum-paths ibgp 2
maximum-paths 2
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Irh-7:l::
5 2

EVPN & L3VPN (MPLS LDP) ) & — L L R %5
MEDRE

ZDEIL, WORNETHERINTOET,

« EVPN & L3VPN (MPLS LDP) D > — A L A 72855 OFREDFER (101 ~2—2)

« [ZBHT D EEFHE L HIRFIEEVPN & L3VPN (MPLSLDP) D > — A L AR A O E (101
~2)

« EVPN & L3VPN (MPLS LDP) D3 — A L A #EDOFE (102 ~<—)

EVPN & L3VPN (MPLS LDP) D & — L L R IZIRBE DERTED

[CBA9 5

F—AE XA —DREATIZ, EVPN a2 ba—L FL—r F—= 0 < VFTF o y—,
V=LV AREEV T 4, JUEM. POD OBIMNEL /257 EOFSEN S, VXLAN EVPN
ZEALTWET, FEEEIC, 271X LDP X—AD MPLSL3VPN X v h U —27 Th D), (WK
® MPLS L3VPNLDP RX—ADT X —L A NHE T A "v—T 47 (SR) DLHRLED
mERY Y a—v a3y (SR) WCBITT200O0nTNNTT, B A b —T 4 71d, =
=774 FIGPBIOMPLS 2 ha—L FL—y YU TFARINT T 4w 2 P=T
Y7 HA, EREE, SDN OFH 72 LR RO OIZHEH S TWET,

F=RY A —=NEATHND2OORLNET 7 ) uy—i2kbh, VXLAN 25 DCI /— R T
MPLS R—ZDaAT|INY RAT7THDITARRIETT, ZhbdD /) — KL, DC KA A~
DTyIIZHY, a7 oy —F A F—T A ALET,

2518 & HIfES18 EVPN & L3VPN (MPLS LDP)

DO—LUABHEDETE

EVPN & L3VPN (MPLS LDP) D3 — A L A2 A D% E OEEHEE & HIRFIEIIR DO LB Y
-/C‘\—a_ﬂo

Cisco Nexus 3600 X o v F NX-0S VXLAN # & A4 K. UV 1J—2106 ) [



B EveN & L3veN (MPLS LOP) 0 0 — L L R A DR E

PR—= b SNOEEZRO L EBY TT,

L AX¥3IA—T 7
* MPLS N LIRS N7Z ECMP (T 7 #/V N THENCRESNTWHET)

WOEEIZ TR — P ENTWER A,

SVUYTA L H—T AR

EVPN & L3VPN (MPLS LDP) D &

TS ORERRETFNEIZ., XLAN RA A 538 MPLS RA A Zb— h&E A v R— F LTHEREE

FIEDOEE

L. VXLAN R XA A AZRT72DI2

©OENOGHWN

N VM INNN = @ e e e e e =) = =
WNSSDOINDPIARWN=D

configureterminal

feature mplsi3vpn

feature mplsidp

nv overlay evpn

router bgp number
address-family ipv4 unicast

EVPN & L3VPN (MPLS LDP) D & — L L R A DOHE |

* Cisco NX-OS U U —& 10.3(3)F LAF#E TlZ, MPLSLDP &—H%— XA U — KD X A 7 6 55
{E23 Cisco NX-OS A A v F CTHHR— FZNTWET,

« 7 Xy FMBDC KAA U ERIZIERT S
* vPC

— L LURAGIREDERTE

DCI AA v F THETT,

redistribute direct route-map route-map-name

exit

address-family 12vpn evpn

exit

neighbor address remote-as number
update-sour ce type/id
ebgp-multihop ttl-value
address-family ipv4 unicast
send-community extended

exit

address-family vpnv4 unicast
send-community extended

import 12vpn evpn reoriginate
neighbor address remote-as number
address-family ipv4 unicast
send-community extended
address-family ipv6 unicast
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| EVPN & L3VPN (MPLS LDP) 0 & — A L R A DR E

EVPN & L3VPN (MPLS LDP) D > — L L R IZ#i & DERE .

24. send-community extended
25. address-family [2vpn evpn
26. send-community extended
27. import vpn unicast reoriginate

F IR D8

FIRr

ARV RFERRTI VY

El:)

AT w71 |configureterminal

&1

switch# configure terminal

Ja— S URERE— RE B L E T,

RFw 2 |featuremplsi3vpn
i -

switch# feature mpls 13vpn

MPLS L 1 ¥ 3 VPN #E& A L ¥,

RFw 73 |featuremplsldp
11

switch# feature mpls ldp

MPLS T ~LEi4i 71 k=L (LDP) Ak L %
—g—O

ZFw 4 |nvoverlay evpn

1 :

switch(config)# nv overlay evpn

EVPN 2> he—/L FL—>2% VXLAN |21 X —
Tz LET,

R w75 |router bgp number
1 -

switch (config)# router bgp 100

BGP #RELET, ZOFEDOMHEOEHFHIT 1 ~
4294967295 T3,

XTFw 76 |address-family ipv4 unicast
i -

unicast

switch (config-router)# address-family ipv4

IPvADT RL A 77 IVEFHTELET,

AT w77 |redistributedirect route-map route-map-name BHEEGE I L— s vy IPERELET,

1

route-map passall

switch(config-router-af)# redistribute direct

A7y S8 |exit
1 -

switch(config-router-af)# exit

avy R E—FZRTLET,

Cisco Nexus 3600 X o v F NX-0S VXLAN # & A4 K. UV 1J—2106 ) [



B even & ven (MPLS LOP) 0 L — L L 2 B E DR

EVPN & L3VPN (MPLS LDP) D & — L L R IZ#E D

&
iy

ARV FFEREETIVa Yy

S

ATvT9

address-family 12vpn evpn

1 -

switch (config-router) # address-family 12vpn evpn|

L2VPN 7 RL A 77 I U ARELET,

ATy 710

exit
&1

switch (config-router-af) # exit

av s RE—RERKTLET,

ATvIN

neighbor address remote-as number

1 -

switch (config-router)# neighbor 108.108.108.108
remote-as 22

BGP %A N—Z&E LE 7T, 515 number O#[H
X, 1~ 65535 T,

AT T12

update-sour ce type/id
1

switch (config-router-neighbor) # update-source
loopbackl100

BGP vz rOXEFELEHEEL, BHLET,

ATvT13

ebgp-multihop ttl-value
1

switch (config-router-neighbor) # ebgp-multihop 10

VEeE—h BTNV T Ry 7P TIL ZHEELET
ttl-value O#EIFHIL 2 ~ 255 T,

ATy 714

address-family ipv4 unicast
i

switch (config-router-neighbor)# address-family
ipv4 unicast

2=F Y A RNYFTTRLRA 77 I UEB/ELET,

ATy 715

send-community extended

51

switch (config-router-neighbor-af) # send-community]|
extended

CDORAN=—DAI2=T 4 BUEERELET,

ATy 716

exit
&1

switch (config-router-neighbor-af) # exit

av s RE—RFERKTLET,

ATV T

address-family vpnv4 unicast

1 -

switch (config-router-neighbor)# address-family
vpnv4 unicast

IPv4 D7 KL A 77 IV EFRELET,

AT 718

send-community extended

1 :

switch (config-router)# send-community extended

friE=a =7 4 @t kE LET,
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aAv U RFERET7TIVaY B#)
R w719 |import2vpn evpn reoriginate HLUWRT T/l— & FERELET,
1 :
switch (config-router)# import 1l2vpn evpn
reoriginate
R Fw 720 |neghbor addressremote-as number FANR—FEFLET,
151

switch (config-router)# neighbor 175.175.175.2
remote-as 1

A7 w721 |addressfamily ipv4 unicast IPvd D7 KL A 77 I ) ZHELET,
1 -
switch (config-router)# address-family ipv4
unicast
AT 722 |send-community extended BGP XA N—DaI2=F 4 R ELET,
{1
switch (config-router)# send-community extended
A7y 723 |address-family ipv6 unicast IPv4 7 > 5 — LA %fdi [ L 7= IPv6 over VXLAN |2
i - IR IPV6 =% v A N 7 F L2 77 I U ZAfRk
switch (config-router)# address-family ipvé L/EEij
unicast
Z 5w 724 |send-community extended BGP %A _N—D a3 a=F 4 ZRELET,
i -
switch (config-router)# send-community extended
AT 725 |address-family |2vpn evpn L2VPN 7 KL 2 77 2 U 2R ELET,
1 -
switch (config-router) # address-family 12vpn evpn|
AT w726 |send-community extended BGP XA NN—DaIa=F 4 2HELET,
i
switch (config-router)# send-community extended
AT 727 |importvpn unicast reoriginate BFLOWRT TL— FE2HEELET,
1 -
switch (config-router)# import vpn unicast
reoriginate
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EVPN & L3VPN (MPLS SR) D o — L L X 73
MEDRE

ZDEIL, WORNETHERINTOET,

« EVPN & L3VPN (MPLS SR) @ ¥ — A L A7 A OF%EDREM (107 ~<—)

« ([CBIT A EHIHE & HIPRFEIEEVPN & L3VPN(MPLSSR) D ¥ — A L A7 & O%E (109
~~—)

« EVPN & L3VPN (MPLS SR) D3 — A L ZARHEDORE (110 =2—2)

« EVPN & L3VPN (MPLS SR) D3 — A L AR A DORE O ER] (114 ~=2—)

EVPN & L3VPN (MPLSSR) DS — L L ARG B DEHRTEDEE
4

F—HEr¥— (DC) MATIE, EVPNa2r bu—L FL—r F—=v 7 < F T
=, U—ALVRAEEVT o, JLEME, POD OBMNBEGZIR D72 EOFENS, VXLAN
EVPN Z£H L C\WE9, [FEEIZ, CORE X, 77UV~ 1 k=L (LDP) ~X— A MPLS
L3VPN % v U —27 TH D0, £721E0EHKD MPLSL3VPNLDP R— A DT X —L A bt
TJAUS RN N—T 4227 (SR) OXIRKXVEERYVa—a BT LET, B AU B
N—T 4 7L, WD LD BRRROTZDICERHA SN TWET,

* Unified IGP 3 X O'MPLS 21> b —/L 7 L—
KV TNRNT T 4y 2 =T ) TR
s LOMHITATA D7 74T v MRE

« SDN O£ H

FT—H % — (DC) WECOREWND 2 >DR72%7 7 /v —TiE, DCI /— K TVXLAN
POMPLS R—ZAD ATy RETTAHEZLENDY FET, a7 2o —FX&fEHLET,
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X 8: RO CHE

P-Router1

P-Router2

ASN 100
Nexus 3600 Nexus 3600
Border PE1 Border PE2

Spine layer

VIP A

ol TOR/Leaf
Switch 2

TOR/Leaf
Switch 1

Nexus 3600

L2+L3 Distributed
VxLAN GW

MPLS / SR Core

P-Router

P-Router3 ®

Nexus 3600 Nexus 3600
Border PE3 Border PE4

' Spine layer

VIP B

)l TOR/Leaf
Switch 2

TOR/Leaf
Switch 1

AT T, ZNEFINVXLAN ZEITLTW5 2250 DCA v KA, MPLS/SR #EITL T\ 5
WAN/=Z 7 ETULA V3L TWET, &9 1 2DJiEIE, LDP 27 516k D MPLS
L3VPN CT9, DC KAA Y NO= ¥ T34 A (R—4—PEl, PE2, PE3, L UPE4) I,
VXLAN & MPLS X—AD a7 Fv hT—Z7 DN KA T %179 DCI / — RTY,
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(B8 Y % EEHE L HIRTFIE EVPN & L3VPN (MPLS SR) 0o — L L2 i o [

[ZB89 A3 =FE18 & FIPEZEIE EVPN & L3VPN (MPLS SR)
— LLURAGHEDERTE

HRE Cisco Nexus 3600 e
VXLAN EVPN 7> SR-L3VPN | © HB2ADCAHEy FEloOL A ¥
~ 3 AR LE T, SR LR

Z L IGP/BGP DT >
=L AT ELET,

VXLAN EVPN 75 SR-L3VPN | {Z\» VXLAN % 28479 % DC POD

~ ESREFATTHEED KA A
v (DC F£721XCORE) Ml» L
AY 3R EIHELET,

VXLAN EVPN 7> MPLS = T =LA X LDP T,

L3VPN (LDP)

A= hENDHIIILDO L B0 T,
CLAXIF—T
C AT 3NV RET
C AT TR h DO LAY IYIRA L H—T = A R AT
« VRF HfizDF ~ )L
* LDP

kB TA N N—T 4T

Y

GE) ®BIZAURN V=T 4 7L LDPIFFTEERA,

WOBREIZY R — F &N T EHA,
« TLEMEDTZH D vPC
« 7y EARDC KAA RIRICIERT D
cSVI/HTA B —T A ATHEINIZMAC 7 KL-&
« HLat
« MPLS =17 ~® SVI
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RTDH)

EVPN & L3VPN (MPLS SR) © > — L L A #&0HE |

e TV RV —x» ROAFHEATREREE] (TTL) OYAR—K (N RAETZ U F VA DRA 7 E—

NV RFT FUFOxy RV —xr ROSRIEESES (ECN)

EVPN & L3VPN (MPLS SR) M o — L L R TG #E & DERTE

WOFEINETIEL, VXLAN KA A 235 MPLS KA A o ~D)b— k& A R — kL, oG

FIEDOHE

BEELET,

1R HAEINIC

1. configure terminal

2. feature-set mpls

3. nv overlay evpn

4. feature bgp

5. feature mpls|3vpn

6. feature mpls segment-routing

7 featureinterface-vlan

8. feature vn-segment-vian-based

9. feature nv overlay

10. router bgp autonomous-system-number
11.  address-family ipv4 unicast

12. redistribute direct route-map route-map-name
13. network address

14. exit

15. address-family 12vpn evpn

16. neighbor address remote-as number
17.  update-sour ce type/id

18. ebgp-multihop number

19. address-family ipv4 unicast

20. send-community extended

21. exit

22. address-family vpnv4 unicast

23. send-community extended

24. import |2vpn evpn reoriginate

25. neighbor addressremote-as number
26. address-family ipv4 unicast

27. send-community extended

28. exit

29. address-family ipv6 unicast

30. send-community extended
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31. it

32. address-family [2vpn evpn

33. send-community extended

34. exit

35. import vpn unicast reoriginate

F IR D

FIE
ARV RFERRETI Y S

25w F1 |configureterminal ra—sYb ary 74 Xalb—ay - Fakh
1§| : L/i‘a—o

switch# configure terminal

AT v J2 |feature-set mpls MPLS 7 4 —F % v FEHDLET,
5 -

switch(config) # feature-set mpls

AT v F3 |nvoverlay evpn VXLAN % A 2 —7 /UL L E£7,
1 -

switch (config)# nv overlay evpn

T w74 |featurebgp BGP A%z L7,
5 -

switch (config) # feature bgp

AFw 75 |featuremplsi3vpn LA ¥3VPN ZHENZLE 7,
1 -

switch (config) # feature mpls 13vpn

5w 76 |featuremplssegment-routing Y TAU N N—TFT 4 AL ET,
1 -

switch (config)# feature mpls segment-routing

25w J71 |featureinterface-vian VLAN £ & —T = A A B G LE T,
B -

switch(config)# feature interface-vlan

RAFw 78 |featurevn-segment-vian-based VLAN _R— 2D VN ¥ 7 2 v A LET,
1 -
&1

switch (config) # feature vn-segment-vlan-based
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ARV FFEREETIVa Yy

S

ATvT9

feature nv overlay
11
{1

switch (config) # feature nv overlay

VXLAN % A 2 —7 WML L ET,

ATy 710

router bgp autonomous-system-number

1 -

switch (config)# router bgp 1

BGP % & E L £79, autonomous-system-number D1
1% 14294967295 T,

ATy INn

address-family ipv4 unicast

151

switch (config-router)# address-family ipv4
unicast

IPvda DT LA 77 IV ERELET,

ATvT12

redistribute direct route-map route-map-name

&1

switch (config-router-af)# redistribute direct
route-map passall

FHBCAT 2 AR L 9

ATy 713

network address

1 -

switch (config-router-af)# network 0.0.0.0/0

FHEAAE BTV T 4 v T A& NV RF 7 BGP
WCHEALET,

ATy 14

exit
1

switch (config-router-af)# exit

avwr RE—FREETLET,

ATy 715

address-family 12vpn evpn

51

switch (config-router) # address-family 1l2vpn evpn|

L2VPN 7 RL A 77 2 U ik LE T,

ATv 716

neighbor address remote-as number

1

switch (config-router)# neighbor 108.108.108.108
remote-as 65535

eBGP XA N—DIPvd 7 RL AR LI WNY E— FH
AT A (AS) BEEERLET,

ATV T

update-sour ce typef/id
i)

switch (config-router-af)# update-source
loopbackl100

eBGPET VDA E—T A AEEHRLE
kR

AT 718

ebgp-multihop number
1

switch (config-router)# ebgp-multihop 10

VE— bk BT~ AF Ry 7 TILZHRE L ET,
number OFiFHIL 2 ~ 255 T,
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ARV FFEREETIVa Yy

E:)

ATv 719

address-family ipv4 unicast

1

switch (config-router)# address-family ipv4
unicast

IPv4 D7 KL A 77 I VEFRELET,

ATy T2

send-community extended

1 -

switch (config-router-af)# send-community extended|

BGP XA RN—Da I 2=T 4 ZHELET,

ATvIT2n

exit
&1

switch (config-router-af)# exit

av s RE—RFERKTLET,

ATvT22

address-family vpnv4 unicast

1 -

switch (config-router)# address-family vpnv4
unicast

IPv4 D7 KL A 77 IV EFRELET,

ATvT23

send-community extended

1 :

switch (config-router-af)# send-community extended

BGP %A R"—D a3 2= 4 ZHELET,

ATy T4

import 12vpn evpn reoriginate

51

switch (config-router)# import 1l2vpn evpn
reoriginate

HLWRT CA—h2ERELEST, A7 a0
N—h=y T EFEAT AL OIIEETEET,

ATy T2

neighbor address remote-as number

51

switch (config-router)# neighbor 175.175.175.2
remote-as 65535

eBGP XA N—DIPvd 7 RL 2B LY E—FH
AT A (AS) BEEERLET,

ATy T 26

address-family ipv4 unicast

&1

switch (config-router)# address-family ipv4
unicast

IPv4a DT LA 77 IV ERELET,

ATvT21

send-community extended

&1

switch (config-router-af)# send-community extended

BGP %A N—Da I 2=F (1 ZHELET,

ATV T 28

exit
1 -

switch (config-router-af)# exit

a<w R E—REETLET,
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AR RFEREFT7TIVa Y

S

AT 729 |address-family ipv6 unicast IPv6 2= F ¥ A 7 RL R 77 I U %R LE
} 0o Z LIPAT K — = IPv6 over
Bl - T ZHUE, IPVAT U H— LA ZHEH L7 IPv6
switch (config-router)# address-family ipvé VXLAN (22T
unicast
R T w730 |send-community extended BGP %A N—Da 2= 4 @ ELET,
151
switch (config-router-af)# send-community extended|
AT T3 |exit av U RE—REKTLETS,
£
switch (config-router-af)# exit
AT 732 |address-family |2vpn evpn L2VPN 7 KL 2 77 I U kL £7,
1
switch (config-router) # address-family 12vpn evpn|
AT 733 |send-community extended BGP XA RN—Da =7 4 & ELET,
11
switch (config-router-af)# send-community extended
ATy S |exit avr RE—REETLET,
&1
switch (config-router-af)# exit
R w735 |importvpn unicast reoriginate HLWRT CL— FAERELET, A7 a0 0

51

switch (config-router)# import vpn unicast
reoriginate

N— b=y T2l T 5L IR TE £,

EVPN & L3VPN(MPLSSR) D & — L L A ISR E DEHTE DEX

TE B

WIZRT DL, VXLAN FAA 025 MPLS R A A v~ BLOWHHIZNL— &2 A R — b
BILOHEBETAT-OICHER CLIRTEDOHI T,

switch# sh running-config

!Command: show running-config
'Running configuration last done at:
!Time: Sat Mar 17 12:50:12 2001

version 9.2 (2) Bios:version 05.22

Sat Mar 17 10:00:40 2001

hardware profile multicast max-limit lpm-entries 0
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hostname switch

install feature-set mpls

vdc Scrimshaw id 1
allow feature-set mpls
limit-resource vlan minimum 16 maximum 4094
limit-resource vrf minimum 2 maximum 4096
limit-resource port-channel minimum O maximum 511
limit-resource udroute-mem minimum 248 maximum 248
limit-resource u6route-mem minimum 96 maximum 96
limit-resource mdroute-mem minimum 90 maximum 90
limit-resource méroute-mem minimum 8 maximum 8

feature-set mpls

feature telnet

feature bash-shell

feature sftp-server

nv overlay evpn

feature ospf

feature bgp

feature mpls 13vpn

feature mpls segment-routing
feature interface-vlan
feature vn-segment-vlan-based
feature bfd

feature nv overlay

no password strength-check

username admin password 5

$5%eEI.wtRs$txfeviixMj /upb/1dJeXy5rNvEYKymzz3Zme . fpuxTp
1 role network-admin

ip domain-lookup

copp profile strict

snmp-server user admin network-admin auth md5 0x116815e4934ablf854dce5dd673£33d7

priv 0x116815e4934abl£f854dceb5dd673£33d7 localizedkey
rmon event 1 description FATAL(l) owner PMON@FATAL

rmon event 2 description CRITICAL(2) owner PMON@CRITICAL
rmon event 3 description ERROR(3) owner PMON@ERROR

rmon event 4 description WARNING(4) owner PMON@WARNING
rmon event 5 description INFORMATION (5) owner PMON@INFO

mpls label range 30000 40000 static 6000 8000
vlan 1-2,100,200,555
segment-routing mpls
global-block 30000 40000
vlan 555
vn-segment 55500

route-map ALL permit 10
route-map SRmap permit 10
set label-index 666
route-map ULAY NETWORK permit 10
set label-index 600
route-map passall permit 10
vrf context ch5_ swap
ip route 199.1.1.0/24 16.1.1.2
ip route 200.1.1.0/24 16.1.1.2
vrf context evpn
vni 55500
rd auto
address-family ipv4 unicast
route-target import 100:55500
route-target import 100:55500 evpn
route-target import 6:6000
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route-target export 100:55500
route-target export 100:55500 evpn
route-target export 6:6000
address-family ipv6 unicast
route-target import 6:6000
route-target export 6:6000
vrf context management
ip route 0.0.0.0/0 172.31.144.1
hardware forwarding unicast trace
vlan configuration 2
ip igmp snooping static-group 225.1.1.1 interface Ethernetl/9

interface Vlanl

interface Vlan555
no shutdown
vrf member evpn

interface nvel
no shutdown
host-reachability protocol bgp
source-interface loopbackl
member vni 55500 associate-vrf

interface Ethernetl/12
mpls ip forwarding
no shutdown

interface Ethernetl/13

interface Ethernetl/14
no shutdown

interface Ethernetl/15
no shutdown

interface Ethernetl/16
no shutdown

interface Ethernetl/17
no shutdown

interface Ethernetl/18
interface Ethernetl/19

interface Ethernetl/20
no shutdown

interface Ethernetl/21
ip address 6.2.0.1/24
mpls ip forwarding
no shutdown

interface Ethernetl/21.1
encapsulation dotlg 1211
vrf member evpn
ip address 6.22.0.1/24
no shutdown

interface Ethernetl/21.2
encapsulation dotlg 1212
ip address 6.222.0.1/24
no shutdown
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interface Ethernetl/21.3
encapsulation dotlg 1213
vrf member ch5_ swap
ip address 16.1.1.1/24
no shutdown

interface Ethernetl/22
no shutdown

interface Ethernetl/23
description underlay
ip address 6.1.0.1/24
mpls ip forwarding
no shutdown

interface Ethernetl/23.1
encapsulation dotlg 1231
vrf member evpn
ip address 6.11.0.1/23
no shutdown

interface Ethernetl/24
no shutdown

interface Ethernetl/25
no shutdown

interface Ethernetl/26
description underlay
ip address 6.0.0.1/24
mpls ip forwarding
no shutdown

interface Ethernetl/26.1
encapsulation dotlg 1261
ip address 7.0.0.1/24
no shutdown

interface Ethernetl/27
no shutdown

interface Ethernetl/28
no shutdown

interface Ethernetl/29
no shutdown

interface Ethernetl/30
no shutdown

interface Ethernetl/31
ip address 1.31.1.1/24
no shutdown

interface Ethernetl/32
no shutdown

interface Ethernetl/33
ip address 87.87.87.1/24
ip router ospf 100 area 0.0.0.0

no shutdown

interface Ethernetl/34
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no shutdown

interface Ethernetl/35
no shutdown

interface Ethernetl/36
no shutdown

interface mgmtO
vrf member management
ip address 172.31.145.107/21

interface loopbackl
ip address 58.58.58.58/32

interface loopbacké
description used for SR underlay testing
ip address 6.6.6.1/32

line console

line vty

monitor session 1
source interface Ethernetl/21 rx
source interface Ethernetl/23 both
destination interface sup-eth0

mpls static configuration
address-family ipv4 unicast
1sp SL_AGG BELL
in-label 6001 allocate policy 88.1.1.0 255.255.255.0
forward
path 1 next-hop 6.0.0.2 out-label-stack implicit-null
router ospf 100
redistribute direct route-map ALL
router bgp 600
address-family ipv4 unicast
network 6.6.6.1/32 route-map SRmap
network 66.1.1.0/24 route-map ULAY NETWORK
redistribute direct route-map passall
maximum-paths 32
allocate-label all
neighbor 6.0.0.2
remote-as 50
ebgp-multihop 255
address-family ipv4 labeled-unicast
neighbor 6.1.0.2
remote-as 50
ebgp-multihop 255
address-family ipv4 labeled-unicast
neighbor 6.6.6.3
remote-as 300
update-source loopback6
ebgp-multihop 255
address-family vpnv4 unicast
send-community
send-community extended
next-hop-self
import 12vpn evpn reoriginate
neighbor 7.0.0.2
remote-as 50
ebgp-multihop 255
address-family ipv4 labeled-unicast
neighbor 21.21.21.21
remote-as 600
update-source loopbackl
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address-family 12vpn evpn
send-community
send-community extended
import vpn unicast reoriginate

vrf evpn

address-family ipv4 unicast
advertise 12vpn evpn
redistribute direct route-map passall
redistribute hmm route-map passall

address-family ipv6 unicast
redistribute direct route-map passall
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EVPN & L3VPN (MPLS SR) O > — L L R G E DR E

B EvPN & L3VPN (MPLS SR) 0 v — L L R A D BE DRESI
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=% =R

EVPN (TRM) O MVPN & D > — L L R1G##]

=L =
BDHTE

ZOEL, WOBETHRINWTVET,

+«EVPN (TRM) ®MVPN (Rosen K7 7 ) D — AL ARFHEEITONT (121 X—)

+«EVPN (TRM) & MVPN & DL — AL RHAICET AESHE L HWEE (123 ~2—
V)

«EVPN (TRM) & MVPN & DL — AL RARBEEDTEDONY RET7 ) — RORE (124
~2e )

«EVPN (TRM) & MVPN & D3 — AL RAREA DR TR (128 =—3)

EVPN (TRM) ®MVPN (Rosen k57 k) D —LL X
HI#EIZDONT

EVPN (TRM) & MVPN (K77 ha—Fr) O —ALLARFEAICLY, VXLANK Yy kU —
7 (TRM £721Z TRM < /L FH A +) & MVPN Ry hU—2 ORI Ty bV KA 7T
ET, ZOMEELZ Y R— 4 5121%. VXLAN TRM & MVPN 7° Cisco Nexus 7 /34 A /) —
K (N RAE7 J—R) THR—FEINTWDOIHERHY £7°,

N RFTZ 7 —FRiZ. MVPN Xy hU—27 O PEB LN VXLAN % v 7 —2 @ VTEP T,
WORNZRT L 912, VXLAN, MVPN, BXOQPIP~LFF¥ A+ X2y bU—7|Z8HLE
j—o
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EVPN (TRM) ® MVPN & D& — L L A G#EDHRE |
B x5 rsnzrrous

B 9:VXLAN : MVPN /N> FA T 2y kD —%

IP
Handoff Multicast
Network

Node

502999

FEETEZERIL, 3 20%y hU—2 (VXLAN, MVPN, 7213 IP~/LFF ¥ A K) OV
TNNDHFIETEET,

FTRTOVLFFY AR bT 74w 27 (DFY, VXLAN, MVPN, £7213~/LFF v 2 b
Ry RT—=IMEDTFY N RT T4 90) 1E, 85 RALVINBHID RAL AN—F 4 >
TEINET, N AT = RiEhR ) —RELTHREELET, LB Ty Mgk, 778
Mb, BRI 7 BAEERZFEITL T, ENENOZEHICNT 740 v 72 FELET,

HR— kS5 RPDEE

NAB<— (==L A) Xy NT—=T DT TT—HKA L (RP) X, 32DFy U —
7 (VXLAN, MVPN, FHIZIPvLFFHv A L) OWTRNCEE T £,

® 2:YR— SN2 RP DI

RP D i5Ff B

IP % v hU—2 @ RP *RP IZIMVPNPE IZCDOHHEFETX . N~V R
47 7 — RiZi3Ewm A,

* RPIZIVXLAN N> KA T ) — RIZD 4%
BTxET,

«RP |Z. MVPN PE & VXLAN D 5122
HTEET,

VXLAN 7 7 7'V v 7 N#BD RP T _TOVTEP(Z, VXLANZ 77U v 7 ND
RP T%, T+ _XTAHMVPNPE|L, VXLAN 7 7
T o VICRESNIZRP L F1,

VXLAN MVPN /N> K47 J— K. E® RP RPIZVXLANMVPN NV K47 ) — K T1,
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| EVPN(TRM) ® MVPN & DS — L L R B#HEDEE
EVPN (TRM) & MVPN & —LLRG#H&ICET 2x8sEL s0%E [

RP D157 B

MVPN 3% k7 —27 @ RP RP IZ VXLAN % v b U — 27 OAERIZH D F
T, ZHuE. N KA 7 J— FL4 o MPLS
75 RHADO /) — KD 1 OTHREINET,

RP Everywhere (PIM ==—% ¥ X F RP 72 | ==—F ¥ X FRP|LVXLAN J —7 CT&/E T
12 MSDP _— 2D T =—F% + A k RP) xFJ, RPEY NI, " FF7 /—FES
13TE D MVPN PE CERETXE7,

EVPN (TRM) EMVPNED Y —LLRAGHEICET 4F
EFHELHHNEER

ZOBEREIZIE. ROEEFHEHINFEI DD 7,

e NVURFT J— KRt WA~ — Xy b= Ou—h)v (H#EERE) ~/LFFv A b
EELELIZEE LD ENTEET,

* MVPN FH® ASM/SSM <> TRM D ASM 72 EDBEFDT o X — LA Fas8T7 4 1d, N
K47 ) —FCTHR—FrENET,

e NV RFT J—FRiE, ==L A DPIMSSM BLWNASM #ZH R — K~ LET,

sInter-ASA 7> a v AL, IPwLTF XY AN Ry NT—=T~DNY RAET ) — R THR—
rEnET,

e PAHR—FZINTWVWAMDT EETTNL—T Ny V7 IPT RLAENVEL—T Ny 7 IPT KL
ADEIII6TT, V=T NNy T IPT RLAOENZOHIREBEADE. T 7427
MRy PENBAREENRH Y 7,

« WOBEHEIZ, EVPN (TRM) & MVPN D — A L ARHEATIEPAR— SN THEREA,
NV RFT /) —FRDvPC
« VXLAN EVPN A Jj# !
*MVPN a7 HuAf v H—T7xA AL LTOSVIBLOH 7 A o H—T xR
« MVPN / — K® Inter-AS + 7+ 2 ' BB LU C
« VXLAN 7 > #— LA & L T® PIM SSM
e TUH =LA FiiFA— =LA & LTOMIH PIM
« MPLS /XA & [P /S A NRAET % ECMP

* VXLAN, TRM., 8L UMVPNDOEEFOHIRIXZ, EVPN (TRM) & MVPN®D I —2A L A7
BAECbEAINET,
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EVPN (TRM) ® MVPN & D& — L L A G#EDHRE |
B even RM) & MVPN LD U —LLRBHADEBHONY KA T/ — FORE

EVPN (TRM) EMVPNED L —LLRGEHEDT=HD /N
A\ A\ EE e |
EAT J—FDEKRE
ok varTiE, N RET ) — RCHREREEICOWTRA LET, o/ —F (VXLAN
J—7BIRA/NA > MVPNPE, RS/RR 72 &) OFEX., LFIOY U —RA LR TY,
N2 BA T /7 — KO PIM/IGMP :%5E
N RAT ) — RO PIM/IGMP 3% ET 55515, IROTA RTA4 N> TS0,
s ROBNZRTEHIIZ, T T7T— KA F (RP) ATRM & MVPN 7 % — LA T#7p

DT EaERLET,
ip pim rp-address 90.1.1.100 group-list 225.0.0.0/8 --- TRM Underlay
ip pim rp-address 91.1.1.100 group-list 233.0.0.0/8 --- MVPN Underlay

e F—N—L A NN FXY AN FTFTT 4 v 7 IZHEBORP ZEHLE T,
«RPIZ. #M), PIMT=—F ¥ A b, £7/ILZPIMMSDP E— Rz T& x4, &iT. N
VRF #ET— R&BtaT A2~ LET,

vrf context vrfVxLAN5001
vni 5001
ip pim rp-address 111.1.1.1 group-list 226.0.0.0/8
ip pim rp-address 112.2.1.1 group-list 227.0.0.0/8

« ipigmp snoopingvxlan =~ > K& LT, VXLAN 77 ¢ v 7 D IGMP AX—t 7
A LET,

cFRTDY—A AL X —T oA ABLOPIM N5 7 4 v 7 DEEICKERA L F—T =
A ATPIM AR— R E— REAZNZLET,

NV KA T J—FKOBGP &TE
N RAET J— RO BGP OFRTERITIL, IROFEEFIAICMES T ZEW,

e T _RTPD VXLAN U —7 % L2EVPN B X OV TRM %A X—¢ L CEMLET, ITEANAV R
7 )= FKREEGEDET, V= br V7 VL7 X EFERTIHEEIT. RRETERANN—L LT
‘ML ET,

« T MVPN PE % VPN %A "—& L CEMLEY, MDT £— FTlX. MVPNPE %
MDT %A N—& L CEMLE9,

¢ L2EVPN R A /X—7 5 VPN A N—{l2=F ¥ A h b— &7 RANZ A XTHZD DK
TExArHR"—hrLET,

« BGP &{E ik B 11X, VTEP#kB] ¥ (NVE A X —7 = A A THTE) /MVPNPE #5112
HHENDAEETA Vv F—T 2 A ALITR L2580, RUEELH 1,
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EVPN (TRM) ) MVPN & S — A L R & DEE
nvkrz s—rovangz |

feature bgp
address-family ipv4 mdt
address-family ipv4 mvpn

neighbor 2.1.1.1
address-family ipv4 mvpn
send-community extended
address-family 12vpn evpn
send-community extended
import vpn unicast reoriginate

neighbor 30.30.30.30
address-family vpnvé4 unicast
send-community
send-community extended
next-hop-self
import 1l2vpn evpn reoriginate
address-family ipv4 mdt
send-community extended
no next-hop-third-party

« MVPN E'7 [ T Inter-AS 7> a2 > B ZfEH L2 T 720, b VIZ, VPNv4 ==
¥¥ A7 RFLA 773U Tnoallocate-label option-b =~ R&ZREL £,

address-family vpnv4 unicast
no allocate-label option-b

« I RXZADHRFEILZEBGP £ — R TCRETDHLENDH Y £9°,

address-family 12vpn evpn
maximum-paths 8
vrf vrfVxLAN5001
address-family ipv4 unicast
maximum-paths 8

N RFT )= KR TFT a7 VT FTEAINATHDEHEEIE. routemap =2~ > R&EH
LT, VPN7 FL R 77 I U TIWNL LA A MZBE#EMA T ONTHWA T LT 4 v 7 A%
7 RAELALET,

ip prefix-list ROUTES CONNECTED NON LOCAL seq 2 premit 15.14.0.15/32

route-map ROUTES_CONNECTED_ NON_LOCAL deny
match ip address prefix-list ROUTES_CONNECTED NON_LOCAL

neighbor 8.8.8.8
remote-as 100
update-source loopbackl
address-family vpnv4 unicast
send-community
send-community extended
route-map ROUTES CONNECTED NON LOCAL out

N KA 7T /7 — K@ VXLAN %5 57F
N KA T ) — RO VXLAN OFRERHCIE, ROFEBEFHEIHE-> T EEV,
s ROBRER A X — T WL L £7,

feature nv overlay
feature ngmvpn
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EVPN (TRM) ® MVPN & O > — AL R GHADRE |
B rr5/—romen

feature interface-vlan
feature vn-segment-vlan-based

VB L3 VNI 2R E L £,

L3VNIs are mapped to tenant VRF.
vlan 2501
vn-segment 5001 <-- Associate VNI to a VLAN.

NVEA X —T x4 AZHRTELET,

interface nvel
no shutdown
host-reachability protocol bgp
source-interface loopbackl <-- This interface should not be the same as the MVPN
source interface.
global suppress-arp
member vni 5001 associate-vrf <-- L3VNI
mcast-group 233.1.1.1 <-- The underlay multicast group for VXLAN should be different
from the MVPN default/data MDT.

7+ F VRF % ELE7,

vrf context vrfVxLAN5001
vni 5001 <-- Associate VNI to VRF.
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto mvpn
route-target both auto evpn

interface Vl1an2501 <-- SVI interface associated with the L3VNI

no shutdown

mtu 9216 <-- The overlay header requires 58 byes, so the max tenant traffic is
(Configured MTU - 58).

vrf member vrfVxLAN5001

no ip redirects

ip forward

ipv6 forward

no ipv6 redirects

ip pim sparse-mode <-- PIM is enabled.

interface Vlan2 <-- SVI interface associated with L2 VNI
no shutdown
vrf member vrfVxLAN5001
no ip redirects
ip address 100.1.1.1/16
no ipv6 redirects
ip pim sparse-mode <-- PIM enabled on L2VNI
fabric forwarding mode anycast-gateway

I > ~ =L ==
N FA T /J— KO MVPN &%
N RAT7 7 — RO MVPN ORERHIIE, ROBFEBEFEIIE- T EEV,
WOMREZR A 2 —T AL L £,

install feature-set mpls
allow feature-set mpls
feature-set mpls

feature mpls 13vpn
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| EVPN (TRM) © MVPN & DS — A L X A DBE
nurtz/—rocrrzz [

feature mvpn
feature mpls 1ldp

« MPLS LDP # /&
*MPLS U 7 CTHDHTXTDA L H—7 A ATMPLSLDP (mplsip) #HF%hz L £
7

s VXLAN I ENANV—T RN 7 f v 2B —T 24 AZMPLS L7 4 v 7 AL LT
T RARE A XL TLTIEE,
e MVPNPE / — REFHBFTBAIPT RLRAEZEL L7 4 v 7 AR MNERELE
T,

ip prefix-list LDP-LOOPBACK seq 51 permit 9.1.1.10/32
ip prefix-list LDP-LOOPBACK seq 52 permit 9.1.2.10/32

* MVPN PE ##5I+12xt L COIRTNVEIY Y CTEFRT LET,

mpls ldp configuration
explicit-null
advertise-labels for LDP-LOOPBACK
label allocate global prefix-list LDP-LOOPBACK

« 77> b VRF &E :
e T 74/ FOMDTE— RTlX, VREOTRTDOTF U v~ TFXFHr AN T7 4>
JTCT o H—b A v VTFFXx AN TNV —T%FECICLET,

vrf context vrfVxLAN5001

vni 5001

mdt default 225.1.100.1

mdt source loopbackl00 <-- If the source interface is not configured, the BGP
identifier is used as the source interface.

mdt asm-use-shared-tree <-- If the underlay is configured in ASM mode

no mdt enforce-bgp-mdt-safi <-- Enabled by befault but should be negated if
BGP MDT should not be used for discovery.
mdt mtu <mtu-value> <-- Overlay ENCAP Max MTU value

e F—HMDTE—RTIX, 7TV b~V FXXY AN NT 74w 7DV Ty bEIT
FTRTCIWZ—BONLNT XY AN I NV—Tty FEHRELET,

mdt data 229.1.100.2/32 immediate-switch
mdt data 232.1.10.4/24 immediate-switch
route-map DATA MDT MAP permit 10
match ip multicast group 237.1.1.1/32
mdt data 235.1.1.1/32 immediate-switch route-map DATA MDT MAP

* MVPN b > RUHEHEHRE BN L E T,

hardware profile mvpn-stats module all

N KA T/ — KD CoPP 3%

TRM & MVPNIZEB LG, ar ba—L L=l RELEFELTWET, bR iIcHt-
T CoPP AR Y ¥ — g 2% E L T 7ZE 0,

KD CoPP 7 T A%, TRMBLOMVPN T 7 4 v 7 I ENET,
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EVPN (TRM) O MVPN & O — AL A BHADBE |
B even (RM) & MVPN £ L — L L R A DRESI

« copp-system-p-class-multicast-router (7 7 4/ ~ O IEliE X 3000 pps TF)
« copp-system-p-class-13mc-data (7 7 4 /L b OHHME L 3000 pps T9)

« copp-system-p-class-12-default (7 7 /L b OEiEIL 50 pps TF) &

« copp-class-normal-igmp (7 7 4 /v K D8R X 6000 pps TF)

WOBEBNL, VT Fx Ak b— |k A= L5817 > b Fay 7EE#ET S5 X9
ICRIETE D CoPP AN Y 2 —Z/RLTVET,

N

GE) ZofloR) —EIIEMEBTHY, T_XTO MR ELIINT T 4 v 7 R_RE— I\ IHhiE s
WEBR Y £ A, MVPN/TRM R T 7 o v 7 REZ— (25> T CoPP AR Y o —%RELET,

copp copy profile strict prefix custom
policy-map type control-plane custom-copp-policy-strict
class custom-copp-class-normal-igmp
police cir 6000 pps bc 512 packets conform transmit violate drop
control-plane
service-policy input custom-copp-policy-strict

copp copy profile strict prefix custom
policy-map type control-plane custom-copp-policy-strict
class custom-copp-class-multicast-router
police cir 6000 pps bc 512 packets conform transmit violate drop
control-plane
service-policy input custom-copp-policy-strict

copp copy profile strict prefix custom
policy-map type control-plane custom-copp-policy-strict
class copp-system-p-class-13mc-data
police cir 3000 pps bc 512 packets conform transmit violate drop
control-plane
service-policy input custom-copp-policy-strict

copp copy profile strict prefix custom
policy-map type control-plane custom-copp-policy-strict
class custom-copp-class-12-default
police cir 9000 pps bc 512 packets conform transmit violate drop
control-plane
service-policy input custom-copp-policy-strict

EVPN (TRM) & MVPN & D2 — L L RGHRE DEREHI

ROBIL, M VXLAN Ry b U =27 A MVPN X v b U —27  fidefiione R
7 —FEFOSV T hFReYERLTWET,
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| EVPN(TRM) ® MVPN & > — L L R 5B DHBE

EVPN (TRM) & MVPN &0 —LLzuganges [

10: EVPN (TRM) & MVPN D> —LLREHFED Y T)IL bRA D

— IPlinks
— VXLAN IP links
—— MPLS links

Handoff Node

1/51

VTEP1 § PE2

503000

Wiz, ZORFREPO VIEP, N> K47 J—F, BEOPE OFREM R LET,
VTEPL DERE :

feature ngmvpn

feature interface-vlan

feature vn-segment-vlan-based

feature nv overlay

feature pim

nv overlay evpn

ip pim rp-address 90.1.1.100 group-list 225.0.0.0/8
ip pim ssm range 232.0.0.0/8

vlan 555
vn-segment 55500

route-map ALL ROUTES permit 10
interface nvel
no shutdown
host-reachability protocol bgp
source-interface loopback2
member vni 55500 associate-vrf
mcast-group 225.3.3.3

interface loopackl
ip address 196.196.196.196/32

interface loopback2
ip address 197.197.197.197/32
ip pim sparse-mode

feature bgp
router bgp 1
address-family 12vpn evpn
maximum-paths 8
maximum-paths ibgp 8
neighbor 2.1.1.2
remote-as 1
update-source loopback 1
address-family ipv4 unicast
send-community extended
address-family ipv6 unicast
send-community extended
address-family ipv4 mvpn
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EVPN (TRM) O MVPN & O — AL A BHADBE |
B even (RM) & MVPN £ L — L L R A DRESI

send-community extended

address-family 12vpn evpn
send-community extended

vrf vrfVxLAN5023

address-family ipv4 unicast
advertise 12vpn evpn
redistribute direct route-map ALL ROUTES
maximum-paths 8
maximum-paths ibgp 8

vrf context vpnl
vni 55500
ip pim rp-address 27.27.27.27 group-list 224.0.0.0/4
ip pim ssm range 232.0.0.0/8
ip multicast multipath s-g-hash next-hop-based
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto mvpn
route-target both auto evpn

interface Vlan555
no shutdown
vrf member vpnl
ip forward
ip pim sparse-mode

interface Ethernet 1/50
ip pim sparse-mode

interface Ethernetl/5.1
encapsulation dotlg 90
vrf member vpnl
ip address 10.11.12.13/24
ip pim sparse-mode
no shutdown

NV FAT /—FDERE :

install feature-set mpls
allow feature-set mpls

feature-set mpls

feature ngmvpn

feature bgp

feature pim

feature mpls 13vpn

feature mvpn

feature mpls 1ldp

feature interface-vlan

feature vn-segment-vlan-based

feature nv overlay

nv overlay evpn

ip pim rp-address 90.1.1.100 group-list 225.0.0.0/8
ip pim rp-address 91.1.1.100 group-list 232.0.0.0/8

interface loopbackl
ip address 90.1.1.100 /32
ip pim sparse-mode

interface loopback?2

ip address 91.1.1.100 /32
ip pim sparse-mode
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| EVPN (TRM) > MVPN & 03— L L R E#A DR
EVPN (TRM) & MVPN &0 —LLzuganges [

ip prefix-list LDP-LOOPBACK seq 2 permit 20.20.20.20/32
ip prefix-list LDP-LOOPBACK seq 3 permit 30.30.30.30/32
mpls ldp configuration

advertise-labels for LDP-LOOPBACK

label allocate label global prefix-list LDP-LOOPBACK

interface Ethernet 1/50
ip pim sparse-mode

interface Ethernet 1/51
ip pim sparse-mode
mpls ip

interface Ethernetl/4.1
encapsulation dotlg 50
vrf member vpnl
ip pim sparse-mode
no shutdown

interface loopbackO
ip address 20.20.20.20/32
ip pim sparse-mode

vlan 555
vn-segment 55500

route-map ALL ROUTES permit 10

interface nvel
no shutdown
host-reachability protocol bgp
source-interface loopback3
member vni 55500 associate-vrf
mcast-group 225.3.3.3

interface loopback3
ip address 198.198.198.198/32
ip pim sparse-mode

vrf context vpnl
vni 55500
ip pim rp-address 27.27.27.27 group-list 224.0.0.0/4
ip pim ssm range 232.0.0.0/8
ip multicast multipath s-g-hash next-hop-based
mdt default 232.1.1.1
mdt source loopback 0
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto mvpn
route-target both auto evpn

interface Vlan555
no shutdown
vrf member vpnl
ip forward
ip pim sparse-mode

router bgp 1
address-family 12vpn evpn
maximum-paths 8
maximum-paths ibgp 8
address-family vpnv4 unicast
no allocate-label option-b
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EVPN (TRM) ® MVPN & O > — L L A HHEEDEE |
EVPN (TRM) & MVPN &S —LL R EHEE D REH

address-family ipv4 mdt
address-family ipv4 mvpn
maximum-paths 8
maximum-paths ibgp 8
neighbor 196.196.196.196
remote-as 1
address-family ipv4 unicast
send-community extended
address-family ipv6 unicast
send-community extended
address-family ipv4 mvpn
send-community extended
address-family 12vpn evpn
send-community extended
import vpn unicast reoriginate

router bgp 1
neighbor 30.30.30.30

remote-as 100

update-source loopbackO

ebgp-multihop 255

address-family ipv4 unicast
send-community extended

address-family vpnv4 unicast
send-community
send-community extended
next-hop-self
import 12vpn evpn reoriginate

address-family ipv4 mdt
send-community extended
no next-hop-third-party

PE2 MEXTE :

install feature-set mpls
allow feature-set mpls

feature-set mpls

feature bgp

feature pim

feature mpls 13vpn

feature mpls 1ldp

feature interface-vlan

ip pim rp-address 91.1.1.100 group-list 232.0.0.0/8
ip prefix-list LDP-LOOPBACK seq 2 permit 20.20.20.20/32
ip prefix-list LDP-LOOPBACK seq 3 permit 30.30.30.30/32
mpls ldp configuration

advertise-labels for LDP-LOOPBACK

label allocate label global prefix-list LDP-LOOPBACK

interface Ethernet 1/51
ip pim sparse-mode
mpls ip

interface Ethernetl/6.1
encapsulation dotlg 50
vrf member vpnl
ip pim sparse-mode
no shutdown

interface loopback0

ip address 30.30.30.30/32
ip pim sparse-mode
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EVPN (TRM) ® MVPN & D S — L L R G E DERE

EVPN (TRM) & MVPN &0 —LLzuganges [

vrf context vpnl

ip pim rp-address 27.27.27.27 group-list 224.0.0.0/4
ip pim ssm range 232.0.0.0/8
ip multicast multipath s-g-hash next-hop-based
mdt default 232.1.1.1
mdt source loopback 0
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto mvpn
route-target both auto evpn

router bgp 100

router-id 30.30.30.30
address-family vpnv4 unicast
additional-paths send
additional-paths receive
no allocate-label option-b
neighbor 20.20.20.20
remote-as 1
update-source loopbackO
address-family vpnv4 unicast
send-community
send-community extended
address-family ipv4 mdt
send-community extended
no next-hop-third-party
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VPC O 7TV v ET7 YT DETE

ZOFETHHTHIARZX, KO LB TT,
VPC 777V w7 BTV T OFEM (135 X—)
VPC 777 Vw7 7V 7TOFEZRFHREFAHEFE (136 X—)
VPC 777U w7 TV ToHRE (139 2—)
cvVPCIXSHVPC 77 7 U w7 BTV T ~OBLT (143 _—)
VPC 777V v BTV T REDHR (146 =X—)

WPCO7J)wo ETYTDEM
VPC 777 Vw7 7 V71X vPCET U7 OWER— M WEKICT 52 L7 EE
FaT VA= T 78R V) a— g o 2RHEELET,
VPC 777 Vw7 7V V) a—varERIRLET,
ARAEA L N— (R %) G VPC 777U w7 BT V7 Be b F v XL,
VPC T 77U w7 BT VS (hrx) | MFELET U 7 RO,

VPCT7 7TV TV T T T BT A MI, M~ DEBE T 7TV v
T LIE T ANESNT N H—ENET,

CHLRFEEIANL PO T v VT TR T,

VPCT7 77 Vw7 BTV T N—=T 4 T ENTERy NT—7 (R[4 072 8) 2L
7= B3 T HENE,

«vPC =2 fr—)L 7L — 2 over TCP-IP (CFSoIP) D& L H DI I,
¢« VXLAN ho IV bDT—H2 FL—2 T T 497,
* VPC A 23— A4 v T OBETIL. VXLAN I 72/ UALRHER I E T,

o J—FREDOTRTOT v 7V U IIBEERRETDE, TORXAL T OVPCHR— ERF D
VLET, ZOVFIUATE, VPCET R I7A4 <~ a— V&2 &%), VT 740 %
Rt L £,
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WCo7IUvy ETIVIDEE |
B rcor0vvs 7y vonssaLsinss

e VPC DAT — METFMH LT v TIZ D T F NV TR BT 7V Ty,

R T AT T TV AT —h FToXR L0, VPCT T A< o—/LOFERN
R X E T,

e AR—H— V—TRBLRANS OGS, *y NV—J@BEIIT7 77V v 7 2T 57
., VREEf O TV o ZI30nEH Y £5 A,

« VIP/PIP #fE % ¥ A 7 2 b — MIIEIRT D Z L2 kv, L L7Zdh A h~D#siE 25 b L
¥,

A7 VLANIZ, VPCT7 77V w7 BTV 73 ED D 8 A,

)

CE) 1 2OOVTEP & LTHU L FENDHEFEDO VPC LI 0  vPCT7 77 Y w7 ¥T7 VU 7 1%

3OOVTEP L LTH Y FENET,

WC O 7T vy ET7I I DEERIELFNEE

WIZ, vPC 777 v 7 BTV TORBEHEEFIREE LR LET,

HEZIER

vVPC 777 Vw7 BTV 7T, VU— 3 0 ingflow-redirect ® TCAM &7 —b > 7
MEETY, TCAM A—E 7T, BEZHENT2ICREZRTFL. A1 vy T &Y
0— RTL50ENRHY £,

Y

GE)  ZOFfREX, Cisco Nexus 3600-R >V — R FF5 v R 7 4—2Lh &
A v FICHEBAENET,

VPC 777 Vw7 BTV T EFERT LA, 2D X7 vPC T IZxf LT SVI 47
Tov—T 4 VT EERT A Z EIXTEERA,

VPC 777 Vw7 BTV T ORELE IO IP 2 HEZEET HHIIZ, VPC KA A U %
Vx v MU UTAMENRSGD ET, vVPCT 77V w7 BT U T DEETEFIDIPE
FELD, VPCRAAL U EFHCTEET (noshutdown)

« virtual peer-link destination =~ > R CH AR — b SNDHEE LB L ORI IPIX, 7T A
A, B, BEXOCTT, ZVZ7ADEBIWREIZ, vPC7 77V v 7 BTV 7TV HA—F
ShEHA,

« VPC EBIEN D VLAN ICTREE N HAEEIT. EH L F Y 2L v F DO VPC Ly ISk %5
ET250TIE7RL, #EEZITD (— ﬁL&W)WAN®ﬁ#*ﬁ%EéMiTO

[ Cisco Nexus 3600 2 1 v F NX-0S VXLAN #f54 K. 1)1y —Z 106 (x)



| weo7JUvs EFYLIDHRE
weor Uy Eryvroxssmesnsd

T 7 Uy BTV TNOEET U IR UTCERIS, WO TIROER
EITOVET,

1. hardware access-list tcam region ing-flow-redirect 0 =~ > RZ{#H L C, TCAM U —
Varkrsua—rIUEELET,

2. MEIZSUC T, EEEatho s 7 228D Y TET, FEMMITOVTIL, Nexus 9000
TCAM A~_—ZDY) Y /31T L2 BiET 225 L T a0,

3. copy running-configstartup-config =~ > RZEA L T, FEf7ar 7 4 F¥al— a3
2RI LET,

4 AAvTFHUn—FKFLFET,

VPC 777 Vw7 BTV T ET IV IF, TV AR—N X2y hT—7 (777U
T DAL VIE) AL TCHESL.ESNET, vPCETHEOBEENRZO L itbh b &,
A—hk AF—} rﬁi& VLAN 54, VLAN-to-VNI~ > > 2 " A K MAC 7 FL AD
RSN a2y be— L —ERCFS A v —U N7 77U » 7B TE(E
ENFET, CESAvE—UlF, FTUAR—F Xy hU—7 THRETDIVNEND DY)
DSCPETC~—F 7 EnET, ROHIZ. CiscoNexus 9000 >V — & A A » F @D AN
A2 LAY TD QoS iREDHIZ R L TWET,

DSCPEZMAE LT hT 74 v 75458 LET (DSCP 56 237 7 4/ METT) .

class-map type gos match-all CFS
match dscp 56

WY ANRA 2V AL T DR T TAF VT 4 F2—IZxT 5 qos-group (Z T 7 1
JEBRELET, ZOFITIH, A v TFIIERTITAFTVT 4 Fa— (F2—7) ITHIE
T 5 qos-group 7\ T 7 o v 7 HEE LET, $72 % CiscoNexus 77 > b7 4 — LTI,

Xo—A LV ITHEENRRDIGAENH D Z EITERLTIIEIN,

policy-map type gos CFS

class CFS
Set gos-group 7

VIEP (v hU—27 DU =) IZAPITXTOA U H—T oA ANIHEP—E A R
Uo—%EDSCTET,

interface Ethernet 1/1
service-policy type gos input CFS

LAY3TFH M —TFT v R<LFFy AL (TRM) (IR —FrENTWHEHA, LA
Y2/ A ¥ 3TRM (BRAT—FK) I AR—FrShhTWHWEFA,

ZOMEETH A 5 — b AT D56, 2O advertisepip 2~ NIZMERE T,
VIP/PIP #§HE % # A 772 /b— NMIYEE L T, LA A b ~Dink 255k LE 3,

INL L2 A T 2RAMEI, PIPEEALTT KX A XENET, vVPCHA T2 HA B
X, VIPZHEH L TT RRAZ A XENET, ZHUIZA T 2HRKA DT 74V NOEET
9,
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WweIrIUvy ETUI0HE |
B recorouvseryrorasELIEE

PIP ZfEH L CINL L= X A T S— BT RANZ A XF5121%, BGP TPIP 27 K\ %
A XTHEVLERHY 77,

« MR — FOHA. NVERES TV AFDO NT 7 ¢ v 7 OFlrZ RS 572010, W7
@ vPC / — KT vpc orphan-port suspend =~ > RZ% &+ 5 2 k%%<k@%bi?

e UE—KMVTEP O LR A MDD N T 7 4 v 7 1E, INLLTEERD ) — RIZE|ZEL
9, FTT7 4 v 7Oy ANREBMINET,
~

GE) VWPC Ly I IMEZDU L LTWAEATH, vVPCARA MIVIPIP T
RN A XINET,

¢ CiscoNX-0S U U—210.6 (1) FLIFE., vPCOBEENY AV IZi1E, A7 &8 1 DOEIE
HWRER 7 77 Vw7 Ty I NRRBETT, TRXTRF T LTWDIEE. BEIEEX
TThivEH A,

YR—bENDHEE. V) —X BLKUVTIY b T+—L4

* Cisco NX-0S U U — % 10.2(3)F LAK:, vPC 7 7 7'V v 7 7 U 71 Cisco Nexus
C36180YC-R ¥ L N N3K-C3636C-R 77 v b7 +—ALTHAR—FIEd, vPC 777
Vo7 €7V 7 EERESELITE, ZNUHDOR VY —XEY 2 — /L TTCAM 1 —E
THFNCT H0ERH Y £7,

o RDVEEIE & HIFR=EIE X, CiscoNexus C36180YC-R 35 L INN3K-C3636C-R 75 » 7 4 —
WCOBFEREINET,

vVPC 777V w7 BTV IREN>TWBEEE. AJ1 PACL MAC RREIXH
A—hrENFEEA,

VPC 777V w7 BTV TREREGE, MACEB LN CoSEXFEHATLLA T2
T ANEIIZHESS VA T 2SPAN TV R—FENFEHA, LAY 2SPAN DD 7 «¢
VAR R—FENTHET,

VPC 777V w7 BTV TEHMITDHE, LA TVIHRANEED 1 IRGTTAT —
IR £,

e TRTDOVPCPOBRT v 7 LTWAHEFRETIE, 27060 BUM 77 4 v 70
MHFDOVPC BT TZEENET, T _XToO7u—1cxf LT, vPC 74~ VT T
7 4 w7 % vPCPO ITHEE L £,

L A¥Y3ITT UM A—Ty RvAFHx XL (TRM) [FHR—FIhTWHEEA,
« VPC PO D% D BGP BT U > 73R — h SR T EH A,

*IGMP AX—E LV 7ZVPC 77 7V v 7 BT VU 7 TEP A= RSN THEEA
*DHCP VL — =—Y ¥ MIVAR—FSNTWHERA,

VPC 777 Vw7 BTV TE N RET )= RTEYFR—FSRTOWEREA,
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HYR— bSO EaE

VPCT7 77 Vw7 €T VT RAALUE, w/vFHA FvPCBGW O 2 —/L ClEHAR— |k
SNEHEA,

e IPv6 7 HZ— LA D VMCT 1. FEX OfEFiZ R —F L TWER A,

*VPC R— b DOFEHIZH D VIEP TV F— hENFHA, ZHiE, AT Y 7 ETN)N
VPC R— FDOERICZH D VIEP OFffk ) — K& L THRETE W2 2B L E T,

SVIBLOH T A v E =Tz AR T v 7V 73R — I TWERA,

WCO7I)yD ETI VI DETE

WD VPC AL N— XA v FTVvPC 777 U7 7V DSCPEN—HLTNWHI L%
MR LET, T2 QS KR —NVvPC 777V v BTV DSCP~—F2 7 & —#
THZLEEMRLET,

VPC 777 Vw7 7 VT Z@EETH2EEEZMNELTHTXTO VLAN X, VXLAN 2F
T HMEERH Y £F (vn-segment) . ZAUIIERA T 7 VLAN BDEENET,

)

(G¥)  MSTPTiX, 7 VU7 EVPCL v T 7 4V bDFRA T 4 7 VLANRENH 584, VLAN
LIZVPC 777 U w7 BT VU I RRICIERT 20BN H Y £9, ZOBIEIX, VLAN1 %
VXLAN (vn-segment) #%H CIriET % = ET%@%T%?T 7V EBLVPC Ly T
T 7 A NUSNDRA T 47 VLAN 286 58551%. VLAN % VXLAN (vn-segment) (ZBiEf
75_EL£OT\%ﬂ%@WAN%ﬂC777)/7ET)/7£%K%%?6%E%%
0ET,

show vpc virtual-peerlink vlan consistency =~ > R&EFEH LT, vVPC 777V w27 BTV 7
(A 2 BEfF D VLAN-to-VXLAN ~ » ©' > 7 % g8 L £ 77,

VPC 777U w27 7 U 2 @ peer-keepalive 1< > Rit, IROWVWTHNDRE THHR— F &
ET,

EPA LR —T 2 A R
e F TN NEFIIIETFT I AN N VRFOHFHAL A3 Y 7

o 2 VR TCRERRERN—T Ry I AV H—T A A,

BEBEDERE
BICIZ, 7o & —=Vv A V=T 427 7ua ban s LTOSPF ZfH L CW\WET,

configure terminal
nv overlay evpn
feature ospf
feature bgp
feature pim
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feature interface-vlan
feature vn-segment-vlan-based
feature vpc

feature nv overlay
vPC DERE
N
GE) VPCT777 Vw7 BTV 7RG ERITSEAIP 2EF T 51T, ZHEANZVPC AL V%

Tx v N UUTAHMLENRSHY F3, vPC KA A L, noshutdown =2~ R&EfEH L TER
BICEMEICR T Z &R TEET,

TCAM A—E V5 DEE

hardware access-list tcam region ing-racl 0
hardware access-list tcam region ing-sup 768
hardware access-list tcam region ing-flow-redirect 512

\}

GE) « 777V y I VPCET VT HFRET HYE . Ingress-Flow-redirect TCAM U —< 5 > H
A ZADF /A 13512 T, F72. TCAM U — 5 B XHREIT 512 OFEHECTHRER
INTWNWDEZ EEMHERLET,

e TCAM B — B 7 ZEHMITBI2E, AL v FDY o— RNRNETT,

VPC KA AL VDERTE
A H—Fy b 2—FIIFELCT — B A Z 2T B IPv4

vpc domain 100

peer-keepalive destination 192.0.2.1

virtual peer-link destination 192.0.2.100 source 192.0.2.20/32 [dscp <dscp-value>]
Warning: Appropriate TCAM carving must be configured for virtual peer-link vPC
peer-switch

peer—-gateway

ip arp synchronize

ipv6é nd synchronize

exit

IPv6 DA

vpc domain 100

peer-keepalive destination 192:0:2::1

virtual peer-link destination 192:0:2::100 source 192:0:2::20/32 [dscp <dscp-value>]
Warning: Appropriate TCAM carving must be configured for virtual peer-link vPC
peer-switch

peer—-gateway

ipv6 arp synchronize

ipv6é nd synchronize

exit

)

() A7varodspFd—U—K, &AL ~63TI, 774/ MEIXS56 TT,
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VPC 277wy E7V2H R—k FY¥RILDKRTE
DR — K F ¥ LD RA U NRN—HRETHNEILIH Y FH A,

interface port-channel 10
switchport

switchport mode trunk
vpc peer-link

interface loopbackO

Y
GE) ZDON—TF Ny 71F NVEEETLA v Z—T =2 A )N—TFv 27 (VTEPIP 7 R L & |Zf# A
INHBA =T AR) THEHD EFA,

A Z—=Fy b =PI — A 2R 5 IPv4

interface loopback 0
ip address 192.0.2.20/32
ip router ospf 1 area 0.0.0.0

IPv6 DL

interface loopback 0
ipv6 address 192:0:2::20/32
ipvé router ospfv3 1 area 0.0.0.0

N\

GE) BGPET VULV IZFEFIZHEHL—TS Ny ZIINAN—F RNy 72 EHTEET, 2Oy Iy
X, BT OXF—F T34 T LIXRBRAZMENRLY 7,

FoR—LAAVE—T 14 ADHKE

L3 TF v rL & L3R —F FY R ADWERFR—FINET, SVIBEOYV T A ¥ —
TxA ATV FR—FENTWERA,

A F—=Fy b =PI — A 2R 5 IPv4

router ospf 1

interface Ethernetl/16
port-type fabric

ip address 192.0.2.2/24

ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernetl/17
port-type fabric

ip address 192.0.2.3/24

ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernetl/40
port-type fabric

ip address 192.0.2.4/24

ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernetl/41
port-type fabric

ip address 192.0.2.5/24
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ip router ospf 1 area 0.0.0.0
no shutdown

IPv6 DIEE

router ospfv3 1

interface Ethernetl/16

port-type fabric

ipv6 address 192:0:2::2/24

ipv6 router ospfv3 1 area 0.0.0.0
no shutdown

interface Ethernetl/17

port-type fabric

ipv6 address 192:0:2::3/24

ipv6 router ospfv3 1 area 0.0.0.0
no shutdown

interface Ethernetl/40

port-type fabric

ipv6 address 192:0:2::4/24

ipv6 router ospfv3 1 area 0.0.0.0
no shutdown

interface Ethernetl/41

port-type fabric

ipv6 address 192:0:2::5/24

ipv6 router ospfv3 1 area 0.0.0.0
no shutdown

A\

GE) AR TEHSND TR TOR—MI, K= 2 A TDT7 77V v 7 ThOIMLERDH Y E
j—o

VXLAN %7

(¥)  advertisevirtual-rmac (NVE) & advertise-pip (BGP) DR EITMHED FNETI,

VI 8L U VLAN DEFE

vlan 10
vn-segment 10010
vlan 101
vn-segment 10101

interface VlanlOl

no shutdown

mtu 9216

vrf member vxlan-10101

no ip redirects

ip forward

ipvé address use-link-local-only
no ipv6 redirects

interface vlanlO

no shutdown

mtu 9216

vrf member vxlan-10101

no ip redirects

ip address 192.0.2.102/24

ipv6 address 2001:DB8:0:1::1/64
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no ipvé redirects
fabric forwarding mode anycast-gateway

RER—F FrRILDEE

interface Ethernetl/3
switchport

switchport mode trunk
channel-group 100

no shutdown

exit

interface Ethernetl/39
switchport

switchport mode trunk
channel-group 101

no shutdown

interface Ethernetl/46
switchport

switchport mode trunk
channel-group 102

no shutdown

interface port-channell0O0
vpc 100

interface port-channellOl
vpc 101

interface port-channell02
vpc 102

exit

VPCNSVWPC D7) ET) T ~DFAT
ZOFNEIZIE, BHFEDOVPC L VPC 77 7 U w7 BTV T ~OBITFIERG TN TV E
7,

VPCETHOERFEL A VY3V 7k, 7%= T 744 TIZCOMERATHLENDHY T4, =
DY 71T VPCT7 77V w7 BTV T IL—TF R T DOINAET RANZ A RGBT
HLZRWTL &0,

N

GE) Z OBATIIR W 2 E VN FE T,

458 HHEIIZ

BATHIC, VPCETRIOT_XTOMBL AT 2 V7 & vy NETTH I L e ML E
9, Flo. BATRIE 2I3BITHIC VLAN % vn-segment (2~ v B2 735 Z L 2 #5297,

FIEDOHE

configure terminal

show vpc

show port-channel summary
interface ethernet dot/port

PwWDbNR
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no channel-group

show running-config vpc
vpc domain domain-id

©oN® »

WweIrIUvy ETUI0HE |

A B =T 2 A AT ELIWCAT T4 L5 %YKL ET,

virtual peer-link destination dest-ip source source-ip

10. interface{ethernet | port-channel} value

11. port-typefabric
12. (&) show vpcfabric-ports

13. virtual peer-link destination dest-ip | dest_ipv6 source source-ip | source_ipv6 dhcp dhep_val
14. hardware access-list tcam region ing-flow-redirect tcam-size

15. copy running-config startup-config

16. reload
F gD
FIIE
ARV KRFEEET7I 3 B#
ATFvT1 configure terminal ZTa— )L a7 4 X2 lb—3ay B— NEELG
1 LET.
switch# configure terminal
A7y 72 |showvpc K= b FXRVDRAN—FERELET,
% -
switch (config)# show vpc
AFw 73 |show port-channel summary AU N—DREPRELET,
£
switch (config)# show port-channel summary
AT w74 |interfaceethernet slot/port RETHA VB —T oA AEEELET,
i - GE)
switch(config)# interface ethernet 1/4 ZE, BTV R— kK F¥ R TT,
RF w75 |nochannel-group VPCET U7 BR—b Frxb A "—%HlRL
11 E3
switch(config-if)# no channel-group GE)
ZDAT v T ORITHMNBAELET,
ATFYTE (A Z—T oA ATELICAT v 74 L5 %80
LET,
i
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ARV FFEREETIVa Yy

E:)

ZF w717 |show running-config vpc VPC RAA VHBPRELET,
1 :
switch (config-if)# show running-config vpc
RFw 78 |vpcdomain domain-id VPC KA v a7 4 Fal—varyE—FKaeA
15'] . jj Lij—o
switch (config-if)# vpc domain 100
RFw 79 |virtual peer-link destination dest-ip source source-ip |vPC 77 7 U v 7 ¥ 7 U O L OEETT
i - IP7 FLAZFEELET,
switch (config-vpc-domain) # virtual peer-link
destination 192.0.2.1 source 192.0.2.100
25w 710 |interface{ethernet | port-channel} value WIRT BL3 T v F— g A ¥ —T = f AEAEE
1 - LET.
switch(config-if)# interface Ethernetl/17
AT v 71 |port-typefabric ToRE—L A A B =T =2 ZADKR— | ZA T
15“ 777U /7%%&ﬁbjﬁ—g—o
switch (config-if)# port-type fabric GE)
ANRA AR SN DT X TOR— M, A—F
BATD7 77V 7 THLULERDY T,
ATwF12 | ({EE) show vpcfabric-ports AN N SN TWD T 7T Y w7 R— %
- TR LET,
switch# show vpc fabric-ports
Z 5w 713 |virtual peer-link destination dest-ip | dest_ipvé source| yPC 7 7 7'V v 7 ©°7 U » Z dsedeE L O E T
source-ip | source_ipv6 dhcp dhep_val IPV4/IPv6 7 R L 2 Z#E L ¥,
1 - G¥)
A H—F v b 22— — R 24 [IPVAVPC 7 7 7Y v 7 BT U U 7 HERUT 1Pv4
7 1Pv4 VXLAN 7 > & — L A TOHBERE L. IPv6vPC 7 7
switch (config-vpc-domain) # virtual peer-link 7 U b4 7 e U \/7*’%5&‘;1 IPV6 VXLAN 7" o 2 —
destination 192.0.2.1 source 192.0.2.100 dhep 56/ L'/ TOAMEHEL £,
1 -
IPv6 D4
switch (config-vpc-domain) # virtual peer-link
destination 6001:aaa::11 source 600l:aaa::22 dhcp
56
R Fw 714 |hardware access-list tcam region ing-flow-redirect | TCAM 7 —bE v 7% E(T L ¥ 7,

tcam-size
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ARV FFEREETIVa Yy

S

1 :

switch (config-vpc-domain) # hardware access-list
tcam region ing-flow-redirect 512

ANHh7e—UEA41L 7 FTCAM VU — 5> A4 X
DI/ A KL 512CTE, F72, 512 DfREHTHERR
SNTWNWAZ LR LET,

R w715 |copy running-config startup-config EFar 74 FXal—Tarik AX— T v
- a7 4FX¥alb—vailar—LET,
switch (config-vpc-domain)# copy running-config
startup-config

2T 7F16 |reload AL v F a7 — M LET,

i -

switch (config-vpc-domain) # reload

WCoF7TJYwHo EF)Y

VPCT7 77V w7 BTV T HREDAT—

R3:WPCT7TVvY ETY VT BIEATUFR

&% TE DHEED

HALFRT HITIE, ROa<r REAHLET,

avy kR

S]]

show vpc fabric-ports

TZ77 Uy R—rOREERRLET,

show vpc

VPCT7 77V w7 77— RIZET?
BWeRRTLET,

show vpc virtual-peerlink vlan consistency

vn-segment {ZBHHIfT I H 4L TV 20 VLAN %
TR LET,

show vpc fabric-ports 1< > KDl

switch# show vpc fabric-ports
Number of Fabric port : 9
Number of Fabric port active : 9

Fabric Ports State

Ethernetl/9 UP

Ethernetl/19/1 ( port-channell5l ) UP
Ethernetl/19/2 ( port-channell5l ) UP
Ethernetl/19/3 UP
Ethernetl/19/4 UP
Ethernetl1/20/1 UP
Ethernetl/20/2 ( port-channell52 ) UP
Ethernetl1l/20/3 ( port-channell52 ) UP
Ethernetl/20/4 ( port-channell52 ) UP
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show vpc I < > FDHI

switch# show vpc
Legend:
(*) - local vPC is down, forwarding via vPC peer-link

3
peer adjacency formed ok
peer is alive

vPC domain id
Peer status
vPC keep-alive status

Configuration consistency status success
Per-vlan consistency status success
Type-2 consistency status success
vPC role primary
Number of vPCs configured 1

Peer Gateway Enabled
Dual-active excluded VLANs -

Graceful Consistency Check Enabled

Auto-recovery status Enabled, timer is off. (timeout = 240s)

Delay-restore status Timer is off. (timeout = 30s)

Delay-restore SVI status Timer is off. (timeout = 10s)

Operational Layer3 Peer-router : Disabled

Virtual-peerlink mode : Enabled

vPC Peer-link status

id Port Status Active vlans

1 Pol00 wup 1,56,98-600,1001-3401,3500-3525

vPC status

Id Port Status Consistency Reason Active vlans

101 Pol01 up success success 98-99,1001-280
0

Please check "show vpc consistency-parameters vpc <vpc-num>" for the
consistency reason of down vpc and for type-2 consistency reasons for
any vpc.

ToR Bl#

show vpc virtual-peerlink vlan 2&1Ea < > KD

switch# show vpc virtual-peerlink vlan consistency
Following vlans are inconsistent

23

switch#
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1 A

VXLAN BGP EVPN = DHCP ') L —

Z OfHEROMERIZ, RO EBY TT,

« VXLAN BGP EVPN 10> DHCP U L —DHZ (149 ~<—2)
«DHCP V L —OEFEFHE L HEFEHE (150 ~—)

« VXLAN BGP EVPN §10 DHCP U L —®Df] (151 ~<—%)
« VPC BT OFERS] (169 ~—2)

« vPC VTEP DHCP V L— D& EF (171 =—3)

VXLAN BGP EVPN @ DHCP ') L — D&

DHCP UV L' —}Z VXLANBGPEVPN (Z L > CHHR—FENTBY, EVPNTF U M7 T34 T~
MZIDHCPH—tbERAZ 0oty a=r 7357200~ /LF T+ b VXLANEVPN 5 7 &2 A A
v N TR B ET,

~/VFTF 2 FEVPNEEECTDHCP V L—iX, 7 a2 DORDITH 7 a AL
e

s T AT a 151 (0x97) : ARABRY T R o b OER
(RFC#6607 NIZERINTWVWET, )

MPLS-VPN 3 L T VXLAN EVPN < /L FF F o MNREZH O DHCP H—/3~0 VRF B
WOIREIHEH SN ET,

BT FT a1 (0xb) == IDIZ DA —N—=T A
(RFC#5107 NIZERSINTWVWET, )

=GB (B—ID) DA —N—F A4 KRBT AT 3 0F, DHCPY L— =—V =
VRMZEAY—=ANID AT a o ~DOF LVMEDIEE A FIREIZ L. 24L& DHCP $— 32
K VIRE Ny MEASRET, 2OV 747 a1k >TDHCP V L— =—T =
¥ MIEBEODHCP % — Nt LTHRET D2 X 912720, 72 & 21X renew Z3R [T DHCP ¥ —
NCEFR Y b—2—Vzy MIE#BRLS 21220 7, —NIDA——F 1 K4
TH T a NI EBA A —T oA ADIPT FLANRGENTEY, ZHFZ 7947
VML T 7 RAFER) L—2— 2 b EOIPT RLATY, ZOBREZMHEHL T,
DHCP 7 74 7 > blX renew B X W release TR /N7 v 23T _RTU L— T —TV = b~
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VXLAN BGP EVPN 51> DHCP 1) L— |
B overy L —onssEcHnEE

EVFET, V—xz—Vx v MI@#EW RV T ATV a BT RTAI L%, renew B K
W release ZxR/37 > M &4 Y UF /L DHCP H— NIZHEE L 77, Z OMRRICEIT 5 v
ZaMBEOFEEL, T4 T a0 152 (0x98) TY, HEREOHIEICIX, ip dhep relay
sub-option typecisco =~ > R&fifl T& £,
cHTF T a5 (0x5) U7 OBEER
(RFC#3527 WIZEFR SN TWET, )
Uo7 OFRY T AT a UPRMET 5013 DHCPY 74 7 & SBIHET 27 R K
Vosk, V—x2—Vxr b EDOBFEICDHCP ="M HT 57— v xodf 7 KL
A (giaddr) DONEET H7-200ETT, VI—x—V 2 MIELWYH T X7 F 4R
BT Ry MY T AT g UEFRE L, DHCP Y— N3 Z OfE &2 L C giaddr il Tl 72
KSIP7 RLAZEDYBCET, V— 2=V M, gaddt HEHDIP 7 KL A ITF%
ETHIET, DHCPA v —UNFEy hU—7 EZFERXETEHLHICLET, ok
BT AaMBAOFEEL, V7479150 (0x96) T, HEEEDHIEIZIL, ip
dhcp relay sub-option typecisco 2~ > K& T& £,

DHCP ') L—MFEFHIA L FIFISEIR

VXLAN BGP EVPN T® DHCP VU L'—DH A KT A > LIRS IHE

¢ CiscoNX-OSV U —=292 (2) LIf&. Cisco Nexus 3636C-R 3 L X 36180YC-R DY HR— k
NEMmENTWET,

* BFD v /L F 7K v 7%, Cisco Nexus 36180YC-R 3 LU 3636C-R A A v F TOHAYR— K &
nEJ,
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I VXLAN BGP EVPN # DHCP ') L —
VXLAN BGP EVPN #1® DHCP ') L— D4l .

VXLAN BGP EVPN #2 @ DHCP ') L — D5l

11: RO DA

192.1.42.3
ASR1K-DHCP
VLAN10
3636-1 3636-2
E1/50 E1/50
E1/49 E1/49
Tenant VRF: vxlan-900001
interface Vian1001
no shutdown
vif member vxlan-900001
PC-1 ip address 172.16.16.1/20 PC-2 g
fabric forwarding mode anycast-gateway =
DHCEP client-1: DHCEP client-2:
VLAN1001 VLAN1001
MAC:0000.1001.5151 MAC:0000.1001.7575

AR a2 DR
o« 24 v F 3636-1 & 3636-2 1%, VXLAN 7 7 7' U v 7 |[Z#Hss 7= VTEP T,

o client]l & client2 I, vlan1001 F@® DHCP 7 74 7 > b T3, Ziu6IiXTF > b VRF
vxlan-900001 (ZJ& L £,

« DHCP #—/ N[ ASRIK TH V. ZHUd vlanl0 (IZ(FAET H0— & T,
« DHCP #—/3\G% &
ip vrf vx1lan900001
ip dhcp excluded-address vrf vx1lan900001 172.16.16.1 172.16.16.9
ip dhcp pool one
vrf vx1an900001

network 172.16.16.0 255.255.240.0
defaultrouter 172.16.16.1

. R VXLAN BGP EVPN # Rk

* 3636-1
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version 7.0(3)I1(3)
version 9.2 (1)
hostname 3636C-R

nv overlay evpn
feature vn—segment—vlan—based
feature nv overlay

fabric forwarding anycast—gateway—-mac 0000.1111.2222

vlan 101

vn—segment 900001
vlan 1001

vn—segment 2001001

vrf context vxlan—900001
vni 900001
rd auto
address—family ipv4 unicast
route—target both auto
route—target both auto evpn

interface VlanlOl
no shutdown
vrf member vx1lan—900001
ip forward

interface V1anlOO1l
no shutdown
vrf member vx1lan—900001
ip address 172.16.16.1/20
fabric forwarding mode anycast—gateway

A\

GE) NVEA U Z—T7 oA ZAEERTHITIE. RO2ODFIEO T
NEFIRTEET, VNIOEBDRWGEEIEL, BI04 T > a v
2R LET, 28D VNI AT 512%, 2/FBOAF ST a
ZEALET,

F7a vl

interface nvel
no shutdown
source-interface loopbackl
host-reachability protocol bgp
member vni 10000 associate-vrf
mcast-group 224.1.1.1
member vni 10001 associate-vrf
mcast-group 224.1.1.1
member vni20000
suppress-arp
mcast-group 225.1.1.1
member vni 20001
suppress-arp
mcast-group 225.1.1.1
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VXLAN BGP EVPN # () DHCP ') L — .

A7 a2

interface nvel
no shutdown
source-interface loopback 1
host-reachibility protocol bgp
global suppress-arp
global mcast-group 224.1.1.1 L3
global mcast-group 255.1.1.1 L2
member vni 10000 associate-vrf
member vni 10001 associate-vrf
member vni 10002 associate-vrf
member vni 10003 associate-vrf
member vni 10004 associate-vrf
member vni 10005 associate-vrf
member vni 20000
member vni 20001
member vni 20002
member vni 20003
member vni 20004
member vni 20005

interfaca Ethernetl/49
switchport mode trunk
switchport trunk allowed vlan 10,1001
spanning—tree port type edge trunk

interface Ethernetl/50
no switchport
ip address 192.1.33.2/24
ip router ospf 1 area 0.0.0.0
ip pire sparse-mode
no shutdown

interface loopbackO
ip address 1.1.1.1/32
ip router ospf 1 area 0.0.0.0
ip pim sparse—mode

interface loopbackl
vrf member vxlan—900001
ip address 11.11.11.11/32

router bgp 65535
router—id 1.1.1.1
log—neighbor-changes
neighbor 2.2.2.2 remote—as 65535
update—source loopbackO
address-family 12vpn evpn
send-community both
vrf vxlen—900001
address—family ipv4 unicast
network 11.11.11.11/32
network 192.1.42.0/24
advertise 1l2vpn evpn
evpn
vni 2001001 12

Cisco Nexus 3600 X o v F NX-0S VXLAN # & A4 K. UV 1J—2106 ) [



VXLAN BGP EVPN #2> DHCP ') L— I
VXLAN BGP EVPN # () DHCP ') L —

A

GE¥)  rdauto B X routetarget =~ RiL, import F£7-i% export
F T arw PEETLHOIMEHLRWIED | BEIRICHER S
ET,

rd auto
route—target import auto
route—target export auto

3636-2

version 7.0(3)I1(3)
version 9.2 (1)
hostname 3636-1

nv overlay evpn
feature vn—segment—vlan—based
feature nv overlay

fabric forwarding anycast—gateway—mac 0000.1111.2222

vlan 101

vn—segment 900001
vlan 1001

vn—segment 2001001

vrf context vxlan—900001
vni 900001
rd auto
address—family ipv4 unicast
route-target both auto
route—target both auto evpn

interface VianlOl

no shutdown

vrf member vxlan-900001
ip forward

interface V1anl001
no shutdown
vrf member vxlan—900001
ip address 172.16.16.1/20
fabric forwarding mcde anycast—gateway

N

GE)  rd BLW routetarget =~ Kik, import £721% export 47
TarvE EEXTLHEDICANLRZWVWEY  BEIIICHREINLE
ﬁ‘o

rd auto
address—family ipv4 unicast
route-target both auto
route—target both auto evpn
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interface VianlOl

no shutdown

vrf member vx1lan-900001
ip forward

interface V1anl001
no shutdown
vrf member vx1lan—900001
ip address 172.16.16.1/20
fabric forwarding mcde anycast—gateway

GE) NVEA U Z—T7 oA ZAEERTHITIE. RO2ODFIEO T
NEFIRTEET, VNLOEBDRWGEEIEL, BI04 T > a v
2R LET, 28D VNI AT 512%, 2BBOAF > a
ZEALET,

F7a 1

interface nvel
no shutdown
source-interface loopbackl
host-reachability protocol bgp
member vni 10000 associate-vrf
mcast-group 224.1.1.1
member vni 10001 associate-vrf
mcast-group 224.1.1.1
member vni20000
suppress-arp
mcast-group 225.1.1.1
member vni 20001
suppress-arp
mcast-group 225.1.1.1

F a2

interface nvel
no shutdown
source-interface loopback 1
host-reachibility protocol bgp
global suppress-arp
global mcast-group 224.1.1.1 L3
global mcast-group 255.1.1.1 L2
member vni 10000 associate-vrf
member vni 10001 associate-vrf
member vni 10002 associate-vrf
member vni 10003 associate-vrf
member vni 10004 associate-vrf
member vni 10005 associate-vrf
member vni 20000
member vni 20001
member vni 20002
member vni 20003
member vni 20004
member vni 20005

interface Ethernetl/49
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B vier o omer y L—

switchport mode trunk
switchport trunk alluwed vlan 10,1001
spanning—tree port type edge trunk

interface Ethernetl/50
no switchport
ip address 192.1.34.2/24
ip router ospf 1 area 0.0.0.0
ip pim sparse-mode
no shutdown

interface loopbackO
ip address 2.2.2.2/32
ip router ospf 1 area 0.0.0.0
ip pim sparse—mode

interface loopbackl
vrf member vxlan—900001
ip address 22.22.22.22/32

router bgp 65535

router—id 2.2.2.2

log—neighbor-changes

neighbor 1.1.1.1 remote—as 65535
update—source loopbackO
address-family 12vpn evpn

send-community both

vrf vxlen—900001
address—family ipv4 unicast
network 22.22.22.22/32

advertise 1l2vpn evpn
evpn
vni 2001001 12

A\

GE)  rd BXO routetarget =~ RiE, import F721% export 4~
Varw EEETLHLEOICATLARWVIRED | BEIRICERE SILE
R

rd auto
route—target import auto
route—target export auto

VTEP @O DHCP ') L —
IR LTeDIE, —ixi7e 7 U AT,
«TFT U MNVRFIZHD 7 FA T NERRDHLVATYIT 74/ K VRFIZH DV —3,
77 RVRF (SVIX) IZHD7F7A T FERUTT T FVRF (SVIY) ([ZH DT —3,

« 7+ FVRF (VRFX) IZHBDI7TFA T BB TF 2 MVRF (VRFY) IZHDH—

Ny
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| VXLAN BGP EVPN 50 DHCP 1) L—
FFURVRFICHE 54T bERBHLAY3FI4L R VRFZH29— [

e T NVRFIZHD I TA T NEFH T 740 FDIE VXLAN VRF ITH D H—3,

WITRTOE, ZNEFERRD TV AL LT, vilanl0 5D VRE IZBEH S H7-H D TT,

TFTURVRFIZHDBV AT NERBDHLANVITIAHILMVRFIZH S Y —N

DHCP #— 33— (192.1.42.3) 25 7 #/L  VRFIZEHE L T, 3636-1 & 3636-2 Dl 56T
74V N VRF Z N LTCEZICBFERRETHLZ L 2R LET,

3636-1# sh run int vl 10

!Command: show running-config interface VlanlO
!Time: Mon Aug 7 07:51:16 2018

version 9.2 (1)

interface VlanlO
no shutdown
ip address 192.1.42.1/24
ip router ospf 1 area 0.0.0.0

3636-1# ping 192.1.42.3 cou 1

PING 192.1.42.3 (192.1.42.3): 56 data bytes

64 bytes from 192.1.42.3: icmp seg=0 ttl=254 time=0.593 ms

- 192.1.42.3 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
roundtrip min/avg/max = 0.593/0.592/0.593 ms

3636-2# ping 192.1.42.3 cou 1

PING 192.1.42.3 (192.1.42.3): 56 data bytes

64 bytes from 192.1.42.3: icmp seg=0 ttl=252 time=0.609 ms

- 192.1.42.3 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.609/0.608/0.609 ms

DHCP V L —##f%
* 3636-1

3636-1# sh run dhcp

!Command: show running—config dhcp
!Time: Mon Aug 6 08:26:00 2018

version 9.2(1)
feature dhcp

service dhcp

ip dhcp relay

ip dhcp relay information option

ip dhcp relay information option vpn
ipvée dhcp relay

interface Vl1anl001
ip dhcp relay address 192.1.42.3 use—vrf default
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* 3636-2

3636-2# sh run dhcp

VXLAN BGP EVPN A DHCP ') L — I

!Command: show running—config dhcp
!Time: Mon Aug 6 08:26:16 2018

version 9.2 (1)
feature dhcp

service dhcp
ip dhcp relay

ip dhcp relay information option
ip dhcp relay information option vpn
ipvée dhcp relay

interfaoe V1anl001
ip dhcp relay address 192.1.42.3 use—vrf default

debug =~ > KD H J1

A

WIZRT DL, DHCP DA VX TG0 T 4T = ADNry N X7 TT,

3636-1# ethanalyzer local interface inband display-filter
"udp.srcport==67 or udp.dstport==67" limit-captured frames 0

Capturing on inband
.066530 0.0.0.0 -> 255.255.255.255 DHCP DHCP Discover - Transaction

20150824 08:35
ID 0x636a38fd
20150824 08:35
ID 0x636a38fd
20150824 08:35
0x636a38fd
20150824 08:35
ID 0x636a38fd
20150824 08:35
ID 0x636a38fd
20150824 08:35
ID 0x636a38fd
20150824 08:35
0x636a38fd
20150824 08:35
0x636a38fd

:25

:25

127

127

127

:27

:27

127

.068141

.069494

.071029

.071488

.072447

.073008

.073692

192.1.42.1 -> 192.1.42.3 DHCP DHCP Discover - Transaction
192.1.42.3 -> 192.1.42.1 DHCP DHCP Offer Transaction - ID
172.16.16.1 -> 172.16.16.11 DHCP DHCP Offer Transaction -
0.0.0.0 -> 255.255.255.255 DHCP DHCP Request Transaction -
192.1.42.1 -> 192.1.42.3 DHCP DHCP Request Transaction -
192.1.42.3 -> 192.1.42.1 DHCP DHCP ACK Transaction - ID

172.16.16.1 -> 172.16.16.11 DHCP DHCP ACK Transaction - ID

GE)

Ethanalyzer (34X TD DHCP /7 v F & & ¥ 7 F ¥ TE72VVAHE
VRS EF W, Zhud, T A FERAKOA o FOMRRIC

MDD D720 TY,

R

UL SPAN 245 Z & ChIgECTE £

« DHCP Discover 734~ | 3636-1 X DHCP H— "— 23X E SN TWET,
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giaddr 1% 192.1.42.1 (Vlanl0 D IP 7 RL A) ITERESN, TG U TYH 747 v a v
5/11/151 R E L E9,

Bootp flags: 0x0000 (unicast)
(0

client IP address: 0.0.0.0 .0.0.0)
Your (client) IP address: 0.0.0.0 (0.0.0.0)
Next server IP address: 0.0.0.0 (0.0.0.0)

Relay agent IP address: 192.1.42.1 (192.1.42.1)
client MAC address Hughes 01:51:51 (00:00:10:01:51:51)
client hardware address padding: 00000000000000000000
Server host name not given
Boot file name not given
Magic cookie: DHCP
Option: (53) DHCP Message Type
Length: 1
DHCP: Discover (1)
Option: (55) Parameter Request List
Length: 4
Parameter Request List Item: (1) Subnet Mask
Parameter Request List Item: (3) Router
Parameter Request List Item: (58) Renewal Time Value
Parameter Request List Item: (59) Rebinding Time Value
Option: (61) client identifier
Length: 7
Hardware type: Ethernet (0x01)
Client MAC address: Hughes 01:51:51 (00:00:10:01:51:51)
Option: (82) Agent Information Option

Length: 47
Option 82 Suboption: (1) Agent Circuit ID
Length: 10

Agent Circuit ID: 01080006001e88690030
Option 82 Suboption: (2) Agent Remote ID

Length: 6

Agent Remote ID: £8c2882333a5
Option 82 Suboption: (151) VRF name/VPN ID
Option 82 Suboption: (11) Server ID Override

Length: 4

Server ID Override: 172.16.16.1 (172.16.16.1)
Option 82 Suboption: (5) Link selection

Length: 4

Link selection: 172.16.16.0 (172.16.16.0)

ASR1K-DHCP# sh ip dhcp bin

Bindings from all pools not associated with VRF:

IP address ClientID/ Lease expiration Type State Interface
Hardware address/
User name

Bindings from VRF pool vx1an900001:
IP address ClientID/ Lease expiration Type State Interface

Hardware address/

User name
172.16.16.10 0100.0010.0175.75 Aug 25 2015 09:21 AM Automatic Active
GigabitEthernet2/1/0
172.16.16.11 0100.0010.0151.51 Aug 25 2015 08:54 AM Automatic Active
GigabitEthernet2/1/0

3636-1# sh ip route vrf vx1lan900001
IP Route Table for VRF "vxlan900001"
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B 77t VX 25255472 FERLTF 2 R VRF (SVIY) (2554 —3

'*' denotes best ucast nexthop

'**! denotes best mcast nexthop

'[x/y]"' denotes [preference/metric]

'$<string>' in via output denotes VRF <string>

11.11.11.11/32, ubest/mbest: 2/0, attached
*via 11.11.11.11, Lol, [0/0], 18:31:57, local
*via 11.11.11.11, Lol, [0/0], 18:31:57, direct
22.22.22.22/32, ubest/mbest: 1/0
*via 2.2.2.2%default, [200/0], 18:31:57, bgp65535,internal, tag 65535 (evpn)segid:
900001 tunnelid: 0x2020202
encap: VXLAN

172.16.16.0/20, ubest/mbest: 1/0, attached

*via 172.16.16.1, V1anl001, [0/0], 18:31:57, direct
172.16.16.1/32, ubest/mbest: 1/0, attached

*via 172.16.16.1, V1anl001, [0/0], 18:31:57, local

172.16.16.10/32, ubest/mbest: 1/0

*via 2.2.2.2%default, [200/0], 00:00:47, bgp65535,internal, tag 65535 (evpn)segid:
900001 tunnelid: 0x2020202
encap: VXLAN

172.16.16.11/32, ubest/mbest: 1/0, attached
*via 172.16.16.11, v1anl001l, [190/0], 00:28:10, hmm

3636-1# ping 172.16.16.11 vrf vxlan900001 count 1

PING 172.16.16.11 (172.16.16.11): 56 data bytes

64 bytes from 172.16.16.11: icmp_seq=0 ttl=63 time=0.846 ms
- 172.16.16.11 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.846/0.845/0.846 ms

3636-1# ping 172.16.16.10 vrf vxlan900001 count 1

PING 172.16.16.10 (172.16.16.10): 56 data bytes

64 bytes from 172.16.16.10: icmp_seq=0 ttl=62 time=0.874 ms
- 172.16.16.10 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.874/0.873/0.874 ms

T+ FVRF (SVIX) [2HEV 5472 ERMUETFH 2 MVRE (SVIY) [2HEHH—N

DHCP $—/3— (192.1.42.3) % vxlan-900001 ® VRF |ZF%E L T, 3636-1 & 3636-2 DT
vxlan-900001 @ VRF 2/ L C#F ZICRIERETH A T L 2R L £7,

3636-1# sh run int vl 10

!Command: show running-config interface V1anlO
!Time: Mon Aug 6 09:10:26 2018

version 9.2 (1)

interface VlanlO
no shutdown
vrf member vxlan-900001
ip address 192.1.42.1/24

172.16.16.1 133 _XTO VIEP IZHTE SN2 vlanl00l D =—F v A s T RLATH L=,
DHCP V" — B0 E a4 O F/LODHCP V L— =2 —V = b EEIZE XSS A720
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[ZiE&, DHCP U L— Ty FOREILT FLAL LT—EDT RLAZ Yy 7 T v 7454
b ET, DT U AT, loopbackl ZfEH L TE Y | loopbackl (2% VRF vxlan-900001
DEZMLTHELRERETHDL Z L ZMBTHIMNERDH Y £7°,

3636-1# sh run int lol

!'Command: show running-config interface loopbackl
!Time: Mon Aug 6 09:18:53 2018

version 9.2 (1)

interface loopbackl
vrf member vxlan-900001
ip address 11.11.11.11/32

3636-1# ping 192.1.42.3 vrf vx1an900001 source 11.11.11.11 cou 1
PING 192.1.42.3 (192.1.42.3) from 11.11.11.11: 56 data bytes

64 bytes from 192.1.42.3: icmp seg=0 ttl=254 time=0.575 ms

- 192.1.42.3 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.575/0.574/0.575 ms

3636-2# sh run int lol

!'Command: show running-config interface loopbackl
!Time: Mon Aug 6 09:19:30 2018

version 9.2 (1)

interface loopbackl
vrf member vx1an900001
ip address 22.22.22.22/32

3636-2# ping 192.1.42.3 vrf vx1lan-900001 source 22.22.22.22 cou 1
PING 192.1.42.3 (192.1.42.3) from 22.22.22.22: 56 data bytes

64 bytes from 192.1.42.3: icmp seg=0 ttl=253 time=0.662 ms

- 192.1.42.3 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.662/0.662/0.662 ms

DHCP U L —&&iE
* 3636-1

3636—1# sh run dhcp

!Command: show running-config dhcp
!Time: Mon Aug 6 08:26:00 2018

version 9.2(1)
feature dhcp

service dhcp

ip dhcp relay

ip dhcp relay information option

I4ip dhcp relay information option vpn
ipv6 dhcp relay

interface V1anl001
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ip dhcp relay address 192.1.42.3
ip dhcp relay source—interface loopbackl

* 3636-2

3636—2# sh run

dhcp

!Command: show running-config dhcp
!Time: Mon Aug 6 08:26:16 2018

version 9.2(1)
feature dhcp

service dhcp
ip dhcp relay

ip dhcp relay information option
ip dhcp relay information option vpn
ipvée dhcp relay

interface Vl1anl001
ip dhcp relay address 192.1.42.3
ip dhcp relay source—interface loopbackl

debug =~ > KO H F14

WIZRT DI, DHCP DA VX T T T 4T —tr  ADr sy N X o 7T,

3636-1# ethanalyzer local interface inband display-filter
"udp.srcport==67 or udp.dstport==67" limit-captured frames 0

Capturing on inband

20150824 09:31:
ID 0x860cdl3
20150824 09:31:
ID 0x860cdl3
20150824 09:31:

0x860cdl3
20150824 09:31:
ID 0x860cdl3
20150824 09:31:

ID 0x860cdl3
20150824 09:31:
ID 0x860cdl3
20150824 09:31:
0x860cdl3
20150824 09:31:
0x860cdl3

38.129393

38.129952

40.130134

40.130552

40.130990

40.131457

40.132009

40.132268

0.0.0.0 -> 255.255.255.255 DHCP DHCP Discover - Transaction
11.11.11.11 -> 192.1.42.3 DHCP DHCP Discover - Transaction
192.1.42.3 -> 11.11.11.11 DHCP DHCP Offer - Transaction ID
172.16.16.1 -> 172.16.16.11 DHCP DHCP Offer - Transaction
0.0.0.0 -> 255.255.255.255 DHCP DHCP Request - Transaction
11.11.11.11 -> 192.1.42.3 DHCP DHCP Request - Transaction
192.1.42.3 -> 11.11.11.11 DHCP DHCP ACK - Transaction ID

172.16.16.1 -> 172.16.16.11 DHCP DHCP ACK - TransactionID

GE)

Ethanalyzer 39X CTO DHCP N7 v b & ¥ v 7 F ¥ TEX 72\ Al HE
PERH Y ETH, 2L, T VEZHERREO A R RORIRIZ

N & 572D T,

kR

ZAUX SPAN i35 Z &L ChIBECTE &

[ Cisco Nexus 3600 2 1 v F NX-0S VXLAN #f54 K. 1)1y —Z 106 (x)



I VXLAN BGP EVPN # DHCP ') L —

VXLAN BGP EVPN # () DHCP ') L — .

« DHCP Discover /3% v b 3636-1 {Z DHCP H— N— |25 STV ET,
giaddr /X 11.11.11.11 (loopbackl) [ZEXE & 4L, ZAUTIL U TH T AT > = > 5/11/151 % 5%

ELiTO

Bootstrap Protocol
Message type: Boot Request (1)
Hardware type: Ethernet (0x01)
Hardware address length: 6
Hops: 1
Transaction ID: 0x0860cdl3
Seconds elapsed: O
Bootp flags: 0x0000 (unicast)
Client IP address: 0.0.0.0 (0.0.0.0)

Your (client) IP address: 0.0.0.0 (0.0.0.0)

Next server IP address: 0.0.0.0 (0.0.0.0)

Relay agent iP address: 11.11.11.11 (11.11.11.11)

Client MAC address: Hughes 01:51:51 (00:00:10:01:51:51)
Client hardware address padding: 00000000000000000000

Server host name not given
Boot file name not given
Magic cookie: DHCP
Option: (53) DHCP Message Type
Length: 1
DHCP: Discover (1)
Option: (55) Parameter Request List
Option: (61) Client Identifier
Option: (82) Agent Information Option
Length: 47
Option 82 suboption: (1) Agent Circuit ID
Option 82 suboption: (151) Agent Remote ID

Option 82 suboption: (11) Server ID Override

Length: 4

Server ID override: 172.16.16.1 (172.16.16.1)

Option 82 suboption: (5) Link selection
Length: 4
Link selection: 172.16.16.0 (172.16.16.0)

ASR1K-DHCP# sh ip dhcp bin

Bindings from all pools not associated with VREF:

IP address ClientID/Lease expiration Type State Interface

Hardware address/
User name

Bindings from VRF pool vxlan-900001:

IP address ClientID/Lease expiration Type State Interface

Hardware address/
User name

172.16.16.10 0100.0010.0175.75 Aug 25 2015 10:02 AM Automatic Active

GigabitEthernet2/1/0

172.16.16.11 0100.0010.0151.51 Aug 25 2015 09:50 AM Automatic Active

GigabitEthernet2/1/0

3636-1# sh ip route vrf vxlan-900001
IP Route Table for VRF "vxlan-900001"
'*' denotes best ucast nexthop

'**' denotes best mcast nexthop
'[x/y]"' denotes [preference/metric]
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'$<string>' in via output denotes VRF <string>

11.11.11.11/32, ubest/mbest: 2/0, attached
*via 11.11.11.11, Lol, [0/0], 19:13:56, local

*via 11.11.11.11, Lol, [0/0], 19:13:56, direct

22.22.22.22/32, ubest/mbest: 1/0

VXLAN BGP EVPN A DHCP ') L — I

*via 2.2.2.2%default, [200/0], 19:13:56, bgp65535,internal, tag 65535 (evpn)segid:

900001 tunnelid: 0x2020202
encap: VXLAN
172.16.16.0/20, ubest/mbest: 1/0, attached
*via 172.16.16.1, V1anl001, [0/0], 19:13:56,
172.16.16.1/32, ubest/mbest: 1/0, attached
*via 172.16.16.1, V1anl001, [0/0], 19:13:56,
172.16.16.10/32, ubest/mbest: 1/0

*via 2.2.2.2%default, [200/0], 00:01:27, bgp65535,
internal, tag 65535 (evpn)segid: 900001 tunnelid:

encap: VXLAN
172.16.16.11/32, ubest/mbest: 1/0, attached

*via 172.16.16.11, Vv1anl001, [190/0], 00:13:56,

192.1.42.0/24, ubest/mbest: 1/0, attached

*via 192.1.42.1, VlanlO, [0/0], 00:36:08, direct

192.1.42.1/32, ubest/mbest: 1/0, attached

*via 192.1.42.1, VlanlO, [0/0], 00:36:08, local
9372-1# ping 172.16.16.10 vrf vxlan-900001 cou 1

PING 172.16.16.10 (172.16.16.10): 56 data bytes

0x2020202

64 bytes from 172.16.16.10: icmp_seq=0 ttl=62 time=0.808 ms

- 172.16.16.10 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss

round-trip min/avg/max = 0.808/0.808/0.808 ms

3636-1# ping 172.16.16.11 vrf vxlan-900001 cou 1

PING 172.16.16.11 (172.16.16.11): 56 data bytes

64 bytes from 172.16.16.11: icmp_seq=0 ttl=63 time=0.872 ms

- 172.16.16.11 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss

round-trip min/avg/max = 0.872/0.871/0.872 ms

T+ > EVRF (VRFX) I2HB0 5472 RGBS TF 2 FVRF (VRFY) [2HBH—/N
DHCP V- — NI F > k VRF vxlan-900002 D &AL C, DHCP B 7w v AU ¥

FADY L — 2=V MIT 7 BATED LI ICENET,

Z Z Tl loopback2 Z{# H L

T, DHCP VUV L— Ry hOEELT FLALEINTWVWHIZ=—F v A NPT KL AZTN

TlalbEEL £,

3636-1# sh run int vl 10
!Command: show runningconfig interface V1anlO
!Time: Tue Aug 6 08:48:22 2018

version 9.2 (1)

interface V1anlO
no shutdown
vrf member vx1an900002
ip address 192.1.42.1/24

3636-1# sh run int lo2

!Command: show runningconfig interface loopback2
!Time: Tue Aug 7 08:48:57 2018

version 9.2 (1)

interface loopback?2
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vrf member vx1an900002
ip address 33.33.33.33/32

3636-2# sh run int lo2
!Command: show runningconfig interface loopback2
!Time: Tue Aug 7 08:48:44 2018
version 9.2 (1)
interface loopback?2
vrf member vx1an900002
ip address 44.44.44.44/32

9372-1#% ping 192.1.42.3 vrf vxlan-900002 source 33.33.33.33 cou 1
PING 192.1.42.3 (192.1.42.3) from 33.33.33.33: 56 data bytes

64 bytes from 192.1.42.3: icmp seq=0 ttl=254 time=0.544 ms

- 192.1.42.3 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.544/0.544/0.544 ms

3636-2# ping 192.1.42.3 vrf vxlan-900002 source 44.44.44.44 count 1
PING 192.1.42.3 (192.1.42.3) from 44.44.44.44: 56 data bytes

64 bytes from 192.1.42.3: icmp seq=0 ttl=253 time=0.678 ms

- 192.1.42.3 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.678/0.678/0.678 ms

DHCP UV L —ZE
* 3636-1

3636—1# sh run dhcp

!Command: show running—config dhcp
!Time: Mon Aug 6 08:26:00 2018

version 9.2(1)
feature dhcp

service dhcp

ip dhcp relay

ip dhcp relay information option

ip dhcp relay information option vpn
ipvée dhcp relay

interface V1anlOOl
ip dhcp relay address 192.1.42.3 use—vrf vxlan—900002
ip dhcp relay source—interface loopback2

3636-2

!Command: show running-config dhcp
!Time: Mon Aug 6 08:26:16 2018

version 9.2(1)
feature dhcp

service dhcp

ip dhcp relay

ip dhcp relay information option

ip dhcp relay information option vpn
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ipvée dhcp

interface
ip dhcp
ip dhcp

VXLAN BGP EVPN A DHCP ') L — I

relay

V1aniOOl
relay address 192.1.42.3 use-vrf vxlan—900002
relay source—interface loopback2

debug =~ > KD H T3

WIRT DL, DHCP DA VXTI T 4T 2~ ADNry N X7 TY,

3636-1# ethanalyzer local interface inband display-filter "udp.srcport==67 or
udp.dstport==67" limit-captured-frames 0
Capturing on inband

20180806 08:59:
ID Ox3eebccae
20180806 08:59:
ID Ox3eebccae
20180806 08:59:
Ox3eebccae
20180806 08:59:
ID Ox3eebccae
20180806 08:59:
ID Ox3eebccae
20180806 08:59:
ID Ox3eebccae
20180806 08:59:
Ox3eebccae
20180806 08:59:
Ox3eebccae

Ebiﬁqo

35.758314 0.0.0.0 -> 255.255.255.255 DHCP DHCP Discover - Transaction

35.758878 33.33.33.33 -> 192.1.42.3 DHCP DHCP Discover - Transaction
37.759560 192.1.42.3 -> 33.33.33.33 DHCP DHCP Offer - Transaction ID
37.759905 172.16.16.1 -> 172.16.16.11 DHCP DHCP Offer - Transaction
37.760313 0.0.0.0 -> 255.255.255.255 DHCP DHCP Request - Transaction
37.760733 33.33.33.33 -> 192.1.42.3 DHCP DHCP Request - Transaction
37.761297 192.1.42.3 -> 33.33.33.33 DHCP DHCP ACK - Transaction ID
37.761554 172.16.16.1 -> 172.16.16.11 DHCP DHCP ACK - Transaction ID

DHCP Discover /X% > bk 3636-1 |Z DHCP - — X—|ZkfE SN TWVWET,
giaddr (3 33.33.33.33 (loopback2) |ZRXE S4L, EAUTIG U TH T A7 T a v 5/11/151 %5

Ean
AX

Bootstrap Protocol

Message type:

Hardware type:
Hardware address length:

Hops: 1

Transaction ID: Ox3eebccae
Seconds elapsed: O

Bootp flags:

Client IP address:

Your (client)

Next server IP address:
Relay agent IP address:
Client MAC address:
Client hardware address padding:

Boot Request (1)
Ethernet (0x01)
6
0x0000 (unicast)
0.0.0.0 (0.0.0.0)

IP address: 0.0.0.0 (0.0.0.0)
0.0.0.0 (0.0.0.0)
33.33.33.33 (33.33.33.33)

i-iughes 01:51:51 (00:00:10:01:51:51)
00000000000000000000

Server host name not given
Boot file name not given

Magic cookie: DHCP
Option: (53) DHCP Message Type
Length: 1
DHCP: Discover (1)
Option: (55) Parameter Request List
Option: (61) client identifier
Option: (82) Agent Information option
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Length: 47
Option 82 Suboption:
Option 82 suboption:
Option 82 suboption:
Option 82 Suboption:

Length: 4

Server ID Override: 172.16.16.1 (172.16.16.1)
Option 82 Suboption: (5) Link selection

Length: 4

Link selection: 172.16.16.0 (172.16.16.0)

) Agent circuit W

) Agent Remote 10

51) VRF name/VPN ID
1) Server ID Override

TFTURVRFIZHBE Y AT bEFETTAHIL EDIEVXLAN VRF (28 5 H—/

DHCP $—/N[3& B VRF IZELE S0, MO A & —7 = A A% L CRIER[GETY, T
CTIPT L AT 10.122.164.147 ICEH S E T,

3636-1# sh run int mO0
!Command: show running-config interface mgmtO
!Time: Tue Aug 7 09:17:04 2018
version 9.2 (1)
interface mgmtO
vrf member management
ip address 10.122.165.134/25

3636-1# ping 10.122.164.147 vrf management cou 1

PING 10.122.164.147 (10.122.164.147): 56 data bytes

64 bytes from 10.122.164.147: icmp seg=0 ttl=251 time=1.024 ms
- 10.122.164.147 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 1.024/1.024/1.024 ms

3636-2# sh run int mO0
!Command: show running-config interface mgmtO
!Time: Tue Aug 25 09:17:47 2015
version 7.0(3)I1(3)
interface mgmtO
vrf member management
ip address 10.122.165.148/25

3636-2# ping 10.122.164.147 vrf management cou 1

PING 10.122.164.147 (10.122.164.147): 56 data bytes

64 bytes from 10.122.164.147: icmp_seg=0 ttl=251 time=1.03 ms
- 10.122.164.147 ping statistics -

1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 1.03/1.03/1.03 ms

DHCP UV L —ZE
* 3636-1

3636—1# sh run dhcp 3636—2# sh run dhcp

!Command: show running-config dhcp
!Time: Mon Aug 6 08:26:00 2018

version 9.2 (1)
feature dhcp
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service dhcp

ip dhcp relay

ip dhcp relay information option

ip dhcp relay information option vpn
ipvée dhcp relay

interface V1anlOOl
ip dhcp relay address 10.122.164.147 use—vrf management

3636-2

3636-2# sh run dhcp
!Command: show running-config dhcp
!Time: Tue Aug 7 09:17:47 2018

version 9.2(1)
feature dhcp

service dhcp

ip dhcp relay

ip dhop relay information option

ip dhcp relay information option vpn
ipvée dhcp relay

interface V1anlOOl
ip dhcp relay address 10.122.164.147 use—vrf management

debug =~ > KD H F14

3

WIZRT DL, DHCP DA VX T T T 4T =l ADNr sy b X7 T,

3636-1# ethanalyzer local interface inband display-filter "udp.srcport==67 or

udp.dstport==67" limit-captured-frames 0

Capturing on inband

20180806 09:30:54.214998 0.0.0.0 -> 255.255.255.255 DHCP DHCP Discover - Transaction
ID 0x28a8606d

20180806 09:30:56.216491 172.16.16.1 -> 172.16.16.11 DHCP DHCP Offer - Transaction
ID 0x28a8606d

20180806 09:30:56.216931 0.0.0.0 -> 255.255.255.255 DHCP DHCP Request - Transaction
ID 0x28a8606d

20180806 09:30:56.218426 172.16.16.1 -> 172.16.16.11 DHCP DHCP ACK - Transaction ID
0x28a8606d

3636-1# ethanalyzer local interface mgmt display-filter "ip.src==10.122.164.147 or

ip.dst==10.122.164.147" limit-captured-frames 0

Capturing on mgmtO

20180806 09:30:54.215499 10.122.165.134 -> 10.122.164.147 DHCP DHCP Discover -

Transaction ID 0x28a8606d

20180806 09:30:56.216137 10.122.164.147 -> 10.122.165.134 DHCP DHCP Offer - Transaction
ID 0x28a8606d

20180806 09:30:56.217444 10.122.165.134 -> 10.122.164.147 DHCP DHCP Request -

Transaction ID 0x28a8606d

20180806 09:30:56.218207 10.122.164.147 -> 10.122.165.134 DHCP DHCP ACK - Transaction
ID 0x28a8606d

DHCP Discover X% > b 3636-1 /X DHCP — _—IZEE &N TWET,
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giaddr [ 10.122.165.134 (mgmt0) (ZFXE S, TAUTIS L TH 7 A7 2 3 o 511/151 3%
El./ijqo

Bootstrap Protocol
Message type: Boot Request (1)
Hardware type: Ethernet (0x01)
Hardware address length: 6
Hops: 1
Transaction ID: 0x28a8606d
Seconds elapsed: O
Bootp flags: 0x0000 (Unicast)
Client IP address: 0.0.0.0 (0.0.0.0)
Your (client) IP address: 0.0.0.0 (0.0.0.0)
Next server IP address: 0.0.0.0 (0.0.0.0)
Relay agent IP address: 10.122.165.134 (10.122.165.134)
Client MAC address: Hughes 01:51:51 (00:00:10:01:51:51)
Client hardware address padding: 00000000000000000000
Server host name not given
Boot file name not given
Magic cookie: DHCP
Option: (53) DHCP Message Type
Length: 1
DHCP: Discover (1)
Option: (55) Parameter Request List
Option: (61) Client identifier
Option: (82) Agent Information Option
Length: 47
Option 82 Suboption: (1) Agent Circuit ID
Option 82 Suboption: (2) Agent Remote ID
Option 82 Suboption: (151) VRF name/VPN ID
Option 82 Suboption: (11) Server ID Override
Length: 4
Server ID Override: 172.16.16.1 (172.16.16.1)
Option 82 Suboption: (5) Link selection
Length: 4
Link selection: 172.16.16.0 (172.16.16.0)

VPC E 7 DRI

KOFITIX, DHCP U L — A DA — =L A VLAN IZ$H D VPC ETHDONL—T 4 7%
MR L £,
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N7K1-MPLS "E‘” N7K1-MPLS
: || =
Spine EVPN nn
=S EE-'50\,<'E1:‘4 fE2115

Vrf vxlan-external-net
Lod444 4444

E2/y E251>C < Epj13 |

. Jc-_ln 230.0.160.1
“a

_ E1/53 =T

130 Ei3 \E1f4? \E1f4? \ Euz

Leaf n5i72-324@51° N93T2-42

N9372-43 NO372-44 N3172 31
B E1/6 Yac)

EVEN RR E1I1 7 H‘., E1.’4—B

VTEP vPC VTEP VTEP
10.0.0.42 10.0.0.100 10.0.0.31 (N3K)

/
/

| 3750-17
ASR1004-10

f(:jf

Vg i
CSR61.10.0.1 161 SJRP-XPO1

Vlan1602 10.160.2.201 % Vlan1601

«DHCP V—E 2% A % —7 M2 LE T,

L
: [

349873

service dhcp

*DHCP J L—%FRELET,

ip dhcp relay

ip dhcp relay information option

ip dhcp relay sub-option type cisco
ip dhcp relay information option vpn

*DHCP VJ L— ¥ —VE ZAZME LT 25 VRF TL—7 Ny 7 Z{Ek LE 1,

interface loopback601
vrf member evpn-tenant-kkl
ip address 160.1.0.43/32
ip router ospf 1 area 0 /* Only required for VPC VTEP. */

e LA ¥ 3VRFBGP IZ LoX &7 RAXH A4 XL FE T,

Router bgp 2
vrf X
network 10.1.1.42/32
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«VRF TSVIIZDHCP UV L—%2FELFET,

interface Vlanlé01
vrf member evpn-tenant-kkl
ip address 10.160.1.254/24
fabric forwarding mode anycast-gateway
ip dhcp relay address 10.160.2.201
ip dhcp relay source-interface loopback601

« LA ¥ 3 VNISVI Zip forward THif L £9°,

interface V1anl600
vrf member evpn-tenant-kkl
ip forward

« VPC VRF DJ)L—F 1 > 7 VLAN/SVI Z{ER% L £,

N

(GE)  VPC VTEP TOLME T,

Vlan 1605
interface Vl1anl605
vrf member evpn-tenant-kkl
ip address 10.160.5.43/24
ip router ospf 1 area 0.0.0.41

« VRE V—F ¢ v 7 2B L £ 7,

A\

(G¥)  VPC VTEP TOHMEETT,

router ospf 1
vrf evpn-tenant-kkl
router-id 10.160.5.43

vPC VTEP DHCP ') L — D% E 5l

VPCVLAN 72 &', MCT/ET U > 7 2R TFFA & D VLAN 23X ET DM BEVEITIN R D720
SVI iX VLAN |[ZBHEfT 1T 5 Z LN A[EECTH Y, 7 b VRF NEICTIERR S E T, 2
OSPF 72 &, 7o X —v A Fa harff&o7 o X—v A 7V 70 TR, 2t
N—T 4T TaEATA AL 2ENDTF 2 N VRF #4538 L LET,

HDHNE, V=T 7 Ta haFAD SVIOREB L OLV—T 4 v 7at A FTOT
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T2 ZLRHRETT, 207 7 r—FICLY . F— 0D DISERIE LWIGFTICIR S 41,
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VXLAN BGP EVPN #2> DHCP ') L— I

£ VTEP 8 GIAddr IZOWTERAN—T RNy 7 f B —T o ZAZfERTHZ EMEFES L
\iﬁqo

WITRTOIE, 2 S ORER T,

T o= A V=T (TN TOSVI DFKE :

/* vPC Peer-1 */

router ospf UNDERLAY
vrf tenant-vrf

interface V1an2000
no shutdown
mtu 9216
vrf member tenant-vrf
ip address 192.168.1.1/30
ip router ospf UNDERLAY area 0.0.0.0

/* vPC Peer-2 */

router ospf UNDERLAY
vrf tenant-vrf

interface V1an2000
no shutdown
mtu 9216
vrf member tenant-vrf
ip address 192.168.1.2/30
ip router ospf UNDERLAY area 0.0.0.0

{

MCT K TD vPC BT RIDAX T 4 v 7 )— F & L7z SVIRE :

/* vPC Peer-1 */

interface V1an2000
no shutdown
mtu 9216
vrf member tenant-vrf
ip address 192.168.1.1/30

vrf context tenant-vrf
ip route 192.168.1.2/30 192.168.1.1

/* vPC Peer-2 */

interface V1an2000
no shutdown
mtu 9216
vrf member tenant-vrf
ip address 192.168.1.2/30

vrf context tenant-vrf
ip route 192.168.1.1/30 192.168.1.2
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A

address-family ipv4 unicast 28, 32, 86-87, 102-105, 110, 112-113 neighbor 32, 34-35, 102, 104-105, 110, 112

address-family ipv6 unicast 28, 32, 102, 105, 110, 114

neighbor address 110, 113

address-family 12vpn evpn 32, 34-35, 102-105, 110-112, 114 network 110, 112

address-family vpnv4 unicast 110, 113
advertise 32-33

E

ebgp-multihop 102, 104, 110, 112
enabling feature nv overlay 10
evpn 33

F

fabric forwarding anycast-gateway-mac 30
fabric forwarding mode anycast-gateway 30-31
feature bgp 110-111

feature interface-vlan 110-111

feature mpls 13vpn  110-111

feature mpls segment-routing  110-111

feature nv overlay 27,110, 112

feature vn-segment 27

feature vn-segment-vlan-based 110-111
feature-set mpls  110-111

H

host-reachability protocol bgp 31

import 12vpn evpn reoriginate 102, 105, 110, 113
import vpn unicast reoriginate 111, 114

ip address 29

ip route 0.0.0.0/0 8687

mcast-group 31
member vni 31

no feature nv overlay 35-36

no feature vn-segment-vlan-based 35-36
no nv overlay evpn 35

nv overlay evpn 27, 102-103, 110-111
NVE A > % —7 = A4 ZOHEAL 13

rd auto  27-28, 33, 86-87

redistribute direct route-map 102-103, 110, 112
retain route-target all 34

route-map permitall out 34-35
route-map permitall permit 10 33-34
route-target both 8687

route-target both auto 28, 86-87
route-target both auto evpn 28
route-target export auto 33
route-target import auto 33

router bgp  31-32, 34, 102-103, 110, 112
router-id  31-32

S

send-community extended 32, 34-35, 102-105, 110-111, 113-114
set ip next-hop unchanged 33-34

show bgp 12vpn evpn 59

show bgp 12vpn evpn summary 59

show 12route evpn mac all 60

show 12route evpn mac-ip all 60

show nve peers 59

show nve vni 59

show vxlan interface 59

source-interface config 24

U

update-source 102, 104
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VvV VTEP BELXONNVE A % —7 = A ZAD/ERL 13
vlan 27,29 \
VLAN 75 VXLAN VNI = v ' 7~ 11 L

VLANS va £ 7 AV hsD~ v BV 7O 10
vn-segment 27,29
vni 27-28, 30, 33, 86-87

A2 —TxA4 X 3

VNI DA F v A N I L—T~Dv v Er s 18 1
vif 32 } ‘
vif context  27-28, 30, 86-87 Z=F v AR —T 47 T u b O 12

vrf member 29
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