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はじめに

この前書きは、次の項で構成されています。

•対象読者（ixページ）
•表記法（ixページ）
• Cisco Nexus 3600プラットフォームスイッチの関連資料（xページ）
•マニュアルに関するフィードバック（xiページ）
•通信、サービス、およびその他の情報（xiページ）

対象読者
このマニュアルは、Cisco Nexusスイッチの設置、設定、および維持に携わるネットワーク管
理者を対象としています。

表記法
コマンドの説明には、次のような表記法が使用されます。

説明表記法

太字の文字は、表示どおりにユーザが入力するコマンドおよび

キーワードです。

bold

イタリック体の文字は、ユーザが値を入力する引数です。italic

省略可能な要素（キーワードまたは引数）は、角かっこで囲ん

で示しています。

[x]

いずれか1つを選択できる省略可能なキーワードや引数は、角
カッコで囲み、縦棒で区切って示しています。

[x | y]

必ずいずれか1つを選択しなければならない必須キーワードや
引数は、波かっこで囲み、縦棒で区切って示しています。

{x | y}

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
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説明表記法

角かっこまたは波かっこが入れ子になっている箇所は、任意ま

たは必須の要素内の任意または必須の選択肢であることを表し

ます。角かっこ内の波かっこと縦棒は、省略可能な要素内で選

択すべき必須の要素を示しています。

[x {y | z}]

ユーザが値を入力する変数であることを表します。イタリック

体が使用できない場合に使用されます。

variable

引用符を付けない一組の文字。stringの前後には引用符を使用
しません。引用符を使用すると、その引用符も含めて stringと
みなされます。

string

例では、次の表記法を使用しています。

説明表記法

スイッチが表示する端末セッションおよび情報は、スクリーン

フォントで示しています。

screen フォント

ユーザが入力しなければならない情報は、太字のスクリーン

フォントで示しています。

太字の screen フォント

ユーザが値を指定する引数は、イタリック体の screenフォント
で示しています。

イタリック体の screenフォン

ト

パスワードのように出力されない文字は、山カッコ（< >）で
囲んで示しています。

< >

システムプロンプトに対するデフォルトの応答は、角カッコ

で囲んで示しています。

[ ]

コードの先頭に感嘆符（!）またはポンド記号（#）がある場合
には、コメント行であることを示します。

!、#

Cisco Nexus 3600プラットフォームスイッチの関連資料
Cisco Nexus 3600プラットフォームスイッチ全体のマニュアルセットは、次の URLにありま
す。

http://www.cisco.com/c/en/us/support/switches/nexus-3000-series-switches/
tsd-products-support-series-home.html
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マニュアルに関するフィードバック
このマニュアルに関する技術的なフィードバック、または誤りや記載もれなどお気づきの点が

ございましたら、HTMLドキュメント内のフィードバックフォームよりご連絡ください。ご
協力をよろしくお願いいたします。

通信、サービス、およびその他の情報
•シスコからタイムリーな関連情報を受け取るには、Cisco Profile Managerでサインアップ
してください。

•重要な技術によって求めるビジネス成果を得るには、CiscoServices [英語]にアクセスして
ください。

•サービスリクエストを送信するには、Cisco Supportにアクセスしてください。

•安全で検証済みのエンタープライズクラスのアプリケーション、製品、ソリューション、
およびサービスを探して参照するには、Cisco DevNetにアクセスしてください。

•一般的なネットワーキング、トレーニング、認定関連の出版物を入手するには、CiscoPress
にアクセスしてください。

•特定の製品または製品ファミリの保証情報を探すには、Cisco Warranty Finderにアクセス
してください。

Ciscoバグ検索ツール

CiscoBugSearchTool（BST）は、シスコ製品とソフトウェアの障害と脆弱性の包括的なリスト
を管理する Ciscoバグ追跡システムへのゲートウェイとして機能する、Webベースのツールで
す。BSTは、製品とソフトウェアに関する詳細な障害情報を提供します。
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https://www.ciscopress.com
https://connectthedots.cisco.com/connectdots/serviceWarrantyFinderRequest?fl=wf
https://www.cisco.com/c/en/us/support/web/tools/bst/bsthelp/index.html


Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
xii

はじめに

通信、サービス、およびその他の情報



第 1 章

新機能および変更された機能に関する情報

•新機能および変更された機能に関する情報（1ページ）

新機能および変更された機能に関する情報
表 1 : Cisco Nexus NX-OSリリース 10.6(x)の新機能および変更された機能

参照先変更が行われたリ

リース

説明特長

N/A10.6(1)Fこのリリースで追加され

た新機能はありません。

NA
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第 2 章

概要

•ライセンス要件（3ページ）
•サポートされるプラットフォーム（3ページ）

ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。

•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価可能な
場合があります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

ハードウェアの取り付け手順の詳細については、次を参照してください。『Cisco NX-OS

Licensing Guide』および Cisco NX-OSライセンシングオプションガイド。

サポートされるプラットフォーム
Nexus Switchプラットフォームサポートマトリックスは、次をリストします：

•サポートされている Cisco Nexus 9000および 3000スイッチモデル

• NX-OSソフトウェアリリースバージョン

フルプラットフォーム機能マッピングは、「NexusSwitchプラットフォームサポートマトリッ
クス」を参照します。

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
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https://www.cisco.com/c/dam/en/us/td/docs/Website/datacenter/platform/platform.html
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第 3 章

VXLANの構成

この章は、次の内容で構成されています。

•概要（5ページ）
• VXLANとの ECMPおよび LACP負荷分散（8ページ）
•プライマリ IPアドレスのアドバタイズ（8ページ）
• VXLANの注意事項と制約事項（9ページ）
• VXLAN展開の考慮事項（10ページ）
• VXLANの有効化（10ページ）
• VLANから VXLAN VNIへのマッピング（11ページ）
• NVEユニキャストアドレスのルーティングプロトコルの構成（12ページ）
• NVEインターフェイスの作成および構成（13ページ）
• vPCでの VXLAN VTEPの設定（14ページ）
• VNI複製の構成（18ページ）
•マルチキャストレプリケーションの構成（18ページ）
• VXLANを介した IGMPスヌーピングの設定（19ページ）
• VXLAN QoS構成の確認（20ページ）

概要

VXLANの概要
Cisco Nexus 3600プラットフォームスイッチは、ハードウェアベースの Virtual Extensible LAN
（VXLAN）機能向けに設計されています。レイヤ 3境界を越えてレイヤ 2接続性の拡張を提
供し、VXLANと非 VXLANのインフラストラクチャの間を統合します。仮想化されたそして
マルチテナントなデータセンターデザインは、共通の物理インフラストラクチャにおいて、

共有することができます。

VXLANMAC-in-UDPのカプセル化とトンネリングを使用して、レイヤ3インフラストラクチャ
を越えてレイヤ 2ネットワークを拡張する方法を有効にします。また、共有トランスポート
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ネットワークからテナントレイヤ 2セグメントを分離することで、マルチテナントデータセ
ンターを構築するために VXLANを使用できます。

VXLANゲートウェイとして展開すると、CiscoNexus3600プラットフォームスイッチはVXLAN
セグメントとクラシック VLANセグメントを接続して共通の転送ドメインを作成し、テナン
トデバイスが両方の環境に存在できるようにできます。

VXLANには、次の利点があります：

•データセンター全体でのマルチテナントセグメントの柔軟な配置。

これは、テナントのワークロードがデータセンター内の物理ポッド全域に配置されるよう

に、基盤となる共有ネットワークインフラストラクチャでレイヤ2セグメントを拡張しま
す。

•より多くのレイヤ 2セグメントに対応できるより高い拡張性

VXLANは VXLANネットワーク ID（VNID）と呼ばれる 24ビットのセグメント IDを使
用します。VNIDにより、最大 1600万個のVXLANセグメントを同じ管理ドメイン内で共
存させることができます。（比較すると、従来の VLANは最大 4096個の VLANをサポー
トできる 12ビットのセグメント IDを使用します。）

•基盤となるインフラストラクチャの有効なネットワークパスの使用率。

VXLANパケットは、レイヤ 3ヘッダーに基づいて、基盤となるネットワークを介して転
送されます。等コストマルチパス（ECMP）ルーティングおよびをリンク集約プロトコル
を使用して、有効なすべてのパスを使用します。

VXLANのカプセル化およびパケット形式
VXLANは、レイヤ3ネットワーク上のレイヤ2オーバーレイ方式です。VXLANはMAC-in-UDP
のカプセル化を使用して、データセンターネットワークでレイヤ2セグメントを拡張します。
物理データセンターネットワークでの転送プロトコルは IPと UDPです。

VXLANはMAC-in-UDPのカプセル化方式を定義します。この方式において、元のレイヤ 2フ
レームに VXLANヘッダーが追加され、UDP-IPパケットに置かれます。このMAC-in-UDPの
カプセル化によって、VXLANはレイヤ 3ネットワーク上でレイヤ 2ネットワークをトンネル
します。VXLANのパケット形式を次の図に示します。
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図 1 : VXLANのパケット形式

VXLANは、24ビット VNIDといくつかの予約ビットで構成される 8バイト VXLANヘッダー
を使用します。VXLANヘッダーおよび元のイーサネットフレームは、UDPペイロードにあり
ます。24ビットVNIDは、レイヤ 2セグメントを識別し、セグメント間でレイヤ 2の分離を維
持するために使用されます。VXLANは 1600万個の LANセグメントをサポートできます。

VXLANトンネルエンドポイント
VXLANはVXLANトンネルエンドポイント（VTEP）デバイスを使用してテナントのエンドデ
バイスを VXLANセグメントへマッピングし、VXLANのカプセル化およびカプセル化解除を
実行します。各 VTEPデバイスには 2つのインターフェイスタイプがあります：

•ブリッジングを介したローカルエンドポイント通信をサポートするローカル LANセグメ
ントのスイッチポートインターフェイス

• VXLANカプセル化フレームが送信されるトランスポートネットワークへの IPインター
フェイス

VTEPデバイスは、ループバックインターフェイスの IPアドレスである一意の IPアドレスを
使用して、 IPトランスポートネットワークで識別されます。VTEPデバイスはこの IPアドレ
スを使用してイーサネットフレームをカプセル化し、カプセル化されたパケットを、IPイン
ターフェイスを介して転送ネットワークへ送信します。VTEPデバイスは、受信する VXLAN
トラフィックのリモートVTEP IPアドレスとリモートMACアドレスからVTEP IPへのマッピ
ングを学習します。

VXLANセグメントは基盤となるネットワークトポロジに依存しません。逆に、VTEP間の基
盤となる IPネットワークは、VXLANオーバーレイに依存しません。IPネットワークは、送
信元 IPアドレスとして開始 VTEPを持ち、宛先 IPアドレスとして終端 VTEPまたは、マルチ
キャストグループ IPアドレスを持つ外部 IPアドレスヘッダーに基づいてカプセル化済みパ
ケットをルーティングします。
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VXLANパケット転送フロー
VXLANはVTEP間のステートレストンネルを使用して、レイヤ 3トランスポートネットワー
クを介してオーバーレイレイヤ 2ネットワークのトラフィックを送信します。

VXLANとの ECMPおよび LACP負荷分散
カプセル化されたVXLANパケットは、転送ネットワークのネイティブの転送の決定に基づい
て VTEP間で転送されます。ほとんどのデータセンタートランスポートネットワークは、さ
まざまなマルチパスロードシェアリングテクノロジーを利用して使用可能なすべてのパスに

トラフィックの負荷を分散する、複数の冗長パスで設計および展開されています。

一般的なVXLANトランスポートネットワークは、標準規格の IP等コストマルチパス（ECMP）
を使用して複数のベストパス間でトラフィック負荷を分散する IPルーティングネットワーク
です。シーケンス外のパケット転送を避けるため、フローベースのECMPが一般的に導入され
ています。ECMPフローは、送信元と接続先の IPアドレス、およびオプションで IPパケット
ヘッダー内の送信元と接続先の TCPまたは UDPポートによって定義されます。

VTEPペア間の VXLANパケットフローはすべて、同じ接続先送信元 IPアドレスと接続先 IP
アドレスを持ちます。すべてのVTEPデバイスは、インターネットAllocatedNumbersAuthority
（IANA）が割り当てた UDPポート 4789かお客様構成のポート。トランスポートネットワー
クの観点からVXLANフローを区別できるECMPフロー定義の唯一の変数要素は、送信元UDP
ポートです。ルーティングおよびECMPの決定に基づいて解決された出力インターフェイスが
LACPポートチャネルである場合、Link Aggregation Control Protocol（LACP）ハッシュでは同
様の状況が発生します。LACPは、 VXLAN外部パケットヘッダーをリンクのロードシェア
ハッシュに使用します。これにより、送信元 UDPポートが VXLANフローを一意に識別でき
る唯一の要素になります。

VXLANの Cisco Nexus 3600プラットフォームスイッチの実装では、内部フレームのヘッダー
のハッシュが VXLAN送信元 UDPポートとして使用されます。その結果、 VXLANフローを
一意にすることができます。IPアドレスと UDPポートの組み合わせは外部ヘッダーにあり、
パケットはアンダーレイトランスポートネットワークを通過します。

プライマリ IPアドレスのアドバタイズ
vPC対応リーフまたはボーダーリーフスイッチでは、デフォルトで、すべてのレイヤ 3ルー
トがリーフスイッチ VTEPのセカンダリ IPアドレス（VIP）を BGPネクストホップ IPアド
レスとしてアドバタイズされます。プレフィックスルートとリーフスイッチで生成されたルー

トは、vPCリーフスイッチ間で同期されません。これらのタイプのルートの BGPネクスト
ホップとして VIPを使用すると、トラフィックが誤った vPCリーフまたはボーダーリーフス
イッチに転送され、ブラックホールになる可能性があります。vPC対応リーフまたはボーダー
リーフスイッチで BGPのプレフィックスルートまたはループバックインターフェイスルー
トをアドバタイズするときにネクストホップとしてプライマリ IPアドレス（PIP）を使用する
ようにプロビジョニングすると、これらのタイプのアドバタイズ時に、BGPネクストホップ
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として PIPを選択できます。これにより、トラフィックは常に正しい vPC対応リーフまたは
ボーダーリーフスイッチに転送されます。

PIPをアドバタイズするための設定コマンドは advertise-pipです。

以下に設定サンプルを示します。

switch(config)# router bgp 65536
address-family 12vpn evpn
advertise-pip

interface nve 1
advertise virtual-rmac

advertise-pipコマンドは、vPCがイネーブルの場合にプレフィックスルートまたはリーフ生成
ルートをアドバタイズするときに、BGPがネクストホップとして PIPを使用できるようにし
ます。

VIPで VMAC（仮想MAC）が使用され、VIP/PIP機能が有効になっている場合は、システム
MACが PIPで使用されます。

advertise-pipおよび advertise virtual-rmacコマンドをイネーブルにすると、タイプ 5ルートは
PIPでアドバタイズされ、タイプ 2ルートは引き続き VIPでアドバタイズされます。さらに、
VMACは VIPで使用され、システムMACは PIPで使用されます。

この機能を正しく動作させるには、advertise-pipおよび advertise-virtual-rmacコマンドを同時
に有効または無効にする必要があります。一方を有効または無効にすると、無効な設定と見な

されます。

（注）

VXLANの注意事項と制約事項
VXLANには、次の注意事項と制限事項があります。

• IGMPスヌーピングは VXLAN VLANではサポートされています。

• VXLANレイヤ 2ゲートウェイ機能は、サポートされています。

• VXLANフラッドおよび学習機能はサポートされていません。

•ネットワークが VXLANヘッダーの追加の 50バイトに対応できることを確認します。

•スイッチでは 1つの網仮想化 Edge（NVE）インターフェイスのみがサポートされます。

•非デフォルト仮想およびルーティング転送（VRF）インスタンス内のレイヤ 3 VLANアッ
プリンクは、サポートされいません。

• VXLANカプセル化されたトラフィックを伝送するポートのスイッチドポートアナライザ
（SPAN）はサポートされていません。

•レイヤ 3 VPN付きの VXLANは、サポートされていません。
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•入力レプリケーションを使用した VXLANはサポートされていません。

• MLDスヌーピングは VXLAN VLANではサポートされていません。

• ACL、QoSポリシーは VXLAN VLANではサポートされません。

• DHCPスヌーピングは VXLAN VLANではサポートされません。

• L3VNIのVLANを vPCピアリンクトランクの許可VLANリストに追加する必要がありま
す。

VXLAN展開の考慮事項
次に、VXLAN展開時の考慮事項の一部を示します：

•ループバックインターフェイスIPは、転送ネットワークでVTEPデバイスを一意に識別す
るために使用されます。

•コアで IPマルチキャストのルーティングを確立するには、IPマルチキャストの構成、PIM
の構成、およびランデブーポイント（RP）の構成が必要です。

• VTEP-to-VTEPユニキャストの到達可能性は、いずれかの IGPプロトコルを介して構成で
きます。

• VXLANマルチキャストトラフィックは、常に RPT共有ツリーを使用する必要がありま
す。

• VTEPでのマルチキャストグループの RPがサポートされている設定です。ただし、スパ
インレイヤ/アップストリームデバイスでマルチキャストグループの RPを構成する必要
があります。すべてのマルチキャストトラフィックがRPを通過するので、このトラフィッ
クをスパインレイヤ/アップストリームデバイスに転送する方が効率的です。

VXLANの有効化
VXLANの有効化には、次の操作が含まれます：

• VXLAN機能をイネーブルにします。

• VLANから VNセグメントへのマッピングの有効化

始める前に

VXLAN Enterpriseライセンスがインストールされていることを確認してください。

手順の概要

1. switch# configure terminal
2. switch(config)# [no] feature nv overlay

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
10

VXLANの構成

VXLAN展開の考慮事項



3. switch (config)# [no] feature vn-segment-vlan-based

4. （任意） switch(config)# copy running-config startup-config

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

VXLAN機能をイネーブルにします。switch(config)# [no] feature nv overlayステップ 2

すべての VXLANブリッジドメインにグローバル
モードを設定します。

switch (config)# [no] feature vn-segment-vlan-basedステップ 3

VLANから VN-Segmentへのマッピングの有効化
VLANから VNセグメントへのマッピングは、常に
1対 1です。

リブートおよびリスタート時に実行コンフィギュ

レーションをスタートアップコンフィギュレーショ

ンにコピーして、変更を継続的に保存します。

（任意） switch(config)# copy running-config
startup-config

ステップ 4

例

次に、 VXLANをイネーブルにし、 VLANから VNセグメントへのマッピングを構成
する例を示します。

switch# configure terminal
switch(config)# feature nv overlay
switch(config)# feature vn-segment-vlan-based
switch(config)# copy running-config startup-config

VLANから VXLAN VNIへのマッピング

手順の概要

1. switch# configure terminal
2. switch(config)# vlan vlan-id

3. switch(config-vlan)# vn-segment vnid

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
11

VXLANの構成

VLANから VXLAN VNIへのマッピング



手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

VLANを指定します。switch(config)# vlan vlan-idステップ 2

VXLAN仮想ネットワーク ID（VNID）を指定しま
す。vnidの値の範囲は 1～ 16777214です。

switch(config-vlan)# vn-segment vnidステップ 3

例

次に、VLANを VXLAN VNIにマッピングする例を示します：
switch# configure terminal
switch(config)# vlan 3100
switch(config-vlan)# vn-segment 5000

NVEユニキャストアドレスのルーティングプロトコルの
構成

NVEユニキャストアドレスのルーティングプロトコルの構成

• NVEの到達可能性のための専用ループバックインターフェイスの設定。

•ルーティングプロトコルネットワークタイプの構成。

•インターフェイスのルーティングプロトコルインスタンスとエリアの指定。

•マルチキャストレプリケーションの場合に PIMスパースモードを有効化します。

Open Shortest Path First（OSPF）は、例では、ルーティングプロトコルとして使用されます。（注）

手順の概要

1. switch# configure terminal
2. switch(config)# interface loopback instance

3. switch(config-if)# ip address ip-address/length

4. switch(config-if)# ip ospf network {broadcast | point-to-point}
5. switch(config-if)# ip router ospf instance-tag area area-id
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6. switch(config-if)# ip pim sparse-mode

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

NVEインターフェイスの専用のループバックイン
ターフェイスを作成します。instanceの範囲は 0～
1023です。

switch(config)# interface loopback instanceステップ 2

このインターフェイスの IPアドレスを設定します。switch(config-if)# ip address ip-address/lengthステップ 3

OSPFネットワークタイプをインターフェイスのデ
フォルト以外のタイプに構成します。

switch(config-if)# ip ospf network {broadcast |
point-to-point}

ステップ 4

インターフェイスに OSPFインスタンスとエリアを
指定します。

switch(config-if)# ip router ospf instance-tag area area-idステップ 5

現在のインターフェイスで PIMスパースモードを
イネーブルにします。デフォルトではディセーブル

になっています。

switch(config-if)# ip pim sparse-modeステップ 6

マルチキャストレプリケーションの場合は、PIMス
パースモードを有効にします。

例

NVEユニキャストアドレスのルーティングプロトコルの構成
switch# configure terminal
switch(config)# interface loopback 10
switch(config-if)# ip address 222.2.2.1/32
switch(config-if)# ip ospf network point-to-point
switch(config-if)# ip router ospf 1 area 0.0.0.0

NVEインターフェイスの作成および構成
NVEインターフェイスは、VXLANトンネルを開始および終了するオーバーレイインターフェ
イスです。NVE（オーバーレイ）インターフェイスを作成および構成できます。

手順の概要

1. switch# configure terminal
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2. switch(config)# interface nve instance

3. switch(config-if-nve)# source-interface loopback instance

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

VXLANトンネルを開始および終了するVXLANオー
バーレイインターフェイスを作成します。

switch(config)# interface nve instanceステップ 2

（注）

スイッチでは 1つの NVEインターフェイスのみ使
用できます。

送信元インターフェイスを指定します。switch(config-if-nve)# source-interface loopback instanceステップ 3

送信元インターフェイスは、有効な/32 IPアドレス
を持つスイッチ上に設定されているループバックイ

ンターフェイスにする必要があります。この/32 IP
アドレスは、転送ネットワークの中継ルータおよび

リモート VTEPによって認識される必要がありま
す。

例

次の例は、NVEインターフェイスを作成と構成する方法を示しています：
switch# configure terminal
switch(config)# interface nve 1
switch(config-if-nve)# source-interface loopback 10

vPCでの VXLAN VTEPの設定

手順の概要

1. グローバルコンフィギュレーションモードを開始します。

2. デバイスの vPC機能を有効にします。
3. デバイスのインターフェイス VLAN機能を有効にします。
4. デバイスの LACP機能を有効にします。
5. デバイスの PIM機能を有効にします。
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6. デバイスの OSPF機能を有効にします。
7. アンダーレイマルチキャストグループ範囲の PIM RPアドレスを定義します
8. バックアップリンクとして使用する VLANを作成します。
9. ACLデータベースの TCAMリージョンをカービングします。
10. VXLANで使用する TCAMリージョンを割り当てます。
11. vPCピアリンク上のバックアップルーテッドパスに使用する SVIを作成します。
12. プライマリおよびセカンダリ IPアドレスを作成します。
13.

14. vPCドメインを作成します。
15. vPCピアキープアライブリンクのリモートエンドの IPv4アドレスを設定します。
16. vPCドメインでピアゲートウェイを有効にします。
17. vPCドメインでピアスイッチを有効にします。
18. vPCドメインで IP ARP同期を有効にして、デバイスのリロード後の ARPテーブルの生

成を高速化します。

19. （任意） vPCドメインで IPv6 nd同期を有効にして、デバイスのリロード後の ndテーブ
ルの設定を高速化します。

20. vPCピアリンクポートチャネルインターフェイスを作成し、2つのメンバーインター
フェイスを追加します。

21. STP hello-time、forward-time、および max-age timeを変更します。
22. （任意） SVIの遅延復元タイマーを有効にします。

手順の詳細

手順

ステップ 1 グローバルコンフィギュレーションモードを開始します。

switch# configure terminal

ステップ 2 デバイスの vPC機能を有効にします。
switch(config)# feature vpc

ステップ 3 デバイスのインターフェイス VLAN機能を有効にします。
switch(config)# feature interface-vlan

ステップ 4 デバイスの LACP機能を有効にします。
switch(config)# feature lacp

ステップ 5 デバイスの PIM機能を有効にします。
switch(config)# feature pim

ステップ 6 デバイスの OSPF機能を有効にします。
switch(config)# feature ospf
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ステップ 7 アンダーレイマルチキャストグループ範囲の PIM RPアドレスを定義します
switch(config)# ip pim rp-address 192.168.100.1 group-list 224.0.0/4

ステップ 8 バックアップリンクとして使用する VLANを作成します。
switch(config)# vlan 10

ステップ 9 ACLデータベースの TCAMリージョンをカービングします。
switch(config)# hardware access-list tcam region mac-ifacl 0

（注）

このコマンドは、Cisco Nexus 36180YC-Rおよび 3636C-R vPCリーフスイッチにのみ適用されます。

ステップ 10 VXLANで使用する TCAMリージョンを割り当てます。
switch(config)# hardware access-list tcam region vxlan 10

（注）

このコマンドは、Cisco Nexus 36180YC-Rおよび 3636C-R vPCリーフスイッチにのみ適用されます。

ステップ 11 vPCピアリンク上のバックアップルーテッドパスに使用する SVIを作成します。
switch(config)# interface vlan 10
switch(config-if)# ip address 10.10.10.1/30
switch(config-if)# ip router ospf UNDERLAY area 0
switch(config-if)# ip pim sparse-mode
switch(config-if)# no ip redirects
switch(config-if)# mtu 9216

ステップ 12 プライマリおよびセカンダリ IPアドレスを作成します。
switch(config)# interface loopback 0
switch(config-if)# description Control_plane_Loopback
switch(config-if)# ip address x.x.x.x/32
switch(config-if)# ip address y.y.y.y/32 secondary
switch(config-if)# ip router ospf process tag area area id
switch(config-if)# ip pim sparse-mode
switch(config-if)# no shutdown

ステップ 13 switch(config)# interface loopback 1
switch(config-if)# description Data_Plane_loopback
switch(config-if)# ip address z.z.z.z/32
switch(config-if)# ip router ospf process tag area area id
switch(config-if)# ip pim sparse-mode
switch(config-if)# no shutdown

ステップ 14 vPCドメインを作成します。
switch(config)# vpc domain 10

ステップ 15 vPCピアキープアライブリンクのリモートエンドの IPv4アドレスを設定します。
switch(config-vpc-domain)# peer-keepalive destination 172.28.x.x

（注）

vPCピアキープアライブリンクを設定するまで、vPCピアリンクは構成されません。
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管理ポートと VRFがデフォルトです。

（注）

独立したVRFを設定し、vPCピアキープアライブリンクのためのVRF内の各 vPCピアデバイスからの
レイヤ 3ポートを使用することを推奨します。VRFの作成および設定の詳細については、『Cisco Nexus
3600 Series NX-OS Unicast Routing Configuration Guide』を参照してください。

ステップ 16 vPCドメインでピアゲートウェイを有効にします。
switch(config-vpc-domain)# peer-gateway

（注）

この機能を正常に動作させるために、この vPCドメインのすべてのインターフェイス VLAN上で IPリ
ダイレクトをディセーブルにします。

ステップ 17 vPCドメインでピアスイッチを有効にします。
switch(config-vpc-domain)# peer-switch

（注）

この機能を正常に動作させるために、この vPCドメインのすべてのインターフェイス VLAN上で IPリ
ダイレクトをディセーブルにします。

ステップ 18 vPCドメインで IP ARP同期を有効にして、デバイスのリロード後の ARPテーブルの生成を高速化しま
す。

switch(config-vpc-domain)# ip arp synchronize

ステップ 19 （任意） vPCドメインで IPv6 nd同期を有効にして、デバイスのリロード後の ndテーブルの設定を高速
化します。

switch(config-vpc-domain)# ipv6 nd synchronize

ステップ 20 vPCピアリンクポートチャネルインターフェイスを作成し、2つのメンバーインターフェイスを追加し
ます。

switch(config)# interface port-channel 1
switch(config-if)# switchport
switch(config-if)# switchport mode trunk
switch(config-if)# switchport trunk allowed vlan 1,100-200
switch(config-if)# mtu 9216
switch(config-if)# vpc peer-link
switch(config-if)# no shutdown
switch(config-if)# interface Ethernet 1/1, 1/20
switch(config-if)# switchport
switch(config-if)# mtu 9216
switch(config-if)# channel-group 1 mode active
switch(config-if)# no shutdown

ステップ 21 STP hello-time、forward-time、および max-age timeを変更します。

ベストプラクティスとして、vPCロールの変更が発生したときに不要な TCN生成を回避するために、
hello-timeを 4秒に変更することを推奨します。hello-timeを変更した結果、max-ageと forward-timeを
適宜変更することも推奨されます。
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switch(config)# spanning-tree vlan 1-3967 hello-time 4
switch(config)# spanning-tree vlan 1-3967 forward-time 30
switch(config)# spanning-tree vlan 1-3967 max-age 40

ステップ 22 （任意） SVIの遅延復元タイマーを有効にします。

SVIまたは VNIスケールが大きい場合は、この値を調整することをお勧めします。たとえば、SVIカウ
ントが 1000の場合、interface-vlanの delay restoreを 45秒に設定することを推奨します。
switch(config-vpc-domain)# delay restore interface-vlan 45

VNI複製の構成
VXLANネットワーク識別子（VNI）の複製は、次の 2つの方法のいずれかで構成できます：

•マルチキャストレプリケーション

マルチキャストレプリケーションの構成

始める前に

• NVEインターフェイスが作成され、構成されていることを確認します。

•送信元インターフェイスが指定されていることを確認します。

手順の概要

1. switch(config-if-nve)# member vni {vnid mcast-group multicast-group-addr | vnid- range
mcast-group start-addr [end-addr]}

手順の詳細

手順

目的コマンドまたはアクション

VXLANVNIをNVEインターフェイスにマッピング
し、マルチキャストグループを VNIに割り当てま
す。

switch(config-if-nve)# member vni {vnid mcast-group
multicast-group-addr | vnid- range mcast-group start-addr
[end-addr]}

ステップ 1

例

次に、 VNIを NVEインターフェイスにマッピングし、マルチキャストグループに割
り当てる例を示します：
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switch(config-if-nve)# member vni 5000 mcast-group 225.1.1.1

VXLANを介した IGMPスヌーピングの設定

VXLANを介した IGMPスヌーピングの概要
Cisco NX-OSリリース 7.0（3）F3（4）以降、VXLANを介した IGMPスヌーピングを構成でき
ます。IGMPスヌーピングの構成は、通常のVLANドメインでの IGMPスヌーピングの構成と
VXLANで同じです。IGMPスヌーピングの詳細は、『Cisco Nexus 3600 NX-OSマルチキャスト

ルーティング構成ガイド、リリース7.x』の「IGMPスヌーピングを構成」章を参照してくださ
い。

VXLANを介した IGMPスヌーピングに関する注意事項と制限事項
VXLANを介した IGMPスヌーピングに関する注意事項と制限事項は次のとおりです。

• VXLANを介した IGMPスヌーピングは、VXLANの全ての注意事項と制限事項が適用さ
れます。

• VXLANを介した IGMPスヌーピングは、 FEX対応プラットフォームおよび FEXポート
ではサポートされません。

VXLANを介した IGMPスヌーピングの設定

手順の概要

1. switch(config)# ip igmp snooping vxlan
2. switch(config)# ip igmp snooping disable-nve-static-router-port

手順の詳細

手順

目的コマンドまたはアクション

VXLAN VLANの IGMPスヌーピングを有効にしま
す。VXLAN VLANのスヌーピングを有効にするに

switch(config)# ip igmp snooping vxlanステップ 1

は、このコマンドを明示的に設定する必要がありま

す。

このグローバル CLIコマンドを使用して、VXLAN
経由の IGMPスヌーピングを設定し、静的 mrouter

switch(config)# ip igmp snooping
disable-nve-static-router-port

ステップ 2

ポートとしてNVEを含めないようにします。VXLAN
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目的コマンドまたはアクション

を介した IGMPスヌーピングには、デフォルトで
mrouterポートとして NVEインターフェイスがあり
ます。

VXLAN QoS構成の確認
次のいずれかのコマンドを活用、 VXLAN構成を確認し、MACアドレスを表示し、MACア
ドレスをクリアします：

目的コマンド

NVEインターフェイスの構成を表示します。show nve interface nve id

NVEインターフェイスにマッピングされているVNIを表
示します。

show nve vni

NVEインターフェイスのピアを表示します。show nve peers

構成された VXLAN UDPポートを表示します。show nve vxlan-params

VLANとVXLANの両方のMACアドレスを表示します。show mac address-table

MACアドレステーブルの全てのMACアドレスエントリ
をクリアにします。

clear mac address-table dynamic

例

次の例は、NVEインターフェイスの構成を表示する方法を示しています。
switch# show nve interface nve 1
Interface: nve1, State: up, encapsulation: VXLAN
Source-interface: loopback10 (primary: 111.1.1.1, secondary: 0.0.0.0)

この例は、マルチキャストレプリケーションの NVEインターフェイスにマッピング
されている VNIを表示する方法を示しています：
switch# show nve vni
Interface VNI Multicast-group VNI State
---------------- -------- --------------- ---------
nve1 5000 225.1.1.1 Up

次に、入力レプリケーションの NVEインターフェイスにマッピングされている VNI
を表示する例を示します：

switch# show nve vni
Interface VNI Multicast-group VNI State
---------------- -------- --------------- ---------
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nve1 5000 0.0.0.0 Up

次に、NVEインターフェイスのピアを表示する例を示します。
switch# show nve peers
Interface Peer-IP Peer-State
---------------- --------------- -------------
nve1 111.1.1.1 Up

次に、構成された VXLAN UDPポートを表示する例を示します：
switch# show nve vxlan-params
VxLAN Dest. UDP Port: 4789

次の例は、VLANとVXLANの両方のMACアドレスを表示する方法を示しています：
Added draft comment: hidden contentswitch# show mac address-table
Legend:

* - primary entry, G - Gateway MAC, (R) - Routed MAC, O - Overlay MAC
age - seconds since first seen,+ - primary entry using vPC Peer-Link

VLAN MAC Address Type age Secure NTFY Ports/SWID.SSID.LID
---------+-----------------+--------+---------+------+----+------------------
* 109 0000.0410.0902 dynamic 470 F F Po2233
* 109 0000.0410.0912 dynamic 470 F F Po2233
* 109 0000.0410.0912 dynamic 470 F F nve1(1.1.1.200)
* 108 0000.0410.0802 dynamic 470 F F Po2233
* 108 0000.0410.0812 dynamic 470 F F Po2233
* 107 0000.0410.0702 dynamic 470 F F Po2233
* 107 0000.0410.0712 dynamic 470 F F Po2233
* 107 0000.0410.0712 dynamic 470 F F nve1(1.1.1.200)
* 106 0000.0410.0602 dynamic 470 F F Po2233
* 106 0000.0410.0612 dynamic 470 F F Po2233
* 105 0000.0410.0502 dynamic 470 F F Po2233
* 105 0000.0410.0512 dynamic 470 F F Po2233
* 105 0000.0410.0512 dynamic 470 F F nve1(1.1.1.200)
* 104 0000.0410.0402 dynamic 470 F F Po2233
* 104 0000.0410.0412 dynamic 470 F F Po2233

次に、MACアドレステーブル内の全てのMACアドレスエントリを消去する例を示
します：

switch# clear mac address-table dynamic
switch#
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第 4 章

VXLAN BGP EVPNの設定

この章は、次の内容で構成されています。

• VXLAN BGP EVPNに関する情報（23ページ）
• VXLAN BGP EVPNの設定（26ページ）
•エニーキャストゲートウェイの VXLANルーティングの構成（30ページ）
• NVEインターフェイスと VNIの設定（31ページ）
• VTEPでの BGPの設定（31ページ）
• VXLANブリッジングのルートターゲットおよび RDを構成します。（33ページ）
•スパインでの EVPNの BGP構成（33ページ）
• VXLANのディセーブル化（35ページ）
• IPアドレスとMACアドレスの重複データ検出（36ページ）
• VXLAN QoS構成の確認（37ページ）
• VXLAN BGP EVPNの例（EBGP）（38ページ）
• VXLAN BGP EVPNの例（IBGP）（50ページ）
• showコマンドの例（59ページ）

VXLAN BGP EVPNに関する情報

VXLAN BGP EVPNの注意事項と制約事項
VXLAN BGP EVPNには、次の注意事項と制約事項があります。

•コアリンクとしての SVIおよびサブインターフェイスは、レイヤ 2 GW構成ではサポー
トされていません。

• VXLAN EVPNセットアップでは、できれば auto rdコマンドを使用して、ボーダーリー
フに一意のルート識別子を使用する必要があります。異なるボーダーリーフに同じルート

識別子を設定することはサポートされていません。

• ARP抑制は、VTEPがこの VNIのファーストホップゲートウェイ（Distributed Anycast
Gateway）をホストしている場合にのみ、VNIでサポートされます。この VLANの VTEP
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とSVIは、分散型エニーキャストゲートウェイ動作用に適切に設定する必要があります。
たとえば、グローバルエニーキャストゲートウェイMACアドレスが設定され、エニー
キャストゲートウェイ機能が SVIの仮想 IPアドレスに設定されている必要があります。

• internal キーワードが付いている show コマンドはサポートされていません。

• DHCPスヌーピング（Dynamic Host Configuration Protocolスヌーピング）はVXLANVLAN
ではサポートされません。

• VXLANアップリンクインターフェイスの SPANはサポートされていません。

• RACLは VXLANトラフィックのレイヤ 3のアップリンクでサポートされません。

• RACLSおよび PACLはVXLAN VLANではサポートされません。

• QoS分類は、 VXLAN VLANではサポートされていません。

•アップリンクポートのタイプは、レイヤ3インターフェイス、サブインターフェイス、ま
たはレイヤ 3ポートチャネルインターフェイスにできます。ただし、レイヤ 2では、サブ
インターフェイスのアップリンクポートはサポートされていません。

• EBGPでは、シングルオーバーレイ EBGP EVPNセッションをループバック間で使用する
ことを推奨します。

• NVEを、レイヤ 3プロトコルで必要な他のループバックアドレスとは別のループバック
アドレスにバインドします。VXLANに対して専用のループバックアドレスを使用するこ
とがベストプラクティスです。

• VXLAN BGP EVPNは、非デフォルト VRFにある NVEインターフェイスをサポートしま
せん。

•オーバーレイ BGPセッションのループバックで単一 BGPセッションを設定することを推
奨します。

• VXLANUDPポート番号はVXLANカプセル化に使用されます。CiscoNexusNX-OSでは、
UDPポート番号は 4789です。これは IETF標準に準拠しており、変更できません。

• VXLANは、MPLS機能との共存をサポートしません。

•レイヤ 3 VPN付きの VXLANは、サポートされていません。

•入力レプリケーションを使用した VXLANはサポートされていません。

• MLDスヌーピングは VXLAN VLANではサポートされていません。

• DHCPスヌーピングは VXLAN VLANではサポートされません。

VXLAN BGP EVPN展開の考慮事項
• source-interface configを使用する場合は、ループバックアドレスが必要です。ループバッ
クアドレスは、ローカル VTEP IPを表します。
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•コアで IPマルチキャストのルーティングを確立するには、IPマルチキャストの構成、PIM
の構成、および RPの構成が必要です。

• VTEP to VTEPユニキャストの到達可能性は、任意の IGP/BGPプロトコルを介して構成で
きます。

• VTEPデバイスの IPアドレスを変更するときのベストプラクティスとして、NVEインター
フェイスで使用されるループバックインターフェイスで shutコマンドを入力し、 IPアド
レスを変更する前に no shutコマンドを入力します。

•各テナント VRFは、VRFオーバーレイ、VLANおよび SVIを VXLANルーティングに必
要とします。

VXLAN展開に対するネットワークの考慮事項
•転送ネットワークのMTUサイズ

MAC-to-UDPのカプセル化に起因して、VXLANは元のフレームに 50バイトのオーバー
ヘッドを導入しています。このため、転送ネットワークの最大転送単位（MTU）は 50バ
イト増やす必要があります。オーバーレイで 1500バイトのMTUを使用する場合、転送
ネットワークは、最低でも 1550バイトのパケットに対応できるように設定する必要があ
ります。オーバーレイアプリケーションで 1500バイトを超えるフレームサイズを頻繁に
使用する場合は、転送ネットワークでジャンボフレームのサポートが必要になります。

•転送ネットワークの ECMPおよび LACPハッシュアルゴリズム

前のセクションで説明したように、Cisco Nexus 3600プラットフォームスイッチは、転送
ネットワークの ECMPおよび LACPハッシュに対する送信元 UDPポートのエントロピー
レベルを導入しています。この実装を強化する方法として、転送ネットワークはECMPま
たは LACPのハッシュアルゴリズムを使用します。これらのアルゴリズムはハッシュの
入力として UDP送信元ポートを使用し、これにより VXLANのカプセル化されたトラ
フィックに対して最適なロードシェアリングを実現します。

•マルチキャストグループの拡張

Cisco Nexus 3600プラットフォームスイッチの VXLANの実装では、ブロードキャスト、
未知のユニキャスト、およびマルチキャストトラフィックの転送に対してマルチキャスト

トンネルを使用します。マルチキャスト転送を提供するには、1つの VXLANセグメント
を 1つの IPマルチキャストグループにマッピングする方法が理想的です。ただし、複数
の VXLANセグメントは、コアネットワーク内で 1つの IPマルチキャストグループを共
有することが可能です。VXLANは、ヘッダーの 24ビットVNIDフィールドを使用して最
大 1600万個の論理レイヤ 2セグメントをサポートできます。VXLANセグメントと IPマ
ルチキャストグループ間の 1対 1マッピングにより、VXLANのセグメント数の増加に起
因して、必要なマルチキャストアドレス空間とコアネットワークデバイスのフォワーディ

ングステートの量がパラレルに増加します。ある時点で、転送ネットワークにおけるマル

チキャストスケーラビリティが問題になることがあります。この場合には、複数のVXLAN
セグメントを 1つのマルチキャストグループにマッピングすると、コアデバイス上のマ
ルチキャストコントロールプレーンのリソースが節約され、目的の VXLANのスケーラ
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ビリティを実現できるようになります。ただしこのマッピングは、次善のマルチキャスト

転送を犠牲にして実現されます。1つのテナントのマルチキャストグループに転送された
パケットは、同じマルチキャストグループを共有する他のテナントのVTEPに送信されま
す。このため、マルチキャストデータのプレーンリソースの使用が非効率的になります。

したがってこのソリューションは、コントロールプレーンのスケーラビリティとデータ

プレーンの効率性との二者択一になります。

次善のマルチキャスト複製と転送を実現しているにも関わらず、複数テナントの VXLAN
ネットワークで 1つのマルチキャストグループを共有することで、テナントネットワー
ク間のレイヤ2分離に影響をもたらすことはありません。マルチキャストグループからカ
プセル化されたパケットを受信すると、VTEPはパケットの VXLANヘッダー内の VNID
をチェックし、検証します。VTEPは、不明なVNIDが見つかるとパケットを廃棄します。
VNIDが VTEPのローカル VXLAN VNIDのいずれかに一致する場合のみ、パケットを
VXLANセグメントに転送します。別のテナントのネットワークはパケットを受信しませ
ん。したがって、VXLANセグメント間の分離は低下しません。

転送ネットワークの考慮事項

転送ネットワークの設定に関する考慮事項は次のとおりです。

• VTEPデバイス：

• IPマルチキャストを有効にして、設定します。

• /32 IPアドレスで、ループバックインターフェイスを作成および設定します。

•ループバックインターフェイスで IPマルチキャストを有効にします。

•転送ネットワークで実行されるルーティングプロトコル（スタティックルート）を
通じて、ループバックインターフェイス /32アドレスをアドバタイズします。

•アップリンクの出力物理インターフェイス上で IPマルチキャストを有効にします。

•転送ネットワーク全体：

• IPマルチキャストを有効にして、設定します。

VXLAN展開の BGP EVPN考慮事項

VXLAN BGP EVPNの設定

VXLANのイネーブル化
VXLANおよび EVPNをイネーブルにします。
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手順の概要

1. feature vn-segment
2. feature nv overlay
3. nv overlay evpn

手順の詳細

手順

目的コマンドまたはアクション

VLANベースの VXLANをイネーブルにします。feature vn-segmentステップ 1

VXLANをイネーブルにします。feature nv overlayステップ 2

EVPNコントロールプレーンをVXLAN用にイネー
ブルにします。

nv overlay evpnステップ 3

VLANおよび VXLAN VNIの設定

手順の概要

1. vlan number

2. vn-segment number

手順の詳細

手順

目的コマンドまたはアクション

VLANを指定します。vlan numberステップ 1

VXLAN VLANでのレイヤ 2 VNIを設定するために
VLANを VXLAN VNIにマッピングします。

vn-segment numberステップ 2

VXLANルーティングの VRFの設定
テナント VRFを設定します。

手順の概要

1. vrf context vxlan

2. vni number

3. rd auto
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4. address-family ipv4 unicast
5. route-target both auto
6. route-target both auto evpn
7. address-family ipv6 unicast
8. route-target both auto
9. route-target both auto evpn

手順の詳細

手順

目的コマンドまたはアクション

VRFを設定します。vrf context vxlanステップ 1

VNIを指定します。vni numberステップ 2

VRF RD（ルート識別子）を指定します。rd autoステップ 3

IPv4のアドレスファミリを設定します。address-family ipv4 unicastステップ 4

route-target both autoステップ 5 （注）

autoオプションの指定は IBGPのみに適用されま
す。

EBGPでは手動で構成されたルートターゲットが必
要です。

route-target both auto evpnステップ 6 （注）

autoオプションの指定は IBGPのみに適用されま
す。

EBGPでは手動で構成されたルートターゲットが必
要です。

IPv6のアドレスファミリを設定します。address-family ipv6 unicastステップ 7

route-target both autoステップ 8 （注）

autoオプションの指定は IBGPのみに適用されま
す。

EBGPでは手動で構成されたルートターゲットが必
要です。

route-target both auto evpnステップ 9 （注）

autoオプションの指定は IBGPのみに適用されま
す。
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目的コマンドまたはアクション

EBGPでは手動で構成されたルートターゲットが必
要です。

VXLANルーティングのホストの SVIの構成
ホストの SVIを構成します。

手順の概要

1. vlan number

2. interface vlan-number

3. vrf member vxlan-number

4. ip address address

手順の詳細

手順

目的コマンドまたはアクション

VLANを指定しますvlan numberステップ 1

VLANインターフェイスを指定します。interface vlan-numberステップ 2

ホストの SVIを設定します。vrf member vxlan-numberステップ 3

IPアドレスを指定します。ip address addressステップ 4

VXLANルーティングの VRFオーバーレイ VLANの構成

手順の概要

1. vlan number

2. vn-segment number

手順の詳細

手順

目的コマンドまたはアクション

VLANを指定します。vlan numberステップ 1

vn-segmentを指定します。vn-segment numberステップ 2
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VXLANルーティングの VRFの下の VNIの構成
VRFオーバーレイVLANでレイヤ 3 VNIを構成します。（VRFオーバーレイVLANは、ポー
ト側のサーバーに関連付けられていないVLANです。VRFにマッピングされるすべてのVXLAN
VNIには、独自の内部 VLANが割り当てられている必要があります）。

手順の概要

1. vrf context vxlan

2. vni number

手順の詳細

手順

目的コマンドまたはアクション

VXLANテナント VRFを作成します。vrf context vxlanステップ 1

VRFの下のレイヤ 3 VNIを構成します。vni numberステップ 2

エニーキャストゲートウェイのVXLANルーティングの構
成

手順の概要

1. fabric forwarding anycast-gateway-mac address

2. fabric forwarding mode anycast-gateway

手順の詳細

手順

目的コマンドまたはアクション

分散ゲートウェイの仮想MACアドレスを構成しま
す

fabric forwarding anycast-gateway-mac addressステップ 1

（注）

VTEPごとの仮想MACは 1つです

（注）

すべての VTEPが同じ仮想MACアドレスを持って
いる必要があります
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目的コマンドまたはアクション

VLANコンフィギュレーションモードで SVIをエ
ニーキャストゲートウェイと関連付けます。

fabric forwarding mode anycast-gatewayステップ 2

NVEインターフェイスと VNIの設定

手順の概要

1. interface nve-interface

2. host-reachability protocol bgp
3. member vni vni associate-vrf
4. member vni vni

5. mcast-group address

手順の詳細

手順

目的コマンドまたはアクション

NVEインターフェイスを設定します。interface nve-interfaceステップ 1

これはホスト到達可能性のアドバタイズメント機構

として BGPを定義します。
host-reachability protocol bgpステップ 2

レイヤ 3 VNIを、テナント VRFごとに 1つずつ、
オーバーレイに追加します。

member vni vni associate-vrfステップ 3

（注）

VXLANルーティングのみで必要です。

レイヤ 2VNIをトンネルインターフェイスに追加し
ます。

member vni vniステップ 4

switch# member vni 900001 associate-vrf

mcast groupを VNI単位で構成しますmcast-group addressステップ 5

VTEPでの BGPの設定

手順の概要

1. router bgp number

2. router-id address
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3. neighbor address remote-as number

4. address-family ipv4 unicast
5. address-family l2vpn evpn

6. （任意） Allowas-in
7. send-community extended
8. vrf vrf-name

9. address-family ipv4 unicast
10. advertise l2vpn evpn
11. address-family ipv6 unicast
12. advertise l2vpn evpn

手順の詳細

手順

目的コマンドまたはアクション

BGPを設定します。router bgp numberステップ 1

ルータアドレスを指定します。router-id addressステップ 2

MP-BGPネイバーを定義します。各ネイバーの下に
l2vpn evpnを定義します。

neighbor address remote-as numberステップ 3

IPv4のアドレスファミリを設定します。address-family ipv4 unicastステップ 4

BGPネイバーにあるVPNEVPNアドレスファミリ
のレイヤ 2を設定します。

address-family l2vpn evpnステップ 5

（注）

vxlanホストベースのルーティング用のアドレス
ファミリ ipv4 evpn

ASパスでの AS番号の重複を許可します。すべて
のリーフが同じASを使用しているが、スパインが

（任意） Allowas-inステップ 6

リーフと異なるASを使用している場合、このパラ
メータを eBGP用のリーフに設定します。

BGPネイバーのコミュニティを設定します。send-community extendedステップ 7

VRFを指定します。vrf vrf-nameステップ 8

IPv4のアドレスファミリを設定します。address-family ipv4 unicastステップ 9

EVPNルートのアドバタイジングをイネーブルにし
ます。

advertise l2vpn evpnステップ 10

IPv6のアドレスファミリを設定します。address-family ipv6 unicastステップ 11
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目的コマンドまたはアクション

EVPNルートのアドバタイジングをイネーブルにし
ます。

advertise l2vpn evpnステップ 12

VXLANブリッジングのルートターゲットおよび RDを構
成します。

手順の概要

1. evpn
2. vni number l2
3. rd auto
4. route-target import auto
5. route-target export auto

手順の詳細

手順

目的コマンドまたはアクション

VRFを設定する。evpnステップ 1

vni number l2ステップ 2 （注）

レイヤ 2 VNIのみを指定する必要があります。

VRFコンテキストを構成するために VRF RD（ルー
ト識別子）を定義します。

rd autoステップ 3

VRFルートターゲットとインポートポリシーを定
義します。

route-target import autoステップ 4

VRFルートターゲットとエクスポートポリシーを
定義します。

route-target export autoステップ 5

スパインでの EVPNの BGP構成

手順の概要

1. route-map permitall permit 10
2. set ip next-hop unchanged
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3. router bgp autonomous system number

4. address-family l2vpn evpn
5. retain route-target all
6. neighbor address remote-as number

7. address-family l2vpn evpn
8. disable-peer-as-check
9. send-community extended
10. route-map permitall out

手順の詳細

手順

目的コマンドまたはアクション

ルートマップの構成route-map permitall permit 10ステップ 1

（注）

ルートマップでは、EVPNルート用にネクスト
ホップを変更しないまま保持します。

• eBGPでは必須です。

• iBGPではオプションです。

ネクストホップアドレスを設定します。set ip next-hop unchangedステップ 2

（注）

ルートマップでは、EVPNルート用にネクスト
ホップを変更しないまま保持します。

• eBGPでは必須です。

• iBGPではオプションです。

BGPを指定します。router bgp autonomous system numberステップ 3

BGPネイバーにあるVPNEVPNアドレスファミリ
のレイヤ 2を設定します。

address-family l2vpn evpnステップ 4

アドレスファミリのレイヤ 2 VPN EVPNで、すべ
てのルートターゲットの保持を [global]で設定しま
す。

retain route-target allステップ 5

（注）

eBGPでは必須です。インポートルートターゲッ
トに一致するように設定されたローカルVNIが存
在しない場合、スパインがすべての EVPNルート
を保持およびアドバタイズできるようにします。
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目的コマンドまたはアクション

ネイバーを定義します。neighbor address remote-as numberステップ 6

BGPネイバーにあるVPNEVPNアドレスファミリ
のレイヤ 2を設定します。

address-family l2vpn evpnステップ 7

ルートアドバタイズメント時のピア AS番号の
チェックをディセーブルにします。すべてのリーフ

disable-peer-as-checkステップ 8

が同じASを使用しているが、スパインがリーフと
異なるASを使用している場合、このパラメータを
eBGP用のスパインに設定します。

（注）

eBGPでは必須です。

BGPネイバーのコミュニティを設定します。send-community extendedステップ 9

ルートマップを適用してネクストホップを変更し

ないまま保持します。

route-map permitall outステップ 10

（注）

eBGPでは必須です。

VXLANのディセーブル化

手順の概要

1. configure terminal
2. no nv overlay evpn
3. no feature vn-segment-vlan-based
4. no feature nv overlay

5. （任意） copy running-config startup-config

手順の詳細

手順

目的コマンドまたはアクション

コンフィギュレーションモードに入ります。configure terminalステップ 1

EVPNコントロールプレーンをディセーブルにしま
す。

no nv overlay evpnステップ 2
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目的コマンドまたはアクション

すべての VXLANブリッジドメインのグローバル
モードをディセーブルにします。

no feature vn-segment-vlan-basedステップ 3

VXLAN機能をディセーブルにします。no feature nv overlayステップ 4

リブートおよびリスタート時に実行コンフィギュ

レーションをスタートアップコンフィギュレーショ

ンにコピーして、変更を継続的に保存します。

（任意） copy running-config startup-configステップ 5

IPアドレスとMACアドレスの重複データ検出
Cisco NX-OSは、IPとMACアドレスの重複データ検出をサポートしています。これにより、
特定のタイムインターバル（秒）内での移動回数に基づいた、IPまたはMACアドレスの重複
検出が行えます。

デフォルトは 180秒以内に 5つの移動です（移動数のデフォルトは 5つです。タイムインター
バルのデフォルトは 180秒です）。

• IPアドレスの場合：

• 180秒以内に 5つ目の移動が行われると、重複がまだ残っているかをチェックする前
に、スイッチが30秒のロック（ホールドダウンタイマー）をスタートさせます（シー
ケンスビット増加の防止措置）。こうした30秒ロックの実施は、最大5回までで（つ
まり 180秒以内に 5つの移動を 5回分）、これを超えるとスイッチは重複エントリを
恒久的にロックまたはフリーズさせます。

• MACアドレスの場合：

• 180秒以内に 5つ目の移動が行われると、重複がまだ残っているかをチェックする前
に、スイッチが30秒のロック（ホールドダウンタイマー）をスタートさせます（シー
ケンスビット増加の防止措置）。こうした30秒ロックの実施は、最大3回までで（つ
まり 180秒以内に 5つの移動を 3回分）、これを超えるとスイッチは重複エントリを
恒久的にロックまたはフリーズさせます。

次に示すのは、重複 IP検出用に特定のタイムインターバル（秒）内での VM移動回数を設定
する場合に参考になるコマンドの例です。

説明コマンド

使用可能なサブコマンド：

•スイッチのエニーキャスト
ゲートウェイMAC。

• n秒以内の重複するホストア
ドレスを検出。

switch(config)# fabric forwarding ?
anycast-gateway-mac
dup-host-ip-addr-detection
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説明コマンド

n秒以内に許可されるホストの移動
回数。指定できる移動回数の範囲

は 1～ 1000です。デフォルトは、
5回です。

switch(config)# fabric forwarding
dup-host-ip-addr-detection ?

<1-1000>

ホストの移動回数における重複デー

タ検出のタイムアウトの秒数。指

定できる範囲は 2～ 36000秒で、
デフォルトは 180秒です。

switch(config)# fabric forwarding
dup-host-ip-addr-detection 100 ?

<2-36000>

10秒間以内での重複するホストア
ドレスを検出（100個の移動までに
制限）。

switch(config)# fabric forwarding
dup-host-ip-addr-detection 100 10

次に示すのは、重複MAC検出用に特定のタイムインターバル（秒）内でのVM移動回数を設
定する場合に参考になるコマンドの例です。

説明コマンド

L2RIBで利用可能なサブコマンド：

• n秒以内に許可されるホストの
移動回数。有効な移動回数の

範囲は 1～ 1000です。

•デフォルト設定（180秒以内に
5つの移動）。

switch(config)# l2rib dup-host-mac-detection ?
<1-1000>
default

ホストの移動回数における重複デー

タ検出のタイムアウトの秒数。指

定できる範囲は 2～ 36000秒で、
デフォルトは 180秒です。

switch(config)# l2rib dup-host-mac-detection 100 ?
<2-36000>

10秒間以内での重複するホストア
ドレスを検出（100個の移動までに
制限）。

switch(config)# l2rib dup-host-mac-detection 100 10

VXLAN QoS構成の確認
VXLANの構成情報を表示するには、次のいずれかのコマンドを入力します：

目的コマンド

関連する VXLANテクニカルサポート情報を
表示します。

show tech-support vxlan
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目的コマンド

ロギングレベルを表示します。show logging level nve

関連する NVEテクニカルサポート情報を表
示します。

show tech-support nve

関連する VXLAN EVPNテクニカルサポート
情報を表示します。

show tech-support vxlan-evpn

VXLANプラットフォームに関連したテクニカ
ルサポート情報を表示します。

show tech-support vxlan platform

NVEオーバーレイインターフェイスの構成を
表示します。

show run interface nve

NVEオーバーレイインターフェイスのステー
タスを表示します。

show nve interface

NVEピアのステータスを表示します。show nve peers

NVEピア統計ごとに表示します。show nve peers peer_IP_address interface
interface_ID counters

NVEピア統計ごとにクリアします。clear nve peers peer_IP_address interface
interface_ID counters

VXLAN VNIステータスを表示します。show nve vni

VXLAN接続先や UDPポートなどの VXLAN
パラメータを表示します。

show nve vxlan-params

VXLAN BGP EVPNの例（EBGP）
VXLAN BGP EVPNの例（EBGP）。
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図 2 : VXLAN BGP EVPNのトポロジ（EBGP）

スパインとリーフ間の EBGP

•スパイン（9504-A）

• EVPNコントロールプレーンを有効にします。
nv overlay evpn

•関連するプロトコルを有効にします。

feature bgp
feature pim

•ローカル VTEP IP、および BGPのループバックを設定します。

interface loopback0
ip address 10.1.1.1/32
ip pim sparse-mode

•エニーキャスト RPのループバックを設定します。

interface loopback1
ip address 100.1.1.1/32
ip pim sparse-mode

•エニーキャスト RPを設定します。

ip pim rp-address 100.1.1.1 group-list 225.0.0.0/8
ip pim rp-candidate loopback1 group-list 225.0.0.0/8
ip pim log-neighbor-changes
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ip pim ssm range 232.0.0.0/8
ip pim anycast-rp 100.1.1.1 10.1.1.1
ip pim anycast-rp 100.1.1.1 20.1.1.1

•スパインで EBGPが使用する route-mapを設定します。

route-map permitall permit 10
set ip next-hop unchanged

•アンダーレイルーティング用の OSPFを有効にします。

router ospf 1
log-adjacency-changes detail

•スパインとリーフの相互接続用のインターフェイスを設定します。

interface Ethernet4/2
ip address 192.168.1.42/24
ip pim sparse-mode
no shutdown

interface Ethernet4/3
ip address 192.168.2.43/24
ip pim sparse-mode
no shutdown

• EVPNアドレスファミリ用の BGPオーバーレイを設定します。

router bgp 100
router-id 10.1.1.1
address-family l2vpn evpn
nexthop route-map permitall
retain route-target all

neighbor 30.1.1.1 remote-as 200
update-source loopback0
ebgp-multihop 3
address-family l2vpn evpn
disable-peer-as-check
send-community extended
route-map permitall out

neighbor 40.1.1.1 remote-as 200
update-source loopback0
ebgp-multihop 3
address-family l2vpn evpn
disable-peer-as-check
send-community extended
route-map permitall out

• BGPアンダーレイを構成します。

neighbor 192.168.1.43 remote-as 200
address-family ipv4 unicast
allowas-in
disable-peer-as-check

•スパイン（9504-B）
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• EVPNコントロールプレーンおよび関連プロトコルを有効にします

feature telnet
feature nxapi
feature bash-shell
feature scp-server
nv overlay evpn
feature bgp
feature pim
feature lldp

•エニーキャスト RPを設定します。

ip pim rp-address 100.1.1.1 group-list 225.0.0.0/8
ip pim rp-candidate loopback1 group-list 225.0.0.0/8
ip pim log-neighbor-changes
ip pim ssm range 232.0.0.0/8
ip pim anycast-rp 100.1.1.1 10.1.1.1
ip pim anycast-rp 100.1.1.1 20.1.1.1
vlan 1-1002
route-map permitall permit 10
set ip next-hop unchanged

•スパインとリーフの相互接続用のインターフェイスを設定します。

interface Ethernet4/2
ip address 192.168.4.42/24
no shutdown

interface Ethernet4/3
ip address 192.168.3.43/24
no shutdown

•ローカル VTEP IP、および BGPのループバックを設定します。

interface loopback0
ip address 20.1.1.1/32

• EVPNアドレスファミリ用の BGPオーバーレイを設定します。

router bgp 100
router-id 20.1.1.1
address-family l2vpn evpn
retain route-target all

neighbor 30.1.1.1 remote-as 200
update-source loopback0
ebgp-multihop 3
address-family l2vpn evpn
disable-peer-as-check
send-community extended
route-map permitall out

neighbor 40.1.1.1 remote-as 200
ebgp-multihop 3
address-family l2vpn evpn
disable-peer-as-check
send-community extended
route-map permitall out

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
41

VXLAN BGP EVPNの設定

VXLAN BGP EVPNの例（EBGP）



• BGPアンダーレイを構成します。

neighbor 192.168.1.43 remote-as 200
address-family ipv4 unicast
allowas-in
disable-peer-as-check

•リーフ（9396-A）

• EVPNコントロールプレーンを有効にします。

nv overlay evpn

•関連するプロトコルを有効にします。

feature bgp
feature interface-vlan
feature dhcp

• BGP EVPNを使用して分散エニーキャストゲートウェイの配置されたVxLANを有効
にします。

feature vn-segment-vlan-based
feature nv overlay
fabric forwarding anycast-gateway-mac 0000.2222.3333

• PIM RPをイネーブルにします。

ip pim rp-address 100.1.1.1 group-list 225.0.0.0/8

• BGPのループバックを構成します。

interface loopback0
ip address 30.1.1.1/32

•ローカル VTEP IPのループバックを設定します。

interface loopback1
ip address 50.1.1.1/32

•スパインとリーフの相互接続用のインターフェイスを設定します。

interface Ethernet2/2
no switchport
load-interval counter 1 5
ip address 192.168.1.22/24
no shutdown

interface Ethernet2/3
no switchport
load-interval counter 1 5
ip address 192.168.3.23/24
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no shutdown

• VRFオーバーレイ VLANを作成し、vn-segmentを構成します。

vlan 101
vn-segment 900001

• VRF用の VRFオーバーレイ VLAN/SVIを構成：

interface Vlan101
no shutdown
vrf member vxlan-900001

• VLANを作成し、VXLANのマッピングを割り当てます。

vlan 1001
vn-segment 2001001

vlan 1002
vn-segment 2001002

• VRFを作成し、VNIを設定します。

vrf context vxlan-900001
vni 900001

オーバーライドとして 1つ以上を入力しない限り、 rd auto およ
び route-target コマンドは自動的に構成されます。

（注）

rd auto
address-family ipv4 unicast
route-target import 65535:101 evpn
route-target export 65535:101 evpn
route-target import 65535:101
route-target export 65535:101

address-family ipv6 unicast
route-target import 65535:101 evpn
route-target export 65535:101 evpn
route-target import 65535:101
route-target export 65535:101

•サーバ側 SVIを作成し、分散エニーキャストゲートウェイを有効にします。

interface Vlan1001
no shutdown
vrf member vxlan-900001
ip address 4.1.1.1/24
ipv6 address 4:1:0:1::1/64
fabric forwarding mode anycast-gateway
ip dhcp relay address 192.168.100.1 use-vrf default

interface Vlan1002
no shutdown
vrf member vxlan-900001
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ip address 4.2.2.1/24
ipv6 address 4:2:0:1::1/64
fabric forwarding mode anycast-gateway

•

NVEインターフェイスを作成するには、次の2つのオプションの
いずれかを選択できます。少数のVNIにはオプション 1を使用し
ます。多数のVNIを構成するには、オプション 2を使用します。

（注）

ネットワーク仮想化エンドポイント（NVE）インターフェイスを作成します。

オプション 1

interface nve1
no shutdown
source-interface loopback1
host-reachability protocol bgp
member vni 10000 associate-vrf
mcast-group 224.1.1.1
member vni 10001 associate-vrf
mcast-group 224.1.1.1
member vni20000
suppress-arp
mcast-group 225.1.1.1
member vni 20001
suppress-arp
mcast-group 225.1.1.1

オプション 2
interface nve1
no shutdown
source-interface loopback 1
host-reachibility protocol bgp
global suppress-arp
global mcast-group 224.1.1.1 L3
global mcast-group 255.1.1.1 L2
member vni 10000 associate-vrf
member vni 10001 associate-vrf
member vni 10002 associate-vrf
member vni 10003 associate-vrf
member vni 10004 associate-vrf
member vni 10005 associate-vrf
member vni 20000
member vni 20001
member vni 20002
member vni 20003
member vni 20004
member vni 20005

•ホスト/サーバのインターフェイスを設定します。

interface Ethernet1/47
switchport access vlan 1002

interface Ethernet1/48
switchport access vlan 1001
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• BGPを設定します。

router bgp 200
router-id 30.1.1.1
neighbor 10.1.1.1 remote-as 100
update-source loopback0
ebgp-multihop 3
allowas-in
send-community extended

address-family l2vpn evpn
allowas-in
send-community extended

neighbor 20.1.1.1 remote-as 100
update-source loopback0
ebgp-multihop 3
allowas-in
send-community extended

address-family l2vpn evpn
allowas-in
send-community extended

vrf vxlan-900001

advertise l2vpn evpn

EVPNモードで次のコマンドを入力する必要はありません。（注）

evpn
vni 2001001 l2
vni 2001002 l2

オーバーライドとして 1つ以上を入力しない限り、 rd auto およ
び route-target auto コマンドは自動的に構成されます。

（注）

rd auto
route-target import auto
route-target export auto

router bgp 200
router-id 30.1.1.1
neighbor 10.1.1.1 remote-as 100
update-source loopback0
ebgp-multihop 3
allowas-in
send-community extended

address-family l2vpn evpn
allowas-in
send-community extended

neighbor 20.1.1.1 remote-as 100
update-source loopback0
ebgp-multihop 3
allowas-in
send-community extended

address-family l2vpn evpn
allowas-in
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send-community extended
vrf vxlan-900001

advertise l2vpn evpn

次の advertiseコマンドはオプションです。（注）

advertise l2vpn evpn

オーバーライドとして 1つ以上を入力しない限り、 rd auto およ
び route-target コマンドは自動的に構成されます。

（注）

次の EVPNモードコマンドは、オプションです。（注）

evpn
vni 2001001 l2
vni 2001002 l2

•リーフ（9396-B）

• EVPNコントロールプレーンおよび関連プロトコルを有効にします

feature telnet
feature nxapi
feature bash-shell
feature scp-server
nv overlay evpn
feature bgp
feature pim
feature interface-vlan
feature vn-segment-vlan-based
feature lldp
feature nv overlay

• BGP EVPNを使用して分散エニーキャストゲートウェイの配置されたVxLANを有効
にします。

fabric forwarding anycast-gateway-mac 0000.2222.3333

• VRFオーバーレイ VLANを作成し、vn-segmentを構成します

vlan 1-1002
vlan 101
vn-segment 900001

• VLANを作成し、VXLANのマッピングを割り当てます。
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vlan 1001
vn-segment 2001001

vlan 1002
vn-segment 2001002

• VRFを作成し、VNIを設定します。

vrf context vxlan-900001
vni 900001

次のコマンドは、1つ以上がオーバーライドとして入力されない
限り、自動的に設定されます。

（注）

rd auto
address-family ipv4 unicast
route-target import 65535:101 evpn
route-target export 65535:101 evpn
route-target import 65535:101
route-target export 65535:101

address-family ipv6 unicast
route-target import 65535:101 evpn
route-target export 65535:101 evpn
route-target import 65535:101 evpn
route-target export 65535:101 evpn

• VRFの内部コントロール VLAN/SVIを構成します

interface Vlan1

interface Vlan101
no shutdown
vrf member vxlan-900001

•サーバ側 SVIを作成し、分散エニーキャストゲートウェイを有効にします。

interface Vlan1001
no shutdown
vrf member vxlan-900001
ip address 4.1.1.1/24
ipv6 address 4:1:0:1::1/64
fabric forwarding mode anycast-gateway

interface Vlan1002
no shutdown
vrf member vxlan-900001
ip address 4.2.2.1/24
ipv6 address 4:2:0:1::1/64
fabric forwarding mode anycast-gateway

•ネットワーク仮想化エンドポイント（NVE）インターフェイスを作成します。
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NVEインターフェイスを作成するには、次の2つの手順のいずれ
かを選択できます。少数のVNIにはオプション 1を使用します。
多数の VNIを構成するには、オプション 2を使用します。

（注）

オプション 1

interface nve1
no shutdown
source-interface loopback1
host-reachability protocol bgp
member vni 10000 associate-vrf
mcast-group 224.1.1.1
member vni 10001 associate-vrf
mcast-group 224.1.1.1
member vni20000
suppress-arp
mcast-group 225.1.1.1
member vni 20001
suppress-arp
mcast-group 225.1.1.1

オプション 2
interface nve1
no shutdown
source-interface loopback 1
host-reachibility protocol bgp
global suppress-arp
global mcast-group 224.1.1.1 L3
global mcast-group 255.1.1.1 L2
member vni 10000 associate-vrf
member vni 10001 associate-vrf
member vni 10002 associate-vrf
member vni 10003 associate-vrf
member vni 10004 associate-vrf
member vni 10005 associate-vrf
member vni 20000
member vni 20001
member vni 20002
member vni 20003
member vni 20004
member vni 20005

•ホスト/サーバのインターフェイスを設定します。

interface Ethernet1/47
switchport access vlan 1002

interface Ethernet1/48
switchport access vlan 1001

•スパインとリーフの相互接続用のインターフェイスを設定します。

interface Ethernet2/1
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interface Ethernet2/2
no switchport
load-interval counter 1 5
ip address 192.168.4.22/24
ip pim sparse-mode
no shutdown

interface Ethernet2/3
no switchport
load-interval counter 1 5
ip address 192.168.2.23/24
ip pim sparse-mode
no shutdown

• BGPのループバックを構成します。

interface loopback0
ip address 40.1.1.1/32

•ローカル VTEP IPのループバックを設定します。

interface loopback1
ip address 51.1.1.1/32
ip pim sparse-mode

• BGPの設定

router bgp 200
router-id 40.1.1.1
neighbor 10.1.1.1 remote-as 100
update-source loopback0
ebgp-multihop 3
allowas-in
send-community extended

address-family l2vpn evpn
allowas-in
send-community extended

neighbor 20.1.1.1 remote-as 100
update-source loopback0
ebgp-multihop 3
allowas-in
send-community extended

address-family l2vpn evpn
allowas-in
send-community extended

vrf vxlan-900001
advertise l2vpn evpn

次の advertiseコマンドはオプションです。（注）

advertise l2vpn evpn
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rd auto および route-target コマンドは、 import または export
オプションを上書きするために使用しない限り、オプションで

す。

（注）

evpn
vni 2001001 l2
rd auto
route-target import auto
route-target export auto

vni 2001002 l2
rd auto
route-target import auto
route-target export auto

VXLAN BGP EVPNの例（IBGP）
VXLAN BGP EVPNの例（IBGP）。

図 3 : VXLAN BGP EVPNのトポロジ（IBGP）

スパインとリーフ間の IBGP

•スパイン（9504-A）

• EVPNコントロールプレーンを有効にします。
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nv overlay evpn

•関連するプロトコルを有効にします。

feature ospf
feature bgp

•ローカル VTEP IP、および BGPのループバックを設定します。

interface loopback0
ip address 10.1.1.1/32
ip router ospf 1 area 0.0.0.0

•アンダーレイルーティング用の OSPFを有効にします。

router ospf 1

•スパインとリーフの相互接続用のインターフェイスを設定します。

interface Ethernet4/2
ip address 192.168.1.42/24
ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernet4/3
ip address 192.168.2.43/24
ip router ospf 1 area 0.0.0.0
no shutdown

• BGPを設定します。

router bgp 65535
router-id 10.1.1.1
neighbor 30.1.1.1 remote-as 65535
update-source loopback0
address-family l2vpn evpn
send-community both
route-reflector-client

neighbor 40.1.1.1 remote-as 65535
update-source loopback0
address-family l2vpn evpn
send-community both
route-reflector-client

•スパイン（9504-B）

• EVPNコントロールプレーンおよび関連プロトコルを有効にします

feature telnet
feature nxapi
feature bash-shell
feature scp-server
nv overlay evpn
feature ospf
feature bgp
feature lldp
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•スパインとリーフの相互接続用のインターフェイスを設定します。

interface Ethernet4/2
ip address 192.168.4.42/24
ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernet4/3
ip address 192.168.3.43/24
ip router ospf 1 area 0.0.0.0
no shutdown

•ローカル VTEP IP、および BGPのループバックを設定します。

interface loopback0
ip address 20.1.1.1/32
ip router ospf 1 area 0.0.0.0

•エニーキャスト RPのループバックを設定します。

interface loopback1
ip address 100.1.1.1/32
ip router ospf 1 area 0.0.0.0

•アンダーレイルーティング用の OSPFを有効にします。

router ospf 1

• BGPを設定します。

router bgp 65535
router-id 20.1.1.1
neighbor 30.1.1.1 remote-as 65535
update-source loopback0
address-family l2vpn evpn
send-community both
route-reflector-client

neighbor 40.1.1.1 remote-as 65535
update-source loopback0
address-family l2vpn evpn
send-community both
route-reflector-client

•リーフ（9396-A）

• EVPNコントロールプレーンを有効にします。

nv overlay evpn

•関連するプロトコルを有効にします。

feature ospf
feature bgp
feature interface-vlan
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•アンダーレイルーティング用の OSPFを有効にします。

router ospf 1

•ローカル VTEP IP、および BGPのループバックを設定します。

interface loopback0
ip address 30.1.1.1/32
ip router ospf 1 area 0.0.0.0

•スパインとリーフの相互接続用のインターフェイスを設定します。

interface Ethernet2/2
no switchport
ip address 192.168.1.22/24
ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernet2/3
no switchport
ip address 192.168.3.23/24
ip router ospf 1 area 0.0.0.0
no shutdown

•オーバーレイ VRF VLANを作成し、vn-segmentを設定します。

vlan 101
vn-segment 900001

• VRF用の VRFオーバーレイ VLAN/SVIを構成：

interface Vlan101
no shutdown
vrf member vxlan-900001

• VLANを作成し、VXLANのマッピングを割り当てます。

vlan 1001
vn-segment 2001001

vlan 1002
vn-segment 2001002

• VRFを作成し、VNIを設定します。
vrf context vxlan-900001
vni 900001

オーバーライドとして 1つ以上を入力しない限り、 rd auto およ
び route-target コマンドは自動的に構成されます。

（注）

rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
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address-family ipv6 unicast
route-target both auto
route-target both auto evpn

•サーバ側 SVIを作成し、分散エニーキャストゲートウェイを有効にします。

interface Vlan1001
no shutdown
vrf member vxlan-900001
ip address 4.1.1.1/24
ipv6 address 4:1:0:1::1/64
fabric forwarding mode anycast-gateway

interface Vlan1002
no shutdown
vrf member vxlan-900001
ip address 4.2.2.1/24
ipv6 address 4:2:0:1::1/64
fabric forwarding mode anycast-gateway

•

NVEインターフェイスを作成するには、次の2つのオプションの
いずれかを選択できます。少数のVNIにはオプション 1を使用し
ます。多数のVNIを構成するには、オプション 2を使用します。

（注）

ネットワーク仮想化エンドポイント（NVE）インターフェイスを作成します。

オプション 1

interface nve1
no shutdown
source-interface loopback0
host-reachability protocol bgp
member vni 900001 associate-vrf
member vni 2001001
suppress-arp
mcast-group 225.4.0.1

member vni 2001002
suppress-arp
mcast-group 225.4.0.1

オプション 2
Interface nve1
source-interface loopback 1
host-reachability protocol bgp
global suppress-arp
global mcast-group 255.1.1.1 L2
global mcast-group 255.1.1.2 L3
member vni 10000
member vni 20000
member vni 30000

• BGPを設定します。

router bgp 65535
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router-id 30.1.1.1
neighbor 10.1.1.1 remote-as 65535
update-source loopback0
address-family l2vpn evpn
send-community both

neighbor 20.1.1.1 remote-as 65535
update-source loopback0
address-family l2vpn evpn
send-community both

vrf vxlan-900001
address-family ipv4 unicast
advertise l2vpn evpn

EVPNモードで次のコマンドを入力する必要はありません。（注）

evpn
vni 2001001 l2
vni 2001002 l2

オーバーライドとして 1つ以上を入力しない限り、 rd auto およ
び route-target auto コマンドは自動的に構成されます。

（注）

rd auto
route-target import auto
route-target export auto

rd auto および route-target コマンドは、 import または export
オプションを上書きするために使用しない限り、自動的に構成さ

れます。

（注）

次の EVPNモードコマンドは、オプションです。（注）

evpn
vni 2001001 l2
rd auto
route-target import auto
route-target export auto

vni 2001002 l2
rd auto
route-target import auto
route-target export auto

•リーフ（9396-B）

• EVPNコントロールプレーンおよび関連プロトコルを有効にします

feature telnet
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feature nxapi
feature bash-shell
feature scp-server
nv overlay evpn
feature ospf
feature bgp
feature interface-vlan
feature vn-segment-vlan-based
feature lldp
feature nv overlay

• BGP EVPNを使用して分散エニーキャストゲートウェイの配置されたVxLANを有効
にします。

fabric forwarding anycast-gateway-mac 0000.2222.3333

•オーバーレイ VRF VLANを作成し、vn-segmentを設定します。

vlan 1-1002
vlan 101
vn-segment 900001

• VLANを作成し、VXLANのマッピングを割り当てます。

vlan 1001
vn-segment 2001001

vlan 1002
vn-segment 2001002

• VRFを作成し、VNIを設定します。

vrf context vxlan-900001
vni 900001

rd auto および route-target コマンドは、 import または export
オプションを上書きするために使用しない限り、自動的に構成さ

れます。

（注）

rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn

address-family ipv6 unicast
route-target both auto
route-target both auto evpn

• VRFの内部コントロール VLAN/SVIを構成します

interface Vlan101
no shutdown
vrf member vxlan-900001

•サーバ側 SVIを作成し、分散エニーキャストゲートウェイを有効にします。

interface Vlan1001
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no shutdown
vrf member vxlan-900001
ip address 4.1.1.1/24
ipv6 address 4:1:0:1::1/64
fabric forwarding mode anycast-gateway

interface Vlan1002
no shutdown
vrf member vxlan-900001
ip address 4.2.2.1/24
ipv6 address 4:2:0:1::1/64
fabric forwarding mode anycast-gateway

•

NVEインターフェイスを作成するには、次の 2つのコマンドプ
ロシージャのいずれかを選択できます。少数のVNIにはオプショ
ン 1を使用します。多数のVNIを構成するには、オプション 2を
使用します。

（注）

ネットワーク仮想化エンドポイント（NVE）インターフェイスを作成します。

オプション 1

interface nve1
no shutdown
source-interface loopback0
host-reachability protocol bgp
member vni 900001 associate-vrf
member vni 2001001
suppress-arp
mcast-group 225.4.0.1

member vni 2001002
suppress-arp
mcast-group 225.4.0.1

オプション 2
Interface nve1
source-interface loopback0
host-reachability protocol bgp
global suppress-arp
global mcast-group 255.4.0.1
member vni 900001
member vni 2001001

•ホスト/サーバのインターフェイスを設定します。

interface Ethernet1/47
switchport access vlan 1002

interface Ethernet1/48
switchport access vlan 1001

•スパインとリーフの相互接続用のインターフェイスを設定します。
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interface Ethernet2/1

interface Ethernet2/2
no switchport
ip address 192.168.4.22/24
ip router ospf 1 area 0.0.0.0
no shutdown

interface Ethernet2/3
no switchport
ip address 192.168.2.23/24
ip router ospf 1 area 0.0.0.0
no shutdown

•ローカル VTEP IP、および BGPのループバックを設定します。

interface loopback0
ip address 40.1.1.1/32
ip router ospf 1 area 0.0.0.0

•アンダーレイルーティング用の OSPFを有効にします。

router ospf 1

• BGPの設定

router bgp 65535
router-id 40.1.1.1
neighbor 10.1.1.1 remote-as 65535
update-source loopback0
address-family l2vpn evpn
send-community both

neighbor 20.1.1.1 remote-as 65535
update-source loopback0
address-family l2vpn evpn
send-community both

vrf vxlan-900001
address-family ipv4 unicast
advertise l2vpn evpn

evpn
vni 2001001 l2
rd auto
route-target import auto
route-target export auto

vni 2001002 l2
rd auto
route-target import auto
route-target export auto

rd auto および route-target コマンドは、 import または export
オプションを上書きするために使用しない限り、オプションで

す。

（注）

evpn
vni 2001001 l2
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rd auto
route-target import auto
route-target export auto

vni 2001002 l2
rd auto
route-target import auto
route-target export auto

showコマンドの例
• show nve peers

9396-B# show nve peers
Interface Peer-IP Peer-State
--------- --------------- ----------
nve1 30.1.1.1 Up

• show nve vni

9396-B# show nve vni
Codes: CP - Control Plane DP - Data Plane

UC - Unconfigured SA - Suppress ARP

Interface VNI Multicast-group State Mode Type [BD/VRF] Flags
--------- -------- ----------------- ----- ---- ------------------ -----
nve1 900001 n/a Up CP L3 [vxlan-900001]
nve1 2001001 225.4.0.1 Up CP L2 [1001] SA
nve1 2001002 225.4.0.1 Up CP L2 [1002] SA

• show vxlan interface

9396-B# show vxlan interface
Interface Vlan VPL Ifindex LTL HW VP
========= ==== =========== === =====
Eth1/47 1002 0x4c07d22e 0x10000 5697
Eth1/48 1001 0x4c07d02f 0x10001 5698

• show bgp l2vpn evpn summary

leaf3# show bgp l2vpn evpn summary
BGP summary information for VRF default, address family L2VPN EVPN
BGP router identifier 40.0.0.4, local AS number 10
BGP table version is 60, L2VPN EVPN config peers 1, capable peers 1
21 network entries and 21 paths using 2088 bytes of memory
BGP attribute entries [8/1152], BGP AS path entries [0/0]
BGP community entries [0/0], BGP clusterlist entries [1/4]

Neighbor V AS MsgRcvd MsgSent TblVer InQ OutQ Up/Down
State/PfxRcd
40.0.0.1 4 10 8570 8565 60 0 0 5d22h 6

• show bgp l2vpn evpn
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leaf3# show bgp l2vpn evpn
BGP routing table information for VRF default, address family L2VPN EVPN
BGP table version is 60, local router ID is 40.0.0.4
Status: s-suppressed, x-deleted, S-stale, d-dampened, h-history, *-valid,
>-best
Path type: i-internal, e-external, c-confed, l-local, a-aggregate, r-redist,
I-injected
Origin codes: i - IGP, e - EGP, ? - incomplete, | - multipath, & - backup

Network Next Hop Metric LocPrf Weight Path
Route Distinguisher: 40.0.0.2:32868
*>i[2]:[0]:[10001]:[48]:[0000.8816.b645]:[0]:[0.0.0.0]/216

40.0.0.2 100 0 i
*>i[2]:[0]:[10001]:[48]:[0011.0000.0034]:[0]:[0.0.0.0]/216

40.0.0.2 100 0 i

• show l2route evpn mac all

leaf3# show l2route evpn mac all
Topology Mac Address Prod Next Hop (s)
----------- -------------- ------ ---------------
101 0000.8816.b645 BGP 40.0.0.2
101 0001.0000.0033 Local Ifindex 4362086
101 0001.0000.0035 Local Ifindex 4362086
101 0011.0000.0034 BGP 40.0.0.2

• show l2route evpn mac-ip all

leaf3# show l2route evpn mac-ip all
Topology ID Mac Address Prod Host IP Next Hop (s)
----------- -------------- ---- ------------------------------------------------------
101 0011.0000.0034 BGP 5.1.3.2 40.0.0.2
102 0011.0000.0034 BGP 5.1.3.2 40.0.0.2
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第 5 章

テナントルーテッドマルチキャストの設

定

この章は、次の項で構成されています。

•テナントルーテッドマルチキャストについて（61ページ）
•テナントルーテッドマルチキャストに関する注意事項と制限事項（62ページ）
•レイヤ 3テナントルーテッドマルチキャストの注意事項と制約事項（63ページ）
•テナントルーテッドマルチキャストのランデブーポイント（64ページ）
•テナントルーテッドマルチキャストのランデブーポイントの設定（64ページ）
• VXLANファブリック内のランデブーポイントの設定（65ページ）
•外部ランデブーポイントの設定（66ページ）
•レイヤ 3テナントルーテッドマルチキャストの設定（68ページ）
• VXLAN EVPNスパインでの TRMの設定（72ページ）
• vPCサポートを使用した TRMの設定（75ページ）

テナントルーテッドマルチキャストについて
テナントルーテッドマルチキャスト（TRM）は、BGPベースのEVPNコントロールプレーン
を使用する VXLANファブリック内でのマルチキャスト転送を有効にします。TRMは、ロー
カルまたはVTEP間で同じサブネット内または異なるサブネット内の送信元と受信側の間にマ
ルチテナント対応のマルチキャスト転送を実装します。

この機能により、VXLANオーバーレイへのマルチキャスト配信の効率が向上します。これは、
IETFRFC6513、6514で説明されている標準ベースの次世代コントロールプレーン（ngMVPN）
に基づいています。TRMは、効率的かつ復元力のある方法で、マルチテナントファブリック
内で顧客の IPマルチキャストトラフィックを配布できるようにします。TRMの配布により、
ネットワーク内のレイヤ 3オーバーレイマルチキャスト機能が向上します。

BGP EVPNはユニキャストルーティングのコントロールプレーンを提供しますが、ngMVPN
はスケーラブルなマルチキャストルーティング機能を提供します。これは、ユニキャスト用の

分散型 IPエニーキャストゲートウェイを持つすべてのエッジデバイス（VTEP）がマルチキャ
スト用の指定ルータ（DR）になる「常時ルート」アプローチに従います。ブリッジ型マルチ
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キャスト転送は、エッジデバイス（VTEP）にのみ存在し、IGMPスヌーピングは該当する受
信者へのマルチキャスト転送を最適化します。ローカル配信以外のすべてのマルチキャストト

ラフィックは効率的にルーティングされます。

図 4 : VXLAN EVPN TRM

TRMを有効にすると、アンダーレイでのマルチキャスト転送が活用され、VXLANでカプセル
化されたルーテッドマルチキャストトラフィックが複製されます。デフォルトマルチキャス

ト配信ツリー（デフォルトMDT）は、VRFごとに構築されます。これは、レイヤ 2仮想ネッ
トワークインスタンス（VNI）のブロードキャストおよび不明ユニキャストトラフィック、
およびレイヤ 2マルチキャスト複製グループの既存のマルチキャストグループに追加されま
す。オーバーレイ内の個々のマルチキャストグループアドレスは、複製および転送のために

それぞれのアンダーレイマルチキャストアドレスにマッピングされます。BGPベースのアプ
ローチを使用する利点は、TRMを備えた BGP EVPN VXLANファブリックが、すべてのエッ
ジデバイスまたは VTEPに RPが存在する完全な分散型オーバーレイランデブーポイント
（RP）として動作できることです。

マルチキャスト対応のデータセンターファブリックは、通常、マルチキャストネットワーク全

体の一部です。マルチキャスト送信元、受信側、およびマルチキャストランデブーポイント

はデータセンター内に存在する可能性がありますが、キャンパス内にある場合やWAN経由で
外部から到達可能である場合もあります。TRMを使用すると、既存のマルチキャストネット
ワークをシームレスに統合できます。ファブリック外部のマルチキャストランデブーポイン

トを活用できます。さらに、TRMでは、レイヤ 3物理インターフェイスまたはサブインター
フェイスを使用したテナント対応外部接続が可能です。

テナントルーテッドマルチキャストに関する注意事項と

制限事項
テナントルーテッドマルチキャスト（TRM）には、次の注意事項と制約事項があります。
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• FEXのサポートは、Cisco Nexus 3600プラットフォームスイッチでは使用されません。

• VXLANの注意事項と制約事項（9ページ）は TRMにも適用されます。

• TRMが有効になっている場合、コアリンクとしての SVIはサポートされません。

• TRMは IPv4マルチキャストのみをサポートします。

• TRMには、スパースモードとも呼ばれる PIM Any Source Multicast（ASM）を使用した
IPv4マルチキャストベースのアンダーレイが必要です。

• TRMは、オーバーレイ PIM ASMおよび PIM SSMのみをサポートします。PIM BiDirは
オーバーレイではサポートされていません。

• RPは、ファブリックの内部または外部のいずれかに設定する必要があります。

•内部RPは、ボーダーノードを含むすべてのTRM対応VTEPで設定する必要があります。

•外部 RPは、ボーダーノードの外部にある必要があります。

• RPは、外部 RP IPアドレス（スタティック RP）を指す VRF内で設定する必要がありま
す。これにより、特定のVRFの外部RPに到達するためのユニキャストおよびマルチキャ
ストルーティングが有効になります。

• TRMは複数のボーダーノードをサポートします。複数のボーダーリーフスイッチを介し
た外部 RPへの到達可能性がサポートされています（ECMP）。

• VXLAN vPCセットアップで L3 VNIの VLANで PIMと ip igmp snooping vxlanの両方を
有効にする必要があります。

レイヤ 3テナントルーテッドマルチキャストの注意事項
と制約事項

レイヤ3テナントルーテッドマルチキャスト（TRM）には次の設定の注意事項と制限事項があ
ります。

• Cisco NX-OSリリース 9.3（3）以降、Cisco Nexus 3600プラットフォームスイッチは、レ
イヤ 3モードで TRMをサポートします。この機能は、IPv4オーバーレイでのみサポート
されます。レイヤ 2モードと L2/L3混合モードはサポートされていません。

Cisco Nexus 3600プラットフォームスイッチは、L3ユニキャストトラフィックの BLとし
て機能できます。エニーキャスト機能の場合、RPは内部、外部、またはあらゆる場所の
RPにすることができます。

• Cisco NX-OSリリース 9.3（3）以降、Cisco Nexus 3600プラットフォームスイッチは、レ
イヤ 3モードで TRMをサポートします。この機能をサポートするには、ボーダーリーフ
で advertise-pipコマンドと advertise virtual-rmacコマンドを有効にする必要があります。
詳細については、「VIP/PIPの構成」セクションを参照してください。
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•既知のローカルスコープマルチキャスト（224.0.0.0/24）はTRMから除外され、ブリッジ
されます。

•インターフェイスNVEがボーダーリーフでダウンした場合、VRFごとの内部オーバーレ
イ RPをダウンする必要があります。

•一方または両方の VTEPが Cisco Nexus 3600プラットフォームスイッチである場合、パ
ケット TTLは 2回デクリメントされます。1回は送信元リーフの L3 VNIにルーティング
するため、もう 1回は宛先 L3 VNIから宛先リーフの宛先 VLANに転送するためです。

• Cisco Nexus 3600プラットフォームスイッチは、TRMマルチサイトをサポートしていま
せん。

テナントルーテッドマルチキャストのランデブーポイ

ント
TRMを有効にすると、内部および外部 RPがサポートされます。次の表に、RPの位置付けが
サポートされているか、サポートされていない最初のリリースを示します。

PIMベースの RP
Everywhere

RP外部RP内部

9.3(3)9.3(3)9.3(3)TRM L3モード

RP外部RP内部

なしなしTRM L2モード

7.0(3)I7(4)7.0(3)I7(1)TRM L3モード

N/A7.0(3)I7(1)TRM L2L3モード

テナントルーテッドマルチキャストのランデブーポイ

ントの設定
テナントルーテッドマルチキャストでは、次のランデブーポイントオプションがサポートさ

れています。

• VXLANファブリック内のランデブーポイントの設定（65ページ）

•外部ランデブーポイントの設定（66ページ）
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VXLANファブリック内のランデブーポイントの設定
すべてのデバイス（VTEP）で次のコマンドを使用して、TRMVRFのループバックを設定しま
す。EVPN内で到達可能であることを確認します（アドバタイズ/再配布）。

手順の概要

1. configure terminal
2. interface loopback loopback_number

3. vrf member vxlan-number

4. ip address ip-address

5. ip pim sparse-mode
6. vrf context vrf-name

7. ip pim rp-address ip-address-of-router group-list group-range-prefix
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

すべての TRM対応ノードでループバックインター
フェイスを設定します。これにより、ファブリック

内のランデブーポイントが有効になります。

interface loopback loopback_number

例：

switch(config)# interface loopback 11

ステップ 2

VRF名を設定します。vrf member vxlan-number

例：

ステップ 3

switch(config-if)# vrf member vrf100

IPアドレスを指定します。ip address ip-address

例：

ステップ 4

switch(config-if)# ip address 209.165.200.1/32

インターフェイスでスパースモードPIMを設定しま
す。

ip pim sparse-mode

例：

ステップ 5

switch(config-if)# ip pim sparse-mode

VXLANテナント VRFを作成します。vrf context vrf-name

例：

ステップ 6

switch(config-if)# vrf context vrf100

ip-address-of-routerパラメータの値は RPの値です。
完全に分散された RPの場合、すべてのエッジデバ
イス（VTEP）に同じ IPアドレスが必要です。

ip pim rp-address ip-address-of-router group-list
group-range-prefix

例：

ステップ 7

switch(config-vrf# ip pim rp-address 209.165.200.1
group-list 224.0.0.0/4

外部ランデブーポイントの設定
すべてのデバイス（VTEP）の TRMVRF内の外部ランデブーポイント（RP）IPアドレスを設
定します。さらに、ボーダーノードを介した VRF内の外部 RPの到達可能性を確認します。
TRMが有効で、外部RPが使用されている場合は、1つのルーティングパスだけがアクティブ
であることを確認します。TRMファブリックと外部RP間のルーティングは、単一のボーダー
リーフ（非 ECMP）を経由する必要があります。
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手順の概要

1. configure terminal
2. vrf context vrf100
3. ip pim rp-address ip-address-of-router group-list group-range-prefix

手順の詳細

手順

目的コマンドまたはアクション

コンフィギュレーションモードを入力します。configure terminal

例：

ステップ 1

switch# configure terminal

コンフィギュレーションモードを入力します。vrf context vrf100

例：

ステップ 2

switch(config)# vrf context vrf100
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目的コマンドまたはアクション

ip-address-of-routerパラメータの値は RPの値です。
完全に分散された RPのすべてのエッジデバイス
（VTEP）に同じ IPアドレスが必要です。

ip pim rp-address ip-address-of-router group-list
group-range-prefix

例：

ステップ 3

switch(config-vrf)# ip pim rp-address
209.165.200.1 group-list 224.0.0.0/4

レイヤ 3テナントルーテッドマルチキャストの設定
この手順では、テナントルーテッドマルチキャスト（TRM）機能を有効にします。TRMは、
BGP MVPNシグナリングを使用して、主に IPマルチキャストのレイヤ 3転送モードで動作し
ます。レイヤ 3モードの TRMは、TRM対応VXLAN BGP EVPNファブリックの主要な機能で
あり、唯一の要件です。非 TRM対応エッジデバイス（VTEP）が存在する場合は、レイヤ 2/
レイヤ 3モードとレイヤ 2モードを相互運用性について考慮する必要があります。

レイヤ 3クラウドの送信者と受信者、および TRM vPC境界リーフの VXLANファブリック間
でマルチキャストを転送するには、VIP/PIP設定を有効にする必要があります。詳細について
は、VIP/PIPの設定を参照してください。

TRMは、always-routeアプローチに従って、転送される IPマルチキャストトラフィックの存続
可能時間（TTL）を減らします。

（注）

始める前に

VXLAN EVPN feature nv overlayおよび nv overlay evpnを設定する必要があります。

ランデブーポイント（RP）を設定する必要があります。

手順

目的コマンドまたはアクション

コンフィギュレーションモードを入力します。configure terminal

例：

ステップ 1

switch# configure terminal

次世代マルチキャストVPN（ngMVPN）コントロー
ルプレーンを有効にします。BGPで新しいアドレ
スファミリコマンドが使用可能になります。

feature ngmvpn

例：

switch(config)# feature ngmvpn

ステップ 2

VXLAN VLANの IGMPスヌーピングを設定しま
す。

ip igmp snooping vxlan

例：

ステップ 3
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目的コマンドまたはアクション

switch(config)# ip igmp snooping vxlan

NVEインターフェイスを設定します。interface nve1

例：

ステップ 4

switch(config)# interface nve 1

レイヤ 3仮想ネットワーク識別子を設定します。
vni-rangeの範囲は 1～ 16,777,214です。

member vni vni-range associate-vrf

例：

ステップ 5

switch(config-if-nve)# member vni 200100
associate-vrf

VRFVNI（レイヤ3VNI）のデフォルトマルチキャ
スト配信ツリーを構築します。

mcast-group ip-prefix

例：

ステップ 6

マルチキャストグループは、関連付けられている

レイヤ3VNI（VRF）内のすべてのマルチキャスト
switch(config-if-nve-vni)# mcast-group 225.3.3.3

ルーティングのアンダーレイ（コア）で使用されま

す。

（注）

レイヤ 2 VNI、デフォルトMDT、およびデータ
MDTのアンダーレイマルチキャストグループは
共有しないことを推奨します。重複しない個別の

グループを使用します。

コマンドモードを終了します。exit

例：

ステップ 7

switch(config-if-nve-vni)# exit

コマンドモードを終了します。exit

例：

ステップ 8

switch(config-if)# exit

自律システム番号の設定router bgp 100

例：

ステップ 9

switch(config)# router bgp 100

コマンドモードを終了します。exit

例：

ステップ 10

switch(config-router)# exit

ネイバーの IPアドレスを設定します。neighbor ip-addr

例：

ステップ 11

switch(config-router)# neighbor 1.1.1.1
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目的コマンドまたはアクション

マルチキャスト VPNを設定します。address-family ipv4 mvpn

例：

ステップ 12

switch(config-router-neighbor)# address-family
ipv4 mvpn

アドレスファミリシグナリングの ngMVPNをイ
ネーブルにします。send community extendedコマ

send-community extended

例：

ステップ 13

ンドにより、拡張コミュニティがこのアドレスファ

ミリに確実に交換されます。
switch(config-router-neighbor-af)# send-community
extended

コマンドモードを終了します。exit

例：

ステップ 14

switch(config-router-neighbor-af)# exit

コマンドモードを終了します。exit

例：

ステップ 15

switch(config-router)# exit

VRF名を設定します。vrf context vrf_name

例：

ステップ 16

switch(config-router)#vrf context vrf100

ip-address-of-routerパラメータの値はRPの値です。
完全に分散された RPのすべてのエッジデバイス
（VTEP）に同じ IPアドレスが必要です。

ip pim rp-address ip-address-of-router group-list
group-range-prefix

例：

ステップ 17

オーバーレイRPの配置オプションについては、テ
ナントルーテッドマルチキャストのランデブーポ

switch(config-vrf)# ip pim rp-address
209.165.201.1 group-list 226.0.0.0/8

イントの設定（64ページ）セクションを参照して
ください。

ユニキャストアドレスファミリを設定します。address-family ipv4 unicast

例：

ステップ 18

switch(config-vrf)# address-family ipv4 unicast

カスタマーマルチキャスト（C_Multicast）ルート
（ngMVPNルートタイプ 6および 7）に拡張コミュ

route-target both auto mvpn

例：

ステップ 19

ニティ属性として追加されるBGPルートターゲッ
トを定義します。

switch(config-vrf-af-ipv4)# route-target both
auto mvpn

自動ルートターゲットは、2バイトの自律システム
番号（ASN）とレイヤ 3 VNIによって構築されま
す。
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目的コマンドまたはアクション

送信元がローカルに接続されている場合のGratuitally
Originate（S、A）ルート。ip multicast

ip multicast overlay-spt-only

例：

ステップ 20

overlay-spt-onlyコマンドは、すべてのMVPN対応
switch(config)# ip multicast overlay-spt-only

スイッチ（通常はリーフノード）でデフォルトで

有効になっています。

ファーストホップゲートウェイ（レイヤ 2 VNIの
分散エニーキャストゲートウェイ）を設定します。

interfacevlan_id

例：

ステップ 21

このインターフェイスでは、ルータ PIMピアリン
グは発生しません。

switch(config)# interface vlan11

インターフェイスをディセーブルにします。no shutdown

例：

ステップ 22

switch(config-if)# no shutdown

VRF名を設定します。vrf member vrf-num

例：

ステップ 23

switch(config-if)# vrf member vrf100

IPアドレスを設定します。ip address ip_address

例：

ステップ 24

switch(config-if)# ip address 11.1.1.1/24

SVIで IGMPおよび PIMをイネーブルにします。
これは、この VLANにマルチキャスト送信元や受
信者が存在する場合に必要です。

ip pim sparse-mode

例：

switch(config-if)# ip pim sparse-mode

ステップ 25

エニーキャストゲートウェイ転送モードを設定し

ます。

fabric forwarding mode anycast-gateway

例：

ステップ 26

switch(config-if)# fabric forwarding mode
anycast-gateway

IP PIMネイバーポリシーを作成して、VLAN内の
PIMルータとのPIMネイバーシップを回避します。

ip pim neighbor-policy NONE*

例：

ステップ 27

noneキーワードは、すべての ipv4アドレスを拒否
switch(config-if)# ip pim neighbor-policy NONE*

するように設定されたルートマップで、大文字と小

文字を区別しない IPを使用した PIMネイバーシッ
プポリシーの確立を回避します。

（注）

PIMピアリングに分散型エニーキャストゲート
ウェイを使用しないでください。
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目的コマンドまたはアクション

コマンドモードを終了します。exit

例：

ステップ 28

switch(config-if)# exit

VRFおよびレイヤ 3 VNIを設定します。interface vlan_id

例：

ステップ 29

switch(config)# interface vlan100

インターフェイスを無効にします。no shutdown

例：

ステップ 30

switch(config-if)# no shutdown

VRF名を設定します。vrf member vrf100

例：

ステップ 31

switch(config-if)# vrf member vrf100

インターフェイスで IP転送を有効にします。ip forward

例：

ステップ 32

switch(config-if)# ip forward

インターフェイスでスパースモード PIMを設定し
ます。レイヤ 3 VNIで発生する PIMピアリングは
ありませんが、転送にはこのコマンドが必要です。

ip pim sparse-mode

例：

switch(config-if)# ip pim sparse-mode

ステップ 33

VXLAN EVPNスパインでの TRMの設定
この手順では、VXLANEVPNスパインスイッチでテナントルーテッドマルチキャスト（TRM）
を有効にします。

始める前に

VXLANBGPEVPNスパインを設定する必要があります。スパインでのEVPNのBGP構成（33
ページ）を参照してください。

手順の概要

1. configure terminal
2. route-map permitall permit 10
3. set ip next-hop unchanged
4. exit
5. router bgp [autonomous system] number

6. address-family ipv4 mvpn
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7. retain route-target all
8. neighbor ip-address [remote-as number]
9. address-family ipv4 mvpn
10. disable-peer-as-check
11. rewrite-rt-asn
12. send-community extended
13. route-reflector-client
14. route-map permitall out

手順の詳細

手順

目的コマンドまたはアクション

コンフィギュレーションモードを入力します。configure terminal

例：

ステップ 1

switch# configure terminal

ルートマップを設定します。route-map permitall permit 10

例：

ステップ 2

（注）

ルートマップでは、EVPNルート用にネクスト
ホップを変更しないまま保持します。

switch(config)# route-map permitall permit 10

• eBGPでは必須です。

• iBGPではオプションです。

ネクストホップアドレスを設定します。set ip next-hop unchanged

例：

ステップ 3

（注）

ルートマップでは、EVPNルート用にネクスト
ホップを変更しないまま保持します。

switch(config-route-map)# set ip next-hop
unchanged

• eBGPでは必須です。

• iBGPではオプションです。

EXECモードに戻ります。exit

例：

ステップ 4

switch(config-route-map)# exit

BGPを指定します。router bgp [autonomous system] number

例：

ステップ 5

switch(config)# router bgp 65002
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目的コマンドまたはアクション

BGPでアドレスファミリ IPv4 MVPNを設定しま
す。

address-family ipv4 mvpn

例：

ステップ 6

switch(config-router)# address-family ipv4 mvpn

アドレスファミリ IPv4 MVPN [global]で、すべて
のルートターゲットの保持を設定します。

retain route-target all

例：

ステップ 7

（注）switch(config-router-af)# retain route-target
all eBGPでは必須です。インポートルートターゲッ

トに一致するように設定されたローカルVNIが存
在しない場合、スパインがすべてのMVPNルート
を保持およびアドバタイズできるようにします。

ネイバーを定義します。neighbor ip-address [remote-as number]

例：

ステップ 8

switch(config-router-af)# neighbor 100.100.100.1

BGPネイバーでアドレスファミリ IPv4MVPNを設
定します。

address-family ipv4 mvpn

例：

ステップ 9

switch(config-router-neighbor)# address-family
ipv4 mvpn

ルートアドバタイズメント時のピア AS番号の
チェックをディセーブルにします。すべてのリーフ

disable-peer-as-check

例：

ステップ 10

が同じASを使用しているが、スパインがリーフとswitch(config-router-neighbor-af)#
disable-peer-as-check 異なるASを使用している場合、このパラメータを

eBGP用のスパインに設定します。

（注）

eBGPでは必須です。

発信ルートターゲットのAS番号をリモートAS番
号と一致するように正規化します。BGPで設定さ

rewrite-rt-asn

例：

ステップ 11

れたネイバーのリモート ASを使用します。
switch(config-router-neighbor-af)# rewrite-rt-asn

rewrite-rt-asnコマンドは、Route Target Auto機能を
使用して EVPNルートターゲットを設定する場合
に必要です。

BGPネイバーのコミュニティを設定します。send-community extended

例：

ステップ 12

switch(config-router-neighbor-af)# send-community
extended
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目的コマンドまたはアクション

ルートリフレクタを設定します。route-reflector-client

例：

ステップ 13

（注）

ルートリフレクタを使用する iBGPに必要です。switch(config-router-neighbor-af)#
route-reflector-client

ルートマップを適用してネクストホップを変更し

ないまま保持します。

route-map permitall out

例：

ステップ 14

（注）switch(config-router-neighbor-af)# route-map
permitall out eBGPでは必須です。

vPCサポートを使用した TRMの設定

手順の概要

1. configure terminal
2. feature vpc
3. feature interface-vlan
4. feature lacp
5. feature pim
6. feature ospf
7. ip pim rp-address address group-list range

8. vpc domain domain-id

9. hardware access-list tcam region mac-ifacl
10. hardware access-list tcam region vxlan 10
11. reload
12. peer switch
13. peer gateway
14. peer-keepalive destination ipaddress

15. ip arp synchronize
16. ipv6 nd synchronize

17. vPCピアリンクを作成します。
18. system nve infra-vlans range

19. vlan number

20. SVIを作成します。
21. （任意） delay restore interface-vlan seconds
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

デバイス上で vPCをイネーブルにします。feature vpc

例：

ステップ 2

switch(config)# feature vpc

デバイスのインターフェイス VLAN機能をイネー
ブルにします。

feature interface-vlan

例：

ステップ 3

switch(config)# feature interface-vlan

デバイスの LACP機能をイネーブルにします。feature lacp

例：

ステップ 4

switch(config)# feature lacp

デバイスの PIM機能をイネーブルにします。feature pim

例：

ステップ 5

switch(config)# feature pim

デバイスの OSPF機能をイネーブルにします。feature ospf

例：

ステップ 6

switch(config)# feature ospf

アンダーレイマルチキャストグループ範囲に、PIM
RPアドレスを設定します。

ip pim rp-address address group-list range

例：

ステップ 7

switch(config)# ip pim rp-address 100.100.100.1
group-list 224.0.0/4

デバイス上に vPCドメインを作成し、設定目的で
vpc-domain設定モードを開始します。デフォルト
はありません。範囲は 1～ 1000です。

vpc domain domain-id

例：

switch(config)# vpc domain 1

ステップ 8

ACLデータベースの TCAMリージョンをカービン
グします。

hardware access-list tcam region mac-ifacl

例：

ステップ 9

switch(config)# hardware access-list tcam region
mac-ifacl 0
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目的コマンドまたはアクション

VXLANで使用する TCAMリージョンを割り当て
ます。

hardware access-list tcam region vxlan 10

例：

ステップ 10

switch(config)# hardware access-list tcam region
vxlan 10

TCAM割り当てのスイッチ設定をリロードして、
アクティブにします。

reload

例：

ステップ 11

switch(config)# reload

ピアスイッチを定義します。peer switch

例：

ステップ 12

switch(config-vpc-domain)# peer switch

仮想ポートチャネル（vPC）のゲートウェイMAC
アドレスを宛先とするパケットのレイヤ3転送をイ

peer gateway

例：

ステップ 13

ネーブルにするには、peer-gatewayコマンドを使用
します。

switch(config-vpc-domain)# peer gateway

vPCピアキープアライブリンクのリモートエンド
の IPv4アドレスを設定します。

peer-keepalive destination ipaddress

例：

ステップ 14

（注）switch(config-vpc-domain)# peer-keepalive
destination 172.28.230.85 vPCピアキープアライブリンクを設定するまで、

vPCピアリンクは構成されません。

管理ポートと VRFがデフォルトです。

（注）

独立したVRFを設定し、vPCピアキープアライブ
リンクのための VRF内の各 vPCピアデバイスか
らのレイヤ3ポートを使用することを推奨します。

VRFの作成および構成の詳細については、『Cisco
Nexus 3600シリーズ NX-OSシリーズユニキャス
トルーティング構成ガイド、リリース 9.3（x）』
を参照してください。

vPCドメインで IP ARP同期を有効にして、デバイ
スのリロード後の ARPテーブルの生成を高速化し
ます。

ip arp synchronize

例：

switch(config-vpc-domain)# ip arp synchronize

ステップ 15

vPCドメインで IPv6と同期を有効にして、デバイ
スのリロード後のテーブルの作成を高速化します。

ipv6 nd synchronize

例：

ステップ 16

switch(config-vpc-domain)# ipv6 nd synchronize
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目的コマンドまたはアクション

vPCピアリンクポートチャネルインターフェイス
を作成し、2つのメンバーインターフェイスを追加
します。

vPCピアリンクを作成します。

例：

switch(config)# interface port-channel 1
switch(config)# switchport

ステップ 17

switch(config)# switchport mode trunk
switch(config)# switchport trunk allowed vlan
1,10,100-200
switch(config)# mtu 9216
switch(config)# vpc peer-link
switch(config)# no shut

switch(config)# interface Ethernet 1/1, 1/21
switch(config)# switchport
switch(config)# mtu 9216
switch(config)# channel-group 1 mode active
switch(config)# no shutdown

バックアップルーテッドパスとして非 VXLAN対
応 VLANを定義します。

system nve infra-vlans range

例：

ステップ 18

switch(config)# system nve infra-vlans 10

インフラ VLANとして使用する VLANを作成しま
す。

vlan number

例：

ステップ 19

switch(config)# vlan 10

vPCピアリンク上のバックアップルーテッドパスに
使用される SVIを作成します。

SVIを作成します。

例：

ステップ 20

switch(config)# interface vlan 10
switch(config)# ip address 10.10.10.1/30
switch(config)# ip router ospf process UNDERLAY
area 0
switch(config)# ip pim sparse-mode
switch(config)# no ip redirects
switch(config)# mtu 9216
switch(config)# no shutdown

SVIの遅延復元タイマーをイネーブルにします。
SVI/VNIスケールが大きい場合は、この値を調整す

（任意） delay restore interface-vlan seconds

例：

ステップ 21

ることを推奨します。たとえば、SCIカウントが
switch(config-vpc-domain)# delay restore
interface-vlan 45 1000の場合、delay restoreを interface-vlanから 45

秒に設定することを推奨します。
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第 6 章

外部 VRF接続とルートリークの設定

この章は、次の内容で構成されています。

•外部 VRF接続の設定（79ページ）
•ルートリークの設定（80ページ）

外部 VRF接続の設定

VXLAN BGP EVPNファブリックの外部レイヤ 3接続について
VXLAN BGP EVPNファブリックは、外部接続を実現するために VRF単位の IPルーティング
を使用して拡張できます。レイヤ3拡張に使用されるアプローチは一般にVRFLiteと呼ばれ、
機能自体はより正確に Inter-ASオプション Aまたはバックツーバック VRF接続として定義さ
れます。

外部 VRF接続とルートリークの注意事項と制約事項
次には、VXLAN BGP EVPNファブリックの外部レイヤ 3接続のガイドラインと制限事項で
す：

• Cisco Nexus 3600プラットフォームスイッチのサポートが追加されました。

•物理レイヤ 3インターフェイス（親インターフェイス）は、外部レイヤ 3接続（つまり、
VRFデフォルト）に使用できます。

•複数のサブインターフェイスへの親インターフェイスは、外部レイヤ 3接続（つまり、
VRFデフォルトのEthernet1/1）には使用できません。代わりにサブインターフェイスを使
用できます。

•サブインターフェイスが構成されている場合、VTEPは親インターフェイス上の VXLAN
カプセル化トラフィックをサポートしません。これは、VRF参加に関係ありません。

• VTEPは、サブインターフェイス上の VXLANカプセル化トラフィックをサポートしませ
ん。これは、VRF参加または IEEE 802.1qカプセル化に関係ありません。
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• VXLAN VLANと非 VXLANが有効化された VLANのサブインターフェイスの混在はサ
ポートされていません。

ルートリークの設定

VXLAN BGP EVPNファブリックの一元管理型 VRFルートリークについ
て

VXLANBGP EVPNは、MP-BGPとそのルートポリシーの概念を使用して、プレフィックスを
インポートおよびエクスポートします。この非常に広範なルートポリシーモデルの機能によ

り、ある VRFから別の VRFへ、またはその逆にルートをリークできます。カスタム VRFま
たはVRFデフォルトの任意の組み合わせを使用できます。VRFルートリークは、クロスVRF
ルートターゲットのインポート/エクスポート設定が行われる（リークポイント）ネットワー
ク内の特定の場所でのスイッチローカル機能です。異なるVRF間の転送は、コントロールプ
レーン、つまり、ルートリークの設定が実行される場所、つまり集中型 VRFルートリークに
従います。VXLAN BGP EVPNの追加により、漏出ポイントはクロス VRFインポート/エクス
ポートされたルートをアドバタイズし、それらをリモートVTEPまたは外部ルータにアドバタ
イズする必要があります。

中央集中型 VRFルートリークの利点は、リークポイントとして機能する VTEPだけが必要な
特別な機能を必要とすることです。一方、ネットワーク内の他のすべてのVTEPはこの機能に
対して中立です。

外部 VRF接続とルートリークの注意事項と制約事項
次には、VXLAN BGP EVPNファブリックの外部レイヤ 3接続のガイドラインと制限事項で
す：

• Cisco Nexus 3600プラットフォームスイッチのサポートが追加されました。

•物理レイヤ 3インターフェイス（親インターフェイス）は、外部レイヤ 3接続（つまり、
VRFデフォルト）に使用できます。

•複数のサブインターフェイスへの親インターフェイスは、外部レイヤ 3接続（つまり、
VRFデフォルトのEthernet1/1）には使用できません。代わりにサブインターフェイスを使
用できます。

•サブインターフェイスが構成されている場合、VTEPは親インターフェイス上の VXLAN
カプセル化トラフィックをサポートしません。これは、VRF参加に関係ありません。

• VTEPは、サブインターフェイス上の VXLANカプセル化トラフィックをサポートしませ
ん。これは、VRF参加または IEEE 802.1qカプセル化に関係ありません。

• VXLAN VLANと非 VXLANが有効化された VLANのサブインターフェイスの混在はサ
ポートされていません。
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中央集中型 VRFルートリークブリーフ：カスタム VRFによる共有イ
ンターネット

次に、いくつかのポインタを示します。

• VXLAN BGP EVPNファブリックの VRFルートリークを使用した共有インターネットを
次の図に示します。

•デフォルトルートは共有インターネットVRFからエクスポートされ、ボーダーノードの
VRF Blueおよび VRF Red内で再アドバタイズされます。

• VRF Blueおよび VRF Redのデフォルトルートが共有インターネット VRFにリークされ
ていないことを確認します。

• VRF BlueおよびVRF Redの限定的でないプレフィックスは、共有インターネットVRFに
エクスポートされ、必要に応じて再アドバタイズされます。

•境界ノードから残りのVTEPに宛先VRF（青または赤）にアドバタイズされる、より具体
性の低いプレフィックス（集約）。

• BGPEVPNは、ルーティングループの発生を防ぐために以前にインポートされたプレフィッ
クスをエクスポートしません。

図 5 :中央集中型 VRFルートリーク：カスタム VRFによる共有インターネット
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一元管理型VRFルートリーキングの構成：カスタムVRF間の特定のプ
レフィックス

ルーティングブロック VTEPでの VRFコンテキストの設定

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. vrf context vrf-name

3. vni number

4. rd auto
5. address-family ipv4 unicast
6. route-target both {auto | as:vni}
7. route-target both {auto | as:vni }evpn
8. route-target import rt-from-different-vrf

9. route-target import rt-from-different-vrf evpn

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

VRFを設定します。vrf context vrf-nameステップ 2

VNIを指定します。vni numberステップ 3

VRFに関連付けられている VNIは、多くの場合、
Layer-3VNI、L3VNI、またはL3VPNと呼ばれます。
L3VNIは、参加する VTEP間で共通の IDとして構
成されます。

VRFのルート識別子（RD）を指定します。rd autoステップ 4

RDは、L3VNI内の VTEPを一意に識別します。

IPv4ユニキャストアドレスファミリを設定します。address-family ipv4 unicastステップ 5

IPv4アンダーレイを使用した IPv4 over VXLANに必
要です。

IPv4ユニキャスト address-family内の IPv4プレフィッ
クスのインポート/エクスポートのルートターゲッ

route-target both {auto | as:vni}ステップ 6
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目的コマンドまたはアクション

ト（RT）を構成します。ルートターゲット（RT）
は、各プレフィックスインポート/エクスポートポ
リシーに使用されます。as:vniが入力されると値は、
ASN:NN、ASN4:NN、または、IPv4:NNのフォーマッ
トです。

IPv4ユニキャスト address-family内の IPv4プレフィッ
クスのインポート/エクスポートのルートターゲッ

route-target both {auto | as:vni }evpnステップ 7

ト（RT）を構成します。ルートターゲット（RT）
は、各プレフィックスインポート/エクスポートポ
リシーに使用されます。as:vniが入力されると値は、
ASN:NN、ASN4:NN、または、IPv4:NNのフォーマッ
トです。

leaked-fromVRF（AS:VNIなど）から IPv4プレフィッ
クスをインポートするようにルートターゲット

（RT）を構成します。

route-target import rt-from-different-vrfステップ 8

leaked-fromVRF（AS:VNIなど）から IPv4プレフィッ
クスをインポートするようにルートターゲット

（RT）を構成します。

route-target import rt-from-different-vrf evpnステップ 9

ルーティングブロックでの BGP VRFインスタンスの設定

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. router bgp autonomous-system number

3. vrf vrf-name

4. address-family ipv4 unicast
5. advertise l2vpn evpn
6. aggregate-address prefix/mask

7. maximum-paths ibgp number

8. maximum-paths number

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1
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目的コマンドまたはアクション

BGPを設定します。router bgp autonomous-system numberステップ 2

VRFを指定します。vrf vrf-nameステップ 3

IPv4のアドレスファミリの設定address-family ipv4 unicastステップ 4

IPv4アドレスファミリ内の EVPNルートのアドバ
タイズメントを有効にします。

advertise l2vpn evpnステップ 5

宛先VRFに特定性の低いプレフィックス集約を作成
します。

aggregate-address prefix/maskステップ 6

iBGPプレフィックスの等コストマルチパス
（ECMP）の有効化。

maximum-paths ibgp numberステップ 7

eBGPプレフィックスの等コストマルチパス
（ECMP）の有効化

maximum-paths numberステップ 8

例：一元管理型 VRFルートリークの設定：カスタム VRF間の特定のプレフィックス

VXLAN BGP EVPNルーティングブロックの設定

VXLAN BGP EVPNルーティングブロックは、集中型ルートリークポイントとして機能しま
す。漏洩設定は、コントロールプレーンの漏洩とデータパスの転送が同じパスをたどるように

ローカライズされます。最も重要なのは、ルーティングブロックの VRF設定と、それぞれの
宛先 VRFへの特定性の低いプレフィックス（集約）のアドバタイズメントです。
vrf context Blue
vni 51010
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
route-target import 65002:51020
route-target import 65002:51020 evpn

!
vlan 2110
vn-segment 51010

!
interface Vlan2110
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward

!
vrf context Red
vni 51020
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
route-target import 65002:51010
route-target import 65002:51010 evpn
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!
vlan 2120
vn-segment 51020

!
interface Vlan2120
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward

!
interface nve1
no shutdown
host-reachability protocol bgp
source-interface loopback1
member vni 51010 associate-vrf
member vni 51020 associate-vrf

!
router bgp 65002
vrf Blue
address-family ipv4 unicast
advertise l2vpn evpn
aggregate-address 10.20.0.0/16
maximum-paths ibgp 2
Maximum-paths 2

vrf Red
address-family ipv4 unicast
advertise l2vpn evpn
aggregate-address 10.10.0.0/16
maximum-paths ibgp 2
Maximum-paths 2

中央集中型 VRFルートリークブリーフ：カスタム VRFによる共有インターネット

次に、いくつかのポインタを示します。

• VXLAN BGP EVPNファブリックの VRFルートリークを使用した共有インターネットを
次の図に示します。

•デフォルトルートは共有インターネットVRFからエクスポートされ、ボーダーノードの
VRF Blueおよび VRF Red内で再アドバタイズされます。

• VRF Blueおよび VRF Redのデフォルトルートが共有インターネット VRFにリークされ
ていないことを確認します。

• VRF BlueおよびVRF Redの限定的でないプレフィックスは、共有インターネットVRFに
エクスポートされ、必要に応じて再アドバタイズされます。

•境界ノードから残りのVTEPに宛先VRF（青または赤）にアドバタイズされる、より具体
性の低いプレフィックス（集約）。

• BGPEVPNは、ルーティングループの発生を防ぐために以前にインポートされたプレフィッ
クスをエクスポートしません。
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図 6 :中央集中型 VRFルートリーク：カスタム VRFによる共有インターネット

一元管理型 VRFルートリークの設定：カスタム VRFによる共有イン
ターネット

ボーダーノードでのインターネット VRFの設定

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. vrf context vrf-name

3. vni number

4. ip route 0.0.0.0/0 next-hop

5. rd auto
6. address-family ipv4 unicast
7. route-target both {auto | as:vni}
8. route-target both shared-vrf-rt evpn

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
86

外部 VRF接続とルートリークの設定

一元管理型 VRFルートリークの設定：カスタム VRFによる共有インターネット



手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

VRFを設定します。vrf context vrf-nameステップ 2

VNIを指定します。vni numberステップ 3

VRFに関連付けられている VNIは、多くの場合、
Layer-3VNI、L3VNI、またはL3VPNと呼ばれます。
L3VNIは、参加する VTEP間で共通の IDとして構
成されます。

外部ルータ（例）への共有インターネットVRFのデ
フォルトルートを構成します。

ip route 0.0.0.0/0 next-hopステップ 4

VRFのルート識別子（RD）を指定します。rd autoステップ 5

RDは、L3VNI内の VTEPを一意に識別します。

IPv4ユニキャストアドレスファミリを設定します。address-family ipv4 unicastステップ 6

IPv4アンダーレイを使用した IPv4 over VXLANに必
要です。

IPv4ユニキャストアドレスファミリ内の EVPNお
よび IPv4プレフィックスのインポート/エクスポー
ト用のルートターゲット（RT）を構成します。

route-target both {auto | as:vni}ステップ 7

共有 IPv4プレフィックスのインポート/エクスポー
ト用の特別なルートターゲット（RT）を構成しま
す。

route-target both shared-vrf-rt evpnステップ 8

さらなる認定のための追加のインポート/エクスポー
トマップがサポートされます。

ボーダーノードでの共有インターネット BGPインスタンスの設定

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. router bgp autonomous-system number

3. vrf vrf-name

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
87

外部 VRF接続とルートリークの設定

ボーダーノードでの共有インターネット BGPインスタンスの設定



4. address-family ipv4 unicast
5. advertise l2vpn evpn
6. aggregate-address prefix/mask

7. maximum-paths ibgp number

8. maximum-paths number

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

BGPを設定します。router bgp autonomous-system numberステップ 2

VRFを指定します。vrf vrf-nameステップ 3

IPv4のアドレスファミリの設定address-family ipv4 unicastステップ 4

IPv4アドレスファミリ内の EVPNルートのアドバ
タイズメントを有効にします。

advertise l2vpn evpnステップ 5

宛先VRFに特定性の低いプレフィックス集約を作成
します。

aggregate-address prefix/maskステップ 6

iBGPプレフィックスの等コストマルチパス
（ECMP）の有効化。

maximum-paths ibgp numberステップ 7

eBGPプレフィックスの等コストマルチパス
（ECMP）の有効化。

maximum-paths numberステップ 8

ボーダーノードでのカスタム VRFコンテキストの設定 - 1

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. vrf context vrf-name

3. vni number

4. rd auto
5. ip route 0.0.0.0/0 Null0
6. address-family ipv4 unicast
7. route-target both {auto | as:vni}
8. route-target both {auto | as:vni} evpn
9. import map name
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

VRFを設定します。vrf context vrf-nameステップ 2

VNIを指定します。vni numberステップ 3

VRFに関連付けられている VNIは、多くの場合、
Layer-3VNI、L3VNI、またはL3VPNと呼ばれます。
L3VNIは、参加するVTEP間で共通の識別子として
設定されます。

VRFのルート識別子（RD）を指定します。rd autoステップ 4

ルート識別子（RD）は、L3VNI内の VTEPを一意
に識別します。

共通 VRFでデフォルトルートを設定し、共有イン
ターネットVRFを持つボーダーノードにトラフィッ
クを引き付けます。

ip route 0.0.0.0/0 Null0ステップ 5

IPv4ユニキャストアドレスファミリを設定します。address-family ipv4 unicastステップ 6

IPv4アンダーレイを使用した IPv4 over VXLANに必
要です。

IPv4ユニキャスト address-family内の IPv4プレフィッ
クスのインポート/エクスポートのルートターゲッ

route-target both {auto | as:vni}ステップ 7

ト（RT）を構成します。ルートターゲット（RT）
は、各プレフィックスインポート/エクスポートポ
リシーに使用されます。as:vniが入力されると値は、
ASN:NN、ASN4:NN、または、IPv4:NNのフォーマッ
トです。

IPv4ユニキャスト address-family内の IPv4プレフィッ
クスのインポート/エクスポートのルートターゲッ

route-target both {auto | as:vni} evpnステップ 8

ト（RT）を構成します。ルートターゲット（RT）
は、各プレフィックスインポート/エクスポートポ
リシーに使用されます。as:vniが入力されると値は、
ASN:NN、ASN4:NN、または、IPv4:NNのフォーマッ
トです。
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目的コマンドまたはアクション

このルーティングテーブルにインポートされるルー

トにルートマップを適用します。

import map nameステップ 9

ボーダーノードでの BGPでのカスタム VRFインスタンスの設定

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. router bgp autonomous-system-number

3. vrf vrf-name

4. address-family ipv4 unicast
5. advertise l2vpn evpn
6. network 0.0.0.0/0
7. maximum-paths ibgp number

8. maximum-paths number

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

BGPを設定します。router bgp autonomous-system-numberステップ 2

VRFを指定します。vrf vrf-nameステップ 3

IPv4のアドレスファミリを設定します。address-family ipv4 unicastステップ 4

IPv4アドレスファミリ内の EVPNルートのアドバ
タイズメントを有効にします。

advertise l2vpn evpnステップ 5

IPv4デフォルトルートネットワークステートメン
トを作成しています。

network 0.0.0.0/0ステップ 6

iBGPプレフィックスの等コストマルチパス
（ECMP）の有効化。

maximum-paths ibgp numberステップ 7

eBGPプレフィックスの等コストマルチパス
（ECMP）の有効化。

maximum-paths numberステップ 8
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例：一元管理型 VRFルートリークの設定：カスタム VRFによる共有インターネット

共有インターネット VRFによる中央集中型 VRFルートリークの例

共有インターネット VRFの VXLAN BGP EVPNボーダーノードの設定

VXLAN BGP EVPNボーダーノードは、集中型共有インターネット VRFを提供します。漏出
設定は、コントロールプレーンの漏出とデータパス転送が同じパスをたどるようにローカラ

イズされます。最も重要な点は、ボーダーノードのVRF設定と、デフォルトルートと特定性
の低いプレフィックス（集約）をそれぞれの宛先 VRFにアドバタイズすることです。
vrf context Shared
vni 51099
ip route 0.0.0.0/0 10.9.9.1
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
route-target both 99:99
route-target both 99:99 evpn

!
vlan 2199
vn-segment 51099

!
interface Vlan2199
no shutdown
mtu 9216
vrf member Shared
no ip redirects
ip forward

!
ip prefix-list PL_DENY_EXPORT seq 5 permit 0.0.0.0/0
!
route-map RM_DENY_IMPORT deny 10
match ip address prefix-list PL_DENY_EXPORT
route-map RM_DENY_IMPORT permit 20
!
vrf context Blue
vni 51010
ip route 0.0.0.0/0 Null0
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
route-target both 99:99
route-target both 99:99 evpn
import map RM_DENY_IMPORT

!
vlan 2110
vn-segment 51010

!
interface Vlan2110
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward

!
vrf context Red
vni 51020
ip route 0.0.0.0/0 Null0
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rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
route-target both 99:99
route-target both 99:99 evpn
import map RM_DENY_IMPORT

!
vlan 2120
vn-segment 51020

!
interface Vlan2120
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward

!
interface nve1
no shutdown
host-reachability protocol bgp
source-interface loopback1
member vni 51099 associate-vrf
member vni 51010 associate-vrf
member vni 51020 associate-vrf

!
router bgp 65002
vrf Shared
address-family ipv4 unicast
advertise l2vpn evpn
aggregate-address 10.10.0.0/16
aggregate-address 10.20.0.0/16
maximum-paths ibgp 2
maximum-paths 2

vrf Blue
address-family ipv4 unicast
advertise l2vpn evpn
network 0.0.0.0/0
maximum-paths ibgp 2
maximum-paths 2

vrf Red
address-family ipv4 unicast
advertise l2vpn evpn
network 0.0.0.0/0
maximum-paths ibgp 2
maximum-paths 2

一元管理型 VRFルートリークブリーフ：VRFデフォルトでの共有インターネット

いくつかのポインタを次に示します。

• VXLANBGPEVPNファブリックのVRFルート漏洩を伴う共有インターネットを図 4に示
します。

• default-routeはVRFdefaultからエクスポートされ、ボーダーノードのVRFBlueおよびVRF
Red内で再アドバタイズされます。

• VRF Blueおよび VRF Redのデフォルトルートが共有インターネット VRFにリークされ
ていないことを確認します。
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• VRF Blueおよび VRF Redの限定的でないプレフィックスは、VRFデフォルトにエクス
ポートされ、必要に応じて再アドバタイズされます。

•境界ノードから残りのVTEPに宛先VRF（青または赤）にアドバタイズされる、より具体
性の低いプレフィックス（集約）。

• BGPEVPNは、ルーティングループの発生を防ぐために以前にインポートされたプレフィッ
クスをエクスポートしません。

図 7 :中央集中型 VRFルートリーク：VRFデフォルトでの共有インターネット

一元管理型 VRFルートリークの設定：VRFデフォルトでの共有イン
ターネット

ボーダーノードでの VRFデフォルトの設定

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
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2. ip route 0.0.0.0/0 next-hop

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

VRFのデフォルトルートを外部ルータに設定する
（例）

ip route 0.0.0.0/0 next-hopステップ 2

ボーダーノードでの VRFデフォルトの BGPインスタンスの設定

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. router bgp autonomous-system number

3. address-family ipv4 unicast
4. aggregate-address prefix/mask

5. maximum-paths number

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

BGPを設定します。router bgp autonomous-system numberステップ 2

IPv4のアドレスファミリを設定します。address-family ipv4 unicastステップ 3

VRFのデフォルトで、より限定的なプレフィックス
集約を作成します。

aggregate-address prefix/maskステップ 4

eBGPプレフィックスの等コストマルチパス
（ECMP）の有効化。

maximum-paths numberステップ 5
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ボーダーノードでのカスタム VRFの設定

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. ip prefix-list name seq 5 permit 0.0.0.0/0
3. route-map name deny 10
4. match ip address prefix-list name

5. route-map name permit 20

手順の詳細

手順

目的コマンドまたはアクション

グローバル構成モードを開始します。configure terminalステップ 1

デフォルトルートフィルタリングの IPv4プレフィッ
クスリストを設定します。

ip prefix-list name seq 5 permit 0.0.0.0/0ステップ 2

default-routeがリークされるのを防ぐために、先行す
るdenyステートメントを使用してルートマップを作
成します。

route-map name deny 10ステップ 3

default-routeを含む IPv4プレフィックスリストと照
合します。

match ip address prefix-list nameステップ 4

ルートリークを介して一致しないルートをアドバタ

イズする後続のallowステートメントを使用してルー
トマップを作成します。

route-map name permit 20ステップ 5

ボーダーノードでの VRFデフォルトから許可されるプレフィックスのフィルタの設定

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. route-map name permit 10
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手順の詳細

手順

目的コマンドまたはアクション

グローバル構成モードを開始します。configure terminalステップ 1

allowステートメントを使用してルートマップを作
成し、カスタマー VRFおよびその後のリモート

route-map name permit 10ステップ 2

VTEPにルートリークを介してルートをアドバタイ
ズします。

ボーダーノードでのカスタム VRFコンテキストの設定 - 2

この手順は、IPv6にも同様に適用されます。

手順の概要

1. configure terminal
2. vrf context vrf-name

3. vni number

4. rd auto
5. ip route 0.0.0.0/0 Null0
6. address-family ipv4 unicast
7. route-target both auto | AS:VNI

8. route-target both auto | AS:VNI evpn
9. route-target both shared-vrf-rt

10. route-target both shared-vrf-rt evpn
11. import vrf default map name

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

VRFを設定します。vrf context vrf-nameステップ 2

VNIを指定します。vni numberステップ 3

VRFに関連付けられている VNIは、多くの場合、
Layer-3 VNI、L3VNI、または L3VPNと呼ばれま
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目的コマンドまたはアクション

す。L3VNIは、参加するVTEP間で共通の IDとし
て構成されます。

VRFのルート識別子（RD）を指定します。rd autoステップ 4

ルート識別子（RD）は、L3VNI内の VTEPを一意
に識別します。

共通VRFでデフォルトルートを設定し、共有イン
ターネットVRFを持つボーダーノードにトラフィッ
クを引き付けます。

ip route 0.0.0.0/0 Null0ステップ 5

IPv4ユニキャストアドレスファミリを設定しま
す。

address-family ipv4 unicastステップ 6

IPv4アンダーレイを使用した IPv4 over VXLANに
必要です。

IPv4ユニキャストアドレスファミリ内の EVPNお
よび IPv4プレフィックスのインポート/エクスポー
ト用のルートターゲット（RT）を構成します。

route-target both auto | AS:VNIステップ 7

IPv4ユニキャストアドレスファミリ内の EVPNお
よび IPv4プレフィックスのインポート/エクスポー
ト用のルートターゲット（RT）を構成します。

route-target both auto | AS:VNI evpnステップ 8

共有 IPv4プレフィックスのインポート/エクスポー
ト用の特別なルートターゲット（RT）を構成しま
す。

route-target both shared-vrf-rtステップ 9

さらなる認定のための追加のインポート/エクスポー
トマップがサポートされます。

共有 IPv4プレフィックスのインポート/エクスポー
ト用の特別なルートターゲット（RT）を構成しま
す。

route-target both shared-vrf-rt evpnステップ 10

さらなる認定のための追加のインポート/エクスポー
トマップがサポートされます。

VRFデフォルトからのすべてのルートが、特定の
ルートマップに従ってカスタムVRFにインポート
されることを許可します。

import vrf default map nameステップ 11

ボーダーノードでの BGPでのカスタム VRFインスタンスの設定

この手順は、IPv6にも同様に適用されます。
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手順の概要

1. configure terminal
2. router bgp autonomous-system-number

3. vrf vrf-name

4. address-family ipv4 unicast
5. advertise l2vpn evpn
6. network 0.0.0.0/0
7. maximum-paths ibgp number

8. maximum-paths number

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

BGPを設定します。router bgp autonomous-system-numberステップ 2

VRFを指定します。vrf vrf-nameステップ 3

IPv4のアドレスファミリを設定します。address-family ipv4 unicastステップ 4

IPv4アドレスファミリ内の EVPNルートのアドバ
タイズメントを有効にします。

advertise l2vpn evpnステップ 5

IPv4デフォルトルートネットワークステートメン
トを作成しています。

network 0.0.0.0/0ステップ 6

iBGPプレフィックスの等コストマルチパス
（ECMP）の有効化。

maximum-paths ibgp numberステップ 7

eBGPプレフィックスの等コストマルチパス
（ECMP）の有効化。

maximum-paths numberステップ 8

例：一元管理型 VRFルートリークの設定：カスタム VRFを使用した VRFデフォルト

VRFデフォルトによる中央集中型 VRFルートリークの例

VRFデフォルトの VXLAN BGP EVPNボーダーノードの設定

VXLANBGPEVPNボーダーノードは、VRFデフォルトへの集中型アクセスを提供します。漏
出設定は、コントロールプレーンの漏出とデータパス転送が同じパスをたどるようにローカ

ライズされます。最も重要な点は、ボーダーノードのVRF設定と、デフォルトルートと特定
性の低いプレフィックス（集約）をそれぞれの宛先 VRFにアドバタイズすることです。
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ip route 0.0.0.0/0 10.9.9.1
!
ip prefix-list PL_DENY_EXPORT seq 5 permit 0.0.0.0/0
!
route-map permit 10
match ip address prefix-list PL_DENY_EXPORT
route-map RM_DENY_EXPORT permit 20
route-map RM_PERMIT_IMPORT permit 10
!
vrf context Blue
vni 51010
ip route 0.0.0.0/0 Null0
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
import vrf default map RM_PERMIT_IMPORT
export vrf default 100 map RM_DENY_EXPORT allow-vpn

!
vlan 2110
vn-segment 51010

!
interface Vlan2110
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward

!
vrf context Red
vni 51020
ip route 0.0.0.0/0 Null0
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto evpn
import vrf default map RM_PERMIT_IMPORT
export vrf default 100 map RM_DENY_EXPORT allow-vpn

!
vlan 2120
vn-segment 51020

!
interface Vlan2120
no shutdown
mtu 9216
vrf member Blue
no ip redirects
ip forward

!
interface nve1
no shutdown
host-reachability protocol bgp
source-interface loopback1
member vni 51010 associate-vrf
member vni 51020 associate-vrf

!
router bgp 65002
address-family ipv4 unicast

aggregate-address 10.10.0.0/16
aggregate-address 10.20.0.0/16
maximum-paths 2
maximum-paths ibgp 2

vrf Blue
address-family ipv4 unicast
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advertise l2vpn evpn
network 0.0.0.0/0
maximum-paths ibgp 2
maximum-paths 2

vrf Red
address-family ipv4 unicast
advertise l2vpn evpn
network 0.0.0.0/0
maximum-paths ibgp 2
maximum-paths 2

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
100

外部 VRF接続とルートリークの設定

例：一元管理型 VRFルートリークの設定：カスタム VRFを使用した VRFデフォルト



第 7 章

EVPNと L3VPN (MPLS LDP)のシームレスな
統合の設定

この章は、次の内容で構成されています。

• EVPNと L3VPN (MPLS LDP)のシームレスな統合の設定の詳細（101ページ）
•に関する注意事項と制限事項EVPNとL3VPN(MPLSLDP)のシームレスな統合の設定（101
ページ）

• EVPNと L3VPN (MPLS LDP)のシームレスな統合の設定（102ページ）

EVPNと L3VPN (MPLS LDP)のシームレスな統合の設定の
詳細

データセンターの展開では、EVPNコントロールプレーンラーニング、マルチテナンシー、
シームレスなモビリティ、冗長性、PODの追加が容易になるなどの利点から、VXLAN EVPN
を採用しています。同様に、コアは LDPベースのMPLS L3VPNネットワークであるか、従来
のMPLS L3VPN LDPベースのアンダーレイからセグメントルーティング（SR）のようなより
高度なソリューション（SR）に移行するかのいずれかです。セグメントルーティングは、ユ
ニファイド IGPおよびMPLSコントロールプレーン、シンプルなトラフィックエンジニアリ
ング方式、簡単な設定、SDNの採用などの利点のために採用されています。

データセンター内とコア内の 2つの異なるテクノロジーにより、VXLANから DCIノードで
MPLSベースのコアにハンドオフするのは自然なことです。これらのノードは、DCドメイン
のエッジにあり、コアエッジルータとインターフェイスします。

に関する注意事項と制限事項 EVPNと L3VPN (MPLS LDP)
のシームレスな統合の設定

EVPNと L3VPN (MPLS LDP)のシームレスな統合の設定の注意事項と制限事項は次のとおり
です。

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
101



サポートされる機能は次のとおりです。

•レイヤ 3オーファン

• MPLSが拡張された ECMP（デフォルトで有効に設定されています）。

• Cisco NX-OSリリース 10.3(3)F以降では、MPLS LDPユーザーパスワードのタイプ 6暗号
化が Cisco NX-OSスイッチでサポートされています。

次の機能はサポートされていません。

•サブネットが DCドメイン全体に拡大する

• vPC

• SVI/サブインターフェイス

EVPNと L3VPN (MPLS LDP)のシームレスな統合の設定
これらの構成手順は、XLANドメインからMPLSドメインにルートをインポートして再発信
し、VXLANドメインに戻すために DCIスイッチで必要です。

手順の概要

1. configure terminal
2. feature mpls l3vpn
3. feature mpls ldp
4. nv overlay evpn
5. router bgp number

6. address-family ipv4 unicast
7. redistribute direct route-map route-map-name

8. exit
9. address-family l2vpn evpn
10. exit
11. neighbor address remote-as number

12. update-source type/id

13. ebgp-multihop ttl-value

14. address-family ipv4 unicast
15. send-community extended
16. exit
17. address-family vpnv4 unicast
18. send-community extended
19. import l2vpn evpn reoriginate
20. neighbor address remote-as number

21. address-family ipv4 unicast
22. send-community extended
23. address-family ipv6 unicast
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24. send-community extended
25. address-family l2vpn evpn
26. send-community extended
27. import vpn unicast reoriginate

手順の詳細

手順

目的コマンドまたはアクション

グローバル構成モードを開始します。configure terminal

例：

ステップ 1

switch# configure terminal

MPLSレイヤ 3 VPN機能を有効化します。feature mpls l3vpn

例：

ステップ 2

switch# feature mpls l3vpn

MPLSラベル配布プロトコル（LDP）を有効化しま
す。

feature mpls ldp

例：

ステップ 3

switch# feature mpls ldp

EVPNコントロールプレーンを VXLANにイネー
ブルにします。

nv overlay evpn

例：

ステップ 4

switch(config)# nv overlay evpn

BGPを設定します。この引数の値の範囲は 1～
4294967295です。

router bgp number

例：

ステップ 5

switch(config)# router bgp 100

IPv4のアドレスファミリを設定します。address-family ipv4 unicast

例：

ステップ 6

switch(config-router)# address-family ipv4
unicast

直接接続されたルートマップを設定します。redistribute direct route-map route-map-name

例：

ステップ 7

switch(config-router-af)# redistribute direct
route-map passall

コマンドモードを終了します。exit

例：

ステップ 8

switch(config-router-af)# exit
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目的コマンドまたはアクション

L2VPNアドレスファミリを設定します。address-family l2vpn evpn

例：

ステップ 9

switch(config-router)# address-family l2vpn evpn

コマンドモードを終了します。exit

例：

ステップ 10

switch(config-router-af)# exit

BGPネイバーを設定します。引数 numberの範囲
は、1～ 65535です。

neighbor address remote-as number

例：

ステップ 11

switch(config-router)# neighbor 108.108.108.108
remote-as 22

BGPセッションの送信元を指定し、更新します。update-source type/id

例：

ステップ 12

switch(config-router-neighbor)# update-source
loopback100

リモートピアにマルチホップ TTLを指定します
ttl-valueの範囲は 2～ 255です。

ebgp-multihop ttl-value

例：

ステップ 13

switch(config-router-neighbor)# ebgp-multihop 10

ユニキャストサブアドレスファミリを設定します。address-family ipv4 unicast

例：

ステップ 14

switch(config-router-neighbor)# address-family
ipv4 unicast

このネイバーのコミュニティ属性を設定します。send-community extended

例：

ステップ 15

switch(config-router-neighbor-af)# send-community
extended

コマンドモードを終了します。exit

例：

ステップ 16

switch(config-router-neighbor-af)# exit

IPv4のアドレスファミリを設定します。address-family vpnv4 unicast

例：

ステップ 17

switch(config-router-neighbor)# address-family
vpnv4 unicast

拡張コミュニティ属性を送信します。send-community extended

例：

ステップ 18

switch(config-router)# send-community extended
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目的コマンドまたはアクション

新しい RTでルートを再発信します。import l2vpn evpn reoriginate

例：

ステップ 19

switch(config-router)# import l2vpn evpn
reoriginate

ネイバーを定義します。neighbor address remote-as number

例：

ステップ 20

switch(config-router)# neighbor 175.175.175.2
remote-as 1

IPv4のアドレスファミリを設定します。address-family ipv4 unicast

例：

ステップ 21

switch(config-router)# address-family ipv4
unicast

BGPネイバーのコミュニティを設定します。send-community extended

例：

ステップ 22

switch(config-router)# send-community extended

IPv4アンダーレイを使用した IPv6 over VXLANに
必要な IPv6ユニキャストアドレスファミリを構成
します。

address-family ipv6 unicast

例：

switch(config-router)# address-family ipv6
unicast

ステップ 23

BGPネイバーのコミュニティを設定します。send-community extended

例：

ステップ 24

switch(config-router)# send-community extended

L2VPNアドレスファミリを設定します。address-family l2vpn evpn

例：

ステップ 25

switch(config-router)# address-family l2vpn evpn

BGPネイバーのコミュニティを設定します。send-community extended

例：

ステップ 26

switch(config-router)# send-community extended

新しい RTでルートを再発信します。import vpn unicast reoriginate

例：

ステップ 27

switch(config-router)# import vpn unicast
reoriginate
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第 8 章

EVPNと L3VPN (MPLS SR)のシームレスな
統合の設定

この章は、次の内容で構成されています。

• EVPNと L3VPN (MPLS SR)のシームレスな統合の設定の詳細（107ページ）
•に関する注意事項と制限事項EVPNとL3VPN (MPLSSR)のシームレスな統合の設定（109
ページ）

• EVPNと L3VPN (MPLS SR)のシームレスな統合の設定（110ページ）
• EVPNと L3VPN (MPLS SR)のシームレスな統合の設定の設定例（114ページ）

EVPNと L3VPN (MPLS SR)のシームレスな統合の設定の詳
細

データセンター（DC）導入では、EVPNコントロールプレーンラーニング、マルチテナン
シー、シームレスモビリティ、冗長性、PODの追加が容易になるなどの利点から、VXLAN
EVPNを採用しています。同様に、COREは、ラベル配布プロトコル（LDP）ベースのMPLS
L3VPNネットワークであるか、または従来のMPLS L3VPN LDPベースのアンダーレイからセ
グメントルーティング（SR）のようなより高度なソリューションに移行します。セグメント
ルーティングは、次のような利点のために採用されています。

• Unified IGPおよびMPLSコントロールプレーン

•よりシンプルなトラフィックエンジニアリング手法

•より簡単に行えるクライアント設定

• SDNの採用

データセンター（DC）内とCORE内の 2つの異なるテクノロジーでは、DCIノードでVXLAN
からMPLSベースのコアにハンドオフする必要があります。コアエッジルータを使用します。
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図 8 :トポロジ概要

前の図では、それぞれVXLANを実行している 2つのDCポッドが、MPLS/SRを実行している
WAN/コア上でレイヤ 3拡張されています。もう 1つの方法は、LDPを使用する従来のMPLS
L3VPNです。DCドメイン内のエッジデバイス（ボーダーPE1、PE2、PE3、およびPE4）は、
VXLANとMPLSベースのコアネットワーク間のハンドオフを行う DCIノードです。
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に関する注意事項と制限事項 EVPNと L3VPN (MPLS SR)の
シームレスな統合の設定

注Cisco Nexus 3600機能

異なる DCポッド間のレイヤ
3接続を拡張します。SR拡張
を使用して IGP/BGPのアン
ダーレイを設定します。

○VXLANEVPNから SR-L3VPN
へ

VXLANを実行する DC POD
とSRを実行する任意のドメイ
ン（DCまたはCORE）間のレ
イヤ 3接続を拡張します。

はいVXLANEVPNから SR-L3VPN
へ

アンダーレイは LDPです。はいVXLAN EVPNからMPLS
L3VPN（LDP）

サポートされる機能は次のとおりです。

•レイヤ 3オーファン

•レイヤ 3ハンドオフ

•コアに向けたポートのレイヤ 3物理インターフェイスタイプ

• VRF単位のラベル

• LDP

•セグメントルーティング

セグメントルーティングと LDPは共存できません。（注）

次の機能はサポートされていません。

•冗長性のための vPC

•サブネットが DCドメイン全体に拡大する

• SVI/サブインターフェイスで設定されたMACアドレス

•統計

• MPLSコアへの SVI
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•エンドツーエンドの存続可能時間（TTL）のサポート（ハンドオフシナリオのパイプモー
ドでのみ）

•ハンドオフシナリオのエンドツーエンドの明示的輻輳通知（ECN）

EVPNと L3VPN (MPLS SR)のシームレスな統合の設定
次の手順では、VXLANドメインからMPLSドメインへのルートをインポートし、他の方向に
再送信します。

始める前に

手順の概要

1. configure terminal
2. feature-set mpls
3. nv overlay evpn
4. feature bgp
5. feature mpls l3vpn
6. feature mpls segment-routing
7. feature interface-vlan
8. feature vn-segment-vlan-based
9. feature nv overlay
10. router bgp autonomous-system-number

11. address-family ipv4 unicast
12. redistribute direct route-map route-map-name

13. network address

14. exit
15. address-family l2vpn evpn
16. neighbor address remote-as number

17. update-source type/id

18. ebgp-multihop number

19. address-family ipv4 unicast
20. send-community extended
21. exit
22. address-family vpnv4 unicast
23. send-community extended
24. import l2vpn evpn reoriginate
25. neighbor address remote-as number

26. address-family ipv4 unicast
27. send-community extended
28. exit
29. address-family ipv6 unicast
30. send-community extended
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31. exit
32. address-family l2vpn evpn
33. send-community extended
34. exit
35. import vpn unicast reoriginate

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

MPLSフィーチャセットを有効にします。feature-set mpls

例：

ステップ 2

switch(config)# feature-set mpls

VXLANをイネーブル化します。nv overlay evpn

例：

ステップ 3

switch(config)# nv overlay evpn

BGPを有効にします。feature bgp

例：

ステップ 4

switch(config)# feature bgp

レイヤ 3 VPNを有効にします。feature mpls l3vpn

例：

ステップ 5

switch(config)# feature mpls l3vpn

セグメントルーティングを有効化します。feature mpls segment-routing

例：

ステップ 6

switch(config)# feature mpls segment-routing

VLANインターフェイスを有効にします。feature interface-vlan

例：

ステップ 7

switch(config)# feature interface-vlan

VLANベースの VNセグメントを有効化します。feature vn-segment-vlan-based

例：

ステップ 8

例：

switch(config)# feature vn-segment-vlan-based
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目的コマンドまたはアクション

VXLANをイネーブル化します。feature nv overlay

例：

ステップ 9

例：

switch(config)# feature nv overlay

BGPを設定します。autonomous-system-numberの値
は 1〜4294967295です。

router bgp autonomous-system-number

例：

ステップ 10

switch(config)# router bgp 1

IPv4のアドレスファミリを設定します。address-family ipv4 unicast

例：

ステップ 11

switch(config-router)# address-family ipv4
unicast

再配布を構成します。redistribute direct route-map route-map-name

例：

ステップ 12

switch(config-router-af)# redistribute direct
route-map passall

再配布とともにプレフィックスをハンドオフ BGP
に注入します。

network address

例：

ステップ 13

switch(config-router-af)# network 0.0.0.0/0

コマンドモードを終了します。exit

例：

ステップ 14

switch(config-router-af)# exit

L2VPNアドレスファミリを構成します。address-family l2vpn evpn

例：

ステップ 15

switch(config-router)# address-family l2vpn evpn

eBGPネイバーの IPv4アドレスおよびリモート自
律システム（AS）番号を定義します。

neighbor address remote-as number

例：

ステップ 16

switch(config-router)# neighbor 108.108.108.108
remote-as 65535

eBGPピアリングのインターフェイスを定義しま
す。

update-source type/id

例：

ステップ 17

switch(config-router-af)# update-source
loopback100

リモートピアにマルチホップ TTLを指定します。
numberの範囲は 2～ 255です。

ebgp-multihop number

例：

ステップ 18

switch(config-router)# ebgp-multihop 10
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目的コマンドまたはアクション

IPv4のアドレスファミリを設定します。address-family ipv4 unicast

例：

ステップ 19

switch(config-router)# address-family ipv4
unicast

BGPネイバーのコミュニティを設定します。send-community extended

例：

ステップ 20

switch(config-router-af)# send-community extended

コマンドモードを終了します。exit

例：

ステップ 21

switch(config-router-af)# exit

IPv4のアドレスファミリを設定します。address-family vpnv4 unicast

例：

ステップ 22

switch(config-router)# address-family vpnv4
unicast

BGPネイバーのコミュニティを設定します。send-community extended

例：

ステップ 23

switch(config-router-af)# send-community extended

新しいRTでルートを再発信します。オプションの
ルートマップを使用するように拡張できます。

import l2vpn evpn reoriginate

例：

ステップ 24

switch(config-router)# import l2vpn evpn
reoriginate

eBGPネイバーの IPv4アドレスおよびリモート自
律システム（AS）番号を定義します。

neighbor address remote-as number

例：

ステップ 25

switch(config-router)# neighbor 175.175.175.2
remote-as 65535

IPv4のアドレスファミリを設定します。address-family ipv4 unicast

例：

ステップ 26

switch(config-router)# address-family ipv4
unicast

BGPネイバーのコミュニティを設定します。send-community extended

例：

ステップ 27

switch(config-router-af)# send-community extended

コマンドモードを終了します。exit

例：

ステップ 28

switch(config-router-af)# exit
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目的コマンドまたはアクション

IPv6ユニキャストアドレスファミリを構成しま
す。これは、IPv4アンダーレイを使用した IPv6over
VXLANに必要です。

address-family ipv6 unicast

例：

switch(config-router)# address-family ipv6
unicast

ステップ 29

BGPネイバーのコミュニティを設定します。send-community extended

例：

ステップ 30

switch(config-router-af)# send-community extended

コマンドモードを終了します。exit

例：

ステップ 31

switch(config-router-af)# exit

L2VPNアドレスファミリを構成します。address-family l2vpn evpn

例：

ステップ 32

switch(config-router)# address-family l2vpn evpn

BGPネイバーのコミュニティを設定します。send-community extended

例：

ステップ 33

switch(config-router-af)# send-community extended

コマンドモードを終了します。exit

例：

ステップ 34

switch(config-router-af)# exit

新しいRTでルートを再発信します。オプションの
ルートマップを使用するように拡張できます。

import vpn unicast reoriginate

例：

ステップ 35

switch(config-router)# import vpn unicast
reoriginate

EVPNと L3VPN (MPLS SR)のシームレスな統合の設定の設
定例

次に示すのは、VXLANドメインからMPLSドメインへ、および逆方向にルートをインポート
および再発信するために必要な CLI設定の例です。
switch# sh running-config

!Command: show running-config
!Running configuration last done at: Sat Mar 17 10:00:40 2001
!Time: Sat Mar 17 12:50:12 2001

version 9.2(2) Bios:version 05.22
hardware profile multicast max-limit lpm-entries 0
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hostname switch
install feature-set mpls
vdc Scrimshaw id 1
allow feature-set mpls
limit-resource vlan minimum 16 maximum 4094
limit-resource vrf minimum 2 maximum 4096
limit-resource port-channel minimum 0 maximum 511
limit-resource u4route-mem minimum 248 maximum 248
limit-resource u6route-mem minimum 96 maximum 96
limit-resource m4route-mem minimum 90 maximum 90
limit-resource m6route-mem minimum 8 maximum 8

feature-set mpls

feature telnet
feature bash-shell
feature sftp-server
nv overlay evpn
feature ospf
feature bgp
feature mpls l3vpn
feature mpls segment-routing
feature interface-vlan
feature vn-segment-vlan-based
feature bfd
feature nv overlay

no password strength-check
username admin password 5
$5$eEI.wtRs$txfevWxMj/upb/1dJeXy5rNvFYKymzz3Zmc.fpuxTp
1 role network-admin
ip domain-lookup
copp profile strict
snmp-server user admin network-admin auth md5 0x116815e4934ab1f854dce5dd673f33d7
priv 0x116815e4934ab1f854dce5dd673f33d7 localizedkey
rmon event 1 description FATAL(1) owner PMON@FATAL
rmon event 2 description CRITICAL(2) owner PMON@CRITICAL
rmon event 3 description ERROR(3) owner PMON@ERROR
rmon event 4 description WARNING(4) owner PMON@WARNING
rmon event 5 description INFORMATION(5) owner PMON@INFO

mpls label range 30000 40000 static 6000 8000
vlan 1-2,100,200,555
segment-routing mpls
global-block 30000 40000

vlan 555
vn-segment 55500

route-map ALL permit 10
route-map SRmap permit 10
set label-index 666

route-map ULAY_NETWORK permit 10
set label-index 600

route-map passall permit 10
vrf context ch5_swap
ip route 199.1.1.0/24 16.1.1.2
ip route 200.1.1.0/24 16.1.1.2

vrf context evpn
vni 55500
rd auto
address-family ipv4 unicast
route-target import 100:55500
route-target import 100:55500 evpn
route-target import 6:6000
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route-target export 100:55500
route-target export 100:55500 evpn
route-target export 6:6000

address-family ipv6 unicast
route-target import 6:6000
route-target export 6:6000

vrf context management
ip route 0.0.0.0/0 172.31.144.1

hardware forwarding unicast trace
vlan configuration 2
ip igmp snooping static-group 225.1.1.1 interface Ethernet1/9

interface Vlan1

interface Vlan555
no shutdown
vrf member evpn

interface nve1
no shutdown
host-reachability protocol bgp
source-interface loopback1
member vni 55500 associate-vrf

interface Ethernet1/12
mpls ip forwarding
no shutdown

interface Ethernet1/13

interface Ethernet1/14
no shutdown

interface Ethernet1/15
no shutdown

interface Ethernet1/16
no shutdown

interface Ethernet1/17
no shutdown

interface Ethernet1/18

interface Ethernet1/19

interface Ethernet1/20
no shutdown

interface Ethernet1/21
ip address 6.2.0.1/24
mpls ip forwarding
no shutdown

interface Ethernet1/21.1
encapsulation dot1q 1211
vrf member evpn
ip address 6.22.0.1/24
no shutdown

interface Ethernet1/21.2
encapsulation dot1q 1212
ip address 6.222.0.1/24
no shutdown
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interface Ethernet1/21.3
encapsulation dot1q 1213
vrf member ch5_swap
ip address 16.1.1.1/24
no shutdown

interface Ethernet1/22
no shutdown

interface Ethernet1/23
description underlay
ip address 6.1.0.1/24
mpls ip forwarding
no shutdown

interface Ethernet1/23.1
encapsulation dot1q 1231
vrf member evpn
ip address 6.11.0.1/23
no shutdown

interface Ethernet1/24
no shutdown

interface Ethernet1/25
no shutdown

interface Ethernet1/26
description underlay
ip address 6.0.0.1/24
mpls ip forwarding
no shutdown

interface Ethernet1/26.1
encapsulation dot1q 1261
ip address 7.0.0.1/24
no shutdown

interface Ethernet1/27
no shutdown

interface Ethernet1/28
no shutdown

interface Ethernet1/29
no shutdown

interface Ethernet1/30
no shutdown

interface Ethernet1/31
ip address 1.31.1.1/24
no shutdown

interface Ethernet1/32
no shutdown

interface Ethernet1/33
ip address 87.87.87.1/24
ip router ospf 100 area 0.0.0.0
no shutdown

interface Ethernet1/34
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no shutdown

interface Ethernet1/35
no shutdown

interface Ethernet1/36
no shutdown

interface mgmt0
vrf member management
ip address 172.31.145.107/21

interface loopback1
ip address 58.58.58.58/32

interface loopback6
description used for SR underlay testing
ip address 6.6.6.1/32

line console
line vty
monitor session 1
source interface Ethernet1/21 rx
source interface Ethernet1/23 both
destination interface sup-eth0

mpls static configuration
address-family ipv4 unicast
lsp SL_AGG_BELL
in-label 6001 allocate policy 88.1.1.0 255.255.255.0
forward
path 1 next-hop 6.0.0.2 out-label-stack implicit-null

router ospf 100
redistribute direct route-map ALL

router bgp 600
address-family ipv4 unicast
network 6.6.6.1/32 route-map SRmap
network 66.1.1.0/24 route-map ULAY_NETWORK
redistribute direct route-map passall
maximum-paths 32
allocate-label all

neighbor 6.0.0.2
remote-as 50
ebgp-multihop 255
address-family ipv4 labeled-unicast

neighbor 6.1.0.2
remote-as 50
ebgp-multihop 255
address-family ipv4 labeled-unicast

neighbor 6.6.6.3
remote-as 300
update-source loopback6
ebgp-multihop 255
address-family vpnv4 unicast
send-community
send-community extended
next-hop-self
import l2vpn evpn reoriginate

neighbor 7.0.0.2
remote-as 50
ebgp-multihop 255
address-family ipv4 labeled-unicast

neighbor 21.21.21.21
remote-as 600
update-source loopback1
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address-family l2vpn evpn
send-community
send-community extended
import vpn unicast reoriginate

vrf evpn
address-family ipv4 unicast
advertise l2vpn evpn
redistribute direct route-map passall
redistribute hmm route-map passall

address-family ipv6 unicast
redistribute direct route-map passall
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第 9 章

EVPN (TRM)のMVPNとのシームレスな統
合の設定

この章は、次の項で構成されています。

• EVPN（TRM）のMVPN（Rosenドラフト）とのシームレスな統合について（121ページ）
• EVPN（TRM）とMVPNとのシームレスな統合に関する注意事項と制約事項 （123ペー
ジ）

• EVPN（TRM）とMVPNとのシームレスな統合のためのハンドオフノードの設定（124
ページ）

• EVPN（TRM）とMVPNとのシームレスな統合の設定例（128ページ）

EVPN（TRM）のMVPN（Rosenドラフト）とのシームレス
な統合について

EVPN（TRM）とMVPN（ドラフトローゼン）のシームレスな統合により、VXLANネットワー
ク（TRMまたは TRMマルチサイト）とMVPNネットワークの間でパケットをハンドオフで
きます。この機能をサポートするには、VXLAN TRMとMVPNが Cisco Nexusデバイスノー
ド（ハンドオフノード）でサポートされている必要があります。

ハンドオフノードは、MVPNネットワークの PEおよびVXLANネットワークのVTEPです。
次の図に示すように、VXLAN、MVPN、および IPマルチキャストネットワークに接続しま
す。
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図 9 : VXLAN：MVPNハンドオフネットワーク

送信元と受信者は、3つのネットワーク（VXLAN、MVPN、または IPマルチキャスト）のい
ずれかに存在できます。

すべてのマルチキャストトラフィック（つまり、VXLAN、MVPN、またはマルチキャスト
ネットワークからのテナントトラフィック）は、あるドメインから別のドメインにルーティン

グされます。ハンドオフノードは中央ノードとして機能します。必要なパケット転送、カプセ

ル化、およびカプセル化解除を実行して、それぞれの受信者にトラフィックを送信します。

サポートされる RPの位置
カスタマー（オーバーレイ）ネットワークのランデブーポイント（RP）は、3つのネットワー
ク（VXLAN、MVPN、または IPマルチキャスト）のいずれかに配置できます。

表 2 :サポートされる RPの場所

説明RPの場所

• RPはMVPN PEにのみ接続でき、ハンド
オフノードには接続できません。

• RPはVXLANハンドオフノードにのみ接
続できます。

• RPは、MVPN PEと VXLANの両方に接
続できます。

IPネットワークの RP

すべてのVTEPは、VXLANファブリック内の
RPです。すべてのMVPNPEは、VXLANファ
ブリックに設定された RPを使用します。

VXLANファブリック内部の RP

RPはVXLANMVPNハンドオフノードです。VXLAN MVPNハンドオフノード上の RP
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説明RPの場所

RPは VXLANネットワークの外部にありま
す。これは、ハンドオフノード以外のMPLS
クラウド内のノードの 1つで設定されます。

MVPNネットワークの RP

エニーキャストRPはVXLANリーフで設定で
きます。RPセットは、ハンドオフノードまた
は任意のMVPN PEで設定できます。

RP Everywhere（PIMエニーキャスト RPまた
はMSDPベースのエニーキャスト RP）

EVPN（TRM）とMVPNとのシームレスな統合に関する注
意事項と制約事項

この機能には、次の注意事項と制約事項があります。

•ハンドオフノードは、カスタマーネットワークのローカル（直接接続）マルチキャスト
送信元または受信者を持つことができます。

• MVPN用の ASM/SSMや TRM用の ASMなどの既存のアンダーレイプロパティは、ハン
ドオフノードでサポートされます。

•ハンドオフノードは、オーバーレイの PIM SSMおよび ASMをサポートします。

• Inter-ASオプションAは、IPマルチキャストネットワークへのハンドオフノードでサポー
トされます。

•サポートされているMDT送信元ループバック IPアドレスとNVEループバック IPアドレ
スの総数は16です。ループバック IPアドレスの数がこの制限を超えると、トラフィック
がドロップされる可能性があります。

•次の機能は、EVPN（TRM）とMVPNのシームレスな統合ではサポートされていません。

•ハンドオフノードの vPC

• VXLAN EVPN入力複製

• MVPNのコア方向インターフェイスとしての SVIおよびサブインターフェイス

• MVPNノードの Inter-ASオプション Bおよび C

• VXLANアンダーレイとしての PIM SSM

•アンダーレイまたはオーバーレイとしての双方向 PIM

• MPLSパスと IPパスが混在する ECMP

• VXLAN、TRM、およびMVPNの既存の制限は、EVPN（TRM）とMVPNのシームレスな
統合にも適用されます。
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EVPN（TRM）とMVPNとのシームレスな統合のためのハ
ンドオフノードの設定

このセクションでは、ハンドオフノードで必要な設定について説明します。他のノード（VXLAN
リーフおよびスパイン、MVPN PE、RS/RRなど）の設定は、以前のリリースと同じです。

ハンドオフノードの PIM/IGMP設定
ハンドオフノードの PIM/IGMPを設定する場合は、次のガイドラインに従ってください。

•次の例に示すように、ランデブーポイント（RP）が TRMとMVPNアンダーレイで異な
ることを確認します。

ip pim rp-address 90.1.1.100 group-list 225.0.0.0/8 --- TRM Underlay
ip pim rp-address 91.1.1.100 group-list 233.0.0.0/8 --- MVPN Underlay

•オーバーレイマルチキャストトラフィックに共通の RPを使用します。

• RPは、静的、PIMエニーキャスト、または PIM MSDPモードにできます。次に、内部
VRF設定モードを開始する例を示します。
vrf context vrfVxLAN5001
vni 5001
ip pim rp-address 111.1.1.1 group-list 226.0.0.0/8
ip pim rp-address 112.2.1.1 group-list 227.0.0.0/8

• ip igmp snooping vxlanコマンドを使用して、VXLANトラフィックの IGMPスヌーピング
を有効にします。

•すべてのソースインターフェイスおよび PIMトラフィックの伝送に必要なインターフェ
イスで PIMスパースモードを有効にします。

ハンドオフノードの BGP設定
ハンドオフノードの BGPの設定時には、次の注意事項に従ってください。

•すべての VXLANリーフを L2EVPNおよび TRMネイバーとして追加します。冗長ハンド
オフノードを含めます。ルートリフレクタを使用する場合は、RRだけをネイバーとして
追加します。

•すべてのMVPN PEを VPNネイバーとして追加します。MDTモードでは、MVPN PEを
MDTネイバーとして追加します。

• L2EVPNネイバーから VPNネイバーにユニキャストルートをアドバタイズするための設
定をインポートします。

• BGP送信元識別子は、VTEP識別子（NVEインターフェイスで設定）/MVPN PE識別子に
使用される送信元インターフェイスとは異なる場合も、同じ場合もあります。
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feature bgp
address-family ipv4 mdt
address-family ipv4 mvpn

neighbor 2.1.1.1
address-family ipv4 mvpn
send-community extended

address-family l2vpn evpn
send-community extended
import vpn unicast reoriginate

neighbor 30.30.30.30
address-family vpnv4 unicast
send-community
send-community extended
next-hop-self
import l2vpn evpn reoriginate

address-family ipv4 mdt
send-community extended
no next-hop-third-party

• MVPNピア間で Inter-ASオプション Bを使用しないでください。代わりに、VPNv4ユニ
キャストアドレスファミリで no allocate-label option-bコマンドを設定します。

address-family vpnv4 unicast
no allocate-label option-b

•最大パスの設定は EBGPモードで設定する必要があります。
address-family l2vpn evpn

maximum-paths 8
vrf vrfVxLAN5001

address-family ipv4 unicast
maximum-paths 8

•ハンドオフノードがデュアルモードで展開されている場合は、route-mapコマンドを使用
して、VPNアドレスファミリで孤立したホストに関連付けられているプレフィックスを
アドバタイズします。

ip prefix-list ROUTES_CONNECTED_NON_LOCAL seq 2 premit 15.14.0.15/32

route-map ROUTES_CONNECTED_NON_LOCAL deny
match ip address prefix-list ROUTES_CONNECTED_NON_LOCAL

neighbor 8.8.8.8
remote-as 100
update-source loopback1
address-family vpnv4 unicast
send-community
send-community extended
route-map ROUTES_CONNECTED_NON_LOCAL out

ハンドオフノードの VXLAN設定
ハンドオフノードの VXLANの設定時には、次の注意事項に従ってください。

•次の機能をイネーブル化します。
feature nv overlay
feature ngmvpn
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feature interface-vlan
feature vn-segment-vlan-based

•必要な L3 VNIを設定します。
L3VNIs are mapped to tenant VRF.
vlan 2501
vn-segment 5001 <-- Associate VNI to a VLAN.

• NVEインターフェイスを設定します。
interface nve1
no shutdown
host-reachability protocol bgp
source-interface loopback1 <-- This interface should not be the same as the MVPN

source interface.
global suppress-arp

member vni 5001 associate-vrf <-- L3VNI
mcast-group 233.1.1.1 <-- The underlay multicast group for VXLAN should be different
from the MVPN default/data MDT.

•テナント VRFを設定します。
vrf context vrfVxLAN5001
vni 5001 <-- Associate VNI to VRF.
rd auto

address-family ipv4 unicast
route-target both auto
route-target both auto mvpn
route-target both auto evpn

interface Vlan2501 <-- SVI interface associated with the L3VNI
no shutdown
mtu 9216 <-- The overlay header requires 58 byes, so the max tenant traffic is

(Configured MTU – 58).
vrf member vrfVxLAN5001
no ip redirects
ip forward
ipv6 forward
no ipv6 redirects
ip pim sparse-mode <-- PIM is enabled.

interface Vlan2 <-- SVI interface associated with L2 VNI
no shutdown
vrf member vrfVxLAN5001
no ip redirects
ip address 100.1.1.1/16
no ipv6 redirects
ip pim sparse-mode <-- PIM enabled on L2VNI
fabric forwarding mode anycast-gateway

ハンドオフノードのMVPN設定
ハンドオフノードのMVPNの設定時には、次の注意事項に従ってください。

•次の機能をイネーブル化します。
install feature-set mpls
allow feature-set mpls
feature-set mpls
feature mpls l3vpn
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feature mvpn
feature mpls ldp

• MPLS LDP設定

• MPLSリンクであるすべてのインターフェイスでMPLS LDP（mpls ip）を有効にしま
す。

• VXLANに使用されるループバックインターフェイスをMPLSプレフィックスとして
アドバタイズしないでください。

• MVPNPEノードを識別する IPアドレスを含むプレフィックスリストを設定しま
す。

ip prefix-list LDP-LOOPBACK seq 51 permit 9.1.1.10/32
ip prefix-list LDP-LOOPBACK seq 52 permit 9.1.2.10/32

• MVPN PE識別子に対してのみラベル割り当てを設定します。
mpls ldp configuration
explicit-null
advertise-labels for LDP-LOOPBACK
label allocate global prefix-list LDP-LOOPBACK

•テナント VRF設定：

•デフォルトのMDTモードでは、VRFのすべてのテナントマルチキャストトラフィッ
クでアンダーレイマルチキャストグループを同じにします。

vrf context vrfVxLAN5001
vni 5001
mdt default 225.1.100.1
mdt source loopback100 <-- If the source interface is not configured, the BGP
identifier is used as the source interface.
mdt asm-use-shared-tree <-- If the underlay is configured in ASM mode
no mdt enforce-bgp-mdt-safi <-- Enabled by befault but should be negated if

BGP MDT should not be used for discovery.
mdt mtu <mtu-value> <-- Overlay ENCAP Max MTU value

•データMDTモードでは、テナントマルチキャストトラフィックのサブセットまたは
すべてに一意のマルチキャストグループセットを設定します。

mdt data 229.1.100.2/32 immediate-switch
mdt data 232.1.10.4/24 immediate-switch
route-map DATA_MDT_MAP permit 10
match ip multicast group 237.1.1.1/32

mdt data 235.1.1.1/32 immediate-switch route-map DATA_MDT_MAP

• MVPNトンネル統計情報を有効にします。
hardware profile mvpn-stats module all

ハンドオフノードの CoPP設定
TRMとMVPNはどちらも、コントロールプレーンに大きく依存しています。トポロジに従っ
て CoPPポリシー帯域幅を設定してください。

次の CoPPクラスは、TRMおよびMVPNトラフィックに使用されます。
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• copp-system-p-class-multicast-router（デフォルトの帯域幅は 3000 ppsです）。

• copp-system-p-class-l3mc-data（デフォルトの帯域幅は 3000 ppsです）。

• copp-system-p-class-l2-default（デフォルトの帯域幅は 50 ppsです）。

• copp-class-normal-igmp（デフォルトの帯域幅は 6000 ppsです）。

次の設定例は、マルチキャストルートスケールによる制御パケットドロップを回避するよう

に設定できる CoPPポリシーを示しています。

この例のポリサー値は概算値であり、すべてのトポロジまたはトラフィックパターンに最適と

は限りません。MVPN/TRMトラフィックパターンに従って CoPPポリシーを設定します。
（注）

copp copy profile strict prefix custom
policy-map type control-plane custom-copp-policy-strict
class custom-copp-class-normal-igmp
police cir 6000 pps bc 512 packets conform transmit violate drop

control-plane
service-policy input custom-copp-policy-strict

copp copy profile strict prefix custom
policy-map type control-plane custom-copp-policy-strict
class custom-copp-class-multicast-router
police cir 6000 pps bc 512 packets conform transmit violate drop

control-plane
service-policy input custom-copp-policy-strict

copp copy profile strict prefix custom
policy-map type control-plane custom-copp-policy-strict
class copp-system-p-class-l3mc-data
police cir 3000 pps bc 512 packets conform transmit violate drop

control-plane
service-policy input custom-copp-policy-strict

copp copy profile strict prefix custom
policy-map type control-plane custom-copp-policy-strict
class custom-copp-class-l2-default
police cir 9000 pps bc 512 packets conform transmit violate drop

control-plane
service-policy input custom-copp-policy-strict

EVPN（TRM）とMVPNとのシームレスな統合の設定例
次の図は、左側に VXLANネットワーク、右側にMVPNネットワーク、中央集中型ハンドオ
フノードを持つサンプルトポロジを示しています。
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図 10 : EVPN（TRM）とMVPNのシームレスな統合のサンプルトポロジ

次に、このトポロジの VTEP、ハンドオフノード、および PEの設定例を示します。

VTEP1の設定：

feature ngmvpn
feature interface-vlan
feature vn-segment-vlan-based
feature nv overlay
feature pim
nv overlay evpn
ip pim rp-address 90.1.1.100 group-list 225.0.0.0/8
ip pim ssm range 232.0.0.0/8

vlan 555
vn-segment 55500

route-map ALL_ROUTES permit 10
interface nve1
no shutdown
host-reachability protocol bgp
source-interface loopback2
member vni 55500 associate-vrf
mcast-group 225.3.3.3

interface loopack1
ip address 196.196.196.196/32

interface loopback2
ip address 197.197.197.197/32
ip pim sparse-mode

feature bgp
router bgp 1

address-family l2vpn evpn
maximum-paths 8
maximum-paths ibgp 8

neighbor 2.1.1.2
remote-as 1
update-source loopback 1
address-family ipv4 unicast
send-community extended

address-family ipv6 unicast
send-community extended

address-family ipv4 mvpn
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send-community extended
address-family l2vpn evpn
send-community extended

vrf vrfVxLAN5023
address-family ipv4 unicast
advertise l2vpn evpn
redistribute direct route-map ALL_ROUTES
maximum-paths 8
maximum-paths ibgp 8

vrf context vpn1
vni 55500
ip pim rp-address 27.27.27.27 group-list 224.0.0.0/4
ip pim ssm range 232.0.0.0/8
ip multicast multipath s-g-hash next-hop-based

rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto mvpn
route-target both auto evpn

interface Vlan555
no shutdown
vrf member vpn1
ip forward
ip pim sparse-mode

interface Ethernet 1/50
ip pim sparse-mode

interface Ethernet1/5.1
encapsulation dot1q 90
vrf member vpn1
ip address 10.11.12.13/24
ip pim sparse-mode
no shutdown

ハンドオフノードの設定：

install feature-set mpls
allow feature-set mpls

feature-set mpls
feature ngmvpn
feature bgp
feature pim
feature mpls l3vpn
feature mvpn
feature mpls ldp
feature interface-vlan
feature vn-segment-vlan-based
feature nv overlay
nv overlay evpn

ip pim rp-address 90.1.1.100 group-list 225.0.0.0/8
ip pim rp-address 91.1.1.100 group-list 232.0.0.0/8

interface loopback1
ip address 90.1.1.100 /32
ip pim sparse-mode

interface loopback2
ip address 91.1.1.100 /32
ip pim sparse-mode
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ip prefix-list LDP-LOOPBACK seq 2 permit 20.20.20.20/32
ip prefix-list LDP-LOOPBACK seq 3 permit 30.30.30.30/32
mpls ldp configuration

advertise-labels for LDP-LOOPBACK
label allocate label global prefix-list LDP-LOOPBACK

interface Ethernet 1/50
ip pim sparse-mode

interface Ethernet 1/51
ip pim sparse-mode
mpls ip

interface Ethernet1/4.1
encapsulation dot1q 50
vrf member vpn1
ip pim sparse-mode
no shutdown

interface loopback0
ip address 20.20.20.20/32
ip pim sparse-mode

vlan 555
vn-segment 55500

route-map ALL_ROUTES permit 10

interface nve1
no shutdown
host-reachability protocol bgp
source-interface loopback3
member vni 55500 associate-vrf
mcast-group 225.3.3.3

interface loopback3
ip address 198.198.198.198/32
ip pim sparse-mode

vrf context vpn1
vni 55500
ip pim rp-address 27.27.27.27 group-list 224.0.0.0/4
ip pim ssm range 232.0.0.0/8
ip multicast multipath s-g-hash next-hop-based
mdt default 232.1.1.1
mdt source loopback 0
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto mvpn
route-target both auto evpn

interface Vlan555
no shutdown
vrf member vpn1
ip forward
ip pim sparse-mode

router bgp 1
address-family l2vpn evpn

maximum-paths 8
maximum-paths ibgp 8

address-family vpnv4 unicast
no allocate-label option-b
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address-family ipv4 mdt
address-family ipv4 mvpn

maximum-paths 8
maximum-paths ibgp 8

neighbor 196.196.196.196
remote-as 1
address-family ipv4 unicast
send-community extended

address-family ipv6 unicast
send-community extended

address-family ipv4 mvpn
send-community extended

address-family l2vpn evpn
send-community extended
import vpn unicast reoriginate

router bgp 1
neighbor 30.30.30.30

remote-as 100
update-source loopback0
ebgp-multihop 255
address-family ipv4 unicast
send-community extended

address-family vpnv4 unicast
send-community
send-community extended
next-hop-self
import l2vpn evpn reoriginate

address-family ipv4 mdt
send-community extended
no next-hop-third-party

PE2の設定：

install feature-set mpls
allow feature-set mpls

feature-set mpls
feature bgp
feature pim
feature mpls l3vpn
feature mpls ldp
feature interface-vlan

ip pim rp-address 91.1.1.100 group-list 232.0.0.0/8
ip prefix-list LDP-LOOPBACK seq 2 permit 20.20.20.20/32
ip prefix-list LDP-LOOPBACK seq 3 permit 30.30.30.30/32
mpls ldp configuration

advertise-labels for LDP-LOOPBACK
label allocate label global prefix-list LDP-LOOPBACK

interface Ethernet 1/51
ip pim sparse-mode
mpls ip

interface Ethernet1/6.1
encapsulation dot1q 50
vrf member vpn1
ip pim sparse-mode
no shutdown

interface loopback0
ip address 30.30.30.30/32
ip pim sparse-mode
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vrf context vpn1
ip pim rp-address 27.27.27.27 group-list 224.0.0.0/4
ip pim ssm range 232.0.0.0/8
ip multicast multipath s-g-hash next-hop-based
mdt default 232.1.1.1
mdt source loopback 0
rd auto
address-family ipv4 unicast
route-target both auto
route-target both auto mvpn
route-target both auto evpn

router bgp 100
router-id 30.30.30.30
address-family vpnv4 unicast

additional-paths send
additional-paths receive
no allocate-label option-b

neighbor 20.20.20.20
remote-as 1
update-source loopback0
address-family vpnv4 unicast

send-community
send-community extended

address-family ipv4 mdt
send-community extended
no next-hop-third-party
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第 10 章

vPCファブリックピアリングの設定

この章で説明する内容は、次のとおりです。

• vPCファブリックピアリングの詳細（135ページ）
• vPCファブリックピアリングの注意事項と制約事項 （136ページ）
• vPCファブリックピアリングの設定（139ページ）
• vPCから vPCファブリックピアリングへの移行（143ページ）
• vPCファブリックピアリング設定の確認（146ページ）

vPCファブリックピアリングの詳細
vPCファブリックピアリングは、vPCピアリンクの物理ポートを無駄にすることなく、拡張
デュアルホーミングアクセスソリューションを提供します。

vPCファブリックピアリングソリューションを次に示します。

•仮想メンバー（トンネル）を含む vPCファブリックピアリングポートチャネル。

• vPCファブリックピアリング（トンネル）、物理ピアリンク要件の削除。

• vPCファブリックピアリングアップ/ダウンイベントは、ルートの更新とファブリックの
アップ/ダウンに基づいてトリガーされます。

•拡張障害カバレッジのアップリンクトラッキング。

• vPCファブリックピアリングルーティングされたネットワーク（スパインなど）を介し
た到達可能性。

• vPCコントロールプレーン over TCP-IP（CFSoIP）の復元力の向上。

• VXLANトンネル上のデータプレーントラフィック。

• vPCメンバースイッチ間の通信では、VXLANカプセル化が使用されます。

•ノード上のすべてのアップリンクに障害が発生すると、そのスイッチのvPCポートがダウ
ンします。このシナリオでは、vPCピアがプライマリロールを引き受け、トラフィックを
転送します。
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• vPCのステート依存性とアップ/ダウンシグナリングによるアップリンクトラッキング。

•ポジティブアップリンクステートトラッキングにより、vPCプライマリロールの選択が
促進されます。

•ボーダーリーフおよびスパインの場合、ネットワーク通信はファブリックを使用するた
め、VRF単位のピアリングは必要ありません。

• VIP/PIP機能をタイプ 2ルートに拡張することにより、孤立したホストへの転送を強化し
ます。

•インフラ VLANは、vPCファブリックピアリングには必要ありません。

1つの VTEPとしてカウントされる通常の vPCとは異なり、vPCファブリックピアリングは
3つの VTEPとしてカウントされます。

（注）

vPCファブリックピアリングの注意事項と制約事項
次に、vPCファブリックピアリングの注意事項と制限事項を示します。

推奨構成

• vPCファブリックピアリングでは、リージョンの ing-flow-redirectの TCAMカービング
が必要です。TCAMカービングでは、機能を使用する前に設定を保存し、スイッチをリ
ロードする必要があります。

この要件は、 Cisco Nexus 3600-Rシリーズプラットフォームス
イッチに適用されます。

（注）

• vPCファブリックピアリングを使用する場合、このような vPCペアに対して SVIを介し
たルーティングを作成することはできません。

• vPCファブリックピアリングの送信元および宛先 IPを再設定する前に、vPCドメインを
シャットダウンする必要があります。vPCファブリックピアリングの送信元と宛先のIPを
調整したら、vPCドメインを有効にできます（no shutdown）。

• virtual peer-link destinationコマンドでサポートされる送信元および接続先 IPは、クラス
A、B、および Cです。クラスDおよび Eは、vPCファブリックピアリングではサポート
されません。

• vPC環境内の VLANに不整合がある場合は、セカンダリスイッチの vPCレッグ全体を停
止するのではなく、影響を受ける（一致しない）VLANのみが一時停止されます。
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•ファブリックピアリングから物理ピアリンクに変換した直後に、両方のピアで次の変更
を行います。

1. hardware access-list tcam region ing-flow-redirect 0コマンドを使用して、TCAMリー
ジョンをグローバルに設定します。

2. 必要に応じて、空き領域を他のクラスに割り当てます。詳細については、Nexus 9000
TCAMスペースの切り分け方法を理解するを参照してください。

3. copy running-config startup-configコマンドを使用して、実行コンフィギュレーション
を保存します。

4. スイッチをリロードします。

• vPCファブリックピアリングピアリンクは、トランスポートネットワーク（ファブリッ
クのスパイン層）を介して確立されます。vPCピア間の通信がこのように行われると、
ポートステート情報、VLAN情報、VLAN-to-VNIマッピング、ホストMACアドレスの
同期に使用されるコントロールプレーン情報 CFSメッセージがファブリック経由で送信
されます。CFSメッセージは、トランスポートネットワークで保護する必要がある適切
な DSCP値でマーキングされます。次の例は、Cisco Nexus 9000シリーズスイッチのスパ
インレイヤでの QoS設定の例を示しています。

DSCP値を照合してトラフィックを分類します（DSCP 56がデフォルト値です）。
class-map type qos match-all CFS
match dscp 56

適切なスパインスイッチの完全プライオリティキューに対応するqos-groupにトラフィッ
クを設定します。この例では、スイッチは完全プライオリティキュー（キュー7）に対応
するqos-group7にトラフィックを送信します。異なるCiscoNexusプラットフォームでは、
キューイング構造が異なる場合があることに注意してください。

policy-map type qos CFS
class CFS
Set qos-group 7

VTEP（ネットワークのリーフ層）に向かうすべてのインターフェイスに分類サービスポ
リシーを割り当てます。

interface Ethernet 1/1
service-policy type qos input CFS

•レイヤ 3テナントルーテッドマルチキャスト（TRM）はサポートされていません。レイ
ヤ 2/レイヤ 3 TRM（混合モード）はサポートされていません。

•この機能でタイプ5ルートを使用する場合、この advertise-pipコマンドは必須設定です。

• VIP/PIP機能をタイプ 2ルートに拡張して、孤立ホストへの転送を強化します。

•孤立したタイプ 2ホストは、PIPを使用してアドバタイズされます。vPCタイプ 2ホスト
は、VIPを使用してアドバタイズされます。これはタイプ 2ホストのデフォルトの動作で
す。
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PIPを使用して孤立したタイプ 5ルートをアドバタイズするには、BGPで PIPをアドバタ
イズする必要があります。

•孤立ポートの場合、NVE障害シナリオ中のトラフィックの中断を回避するために、両方
の vPCノードで vpc orphan-port suspendコマンドを設定することを強くお勧めします。

•リモートVTEPから孤立したホストへのトラフィックは、孤立した実際のノードに到達し
ます。トラフィックのバウンスが回避されます。

vPCレッグがダウンしている場合でも、vPCホストはVIP IPでア
ドバタイズされます。

（注）

• Cisco NX-OSリリース 10.6（1）F以降、vPCの自動リカバリには、少なくとも 1つの動作
可能なファブリックアップリンクが必要です。すべてがダウンしている場合、自動回復は

行われません。

サポートされる機能、リリース、およびプラットフォーム

• Cisco NX-OSリリース 10.2(3)F以降、vPCファブリックピアリングは Cisco Nexus
C36180YC-Rおよび N3K-C3636C-Rプラットフォームでサポートされます。vPCファブ
リックピアリングを機能させるには、これらの Rシリーズモジュールで TCAMカービン
グを有効にする必要があります。

•次の注意事項と制限事項は、CiscoNexusC36180YC-RおよびN3K-C3636C-Rプラットフォー
ムにのみ適用されます。

• vPCファブリックピアリングが有効になっている場合、入力 PACL MAC機能はサ
ポートされません。

• vPCファブリックピアリングが有効な場合、MACおよび CoS値を使用するレイヤ 2
フィルタに基づくレイヤ 2 SPANはサポートされません。レイヤ 2 SPANの他のフィ
ルタがサポートされています。

• vPCファブリックピアリングを有効にすると、レイヤ 3ホスト/隣接の 1次元スケー
ルが半分になります。

•すべての vPC POがアップしている定常状態では、コアからの BUMトラフィックが
両方の vPCピアで受信されます。すべてのフローに対して、vPCプライマリはトラ
フィックを vPC POに転送します。

•レイヤ 3テナントルーテッドマルチキャスト（TRM）はサポートされていません。

• vPC POの背後の BGPピアリングはサポートされていません。

• IGMPスヌーピングは vPCファブリックピアリングではサポートされていません

• DHCPリレーエージェントはサポートされていません。

• vPCファブリックピアリングは、ハンドオフノードではサポートされていません。
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サポートされない機能

• vPCファブリックピアリングドメインは、マルチサイト vPCBGWのロールではサポート
されません。

• IPv6アンダーレイの vMCTは、FEXの接続をサポートしていません。

• vPCポートの背後にある VTEPはサポートされません。これは、仮想ピアリンクピアが
vPCポートの背後にある VTEPの中継ノードとして機能できないことを意味します。

• SVIおよびサブインターフェイスアップリンクはサポートされていません。

vPCファブリックピアリングの設定
両方の vPCメンバースイッチで vPCファブリックピアリング DSCP値が一致していることを
確認します。対応する QoSポリシーが vPCファブリックピアリング DSCPマーキングと一致
することを確認します。

vPCファブリックピアリングを通過する通信を必要とするすべての VLANは、VXLANを有
効にする必要があります（vn-segment）。これにはネイティブ VLANが含まれます。

MSTPでは、ピアリンクとvPCレッグにデフォルトのネイティブVLAN設定がある場合、VLAN
1は vPCファブリックピアリング全体に拡張する必要があります。この動作は、VLAN 1を
VXLAN（vn-segment）経由で拡張することで実現できます。ピアリンクおよび vPCレッグに
デフォルト以外のネイティブ VLANがある場合は、VLANを VXLAN（vn-segment）に関連付
けることによって、それらの VLANを vPCファブリックピアリング全体に拡張する必要があ
ります。

（注）

show vpc virtual-peerlink vlan consistencyコマンドを使用して、vPCファブリックピアリング
に使用する既存の VLAN-to-VXLANマッピングを確認します。

vPCファブリックピアリングの peer-keepaliveコマンドは、次のいずれかの設定でサポートさ
れます。

•管理インターフェイス

•デフォルトまたは非デフォルト VRFの専用レイヤ 3リンク

•スパイン経由で到達可能なループバックインターフェイス。

機能の設定

例では、アンダーレイルーティングプロトコルとして OSPFを使用しています。
configure terminal
nv overlay evpn
feature ospf
feature bgp
feature pim
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feature interface-vlan
feature vn-segment-vlan-based
feature vpc

feature nv overlay

vPCの設定

vPCファブリックピアリング送信元または宛先 IPを変更するには、変更前に vPCドメインを
シャットダウンする必要があります。vPCドメインは、no shutdownコマンドを使用して変更
後に動作に戻すことができます。

（注）

TCAMカービングの設定

hardware access-list tcam region ing-racl 0
hardware access-list tcam region ing-sup 768
hardware access-list tcam region ing-flow-redirect 512

•ファブリック vPCピアリングを設定する場合、Ingress-Flow-redirect TCAMリージョンサ
イズの最小サイズは 512です。また、TCAMリージョンサイズが常に 512の倍数で構成
されていることを確認します。

• TCAMカービングを有効にするには、スイッチのリロードが必要です。

（注）

vPCドメインの設定

インターネットユーザに商品やサービスを提供する IPv4
vpc domain 100
peer-keepalive destination 192.0.2.1
virtual peer-link destination 192.0.2.100 source 192.0.2.20/32 [dscp <dscp-value>]
Warning: Appropriate TCAM carving must be configured for virtual peer-link vPC
peer-switch
peer-gateway
ip arp synchronize
ipv6 nd synchronize
exit

IPv6の場合
vpc domain 100
peer-keepalive destination 192:0:2::1
virtual peer-link destination 192:0:2::100 source 192:0:2::20/32 [dscp <dscp-value>]
Warning: Appropriate TCAM carving must be configured for virtual peer-link vPC
peer-switch
peer-gateway
ipv6 arp synchronize
ipv6 nd synchronize
exit

オプションの dscpキーワード。範囲は 1～ 63です。デフォルト値は 56です。（注）
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vPCファブリックピアリングポートチャネルの設定

次のポートチャネルのメンバーを設定する必要はありません。

interface port-channel 10
switchport
switchport mode trunk
vpc peer-link

interface loopback0

このループバックは、NVE送信元インターフェイスループバック（VTEP IPアドレスに使用
されるインターフェイス）ではありません。

（注）

インターネットユーザに商品やサービスを提供する IPv4
interface loopback 0
ip address 192.0.2.20/32
ip router ospf 1 area 0.0.0.0

IPv6の場合
interface loopback 0
ipv6 address 192:0:2::20/32
ipv6 router ospfv3 1 area 0.0.0.0

BGPピアリングまたは専用ループバックにループバックを使用できます。このルックバック
は、ピアのキープアライブとは異なる必要があります。

（注）

アンダーレイインターフェイスの設定

L3物理チャネルと L3ポートチャネルの両方がサポートされます。SVIおよびサブインター
フェイスはサポートされていません。

インターネットユーザに商品やサービスを提供する IPv4
router ospf 1
interface Ethernet1/16
port-type fabric
ip address 192.0.2.2/24
ip router ospf 1 area 0.0.0.0
no shutdown
interface Ethernet1/17
port-type fabric
ip address 192.0.2.3/24
ip router ospf 1 area 0.0.0.0
no shutdown
interface Ethernet1/40
port-type fabric
ip address 192.0.2.4/24
ip router ospf 1 area 0.0.0.0
no shutdown
interface Ethernet1/41
port-type fabric
ip address 192.0.2.5/24
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ip router ospf 1 area 0.0.0.0
no shutdown

IPv6の場合
router ospfv3 1
interface Ethernet1/16
port-type fabric
ipv6 address 192:0:2::2/24
ipv6 router ospfv3 1 area 0.0.0.0
no shutdown
interface Ethernet1/17
port-type fabric
ipv6 address 192:0:2::3/24
ipv6 router ospfv3 1 area 0.0.0.0
no shutdown
interface Ethernet1/40
port-type fabric
ipv6 address 192:0:2::4/24
ipv6 router ospfv3 1 area 0.0.0.0
no shutdown
interface Ethernet1/41
port-type fabric
ipv6 address 192:0:2::5/24
ipv6 router ospfv3 1 area 0.0.0.0
no shutdown

スパインに接続されるすべてのポートは、ポートタイプのファブリックである必要がありま

す。

（注）

VXLAN設定

advertise virtual-rmac（NVE）と advertise-pip（BGP）の設定は必須の手順です。（注）

SVIおよび VLANの設定

vlan 10
vn-segment 10010
vlan 101
vn-segment 10101

interface Vlan101
no shutdown
mtu 9216
vrf member vxlan-10101
no ip redirects
ip forward
ipv6 address use-link-local-only
no ipv6 redirects
interface vlan10
no shutdown
mtu 9216
vrf member vxlan-10101
no ip redirects
ip address 192.0.2.102/24
ipv6 address 2001:DB8:0:1::1/64
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no ipv6 redirects
fabric forwarding mode anycast-gateway

仮想ポートチャネルの設定

interface Ethernet1/3
switchport
switchport mode trunk
channel-group 100
no shutdown
exit
interface Ethernet1/39
switchport
switchport mode trunk
channel-group 101
no shutdown
interface Ethernet1/46
switchport
switchport mode trunk
channel-group 102
no shutdown
interface port-channel100
vpc 100
interface port-channel101
vpc 101
interface port-channel102
vpc 102
exit

vPCから vPCファブリックピアリングへの移行
この手順には、通常の vPCから vPCファブリックピアリングへの移行手順が含まれていま
す。

vPCピア間の直接レイヤ3リンクは、ピアキープアライブにのみ使用する必要があります。こ
のリンクは、vPCファブリックピアリングループバックのパスをアドバタイズするために使
用しないでください。

この移行は中断を伴います。（注）

始める前に

移行前に、vPCピア間のすべての物理レイヤ 2リンクをシャットダウンすることを推奨しま
す。また、移行前または移行後に VLANを vn-segmentにマッピングすることを推奨します。

手順の概要

1. configure terminal
2. show vpc
3. show port-channel summary
4. interface ethernet slot/port
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5. no channel-group

6. インターフェイスごとにステップ 4と 5を繰り返します。
7. show running-config vpc
8. vpc domain domain-id

9. virtual peer-link destination dest-ip source source-ip

10. interface {ethernet | port-channel} value

11. port-type fabric

12. （任意） show vpc fabric-ports
13. virtual peer-link destination dest-ip | dest_ipv6 source source-ip | source_ipv6 dhcp dhcp_val

14. hardware access-list tcam region ing-flow-redirect tcam-size

15. copy running-config startup-config
16. reload

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal

ポートチャネルのメンバー数を決定します。show vpc

例：

ステップ 2

switch(config)# show vpc

メンバーの数を決定します。show port-channel summary

例：

ステップ 3

switch(config)# show port-channel summary

設定するインターフェイスを指定します。interface ethernet slot/port

例：

ステップ 4

（注）

これは、ピアリンクポートチャネルです。switch(config)# interface ethernet 1/4

vPCピアリンクポートチャネルメンバーを削除し
ます。

no channel-group

例：

ステップ 5

（注）switch(config-if)# no channel-group

このステップの後に中断が発生します。

インターフェイスごとにステップ 4と 5を繰り返
します。

ステップ 6

例：
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目的コマンドまたはアクション

vPCドメインを決定します。show running-config vpc

例：

ステップ 7

switch(config-if)# show running-config vpc

vPCドメインコンフィギュレーションモードを入
力します。

vpc domain domain-id

例：

ステップ 8

switch(config-if)# vpc domain 100

vPCファブリックピアリングの宛先および送信元
IPアドレスを指定します。

virtual peer-link destination dest-ip source source-ip

例：

ステップ 9

switch(config-vpc-domain)# virtual peer-link
destination 192.0.2.1 source 192.0.2.100

構成するL3アンダーレイインターフェイスを指定
します。

interface {ethernet | port-channel} value

例：

ステップ 10

switch(config-if)# interface Ethernet1/17

アンダーレイインターフェイスのポートタイプ

ファブリックを設定します。

port-type fabric

例：

ステップ 11

（注）switch(config-if)# port-type fabric

スパインに接続されるすべてのポートは、ポート

タイプのファブリックである必要があります。

スパインに接続されているファブリックポートを

表示します。

（任意） show vpc fabric-ports

例：

ステップ 12

switch# show vpc fabric-ports

vPCファブリックピアリングの宛先および送信元
IPv4/IPv6アドレスを指定します。

virtual peer-link destination dest-ip | dest_ipv6 source
source-ip | source_ipv6 dhcp dhcp_val

例：

ステップ 13

（注）

IPv4 vPCファブリックピアリング構成は IPv4
VXLANアンダーレイでのみ機能し、IPv6vPCファ

インターネットユーザに商品やサービスを提供す

る IPv4
switch(config-vpc-domain)# virtual peer-link
destination 192.0.2.1 source 192.0.2.100 dhcp 56

ブリックピアリング構成は IPv6 VXLANアンダー
レイでのみ機能します。

例：

IPv6の場合
switch(config-vpc-domain)# virtual peer-link
destination 6001:aaa::11 source 6001:aaa::22 dhcp
56

TCAMカービングを実行します。hardware access-list tcam region ing-flow-redirect
tcam-size

ステップ 14
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目的コマンドまたはアクション

入力フローリダイレクト TCAMリージョンサイズ
の最小サイズは 512です。また、512の倍数で構成
されていることを確認します。

例：

switch(config-vpc-domain)# hardware access-list
tcam region ing-flow-redirect 512

実行コンフィギュレーションを、スタートアップ

コンフィギュレーションにコピーします。

copy running-config startup-config

例：

ステップ 15

switch(config-vpc-domain)# copy running-config
startup-config

スイッチをリブートします。reload

例：

ステップ 16

switch(config-vpc-domain)# reload

vPCファブリックピアリング設定の確認
vPCファブリックピアリング設定のステータスを表示するには、次のコマンドを入力します。

表 3 : vPCファブリックピアリング検証コマンド

目的コマンド

ファブリックポートの状態を表示します。show vpc fabric-ports

vPCファブリックピアリングモードに関する
情報を表示します。

show vpc

vn-segmentに関連付けられていない VLANを
表示します。

show vpc virtual-peerlink vlan consistency

show vpc fabric-portsコマンドの例

switch# show vpc fabric-ports
Number of Fabric port : 9
Number of Fabric port active : 9

Fabric Ports State
-------------------------------------
Ethernet1/9 UP
Ethernet1/19/1 ( port-channel151 ) UP
Ethernet1/19/2 ( port-channel151 ) UP
Ethernet1/19/3 UP
Ethernet1/19/4 UP
Ethernet1/20/1 UP
Ethernet1/20/2 ( port-channel152 ) UP
Ethernet1/20/3 ( port-channel152 ) UP
Ethernet1/20/4 ( port-channel152 ) UP
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show vpcコマンドの例

switch# show vpc
Legend:

(*) - local vPC is down, forwarding via vPC peer-link

vPC domain id : 3
Peer status : peer adjacency formed ok
vPC keep-alive status : peer is alive
Configuration consistency status : success
Per-vlan consistency status : success
Type-2 consistency status : success
vPC role : primary
Number of vPCs configured : 1
Peer Gateway : Enabled
Dual-active excluded VLANs : -
Graceful Consistency Check : Enabled
Auto-recovery status : Enabled, timer is off.(timeout = 240s)
Delay-restore status : Timer is off.(timeout = 30s)
Delay-restore SVI status : Timer is off.(timeout = 10s)
Operational Layer3 Peer-router : Disabled
Virtual-peerlink mode : Enabled

vPC Peer-link status
---------------------------------------------------------------------
id Port Status Active vlans
-- ---- ------ -------------------------------------------------
1 Po100 up 1,56,98-600,1001-3401,3500-3525

vPC status
----------------------------------------------------------------------------
Id Port Status Consistency Reason Active vlans
-- ------------ ------ ----------- ------ ---------------
101 Po101 up success success 98-99,1001-280

0

Please check "show vpc consistency-parameters vpc <vpc-num>" for the
consistency reason of down vpc and for type-2 consistency reasons for
any vpc.

ToR_B1#

show vpc virtual-peerlink vlan整合性コマンドの例

switch# show vpc virtual-peerlink vlan consistency
Following vlans are inconsistent
23
switch#
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付録 A
VXLAN BGP EVPN中の DHCPリレー

この付録の構成は、次のとおりです。

• VXLAN BGP EVPN中の DHCPリレーの概要（149ページ）
• DHCPリレーの注意事項と制約事項 （150ページ）
• VXLAN BGP EVPN中の DHCPリレーの例（151ページ）
• VPCピアの構成例（169ページ）
• vPC VTEP DHCPリレーの設定例（171ページ）

VXLAN BGP EVPN中の DHCPリレーの概要
DHCPリレーはVXLANBGP EVPNによってサポートされており、EVPNテナントクライアン
トにDHCPサービスをプロビジョニングするためのマルチテナントVXLANEVPNデプロイメ
ントで役立ちます。

マルチテナント EVPN環境で DHCPリレーは、オプション 82の次のサブオプションを使用し
ます。

•サブオプション 151（0x97）：仮想サブネットの選択

（RFC#6607内に定義されています。)

MPLS-VPNおよび VXLAN EVPNマルチテナント環境中の DHCPサーバへの VRF関連情
報の伝達に使用されます。

•サブオプション 11（0xb）：サーバー IDにのオーバーライド

（RFC#5107内に定義されています。)

サーバ識別子（サーバ ID）のオーバーライドサブオプションは、DHCPリレーエージェ
ントによるサーバ IDオプションへの新しい値の指定を可能にし、これは DHCPサーバに
より応答パケットに挿入されます。このサブオプションによって DHCPリレーエージェ
ントは実際のDHCPサーバとして機能するようになり、たとえば renew要求はDHCPサー
バではなくリレーエージェントに直接届くようになります。サーバ IDオーバーライドサ
ブオプションには着信インターフェイスの IPアドレスが含まれており、これはクライア
ントからアクセス可能なリレーエージェント上の IPアドレスです。この情報を使用して、
DHCPクライアントは renewおよび release要求パケットをすべてリレーエージェントへ
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送ります。リレーエージェントは適切なサブオプションをすべて付加した後、renewおよ
び release要求パケットをオリジナルの DHCPサーバに転送します。この機能におけるシ
スコ独自の実装は、サブオプション 152（0x98）です。機能の制御には、ip dhcp relay
sub-option type ciscoコマンドを使用できます。

•サブオプション 5（0x5）：リンクの選択

（RFC#3527内に定義されています。)

リンクの選択サブオプションが提供するのは、DHCPクライアントが存在するサブネット/
リンクを、リレーエージェントとの通信に DHCPサーバが使用するゲートウェイアドレ
ス（giaddr）から分離するための機構です。リレーエージェントは正しいサブスクライバ
サブネットにサブオプションを設定し、DHCPサーバはこの値を使用して giaddr値ではな
く IPアドレスを割り当てます。リレーエージェントは、giaddrを自身の IPアドレスに設
定することで、DHCPメッセージがネットワーク上を転送できるようにします。この機能
におけるシスコ独自の実装は、サブオプション 150（0x96）です。機能の制御には、ip
dhcp relay sub-option type ciscoコマンドを使用できます。

DHCPリレーの注意事項と制約事項
VXLAN BGP EVPNでの DHCPリレーのガイドラインと制限事項

• Cisco NX-OSリリース 9.2（2）以降、 Cisco Nexus 3636C-Rおよび 36180YC-Rのサポート
が追加されています。

• BFDマルチホップは、Cisco Nexus 36180YC-Rおよび 3636C-Rスイッチでのみサポートさ
れます。
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VXLAN BGP EVPN中の DHCPリレーの例
図 11 :トポロジの例

トポロジの特性：

•スイッチ 3636-1と 3636-2は、VXLANファブリックに接続された VTEPです。

• client1と client2は、vlan1001中の DHCPクライアントです。これらはテナント VRF
vxlan-900001に属します。

• DHCPサーバは ASR1Kであり、これは vlan10に存在するルータです。

• DHCPサーバ設定

ip vrf vxlan900001
ip dhcp excluded-address vrf vxlan900001 172.16.16.1 172.16.16.9
ip dhcp pool one
vrf vxlan900001
network 172.16.16.0 255.255.240.0
defaultrouter 172.16.16.1

基本 VXLAN BGP EVPN構成
• 3636-1
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version 7.0(3)I1(3)
version 9.2(1)
hostname 3636C-R

nv overlay evpn
feature vn—segment—vlan—based
feature nv overlay

fabric forwarding anycast—gateway—mac 0000.1111.2222

vlan 101
vn—segment 900001

vlan 1001
vn—segment 2001001

vrf context vxlan—90000l
vni 900001
rd auto
address—family ipv4 unicast
route—target both auto
route—target both auto evpn

interface VlanlOl
no shutdown
vrf member vxlan—900001
ip forward

interface VlanlOOl
no shutdown
vrf member vxlan—900001
ip address 172.16.16.1/20
fabric forwarding mode anycast—gateway

NVEインターフェイスを作成するには、次の2つの手順のいずれ
かを選択できます。VNIの数が少ない場合は、最初のオプション
を使用します。多数の VNIを構成するには、2番目のオプション
を使用します。

（注）

オプション 1

interface nve1
no shutdown
source-interface loopback1
host-reachability protocol bgp
member vni 10000 associate-vrf
mcast-group 224.1.1.1
member vni 10001 associate-vrf
mcast-group 224.1.1.1
member vni20000
suppress-arp
mcast-group 225.1.1.1
member vni 20001
suppress-arp
mcast-group 225.1.1.1
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オプション 2
interface nve1
no shutdown
source-interface loopback 1
host-reachibility protocol bgp
global suppress-arp
global mcast-group 224.1.1.1 L3
global mcast-group 255.1.1.1 L2
member vni 10000 associate-vrf
member vni 10001 associate-vrf
member vni 10002 associate-vrf
member vni 10003 associate-vrf
member vni 10004 associate-vrf
member vni 10005 associate-vrf
member vni 20000
member vni 20001
member vni 20002
member vni 20003
member vni 20004
member vni 20005

interfaca Ethernetl/49
switchport mode trunk
switchport trunk allowed vlan 10,1001
spanning—tree port type edge trunk

interface Ethernetl/50
no switchport
ip address 192.1.33.2/24
ip router ospf 1 area 0.0.0.0
ip pire sparse-mode
no shutdown

interface loopback0
ip address 1.1.1.1/32
ip router ospf 1 area 0.0.0.0
ip pim sparse—mode

interface loopbackl
vrf member vxlan—900001
ip address 11.11.11.11/32

router bgp 65535
router—id 1.1.1.1
log—neighbor-changes
neighbor 2.2.2.2 remote—as 65535
update—source loopback0
address-family l2vpn evpn
send-community both

vrf vxlen—900001
address—family ipv4 unicast
network 11.11.11.11/32
network 192.1.42.0/24
advertise l2vpn evpn

evpn
vni 2001001 12
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rd auto および route-target コマンドは、 import または export
オプションを上書きするために使用しない限り、自動的に構成さ

れます。

（注）

rd auto
route—target import auto
route—target export auto

• 3636-2

version 7.0(3)I1(3)
version 9.2(1)
hostname 3636-1

nv overlay evpn
feature vn—segment—vlan—based
feature nv overlay

fabric forwarding anycast—gateway—mac 0000.1111.2222

vlan 101
vn—segment 900001

vlan 1001
vn—segment 2001001

vrf context vxlan—90000l
vni 900001
rd auto
address—family ipv4 unicast
route-target both auto
route—target both auto evpn

interface VianlOl
no shutdown
vrf member vxlan-900001
ip forward

interface Vlanl00l
no shutdown
vrf member vxlan—900001
ip address 172.16.16.1/20
fabric forwarding mcde anycast—gateway

rd および route-target コマンドは、 import または export オプ
ションを上書きするために入力しない限り、自動的に設定されま

す。

（注）

rd auto
address—family ipv4 unicast
route-target both auto
route—target both auto evpn
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interface VianlOl
no shutdown
vrf member vxlan-900001
ip forward

interface Vlanl00l
no shutdown
vrf member vxlan—900001
ip address 172.16.16.1/20
fabric forwarding mcde anycast—gateway

NVEインターフェイスを作成するには、次の2つの手順のいずれ
かを選択できます。VNIの数が少ない場合は、最初のオプション
を使用します。多数の VNIを構成するには、2番目のオプション
を使用します。

（注）

オプション 1

interface nve1
no shutdown
source-interface loopback1
host-reachability protocol bgp
member vni 10000 associate-vrf
mcast-group 224.1.1.1
member vni 10001 associate-vrf
mcast-group 224.1.1.1
member vni20000
suppress-arp
mcast-group 225.1.1.1
member vni 20001
suppress-arp
mcast-group 225.1.1.1

オプション 2
interface nve1
no shutdown
source-interface loopback 1
host-reachibility protocol bgp
global suppress-arp
global mcast-group 224.1.1.1 L3
global mcast-group 255.1.1.1 L2
member vni 10000 associate-vrf
member vni 10001 associate-vrf
member vni 10002 associate-vrf
member vni 10003 associate-vrf
member vni 10004 associate-vrf
member vni 10005 associate-vrf
member vni 20000
member vni 20001
member vni 20002
member vni 20003
member vni 20004
member vni 20005

interface Ethernetl/49
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switchport mode trunk
switchport trunk alluwed vlan 10,1001
spanning—tree port type edge trunk

interface Ethernetl/50
no switchport
ip address 192.1.34.2/24
ip router ospf 1 area 0.0.0.0
ip pim sparse-mode
no shutdown

interface loopback0
ip address 2.2.2.2/32
ip router ospf 1 area 0.0.0.0
ip pim sparse—mode

interface loopbackl
vrf member vxlan—900001
ip address 22.22.22.22/32

router bgp 65535
router—id 2.2.2.2
log—neighbor-changes
neighbor 1.1.1.1 remote—as 65535
update—source loopback0
address-family l2vpn evpn
send-community both

vrf vxlen—900001
address—family ipv4 unicast
network 22.22.22.22/32

advertise l2vpn evpn
evpn
vni 2001001 12

rd および route-target コマンドは、 import または export オプ
ションを上書きするために入力しない限り、自動的に設定されま

す。

（注）

rd auto
route—target import auto
route—target export auto

VTEPの DHCPリレー
次に示したのは、一般的な展開シナリオです。

•テナント VRFにあるクライアントと異なるレイヤ 3デフォルト VRFにあるサーバ。

•テナントVRF（SVIX）にあるクライアントと同じテナントVRF（SVIY）にあるサーバ。

•テナントVRF（VRFX）にあるクライアントと異なるテナントVRF（VRFY）にあるサー
バ。
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•テナント VRFにあるクライアントと非デフォルトの非 VXLAN VRFにあるサーバ。

次に示すのは、これとは異なるシナリオとして、vlan10を別の VRFに移動させたものです。

テナント VRFにあるクライアントと異なるレイヤ 3デフォルト VRFにあるサーバ

DHCPサーバー（192.1.42.3）をデフォルト VRFに設置して、3636-1と 3636-2の両方からデ
フォルト VRFを介してそこに到達可能であることを確認します。

3636-1# sh run int vl 10

!Command: show running-config interface Vlan10
!Time: Mon Aug 7 07:51:16 2018

version 9.2(1)

interface Vlan10
no shutdown
ip address 192.1.42.1/24
ip router ospf 1 area 0.0.0.0

3636-1# ping 192.1.42.3 cou 1

PING 192.1.42.3 (192.1.42.3): 56 data bytes
64 bytes from 192.1.42.3: icmp_seq=0 ttl=254 time=0.593 ms
- 192.1.42.3 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
roundtrip min/avg/max = 0.593/0.592/0.593 ms

3636-2# ping 192.1.42.3 cou 1
PING 192.1.42.3 (192.1.42.3): 56 data bytes
64 bytes from 192.1.42.3: icmp_seq=0 ttl=252 time=0.609 ms
- 192.1.42.3 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.609/0.608/0.609 ms

DHCPリレー構成

• 3636-1

3636-1# sh run dhcp

!Command: show running—config dhcp
!Time: Mon Aug 6 08:26:00 2018

version 9.2(1)
feature dhcp

service dhcp
ip dhcp relay
ip dhcp relay information option
ip dhcp relay information option vpn
ipv6 dhcp relay

interface Vlanl001
ip dhcp relay address 192.1.42.3 use—vrf default
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• 3636-2

3636-2# sh run dhcp

!Command: show running—config dhcp
!Time: Mon Aug 6 08:26:16 2018

version 9.2(1)
feature dhcp

service dhcp
ip dhcp relay
ip dhcp relay information option
ip dhcp relay information option vpn
ipv6 dhcp relay

interfaoe Vlanl001
ip dhcp relay address 192.1.42.3 use—vrf default

debugコマンドの出力例

•次に示すのは、DHCPのインタラクティブシーケンスのパケットダンプです。

3636-1# ethanalyzer local interface inband display-filter
"udp.srcport==67 or udp.dstport==67" limit-captured frames 0

Capturing on inband
20150824 08:35:25.066530 0.0.0.0 -> 255.255.255.255 DHCP DHCP Discover - Transaction
ID 0x636a38fd
20150824 08:35:25.068141 192.1.42.1 -> 192.1.42.3 DHCP DHCP Discover - Transaction
ID 0x636a38fd
20150824 08:35:27.069494 192.1.42.3 -> 192.1.42.1 DHCP DHCP Offer Transaction - ID
0x636a38fd
20150824 08:35:27.071029 172.16.16.1 -> 172.16.16.11 DHCP DHCP Offer Transaction -
ID 0x636a38fd
20150824 08:35:27.071488 0.0.0.0 -> 255.255.255.255 DHCP DHCP Request Transaction -
ID 0x636a38fd
20150824 08:35:27.072447 192.1.42.1 -> 192.1.42.3 DHCP DHCP Request Transaction -
ID 0x636a38fd
20150824 08:35:27.073008 192.1.42.3 -> 192.1.42.1 DHCP DHCP ACK Transaction - ID
0x636a38fd
20150824 08:35:27.073692 172.16.16.1 -> 172.16.16.11 DHCP DHCP ACK Transaction - ID
0x636a38fd

EthanalyzerはすべてのDHCPパケットをキャプチャできない可能
性がありますが、これは、フィルタ使用時のインバンドの解釈に

問題があるためです。これは SPANを使用することで回避できま
す。

（注）

• DHCP Discoverパケット 3636-1は DHCPサーバーに送信されています。
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giaddrは 192.1.42.1（vlan10の IPアドレス）に設定され、それに応じてサブオプション
5/11/151を設定します。

Bootp flags: 0x0000 (unicast)
client IP address: 0.0.0.0 (0.0.0.0)
Your (client) IP address: 0.0.0.0 (0.0.0.0)
Next server IP address: 0.0.0.0 (0.0.0.0)
Relay agent IP address: 192.1.42.1 (192.1.42.1)
client MAC address Hughes_01:51:51 (00:00:10:01:51:51)
client hardware address padding: 00000000000000000000
Server host name not given
Boot file name not given
Magic cookie: DHCP
Option: (53) DHCP Message Type
Length: 1
DHCP: Discover (1)

Option: (55) Parameter Request List
Length: 4
Parameter Request List Item: (1) Subnet Mask
Parameter Request List Item: (3) Router
Parameter Request List Item: (58) Renewal Time Value
Parameter Request List Item: (59) Rebinding Time Value

Option: (61) client identifier
Length: 7
Hardware type: Ethernet (0x01)
Client MAC address: Hughes_01:51:51 (00:00:10:01:51:51)

Option: (82) Agent Information Option
Length: 47

Option 82 Suboption: (1) Agent Circuit ID
Length: 10
Agent Circuit ID: 01080006001e88690030

Option 82 Suboption: (2) Agent Remote ID
Length: 6
Agent Remote ID: f8c2882333a5

Option 82 Suboption: (151) VRF name/VPN ID
Option 82 Suboption: (11) Server ID Override
Length: 4
Server ID Override: 172.16.16.1 (172.16.16.1)

Option 82 Suboption: (5) Link selection
Length: 4
Link selection: 172.16.16.0 (172.16.16.0)

ASR1K-DHCP# sh ip dhcp bin
Bindings from all pools not associated with VRF:
IP address ClientID/ Lease expiration Type State Interface

Hardware address/
User name

Bindings from VRF pool vxlan900001:
IP address ClientID/ Lease expiration Type State Interface

Hardware address/
User name

172.16.16.10 0100.0010.0175.75 Aug 25 2015 09:21 AM Automatic Active
GigabitEthernet2/1/0
172.16.16.11 0100.0010.0151.51 Aug 25 2015 08:54 AM Automatic Active
GigabitEthernet2/1/0

3636-1# sh ip route vrf vxlan900001
IP Route Table for VRF "vxlan900001"
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'*' denotes best ucast nexthop
'**' denotes best mcast nexthop
'[x/y]' denotes [preference/metric]
'%<string>' in via output denotes VRF <string>

11.11.11.11/32, ubest/mbest: 2/0, attached
*via 11.11.11.11, Lo1, [0/0], 18:31:57, local
*via 11.11.11.11, Lo1, [0/0], 18:31:57, direct

22.22.22.22/32, ubest/mbest: 1/0
*via 2.2.2.2%default, [200/0], 18:31:57, bgp65535,internal, tag 65535 (evpn)segid:
900001 tunnelid: 0x2020202
encap: VXLAN

172.16.16.0/20, ubest/mbest: 1/0, attached
*via 172.16.16.1, Vlan1001, [0/0], 18:31:57, direct
172.16.16.1/32, ubest/mbest: 1/0, attached
*via 172.16.16.1, Vlan1001, [0/0], 18:31:57, local
172.16.16.10/32, ubest/mbest: 1/0
*via 2.2.2.2%default, [200/0], 00:00:47, bgp65535,internal, tag 65535 (evpn)segid:
900001 tunnelid: 0x2020202
encap: VXLAN

172.16.16.11/32, ubest/mbest: 1/0, attached
*via 172.16.16.11, Vlan1001, [190/0], 00:28:10, hmm

3636-1# ping 172.16.16.11 vrf vxlan900001 count 1
PING 172.16.16.11 (172.16.16.11): 56 data bytes
64 bytes from 172.16.16.11: icmp_seq=0 ttl=63 time=0.846 ms
- 172.16.16.11 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.846/0.845/0.846 ms

3636-1# ping 172.16.16.10 vrf vxlan900001 count 1
PING 172.16.16.10 (172.16.16.10): 56 data bytes
64 bytes from 172.16.16.10: icmp_seq=0 ttl=62 time=0.874 ms
- 172.16.16.10 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.874/0.873/0.874 ms

テナント VRF（SVI X）にあるクライアントと同じテナント VRF（SVI Y）にあるサーバ

DHCPサーバー（192.1.42.3）を vxlan-900001のVRFに設置して、3636-1と 3636-2の両方から
vxlan-900001の VRFを介してそこに到達可能であることを確認します。

3636-1# sh run int vl 10

!Command: show running-config interface Vlan10
!Time: Mon Aug 6 09:10:26 2018

version 9.2(1)

interface Vlan10
no shutdown
vrf member vxlan-900001
ip address 192.1.42.1/24

172.16.16.1はすべての VTEPに設定された vlan1001のエニーキャストアドレスであるため、
DHCPサーバからの応答をオリジナルの DHCPリレーエージェントへ確実に配送させるため
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には、DHCPリレーパケットの送信元アドレスとして一意のアドレスをピックアップする必
要があります。このシナリオでは、loopback1を使用しており、loopback1にはVRFvxlan-900001
のどこからでも到達可能であることを確認する必要があります。

3636-1# sh run int lo1

!Command: show running-config interface loopback1
!Time: Mon Aug 6 09:18:53 2018

version 9.2(1)

interface loopback1
vrf member vxlan-900001
ip address 11.11.11.11/32

3636-1# ping 192.1.42.3 vrf vxlan900001 source 11.11.11.11 cou 1
PING 192.1.42.3 (192.1.42.3) from 11.11.11.11: 56 data bytes
64 bytes from 192.1.42.3: icmp_seq=0 ttl=254 time=0.575 ms
- 192.1.42.3 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.575/0.574/0.575 ms

3636-2# sh run int lo1

!Command: show running-config interface loopback1
!Time: Mon Aug 6 09:19:30 2018

version 9.2(1)

interface loopback1
vrf member vxlan900001
ip address 22.22.22.22/32

3636-2# ping 192.1.42.3 vrf vxlan-900001 source 22.22.22.22 cou 1
PING 192.1.42.3 (192.1.42.3) from 22.22.22.22: 56 data bytes
64 bytes from 192.1.42.3: icmp_seq=0 ttl=253 time=0.662 ms
- 192.1.42.3 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.662/0.662/0.662 ms

DHCPリレー設定

• 3636-1

3636—1# sh run dhcp

!Command: show running-config dhcp
!Time: Mon Aug 6 08:26:00 2018

version 9.2(1)
feature dhcp

service dhcp
ip dhcp relay
ip dhcp relay information option
I4ip dhcp relay information option vpn
ipv6 dhcp relay

interface Vlanl00l
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ip dhcp relay address 192.1.42.3
ip dhcp relay source—interface loopback1

• 3636-2

3636—2# sh run dhcp

!Command: show running-config dhcp
!Time: Mon Aug 6 08:26:16 2018

version 9.2(1)
feature dhcp

service dhcp
ip dhcp relay
ip dhcp relay information option
ip dhcp relay information option vpn
ipv6 dhcp relay

interface Vlanl00l
ip dhcp relay address 192.1.42.3
ip dhcp relay source—interface loopback1

debugコマンドの出力例

•次に示すのは、DHCPのインタラクティブシーケンスのパケットダンプです。

3636-1# ethanalyzer local interface inband display-filter
"udp.srcport==67 or udp.dstport==67" limit-captured frames 0

Capturing on inband
20150824 09:31:38.129393 0.0.0.0 -> 255.255.255.255 DHCP DHCP Discover - Transaction
ID 0x860cd13
20150824 09:31:38.129952 11.11.11.11 -> 192.1.42.3 DHCP DHCP Discover - Transaction
ID 0x860cd13
20150824 09:31:40.130134 192.1.42.3 -> 11.11.11.11 DHCP DHCP Offer - Transaction ID
0x860cd13
20150824 09:31:40.130552 172.16.16.1 -> 172.16.16.11 DHCP DHCP Offer - Transaction
ID 0x860cd13
20150824 09:31:40.130990 0.0.0.0 -> 255.255.255.255 DHCP DHCP Request - Transaction
ID 0x860cd13
20150824 09:31:40.131457 11.11.11.11 -> 192.1.42.3 DHCP DHCP Request - Transaction
ID 0x860cd13
20150824 09:31:40.132009 192.1.42.3 -> 11.11.11.11 DHCP DHCP ACK - Transaction ID
0x860cd13
20150824 09:31:40.132268 172.16.16.1 -> 172.16.16.11 DHCP DHCP ACK - TransactionID
0x860cd13

EthanalyzerはすべてのDHCPパケットをキャプチャできない可能
性がありますが、これは、フィルタ使用時のインバンドの解釈に

問題があるためです。これは SPANを使用することで回避できま
す。

（注）
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• DHCP Discoverパケット 3636-1は DHCPサーバーに送信されています。

giaddrは 11.11.11.11（loopback1）に設定され、それに応じてサブオプション 5/11/151を設
定します。

Bootstrap Protocol
Message type: Boot Request (1)
Hardware type: Ethernet (0x01)
Hardware address length: 6
Hops: 1
Transaction ID: 0x0860cd13
Seconds elapsed: O
Bootp flags: 0x0000 (unicast)
Client IP address: 0.0.0.0 (0.0.0.0)
Your (client) IP address: 0.0.0.0 (0.0.0.0)
Next server IP address: 0.0.0.0 (0.0.0.0)
Relay agent iP address: 11.11.11.11 (11.11.11.11)
Client MAC address: Hughes_01:51:51 (00:00:10:01:51:51)
Client hardware address padding: 00000000000000000000
Server host name not given
Boot file name not given
Magic cookie: DHCP
Option: (53) DHCP Message Type
Length: 1
DHCP: Discover (1)

Option: (55) Parameter Request List
Option: (61) Client Identifier
Option: (82) Agent Information Option
Length: 47

Option 82 suboption: (1) Aqent Circuit ID
Option 82 suboption: (151) Agent Remote ID
Option 82 suboption: (11) Server ID Override
Length: 4
Server ID override: 172.16.16.1 (172.16.16.1)

Option 82 suboption: (5) Link selection
Length: 4
Link selection: 172.16.16.0 (172.16.16.0)

ASR1K-DHCP# sh ip dhcp bin
Bindings from all pools not associated with VRF:
IP address ClientID/Lease expiration Type State Interface

Hardware address/
User name

Bindings from VRF pool vxlan-900001:
IP address ClientID/Lease expiration Type State Interface

Hardware address/
User name

172.16.16.10 0100.0010.0175.75 Aug 25 2015 10:02 AM Automatic Active
GigabitEthernet2/1/0
172.16.16.11 0100.0010.0151.51 Aug 25 2015 09:50 AM Automatic Active
GigabitEthernet2/1/0

3636-1# sh ip route vrf vxlan-900001
IP Route Table for VRF "vxlan-900001"
'*' denotes best ucast nexthop
'**' denotes best mcast nexthop
'[x/y]' denotes [preference/metric]
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'%<string>' in via output denotes VRF <string>

11.11.11.11/32, ubest/mbest: 2/0, attached
*via 11.11.11.11, Lo1, [0/0], 19:13:56, local
*via 11.11.11.11, Lo1, [0/0], 19:13:56, direct

22.22.22.22/32, ubest/mbest: 1/0
*via 2.2.2.2%default, [200/0], 19:13:56, bgp65535,internal, tag 65535 (evpn)segid:
900001 tunnelid: 0x2020202
encap: VXLAN
172.16.16.0/20, ubest/mbest: 1/0, attached
*via 172.16.16.1, Vlan1001, [0/0], 19:13:56, direct

172.16.16.1/32, ubest/mbest: 1/0, attached
*via 172.16.16.1, Vlan1001, [0/0], 19:13:56, local

172.16.16.10/32, ubest/mbest: 1/0
*via 2.2.2.2%default, [200/0], 00:01:27, bgp65535,

internal, tag 65535 (evpn)segid: 900001 tunnelid: 0x2020202
encap: VXLAN
172.16.16.11/32, ubest/mbest: 1/0, attached
*via 172.16.16.11, Vlan1001, [190/0], 00:13:56, hmm

192.1.42.0/24, ubest/mbest: 1/0, attached
*via 192.1.42.1, Vlan10, [0/0], 00:36:08, direct

192.1.42.1/32, ubest/mbest: 1/0, attached
*via 192.1.42.1, Vlan10, [0/0], 00:36:08, local

9372-1# ping 172.16.16.10 vrf vxlan-900001 cou 1
PING 172.16.16.10 (172.16.16.10): 56 data bytes
64 bytes from 172.16.16.10: icmp_seq=0 ttl=62 time=0.808 ms
- 172.16.16.10 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.808/0.808/0.808 ms

3636-1# ping 172.16.16.11 vrf vxlan-900001 cou 1
PING 172.16.16.11 (172.16.16.11): 56 data bytes
64 bytes from 172.16.16.11: icmp_seq=0 ttl=63 time=0.872 ms
- 172.16.16.11 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.872/0.871/0.872 ms

テナントVRF（VRF X）にあるクライアントと異なるテナントVRF（VRF Y）にあるサーバ

DHCPサーバは他のテナントVRF vxlan-900002の中に置かれて、DHCP応答パケットがオリジ
ナルのリレーエージェントにアクセスできるようにされます。ここでは loopback2を使用し
て、DHCPリレーパケットの送信元アドレスとされているエニーキャスト IPアドレスをすべ
て回避します。

3636-1# sh run int vl 10
!Command: show runningconfig interface Vlan10
!Time: Tue Aug 6 08:48:22 2018

version 9.2(1)
interface Vlan10
no shutdown
vrf member vxlan900002
ip address 192.1.42.1/24

3636-1# sh run int lo2
!Command: show runningconfig interface loopback2
!Time: Tue Aug 7 08:48:57 2018
version 9.2(1)
interface loopback2
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vrf member vxlan900002
ip address 33.33.33.33/32

3636-2# sh run int lo2
!Command: show runningconfig interface loopback2
!Time: Tue Aug 7 08:48:44 2018
version 9.2(1)
interface loopback2
vrf member vxlan900002
ip address 44.44.44.44/32

9372-1# ping 192.1.42.3 vrf vxlan-900002 source 33.33.33.33 cou 1
PING 192.1.42.3 (192.1.42.3) from 33.33.33.33: 56 data bytes
64 bytes from 192.1.42.3: icmp_seq=0 ttl=254 time=0.544 ms
- 192.1.42.3 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.544/0.544/0.544 ms

3636-2# ping 192.1.42.3 vrf vxlan-900002 source 44.44.44.44 count 1
PING 192.1.42.3 (192.1.42.3) from 44.44.44.44: 56 data bytes
64 bytes from 192.1.42.3: icmp_seq=0 ttl=253 time=0.678 ms
- 192.1.42.3 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 0.678/0.678/0.678 ms

DHCPリレー設定

• 3636-1

3636—1# sh run dhcp

!Command: show running—config dhcp
!Time: Mon Aug 6 08:26:00 2018

version 9.2(1)
feature dhcp

service dhcp
ip dhcp relay
ip dhcp relay information option
ip dhcp relay information option vpn
ipv6 dhcp relay

interface VlanlOOl
ip dhcp relay address 192.1.42.3 use—vrf vxlan—900002
ip dhcp relay source—interface loopback2

• 3636-2

!Command: show running-config dhcp
!Time: Mon Aug 6 08:26:16 2018

version 9.2(1)
feature dhcp

service dhcp
ip dhcp relay
ip dhcp relay information option
ip dhcp relay information option vpn
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ipv6 dhcp relay

interface VlaniOOl
ip dhcp relay address 192.1.42.3 use-vrf vxlan—900002
ip dhcp relay source—interface loopback2

debugコマンドの出力例

•次に示すのは、DHCPのインタラクティブシーケンスのパケットダンプです。

3636-1# ethanalyzer local interface inband display-filter "udp.srcport==67 or
udp.dstport==67" limit-captured-frames 0
Capturing on inband
20180806 08:59:35.758314 0.0.0.0 -> 255.255.255.255 DHCP DHCP Discover - Transaction
ID 0x3eebccae
20180806 08:59:35.758878 33.33.33.33 -> 192.1.42.3 DHCP DHCP Discover - Transaction
ID 0x3eebccae
20180806 08:59:37.759560 192.1.42.3 -> 33.33.33.33 DHCP DHCP Offer - Transaction ID
0x3eebccae
20180806 08:59:37.759905 172.16.16.1 -> 172.16.16.11 DHCP DHCP Offer - Transaction
ID 0x3eebccae
20180806 08:59:37.760313 0.0.0.0 -> 255.255.255.255 DHCP DHCP Request - Transaction
ID 0x3eebccae
20180806 08:59:37.760733 33.33.33.33 -> 192.1.42.3 DHCP DHCP Request - Transaction
ID 0x3eebccae
20180806 08:59:37.761297 192.1.42.3 -> 33.33.33.33 DHCP DHCP ACK - Transaction ID
0x3eebccae
20180806 08:59:37.761554 172.16.16.1 -> 172.16.16.11 DHCP DHCP ACK - Transaction ID
0x3eebccae

• DHCP Discoverパケット 3636-1は DHCPサーバーに送信されています。

giaddrは 33.33.33.33（loopback2）に設定され、それに応じてサブオプション 5/11/151を設
定します。

Bootstrap Protocol
Message type: Boot Request (1)
Hardware type: Ethernet (0x01)
Hardware address length: 6
Hops: 1
Transaction ID: Ox3eebccae
Seconds elapsed: O
Bootp flags: 0x0000 (unicast)
Client IP address: 0.0.0.0 (0.0.0.0)
Your (client) IP address: 0.0.0.0 (0.0.0.0)
Next server IP address: 0.0.0.0 (0.0.0.0)
Relay agent IP address: 33.33.33.33 (33.33.33.33)
Client MAC address: i-iughes_01:51:51 (00:00:10:01:51:51)
Client hardware address padding: 00000000000000000000
Server host name not given
Boot file name not given
Magic cookie: DHCP
Option: (53) DHCP Message Type
Length: 1
DHCP: Discover (1)

Option: (55) Parameter Request List
Option: (61) client identifier
Option: (82) Agent Informatìon option
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Length: 47
Option 82 Suboption: (1) Agent circuit W
Option 82 suboption: (2) Agent Remote 10
Option 82 suboption: (151) VRF name/VPN ID
Option 82 Suboption: (11) Server ID Override
Length: 4
Server ID Override: 172.16.16.1 (172.16.16.1)

Option 82 Suboption: (5) Link selection
Length: 4
Link selection: 172.16.16.0 (172.16.16.0)

テナント VRFにあるクライアントと非デフォルトの非 VXLAN VRFにあるサーバ

DHCPサーバは管理VRFに配置され、M0インターフェイスを介して到達可能です。それに応
じて IPアドレスは 10.122.164.147に変更されます。

3636-1# sh run int m0
!Command: show running-config interface mgmt0
!Time: Tue Aug 7 09:17:04 2018
version 9.2(1)
interface mgmt0
vrf member management
ip address 10.122.165.134/25

3636-1# ping 10.122.164.147 vrf management cou 1
PING 10.122.164.147 (10.122.164.147): 56 data bytes
64 bytes from 10.122.164.147: icmp_seq=0 ttl=251 time=1.024 ms
- 10.122.164.147 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 1.024/1.024/1.024 ms

3636-2# sh run int m0
!Command: show running-config interface mgmt0
!Time: Tue Aug 25 09:17:47 2015
version 7.0(3)I1(3)
interface mgmt0
vrf member management
ip address 10.122.165.148/25

3636-2# ping 10.122.164.147 vrf management cou 1
PING 10.122.164.147 (10.122.164.147): 56 data bytes
64 bytes from 10.122.164.147: icmp_seq=0 ttl=251 time=1.03 ms
- 10.122.164.147 ping statistics -
1 packets transmitted, 1 packets received, 0.00% packet loss
round-trip min/avg/max = 1.03/1.03/1.03 ms

DHCPリレー設定

• 3636-1

3636—1# sh run dhcp 3636—2# sh run dhcp

!Command: show running-config dhcp
!Time: Mon Aug 6 08:26:00 2018

version 9.2(1)
feature dhcp
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service dhcp
ip dhcp relay
ip dhcp relay information option
ip dhcp relay information option vpn
ipv6 dhcp relay

interface VlanlOOl
ip dhcp relay address 10.122.164.147 use—vrf management

• 3636-2

3636-2# sh run dhcp
!Command: show running-config dhcp
!Time: Tue Aug 7 09:17:47 2018

version 9.2(1)
feature dhcp

service dhcp
ip dhcp relay
ip dhop relay information option
ip dhcp relay information option vpn
ipv6 dhcp relay

interface VlanlOOl
ip dhcp relay address 10.122.164.147 use—vrf management

debugコマンドの出力例

•次に示すのは、DHCPのインタラクティブシーケンスのパケットダンプです。

3636-1# ethanalyzer local interface inband display-filter "udp.srcport==67 or
udp.dstport==67" limit-captured-frames 0
Capturing on inband
20180806 09:30:54.214998 0.0.0.0 -> 255.255.255.255 DHCP DHCP Discover - Transaction
ID 0x28a8606d
20180806 09:30:56.216491 172.16.16.1 -> 172.16.16.11 DHCP DHCP Offer - Transaction
ID 0x28a8606d
20180806 09:30:56.216931 0.0.0.0 -> 255.255.255.255 DHCP DHCP Request - Transaction
ID 0x28a8606d
20180806 09:30:56.218426 172.16.16.1 -> 172.16.16.11 DHCP DHCP ACK - Transaction ID
0x28a8606d

3636-1# ethanalyzer local interface mgmt display-filter "ip.src==10.122.164.147 or
ip.dst==10.122.164.147" limit-captured-frames 0
Capturing on mgmt0
20180806 09:30:54.215499 10.122.165.134 -> 10.122.164.147 DHCP DHCP Discover -
Transaction ID 0x28a8606d
20180806 09:30:56.216137 10.122.164.147 -> 10.122.165.134 DHCP DHCP Offer - Transaction
ID 0x28a8606d
20180806 09:30:56.217444 10.122.165.134 -> 10.122.164.147 DHCP DHCP Request -
Transaction ID 0x28a8606d
20180806 09:30:56.218207 10.122.164.147 -> 10.122.165.134 DHCP DHCP ACK - Transaction
ID 0x28a8606d

• DHCP Discoverパケット 3636-1は DHCPサーバーに送信されています。
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giaddrは 10.122.165.134（mgmt0）に設定され、それに応じてサブオプション 5/11/151を設
定します。

Bootstrap Protocol
Message type: Boot Request (1)
Hardware type: Ethernet (0x01)
Hardware address length: 6
Hops: 1
Transaction ID: 0x28a8606d
Seconds elapsed: O
Bootp flags: 0x0000 (Unicast)
Client IP address: 0.0.0.0 (0.0.0.0)
Your (client) IP address: 0.0.0.0 (0.0.0.0)
Next server IP address: 0.0.0.0 (0.0.0.0)
Relay agent IP address: 10.122.165.134 (10.122.165.134)
Client MAC address: Hughes_01:51:51 (00:00:10:01:51:51)
Client hardware address padding: 00000000000000000000
Server host name not given
Boot file name not given
Magic cookie: DHCP
Option: (53) DHCP Message Type
Length: 1
DHCP: Discover (1)

Option: (55) Parameter Request List
Option: (61) Client identifier
Option: (82) Agent Information Option
Length: 47
Option 82 Suboption: (1) Agent Circuit ID
Option 82 Suboption: (2) Aqent Remote ID
Option 82 Suboption: (151) VRF name/VPN ID
Option 82 Suboption: (11) Server ID Override
Length: 4
Server ID Override: 172.16.16.1 (172.16.16.1)

Option 82 Suboption: (5) Link selection
Length: 4
Link selection: 172.16.16.0 (172.16.16.0)

VPCピアの構成例
次の例では、DHCPリレー構成用のオーバーレイ VLANにある VPCピア間のルーティングを
構成します。
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• DHCPサービスをイネーブルにします。

service dhcp

• DHCPリレーを設定します。

ip dhcp relay
ip dhcp relay information option
ip dhcp relay sub-option type cisco
ip dhcp relay information option vpn

• DHCPリレーサービスを必要とする VRFでループバックを作成します。

interface loopback601
vrf member evpn-tenant-kk1
ip address 160.1.0.43/32
ip router ospf 1 area 0 /* Only required for VPC VTEP. */

•レイヤ 3 VRF BGPに LoXをアドバタイズします。

Router bgp 2
vrf X

network 10.1.1.42/32
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• VRFで SVIに DHCPリレーを設定します。

interface Vlan1601
vrf member evpn-tenant-kk1
ip address 10.160.1.254/24
fabric forwarding mode anycast-gateway
ip dhcp relay address 10.160.2.201
ip dhcp relay source-interface loopback601

•レイヤ 3 VNI SVIをip forwardで構成します。

interface Vlan1600
vrf member evpn-tenant-kk1
ip forward

• VPC VRFのルーティング VLAN/SVIを作成します。

VPC VTEPでのみ必要です。（注）

Vlan 1605
interface Vlan1605
vrf member evpn-tenant-kk1
ip address 10.160.5.43/24
ip router ospf 1 area 0.0.0.41

• VRFルーティングを作成します。

VPC VTEPでのみ必要です。（注）

router ospf 1
vrf evpn-tenant-kk1

router-id 10.160.5.43

vPC VTEP DHCPリレーの設定例
vPC VLANなど、MCT/ピアリンク全体で許可されるVLANを設定する必要性に応えるため、
SVIは VLANに関連付けることが可能であり、テナント VRF内部で作成されます。これが
OSPFなど、アンダーレイプロトコル付きのアンダーレイピアリングとなりますが、これは
ルーティングプロセスでインスタンス化されるテナント VRFを必要とします。

あるいは、ルーティングプロトコル中への SVIの配置およびルーティングプロセス下でのテ
ナント VRFのインスタンス化の代わりに、MCT全体の vPCピア間でスタティックルートを
使用することが可能です。このアプローチにより、サーバからの応答が正しい場所に返され、

Cisco Nexus 3600スイッチ NX-OS VXLAN構成ガイド、リリース 10.6（x）
171

VXLAN BGP EVPN中の DHCPリレー

vPC VTEP DHCPリレーの設定例



各 VTEPが GiAddrについて異なるループバックインターフェイスを使用することが保証され
ます。

次に示すのは、これらの設定例です。

•アンダーレイルーティング内での SVIの設定：

/* vPC Peer-1 */

router ospf UNDERLAY
vrf tenant-vrf

interface Vlan2000
no shutdown
mtu 9216
vrf member tenant-vrf
ip address 192.168.1.1/30
ip router ospf UNDERLAY area 0.0.0.0

/* vPC Peer-2 */

router ospf UNDERLAY
vrf tenant-vrf

interface Vlan2000
no shutdown
mtu 9216
vrf member tenant-vrf
ip address 192.168.1.2/30
ip router ospf UNDERLAY area 0.0.0.0

• MCT全体での vPCピア間のスタティックルートを使用した SVI設定：

/* vPC Peer-1 */

interface Vlan2000
no shutdown
mtu 9216
vrf member tenant-vrf
ip address 192.168.1.1/30

vrf context tenant-vrf
ip route 192.168.1.2/30 192.168.1.1

/* vPC Peer-2 */

interface Vlan2000
no shutdown
mtu 9216
vrf member tenant-vrf
ip address 192.168.1.2/30

vrf context tenant-vrf
ip route 192.168.1.1/30 192.168.1.2
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