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SNMPv1, SNMPv2, SNMP3 Dt X174 ETILELVEXF2)T1 LN

X2V T 4 LUK SNMP A v =V 2R ORETDIUERH L0 E 57 BEID
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NN N T OREE
fE L CRRREL %
j—o
v2¢ noAuthNoPriv II2=54 A |72L a3l a2=T 4 A
NV N T OREE
AL CRAEL £
7

SNMP D&% E .



B 25 ~<—zotxausc 70

SNMP OE |

ETIL LAJL

E

St

HR

v3 authNoPriv

HMAC-MD35 %72
/% HMAC-SHA

ARSI

Hash-Based
Message
Authentication
Code (HMAC)
Ayt— FA
Y ARS
(MD5) 7=V
ALFETIT
HMAC Secure
Hash Algorithm
(SHA) 7=
NI - S ANE]
AELET,

v3 authPriv

HMAC-MD35 %72
/% HMAC-SHA

DES

HMAC-MD5 7 /L
FY X AFEIX
HMAC-SHA 7 /L
Y R ATFESN
TRIELET,
T — K W LR

(DES) @ 56
vy Mgk, B
KOWsE7m v
4l (CBC) DES

(DES-56) f=
DWW TRREL
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T4 EBRL, ROV—ERERMELF 3,
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Encryption Standard (AES) % i/l L. RFC 3826 (ZYE#LL £,
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« Cisco NX-0S U U — 2 10.3(3)F LABETlZ. SNMPV3 L—H'— S2 U — RO X 1 7 6 Bk
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s RDOAT v a3 ik, SNMPV3 2 — W — ORI ICiEE S 9, pwd_type6 A4
AV IN4

¢« FIA= Y F—DHERELEETSHE, SNMPIIT —F _XN—ZAFEINTNETRT
DEA T 62—V —%HEELLET, 7272 L. SNMPHEREIZLIATE [ U X 5 ICEfE
LET,

e T4 F—DOREIX, A vFIZHLTr—HINLTT, 2—F—RN1DODAA v
FNHHA T 6 TR SNIZFETT—Z2E2EHE L, BOT T4~ F—03 R EhT
WBBIDAA »FIZH#EHT 5 &, A Ua—%—0 SNMPHEFEN B D A A~ FTIXENME
L2AWATREME N B £,

cHATONRRESNTVAIEEIT. AT 6B R—FENTWARNWD U —R|THF Y
V7 L— KT LRI, BREHIRT 20, XA 7647 ar2HERL TS
v,

«ISSU DA, LLRTDA A — (localizedkey., localizedV2key #MNTFAET D) MH X
AT 6 HALR Y AR —F SN TNDH LA A—VITBITT 5 L. SNMP (ZREAFD
F—2 I AT 6 FUICEIR L FE A,

« BETE D SALT 5 54k & % A 7 6 B 5 b ~DZEHalE . encryption re-encrypt obfuscated
a<wy REFALTHR—FanET,

s 2D T 77 L— KR reload-ascii =~ RKIZ X5 ASCIIR—AD Y r— K%
FITTHL. TIA~Y F=nkbh, ¥4 7 62— —0 SNMP HREIZEE L 5
iij‘o

« L —H—7% encryption re-encrypt obfuscated =t~ > N & L CHER; 51L& 5@l 5

L. SNMP (I# A 76 LISHD SNMP 2—H —NEDFTRTONRNAT— REX A7 6
T— NITHE L L ET,

A

Note SNMP/. encryptiondeletetype6 =~ > RZH¥R— kLT EH
ho RILZ L ERT syslogBEA vE—VbERRINET,

SNMP )7 7 #JL FERE

Table2: 727 # )L b SNMP /X5 * —4

INSHA—4H TIAI bk

T A ¥ AmA A R—T )
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LA 3= 4 ADETE

BEDA v H—T A A&FEHTHLIITSNMP 2R ETEET,
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FIEDHE
1. switch# configureterminal
2. switch(config)# snmp-server source-interface {inform |trap} type slot/port
3. switch(config)# show snmp source-interface
FIED
FIE
ARV KRFERRETI a3 Y B#J
R T w 71 | switch# configureterminal Ja—)L a7 4 F¥ab— gy T— REBE
LET,
R T 7 2 | switch(config)# snmp-server source-interface {infform |4 <XCOSNMP X7 v NOEETA o X —T = A A
| trap} type slot/port ERELET, OV X NI, interfaced H L7 E
ERLET,
* cthernet
* loopback
* mgmt
* port-channel
* vlan
R T w 7 3 | switch(config)# show snmp source-interface REBHDSNMPIEETTA VX —T = AZFERL
£7.
!l

WIZ. SNMP EE50A v X —T = A AERET AP E T LET,

switch (config)# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switch (config) # snmp-server source-interface inform ethernet 1/10
switch (config) # snmp-server source-interface trap ethernet 1/10
switch (config) # show snmp source-interface

trap Ethernetl/10
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inform Ethernetl/10

SNMP 1L—H DEEE
A

Note  (Cisco NX-OS T SNMP o —H— %k 5 72 DI+ % 2~ FiL, Cisco I0S T —#—
ERERT DO END D LT8R 97,

SUMMARY STEPS
1. configureterminal
snmp-server user name [pwd_type 6] [auth {md5 | sha| sha-256 | sha-384 | sha-512} passphrase
[auto] [priv [aes-128] passphrase] [enginel D id] [localizedkey] | [localizedV 2key]]
3. (Optional) switch# show snmp user
4. (Optional) copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
Z 5w 71 |configureterminal Ju—N)L a7 4 Xal—ay 'T— REBLG
Example: LET,

switch# configure terminal
switch (config) #

ATy 72| snmp-server user name [pwd_type 6] [auth {mdS| sha|ZBZER L OV T A N — /T X =2 D% SNMP

| sha-256 | sha-384 | sha-512} passphrase [auto] [priv | o — 22 U g4, RS2 7 L— RT3 K 64

[aes 128] passphrase] [enginel D id] [localizedkey] | |y g it o 9, KICF & /NCFAR KB
[localizedv 2key]] SALE T, Ifyou use the localizedkey ¥ —7V— K%
Example: T 2581E. NAT7 L—RICRLTF LN TFE
switch (config) # snmp-server user Admin pwd_type |[XRBIU7-FF% 130 LFF CHEHTXx £,

6 auth sha abcdl234 priv abcdefgh

localizedkey - localizedkey ¥ — U — R& 3 545
HlE. NRAT L= RNTRICF &/ N2 X L 7o 8
BFz 1B0XFETHMTEES, L—r 7%
F X2 T— RFORDOVIZ, localizedkey F¥— 7 —
AL TNy adnf- /2T — K (show
running config=t~ > K76 22 B —4 57>, snmpv3
R—=2ZADF =T V—A Ny a2 Pz —H—
V= NVEHFHLTAE 7 74 TERLIZED, Ny
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Command or Action

Purpose

Valb SN RAT— RDOA T T A TOHARK, on
page 11 ZZ M) ZHERRLTE £,

Note

n—0 7 A4 XINTx—%MHT 55813,
T afBEDORNZ ox ZBEIMLET, =& 2L,
0x84a716329158a97ac9£22780629bc26cC,

N

localizedV 2key - localizedV2key % — & I+ 5854,
INAT =R IIRILF /N CFE KRR LT, ek
130 LFEOHEETLFINCT HZ ENTEET, 5k
FAIC Ox 2 M 20 TS Y ¥ A, TR EL
ENET—HTHY, A7 T4 TIREKRTE 20
728, showrun =~ R&EH L T localizedv2key
ZINEL F7,

enginelD OEAIE,

BT,

Note
« Cisco NX-0S U U — % 10.1(1) LAKE. AES-128
IXSNMPV3 DF 7 4LV NDFF A4 R — Fr
=G

ROz a TR -7 10 #E

* CiscoNX-OS U U —Z 10.3(3)F LLK&. pwd_type
6SNMP . — % — XA U — N2 ¥ A 7 6 g 51k
BT 72010 F—TU— FRYHE— b Sh
TWET,

AT 7 3 | (Optional) switch# show snmp user 1 ANE 72135 SNMP =+ —H — |24 215 A2 5=
Example: mLET,
switch(config) # show snmp user

R v 7 4 | (Optional) copy running-config startup-config VU7 — R BLONY A& — MG ETa Ly 74X =

Example:

switch (config)# copy running-config startup-config

L —Y gV B AA— Ty T ar7 4¥al—g
ANZabv— LT, BHEEMGEMIREFELET,

Example

WIZ, SNMP —H — %4k o612 /R LET,

switch# config t

Enter configuration commands, one per line. End with CNTL/Z.
switch (config)# snmp-server user Admin auth sha abcdl234 priv abcdefgh
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INY DAL ENTZNRD—RKDATS54 O THDER

sampv3 N—ADA =T V—=A Ny va Ve —F V= LZEHL T, ~NyTafkEi
TR —=RadT7 T4 o TEKTLFIRT, ROEEBY TT,

)

GE) L TWETFLNTWAIDIZY 7 ADID T, FEERATATE-OEITOHOTY,

1. AA v F )5 SNMP enginelD % Hifs L £,

switch# show snmp enginel D
YT

Local SNMP enginelID: [Hex] 8000000903D4C93CEA31CC
[Dec] 128:000:000:009:003:212:201:060:234:049:204

2. SNMPV3 R—Z2ADF—T 2 V—ZA Ny a2 PRk —F2FH LT, Ny =2{bE& -
WNRAT— R4 774 0 THERLET,

Linux$ snmpv3-hashgen --auth Hello123 --engine 8000000903D4C93CEA31CC --userl --mode
priv --hash md5

P TIVHTT

User: userl

Auth: Hellol23 / 84a716329158a97ac9f22780629%c26¢c

Priv: Hellol23 / 84a716329158a97ac9f22780629bc26¢c

Engine: 8000000903D4C93CEA31CC

ESXi USM String:
ul/84a716329158a97ac9£22780629%bc26c/84a716329158a97ac9£22780629%bc26¢c/priv

3. auth BLWpriv DfEEFEH LT, AL v TFONRRT— REF#ERLET,

snmp-server user userl auth md5 0x84a716329158a97ac9f22780629bc26¢ priv des
0x84a716329158a97ac9122780629bc26¢ localizedkey

SNMP # v t— U HES{L D& A

EEERICHEIEE IR LA BE L 725 L 9 SNMPARETE £, 7 7 4/L h Tk, SNMP
Tz MIGRRERB L OB Z2ITHOR W THE SNMPV3 A v —U 2% 003, 774
Ny —ZEMAT 58546, Cisco NX-OS IZ. noAuthNoPriv 7213 authNoPrivio W3 iuoot&
X2 UT 4 LoULRT A —H EF T 53 _ToO SNMPv3 PDU ERiZxf L C, =T —T
JIEELET,

SNMP £ vt — OB LA ED 22— —IT8EH45120E, ZJe— a7 4 Falb—
vary E—RTKkOa<y REFELET,

avw Uk B#Y
switch(config)# snmp-server user name Oz —WF—|Z% LT SNMP 2 v t&— I hEEAL
enforcePriv WA LET,

SNMP D& E
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SNMP A v —YDIEEALZ TR CO—F — i+ 21ci%, Zue—~Lar7 ¥l —
TaryE—RTHROavy REHFEHLET,

avyU kR

B8

switch(config)# snmp-server
globalEnforcePriv

TRTCOZ—P =256 L TSNMP X v —I 5
fbx@EHALET,

SNMPv3 1 —H (x93 2EHOO—ILDE|Y HT

SNMP —H— &AL L2 T, O —F —ICHBEO e — L Z2E Y B THZ LN TEET,

\)

Note (Do —H—l2m—LZEVYTHZ LENTXHDIL, network-admin 2 —/LIZ BT 5 o —H—

20T,

avwoU kR

=)

switch(config)# snmp-server user name
group

Z D SNMP 22— — LR EINz2—H— m—/1
7V ao—hLET,

SNMP 2= 2 =7 1 D1ERK

SNMPv1 F£721Z SNMPv2c @ SNMP =2 X = =5 ¢ Z/ERR T X £,

avy R

E:)

{ro|rw}

switch(config)# snmp-server community namegroup [SNMP =2 X = =5 ¢+ 2 R U > 7% /Ek L %

j"o

SNMP ZXKD 74 )LRY) T

TrtEAarkha—/L UZAL (ACL) #2I 2=7 4128V Y4 TT. #E SNMP E:RIZ7 ¢

WA EFEATEET, BV YT/ ACLICL Y EBEREERAry BT EN25E6.
FOERAZMH LU ET, ACLICKVERDIELTEINLES.

AT IH A vE—UEEELET,
ACL IR D/RT A —2 THERR L E T,
cEEILIPT FLA
«SEJEIP T R LA
« EEILAR— b
 SEHEAR— K

. SNMP D&% E
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snwpsEsLo—ionzz |

« 71 k2L (UDP £7-1% TCP)

ACL X, UDP BLTCP /9% IPvd B L O IPv6 Ol FICEA SN E T, ACL Z/ERk L7
5. ACL % SNMP 22X = =5 4 |28V ¥ TEF,

Je

Bk ACL OFEROZEHNZ DWW TIL, i LT3 CiscoNexus U —X V7 b7 =7 D NX-0S &
XalTF s ar7 s Xal—ary A4 RESBLTLIEX N,

ACLZ3I=2=7 4IZEID Y TTSNMP EXRAZ 7 4 VX T HIZIE, Jue—L a7 4%
L—yay BF— RTCkOa~vy REFEHALET,

avy kR B#

switch(config)# snmp-server community community |SNMP = I = = ¢ |Z IPv4 ACL ¥ 7= 1%
name use-acl acl-name IPv6 ACL %%V 24T C SNMP ZRk% 7 ¢
Example: NELET,

switch (config)# snmp-server community public
use-acl my_acl_ for public

SNMP E41L > —/\DEXRTFE
BHORA N L — =25 LT SNMP @& 24T 5 L 9 Cisco NX-0S Ak T& £4°,

Jua—\)L a7 4 Xal—2a3 L F—RTSNMPvl F 7 v 7 DHRA K LY —NRNERETE
\i—g«O

avw vk B8

e

switch(config)# snmp-server host — |SNMPvl 7 v 7DH A b L —ERELET,
ip-addresstrapsversion 1 community | jp address (%, 1Pv4 7 KL A 7L IPv6 7 KL AT %

[udp_port number] BOARH Y EF, 7T amT 1k, Bk 255 XFORMK
FTHEETEXET, UDP R— FNEZOHFEHIT 0 ~ 65535
Tj—o

Ia—\) a7 4 Xal—a = RTSNMPV2e F 7 v 7 E72iF3A 7 4+ —LDAKRA B
Ly NEBRETEET,

avy kR BH#

switch(config)# snmp-server host | SNMPv2e b7 v 7 E 734 v 7+ —LDHRA b Li—
ip-address {traps| informs} version |z 5 L %4, ip-addressid, IPv4 7 KL AE 7203
2c community [udp_port number] | p o oL 2 GHBBARBH Y T, I 2= ¢ I
K255 LFOFEMTTIHRETEET, UDPA— &S
DEFAIL 0 ~ 65535 T,

SNMP D& E
|



SNMP OE |
B v zEmT 2 sameEsIL L — ST

Ja—sN)L a7 4 Fal— g F—RTSNMPV3 F T v 7S£ A4 0 74— DEKEA B

Ly —NEBRETEET,
avoU R BHr
switch(config)# snmp-server host SNMPv2¢c b7 v 7 E 7203 > 7 4 —LDKRA K Li—
Ip-address {traps| informs} version 3 | sz-gi L4, ip-address i, IPv4 7 KL AF7id
tauth | noauith | priv} username IPv6 7 RLATHHABH Y £F, 2—F—4i,
[udp_port number] o e bt < o
K 255 LFOFHFTIRETE £7, UDPA— &
T OFPHIL 0 ~ 65535 T,

)

Note SNMP ~ % — v X SNMPv3 A vt — V% G8GE L Cfifst 95 72912, Cisco Nexus 7 /341 AD
SNMP enginelD (Z DWW T2 —H— 27 L7 ¥ v /L (authKey/PrivKey) ZFH~2LE R H Y F
R

WIZ. SNMPvl F T v 7DRA N LI —RERTETHHZ R LET,

switch (config) # snmp-server host 192.0.2.1 traps version 1 public

WIZ, SNMPV2 £ 7 4 —ALDHRAF LI —RNERETHHZRLET,

switch (config) # snmp-server host 192.0.2.1 informs version 2c public

WIZ, SNMPV3 A 7+ —LDHRA RN L —RNERETLHHEZRLET,

switch (config)# snmp-server host 192.0.2.1 informs version 3 auth NMS

VRF #{#H9 5 SNMP @41 L > —/\DETE

BE ST VRF R A b L or— NZHEHET 5 K 9 IZ Cisco NX-0S & ETE £7 ., SNMP i#
LT — O VRF BEFRREMEB L O T AN 7 A a U ERETHE, SNMPIZL -5
T CISCO-SNMP-TARGET-EXT-MIB @ cExtSnmpTargetVrfTable (2= kU 2B &L E T,

\}

CE)  VRFESEFREMEIZ T ANE Y U 7 a5 U EBRETHENC, AR NERET HHLERN
% D ij‘o

FIEDEE

1. switch# configureterminal
2. switch# snmp-server host ip-address use-vrf vrf_name [udp_port number]

3. (fE) switch(config)# copy running-config startup-config

SNMP D&% 3E
T I
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VRF[ZE D SNMPEXID T 1 LB Y 2 .

FIED M
FlE
aAv Y RFEEETIYa Y B8
Z 5 1 | switch# configure terminal Ta—r ) ar7 4 Xal— gy T— NG

LET,

R 7 2 | switch# snmp-server host ip-addressuse-vrf vif_name |4 VRF 2 L THA b L — R Li@1ET 5
[udp_port number] LS SNMP ##ELET, IP7 L RIL, IPvé
FITIPv6 7 FL A TE 9, VRFAIZIE
K255 DY T AR TXEY, UDPHAR— ME&EE
DOHFIPAIZ 0 ~ 65535 T, ZDa~vr FIZE-T,
CISCO-SNMP-TARGET-EXT-MB ™

ExtSnmpTargetVrfTable (2= kU 2B S AL E T,

ATv7F3| ({£E) switch(configy# copy running-config U7 —=FBLOY RFZ— MFZF T 7 4 F =
startup-config L—Ya v EBAY— Ty ar7 4 Xalb—g
SNZaB— LT, BEAMKANRT L E T

1

KIZ, IP T R A192.02.1 D SNMP H—/3— R X ~ % [Blue] &9 4H{0D VRF %
R+ L ICRET DR LET,

switch# configuration terminal
switch (config)# snmp-server host 192.0.2.1 use-vrf Blue
switch (config)# copy running-config startup-config

VRFIZE DK SNMP EHID 7 4 LAY V5

BT LTz VRF IZEESW T, CiscoNX-OS BHZ 7 4 VX2 ) v T3 DL HICHRETEE
7,

FIEOHE

1. switch# configureterminal
2. switch(config)# snmp-server host ip-addressfilter-vrf vrf_name [udp_port number]

3. ({E&) switch(configy# copy running-config startup-config

SNMP D& E
|
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F IR D

FIE

SNMP OE |

ARV RFERFTIaY

=)

ATy T

switch# configureterminal

Ta—N)ary7 4 X¥al—ay E— Nk
Li‘a—‘o

ATy T2

switch(config)# snmp-server host ip-address filter-vrf
vrf_name [udp_port number]

BESNTZ VREIZESW T, BAAA R Ly—
~DOBHET 4 NHE ) T LET, IPT LRI,
IPv4 £7-1%1Pv6 7 RL A& T& £9, VRF4
(IR R 255 DA TE £9, UDPA—
Fe 5 DFPHIL 0 ~ 65535 T,

Zoaxr RZEoT,
CISCO-SNMP-TARGET-EXT-MB @
ExtSnmpTargetVrfTable (2= b U 28BS 4L E T,

ATvT3

(f£5) switch(config)# copy running-config
startup-config

V7 —FBLONY A — FRFIZF T 7 4 X
L—ya v EBAX— RNy a7 4¥alb—g
SN — LT, BREMGEIICHRELET,

1

WIZ, VRFIZESWT SNMP BED 7 4 A2 ) v 752/ ETAHHI 2~ LET,

switch# configuration terminal

switch (config)# snmp-server host 192.0.2.1 filter-vrf Red
switch(config)# copy running-config startup-config

AN R T7HOEAD=8HD SNMP D% E
WDOEDEFEHALT, AN R 772 AHICSNMP 2R ETEXET,

¢ ILUTFHAPNDRWVWSNMP V2 O : avFF A NIy LT Enzala=r 1%
FHTEET, ZOHA. SNMPZ T4 7 > MEa T X2 MOV TR 5 08T H

FIRDOEE

D EHEA,

c AT XALDHD SNMPV2 O] - SNMP 7 54 7 MEIala=F 4, =& 2T,
<community>@<context> ZfiE L T, T TFA M EfRET LLENDH Y £7°,

«SNMPV3 D : =T F R hERETE X,

1. switch# configuration terminal

2. switch(config)# snmp-server context context-name vrf vrf-name

. SNMP D&% E
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3. switch(config)# snmp-server community community-name group group-name
4. switch(config)# snmp-server mib community-map community-name context context-name

| snvpossE
FIED
FIE

ARV RFFERERTI VA Y

=)

ATy T

switch# configuration terminal

Juau—)ary7 4 xXal—g )y ET— NELG
L/iﬁ—o

ATy T2

switch(config)# snmp-server context context-name vr f
vrf-name

P VRF £7-1375 7 4/ k VRF IZ SNMP = > 7 %
ANEwy ST LET, DAFX AVRFFHER— b
SNFEHA,

AANZITIRR 32 DEBF LM TEET,

ATvT3

switch(config)# snmp-server community
community-name group group-name

SNMPv2c 2 X 2 =7 4 L SNMP 27 F A MI~v v
ErZ L, aia=T A NET DL V—T iRl L
97, AANTITRK 32 OFBFEFEATEET,

ATvT4

switch(config)# snmp-server mib community-map
community-name context context-name

SNMPv2¢ 23 2 =5 4 % SNMP 2> 7 F A M~ v
v LET, AENCITERK 32 OEETEFHT
%ij‘o

1

KD SNMPv2 OfFiZ, =27 F A MZ snmpdefault & WO LBIOII 2 =T 4 B~ v

VT EEERLTOVET,

switch# config t

Enter configuration commands, one per line.

End with CNTL/Z.

switch(config)# snmp-server context def vrf default

switch (config) # snmp-server community snmpdefault group network-admin

switch (config)# snmp-server mib community-map snmpdefault context def
( )

switch (config) #

KD SNMPv2 OFIL, ~v B 7 E3NTWRWnWaIo2=7 ¢ comm ZXEL, A

VR T IRRTBEHFEERLTONET,

switch# config t

Enter configuration commands, one per line.

End with CNTL/Z.

switch(config) # snmp-server context def vrf default
switch (config)# snmp-server community comm group network-admin

switch (confiqg) #

&P SNMPv3 OfllL, v3 —WF—Z L 2T — REFEHAT 55 EEZRLTOVET,

switch# config t

Enter configuration commands, one per line.

End with CNTL/Z.

switch (config) # snmp-server context def vrf default

switch (config) #

SNMP D&% E .
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B sweaxox—Tutk

SNMP 0D A — T JLAE

BHEA =T NVEREFT A =T NI TEET, BMLEFEE LRV E, Cisco NX-OS 13
METXCTA R—T M LET,

)

Note {3, snmp-server enabletrapsCLI =t~ RZ&fiHT 5 &, fEEHMAA b Ly —_—2 k-
TiE, I AT — LD GFEAF—T NI TEET,

RDF 2, Cisco NX-OSMIB O@H AN T 25 CLI =~ REZ/RLE T,

Table 3: SNMP @51 D A & — T )Lkt

MiB BEEav R

T _C O snmp-server enabletraps

CISCO-ERR-DISABLE-MIB snmp-server enabletraps show interface status
Q-BRIDGE-MIB snmp-server enabletraps show mac address-table
CISCO-SWITCH-QOS-MIB snmp-server enabletrapsshow har dwareinternal buffer

info pkt-stats

BRIDGE-MIB snmp-server enabletraps bridge newroot

snmp-server enabletraps bridge topologychange

CISCO-AAA-SERVER-MIB snmp-server enabletraps aaa

ENITY-MIB, snmp-server enabletraps entity

CISCO-ENTITY-FRU-CONTROL-MIB, | snmp-server enable traps entity fru
CISCO-ENTITY-SENSOR-MIB

CISCO-LICENSE-MGR-MIB snmp-server enabletrapslicense
IF-MIB snmp-server enabletrapslink
CISCO-PSM-MIB snmp-server enabletraps port-security
SNMPv2-MIB snmp-server enabletraps snmp

snmp-server enabletraps snmp authentication

CISCO-FCC-MIB snmp-server enabletrapsfcc

CISCO-DM-MIB snmp-server enabletrapsfcdomain
CISCO-NS-MIB snmp-server enabletrapsfcns

CISCO-FCS-MIB snmp-server enable traps fcs discovery-complete

snmp-server enabletrapsfcsrequest-re ect

SNMP D&% 3E
1| I
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snwp @01 x— It i

EEav> R

CISCO-FDMI-MIB

snmp-server enabletraps fdmi

CISCO-FSPF-MIB

snmp-server enabletraps fspf

CISCO-PSM-MIB

snmp-server enabletrapsport-security

CISCO-RSCN-MIB

snmp-server enabletrapsrscn
snmp-server enabletrapsrscn els

snmp-server enabletrapsrsenils

CISCO-ZS-MIB

snmp-server enabletrapszone

snmp-server enabletraps zone
default-zone-behavior-change

snmp-server enabletrapszone enhanced-zone-db-change
snmp-server enabletraps zone merge-failure
snmp-server enable traps zone mer ge-success
snmp-server enabletraps zone request-rej ect

snmp-server enable traps zone unsupp-mem

CISCO-CONFIG-MAN-MIB

Note

cemCLIRunningConfigChanged i %1 &
&, MIBA 7Y =2 h&YR—F
LCWEHEA,

snmp-server enabletraps config

)

Note

FA B R@ENE, T 7 4N B TIEA =T NV TT,

ra—sL ary7 4 ¥al— a3y ET— NTHREOEME A RX—7/MIT DI, IROEHE

ZATVET,

avy kR

=)

switch(config)# snmp-server enabletraps

F_TO SNMP #H % A F—T WM LET,

switch(config)# snmp-server enabletraps aaa
[server-state-change]

AAA SNMP il & A F2—T7 VI LET,

switch(config)# snmp-server enable traps entity
[fru]

ENTITY-MIB SNMP i@ %1% A Fr—7 WM LFE
7,

switch(config)# snmp-server enabletrapslicense

FA ¥ ASNMP#EHIZ A 2 —T /M LET,

SNMP D&% E .
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B . romnons

avw Uk BHY
switch(config)# snmp-server enabletraps ‘— R EX=VUF ¢ SNMP#EHAE A R—T /L
port-security - Liﬂ‘o

switch(config)# snmp-server enabletrapssnmp [SNMP =— 2 = > MBEAE A 2 — 7 WZ L E
[authentication] +,

)20 DBEMDETE

TN ZNIHKE LT, A F—T M F % linkUp/linkDown A1 & 5% E CE 9, ROXA 7D
linkUp/linkDown i@ 1% A £ — 7 /LIZTEET,

s ciecLinkDown : Y A ¥R 7 AT — K Xy @HEA R —T VI LET,
ecieLinkUp : ALk 7 A7 — K 7y P E A R—T M LET,

s cisco-xcvr-mon-status-chg : A2 f VX —T 2 A A hTF U= N FH— AT —H AR
HiEmH &z A F—7 I LET,

« delayed-link-state-change : JE4E Y > 7 AT — NEF & A F—TF e LET,

» extended-linkUp : IETF JE5R Y > 7 AT — h 7 v Tz A 21— VI LET,
« extended-linkDown : IETF 3R U 7 A7 — h XU Vil E A XA —7 /W LET,
e linkDown : IETF U 7 A7 — | XU i@fa A F—7 M LET,

linkUp : IETF U > 7 A7 — K 7 v T #@HE A 3x—7 /M LET,

FIEDHE
1. configureterminal
2. snmp-server enable traps link [cieLinkDown | cieLinkUp | cisco-xcvr-mon-status-chg |
delayed-link-state-change] | extended-linkUp | extended-linkDown | linkDown | linkUp]
FIED
FIE
ARV RFEREETIVa Y =)
Z 5w 71 |configureterminal Ta— ) ar7 4 Xal— gy T— NS
fil - LET
switch# configure terminal
switch (config) #

. SNMP D&% FE



| snvpossE

1v8—7x42T0) voBAOTFt—TL [

AU RFERETIVa Y

B8

ATv T2

snmp-server enable traps link [cieLinkDown | cieLinkUp
| cisco-xcvr-mon-status-chg | delayed-link-state-change] |
extended-linkUp | extended-linkDown | linkDown | linkUp]

fl
switch (config)# snmp-server enable traps link
cieLinkDown

J>Z SNMP @& A Fx—7 M LFET,

423 —

TJTARATO) VI BHMDT «

fEBIDA > A —T = A AT linkUp 35 L

+—J)Lik

linkDown %7 4 E—7 /M2 TE E4, Zhitk

D, 799874 F—=Tx2A R (T T LAV HOBITZHRIVRL TN, F—T =

2) ICBET 2mAmEHIRCTE ET,
FIRDHE
1. switch# configureterminal
2. switch(config)# interface type slot/port
3. switch(config -if)j# nosnmp trap link-status
FIE D
FIE
ARV KRFERETI Va3 Y BH#Y
R T w 71 | switch# configureterminal Ta—r ) ar7 4 Xal— gy T— NG
LET,
Z v 7 2 | switch(config)# inter face type slot/port ERFTDHA L H—T A AERELET,
R TFw 7 3 | switch(config -if)# nosnmp trap link-status AR —T 2 A ADSNMP U7 AF—hK FT v
TET 4= M LET, ZOKERIZ, T 7V
MNCARX—T RIS TWVET,

TCP T® SNMP (C -L-_I-T%) ) /9 A -L\n-L.\nIEOD’r r—

J It

TCP v g ETSNMPICHT AU A LBGEEA X —T VT TEET,

av> R B

switch(config)# snmp-server TCPt v gy FTSNMPIZXT AU & A LFREEA A

tcp-session [auth] F—=T M LES, ZOBEEIZT 7 4 v b TEMICERE
I TVWET,

SNMP D&% E .
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B svwe x o v F oS S UBFORROEY 4T

SNMP R 1 v F DE#E 5L F & VIBFTOERDOENY 4T

AA v FOEFEIER (AX—Z2EEDT, K32 LFET) BLOARS v TFOGFTEEID
WMTHZENTEXET,

SUMMARY STEPS
1. switch# configuration terminal
2. switch(config)# snmp-server contact name
3. switch(config)# snmp-server location name
4. (Optional) switch# show snmp
5. (Optional) switch# copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
R v 71 | switch# configuration terminal ra—nN)ary7 4 Xal—3ary T— NG
LET,
X T 7 2 | switch(config)# snmp-server contact name sysContact (SNMP {145 4,) Zi%E L £,
R T w 7 3 | switch(config)# snmp-server location hame sysLocation (SNMP 2/ —3'3 ) #FELET,
R T v 7 4| (Optional) switch# show snmp 1 DFERIFER O T 07 7 A VT D E# %
FRLET,
R T w 75 | (Optional) switch# copy running-config startup-config DB ELEFEHEIFLET,

AVTFFRMERY N I)I— D T OT 4 TARBDRYEVIHRTE

Taban A ALZ A, VREREDOWRBEAX Y NU—2 =0T 47 4 1Z%d 25 SNMP =27
FRAMNDOT T ERETEET,

SUMMARY STEPS

1. switch# configuration terminal

2. switch(config)# snmp-server context context-name [instanceinstance-name] [vr f vrf-name] [topology
topology-name]

3. switch(config)# snmp-server mib community-map community-name context context-name

4. (Optional) switch(config)# no snmp-server context context-name [instance instance-name] [vrf
vrf-name] [topology topol ogy-name]

. SNMP D&% FE
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DETAILED STEPS

Procedure

SNMPO—Hh )L T2 ID DHRE .

Command or Action

Purpose

R v 71 | switch# configuration terminal

sa—\ L ary7 X al—3ay E— Nefth
L‘ij‘o

R T 7 2 | switch(config)# snmp-server context context-name
[instance instance-name] [vrf vrf-name] [topology
topol ogy-name]

SNMP 227 F A h&7a hajb 4 A A,
VRF, F/HIXhARueicvy 7 LET, 4RNC
TR 32 DR T EFEHTE ET,

R T w 7 3 | switch(config)# snmp-server mib community-map
community-name context context-name

SNMPv2c 22 2= 4 ZSNMP 22> 7 ¥ & hMI~ v
VU7 LET, ARNCIERK 32 OFEHFZHEHT
TET,

R T 7 4 | (Optional) switch(config)# no snmp-server context
context-name [instance instance-name] [vrf vrf-name]
[topology topology-name]

SNMP 2V FF R h&7m haL f VAR LA,
VRF, 72T hARa o~y B 7 2dllRLET,
ARNZITRK 32 DR FEFEHTEET,

Note

ACTHRAR Ty T EAIRTHAEBT, A
AB A VR, £ bR %2 AT LT
7Z2&Vy, instance, vrf, £7-13 topology F—U —
FEff+ 2oL, avTFAMeEREANY 7
MO~y B T NRESIET,

SNMPO—AJ)LT 2 2IDD

=JL =

axX A&

CiscoNX-0S U U —=x27.0 (3) F3 (1) VBT, a— AT R_A AP D R T

£7,
SUMMARY STEPS
1. configureterminal
2. snmp-server enginel D local engineid-string
3. show snmp enginelD
4. [no] snmp-server enginel D local engineid-string
5. copy running-config startup-config

SNMP D&% E .
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DETAILED STEPS

Procedure

SNMP OE |

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

sa—\Lary 7 X al—3ay ®— Ntk
L‘ij‘o

ATvT2

snmp-server enginel D local engineid-string

Example:

switch(config)# snmp-server engineID local
AA:BB:CC:1A:2C:10

02— )V T /3A A SNMP enginelD % 2% L £,

n—AN Y rIDIE, an L THRESNE 161
BA7 7y hOUA L LTRIET 2 LERD Y %
. 22T 10 ~ 64 DRETIOMEL 16 HRLF
S, 20016 EH LTI LIZan TS
WET, 72& 201E, 180:00:02:b8:04:61:62:63 T,

ATvT3

show snmp enginel D

Example:

switch(config)# show snmp enginelID

BESNTWVWASNMP P DIDERRTLET,

ATvT4

[no] snmp-server enginel D local engineid-string

Example:

switch (config)# no snmp-server engineID local
AA:BB:CC:1A:2C:10

o—A Y ID L, BHEAER ST
FIFNL IO IDEHRELET,

ATvTh

Required: copy running-config startup-config

Example:

switch (config) # copy running-config startup-config

FFar 74 X¥al—vark, AE—FT v S
Y74 F¥al—varilar—LET,

SNMP D #3h1E

FIRDEE

1. configureterminal

2. switch(config) # no snmp-server protocol enable

. SNMP D&% E
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snwp zomz ]

=3[k 2t
FlE
AU RFEREET7TIVa Y ]3]
R 7w 71 |configureterminal su— L Ay 7 4 ¥ ab—3i gy E— NE Bk
fi LET
switch# configure terminal
switch (config) #
R TFw 7 2 | switch(config) # no snmp-server protocol enable SNMP % 02 L%,
- SNMP [, 77 4/ h TEZIT/ > TWET,
no snmp-server protocol enable

SNMP

&% TE DHERD

SNMP R EEM & FoRT HI1iE. WOEEEITVET,
avw Uk B8y
show snmp SNMP A7 —H# ZA&FRLET,

show snmp community

SNMP 23X =2=5 4 ARN) T HFERLET,

show interface snmp-ifindex

FTRTOA L HZ—T A AZHONT (IF-MIB 7°5) SNMP @
ifindex fE& 5~ LE9,

show running-config snmp [all]

SNMP OFEI/Tar 7 4 Xal—arvaFERLET,

show snmp enginel D

SNMP enginelD #ZF-~ L £7,

show snmp group

SNMP m— /L &K RxLET,

show snmp sessions

SNMP v g raRRLET,

show snmp context

SNMP 2> 7 XA ~v BT ERRLET,

show snmp host

FXIE L72 SNMP R A b OfE#HE R R LET,

show snmp sour ce-interface

RELTRIETTA v —T = A ADFREL TR LET,

show snmp trap

A FZ—=TNVEFITIT 4 B—T L ThbH SNMP @M AEFHr LE
—g—o

show snmp user

SNMPv3 =—H %2 F£RLET,

SNMP D&% E .
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CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



