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はじめに

この前書きは、次の項で構成されています。

•対象読者（viiページ）
•表記法（viiページ）
• Cisco Nexus 3600プラットフォームスイッチの関連資料（viiiページ）
•マニュアルに関するフィードバック（ixページ）
•通信、サービス、およびその他の情報（ixページ）

対象読者
このマニュアルは、Cisco Nexusスイッチの設置、設定、および維持に携わるネットワーク管
理者を対象としています。

表記法
コマンドの説明には、次のような表記法が使用されます。

説明表記法

太字の文字は、表示どおりにユーザが入力するコマンドおよび

キーワードです。

bold

イタリック体の文字は、ユーザが値を入力する引数です。italic

省略可能な要素（キーワードまたは引数）は、角かっこで囲ん

で示しています。

[x]

いずれか1つを選択できる省略可能なキーワードや引数は、角
カッコで囲み、縦棒で区切って示しています。

[x | y]

必ずいずれか1つを選択しなければならない必須キーワードや
引数は、波かっこで囲み、縦棒で区切って示しています。

{x | y}
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説明表記法

角かっこまたは波かっこが入れ子になっている箇所は、任意ま

たは必須の要素内の任意または必須の選択肢であることを表し

ます。角かっこ内の波かっこと縦棒は、省略可能な要素内で選

択すべき必須の要素を示しています。

[x {y | z}]

ユーザが値を入力する変数であることを表します。イタリック

体が使用できない場合に使用されます。

variable

引用符を付けない一組の文字。stringの前後には引用符を使用
しません。引用符を使用すると、その引用符も含めて stringと
みなされます。

string

例では、次の表記法を使用しています。

説明表記法

スイッチが表示する端末セッションおよび情報は、スクリーン

フォントで示しています。

screen フォント

ユーザが入力しなければならない情報は、太字のスクリーン

フォントで示しています。

boldface screen font

ユーザが値を指定する引数は、イタリック体の screenフォント
で示しています。

イタリック体の screenフォン

ト

パスワードのように出力されない文字は、山カッコ（< >）で
囲んで示しています。

< >

システムプロンプトに対するデフォルトの応答は、角カッコ

で囲んで示しています。

[ ]

コードの先頭に感嘆符（!）またはポンド記号（#）がある場合
には、コメント行であることを示します。

!、#

Cisco Nexus 3600プラットフォームスイッチの関連資料
Cisco Nexus 3600プラットフォームスイッチ全体のマニュアルセットは、次の URLにありま
す。

http://www.cisco.com/c/en/us/support/switches/nexus-3000-series-switches/
tsd-products-support-series-home.html
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マニュアルに関するフィードバック
このマニュアルに関する技術的なフィードバック、または誤りや記載もれなどお気づきの点が

ございましたら、HTMLドキュメント内のフィードバックフォームよりご連絡ください。ご
協力をよろしくお願いいたします。

通信、サービス、およびその他の情報
•シスコからタイムリーな関連情報を受け取るには、Cisco Profile Managerでサインアップ
してください。

•重要な技術によって求めるビジネス成果を得るには、CiscoServices [英語]にアクセスして
ください。

•サービスリクエストを送信するには、Cisco Supportにアクセスしてください。

•安全で検証済みのエンタープライズクラスのアプリケーション、製品、ソリューション、
およびサービスを探して参照するには、Cisco DevNetにアクセスしてください。

•一般的なネットワーキング、トレーニング、認定関連の出版物を入手するには、CiscoPress
にアクセスしてください。

•特定の製品または製品ファミリの保証情報を探すには、Cisco Warranty Finderにアクセス
してください。

Ciscoバグ検索ツール

CiscoBugSearchTool（BST）は、シスコ製品とソフトウェアの障害と脆弱性の包括的なリスト
を管理する Ciscoバグ追跡システムへのゲートウェイとして機能する、Webベースのツールで
す。BSTは、製品とソフトウェアに関する詳細な障害情報を提供します。

Cisco Nexus 3600スイッチ NX-OS QoS構成ガイド、リリース 10.6(x)
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第 1 章

新機能および変更された機能に関する情報

この章では、[Cisco Nexus 3600 NX-OS QoS構成ガイド（Cisco Nexus 3600 NX-OS QoS Configuration

Guide）]に記載されている新機能および変更された各機能について、リリース固有の情報を示
します。

• New and Changed Information, on page 1

New and Changed Information
The following table provides an overview of the significant changes made to this configuration guide. The
table does not provide an exhaustive list of all changes made to this guide or all new features in a particular
release.

Table 1: New and Changed Features

Where DocumentedChanged in ReleaseDescriptionFeature

NA10.6(1)FNo new features added for
this release.

NA

Cisco Nexus 3600スイッチ NX-OS QoS構成ガイド、リリース 10.6(x)
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第 2 章

概要

•ライセンス要件（3ページ）
•サポートされるプラットフォーム（4ページ）
• QoS機能について（4ページ）
• QoSの使用（4ページ）
•分類（5ページ）
•マーキング（5ページ）
•ポリシング（5ページ）
•キューイングおよびスケジューリング（6ページ）
• QoSアクションのシーケンス（6ページ）
• QoS機能のハイアベイラビリティの要件（7ページ）
• MQCを使用した QoS機能の設定（7ページ）
• QoS統計情報（8ページ）
•デフォルトの QoS動作（8ページ）
•仮想デバイスコンテキスト（9ページ）
• VLAN QoSのイネーブル化に関する注意事項（9ページ）

ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。

•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価可能な
場合があります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

Cisco Nexus 3600スイッチ NX-OS QoS構成ガイド、リリース 10.6(x)
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ハードウェアの取り付け手順の詳細については、次を参照してください。 Cisco NX-OSライセ

ンシングガイドおよび Cisco NX-OSライセンシングオプションガイド。

サポートされるプラットフォーム
Nexus Switchプラットフォームサポートマトリックスは、次をリストします：

•サポートされている Cisco Nexus 9000および 3000スイッチモデル

• NX-OSソフトウェアリリースバージョン

フルプラットフォーム機能マッピングは、「NexusSwitchプラットフォームサポートマトリッ
クス」を参照します。

QoS機能について
QoS機能は、ネットワークを経由するトラフィックの最も望ましいフローを提供するために使
用します。QoSを使用すると、ネットワークトラフィックの分類、トラフィックフローのポ
リシングと優先順位付けが可能になり、ネットワーク内でトラフィックの輻輳回避が容易にな

ります。トラフィックの制御は、システムを通過するパケット内のフィールドに基づいて行わ

れます。モジュラ QoS（MQC）コマンドラインインターフェイスは、QoS機能のトラフィッ
ククラスとポリシーを作成するために使用します。

QoS機能は、QoSポリシーとキューイングポリシーを次のように使用して適用します。

• QoSポリシーには、分類機能とマーキング機能が含まれます。

• QoSポリシーにはポリシング機能が含まれます。

•キューイングポリシーでは、キューイングおよびスケジューリング機能を使用します。

「モジュラ QoSコマンドラインインターフェイス（MQC）の使用」の項で説明するシステム
定義の QoS機能と値は、デバイス全体にグローバルに適用され、変更できます。

（注）

QoSの使用
トラフィックは分類方法と、作成してトラフィッククラスに適用するポリシーに基づいて処理

されます。

QoS機能を設定するには、次の手順を使用します。

1. トラフィッククラスを作成します。これには、InternetProtocol（IP）アドレスやQoSフィー
ルドなどの基準に一致する着信パケットを分類します。

Cisco Nexus 3600スイッチ NX-OS QoS構成ガイド、リリース 10.6(x)
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2. ポリシーを作成します。これには、パケットのポリシング、マーキング、ドロップなど、
トラフィッククラスに対して実行するアクションを指定します。

3. ポリシーをポート、ポートチャネル、またはサブインターフェイスに適用します。

QoS機能のトラフィッククラスとポリシーを作成するには、MQCを使用します。

QoS機能全般のキューイングおよびスケジューリングの処理では、IPv4および IPv6の両方に
適用されます。

（注）

IPトンネルはアクセスコントロールリスト（ACL）または QoSポリシーをサポートしませ
ん。

（注）

分類
分類は、トラフィックをクラスに区分けするのに使用します。トラフィックは、ポート特性ま

たはパケットヘッダーフィールドに基づいて分類します。パケットヘッダーフィールドに

は、IP precedence、DiffServコードポイント（DSCP）、レイヤ 3からレイヤ 4までのパラメー
タ、およびパケット長が含まれます。

トラフィックの分類に使用する値を、一致基準と呼びます。トラフィッククラスを定義する場

合、一致基準を複数指定することも、特定の基準について照合しないように選択することも、

一部または全部の基準を照合することによってトラフィッククラスを決定することもできま

す。

どのクラスにも一致しないトラフィックは、class-defaultと呼ばれるデフォルトのトラフィッ
ククラスに割り当てられます。

マーキング
マーキングとは、パケットに関連する QoS情報を設定することです。標準の QoSフィールド
である COS、IP precedence、DSCP、および後続のアクションで使用できる内部ラベル（QoS
グループなど）を設定できます。QoSグループマーキングは、トラフィックのキューイング、
およびスケジューリングに対応したトラフィックタイプを識別するのに使用します。

ポリシング
ポリシングとは、トラフィックの特定のクラスについて、データレートをモニタリングするこ

とです。デバイスでも、関連するバーストサイズをモニタできます。

Cisco Nexus 3600スイッチ NX-OS QoS構成ガイド、リリース 10.6(x)
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シングルレートポリサーは、トラフィックの指定の認定情報レート（CIR）を監視します。
デュアルレートポリサーは、CIRと最大情報レート（PIR）の両方を監視します。

キューイングおよびスケジューリング
キューイングおよびスケジューリングのプロセスによって、トラフィッククラスに割り当てら

れる帯域幅を制御することができるので、スループットと遅延の望ましいトレードオフを実現

できます。

トラフィックのクラスに対して最大データレートを強制してトラフィックをシェーピングする

ことができます。これにより、超過パケットがキューに保持され、出力レートが平滑化（制

限）されます。さらに、トラフィッククラスに最小帯域幅保証を提供するために、最小帯域幅

のシェーピングを設定できます。

スタティックまたはダイナミックな制限を適用することで、トラフィックの特定のクラスにつ

いてキューのサイズを制限できます。

QoSアクションのシーケンス
ポリシーには次の 3種類があります。

• network qos：ネットワーク全体の QoSプロパティの特性を定義します。

• qos：マーキングおよびポリシングに使用できるMQCオブジェクトを定義します。

• queuing：キューイングおよびスケジューリングに使用できるMQCオブジェクトを定義し
ます。

ポリシーのデフォルトタイプは qosです。（注）

ユーザが QoSポリシーを qosタイプのサービスポリシーの下で定義した場合にだけ、システ
ムはそれらの QoSポリシーに対してアクションを実行します。

入力トラフィックアクションのシーケンス

入力トラフィックに対する QoSアクションのシーケンスは次のようになります。

1. 分類

2. マーキング

3. ポリシング
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出力トラフィックアクションのシーケンス

出力トラフィックに対する QoSアクションのシーケンスは次のようになります。

1. キューイングおよびスケジューリング

QoS機能のハイアベイラビリティの要件
Cisco NX-OS QoSソフトウェアは、ソフトウェアの再起動後に以前の状態を回復し、状態を失
うことなく、アクティブスーパーバイザからスタンバイスーパーバイザに切り替えることが

できます。

高可用性の詳細については、[Cisco Nexus 3600 NX-OS高可用性および冗長性ガイド（Cisco Nexus

3600 NX-OS High Availability and Redundancy Guide）]を参照してください。

（注）

MQCを使用した QoS機能の設定
QoS機能を設定するにはMQCを使用します。MQCコンフィギュレーションコマンドを次の
表に示します。

表 2 : MQCコンフィギュレーションコマンド

説明MQCコマンド

トラフィックのクラスを表すクラスマップを

定義します。

class-map

クラスマップのセットに適用するポリシーの

セットを表すポリシーマップを定義します。

policy-map

オブジェクトがどのインターフェイスにも関連付けられていない場合、システム定義オブジェ

クトを除いて、MQCオブジェクトを変更または削除できます。

QoSポリシーを定義したら、次の表に示すインターフェイスコンフィギュレーションコマン
ドを使用して、ポリシーマップをインターフェイスに付加できます。

表 3 :ポリシーマップをインターフェイスに付加するためのインターフェイスコマンド

説明インターフェイスコマンド

指定されたポリシーマップをインターフェイ

ス上の入力パケットまたは出力パケットに適

用します。

service-policy
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QoS統計情報
各ポリシー、クラスアクション、および一致基準について、インターフェイスごとに統計情報

が維持されます。統計情報の収集をイネーブルまたはディセーブルにすることができ、show
policy-mapインターフェイスコマンドを使用して統計情報を表示でき、clear qos statisticsコマ
ンドを使用してインターフェイスまたはポリシーマップに基づく統計情報をクリアできます。

統計情報はデフォルトでイネーブルになっており、グローバルにディセーブルにすることがで

きます。

デフォルトの QoS動作
QoSのキューイング機能はデフォルトでイネーブルになっています。ポリシング、およびマー
キングなどの一部の QoSタイプの機能は、ポリシーがインターフェイスに付加された場合に
だけイネーブルになります。一部のポリシーは、そのポリシーがインターフェイスに付加され

た場合にだけイネーブルになります。

デバイスでは、各ポートおよびポートチャネル上で、システムのデフォルトのキューイング

ポリシーまたはシステム定義のキューイングポリシーマップが、デフォルトで常にイネーブ

ルになっています。キューイングポリシーを設定して、指定したインターフェイスに新しい

キューイングポリシーを適用した場合は、デフォルトのキューイングポリシーが新しいキュー

イングポリシーによって置き換えられ、新しいキューイングポリシーのルールが適用されま

す。

システムレベルで適用できるデフォルトのQoSポリシーもあります。これは、ユーザーがポー
トごとのポリシーを適用する時点まで、すべてのポートによって継承されます。

（注）

次の表に、各種インターフェイスモードのデフォルト設定を示します。

表 4 :インターフェイスモードのデフォルト設定

出力（トラフィックがルー

ティングされた後）
1

入力デフォルトでの信頼DSCP/CoS

DSCPCoSSVI

DSCPDSCPルーテッドインターフェイス

DSCPCoS22レイヤ 2インターフェイス

1
トラフィックがルーティングされると、DSCP値が（デフォルトで）出力キューを取得す
るために使用されます。出力インターフェイスがトランクである場合、CoSは、ルーテッ
ドパケットの DSCP値から派生します。
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2
レイヤ 2インターフェイスがアクセスポートである場合、CoSがないと見なされます。
DSCPビットがセットされていても、ブリッジドトラフィックでトランクインターフェ
イスへアクセスする場合は、CoSは 0にセットされます。

デバイスで他のQoS機能、ポリシング、およびマーキングがイネーブルになるのは、ポリシー
マップをインターフェイスに適用した場合だけです。

仮想デバイスコンテキスト
Cisco NX-OSでは、仮想デバイスをエミュレートする Virtual Device Context（VDCs）に、OS
およびハードウェアリソースを分割できます。CiscoNexus 3600デバイスは、現在複数のVDC
をサポートしていません。すべてのデバイスリソースはデフォルト VDCで管理されます。

VLAN QoSのイネーブル化に関する注意事項
VLAN QoS機能は、ポートではなく VLANをキーとして使用して、QoSのレイヤ 2ブリッジ
データベースルックアップを有効にします。

VLANQoSをイネーブルにするには、他のリージョンのTCAMサイズを減らしてから、VLAN
QoSリージョンの TCAMサイズを増やします。

設定する VLAN QoS TCAMリージョンのサイズを設定します:

• IPv4 vqosを 640エントリに設定します。

• IPv6 ipv6-vqosを 256エントリに設定します。

• IPv4 QoSを 0エントリに減らします。

• IPv6 ipv6-qosを 0エントリに減らします。

switch(config)# hardware access-list tcam region vqos 640
switch(config)# hardware access-list tcam region ipv6-vqos 256
switch(config)# hardware access-list tcam region qos 0
switch(config)# hardware access-list tcam region ipv6-qos 0

VLAN QOSの TCAMサイズを設定したら、ラインカードをリロードする必要があります。（注）
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QoSにはデフォルトの TCAMサイズがあり、リロード中のラインカードの障害を回避するた
めに、特定のラインカードでこれらの TCAMサイズをゼロ以外にする必要があります。

以下のラインカードを搭載した Cisco Nexus 3600スイッチが影響を受けます。

• N3K-C3636C-R

• N3K-C36180YC-R

（注）
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第 3 章

キューイングおよびスケジューリングの設

定

•キューイングおよびスケジューリングについて（11ページ）
•クラスマップの変更（12ページ）
•輻輳管理（12ページ）
•トラフィックシェーピング（12ページ）
•キューイングおよびスケジューリングの前提条件（13ページ）
•キューイングとスケジュールの構成の注意事項と制約事項（13ページ）
•キューイングおよびスケジューリングの設定（14ページ）
•輻輳管理の設定（17ページ）
•システムでのキューイングポリシーの適用（25ページ）
•キューイングおよびスケジューリングの設定の確認（25ページ）
•キューイングおよびスケジューリングの設定例 （26ページ）

キューイングおよびスケジューリングについて
トラフィックのキューイングとは、パケットの順序を設定して、データの入力と出力の両方に

適用することです。デバイスモジュールでは複数のキューをサポートできます。これらのキュー

を使用することで、さまざまなトラフィッククラスでのパケットのシーケンスを制御できま

す。[テールドロップのしきい値を設定することもできます。（You can also set taildrop
thresholds.）]デバイスでは、設定したしきい値を超えた場合にだけパケットがドロップされま
す。

トラフィックのスケジューリングとは、トラフィックの一貫したフローを実現するために、パ

ケットを必要な頻度で定期的に出力することです。トラフィックのスケジューリングをさまざ

まなトラフィッククラスに適用することで、プライオリティによってトラフィックに重み付け

を行うことができます。

キューイングおよびスケジューリングのプロセスによって、トラフィッククラスに割り当てら

れる帯域幅を制御することができるので、ネットワークにおけるスループットと遅延の望まし

いトレードオフを実現できます。
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クラスマップの変更
システム定義のキューイングクラスマップが提供されます。

提供されるシステム定義のキューイングクラスマップを変更することはできません。（注）

システム定義のキューイングクラスマップによって照合される QoSグループを変更できま
す。QoSグループはそれぞれ、同じタイプのキュー内に 1回だけ出現します。

システムのデフォルトのキューイングクラスマップを変更するには、キューイングクラス

マップでのすべての変更がトラフィックの中断やパケットの廃棄を招く可能性があるため、イ

ンターフェイスに適用されるポリシーも変更する必要があります。

システム定義のキューイングクラスマップを変更すると、ただちに変更が行われます。その

ため、トラフィックが中断されることがあります。

注意

CoSとキューとのマッピングは事前に決定され、変更できません。（注）

クラスマップの設定については、「輻輳回避の設定」の項を参照してください。

輻輳管理
出力パケットについては、次のいずれかの輻輳管理方式を選択できます。

•最小データレートをキューに割り当てる帯域幅を指定する方式。

•トラフィックのクラスに対して最小および最大データレートを強制する方式。これによ
り、余分なパケットがキューに保持され、出力レートがシェーピングされます。

•トラフィックのクラスに対するすべてのデータをプライオリティキューに割り当てる方
式。残りの帯域幅は、デバイスによって他のキュー間で分配されます。

トラフィックシェーピング
トラフィックシェーピングでは、インターフェイスから出力されるトラフィックを制御して、

リモートターゲットインターフェイスの速度にフローを合わせ、指定されているポリシーに

トラフィックを準拠させることができます。ダウンストリーム要件を満たすために、特定のプ
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ロファイルに適合するトラフィックをシェーピングすることができます。トラフィックシェー

ピングは、データレートの不一致があるトポロジのボトルネックを解消します。

トラフィックシェーピングは、各ポートの出力キューに最大トラフィックレートを強制する

ことで、パケットフローを制御および均一化します。しきい値を超えたパケットはキューに配

置され、後で送信されます。トラフィックシェーピングはトラフィックポリシングと似てい

ますが、パケットはドロップされません。パケットがバッファに入れられるため、トラフィッ

クシェーピングでは、（キュー長に基づく）パケット損失が最小限に抑えられ、TCPトラ
フィックに対してより優れたトラフィック動作が実現します。

トラフィックシェーピングを使用して、使用可能な帯域幅へのアクセスの制御、トラフィック

に対して設定されたポリシーへのトラフィックの確実な準拠、およびトラフィックのフロー規

制を実施することにより、出力トラフィックがそのリモートインターフェイスやターゲット

インターフェイスのアクセス速度を超過したときに発生する可能性のある、輻輳を回避するこ

とができます。たとえば、ポリシーによって、アクセスレートがインターフェイス速度を上

回っていても、そのインターフェイスのレートが（平均で）特定のレートを上回るべきではな

いとされている場合に、帯域幅へのアクセスを制御できます。

キューイングおよびスケジューリングの前提条件
キューイングおよびスケジューリングの前提条件は、次のとおりです。

•モジュラ QoS CLIについて理解している。

•デバイスにログインしている。

キューイングとスケジュールの構成の注意事項と制約事

項
キューイングおよびスケジューリングの設定に関する注意事項および制約事項は、次のとおり

です。

• Nexus 3600スイッチは、QoSポリシーで 8つのキュー構成のみをサポートします。より少
ないキューを構成できますが、サポートされていません。

• CiscoNX-OSリリース 10.3(2)F以降、4Qモードポリシー構成を確認するためのエラーメッ
セージが提供されます。また、リリース 10.3(2)Fにアップグレードする前に、4Qモード
キューイングポリシーが構成されている場合は、システムで構成が削除されていることを

確認してください。

• showコマンド（internalキーワード付き）はサポートされていません。

•デバイスは、システムレベルのキューイングポリシーをサポートしているため、キュー
イングポリシーを設定する場合は、システムのすべてのポートに影響を与えます。
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• type queuingポリシーは、システムまたは入力/出力トラフィックの個別のインターフェイ
スだけに結合できます。

•変更には中断が伴います。指定したポートタイプのポートを通過するトラフィックでは、
短期間のトラフィック損失が発生する可能性があります。指定したタイプのポートがすべ

て影響を受けます。

•パフォーマンスに影響が出ることがあります。1つまたは複数の指定されたタイプのポー
トが、新規キューの動作を定義するために適用されたキューイングポリシーが存在しない

場合、そのキューに対するトラフィックマッピングはパフォーマンスの低下が発生する可

能性があります。

•トラフィックシェーピングは、パケットがキューイングされると、ストアアンドフォワー
ドモードにフォールバックするため、キューイングによるパケットの遅延が大きくなる

可能性があります。

• 1つのクラスマップキューの優先順位を構成する場合、そのキューのプライオリティレ
ベルを構成する必要があります。複数のクラスマップキューの優先順位を構成する場合

は、キューごとに優先順位を構成する必要があります。

•この queue-limit構成は、9600-R/RXラインカードを搭載した Cisco Nexus 9500スイッチ
の入力キューイングポリシーにのみ適用されます。

•この bandwidth percent構成は、9600-R/RXラインカードを搭載した Cisco Nexus 9500ス
イッチの出力キューイングポリシーにのみ適用されます。

•指定されたグループのカスタム入力キューイングポリシーを使用して付与されたバッファ
が切り分けられていない場合は、グローバル共有バッファのみが使用されます。

解決の順序

プライオリティグループのキュー制限は、次の順序で解決されます。

•インターフェイス入力キューイングポリシー（適用され、そのクラスに queue-limit構成
が指定されている場合）。

•システム入力キューイングポリシー（適用され、そのクラスに queue-limit構成が指定さ
れている場合）。

キューイングおよびスケジューリングの設定
キューイングおよびスケジューリングを設定するには、出力インターフェイスに適用する、タ

イプキューイングのポリシーマップを作成します。システム定義のクラスマップを変更する

ことができ、それらをポリシーマップ内で使用して、ポリシーの適用先となるトラフィックの

クラスを定義します。

任意のキューで、輻輳回避機能（テールドロップが含まれる）を構成できます。
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出力キューでは、いずれかの出力輻輳管理機能（プライオリティ、トラフィックシェーピン

グ、帯域幅など）を設定できます。

システム定義ポリシーマップである default-out-policyは、キューイングポリシーマップを適
用しないすべてのポートに付加されます。デフォルトポリシーマップは設定できません。

タイプキューイングポリシーの設定

入力のためのタイプキューイングポリシーは、特定のシステムクラスのトラフィックをスケ

ジューリングする場合に使用します。type queuingポリシーはQoSグループで識別され、シス
テムまたは入力または出力トラフィックの個別のインターフェイスに結合できます。

手順の概要

1. configure terminal
2. policy-map type queuing policy-name

3. class type queuing class-name

4. priority
5. no priority
6. shape {kbps | mbps | gbps} burst size min minimum bandwidth

7. bandwidth percent percentage

8. no bandwidth percent percentage

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1

トラフィッククラスのセットに適用されるポリシー

のセットを表す名前付きオブジェクトを作成しま

policy-map type queuing policy-nameステップ 2

す。ポリシーマップ名は、最大 40文字の英字、ハ
イフン、または下線文字を使用でき、大文字と小文

字が区別されます。

クラスマップをポリシーマップに関連付け、指定

されたシステムクラスのコンフィギュレーション

モードを開始します。

class type queuing class-nameステップ 3

このクラスの該当するトラフィックが完全プライオ

リティキューにマッピングされるよう指定します。

priorityステップ 4

（任意）このクラスのトラフィックから完全プライ

オリティキューイングを削除します。

no priorityステップ 5

Cisco Nexus 3600スイッチ NX-OS QoS構成ガイド、リリース 10.6(x)
15

キューイングおよびスケジューリングの設定

タイプキューイングポリシーの設定



目的コマンドまたはアクション

このキューにバーストサイズと最小保証帯域幅を指

定します。

shape {kbps | mbps | gbps} burst size min minimum
bandwidth

ステップ 6

クラスに重みを割り当てます。完全プライオリティ

キューがない場合、クラスはインターフェイス帯域

bandwidth percent percentageステップ 7

幅に割り当てられたパーセンテージを受け取りま

す。ただし、完全プライオリティキューが存在する

場合は、それが帯域幅の共有を最初に受け取りま

す。残りの帯域幅は、帯域幅のパーセンテージで設

定されたクラス間の重み付けに基づいて共有されま

す。たとえば、完全プライオリティキューが帯域幅

の 90パーセントを占めている状況で、あるクラス
に75パーセントの重み付けが設定されている場合、
そのクラスは帯域幅の残りの 10パーセントのうち
の 75パーセントを受け取ることになります。

（注）

まず class-defaultと class-fcoeのデフォルトの帯域幅
設定を小さくすれば、そのクラスに帯域幅を正常に

割り当てることができます。

（任意）このクラスから帯域の指定を削除します。no bandwidth percent percentageステップ 8

入力キューイングポリシーを使用したキュー制限の構成

各ポートに専用のバッファが必要な場合があります。このために入力キューイングポリシーを

使用できます。

手順の概要

1. configure terminal
2. policy-map type queuing policy-map-name

3. class type queuing c-in-q1

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminalステップ 1
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目的コマンドまたはアクション

ポリシーマップキューイングクラスモードを開始

し、タイプキューイングポリシーマップに割り当

てられたポリシーマップを識別します。

policy-map type queuing policy-map-nameステップ 2

タイプキューイングのクラスマップを付加し、ポ

リシーマップクラスキューイングモードを開始し

class type queuing c-in-q1ステップ 3

ます。クラスキューイング名は、「システム定義の

タイプキューイングクラスマップ」の表に示され

ています。

（注）

クラスに関連付けられたqos-groupは、システムqos
で適用される network-qosポリシーで no-dropクラ
スとして定義する必要があります。

輻輳管理の設定
次の輻輳管理方式のうちいずれか 1つだけをポリシーマップで設定できます。

• bandwidthコマンドと bandwidth remainingコマンドは同じです。どちらを構成しても同
じ結果が得られます。

• bandwidthコマンドまたは bandwidth remainingコマンドを使用して、最小のデータレー
トをキューに割り当てます。

• bandwidthコマンドまたは bandwidth remainingコマンドを使用して、最小のデータレー
トをキューに割り当てます。

• priorityコマンドを使用して、トラフィックのクラスに対するすべてのデータをプライオ
リティキューに割り当てる方式。bandwidthコマンドまたは bandwidth remainingコマン
ドを使用して、残りのトラフィックを非プライオリティキュー間で分配できます。デフォ

ルトでは、残りの帯域幅はシステムによって非プライオリティキュー間で均等に分配され

ます。

• shapeコマンドを使用して、最小および最大のデータレートをキューに割り当てる方式。

選択する輻輳管理機能に加えて、次のいずれかのキュー機能をポリシーマップの各クラスで設

定できます。

•キューサイズとキュー制限の使用に基づくテールドロップしきい値。
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テールドロップの設定

しきい値を設定することにより、出力キューでテールドロップを構成できます。しきい値を超

えるパケットはすべて、デバイスによってドロップされます。しきい値は、キューで使用され

るキューサイズまたはバッファメモリに基づいて指定できます。

手順の概要

1. configure terminal
2. policy-map [type queuing] [match-first] [policy-map-name]
3. class type queuing class-name

4. queue-limit {queue-size [bytes | kbytes | mbytes] | dynamic value}
5. [（任意）他のキュークラスに対するテールドロップしきい値を割り当てるには、ステッ
プ 2および 3を繰り返します。（(Optional) Repeat Steps 2 and 3 to assign tail drop thresholds
for other queue classes.）]

6. show policy-map [type queuing [policy-map-name | default-out-policy]]
7. copy running-config startup-config

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

タイプキューイングのポリシーマップを設定し、

指定したポリシーマップ名のポリシーマップモー

policy-map [type queuing] [match-first]
[policy-map-name]

例：

ステップ 2

ドを開始します。ポリシーマップ名は、最大 40文
字の英字、ハイフン、または下線文字を使用でき、

大文字と小文字が区別されます。
switch(config)# policy-map type queuing
egr-queuing-policy-1
switch(config-pmap-que)#

タイプキューイングのクラスマップを設定し、ポ

リシーマップクラスキューイングモードを開始し

class type queuing class-name

例：

ステップ 3

ます。クラスキューイング名は、前述の「システムswitch(config-pmap-que)# class type queuing
c-out-8q-q7
switch(config-pmap-c-que)#

定義のタイプキューイングクラスマップ」表に示

されています。

バイト、キロバイト、メガバイト単位のキューサイ

ズに基づいてテールドロップしきい値を割り当てる

queue-limit {queue-size [bytes | kbytes | mbytes] |
dynamic value}

例：

ステップ 4

か、使用可能な空きセルの数に応じてキューのしき

い値サイズを動的に決定できるようにします。指定switch(config-pmap-c-que)# queue-limit 1000 mbytes
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目的コマンドまたはアクション

したしきい値を超えるパケットは、デバイスによっ

てドロップされます。

バイトベースのキューサイズの有効な値は 1～
83886080です。ダイナミックキューのサイズの有
効な値は次の 0～ 10です。

[（任意）他のキュークラスに対するテールドロッ
プしきい値を割り当てるには、ステップ 2および 3

ステップ 5

を繰り返します。（(Optional) Repeat Steps 2 and 3 to
assign tail drop thresholds for other queue classes.）]

（任意）設定済みのすべてのポリシーマップ、すべ

てのタイプキューイングのポリシーマップ、選択

show policy-map [type queuing [policy-map-name |
default-out-policy]]

例：

ステップ 6

したタイプキューイングのポリシーマップ、また

はデフォルトの出力キューイングポリシーについ

て、情報を表示します。
switch(config-pmap-c-que)# show policy-map type
queuing egr-queuing-policy-1

（任意）実行コンフィギュレーションをスタート

アップコンフィギュレーションに保存します。

copy running-config startup-config

例：

ステップ 7

switch(config)# copy running-config
startup-config

帯域幅および帯域幅の残量の設定

最小のインターフェイス帯域幅（%）をキューに割り当てるように、出力キューの帯域幅およ
び残りの帯域幅を設定できます。

手順の概要

1. configure terminal
2. policy-map type queuing {[match-first] policy-map-name}
3. class type queuingclass-name

4. インターフェイス帯域幅の最小レートを割り当てるか、または残りの帯域幅の割合を割り

当てます。

•帯域幅の割合：

bandwidth {percent percent}
•残りの帯域幅の割合：

bandwidth remaining percent percent

5. （任意）他のキュークラスに対するテールドロップしきい値を割り当てるには、ステッ

プ 3および 4を繰り返します。
6. exit
7. show policy-map [type queuing [policy-map-name | default-out-policy]]
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8. copy running-config startup-config

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

タイプキューイングのポリシーマップを設定し、

指定したポリシーマップ名のポリシーマップモー

policy-map type queuing {[match-first]
policy-map-name}

例：

ステップ 2

ドを開始します。ポリシーマップ名は、最大 40文
字の英字、ハイフン、または下線文字を使用でき、

大文字と小文字が区別されます。
switch(config)# policy-map type queuing
shape_queues
switch(config-pmap-que)#

タイプキューイングのクラスマップを設定し、ポ

リシーマップクラスキューイングモードを開始し

class type queuingclass-name

例：

ステップ 3

ます。クラスキューイング名は、前述の「システムswitch(config-pmap-que)# class type queuing
c-out-8q-q1
switch(config-pmap-c-que)#

定義のタイプキューイングクラスマップ」表に示

されています。

インターフェイス帯域幅の最小レートを割り当てる

か、または残りの帯域幅の割合を割り当てます。

ステップ 4 •帯域幅の割合：

基になるインターフェイスのリンクレートの割

合としてインターフェイス帯域幅の最小レート•帯域幅の割合：
を出力キューに割り当てます。範囲は 0～ 100
です。

bandwidth {percent percent}
•残りの帯域幅の割合：

この例では、帯域幅を基になるリンクレートの

最小 25%に設定しています。
bandwidth remaining percent percent

例：
•残りの帯域幅の割合：•帯域幅の割合：
残りの帯域幅の割合をこのキューに割り当てま

す。範囲は 0～ 100です。
switch(config-pmap-c-que)# bandwidth percent
25

•残りの帯域幅の割合： この例では、このキューの帯域幅を残りの帯域

幅の 25%に設定しています。switch(config-pmap-c-que)# bandwidth remaining
percent 25

（任意）他のキュークラスに対するテールドロッ

プしきい値を割り当てるには、ステップ 3および 4
を繰り返します。

ステップ 5
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目的コマンドまたはアクション

ポリシーマップキューモードを終了し、グローバ

ルコンフィギュレーションモードを開始します。

exit

例：

ステップ 6

switch(config-cmap-que)# exit
switch(config)#

（任意）設定済みのすべてのポリシーマップ、すべ

てのタイプキューイングのポリシーマップ、選択

show policy-map [type queuing [policy-map-name |
default-out-policy]]

例：

ステップ 7

したタイプキューイングのポリシーマップ、また

はデフォルトの出力キューイングポリシーについ

て、情報を表示します。
switch(config-pmap-c-que)# show policy-map type
queuing shape_queues

（任意）実行コンフィギュレーションをスタート

アップコンフィギュレーションに保存します。

copy running-config startup-config

例：

ステップ 8

switch(config)# copy running-config
startup-config

プライオリティの設定

プライオリティを指定しない場合、システム定義の出力 pqキューは標準キューと同様に動作
します。

出力プライオリティキューで設定できるプライオリティのレベルは 1レベルだけです。ポリ
シーマップの適用先となるモジュールのタイプに対応した、システム定義のプライオリティ

キュークラスを使用します。

非プライオリティキューについては、各キューに割り当てる残りの帯域幅の量を設定できま

す。デフォルトでは、デバイスは残りの帯域幅を非プライオリティキューに均等に配分しま

す。

プライオリティキューが設定されている場合、もう一方のキューは、同じポリシーマップで

残りの帯域幅しか使用できません。プライオリティキューは、どのキューにでも構成できま

す。

（注）

手順の概要

1. configure terminal
2. policy-map type queuing {[match-first] policy-map-name}
3. class type queuing class-name

4. priority [level value]
5. class type queuingclass-name

6. bandwidth remaining percent percent

7. （任意）他の非プライオリティキューに対する残りの帯域幅を割り当てるには、ステッ

プ 5～ 6を繰り返します。
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8. exit
9. show policy-map [type queuing [policy-map-name | default-out-policy]]
10. copy running-config startup-config

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

タイプキューイングのポリシーマップを設定し、

指定したポリシーマップ名のポリシーマップモー

policy-map type queuing {[match-first]
policy-map-name}

例：

ステップ 2

ドを開始します。ポリシーマップ名は、最大 40文
字の英字、ハイフン、または下線文字を使用でき、

大文字と小文字が区別されます。
switch(config)# policy-map type queuing
priority_queue1
switch(config-pmap-que)#

タイプキューイングのクラスマップを設定し、ポ

リシーマップクラスキューイングモードを開始し

class type queuing class-name

例：

ステップ 3

ます。クラスキューイング名は、前述の「システswitch(config-pmap-que)# class type queuing
c-out-8q-q1
switch(config-pmap-c-que)#

ム定義のタイプキューイングクラスマップ」表に

示されています。

このキューをプライオリティキューとして選択し

ます。サポートされているプライオリティレベル

は 1レベルだけです。

priority [level value]

例：

switch(config-pmap-c-que)# priority

ステップ 4

（任意）タイプキューイングのクラスマップを設

定し、ポリシーマップクラスキューイングモード

class type queuingclass-name

例：

ステップ 5

を開始します。クラスキューイング名は、前述のswitch(config-pmap-que)# class type queuing
c-out-q2
switch(config-pmap-c-que)#

「システム定義のタイプキューイングクラスマッ

プ」表に示されています。

残りの帯域幅を設定する非プライオリティキュー

を選択します。デフォルトでは、残りの帯域幅はシ

ステムによって非プライオリティキュー間で均等

に分配されます。

（任意）残りの帯域幅の割合をこのキューに割り当

てます。範囲は 0～ 100です。
bandwidth remaining percent percent

例：

ステップ 6

switch(config-pmap-c-que)# bandwidth remaining
percent 25
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目的コマンドまたはアクション

（任意）他の非プライオリティキューに対する残

りの帯域幅を割り当てるには、ステップ 5～ 6を
繰り返します。

ステップ 7

ポリシーマップキューモードを終了し、グローバ

ルコンフィギュレーションモードを開始します。

exit

例：

ステップ 8

switch(config-cmap-que)# exit
switch(config)#

（任意）設定済みのすべてのポリシーマップ、す

べてのタイプキューイングのポリシーマップ、選

show policy-map [type queuing [policy-map-name |
default-out-policy]]

例：

ステップ 9

択したタイプキューイングのポリシーマップ、ま

たはデフォルトの出力キューイングポリシーにつ

いて、情報を表示します。
switch(config)# show policy-map type queuing
priority_queue1

（任意）実行コンフィギュレーションをスタート

アップコンフィギュレーションに保存します。

copy running-config startup-config

例：

ステップ 10

switch(config)# copy running-config
startup-config

トラフィックシェーピングの設定

出力キューでトラフィックシェーピングを設定し、出力キューに最小および最大レートを強制

できます。

キューのトラフィックシェーピング設定は、同じポリシーマップ内でプライオリティや帯域

幅に依存しません。

（注）

始める前に

パケットのランダム検出の下限および上限しきい値を設定します。

手順の概要

1. configure terminal
2. policy-map type queuing {[match-first] policy-map-name}
3. class type queuing class-name

4. shape min value {bps | gbps | kbps | mbps | pps} max value {bps | gbps | kbps | mbps | pps}
5. （任意）他のキュークラスに対するテールドロップしきい値を割り当てるには、ステッ

プ 3および 4を繰り返します。
6. show policy-map [type queuing [policy-map-name | default-out-policy]]
7. copy running-config startup-config
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手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

タイプキューイングのポリシーマップを設定し、

指定したポリシーマップ名のポリシーマップモー

policy-map type queuing {[match-first]
policy-map-name}

例：

ステップ 2

ドを開始します。ポリシーマップ名は、最大 40文
字の英字、ハイフン、または下線文字を使用でき、

大文字と小文字が区別されます。
switch(config)# policy-map type queuing
shape_queues
switch(config-pmap-que)#

タイプキューイングのクラスマップを設定し、ポ

リシーマップクラスキューイングモードを開始し

class type queuing class-name

例：

ステップ 3

ます。クラスキューイング名は、前述の「システムswitch(config)# class type queuing c-out-q-default
switch(config-pmap-c-que)# 定義のタイプキューイングクラスマップ」表に示

されています。

出力キューの最小および最大ビットレートを割り当

てます。デフォルトのビットレートは bpsです。
shape min value {bps | gbps | kbps | mbps | pps} max
value {bps | gbps | kbps | mbps | pps}

例：

ステップ 4

この例では、最小レート10bps（ビット/秒）および
最大レート 100 bpsにトラフィックをシェーピング
しています。

switch(config-pmap-c-que)# shape min 10 bps max
100 bps

（任意）他のキュークラスに対するテールドロッ

プしきい値を割り当てるには、ステップ 3および 4
を繰り返します。

ステップ 5

（任意）設定済みのすべてのポリシーマップ、すべ

てのタイプキューイングのポリシーマップ、選択

show policy-map [type queuing [policy-map-name |
default-out-policy]]

例：

ステップ 6

したタイプキューイングのポリシーマップ、また

はデフォルトの出力キューイングポリシーについ

て、情報を表示します。
switch(config)# show policy-map type queuing
shape_queues

（任意）実行コンフィギュレーションをスタート

アップコンフィギュレーションに保存します。

copy running-config startup-config

例：

ステップ 7

switch(config)# copy running-config
startup-config
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システムでのキューイングポリシーの適用
システムのキューイングポリシーをグローバルに適用します。

手順の概要

1. configure terminal
2. system qos
3. service-policy type queuing output {policy-map-name | default-out-policy}

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

システム qosモードを開始します。system qos

例：

ステップ 2

switch (config)# system qos
switch (config-sys-qos)#

ポリシーマップをシステムの入力パケットまたは出

力パケットに追加します。

service-policy type queuing output {policy-map-name |
default-out-policy}

例：

ステップ 3

（注）

outputキーワードは、そのポリシーマップがイン
ターフェイスの送信トラフィックに適用される必要

があることを示します。

switch (config-sys-qos)# service-policy type
queuing map1

（注）

システムをデフォルトのキューイングサービスポ

リシーに戻すには、このコマンドの no形式を使用
します。

キューイングおよびスケジューリングの設定の確認
キューイングおよびスケジューリングの設定を確認するには、次のコマンドを使用します:
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目的コマンド

設定済みのすべてのクラスマップ、すべての

タイプキューイングのクラスマップ、または

選択したタイプキューイングのクラスマップ

について、情報を表示します。

show class-map [type queuing [ class-name]]

設定済みのすべてのポリシーマップ、すべて

のタイプキューイングのポリシーマップ、ま

たは選択したタイプキューイングのポリシー

マップ、またはデフォルトの出力キューイン

グポリシーについて、情報を表示します。

show policy-map [type queuing [policy-map-name
| default-out-policy]]

システムの設定済みのすべてのポリシーマッ

プに関する情報を表示します。

show policy-map system

キューイングおよびスケジューリングの設定例
ここでは、キューイングおよびスケジューリングの構成例を示します。

例：トラフィックシェーピングの設定

次に、1000パケット/秒（pps）でトラフィックシェーピングを設定する例を示します。
configure terminal
class-map type queuing match-any c-out-8q-q1
match qos-group 1

class-map type queuing match-any c-out-8q-q2
match qos-group 1

policy-map type queuing pqu
class type queuing c-out-8q-q3
bandwidth percent 20
shape min 100 mbps max 500 mbps

class type queuing c-out-8q-q2
bandwidth percent 30
shape min 200 mbps max 1000 mbps

class type queuing c-out-8q-q-default
bandwidth percent 50

class type queuing c-out-8q-q1
bandwidth percent 0

class type queuing c-out-8q-q4
bandwidth percent 0

class type queuing c-out-8q-q5
bandwidth percent 0

class type queuing c-out-8q-q6
bandwidth percent 0

class type queuing c-out-8q-q7
bandwidth percent 0

system qos
service-policy type queuing output pqu
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第 4 章

分類の設定

•分類について（27ページ）
•分類の前提条件（28ページ）
•注意事項と制約事項（28ページ）
•トラフィッククラスの設定（29ページ）
•分類設定の確認（37ページ）
•分類の設定例（37ページ）

分類について
分類とは、パケットをトラフィッククラスに振り分けることです。指定した分類済みトラフィッ

クに対して特定のアクション（ポリシングやマークダウンなど）を実行するようにデバイスを

設定します。

パケットの特性を次の表に示す分類基準と照合することによって、各トラフィッククラスを表

すクラスマップを作成できます。

表 5 :分類基準

説明分類基準

IEEE 802.1Qヘッダー内のサービスクラス
（CoS）フィールド。

CoS

IPヘッダーのタイプオブサービス（ToS）バ
イト内部の優先順位値。

IP precedence

IPヘッダーのDIffServフィールド内部のDSCP
値。

Diffservコードポイント（DSCP）

IP、IPv6、またはMAC ACL名ACL

レイヤ 3パケット長のサイズ範囲パケット長
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説明分類基準

Real-timeTransport Protocol（RTP）を使用して
いるアプリケーションを、UDPポート番号範
囲によって識別します。

IP RTP

EXPフィールド値。MPLS試験版

複数の一致基準を指定することも、特定の基準について照合しないようにすることも、一部ま

たは全部の基準を照合することによってトラフィッククラスを決定することもできます。

ただし、ACLについて照合する場合は、パケット長を除く他の一致基準を match-allクラス内
で指定することはできません。match-anyクラス内では、ACLおよびその他の一致基準につい
て照合できます。

（注）

QoSポリシーマップ内でどのクラスにも一致しないトラフィックは、class-defaultと呼ばれる
デフォルトのトラフィッククラスに割り当てられます。QoSポリシーマップ内で class-default
を参照することで、この一致しないトラフィックを選択できます。

同じタイプのトラフィックを処理する別のインターフェイスのQoSポリシーを定義する場合、
クラスマップを再利用できます。

分類の前提条件
分類の前提条件は、次のとおりです。

•モジュラ QoS CLIについて理解している。

•デバイスにログインしている。

注意事項と制約事項
分類の設定時のガイドラインと制約事項は次のとおりです。

•キーワードが付いている show コマンドはサポートされていません。 internal

•クラスマップ内で指定できる一致基準の数は最大 1,024個です。

• 1つのポリシーマップで使用するために設定できるクラスの数は最大 128個です。

• ACLについて照合する際、それ以外に指定できる一致基準は、match-allクラス内のレイヤ
3パケット長だけです。

•コマンドのmatch-allオプションはサポートされていません。class-map type qos match-all
このコマンドの一致基準は、コマンドと同じになります。class-map type qos match-anyコ
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マンドの結果は、コマンドと同じです。class-map type qos match-allclass-map type qos
match-any

•レイヤ2ポート上のトラフィックは、着信パケットのポートポリシーに基づいて分類でき
ます（ただし両方に基づいて分類することはできません）。両方のポリシーが存在する場

合、デバイスはポートポリシーに基づいて動作します。

• MACベースの ACLがクラスマップで一致する QoSポリシーは、IPv6トラフィックでは
機能しません。QoSの場合、IPv6トラフィックは、MACアドレスではなく IPv6アドレス
に基づいて照合する必要があります。

• ICMPタイプまたはコードの一致を含む ACLを参照する QoSポリシーはサポートされて
いません。

• TCPフラグの一致を含む ACLを参照する QoSポリシーはサポートされていません。

トラフィッククラスの設定

ACL分類の設定
トラフィックを分類するには、既存の ACLに基づいてパケットを照合します。ACLキーワー
ドの permitおよび denyは、照合時には無視されます。QoSでは ACLの許可-拒否機能は使用
されません。IPv4、IPv6、またはMACアドレスによる分類が可能です。

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

switch# configure terminal

ステップ 2 class-nameという名前のクラスマップを作成するか、そのクラスマップにアクセスし、クラスマップモー
ドを開始します。クラスマップ名には、アルファベット、ハイフン、またはアンダースコア文字を含める

ことができ、最大 40文字まで設定できます。（オプションが選択されておらず、複数のmatchステートメ
ントが入力される場合、デフォルトは match-anyです。）

switch(config)# class-map [type qos] [match-any | match-all] class-name

ステップ 3 acl-nameに基づいてパケットを照合することによって、トラフィッククラスを構成します。permitおよび
deny ACLキーワードは照合では無視されます。

switch(config-cmap-qos)# match access-group name acl-name
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例：ACL分類の構成

次に、実行構成の例を示します。プレースホルダを、セットアップに関連する値に置

き換えます。

configure terminal
class-map class_acl
match access-group name my_acl

次に、ACLクラスマップ設定の表示方法例を示します。
show class-map class_acl

DSCP分類の設定
IPヘッダーのDiffServフィールドのDSCP値に基づいてトラフィックを分類できます。標準の
DSCP値については、次の表を参照してください。

表 6 :標準の DSCP値

DSCP値のリスト値

AF11 dscp（001010）：10進値 10af11

AF12 dscp（001100）：10進値 12af12

AF13 dscp（001110）：10進値 14af13

AF21 dscp（010010）：10進値 18af21

AF22 dscp（010100）：10進値 20af22

AF23 dscp（010110）：10進値 22af23

AF31 dscp（011010）：10進値 26af31

AF40 dscp（011100）：10進値 28af32

AF33 dscp（011110）：10進値 30af33

AF41 dscp（100010）：10進値 34af41

AF42 dscp（100100）：10進値 36af42

AF43 dscp（100110）：10進値 38af43

CS1（precedence 1）dscp（001000）：10進値 8cs1

CS2（precedence 2）dscp（010000）：10進値 16cs2

CS3（precedence 3）dscp（011000）：10進値 24cs3
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DSCP値のリスト値

CS4（precedence 4）dscp（100000）：10進値 32cs4

CS5（precedence 5）dscp（101000）：10進値 40cs5

CS6（precedence 6）dscp（110000）：10進値 48cs6

CS7（precedence 7）dscp（111000）：10進値 56cs7

デフォルト dscp（000000）：10進値 0デフォルト

EF dscp（101110）：10進値 46ef

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

switch# configure terminal

ステップ 2 class-nameという名前のクラスマップを作成するか、そのクラスマップにアクセスし、クラスマップモー
ドを開始します。クラスマップ名には、アルファベット、ハイフン、またはアンダースコア文字を含める

ことができ、最大 40文字まで設定できます。

switch(config)# class-map [type qos] [match-any | match-all] class-name

ステップ 3 dscp-valuesに基づいてパケットを照合することによって、トラフィッククラスを構成します。標準のDSCP
値については、次の表を参照してください。

switch(config-cmap-qos)# match [not] dscp dscp-values

ステップ 4 グローバルクラスマップキューイングモードを終了し、グローバル構成モードを開始します。

switch(config-cmap-qos)# exit

ステップ 5 （任意）実行構成をスタートアップ構成に保存します。

switch(config)# copy running-config startup-config

例

次に、DSCPクラスマップ設定の表示方法例を示します。
show class-map class_dscp

IP Precedence分類の設定
IPヘッダーの ToSバイトフィールドの優先順位値に基づいてトラフィックを分類できます。
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DSCP値は、Cisco NX-OSデバイスのレイヤ 3ポートで信頼されています。（注）

優先順位値を以下に示します。

表 7 :優先順位値

優先順位値のリスト値

IP precedence値0～ 7

クリティカル優先順位（5）クリティカル

フラッシュ優先順位（3）flash

フラッシュオーバーライド優先順位（4）flash-override

即時優先順位（2）即時

インターネットワークコントロール優先順位

（6）
インターネット

ネットワークコントロール優先順位（7）network

プライオリティ優先順位（1）プライオリティ

ルーチン優先順位（0）routine

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

configure terminal

ステップ 2 class-nameという名前のクラスマップを作成するか、そのクラスマップにアクセスし、クラスマップモー
ドを開始します。クラスマップ名には、アルファベット、ハイフン、またはアンダースコア文字を含める

ことができ、最大 40文字まで設定できます。

class-map [type qos] [match-any | match-all] class-name

ステップ 3 precedence-valuesに基づいてパケットを照合することによって、トラフィッククラスを構成します。値を
次の表に示します。指定した範囲に一致しない値について照合するには、notキーワードを使用します。

match [not] precedence precedence-values

ステップ 4 グローバルクラスマップキューイングモードを終了し、グローバル構成モードを開始します。

exit

ステップ 5 （任意）実行構成をスタートアップ構成に保存します。
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copy running-config startup-config

例：IP Precedence分類の構成

次に、実行構成の例を示します。プレースホルダを、セットアップに関連する値に置

き換えます。

configure terminal
class-map class_ip_precedence
match precedence 1-2, 5-7
exit

次に、IP precedenceクラスマップ設定の表示方法例を示します。
show class-map class_ip_precedence

プロトコル分類の設定

レイヤ 3プロトコルのトラフィックでは、ACL分類の照合を使用できます。

表 8 : matchコマンドのプロトコル引数

説明引数

Address Resolution Protocol（ARP）arp

ブリッジングbridging

Cisco Discovery Protocol（CDP）cdp

Dynamic Host Configuration（DHCP）dhcp

Intermediate System to Intermediate System
（IS-IS）

isis

Link Layer Discovery Protocollldp

リンク集約制御プロトコルlacp

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

switch# configure terminal

ステップ 2 class-nameという名前のクラスマップを作成するか、そのクラスマップにアクセスし、クラスマップモー
ドを開始します。クラスマップ名には、アルファベット、ハイフン、またはアンダースコア文字を含める

ことができ、最大 40文字まで設定できます。
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switch(config)# class-map [type qos] [match-any | match-all] class-name

ステップ 3 指定したプロトコルに基づいてパケットを照合することによって、トラフィッククラスを構成します。

switch(config-cmap-qos)# match protocol {arp | bridging | cdp | dhcp | isis}

ステップ 4 グローバルクラスマップキューイングモードを終了し、グローバル構成モードを開始します。

switch(config-cmap-qos)# exit

ステップ 5 （任意）実行構成をスタートアップ構成に保存します。

switch(config)# copy running-config startup-config

例：プロトコル分類の構成

次に、実行構成の例を示します。プレースホルダを、セットアップに関連する値に置

き換えます。

configure terminal
class-map class_protocol
match protocol isis
exit

次に、protocolクラスマップ設定の表示方法例を示します。
show class-map class_protocol

CoS分類の設定
IEEE 802.1Qヘッダー内のサービスクラス（CoS）に基づいてトラフィックを分類できます。
この 3ビットのフィールドは IEEE 802.1pでQoSトラフィッククラスをサポートするために規
定されています。CoSは VLAN IDタグフィールドの上位 3ビットで符号化され、user_priority
と呼ばれます。

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

switch# configure terminal

ステップ 2 class-nameという名前のクラスマップを作成するか、そのクラスマップにアクセスし、クラスマップモー
ドを開始します。クラスマップ名には、アルファベット、ハイフン、またはアンダースコア文字を含める

ことができ、最大 40文字まで設定できます。

switch(config)# class-map [type qos] [match-any | match-all] class-name
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ステップ 3 CoS値のリストに基づいてパケットを照合することによって、トラフィッククラスを構成します。指定で
きる範囲は 0～ 7です。指定した範囲に一致しない値について照合するには、notキーワードを使用しま
す。

switch(config-cmap-qos)# match [not] cos cos-list

ステップ 4 グローバルクラスマップキューイングモードを終了し、グローバル構成モードを開始します。

switch(config-cmap-qos)# exit

ステップ 5 （任意）実行構成をスタートアップ構成に保存します。

switch(config)# copy running-config startup-config

例： CoS分類の構成

次に、実行構成の例を示します。プレースホルダを、セットアップに関連する値に置

き換えます。

configure terminal
class-map class_cos
match cos 4,5-6
exit

次に、CoSクラスマップ設定の表示方法の例を示します。
show class-map class_cos

IP Real-time Transport Protocol（RTP）分類の設定
IP Real-time Transport Protocol（RTP）は、オーディオやビデオなどのデータを送信するリアル
タイムアプリケーション用のトランスポートプロトコルで、RFC 3550で規定されています。
RTPでは一般的なTCPポートやUDPポートは使用されませんが、通常はポート16384～32767
を使用するように RTPを設定します。偶数番号ポートを UDP通信に使用し、1つ上の奇数番
号ポートを RTP Control Protocol（RTCP）通信に使用します。

UDPポート範囲に基づいて分類を構成できます。UDPポート範囲は、RTPを使用するアプリ
ケーションを対象とする可能性があります。

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

switch# configure terminal

ステップ 2 class-nameという名前のクラスマップを作成するか、そのクラスマップにアクセスし、クラスマップモー
ドを開始します。クラスマップ名には、アルファベット、ハイフン、またはアンダースコア文字を含める

ことができ、最大 40文字まで設定できます。

Cisco Nexus 3600スイッチ NX-OS QoS構成ガイド、リリース 10.6(x)
35

分類の設定

IP Real-time Transport Protocol（RTP）分類の設定



switch(config)# class-map [type qos] [match-any | match-all] class-name

ステップ 3 UDPポート番号の下限と上限に基づいてパケットを照合することによって、トラフィッククラスを構成し
ます。UDPポート番号の範囲は、RTPを使用するアプリケーションを対象とする可能性があります。値の
範囲は 2000～ 65535です。

switch(config-cmap-qos)# match ip rtp udp-port-value

ステップ 4 グローバルクラスマップキューイングモードを終了し、グローバル構成モードを開始します。

switch(config-cmap-qos)# exit

ステップ 5 （任意）実行構成をスタートアップ構成に保存します。

switch(config)# copy running-config startup-config

例：IP Real-time Transport Protocol（RTP）分類の構成

次に、実行構成の例を示します。プレースホルダを、セットアップに関連する値に置

き換えます。

configure terminal
class-map class_rtp
match ip rtp 2000-2100, 4000-4100
exit
copy running-config
startup-config

次に、RTPクラスマップ設定の表示方法例を示します。
switch# show class-map class_rtp

MPLS実験分類の構成

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

switch# configure terminal

ステップ 2 class-mplsにアクセスします。

switch(config)# class-map type qos match-any class-mpls

ステップ 3 mplsexperimentalを一致させることによってトラフィッククラスを構成します。

switch(config-cmap-qos)# match mpls experimental topmost number
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例：MPLS実験分類の構成

configure terminal
class-map type qos match-any class-mpls
match match mpls experimental topmost 2, 5-7

分類設定の確認
クラスマップ設定を確認するには、show class-mapコマンドを使用します。このコマンドに
よって、すべてのクラスマップが表示されます。

分類の設定例
次に、2つのクラスのトラフィックについて分類を設定する例を示します。
class-map class_dscp
match dscp af21, af32
exit
class-map class_cos
match cos 4, 5-6
exit
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第 5 章

マーキングの設定

•マーキングについて（39ページ）
•マーキングの前提条件（40ページ）
•注意事項と制約事項（40ページ）
•マーキングの設定（40ページ）
•マーキング設定の確認（47ページ）
•マーキングの設定例（47ページ）

マーキングについて
マーキングは、着信および発信パケットの Quality of Service（QoS）フィールドを変更するた
めに使用する方式です。マーキングが可能なQoSフィールドは、レイヤ 3では IP precedence、
および DiffServコードポイント（DSCP）です。QoSグループはシステムにとってローカルな
ラベルで、中間マーキング値を割り当てることができます。QoSグループのラベルを使用し
て、出力スケジューリングを決定できます。

マーキングのコマンドは、ポリシーマップ内で参照されるトラフィッククラスで使用できま

す。次の表に、設定できるマーキング機能を示します。

表 9 :設定可能なマーキング機能

説明マーキング機能

レイヤ 3 DSCP。DSCP

レイヤ 3の IP precedence。

（注）

IP precedenceでは、タイプオブサービス
（ToS）フィールドの下位 3ビットだけが使
用されます。TOSフィールドの最初の 3ビッ
トはデバイスによって 0に上書きされます。

IP precedence
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説明マーキング機能

システム内部で操作および照合できる、ロー

カルで有効な QoS値。範囲は 0～ 7です。
QoSグループ

マーキングのステータスは着信パケットに適

用されます。

入力

レイヤ 2 VLAN IDCoS

マーキングの前提条件
分類の前提条件は、次のとおりです。

•モジュラ QoS CLIについて理解している。

•デバイスにログインしている。

注意事項と制約事項
マーキングの設定時のガイドラインと制約事項は次のとおりです。

• showコマンド（internalキーワード付き）はサポートされていません。

• set qos-groupコマンドは入力ポリシーでのみ使用できます。

• BPDU、ルーティングプロトコルパケット、LACP / CDP / BFD、GOLDパケット、収集ト
ラフィック、管理トラフィックなどの制御トラフィックは、基準に基づいて自動的に制御

グループに分類されます。これらのパケットには専用のバッファプールも割り当てられる

ため、データトラフィックの輻輳が制御トラフィックに影響を与えることはありません。

制御 qos-groupトラフィック分類は変更できません。

マーキングの設定
ポリシーマップ内で 1つまたは複数のマーキング機能を組み合わせることにより、QoS値の
設定を制御できます。次に、インターフェイス上の着信パケットまたは発信パケットのいずれ

かにポリシーを適用できます。

コマンドを使用したあと、コマンドの残りの部分を追加する前に、Enterキーを押さないでく
ださい。set setキーワードを入力した直後に Enterを押すと、QoSの設定を続けることができ
なくなります。

（注）
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DSCPマーキングの設定
IPヘッダーの DiffServフィールドの上位 6ビットで、DSCP値を指定の値に設定できます。次
の表に示す標準の DSCP値のほか、0～ 63の数値も入力できます。

表 10 :標準の DSCP値

DSCP値のリスト値

AF11 dscp（001010）：10進値 10af11

AF12 dscp（001100）：10進値 12af12

AF13 dscp（001110）：10進値 14af13

AF21 dscp（010010）：10進値 18af21

AF22 dscp（010100）：10進値 20af22

AF23 dscp（010110）：10進値 22af23

AF31 dscp（011010）：10進値 26af31

AF40 dscp（011100）：10進値 28af32

AF33 dscp（011110）：10進値 30af33

AF41 dscp（100010）：10進値 34af41

AF42 dscp（100100）：10進値 36af42

AF43 dscp（100110）：10進値 38af43

CS1（precedence 1）dscp（001000）：10進値 8cs1

CS2（precedence 2）dscp（010000）：10進値 16cs2

CS3（precedence 3）dscp（011000）：10進値 24cs3

CS4（precedence 4）dscp（100000）：10進値 32cs4

CS5（precedence 5）dscp（101000）：10進値 40cs5

CS6（precedence 6）dscp（110000）：10進値 48cs6

CS7（precedence 7）dscp（111000）：10進値 56cs7

デフォルト dscp（000000）：10進値 0デフォルト

EF dscp（101110）：10進値 46ef
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DSCPの詳細については、Request For Comments（RFC）2475を参照してください。（注）

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

configure terminal

ステップ 2 policy-map-nameという名前のポリシーマップを作成するか、そのポリシーマップにアクセスし、ポリシー
マップモードを開始します。ポリシーマップ名には、アルファベット、ハイフン、またはアンダースコア

文字を含めることができます。ポリシーマップ名は大文字と小文字が区別され、最大 40文字まで設定で
きます。

policy-map [type qos] [match-first] policy-map-name

ステップ 3 class-nameへの参照を作成し、ポリシーマップクラス構成モードを開始します。このクラスは、ポリシー
マップの最後に追加されます。ポリシーマップ内のクラスと現在一致していないトラフィックをすべて選

択するには、class-defaultキーワードを使用します。

class [type qos] {class-name | class-default}

ステップ 4 DSCP値を dscp-valueに設定します。標準値は、前の「標準の DSCP値」表に示されています。

set dscp dscp-value

例：DSCPマーキングの構成

次に、ポリシーマップ設定の表示方法例を示します。

switch# show policy-map policy1

次に、実行構成の例を示します。プレースホルダを、セットアップに関連する値に置

き換えます。

configure terminal
policy-map policy1
class class1
set dscp af31

IP Precedenceマーキングの設定
IPヘッダーの IPv4サービスタイプ（ToS）フィールドのビット 0～ 2にある IP precedence
フィールドの値を設定できます。
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このクラスに一致するパケットの場合、ToSフィールドの最後の 3ビットはデバイスによって
0に上書きされます。

（注）

表 11 :優先順位値

優先順位値のリスト値

IP precedence値0～ 7

クリティカル優先順位（5）クリティカル

フラッシュ優先順位（3）flash

フラッシュオーバーライド優先順位（4）flash-override

即時優先順位（2）即時

インターネットワークコントロール優先順位

（6）
インターネット

ネットワークコントロール優先順位（7）network

プライオリティ優先順位（1）プライオリティ

ルーチン優先順位（0）routine

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

configure terminal

ステップ 2 policy-map-nameという名前のポリシーマップを作成するか、そのポリシーマップにアクセスし、ポリシー
マップモードを開始します。ポリシーマップ名には、アルファベット、ハイフン、またはアンダースコア

文字を含めることができます。ポリシーマップ名は大文字と小文字が区別され、最大 40文字まで設定で
きます。

policy-map [type qos] [match-first] policy-map-name

ステップ 3 class-nameへの参照を作成し、ポリシーマップクラス構成モードを開始します。このクラスは、ポリシー
マップの最後に追加されます。

class [type qos] {class-name | class-default}

ステップ 4 IP precedence値を precedence-valueに設定します。値の範囲は 0～ 7です。前述の「precedence値」表に示
す値のいずれか 1つを入力できます。
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set precedence precedence-value

例：IP Precedenceマーキングの構成

次に、実行構成の例を示します。プレースホルダを、セットアップに関連する値に置

き換えます。

configure terminal
policy-map policy1
class class1
set precedence 3

次に、ポリシーマップ設定の表示方法例を示します。

show policy-map policy1

CoSマーキングの設定
IEEE 802.1Qヘッダーの VLAN IDタグフィールドの上位 3ビットにある CoSフィールドの値
を設定できます。

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

configure terminal

ステップ 2 qos-policy-map-nameという名前のポリシーマップを作成または、アクセスします。そして policy-mapモー
ドに入ります。ポリシーマップ名には、アルファベット、ハイフン、またはアンダースコア文字を含める

ことができます。ポリシーマップ名は大文字と小文字が区別され、最大 40文字まで設定できます。

policy-map [type qos] [match-first] [qos-policy-map-name | qos-dynamic]

ステップ 3 class-map-nameへの参照を作成し、ポリシーマップクラス構成モードを開始します。insert-beforeを使用
して前に挿入するクラスを指定しない限り、ポリシーマップの末尾にクラスが追加されます。ポリシー

マップ内のクラスと現在一致していないトラフィックをすべて選択するには、class-defaultキーワードを使
用します。

class [type qos] {class-map-name | class-default} [insert-before before-class-name]

ステップ 4 CoS値を cos-valueに構成します。値の範囲は 0～ 7です。

set cos cos-value

（注）

VLAN QoSが set qos-groupをサポートします。set cosをサポートしていません。
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例：CoSマーキングの構成

次に、実行構成の例を示します。プレースホルダを、セットアップに関連する値に置

き換えます。

configure terminal
policy-map policy1
class class1
set cos 3

次に、ポリシーマップ設定の表示方法例を示します。

show policy-map policy1

入力マーキングの構成

QoSポリシーマップをインターフェイスに付加することにより、その QoSポリシーマップ内
のマーキング命令を入力パケットに適用できます。入力を選択するには、コマンドでキーワー

ドを指定します。inputservice-policy

詳細については、「QoSポリシーアクションの付加および消去」の項を参照してください。

DSCPポートマーキングの設定
指定した入力ポリシーマップで定義されているトラフィックの各クラスについて、DSCP値を
設定できます。

デバイスのデフォルトの動作では、DSCP値は保存（つまり、DSCPは信頼）されます。ポー
トを非信頼にするには、DSCP値を変更します。QoSポリシーを設定して、指定したインター
フェイスにそのポリシーを付加しない限り、DSCP値は保存されます。

•各方向について各インターフェイスに付加できるポリシータイプ qosマップは 1つだけで
す。

• DSCP値は、Cisco NX-OSデバイスのレイヤ 3ポートで信頼されています。

（注）

手順

ステップ 1 グローバルコンフィギュレーションモードに入ります。

switch# configure terminal

ステップ 2 policy-map-nameという名前のポリシーマップを作成するか、そのポリシーマップにアクセスし、ポリ
シーマップモードを開始します。ポリシーマップ名には、アルファベット、ハイフン、またはアンダー
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スコア文字を含めることができます。ポリシーマップ名は大文字と小文字が区別され、最大40文字まで
設定できます。

switch(config)# policy-map [type qos] [match-first] [policy-map-name]

ステップ 3 class-nameへの参照を作成し、ポリシーマップクラス構成モードを開始します。このクラスは、ポリシー
マップの最後に追加されます。ポリシーマップ内のクラスと現在一致していないトラフィックをすべて

選択するには、class-defaultキーワードを使用します。

switch(config-pmap-qos)# class [type qos] {class-name | class-default}

ステップ 4 DSCP値を dscp-valueに設定します。有効な値は、「DSCPマーキングの設定」の項の「標準の DSCP
値」表に示されています。

switch(config-pmap-c-qos)# set dscp-value

ステップ 5 ポリシーマップコンフィギュレーションモードに戻ります。

switch(config-pmap-c-qos)# exit

ステップ 6 class-nameへの参照を作成し、ポリシーマップクラスコンフィギュレーションモードを開始します。こ
のクラスは、ポリシーマップの最後に追加されます。ポリシーマップ内のクラスと現在一致していない

トラフィックをすべて選択するには、class-defaultキーワードを使用します。

switch(config-pmap-qos)# class [type qos] {class-name | class-default}

ステップ 7 DSCP値を dscp-valueに設定します。有効な値は、「DSCPマーキングの設定」の項の「標準の DSCP
値」表に示されています。

switch(config-pmap-c-qos)# set dscp-value

ステップ 8 ポリシーマップコンフィギュレーションモードに戻ります。

switch(config-pmap-c-qos)# exit

ステップ 9 class-nameへの参照を作成し、ポリシーマップクラス構成モードを開始します。このクラスは、ポリシー
マップの最後に追加されます。ポリシーマップ内のクラスと現在一致していないトラフィックをすべて

選択するには、class-defaultキーワードを使用します。

switch(config-pmap-qos)# class [type qos] {class-name | class-default}

ステップ 10 DSCP値を dscp-valueに設定します。有効な値は、「DSCPマーキングの設定」の項の「標準の DSCP
値」表に示されています。

switch(config-pmap-c-qos)# set dscp-value

ステップ 11 ポリシーマップコンフィギュレーションモードに戻ります。

switch(config-pmap-c-qos)# exit

ステップ 12 イーサネットインターフェイスを設定するためにインターフェイスモードを開始します。

switch(config)# interface ethernet slot/port

ステップ 13 policy-map-nameをインターフェイスの入力パケットに追加します。インターフェイスに付加できるのは、
1つの入力ポリシーおよび 1つの出力ポリシーだけです。
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switch(config-if)# service-policy [type qos] {input | output} {policy-map-name} [no-stats]

例：DSCPポートマーキングの設定

次に、実行構成の例を示します。プレースホルダを、セットアップに関連する値に置

き換えます。

configure terminal
policy-map policy1
class class1
set dscp af31
exit
class class2
set dscp af1
exit
class class-default
set dscp af22
exit
interface ethernet 1/1
service-policy input policy1

次に、ポリシーマップ設定の表示方法例を示します。

switch# show policy-map policy1

マーキング設定の確認
マーキング設定情報を表示するには、次のコマンドを入力します：

show policy-map

マーキングの設定例
次に、マーキングの設定例を示します。

configure terminal
policy-map type qos untrust_dcsp
class class-default
set precedence 3
set qos-qroup 3
set dscp 0
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第 6 章

共有ポリサーの設定

•共有ポリサー（49ページ）
•注意事項と制約事項（50ページ）
•共有ポリサーの設定（50ページ）
•ポリシング設定の確認（52ページ）
•共有ポリサーの構成例（52ページ）

共有ポリサー
QoSでは、一致したトラフィック内のすべてのフローに対して、共有ポリサー内で指定された
帯域幅上限が累積的に適用されます。共有ポリサーによって、同一のポリサーが複数のイン

ターフェイスに同時に適用されます。

たとえば、VLAN1およびVLAN3上のすべてのTrivial File Transfer Protocol（TFTP）トラフィッ
クフローについて 1 Mbpsを許可するように共有ポリサーを設定した場合、デバイスでは、
VLAN1およびVLAN3上で結合されるすべてのフローについて、TFTPトラフィックが1Mbps
に制限されます。

共有ポリサーを設定する際の注意事項を次に示します。

•名前付き共有ポリサーを作成するには、qos shared-policerコマンドを入力します。共有ポ
リサーを作成し、その共有ポリサーを使用するポリシーを作成して、そのポリシーを複数

の入力ポートに付加した場合、デバイスでは、その付加先となっているすべての入力ポー

トからの一致するトラフィックがポリシングされます。

•共有ポリサーはポリシングコマンドの中のポリシーマップクラスで定義します。名前付
き共有ポリサーを複数の入力ポートに付加した場合、デバイスでは、その付加先となって

いるすべての入力ポートからの一致するトラフィックがポリシングされます。

•共有ポリサーはモジュールごとに独立して機能します。
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注意事項と制約事項
次に、送信側ポリシングのガイドラインと制限事項を示します。

•共有ポリサーが、異なるコアまたはインスタンスにまたがるメンバーポートを持つイン
ターフェイスまたは VLANに適用される場合、cirレートは設定されたレートの 2倍にな
ります。

共有ポリサーの設定
共有ポリサー機能を使用すると、同じポリシングパラメータを複数のインターフェイスに同時

に適用できます。共有ポリサーを作成するには、ポリサーに名前を割り当て、指定したイン

ターフェイスに付加したポリシーマップにそのポリサーを適用します。シスコの他のマニュア

ルでは、共有ポリサーは名前付き集約ポリサーとも呼ばれています。

共有ポリサーを構成するには、次の手順を実行します：

1. クラスマップを作成します。

2. ポリシーマップを作成します。

3. ここで説明する方法を使用して、ポリシーマップから共有ポリサーを参照します。

4. サービスポリシーをインターフェイスに適用します。

共有ポリサーで指定したレートは、サービスポリシーを適用したインターフェイスの数だけ共

有されます。共有ポリサーで指定するような独自の専用レートを各インターフェイスが指定す

ることはありません。

（注）

手順の概要

1. switch# configure terminal
2. switch(config)# qos shared-policer [type qos] shared-policer-name [cir] {committed-rate [data-rate]

| percent cir-link-percent} [bc committed-burst-rate [link-speed]] [pir] {peak-rate [data-rate] |
percent cir-link-percent} [be peak-burst-rate [link-speed]] {{conform conform-action [exceed {drop
| set dscp dscp table cir-markdown-map} [violate {drop | set dscp dscp table pir-markdown-map}]]}}

3. switch(config)# policy-map [type qos] [match-first] {qos-policy-map-name | qos-dynamic}
4. switch(config-pmap-qos)# class [type qos] {class-map-name | qos-dynamic | class-default}

[insert-before before-class-map-name]
5. switch(config-pmap-c-qos)# police aggregate shared-policer-name
6. switch(config-pmap-c-qos)# exit
7. switch(config-pmap-qos)# exit

8. （任意） switch(config)# show policy-map [type qos] [policy-map-name | qos-dynamic]
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9. （任意） switch(config)# copy running-config startup-config

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します。

switch# configure terminalステップ 1

共有ポリサーを作成するか、共有ポリサーにアクセ

スします。共有ポリサー名には、アルファベット、

switch(config)# qos shared-policer [type qos]
shared-policer-name [cir] {committed-rate [data-rate] |
percent cir-link-percent} [bc committed-burst-rate

ステップ 2

ハイフン、またはアンダースコア文字を含めること
[link-speed]] [pir] {peak-rate [data-rate] | percent

ができます。共有ポリサー名は大文字と小文字が区
cir-link-percent} [be peak-burst-rate [link-speed]]

別され、最大 40文字まで設定できます。cirをビッ{{conform conform-action [exceed {drop | set dscp dscp
ト数で、またはリンクレートの割合としてポリシンtable cir-markdown-map} [violate {drop | set dscp dscp

table pir-markdown-map}]]}} グします。データレートが ≤ cirならば、conformア
クションが実行されます。beおよび pirを指定しな
い場合は、他のすべてのトラフィックでviolateアク
ションが実行されます。beまたは violateを指定し
た場合は、データレート ≤ pirならば exceedアク
ションが実行され、それ以外ならばviolateアクショ
ンが実行されます。

（注）

64バイトのパケットサイズが cir ppsの場合に使用
されます。これにより、64 * 8 ppsから bpsに変換
されます。

qos-policy-map-nameという名前のポリシーマップを
作成するか、そのポリシーマップにアクセスし、ポ

switch(config)# policy-map [type qos] [match-first]
{qos-policy-map-name | qos-dynamic}

ステップ 3

リシーマップモードを開始します。ポリシーマッ

プ名には、アルファベット、ハイフン、またはアン

ダースコア文字を含めることができます。ポリシー

マップ名は大文字と小文字が区別され、最大 40文
字まで設定できます。

class-map-nameへの参照を作成し、ポリシーマップ
クラスコンフィギュレーションモードを開始しま

switch(config-pmap-qos)# class [type qos]
{class-map-name | qos-dynamic | class-default}
[insert-before before-class-map-name]

ステップ 4

す。insert-beforeを使用して前に挿入するクラスを
指定しない限り、ポリシーマップの末尾にクラスが

追加されます。ポリシーマップ内のクラスと現在一

致していないトラフィックをすべて選択するには、

class-defaultキーワードを使用します。
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目的コマンドまたはアクション

ポリシーマップ内で shared-policer-nameへの参照を
作成します。

switch(config-pmap-c-qos)# police aggregate
shared-policer-name

ステップ 5

ポリシーマップクラスコンフィギュレーション

モードを終了し、ポリシーマップモードを開始し

ます。

switch(config-pmap-c-qos)# exitステップ 6

ポリシーマップモードを終了し、グローバルコン

フィギュレーションモードを開始します。

switch(config-pmap-qos)# exitステップ 7

設定済みのすべてのタイプ qosのポリシーマップ、
または選択したタイプ qosのポリシーマップについ
て情報を表示します。

（任意） switch(config)# show policy-map [type qos]
[policy-map-name | qos-dynamic]

ステップ 8

実行中の設定をスタートアップコンフィギュレー

ションに保存します。

（任意） switch(config)# copy running-config
startup-config

ステップ 9

例

次に、test1共有ポリサー設定を表示する例を示します。

switch# show qos shared-policer test1

ポリシング設定の確認
ポリシングの設定情報を表示するには、次の作業のいずれかを行います。

ポリシーマップおよびポリシングについての

情報を表示します。

show policy-map

すべての共有ポリサーについての情報を表示

します。

show qos shared-policer [type qos] [policer-name]

共有ポリサーの構成例
次に、共有ポリサーにポリシングを設定する方法の例を示します。

configure terminal
qos shared-policer type qos udp_10mbps cir 10 mbps pir 20 mbps conform transmit exceed
set dscp dscp table cir-markdown-map violate drop
policy-map type qos udp_policy
class type qos udp_qos
police aggregate udp_10mbps
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。


