
概要

この章は、次の内容で構成されています。

•システム管理機能, on page 1
•ライセンス要件（4ページ）
•サポートされるプラットフォーム（4ページ）

システム管理機能
このマニュアルに記載されているシステム管理機能について説明します。

説明特長

実行中のバッファの監視機能は、詳細なバッ

ファ占有率のデータを提供し、ネットワーク

輻輳の検出、ネットワーク輻輳がネットワー

ク運用にいつどのような影響を与えているか

を理解するための過去のイベントの確認、過

去の傾向の理解、アプリケーショントラフィッ

クフローのパターンの識別に役立ちます。

実行中のバッファの監視

ワープモードでは、転送テーブルを単一のテー

ブルに統合することによりアクセスパスが短

縮されるため、フレームおよびパケットの処

理がより高速になります。ワープモードでは、

遅延が最大 20パーセント削減されます。

ワープモード

ユーザーアカウントおよびロールベースアク

セスコントロール（RBAC）では、割り当て
られたロールのルールを定義できます。ロー

ルは、ユーザーが管理操作にアクセスするた

めの許可を制限します。各ユーザーロールに

複数のルールを含めることができ、各ユーザー

が複数のロールを持つことができます。

ユーザーアカウントおよび RBAC
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説明特長

Session Managerを使用すると、コンフィギュ
レーションを作成し、すべて正しく設定され

ていることを確認および検証したあとでバッ

チモードで適用できます。

Session Manager

Cisco Generic Online Diagnostics（GOLD）で
は、複数のシスコプラットフォームにまたが

る診断操作の共通フレームワークを定義して

います。オンライン診断フレームワークでは、

中央集中システムおよび分散システムに対応

する、プラットフォームに依存しない障害検

出アーキテクチャを規定しています。これに

は共通の診断 CLIとともに、起動時および実
行時に診断するための、プラットフォームに

依存しない障害検出手順が含まれます。

プラットフォーム固有の診断機能は、ハード

ウェア固有の障害検出テストを行い、診断テ

ストの結果に応じて適切な対策を実行できま

す。

オンライン診断

システムメッセージロギングを使用して宛先

を制御し、システムプロセスが生成するメッ

セージのシビラティ（重大度）をフィルタリ

ングできます。端末セッション、ログファイ

ル、およびリモートシステム上の syslogサー
バーへのロギングを設定できます。

システムメッセージロギングは RFC 3164に
準拠しています。システムメッセージのフォー

マットおよびデバイスが生成するメッセージ

の詳細については、『Cisco NX-OS System

Messages Reference』を参照してください。

システムメッセージロギング

Call Homeは重要なシステムポリシーを電子
メールで通知します。Cisco NX-OSでは、ポ
ケットベルサービス、標準的な電子メール、

またはXMLベースの自動化された解析アプリ
ケーションとの最適な互換性のために、広範

なメッセージ形式が提供されています。この

機能を使用して、ネットワークサポートエン

ジニアやネットワークオペレーションセン

ターを呼び出せます。また、Cisco Smart Call
Homeサービスを使用して、TACでケースを
自動的に生成することもできます。

Smart Call Home
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説明特長

設定のロールバック機能を使用すると、Cisco
NX-OSのコンフィギュレーションのスナップ
ショットまたはユーザーチェックポイントを

使用して、スイッチをリロードしなくても、

いつでもそのコンフィギュレーションをスイッ

チに再適用できます。権限のある管理者であ

れば、チェックポイントで設定されている機

能について専門的な知識がなくても、ロール

バック機能を使用して、そのチェックポイン

トコンフィギュレーションを適用できます。

設定のロールバック

簡易ネットワーク管理プロトコル（SNMP）
は、SNMPマネージャとエージェント間の通
信用メッセージフォーマットを提供する、ア

プリケーションレイヤプロトコルです。SNMP
では、ネットワーク内のデバイスのモニタリ

ングと管理に使用する標準フレームワークと

共通言語が提供されます。

SNMP

RMONは、各種のネットワークエージェント
およびコンソールシステムがネットワークモ

ニタリングデータを交換できるようにするた

めの、Internet Engineering Task Force（IETF）
標準モニタリング仕様です。Cisco NX-OSで
は、Cisco NX-OSデバイスをモニターするた
めの、RMONアラーム、イベント、およびロ
グをサポートします。

RMON

スイッチドポートアナライザ（SPAN）機能
（ポートミラーリングまたはポートモニタリ

ングとも呼ばれる）は、ネットワークアナラ

イザによる分析のためにネットワークトラ

フィックを選択します。ネットワークアナラ

イザは、Cisco SwitchProbe、ファイバチャネ
ルアナライザ、またはその他のリモートモニ

タリング（RMON）プローブです。

SPAN

グレースフル挿入および削除（GIR）メンテナ
ンスモードは、N3500プラットフォームでは
サポートされていません。

GIR
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ライセンス要件
Cisco NX-OSを動作させるには、機能とプラットフォームの要件に従って適切なライセンスを
取得し、インストールする必要があります。

•基本（Essential）ライセンスとアドオンライセンスが、さまざまな機能セットに使用でき
ます。

•ライセンスは、製品および購入オプションに応じて、永続的、一時的、または評価可能な
場合があります。

•高度な機能を使用するには、基本ライセンス以外の追加の機能ライセンスが必要です。

•高度な機能を使用するには、基本ライセンス以外の追加ライセンスが必要です。

•ライセンスの適用と管理は、デバイスのコマンドラインインターフェイス（CLI）を介し
て行われます。

ハードウェアの取り付け手順の詳細については、次を参照してください。『Cisco NX-OS

Licensing Guide』および Cisco NX-OSライセンシングオプションガイド。

サポートされるプラットフォーム
Nexus Switchプラットフォームサポートマトリックスは、次をリストします：

•サポートされている Cisco Nexus 9000および 3000スイッチモデル

• NX-OSソフトウェアリリースバージョン

フルプラットフォーム機能マッピングは、「NexusSwitchプラットフォームサポートマトリッ
クス」を参照します。
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https://www.cisco.com/c/en/us/td/docs/switches/datacenter/sw/nx-os/licensing/guide/b_Cisco_NX-OS_Licensing_Guide.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/sw/nx-os/licensing/guide/b_Cisco_NX-OS_Licensing_Guide.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/licensing-options/cisco-nexus-licensing-options-guide.html
https://www.cisco.com/c/dam/en/us/td/docs/Website/datacenter/platform/platform.html
https://www.cisco.com/c/dam/en/us/td/docs/Website/datacenter/platform/platform.html


翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。


