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プライオリティフロー制御について
Class Based Flow Control（CBFC）または Per Priority Pause（PPP）とも呼ばれるプライオリティフ
ロー制御（PFC；IEEE 802.1Qbb）は、輻輳が原因のフレーム損失を防ぐメカニズムです。PFCは
802.3xフロー制御（ポーズフレーム）またはリンクレベルフロー制御（LFC）と類似していま
す。ただし、PFCはサービスクラス（CoS）ごとに運用されます。

バッファしきい値が輻輳により超過された場合、指定された期間リンク上のすべてのデータ送信

を一時停止するために、ピアにポーズフレームを送信します。（トラフィックが設定されたしき

い値を下回り）輻輳が軽減されると、再開フレームはリンク上でデータ伝送を再開することが保

障されます。

これに対して、輻輳中は、どのCoS値を一時停止する必要があるかを示すポーズフレームを PFC
が送信します。PFCポーズフレームには、トラフィックが一時停止する必要のある時間の長さを
示す各 CoSの 2オクテットのタイマー値が含まれます。タイマーの時間単位はポーズ量子で指定
されます。量子は、ポートの速度で 512ビットを送信するために必要な時間です。範囲は 0～
65535です。ポーズ量子が 0のポーズフレームは、一時停止したトラフィックを再開する再開フ
レームを示します。
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他のクラスが通常の動が許可される一方で、トラフィックの特定のサービスクラスのみフロー制

御を使用できます。

（注）

PFCはピアに対して、既知のマルチキャストアドレスにポーズフレームを送信して、特定のCoS
値を持つフレームの送信を停止するように求めます。このポーズフレームは、ピアによる受信時

に転送されない 1ホップフレームです。輻輳が軽減されると、PFCはピアにフレームの伝送の再
開を要求できます。

プライオリティフロー制御の前提条件
PFCには、次の前提条件があります。

•モジュラ QoS CLIについて理解している。

•デバイスにログインしている。

プライオリティフロー制御のガイドラインと制約事項
Nexus 3500プラットフォームのPFC構成時のガイドラインと制約事項は次のとおりです。

• PFCは、qos-group 2および qos-group 3に一致する network-qosクラスでのみサポートされま
す。他の qos-group一致するクラスで構成すると、エラーが発生します。

• network-qosポリシーで PFCを構成する場合は、pauseコマンドの pause pfc-cosバリアントを
使用します。

• pauseコマンドの pause no-dropバリアントは、LLFCの構成にのみ使用されます。

•同じスイッチで LLFCと PFCを同時に設定しないことをお勧めします。フロー制御には、次
の構成から 1つだけ選択します。

[PFC設定（PFC Configuration）]: network-qos構成のpause pfc-cosバリアントのみで、ポート
での優先フロー制御を有効にします。

[LLFC設定（LLFC Configuration）] :ポートでのネットワークQoSポリシーとフロー制御送
受信の pause no-dropバリアントのみ。

• PFCが正しく機能するためには、PFC対応ネットワークの参加エンティティは、標準に従っ
てPFCフレームを受け入れる必要があります。ピアがPFCフレームを受け入れると、輻輳し
ているキューに対してのみ PFCフレームが生成されます。

ただし、ピアが PFCフレームを受け入れない場合、バッファのしきい値を超えたパケットを
すぐにドロップするプロビジョニングはありません。その結果、no-dropバッファ全体が使い
果たされ、PFCフレームが他の非輻輳/トラフィックなしの no-dropキューに送信されます。
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• PFCフレームは、マルチキャストキューに到達する輻輳したトラフィックに対して生成され
ます。

•一時停止バッファのしきい値は、network-qosポリシーで構成されます。

•ポーズバッファサイズのしきい値設定の追加は、ケーブル長が 100m未満の場合はオプショ
ンであり、設定する必要はありません。

•ケーブル長が 100 mを超える場合、ポーズバッファサイズのしきい値設定は必須であり、
ネットワーク QoSポリシー設定の一部として必要です。

• PFCがポートまたはポートチャネルでイネーブルにされる場合でも、ポートフラップは発生
しません。

• PFC設定は、送信（Tx）および受信（Rx）の両方向で PFCをイネーブルにします。

•ポーズフレームの設定時間量子はサポートされません。

•この設定は、特定のトラフィッククラスキューにマッピングされ、一時停止が選択されたス
トリームをサポートしません。クラスにマッピングされたすべてのフローは、no-dropとして
扱われます。これにより、キュー全体のスケジューリングが行われず、キューのすべてのス

トリームでトラフィックが一時停止します。no-dropクラスのロスレスサービスを実現するに
は、キュー内で no-dropクラスのトラフィックに限定することを Ciscoは推奨します。

• no-dropクラスが 802.1p CoS xに基づいて分類され、内部プライオリティ値（QoSグループ）
yを割り当てた場合は、802.1p CoS上でのみトラフィックを区別するために内部プライオリ
ティ値 xを使用して、他のフィールドを使用しないことを推奨します。分類が CoSに基づい
ていない場合、割り当てられるパケットプライオリティは xで、これにより、内部プライオ
リティ xおよび yのパケットが同じプライオリティ xにマッピングする結果となります。

• PFC機能では、どの最大伝送単位（MTU）サイズでも、最大 2つの no-dropクラスがサポー
トされます。ただし、次の要因に基、づいて、PFC-enabledインターフェイスの数に制限があ
ります。

• no-dropクラスのMTUサイズ

•一時停止しきい値のバッファサイズ

• 10Gおよび 40Gポートの数

•デフォルトのMTUおよび 10Gポートで一時停止しきい値を設定する場合、PFCで有効
にできるインターフェイスの最大数は約 20インターフェイスです。

• systemjumbomtuコマンドを使用して、システム内のMTUの上限を定義できます。MTU範囲
は、1500～ 9216バイトで、デフォルトは 9216バイトです。

•インターフェイスQoSポリシーはシステムポリシーよりも優先されます。PFCの優先度の派
生も同じ順序で行われます。

•入力と出力の両方において、すべてのPFC対応インターフェイスで同じインターフェイスレ
ベルの QoSポリシーを適用していることを確認します。
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PFCの設定に関係なく、インターフェイスレベルまたはシステムレベ
ルで完全-優先レベルがあるキューイングポリシーの適用または削除を
する前にトラフィックを停止することを Ciscoは推奨します。

注意

•ネットワークを介してエンドツーエンドのロスレスサービスを実現するには、no-dropクラス
トラフィックフロー（Tx/Rx）を介して各インターフェイスで PFCをイネーブルにすること
を Ciscoは推奨します。

•トラフィックがない場合は PFC設定を変更することを Ciscoは推奨します。このようにしな
いと、システムのMemoryManagementUnit（MMU）に既に含まれているパケットが、予期さ
れるとおりに処理されない可能性があります。

• no-dropクラスにデフォルトのバッファサイズを使用するか、または10Gおよび40Gインター
フェイスおよび no-dropクラスMTUサイズに適した異なるネットワークQoSポリシーを設定
することを Ciscoは推奨します。バッファサイズを CLIを使用して指定する場合は、リンク
速度、MTUサイズに関係なく、すべてのポートに同じバッファサイズが割り当てられます。
10Gおよび 40Gインターフェイスへの同じポーズバッファサイズの適用はサポートされませ
ん。

•出力キューのドロップの原因になるため、no-dropクラスでWREDをイネーブルにしないで
ください。

• VLANタグ付きパケットの場合、プライオリティはVLANタグの 802.1pフィールドに基づい
て割り当てられ、割り当てられた内部プライオリティ（qos-group）よりも優先されます。
DSCPまたは IPアクセスリストの分類は、VLANタグ付きフレームでは実行できません。

•非VLANタグ付きフレームの場合、入力QoSポリシーによって提供される set qos-groupアク
ションに基づいてプライオリティが割り当てられます。分類は、precedence、DSCP、または
access-listなどのQoSポリシーで許可される一致条件に基づきます。このクラスの network-qos
ポリシーで提供される pfc-cos値が、この場合の qos-group値と同じであることを確認しま
す。

プライオリティフロー制御のデフォルト設定
表 1 :デフォルトの PFC設定

デフォルトパラメータ

自動（Auto）PFC
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プライオリティフロー制御の構成
アクティブなネットワーク QoSポリシーで定義されている CoSの no-drop動作をイネーブルにす
るには、ポート単位の PFCを設定できます。PFCは、次の 3種類のモードのいずれかに設定でき
ます。

• on：ピアの機能に関係なく、ローカルポートで PFCをイネーブルにします。

• off：ローカルポートで PFCをディセーブルにします。

手順の概要

1. configure terminal
2. interface type slot/port

3. priority-flow-control mode [ | off |on]
4. show interface priority-flow-control

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始し

ます。

configure terminal

例：

Step 1

switch# configure terminal
switch(config)#

指定したインターフェイス上でインターフェイスモー

ドを開始します。

interface type slot/port

例：

Step 2

switch(config)# interface ethernet 2/5
switch(config-if)#

PFCを onモードに設定します。priority-flow-control mode [ | off |on]

例：

Step 3

switch(config-if)# priority-flow-control mode on
switch(config-if)#

（任意）すべてのインターフェイスの PFCのステー
タスを表示します。

show interface priority-flow-control

例：

Step 4

switch# show interface priority-flow-control
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トラフィッククラスのプライオリティフロー制御のイ

ネーブル化
特定のトラフィッククラスの PFCをイネーブルにできます。

手順の概要

1. configure terminal
2. class-map type qos class-name

3. match cos cos-value

4. exit
5. policy-map type qos policy-name

6. class type qos class-name

7. set qos-group qos-group-value

8. exit
9. exit
10. class-map type network-qos match-any class-name

11. match qos-group qos-group-value

12. exit
13. policy-map type network-qos policy-name

14. class type network-qos class-name

15. pause pfc cos-value
16. exit
17. exit
18. system qos
19. service-policy type network-qos policy-name

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始

します

configure terminal

例：

Step 1

switch# configure terminal
switch(config)#

トラフィックのクラスを表す名前付きオブジェクト

を作成します。クラスマップ名には、アルファベッ

class-map type qos class-name

例：

Step 2

ト、ハイフン、またはアンダースコア文字を含めるswitch(config)# class-map type qos c1
switch(config-cmap-qos)# ことができます。クラスマップ名は大文字と小文字

が区別され、最大 40文字まで設定できます。
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目的コマンドまたはアクション

パケットをこのクラスに分類する場合に照合する

CoS値を指定します。CoS値は、0～ 7の範囲で設
定できます。

match cos cos-value

例：

switch(config-cmap-qos)# match cos 2

Step 3

クラスマップモードを終了し、グローバルコンフィ

ギュレーションモードを開始します。

exit

例：

Step 4

switch(config-cmap-qos)# exit
switch(config)#

トラフィッククラスのセットに適用されるポリシー

のセットを表す名前付きオブジェクトを作成しま

policy-map type qos policy-name

例：

Step 5

す。ポリシーマップ名は、最大 40文字の英字、ハswitch(config)# policy-map type qos p1
switch(config-pmap-qos)# イフン、または下線文字を使用でき、大文字と小文

字が区別されます。

クラスマップをポリシーマップに関連付け、指定

したシステムクラスのコンフィギュレーションモー

ドを開始します。

class type qos class-name

例：

switch(config-pmap-qos)# class type qos c1
switch(config-pmap-c-qos)#

Step 6

（注）

アソシエートされるクラスマップには、ポリシー

マップタイプと同じタイプが必要です。

トラフィックをこのクラスマップに分類する場合に

照合する 1つまたは複数の qos-group値を設定しま
す。デフォルト値はありません。

set qos-group qos-group-value

例：

switch(config-pmap-c-qos)# set qos-group 2

Step 7

システムクラスコンフィギュレーションモードを

終了し、ポリシーマップモードを開始します。

exit

例：

Step 8

switch(config-pmap-c-qos)# exit
switch(config-pmap-qos)#

ポリシーマップモードを終了し、グローバルコン

フィギュレーションモードを開始します。

exit

例：

Step 9

switch(config-pmap-qos)# exit
switch(config)#

トラフィックのクラスを表す名前付きオブジェクト

を作成します。クラスマップ名には、アルファベッ

class-map type network-qos match-any class-name

例：

Step 10

ト、ハイフン、またはアンダースコア文字を含めるswitch(config)# class-map type network-qos
match-any c1
switch(config-cmap-nqos)#

ことができます。クラスマップ名は大文字と小文字

が区別され、最大 40文字まで設定できます。

QoSグループ値のリストに基づいてパケットを照合
することによって、トラフィッククラスを設定しま

match qos-group qos-group-value

例：

Step 11
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目的コマンドまたはアクション

す。QoSグループ 2およびQoSグループ 3でサポー
トされます。

switch(config-cmap-nqos)# match qos-group 2

クラスマップモードを終了し、グローバルコンフィ

ギュレーションモードを開始します。

exit

例：

Step 12

switch(config-cmap-nqos)# exit
switch(config)#

トラフィッククラスのセットに適用されるポリシー

のセットを表す名前付きオブジェクトを作成しま

policy-map type network-qos policy-name

例：

Step 13

す。ポリシーマップ名は、最大 40文字の英字、ハswitch(config)# policy-map type network-qos p1
switch(config-pmap-nqos)# イフン、または下線文字を使用でき、大文字と小文

字が区別されます。

クラスマップをポリシーマップに関連付け、指定

したシステムクラスのコンフィギュレーションモー

ドを開始します。

class type network-qos class-name

例：

switch(config-pmap-nqos)# class type network-qos
c1
switch(config-pmap-nqos-c)#

Step 14

（注）

アソシエートされるクラスマップには、ポリシー

マップタイプと同じタイプが必要です。

PFCは、どのCoS値を一時停止する必要があるかを
示す一時停止フレームを送信します。(CoS値の範囲
は 0～ 7です。)

pause pfc cos-value

例：

switch(config-pmap-nqos-c)# pause pfc-cos 2

Step 15

（注）

Nexus 3500は、一時停止コマンドのreceiveオプショ
ンをサポートしていません。receiveオプションを設
定するとエラーが発生します。

コンフィギュレーションモードを終了し、ポリシー

マップモードを開始します。

exit

例：

Step 16

switch(config-pmap-nqos-c)# exit
switch(config-pmap-nqos)#

ポリシーマップモードを終了し、グローバルコン

フィギュレーションモードを開始します。

exit

例：

Step 17

switch(config-pmap-nqos)# exit
switch(config)#

システムクラスコンフィギュレーションモードを

開始します。

system qos

例：

Step 18

switch(config)# system qos
switch(config-sys-qos)#
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目的コマンドまたはアクション

システムレベルまたは特定のインターフェイスに

ネットワーク QoSタイプのポリシーマップを適用
します。

service-policy type network-qos policy-name

例：

switch(config-sys-qos)# service-policy type
network-qos p1

Step 19

一時停止バッファーのしきい値の構成
一時停止バッファのしきい値は、network-qosポリシーで設定されます。システム内のすべての
ポートで共有されます。

入力キューイングポリシーでの一時停止しきい値の設定は、Nexus 3500ではサポートされていま
せん。

（注）

手順の概要

1. configure terminal
2. policy-map type queuing policy-map-name

3. class-map type network-qos class-map-name

4. pause buffer-size buffer-size pause threshold xoff-size resume threshold xon-size pfc-cos pfc-cos-value

5. no pause buffer-size buffer-size pause threshold xoff-size resume-threshold xon-size pfc-cos
pfc-cos-value

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始し

ます。

configure terminalStep 1

ポリシーマップキューイングクラスモードを開始

し、タイプキューイングポリシーマップに割り当て

られたポリシーマップを識別します。

policy-map type queuing policy-map-nameStep 2

タイプ network-qosのクラスマップを付加し、
network-qosクラスキューイングモードを開始しま
す。

class-map type network-qos class-map-nameStep 3

ポーズと再開のためのバッファのしきい値設定を指

定します。

pause buffer-size buffer-size pause threshold xoff-size
resume threshold xon-size pfc-cos pfc-cos-value

Step 4

プライオリティフロー制御の構成

9

プライオリティフロー制御の構成

一時停止バッファーのしきい値の構成



目的コマンドまたはアクション

ポーズと再開のためのバッファのしきい値設定を削

除します。

no pause buffer-size buffer-size pause threshold xoff-size
resume-threshold xon-size pfc-cos pfc-cos-value

Step 5

例

例：

switch(config-cmap-nqos)# class type network-qos nc2
switch(config-cmap-nqos)# match qos-group 2
switch(config-cmap-nqos)#
switch(config-cmap-nqos)# policy-map type network-qos n1
switch(config-pmap-nqos)# class type network-qos nc2
switch(config-pmap-nqos-c)# pause buffer-size 30000 pause-threshold 29000 resume-threshold
12480 pfc-cos 2

キュー制限の設定
queue-limitは、network-qosポリシーで設定されます。

キュー制限は、no-drop（PFC）対応のネットワーク QoSクラスで設定できます。ただし、キュー
制限はそのようなクラスでは効果がありません。

（注）

手順の概要

1. configure terminal
2. policy-map type network-qos policy-map-name

3. class-map type network-qos class-map-name

4. queue-limit queue-size bytes

手順の詳細

手順

目的コマンドまたはアクション

グローバルコンフィギュレーションモードを開始し

ます。

configure terminalStep 1

network-qosキューイングクラスモードを開始し、タ
イプnetwork-qosポリシーマップに割り当てられたポ
リシーマップを識別します。

policy-map type network-qos policy-map-nameStep 2

プライオリティフロー制御の構成
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目的コマンドまたはアクション

タイプ network-qosのクラスマップを付加し、
network-qosクラスキューイングモードを開始しま
す。

class-map type network-qos class-map-nameStep 3

キュー制限を指定します。（範囲は20480～6000000
です。）

queue-limit queue-size bytesStep 4

プライオリティフロー制御の設定の確認
PFC設定を表示するには、次の作業を実行します。

目的コマンド

すべてのインターフェイスまたは特定のモジュー

ルの PFCのステータスを表示します。
show interface priority-flow-control {module
[number]}

すべてのインターフェイスまたは特定のモジュー

ルの PFCの詳細ステータスを表示します。
show interface priority-flow-control [detail]module
[number]

インターフェイスごとのPFCステータスを表示
します。

show interface Ethernet {mod-number |
port-number} priority-flow-control [detail]

プライオリティフロー制御の設定例
次に、PFCの設定例を示します。
configure terminal
interface ethernet 1/1
priority-flow-control mode on

次に、トラフィッククラスで PFCをイネーブルにする例を示します。
switch(config)# class-map type qos c2
switch(config-cmap-qos)# match cos 2
switch(config-cmap-qos)# exit

switch(config)# policy-map type qos p1
switch(config-pmap-qos)# class type qos c2
switch(config-pmap-c-qos)# set qos-group 2
switch(config-pmap-c-qos)# exit
switch(config-pmap-qos)# exit

switch(config)# class-map type queuing cq2
switch(config-cmap-que)# match qos-group 2
switch(config-cmap-que)# exit

switch(config)# policy-map type queuing pq1
switch(config-pmap-que)# class type queuing cq2
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switch(config-pmap-c-que)# bandwidth percent 20
switch(config-pmap-c-que)# exit
switch(config-pmap-que)# exit

switch(config)# class-map type network-qos cn1
switch(config)# class-map type network-qos n2
switch(config-cmap-nqos)# match qos-group 2
switch(config-cmap-nqos)# exit

switch(config)# policy-map type network-qos pn1
switch(config-pmap-nqos)# class type network-qos n2
switch(config-pmap-nqos-c)# pause pfc-cos 2
switch(config-pmap-nqos-c)# exit
switch(config-pmap-nqos)# exit

switch(config)# system qos
switch(config-sys-qos)# service-policy type network-qos pn1
switch(config-sys-qos)# service-policy type qos input p1
switch(config-sys-qos)# service-policy type queuing output pq1

プライオリティフロー制御機能に問題がある場合は、トラブルシューティングのために次のコマ

ンドから出力を収集します：

• show tech-support module 1

•内部 QoSハードウェアバッファ/構成情報を表示します。

• show tech-support aclqos

• PFC構成/ステータスコマンドを表示します。

• show tech-support

•他の QoS内部コマンドとともにshow running config出力を表示します。

（注）

プライオリティフロー制御の構成

12

プライオリティフロー制御の構成

プライオリティフロー制御の設定例
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