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REnFET,

ersadFarEfT AL, SSHAN—Y 502 78 hablxbind b RSA F—~27 234
KENET,
7 4L N TlE. CiscoNexus /34 A3 1024 £ F®D RSA F—&AE LET,
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« PRERTE ¢ KB CHEMEZRBREE T SSH 7 7 E 2AOF AR LI E T,

ARTERIR DR, - ARICET DM AAA —_—~D THIASE R R L, AN
= h TR AIZE LD LET,

X T4 DREIE  EHHOGEHAEZMEN L7727 7 B X LRHET 7 & 2Ol
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HIBA 12 &k % SSH SREE D LA
o7 at ATIE, HIBA DMER SN TWDEHAIZSSHERGED ED L DI T DN T
FEAL £,
process_summary

SSH #—/N—|Z, HIBA AGRE Y 2 — VAN L, FiEF i — —FEHAEZ LB L £7,
77tXi %ﬁéhtfﬂbmkﬁﬁ-ﬂLTHBA%/;~w#3—# DREAEZ E

WAHEE L2 SAIA T 5- SNk, HIBARGEDN KB L7284, SSH Y — 3—1%, #kiasT
<. m®mﬁﬁ& T =Ny I T LGERHY T,

process_workflow

WOBERET, HIBA Z i L7- SSHERGEY = AT OWTHBA L £,

1. [SSH #&#Eat1T (SSH Connection Attempt) | : =—H—{X, SSH TAA v F~DHHi 2 ik
TLET,

2. [(EIBAZ iR~ (CertificatePresentation) | : SSHZ 7 A 7> hE, AA v F LD SSH¥—
Nl —HF—DFEEE R L ET,

3. [HIBA EYa—/LFEUH L (HIBA Modulelnvocation) ] : SSH #—/3—(%, Z DR
(AuthorizedPrincipalsCommand) (2225 T, HIBA 7KGRE ¥ = — VAN L £ 7,

4, [FIBAZDHRELE (Certificate Validation) ]| : HIBA €Y = —/LiX, ROMGEEZFEITLET -
« MR S 4172 HIBA CA & A L Ca— P —fEEDOBEL Z MR L £,
« RA NERAENSHAA MDD 2 LET,
«RANID &—ET 22—V —GENENOFR R HE] 2F =y 7 LET,

5. [7YtARRE (AccessDecision) ] : HIBAE Y = —/LORGEIZEE SN T, ROWTHN
IThihvET :
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HIBA € =2 —/UZ | A8h7eft5Ena— |[HERtSSnET, |[IT&8hFET,

Ko TEFICHRIES | —iEAEICH Y £
nNFELE KR

2o —FERAEN M | o — P —FEHEICA |HIBA €Y 2 —/LIZ [SSH $— 3—(%, fih
NTHDH, BIET | ENRROY | Lo TT 7B ANE | OFFETIEC T +—
XFEHA, FHATLT, Ha3nE LR, IRy 7T BEGEMN
HOET (S
TWBE5EE) .

SSH 2ZE (D HIBA &AL
ZOFMETIX, SSHARA RN TAT YT 47 4 N—ADFRA (HIBA) OFERIZOWTHB L
i ‘a‘o

Z ORERC T, %H%~N~% DARL, HIBACA®D k7 A MRA > hDOFERL. SSHAR A b
FERAE DG, PRI HIBA 23 5720 ® SSH r— — Dk 2170 F 97,

)

GE)  #HTHIBA 2T 2546, a—HL o2—F— T H o hOFDOMORERE~ AAA 4%—
A~&k\%%@$Hmﬁﬁﬁ%ﬁﬁbfx4/% 074 T&E 7, HIBAZ AT
. BEfFoO 1 —J L SSH = —H— %, BRI TWW/F%M%L&%@D\M%iti7
2y ENER A,

1R BRI
HIBA ZA&T 2 H1IZ, IROSZMERL TS 7ZE0
« AR (CA) 2&ETe, MEET D PKIA V7T ARNT 7 T v,

s CA H—r S~ DR,

FIE

AT 71 configureterminal
1 -

switch# configure terminal

Jua— U E— REBB L E T,

AT w72 sshkey ecdsa bits
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ATvT3

ATy T4

ATy TH

ATvT6

SSH 32510 HIBA D# .

1 :

switch(config)# ssh key ecdsa 384

AA v FDECDSA F—XT7 24 LET, ZOHTIX, 384 £y h®D ECDSA F—NMEH I TWET,
X2 T4 RV —LF Ty N7+ —ATHR— N EINAF— A XEFEHLET,

ssh key export bootflash:file_name ecdsa
i

switch (config) # ssh key export bootflash:host key ecdsa
Enter Passphrase:

SSH 7R A | ECDSA ¥—%7— 77 vV allty AR— h Liﬁ‘o ‘/[Z‘%:N—FL; CT file name %ﬁ?ﬁbi
bdéo
T AR— &, SFTP #fFH L T host_key 33 X N host_key.pub T 7 ANECA~ Y AAIHRE L ET
switch(config)# feature sftp-server
# On CA machine:
sftp admin@<switch ip>

sftp> get host key .
sftp> get host key.pub .

crypto catrustpoint openssh-ca type ssh
1 -

switch (config)# crypto ca trustpoint openssh-ca type ssh

HIBACAD h T A FiRA > bEER LET, —EMZ2E 572912, openssh-ca & W) ARTEMH L £,

crypto ca authenticate openssh-ca type ssh ecdsa-sha2-nistp384 public_key

i -
switch (config-trustpoint)# crypto ca authenticate openssh-ca type ssh ecdsa-sha2-nistp384
AAAAE2V]ZHNhLXNoYTItbmlzdHAzODQAAAAIbm]zdHAZODQAAABhBBPiMs3fwftVUOMT... /home/admin/.hiba-ca CA

CANBAF—% A AR — M L CHIBACAZZRFEL £7, F—FSNE2EEOCAANFRAF—ICEEH LT T,

crypto caenroll openssh-catype ssh host-certificate ecdsa-sha2-nistp384-cert-vO1l@openssh.comcertificate_content
151

switch (config)# crypto ca enroll openssh-ca type ssh host-certificate
ecdsa-sha2-nistp384-cert-v0lC@openssh.com

root@switch

CAIZ L - THB4 Shjz SSH AR 2 MEWE %4k L £ T, Google HIBA CA Wiki D FIFICHE> TR S h
7REAEZEO T oY R L E9,
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FEB : Linux TO HIBASSH 7 547 > &

|

BEE  RIC, Linuk Y AT ATHIBASSH 7 74 7 batk+ 27200 Fl £ LT, ROFIEEZ TR
LET, EfERFIEEENE. 79A4T7 0 M A —T 47 VAT L ESSHA—Y g 12
Lo THERDIGENHY F9, HEERFIEIZONTIH, VAT LDARX/ SSH Ko A2 b
BB TLEEN,

COFNETIE, SSHTHANTATUT AT 4 X—ADFFE (HIBA) ZFEHT L7200
FA4 7T v MADKERIZOW T L £,

)

G¥) [HIBA $—/3—] &) AEIL, CiscoNexus 9000 A A v F THEITE 4, HIBA T2 X
INTHERLENT- SSH ——Z4E L £,

1R BRI

HIBASSH 7 74 7 > &M T DA, REMERL T ZS0
o IR A MZ openssh-client WANIA VA =L EZL T3,
« CA ABHF— (ca.pub) o
o — W —FAE % — 3 LU )72 HIBA 485k & O —HGEA &,

o L—H—/AN\BHF— (keyirsa.pub FIEREEES)

FIE

AT v 71 $cat/etc/sshissh_config
1 :

$ cat /etc/ssh/ssh_config

# Enable host key checking
StrictHostKeyChecking yes

# Declare our trusted CA
GlobalKnownHostsFile /etc/ssh/known_hosts

SSH 7 54 7> FNREDERK

/etc/ssh/ssh_config EIRERE AR AN ¥ — F =y 7 2 HMT L, SSHAEAEDMRFEH O CA A% —
é"é\i} GlobalKnownHostsFile # ¥ E L ¥,

AT v T2 $echo” @cert-authority * $(cat /etc/ssh/ca.pub)" > /etc/ssh/known_hosts
{5

$ echo "@cert-authority * $(cat /etc/ssh/ca.pub)" > /etc/ssh/known hosts
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ATy T3

ATvT4

mea #owz [

known_hosts {Z CA ABF¥F—%2 A LES

@cert-authority 7 A4 V7 T 4 7 & LT, known hosts 7 7 A /WIZ CAABF—ZBMLET, =
IHIZE>T, SSHZ FA47 2 FRZD CAIZK > TEHL SNTZARR FEAELEEHTLL IR £7,
$ cat ~/.ssh/key_rsa.pub

i -

$ cat ~/.ssh/key rsa.pub
ssh-rsa AAAAB3NzaClyc2EAAAABIWAAAQE... user@host

2 — P —AHF—DFER

2P —RNHF =T 7 A NVONEEZRFLET, ZOF—FFHERN—ZADORIEICHLETH Y | EF—
BLOFEAFITHIS L TWDRENDH D 4,

G¥)
F—DOAFRGATRRR L5, TS C TR LET,

$ssh -i <path_to_private key> <user>@<hiba_server_ip>

1 -

$ ssh -i <path to private key> <user>@<hiba server ip>

HIBA xf)its SSH H— /N — |2 i

B OE X — (B XOWBELRGGITME X — L TN —HT 5iEFE) Z1EH SSH — —THfi L £
D

GE)
AT variR, a—Y—OWEX— (TAT>TA4T74 774N) BEELET,

IEL <R ST 554, SSHE6IT HIBA REWI T~ — A DRAEZ M L TR 7L, CA
INBE % — % 7 A F@*ﬁnﬁﬁ)ﬁk% LET, AFF—DY—R—D authorlzed_keys \ZAIFAE
THEEE, NAT—RL A n A UNAREICR Y 17,

HIBA 18R D HEER

ATy

FIE

show crypto ca certificatestype ssh
i -

switch (config)# show crypto ca certificates type ssh
trustpoint: openssh-ca
CA Public Key:
ecdsa-sha2- nlstp384

/home/admln/ hlba ca CA
Finger Print:
384 SHA256:ZcJws/mPrts6twB29002U/c3AMALOx3mUp00YxwSRmk /home/admin/.hiba-ca CA (ECDSA)
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Host Certificate:

Type: ecdsa-sha2-nistp384-cert-v0lCopenssh.com host certificate

Public key: ECDSA-CERT SHA256:bZkNWnvyxUK1DHRwgayWivobGUwA25GRGKUMNEd/Ujw

Signing CA: ECDSA SHA256:ZcJws/mPrts6twB2900ZU/c3AMALOx3mUp00YxwSRmk (using
ecdsa-sha2-nistp384)

Key ID: "cisco_nexus_9000"

Serial: 1

Valid: from 2025-06-05T04:34:00 to 2025-08-28T04:35:39

Principals:

cisco_nexus_ 9000

Critical Options: (none)

Extensions:

identity@hibassh.dev

HIBA Info:
certificate 'cisco_nexus_9000' (1 principal) contains 1 HIBA grant
principal: 'cisco nexus 9000'

identity@hibassh.dev (v2):
[0] domain = 'google.com'

SSHEFAEAF T L, AA FEAEBRBEF AT, ELWVEFT A RRA b (openssh-ca) (ZBES T &
NTNWDLZ EE2MRLET,

[(BESNHE S (Expected Output) ]: HiJIZIX, HIBA {1 5-%7~7 THIBA Info] &2 > a v &&Te,
SSH 7" A MEHEOFEMN R RSN AL ERH Y £,

ARA MFEAE & HIBA AN IE L < R Shiid, FERE O BRERIIMRED TT,
AT w72 show crypto catrustpointstype ssh
i -

switch (config)# show crypto ca trustpoints type ssh
trustpoint: openssh-ca

SSH 7 A FiRA > %A F/RL, HIBACA F7 A hiRA > b (openssh-ca) DFEIETH I L 2R L £
K

[BEINDHHN (ExpectedOutput) 1: HIIZIE, A TsshD b T A RRA U "MAPR—ERRSNET,
HIBACA N T A hARA > FBRHNCEREINDELGE, FTAMRA Y MIEFEICHERINTOET,

AT Y73 ssh-i path_to private key> <user>@<switch ip
i

ssh -i /home/admin/.hiba-ca/users/google-user admin@10.126.67.44

CA 2 L » TEL SN HIBA Xt EEZ RFo2—HW — &2 LT, A4 v TFIZ SSH THft L 7,

FAiATvaE, 22—V —0OmEx— (ID77A/N) ~ONXAEZEELET, HIBATLEIZ, Z OFE
F—ERTICRDIHBIZED DVLENRNDH Y, CAARF—IZIAAL v FICL > TEEHENLTWALERD
DET, MEXS—7 7 A VRLZEIRTENTND Z EE2HERL T ZESN,

INAT— RO AT =RDTIZ, SSHEHNIEFICHLSNET (RNRAT— RRGEREHIZ/ > TWD

) o
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Telnet H-—/\ .

Telnet —/\

Telnet 7’2 b /L%, RA K& D TCP/IP Rt LE T, Telnet T 5 L. HBV A b
DA—=H=PRIF A hDOwu T A2 P—=L O TCP Hifi &L LT, Y AT AR THF—A b
o0—7 &ZRLVHY TxE9, TelnetiX, VE—F T ATLDT KLAEL LT, IPT RLRET-
I RAA L EZITEY 97,

Cisco Nexus 734 A TlX., T 7 4/ kT Telnet —/3—2 A4 X —T )T >TWET,

SSH DEEEES L UHINEE
SSH 21X, WOEEFHEE X UHIBBEFENLH Y £7°,
e Cisco Nexus 73 A%, SSH X— =3 2 (SSHv2) 7iF#HY AR — b L TCWET,

¢*SSH/XAT— KLV A T77 AL abt—%2HE L TAAAY v k2L (RADIUS X° TACACS+
72E) LT E— bEEENT 22— TH 7 v MIA »R— k& 7- SSH AR % —
ERME R —1X, RICARIOR =V 22— TH o FTROEY | Nexus 7 /34 ANV
o—RE3n? tEFEINERYA, VE—bF 22— 7h U2 ME, SSH F—04 KR —F
ENDHNCT A ATERESNET,

SSH D% E

SSH H-—/\ X — D &k

2T BT HESNTSSHY — AN F—2 4 TEET, 5740 hDSSH Y —% F—
IZ. 1024 By R TAEMSILD RSA F—T,

SUMMARY STEPS
1. switch# configureterminal
2. switch(config)# ssh key {dsa [force] | rsa [bits [force]]}
3. switch(config)# exit
4. (Optional) switch# show ssh key
5. (Optional) switch# copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose

Z 5 1 | switch# configure terminal Ta— ) ar7 4 Xal— gy T— NS

LET,
R Fw 7 2 | switch(config)# ssh key {dsa[force] | rsa[bits[force]]} | SSH H— N— F—% Ak L E 9,
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Command or Action Purpose

bits 5142 i%, F—DERICHEAT Dy MIER
ELET, ARheHEEIL 768 ~ 4096 T, 7 7 4
SV M 1024 T,

BEFOX— % EE W2 581X, ¥—TU— K force

ZEMALET,

R Ty 73 | switch(config)# exit Ja—sUbarZ 4 FXal—ar T—REKT
LET,

AT v 7 4| (Optional) switch# show ssh key SSH #—/"\— F—% LR LET,

R 5w 7 5 | (Optional) switch# copy running-config startup-config | 4272 7 4 ¥ al—vavd, AX¥— K T v
V74X al—vailar—LEd,

Example

Wiz, SSH —_— F—% A+ 26 %2R~ LE T,

switch# configure terminal

switch (config)# ssh key rsa 2048
switch(config)# exit

switch# show ssh key

switch# copy running-config startup-config

A—H T7ho U A SSH ARF—DEE

SSHABF—Z2RETHE, WAU—REZERINDIZERLS, SSHZ FA T b EFEHLT
o4 TEET, SSHAMF—IZ. ROIBHEOWTNIOBRTHEETE £,

« Open SSH =
« Internet Engineering Task Force (IETF) SECSH fZ={

* Privacy Enhanced Mail (PEM) EZXDAR F —iEE

Open SSH 5 (Z & % SSH AFAF—DIEE
2—HP— T NHIZSSHEA T SSH ARF—%HEETEET,

SUMMARY STEPS

switch# configure terminal

switch(config)# username username sshkey ssh-key
switch(config)# exit

(Optional) switch# show user-account

(Optional) switch# copy running-config startup-config

apwDbdR
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DETAILED STEPS
Procedure
Command or Action Purpose
R T w 71 |switch# configure terminal JTa—NN) ary7 4 Xal—3iay T— NEELG

LE7,

25+ 7 2 | switch(config)# username username sshkey sshkey | SSH JEatC SSH AR % — %72 L £ 7,

R T 7 3 | switch(config)# exit Jsua—)Lar7 4 ¥al—ay T— RKEKT
LET,
R T w 7 4 | (Optional) switch# show user-account I—P —TFTh T NOREEFZRLET,

Z 7 75 | (Optional) switch# copy running-config startup-config | 272> 7 4 X2l —v a4, AX— KT v 7
V74X al—valat— LT,

Example

RIZ, Open SSH AT SSH ABHF — A fRET 2012 R L E T,

switch# configure terminal

switch (config)# username Userl sshkey ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAri3mQy4W1lAVIY2t2hrEWgbUEYz
CE£TPO5B8LRkedn56BEy2N9ZcdpgE 6aqiLZwiZcTFEZzaAAZp9AS8 6dgRA ;) sKGs 7TUxnhGySr8ZELv+DOBsDQOH6rZ t 0KR+2Da8hJD4Z
XIeccWk0gS1DQUNZ300xstQsYZUtgqnxlbvm5NinnOMcNinnOMc=

switch (config) # exit

switch# show user-account

switch# copy running-config startup-config

A\

Note  |-ZEoDfi username =~ RiE, AT < TH70OICHITENTOETA, H—
179,

IETF SECSH 12X (2 & % SSH A+ —DiEE
a—W— T H 7 NHIZIETF SECSH AT SSH A F—2HETE £,

SUMMARY STEPS

switch# copy server-file bootflash: filename

switch# configure terminal

switch(config)# username username sshkey file filename
switch(config)# exit

(Optional) switch# show user-account

(Optional) switch# copy running-config startup-config

okl wn-=
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DETAILED STEPS

Procedure

SSH & & U Telnet DFE |

Command or Action

Purpose

&

switch# copy server-file bootflash: filename

H—/3—7%5 IETF SECSH ¥ SSH ¥ — % & ¢e
T ANEL 7 a— R LET, FileTransfer Protocol
(FTP) . SCP. SSH File Transfer Protocol (SFTP) .
% 7213 Trivial File Transfer Protocol (TFTP) H—/3—

ERHATEET,

ATvT2

switch# configureterminal

Ta—\)L ar 7 4 Xalb—ay T— NeBth
Li‘a—‘o

ATvT3

switch(config)# user name username sshkey filefilename

SSH JZA.C SSH ABIF—ZRE L £,

ATvT4

switch(config)# exit

Jua—rb a7 4 Fal—ary T— REKT
Li‘a—o

ATvTh

(Optional) switch# show user-account

22— =T AT NOREERRLET,

ATvT6

(Optional) switch# copy running-config startup-config

ETar 74 Fal—varvk, A4—hTv7 =2
V74X al—valar—LET,

Example

iz, IETF SECSH X, C SSH A% — % T+ 262~ LE 7,

switch#copy tftp://10.10.1.1/secsh file.pub bootflash:secsh_file.pub

switch# configure terminal

switch (config)# username Userl sshkey file bootflash:secsh file.pub

switch(config)# exit
switch# show user-account

switch# copy running-config startup-config

PEM 7+ —< v MESh-2BF—FBAZEHRKIZ & 5 SSH AT —DIETE
22— =T H 7 FHIZPEM 7 #—~ v MEENT-AF—iFAEE X CSSH AR S — %45

SUMMARY STEPS

ETEET,

1. switch# copy server-file bootflash: filename
2. switch# configureterminal

3. (Optional) switch# show user-account

4.

. SSH & & U Telnet D&%
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DETAILED STEPS

Procedure

YE—F FR1REDSSHEy L3 ops [

Command or Action

Purpose

&

switch# copy server-file bootflash: filename

P— =25 PEM 7 + —~ v ME I AR F—
AEHEREADOSSHF: — %2507 v AV EX DU a—
KL %9, FTP, SCP. SFTP. F7/ZIXTFTP ¥ —/ 3 —
R CEET,

ATvT2

switch# configure terminal

Ta—N)Lary 74X al—ay B— Neh
Li‘j_o

ATvT3

(Optional) switch# show user-account

2—P—=TH T NOREERTLET,

ATvT4

(Optional) switch# copy running-config startup-config

Frar 74 Xal—vark AX—FTv7a
Y7 4Xal—varilar—LEd,

Example

WIZ, PEM 7 —~ v ML E =A% —3EAER X CSSHAR X — %2 ET 561 %

i_“bij‘o

switch#
switch#
switch#
switch#

configure terminal
show user-account

JE—F TNAREDSSHE YL a3 DR
Cisco Nexus 7 /34 A H U E— b T8 RZHERFTHSSHE Y v a VBB TEET,

SUMMARY STEPS

copy tftp://10.10.1.1/cert.pem bootflash:cert.pem

copy running-config startup-config

1. switch# ssh {hostname | username@hostname} [ vrf vrf-name]

DETAILED STEPS

Procedure

Command or Action

Purpose

ATy T

switch# ssh {hostname | username@hostname} [ vrf
vrf-name]

VE—F FTRAALDSSHY v a v ZERLE
T, 5% hostname (21X, IPv4 7 R L A E 72 1dAR A
MMaERELET,
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SSH.RR D)7

SCP £/2ILSFTP 2 L TH— =L 7 7 AV EX U a— RT5581F, h——L1F
FEMEDO & 5 SSH BMR 2 feSL L E 7,

SUMMARY STEPS
1. switch# clear ssh hosts
DETAILED STEPS
Procedure
Command or Action Purpose
AT 71 |switch# clear ssh hosts SSHARA By arzr7 07 LET,

SSHY—/ DT 1 E—T Lk

SSH $—/ X—{%, T 7 # /L k TCisco Nexus 7 /31 A TA X —T /M7 > TWET,

SUMMARY STEPS
1. switch# configureterminal
2. switch(config)# [no] feature ssh
3. switch(config)# exit
4. (Optional) switch# show ssh server
5. (Optional) switch# copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
R w 71 | switch# configure terminal JTa— )L a7 4 X2 lb—3 gy ®— RERELG
LET,
R T 7 2 | switch(config)# [no] feature ssh SSHY— =% A F—T VT 4 =T ML £ T,
T 74 N TIFAITR > TWET,
R v 7 3 | switch(config)# exit Jua—r L ary7 4 Xal—ay T— a7
LET,
AT 7 4 | (Optional) switch# show ssh server SSH h— _"—DFREEERLET,
2w 7§ | (Optional) switch# copy running-config startup-config | 272> 7 s a2l —3a v %, AX— T v 7 2
V74X 2l —Ya il at—LET,
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SSH H—/\ X— D HI&
SSH #—"—%F 4 &—T7 N2 L7=tk, SSH H—— F—%HIfpTxE T,

)

ssh— 3 x—oti ]

Note SSH %A X —7 MZT DI, ET. SSHHY—— F—2 AT 20ERH Y £,
SUMMARY STEPS
1. switch# configureterminal
2. switch(config)# no feature ssh
3. switch(config)# no ssh key [dsa | rsa]
4. switch(config)# exit
5. (Optional) switch# show ssh key
6. (Optional) switch# copy running-config startup-config
DETAILED STEPS
Procedure

Command or Action

Purpose

R T w 71 | switch# configure terminal 77— )L a7 4 X2 lb—3ay B— REELG
L/iﬁ‘o

R T w 7 2 | switch(config)# no feature ssh SSH +—RX—%F s —7 |z LE T,

R T 7 3| switch(config)# no ssh key [dsa | rsa] SSH #— 3 X —%HIBR L 7,
T 74 T, T3TCO SSH F—MHIFR & E
7

AT 7 4 | switch(config)# exit rua— )L ar7 4¥al—ay B— REKT
]\/\i‘g_o

Z v 75 | (Optional) switch# show ssh key SSH #— N\— D EEFR LET,

R Fw 7 6 | (Optional) switch# copy running-config startup-config | 2472 7 4 ol — g%, AZ— 7 v

V74X al—valar—LET,

SSHtEwvy a7
CiscoNexus 73 AM™BHSSHE v a0 %27 V7 T&£1,

SUMMARY STEPS

1. switch# show users
2. switch# clear linevty-line
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DETAILED STEPS
Procedure
Command or Action Purpose
R T 71| switch# show users a—HP— kg fFEREFRLET,
Z 5w 2 | switch# clear line vty-line 2—H#SSHEtvariE27 V7 LET,

SSH DX TE I

RIZ, SSH Z#RET L P2 R LET,

SUMMARY STEPS
1. SSHY¥— N F—%ERLET,
2. SSHH—RZAXx—7NMIZLET,
3. SSHHY—R_—F—%FRrLET,
4. Open SSH RUZ KD SSHABX—%2HELET,
5. REEZMRMFELET,

DETAILED STEPS

Procedure

RT9T1 SSHY— N F—ZAHRLET,
switch (config)# ssh key rsa

generating rsa key (1024 bits).....

generated rsa key

ATY T2 SSHY =% A X—=T W LET,
switch# configure terminal

switch(config)# feature ssh

Note
SSH Y — =T 7 /L s TA X =T N2 TCWAH=d, ZOFIETSLELY EEA,

AFv T3 SSHY—_"— F—H2FRLET,

switch (config)# show ssh key

rsa Keys generated:Fri May 8 22:09:47 2009
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Telnet D% 5E .

ssh-rsa AAAAB3NzaClyc2EAAAABIWAAAIEAri3mQy4W1AVIY2t2hrEWgbUEYZzCETPOSB8LRkedn56BEY2N9ZcdpgEbaqdLzwtz/

cTFEzaAAZpIAS86dgBAJsKGs7UxnhGySr8ZELv+DOBsDQH6rZt0KR+2Da8hJD4Z2XIeccWk0gS1DQUNZ300xstQsYZUtgnxlbvm5/

NinnOMc=

bitcount:1024
fingerprint:
4p:4d:£6:09:42:€9:d9:71:3c:bd:09:94:4a:93:ac:ca

R R R R I I b b b b b b b b E I h b dh b b b b b b b b b i

could not retrieve dsa key information

R R R R Ik b I b b b b b b b b b I h h dE b b h b b b b b b i i

AT w74 OpenSSH ERUC L% SSH AT —%2FEE L 7,

switch (config) # username Userl sshkey ssh-rsa AAAAB3NzaClyc2EAAAABIWAAAIEAri3mQy4W1AVOY2t2hrEWgbUEYz

Cf£TPO5B8LRkedn56BEy2N9ZcdpqE6aqILZwfZcTFEzZaAAZp9AS86dgBAjsKGs7UxnhGySr8ZELv+DQOBsDQH6rZt0KR+2Da8hJD42Z

XIeccWk0gS1DQUNZ300xstQsYZUtgqnx1lbvm5NinnOMcNinnOMc=

ATYTE REERTFLET,

switch (config)# copy running-config startup-config

Telnet MR E

Telnet —/ DA *— T )Lk

F 7 4Lk TlE, Telnet r—/S— 3 A X — T /IR E SN TWET, Cisco Nexus T /314 A D

Telnet ——%F 4 =T NI TEET,

SUMMARY STEPS
1. switch# configureterminal
2. switch(config)# [no] featuretelnet
DETAILED STEPS
Procedure
Command or Action Purpose
R T w 71 | switch# configureterminal Jra—N) ary7 4 Xal—iay T— REELG

L/jz—g—o
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Command or Action Purpose

Z 5w o 2 | switch(config)# [no] feature telnet Telnet —X—% A4 X—T /T 4 E—T NI LFE
T T 7 AN R TIEA R—T Mo TWET,

Telnet —/A—DHEA *—J )Lt
Cisco Nexus 7 /3 A D Telnet —/X—0F 4 B—T NI ENTHE1T, BEA X —7 I T

TET
SUMMARY STEPS
1. switch(config)# [no] featuretelnet
DETAILED STEPS
Procedure
Command or Action Purpose
Z 5w 71 | switch(config)# [no] feature telnet Telnet —/N—Z F{EA R—T WMZLET,

JE—F TINA R ED Telnet v < 3 > DA

Telnetz v > a VU ZBIELTU EB— h T 31 RIZHEFT DRI
j‘o

cUE— P FALADRR MAERGLET, BEIELT, UE— T A2 —
A bEELET,

* Cisco Nexus 7 /XA A | C Telnet —/"—% A4 F—T )LIZ L FE T,

. ROMERZAT O BENH Y F

y

e UE— b F/A A T Telnet —"—% A F—T I LET,

SUMMARY STEPS
1. switch# telnet hostname
DETAILED STEPS
Procedure
Command or Action Purpose

25w 71| switch# telnet hostname UE— h FAL AL D Telnet & v = 2 ARk L&
7. 5% hostname (Z1%, IPv4 7 R LA E 2T N
A AL ERELET,
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Example

Telnet v > a>no 07 [

WIT, Telnet®y > a v ZHIELTY E— N F( 28R 02~ LET,

switch# telnet 10.10.1.1
Trying 10.10.1.1...
Connected to 10.10.1.1.
Escape character is '"]1'.
switch login:

Telnet vy a>no )7

Cisco Nexus /3 A6 Telnet vy a v a7 V7 T £9,

SUMMARY STEPS
1. switch# show users
2. switch# clear linewty-line
DETAILED STEPS
Procedure

Command or Action

Purpose

R T v 71 |switch# show users

a—H—tya EREFRLET,

R T 72 | switch# clear line vty-line

a—W Telnet v a a7 U7 LET,

SSH & & U Telnet DX E D FER

SSH O ENF & £ DITiE, WOWTNLOIEEEZITOET,

Procedure

* switch# show ssh key [dsa | rsa]

ARV RFEEETIa Y

E:)

switch# show running-config security[all]

FITar 7 4 FaLb— 9 U NOSSH &
2= T AU NOREEFRRLET, all
F—U—REBEETH L, SSHEBLWR=2—
P—=TH T NDOT T )V MERE RSN
7

switch# show ssh server

SSH —N—DHRELEFERLET,

switch# show user-account

2 TH T MERERTLET,

SSH s & U Telnet DEE [
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SSHDOT 74 I FETE
WDOFRIZ, SSH ARG A—FZDF 7 4 )V NREEZRLET,

Table 1: 72 4 JL kD SSH/XS5 A —4

NS A—4 T4
SSH #— /3 AF—=T
SSH #—/% F— 1024 £ F CTARK I L7 RSA F—

RSA F—4pkE M| 1024

Telnet — £%h (Enabled)
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