AAA D2

iaal. EFRl. 7HOUT 4 VT DERE

ZOFEF, WO THMEINTHET,

« AAA OBEL (1 ~—2)

« UE— b AAA DORFTHEZAE:, on page 5

« AAA DEEFEFHLFHIFIFHE (6 X—)

« AAA DFRE (6 ~—)

O —HIVAAAT AT 4T el OE=HFY 7 L7 YT, onpage 20
o AAA 5% E DHfERD, on page 21

« AAA DR ER, on page 21

« 7 7 4L h D AAA FXIE, on page 22

AAAtXal) 74 H—ER

RRE, FFR], TAHULT 47 (AAA) BERETIX. Cisco Nexus 7 /3A A& EFHT 52— —
D ID TR, 77 v AWM G, BLOT 7 v a VB EFEITTE £, Cisco Nexus 7 /31 A
1%, Remote Access Dial-In User Service (RADIUS) 7'm k =L & 7213 Terminal Access Controller
Access Control device Plus (TACACS+) 7'v hasz¥R—kLFET,

=P —NAN LTma—HF—1ID L /NAT— RIZESNWT, A v FiL, m—HL T —HFX—
AEMH L Ca— R VRBRE v — D VEFA & FATT 500, 1 DRI D AAA F— " —% 1l
%LTJ%—FMﬁU%—hﬁT%iﬁLiﬁox4/%&mmﬁhﬂ—%®@%m\$%
HHMEX—IC X > THR#ESNE T, TX3TD AAA — NHE 72T ED AAA Y —  ELH
WGBS X — 2R ETCEET,

AAA X2V T 41%, ROV—EREETLET,

AR 22—V —ZH L Ed, BRLZEXF2UT 0 a2 ha sl T, vl af e
20— ROEA TS, Fr Lo I/LARVA, AvbE—0 7 R— N, b E
PITbhvET,

HE TR ay b= EETLET,

L. #w. 7rooTov08E



ZEE. #H. ThIUT4 o I0EE |
B rmzpmyass

Cisco Nexus 7 /34 AT 7B AT L IE, AAA — =Xy rn— RKans@Ekk
Ik o TSN E 9, RADIUSRTACACS+R2 ED Y E—h X2 U T ¢ h—r3— |3,
W — Y — YT DHEMEZER LIZBMEE (AV) o727V xz— 452
W&o T, 22—V —IZRHEOHERZ 5 L E7,

T HOLT 4T e B, LR— O OOBHRINE, 0—h L TORBFRO X
7. BIOAAA ==~ DEFEROEEO TR L F5,

\}

Note CiscoNX-OS V7 b o = 7%, §RiE. #FAl. TH VT 4 72 ZnEEBNICYR—F L%
T, 2EZR. THUT 4 U TIEERRERTIC, BAEEFHF AR E LD TEET,

AAA ZERT HF =

AAA X, RO XD R R 2R L £,
« T U ARE D FHRIE & EE DR E
o JRaRME
AL SN2 FBRE T (RADIUS, TACACS+ 72 &)
MDA T T TSR

)E— ~AAAY—EX
RADIUS 7= 2 /LB LN TACACSt 712 h L&A L CIREEEN 2 U E— F AAA H—E %
W21, B—HV AAA P —E R LR TRO LS BRFLENH Y £,
c 777N ITNDODEAL v FIEHT =P — AT — RN J X N HEICERTEET,

c AAA T — N =TT TIZRENIBIAS BAINTEY, GHIZAAAYV—ERIERATE
9,

e 77TV ITNDTRTCDAAL v TFDT T T 407 alEREMTcx £,

c AL v F EOu—H N T =EX=2FMTDHIECHANT, 777V v 7HOFAAL v
FOa—F— BT E A E T,

AAA H— NG )L—T

SREE. A, TATT 4T DD Y T— h AAA VP — T, V=R T —TEHEH LT
HBETEET, ==L —F L%, FILAAAT 2 ha L3 L-—E#D U F— F AAA
P X—TF, UE— b AAA T —R—=DBIRE Lo 256, == —TFF, 7=—
N =R = N—% Rt LET, TNV —THNOEHDO U ET— h b= "—BIRE Lol
BE. WThrOY—_R=RNEEE2%ETHE T, FA—HORD Y £— b Y ——TRfT

B O3 #F9. 7hYUT AV IORE



| @it 7. 7HhYUT1 VT O%E

mMAg—ExgEr7var i

PThbivET, V== TN —TRHNOTXTD AAA VT —N—PIRE LR > 255, 0
P R—= TN—T F T a NIIEERBEL TCWDE O L R snEd, HEIZELT,
BEOY—N"— T N—TEBETEET, A v TFRRYD I N—THNOY—"—hbxTF—
EZETAHLE. ROV —R— T —F O — —NRITINFET,

AAA S —EREZFEA T3>
Cisco Nexus 7 /34 ATk, IROP—ERIE@BID AAARELXHEHTEES,
« User Telnet ¥ 7213 Secure Shell (SSH) = 7 A »§8;
e A =0 4 i1
A= PR g T T A
WORIZ, AAAY—EAREA TV a O CLla~vy FERLET,

Table : AMAY—EX 274 FalL—3>vavo R

AAAH—ERXRavIJ4F¥al—>av A7y (BEa<UFR

~

Telnet £ 721X SSH = 7'+ > aaa authentication login default

ayy—)uagAr aaa authentication login console

a—HY—toar ThILT 4 LS aaa accounting default

AAA F—E R, ROBEFRXEZFBETEET,
« RADIUS ¥—/3— 7 /L—7 : RADIUS " — X—D 7 11—/ 3L 7 — )L RBERICE R L £,

o BEEDY—N— J)L—7  $5E L72 RADIUS F721% TACACS+ #— " — )L —F %383
WIfERLET,

e — )b =YL EIIRRAT— RO — )L T —H_X—ZAZZBHEH L E9,
L YT EEHLET,

\)

Note

FHADT T RADIUS 1 — "=l 5 TEY | FFEDOT— — FIL—TPREE I TR
& . CiscoNexus 7 /31 Ad, REINTWD RADIUS H— =D 7 — 3L T — L,
B

RIESNTENERF CRADIUS — _R—% @R LET, 207 a— LT — b OP—r3—%,
Cisco Nexus 7 731 A _F® RADIUS H#—/ 38— Z/L— 7N TEIRANCEE TEX 5 —_—T9,

WDFRIZ, AAA Y —ERIXI L TEHETE D AAARGEFNE R LET,

L. #w. 7rooTov08E
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B v s orassumTIoE

Table 2 AAA 5 —E XD AAARGEA =

AAAH—E X AAA DA
gy V—)L a s A EREE Y= T—TF a—h, L
= B/ (VG- Y= TI—7 ma—h, L

2P —EHE Ay TAHTLT 4 [N T A—F m—h
7‘

\}

Note = v —)L a2 o L @it, 2—WF— o s A @i, BLOa2—VP—FHEvyar 7hT
7 4 7 ClL. Cisco Nexus 7 /3 A ti @\ﬂ"j"‘/a VEREINZIEFRCTRITLET, F0
MOREHFL AT a U BRKBE LTS n—hN AT arnNT 7+ b FRTT,

A—H— 074 VOFEEES LV 7O X
a—H—a L ORIEBIOHFA e 2T, ROXHIITFEITEINET,

« B DCiscoNexus 7 /31 AlZa 7' A »F HFE, Telnet, SSH, Fabric Manager & 7213 Device
Manager, 2> Y —)L a7 A L OWTNIODOA T g v EFHATE 97,

o P—R— TN =TI TN A FEH L TAAA T —— TIL—TNHREL THIHIEEIT
Cisco Nexus T /34 AN, Z)L—TFHNOEPID AAA Y — R —ZFFFER 2 %E L. o/z@ot
AR EE T,

O AAA = A=RE Lo 1256, U= FOWTINO AAA H— 3 — 15583k
FORIISET 2T, BATHE S L E T

P R= T =T DT XRTDAAA T —R=NIEE Lo T2 BE. TOROY—— 7
N—=T DY —N=PRITSNET,

&Eéﬂfb\éjal\f@muniﬁ_ti})%ﬂﬁL/ﬁ_ G, Ba—H LT —HN—2R A L C¥E
NEITENFET,

o Cisco Nexus 7 /314 AR U E— h AAA B — R —TIEFIZRIETE 2 HA 1T, ROSMNE
AEnEd,

AAA B — =71 |k 2/L3 RADIUS D54 cisco-av-pair B CTHE SN TV H 2 —H—
2N E E b T e — RERET,

AAA —"— 71 f 2V TACACS+ DA, =D AX NgEE L THRESINT
WhHZ—H—ra— L ERETL7-012, O 1 OOFERNE U —"—ZHEINET,

=P L RRAT— R a— )V TIEWIZERFEI =581, Cisco Nexus 7 731 AT
ny A TE, B—H) T —HX—=ANTH ﬁéﬂfwéD~WWﬁDéfghiT

WORIZ, BB LOF e A0 70— Fv— FERLET,

B O3 #F9. 7hYUT AV IORE
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Local

First or
next server
lookup

servers left Success -

Failure

Found a
RADIUS server

Mo
raspanse

IORITFEISNTWDS Y O ——7 L] Lt BEOY—N— ZL—THOWTHO
P R—=n 5 HIEENRNE NS Z & T,

Failure

185099

) E=— k AAA DEESEH
UE— b AAA Y —NZIE, ROFHERNEDRH Y 7,

o< 1 B RADIUS — 3 —F721% TACACS+ $—/3—28, [P CTHERGETH D
N

o Cisco Nexus T /34 ZN AAA —_R—D 7 G4 T FE LTRESH TV,

o FRNZIAE SN £ —03CiscoNexus 7 /34 A EB LV £—  AAA —3— LT
ESNTN5D,

o JE— h P—s3—=70 Cisco Nexus T /314 A5 D AAA ERITIWET 5,

R, #H. 7horTo70EE
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B rnorssEcsinss

AAA DFEEIE L FIFNE1E

Z D a—HP—2 73 TACACS+ £ 721X RADIUS TR STz Dh, B —h /L TIER S MDD
BAfR72 <, Cisco Nexus 7 /34 A TlX, T_XTHIEO 22—V =LA T AR — S EHA, AAA
P N—lIHFETO2—F—ENHFEL, v A VRIZZDARIZALTZBETH, 22—
W —1Z Cisco Nexus 7 /N1 A2 7 A U EFASNET,

A

AR IR TCHTFEOL—YF = TCa—F—=Th v FEERLARNTLIEEN,

Cisco NX-OS U U — 2 10.4(3)F LAKE, TACACS+ H— 3—Zffif L 7= X.509 FERAE D SSH ~—
ADFBFED, CiscoNexus3548 >V —X 7T v N7 — A AL v FTHFR—FINET, ZO
F§HEILZ. aaaauthorization ssh-certificate default group tac-group-name =~ > R &M L CTH%Z)

IZTEET, FHMIZOWTIE, [TACACS H—/3T?D AAA SSH AEIAEFRFEDOHERL (14 ~<—
°/“) | R LTLIIEEN,

AAA DERTE

V=L BT A UEIARDETE
FAE UL, OB OB H Y £7,
* RADIUS % — 0D 7 10—/ F—)b
« RADIUS $—/3—F 721X TACACS+ H—"—DA4Rift &7+ v b
* Cisco Nexus 7 /31 A Lo —h ) F—H_—2A

o 22— —4721F none

F7 40 hOFRIE, e —H LTI,

Y

Note  E@ijlcf%/E &L TV % D RADIUS #—/ 3—|ZB8 L TliE, aaaauthentication =~ KD
group radius 3 L O group server-name XA L ET, HA b "7‘*-”‘*%5&”@?‘6
IZI&. radiusserver-host =~ o &AM LES, ——DAFIT & 7V —T%ERT 5121
aaa group server radius 2~ R&fH L £,

VNS T T, avr Y —iar A VBt R E R ET 21 RADIUS £ 7213 TACACS+ ¥—
N—= T N—THRELET,

SUMMARY STEPS

1. switch# configureterminal

B O %9 FAYLTAUTDRE |
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avv—rnsqogiastonz [

2. switch(config)# aaa authentication login console { group group-list [none] | local | none}
3. switch(config)# exit
4. (Optional) switch# show aaa authentication
5. (Optional) switch# copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
R T w 71 | switch# configure terminal JTa— )L a7 4 X2 b—3ay B— FEEG

L/i‘g‘o

R T 7 2 | switch(config)# aaa authentication login console { group | = > vV — a7 A VI HFREBELFT,

group-list [none] | local | none} 5 ‘ )

group-list 313 i%, 7 —7 4% A=A TRY)-
VA MERELET, Z7—721F ROEIHIZ
fRELET,

e radiusRADIUS r—X—D 7 o — )L 7 — )L &
{%ﬁﬁ qutuu TTI/\ing

* named-group =5 E T %5 &, TACACS+H—/3—
it&iRADIUS*;L~/<~@gﬁﬁH§47L7~;Ey K
SSRREICER Sk,

local R TliL, v—h/L F—F X— ZARERAH
AENnE+, none FATIL, =2 —VF =L 71T 0ME
AEhEd,

FIFN I DarY—a AR, local T
T ZAUTFRRES DM b F Eéﬂfwﬁwﬁé\

FIITRE SN TERRE T T R TUZOW TN E DS
DI o TG AR S ET,

AT 7 3 | switch(config)# exit sua—s ) ar7 4 Xal—ary T— a7
LEJ,
X w 7 4 | (Optional) switch# show aaa authentication ayv—nual A BN OREETERLET,

R F v 75 | (Optional) switch# copy running-config startup-config | 472> 7 4 ol —T g%, AX— 7 v/
V74X alb—varilat—LFT,

Example

wIZ, avrYy—=nurA4 ORGSR ET 02 L ET,

R, #H. 7horTo70EE
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switch# configure terminal

switch(config) # aaa authentication login console group radius
switch (config)# exit

switch# show aaa authentication

switch# copy running-config startup-config

FTI2AILbOOTA VEIEEARDETE
FT7 NV bOFRIL, v —H NV TT,

VBZGTUT, T 740 bou 74 UBGEF R AR ET DRI RADIUS £ 721X TACACS+ 5 —
NR— TN —T %R ELET,

SUMMARY STEPS
1. switch# configureterminal
2. switch(config)# aaa authentication login default { group group-list [none] | local | none}
3. switch(config)# exit
4. (Optional) switch# show aaa authentication
5. (Optional) switch# copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
R T w 71 | switch# configureterminal ra—) ary 7 4 Xalb—ay B— NElG

l./\gz—a—()

R T 7 2 | switch(config)# aaaauthentication login default { group | &7 + L FREEHFREBRE L FT,
group-list [none] | local | none} ] \ )
group-list 31T iE, ZN—T 4 A= AT

FUARERELET, FV—741%, kDX HIT

BELET,
s radiusRADIUS — "—D 7 a0 — 3L 7 — )L %
R L CEGEEITUWVE T,

« named-group # {59 % &, TACACS+ H— 33—
F 72 IXRADIUS — —D A4 Hiff &V 7 v K
MERREICE &L,

local T TlE, m—H )L F—F _X— A NFREEITfE
HAENnET, none T TlL, =2 —VF =L 721F0ME
HAEhET,

FT7FNbhoa s A AT local T, ZDFK
1T, R —URE SN TWARWEE, F3EE

B 2. #9. 7hYUTA U 0RE
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Command or Action

Purpose

BEDED TR THIRENE LN
HAEhET,

(A

ATvT3

switch(config)# exit

arv 74—y gy = REKTLET,

ATv74

(Optional) switch# show aaa authentication

5fj75f/b’}‘0)lj 5f4’«/muﬂ£ji4ta) ﬁgéfgéng/EE
—g—O

ATvTh

(Optional) switch# copy running-config startup-config

Frar 74 Xal—vark AX—LTv7a
Y74 Xal—varilar—LEd,

no4>

l:uL.\anZgEE&)‘ v t— w@ﬁﬁ‘iﬂt

=P —Na A LT, VE—FAAA FT— =D& Lo 75
iofn74/#LﬁéhiTOD?%/%M%/ﬁ~v®%m%4x
Bl MOL I A v =V RnFRENET,

P
7z

—HN—=2RZ
LWl

Remote AAA servers unreachable;
Remote AAA servers unreachable;

AT, v—hL 2—

local authentication done.
local authentication failed.

SUMMARY STEPS
1. switch# configureterminal
2. switch(config)# aaa authentication login error-enable
3. switch(config)# exit
4. (Optional) switch# show aaa authentication
5. (Optional) switch# copy running-config startup-config
DETAILED STEPS
Procedure

Command or Action

Purpose

ATy T

switch# configureterminal

Ta—N\ )L ar 74X al—ay E— Nk
Li‘a—‘o

ATy T2

switch(config)# aaa authentication login error-enable

E15f4’«/muﬂE§iﬁY)l,/%Z’_i/%fzigﬁ L/ji7ro va
7 4 FTITEEIC > TN ET,

ATvT3

switch(config)# exit

a7 4 —vary E®—REKTLET,

ATV

(Optional) switch# show aaa authentication

2o RA =V OREER T LET,

ATy TH

(Optional) switch# copy running-config startup-config

Ffrar 74 Xal—vark, AY—F+T v
V74X al—valat—LET,

5
aika.
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AAA O<7 > FEFR[DETE

TACACS+ H— R_R—DOHF A HFRADHES N TWEESIL, = —HF —2 TACACS+ H— 1 —THE
T95F_XToa~xs F (TATOEXECE—F av >y FELUPTRTOI 7 4 Falb—
varyE—Ravr RNEEL) EFATEET,

FFarFRTiE, OB DR H Y £,
* Group : TACACS+ ¥—/3— JjL—7
eLocal : 2—h /)L g—)L_X— ZXFFA]

* None : FFA[IEEITEINFEHA

77 %/ s ®IFFHRIL, Local TT,

)

GE) oY —)L By g U TCOHFAIL, Cisco Nexus 5000 77 v b 7 #— AT R—FEH T
FH A, CiscoNexus 5500 77 v b7 3+ —2A5, V) —R6x LIETIHEYFR—FShTWET,

1R BHHEIIZ
AAA 2= RO 2R ET DT, TACACSH 2 A4 F— T NMICTAUERH Y F1,

FIEDHE
1. configureterminal
2. aaaauthorization {commands| config-commands} {default} {{[ group group-name] | [ local]}
| {[ group group-name] | [ none]} }
F D 48
FIE
ARV KRFERETI a3 Y B#J
2w 71 | configureterminal JFa—s v ary’ 4 Xab—ay E®— Nadh
i LET

switch# configure terminal
switch (config) #

R 72 |aaaauthorization {commands| config-commands} AT A — X EBRELET,

{default} {{[ group group-name] | [ locall} | {[ group B
group-name] | [ none]} } EXEC £— K 3~ R&ZFFA[T 51Z1L, commands

F—U—FaEHLET,

fi
switch (config) # aaa authorization config-commands 274 :3?:" b—va s t— ]\ AV FO)E?E”:
default group tacl %, config-commands %—7 — R&fEH L £,

B 2. #9. 7hYUTA U 0RE



| @it 7. 7HhYUT1 VT O%E
IYYEEAT L0 7 |

ARV RFEREET7TOVa Y Be
{5 A AR A EET 5121, group, local, F7-13none
switch# aaa authorization commands default group F—U— }‘fi’{fﬁﬁ [/35"9,—0
tacl
il
WIZ, TACACS+H—/3— 7))L —7tacl TEXEC E— R a~ v REFA 756127 L
£

switch# aaa authorization commands default group tacl

WIZ., TACACS+ Y —_"— J ) —Ttacl Car 7 4 Fal— g T—RKavw K
AT HEER LET,

switch(config)# aaa authorization config-commands default group tacl
RIZ, TACACS+ H—/_"— 7 L—TFtacl Tar 7 4 Fal—y g E— K av R
ZAFA T o Bl AR L ET,

« = N=NEEARETH LHHH. A~y NI — "= SFICE SN THFHFA S,
EIFFFR SR ER A

o P N |ZRIET LI T —NE LSS, o~y Rida—F—ou—h L
T — ISV TR SN ET,

switch(config) # aaa authorization config-commands default group tacl local

Wiz, TACACS+ V—"— ) —Ttacl Car 7 4 Fal—v g FT—RFNav R
IR E R LET,

c P N=NEEARETH LG, T~ I — A= REIHESWTEFF S,
EITFFAT SN ET A,

P PR BT BB T T — VL AT, =L R — D b
v REFFALET,

switch# aaa authorization commands default group tacl none

WIZ, a—B L a— )b LT EXECE— K avy REHFAT 45627 LET,

switch# aaa authorization commands default none

Wiz, a—HL va— L &EFHLTEXEC E— R a~vy REFaT 54127 LET,

switch# aaa authorization commands default local

R, #H. 7horTo70EE
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MSCHAP

SUMMARY STEPS

DETAILED STEPS

Procedure

ZEE. #H. ThIUT4 o I0EE |

RELDA *—TILE

A a7 Fx LNy Re—7@iE7 2 has (MSCHAP) X, ~A4 27 a7k
RO CHAP T4, VU E— F&iFEY—/3— (RADIUS F 721X TACACS+) %18 U C. Cisco Nexus
TR A~Da—Y — 1 7 A 2 MSCHAP Zifl Cx £7°,

7 7 4V N TlE, CiscoNexus 7 /31 AIAA v F L UE— K P—"—D T/ AT — i
7'v k3 (PAP) RREZEFEA LE 7, MSCHAP A R —7 /L D451E, MSCHAP VSA

(Vendor-Specific Attribute; > % —[E G @) %73 5 L 5 IZRADIUS — —%Z & ET D
PVENRHY F7,

W DFZ, MSCHAP (24372 RADIUS VSA 2R LE T,

Table 3: MSCHAP RADIUS VSA

AUHE—ID | RuH—4% |VSA B
B85 1 TES

I

311 11 MSCHAP-Challenge | AAA H—/3—7>6 MSCHAP = —H— |2 %43
SNLFxY LU VERFRELET, ZNT
Access-Request /37 > | & Access-Challenge /3
7y NOmGTHERATE E7,

palll

211 11 MSCHAP-Response | F ¢ L > 253 452 & LT MSCHAP = —
P—=BA LI RFF L E T,
Access-Request /37 v M TLAMER S EH
A/o

switch# configure terminal

switch(config)# aaa authentication login mschap enable
switch(config)# exit

(Optional) switch# show aaa authentication login mschap
(Optional) switch# copy running-config startup-config

apwDd-=

Command or Action Purpose

R T w 71 | switch# configureterminal JTa— )L a7 4 X2 b—3ay B— FEELG

L/i‘g‘o

X T 7 2 | switch(config)# aaa authentication login mschap enable| MS-CHAP if % A4 2 —7 M LET, S 741

TIFENIZ 2> TWVET,

R Ty 7 3 | switch(config)# exit aL 74—y gy E—REKTLET,

B 2. #9. 7hYUTA U 0RE
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Command or Action

Purpose

ATvT4

(Optional) switch# show aaa authentication login mschap

MS-CHAP iR E & Frn LE T,

ATy Th

(Optional) switch# copy running-config startup-config

ETar74Xal—vark, AF4—FrTvS =
V74X al—valat—LET,

TACACS+ H—/\T® AAA E5FAI D

=JL =

ax ;&

TACACS+ 4 — DT 7 5 /)L D AAA F ] TN RETEE T,

Before you begin

TACACS+ % A F2—T7 /MZ L ET,

aaa authorization ssh-certificate default { group group-list [none] | local | none}

SUMMARY STEPS
1. configureterminal
2.
3. exit
4. (Optional) show aaa authorization [all]
5. (Optional) copy running-config startup-config
DETAILED STEPS
Procedure

Command or Action

Purpose

ATy T

configure terminal

Example:

switch# configure terminal
switch (config) #

Juau—)ary7 4 Xal—g )y FT— NELG
LET

ATy T2

aaa authorization ssh-certificate default { group
group-list [none] | local | none}

Example:

switch (config) # aaa authorization ssh-certificate

default group TACACSServerl TACACSServer2

ELET,

ssh-certificate ¥ — 7 — NiX, FEAERGELZEHA L7
TACACS+ #Fa] 721 u — VTR 2% E L £,
T 7 4V NOFFAE, 2—FIZHID Y The—ic
STLCHENT a2~ RO A N THL a—TL
FFAIC,

group-list 5152 1%. TACACS+ —/N 7 L—T D4
% A=A TR 72U A hERELET, 20
TN—TI@T B — NIk LT, AAAFFRI D729
DOT 7/ AN TOILET, local X TiX, v—Hv

L. #w. 7rooTov08E
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Command or Action

Purpose

TR R— A FEECE A L E9, none i Tl
AAA FFEDMERA S NN E S ITHEELET,

ATy 73 |exit Ta—N)Lary 7 4 Xal—ay B— REKT
Example: LET
switch (config)# exit
switch#

AT 7 4| (Optional) show aaa authorization [all] AAA FFARREA R R LET, al ¥—U— FEEE
Example: ‘@4%) & N 7‘7 #* v l\'fﬁﬁ)i‘%%éhij—o
switch# show aaa authorization

R w 75 | (Optional) copy running-config startup-config FEfTar74F¥al—Tark, A=K T vz

Example:

switch# copy running-config
startup-config

V74X al—vala—LEd,

TACACS H-—/\T0) AAA SSH SFFHZ:E

AE DK

TACACS H—/3—{Z AAA SSH FEHEFRFEZ R T T A I21E. ROFIEEZEITLET,

aaa authorization ssh-certificate default { group group-list [none] | local | none}

FIEDHE
1. configureterminal
2
3. exit
4. (&) show aaaauthorization [all]
5. (f£&) copy running-config startup-config
FIED M
Fg

ARV KRFERRETY Va3 Y

=)

A w 71 | configureterminal Ta—r ) a7 4 Xal— gy T— NEBE
{5l LET
switch# configure terminal
switch (confiqg) #

R 72 |aaaauthorization ssh-certificate default { group TACACS ¥ —/3— 7 /L—F L LT X509 ZERE % F¢

group-list [none] | local | none}

1

B 2. #9. 7hYUTA U 0RE

D SSHERDFT 7 /L b D AAA FBAF T RNAEZRTE L
F9,
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FIAL O MATHY T4 v EROBEE |

AU RFERETIVa Y

B8

switch(config)# aaa authorization ssh-certificate
default group tacl

ssh-certificate ¥ — 7 — RNiX, FEAERGEAEAH L7
TACACS Al £ 72ldu—h ViFa 2tk L£4, 7
7V FOFFAIL, 2—PFIZEID Y Tl — ikt
LCHAENZa~v ROY A NTHEr— 0L
T,

group-list 51%%i2i%., TACACS H#—/N Z)L—T D4
iz A=A TR -7V A ERELET, 20D
T N—FI@T D — % LT, AAAFFRIDT-8
DOT 7/ AN TOILET, local FXTiX, m—Hv
TR A EBEEEA L E T, none T TR,
AAA BRENER SN S ITiEEL £,

ATy 73 |exit sua—r\ L ar7 4 Xal—ary T— REET
1 - LET,
switch (config) # exit
switch#

ATy 74| ({£E) show aaaauthorization [all] AAAFFRAIREZ R LET, al ¥—U— FZHHEE
Bl - THE, TTANMERERINET,
switch# show aaa authorization

ATFw 75| ({E&E) copy running-config startup-config Efrar 74 F¥al—ark, AX— T vz
Bl - Y74 Fal—varilat—LET,

switch# copy running-config
startup-config

—

7

TJH#ILFOAAATHOUT 4T ARD

SJL ==

ax ;&

Cisco Nexus 731 A%, TH 7T 4712 TACACS+ Ji & RADIUS i Z ¥R — kL F

T, AL v T,

=P =TI T4 T4 BT h T T 47 La— ROJE T TACACS+ &

Fa 74 =N —FLIFRADIUS EF 2 VT 4 —N—lZWELES, HFT IV T 1~

T va—NRNZ, ThorTs o7 BME
WK E N £,

(AV) DT IRA-TEY, £00 AAA F—3—

AAAT I T 4 T % T 7T 471215 L, CiscoNexus 773 AL, ZNHDRMEET B

T4 Lba—RELTHELET,

FOTHIT 47 La—RNiE, Ex=2UT 4

P—=N=bDT IO T 4T v TS NET,
WEDT IO T4y P HREEETDHT 74V NHFROY A FZERTEET, ZAUTITRK

DFFARNRH Y 5,

* RADIUS ¥—/3— 7 )L—7" : RADIUS V——D T a— )V F— Ve T I T 4T

WAL ET

L. #w. 7rooTov08E
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B 7o+ romarnyvssosstons

 BEDOY—R— F—7  F5E L2 RADIUS £ 721% TACACS+ ¥ —/X"— J)L—T%T %
T 4 LT,

e —h)  a—YP—ZEFIRNAT— ROa— DNV TF—ERX—=AET T T 4 TIfE
)EH Li—g—o

\}

Note —N— VL —TRHEINTNT, TOF == TV —TRIEELRWEE, 7741k
TiEw—H v 7= F = ARGFEREEH S E T,

Before you begin

VBN U T, AAAT T T 4 v 7 OF 7 40 b FRARET HEIIC RADIUS £7-1%
TACACS+ $—/_R— )L —7 2R ELET,

SUMMARY STEPS
1. switch# configureterminal
2. switch(config)# aaa accounting default { group group-list | local}
3. switch(config)# exit
4. (Optional) switch# show aaa accounting
5. (Optional) switch# copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
2w 71 | switch# configure terminal Jsa—s v ary’ 4 Xab—ay E®— Neh
LET,
Z 5 7 2 | switch(config)# aaa accounting default { group TIHNIDT AT 4 o T HRERELET,
group-list | local} AR—=ZATRY>7=Y A MT, 1 OFHITEHROY—

N= TN—=THERETEET,

group-list 511213, 7 v— 74 % A_R—ATRY) -
TUVARNEBRELET, ZFA—T741%, ROXH T
BELET,
s radiusRADIUS Y— 3—D ' o — )L F— )L %
FEHLCT T T 4 o T EITVET,
« named-group # {89 % &, TACACS+ H— 31—
F 721X RADIUS —_R—DLFiff &7 & v b
MWT T 4 TIFERESNET,

B 2. #9. 7hYUTA U 0RE
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No Service Password-Recovery [Z DLV T .

Command or Action

Purpose

local FiZe—HhL F—Z X=X &AL TTh
T 4 T EITOVET,

F7 v ORI local T, Y—X— F—TF
DHEEINTWARNE X FREFREEFADT T
DY — "= TN —TNEINEN RN E XL, 20T

AN FOFANMEM S ET,
AT 7 3 | switch(config)# exit arvI7 4 r—vary ' —REKTLET,
2w 7 4 | (Optional) switch# show aaa accounting TIAIVNDAAA T T 4 7 HROREE
FKRLET,
X T 75 | (Optional) switch# copy running-config startup-config | 52472 7 4 X2 L —La vk AX— K7 v a

Y74 F¥al—varilar—LET,

No Service Password-Recovery [ZD0\T

No Service Password-Recovery FEHEIZ L V) |

A= NA~DT T AR LR —X B IO

N—=B DRy NT =TT 7 BATHHEEEZONDZ L1270 F7,

No Service Password-Recovery @ 1 =— J L1t

FIRDEE

No Service Password-Recovery F&HE S 17 2011
SMIEIRENAT — REEETEEEA,

4r & HREIIC

no service password-recovery =2~ > R & BtHT 5356

Tl o> TWAEA,

T b U =7 MR & RO A DL

A AT, T ADSEEN 5T

VAFA AT A X2l —ary TrANDA— R REETAI AR L TCWET,

configure terminal

No service passwor d-recovery
(TR

Reload

exit
(f£#&) show user-account
(EE)

I I

copy running-config startup-config

copy running-config startup-config

L. #w. 7rooTov08E
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FREE.

HE. ThYUT4 v I0EE |

FED FF 4
Fig
ARV REEEFET7IVa Y B
X w 71 | configureterminal Jau—N)L a7 4 Xal—ay T— REBLG

1

switch# configure terminal
switch (config) #

LET,

ATvT2

Nno service passwor d-recovery

1

switch (config)# no service password-recovery
WARNING: Executing this command will disable the
password recovery mechanism. Do not execute this
command without another plan for password
recovery. Are you sure you want to continue?
(vl v
switch(config)# copy run start
G i A ON O
Copy complete, now saving to disk (please wait)...
Copy complete.

(y/n)

NRAT— REE A = XA EEYZ LET,

ATvT3

(f£&) copy running-config startup-config

1 -

switch# copy running-config startup-config

FFar 74 X¥al—vark, AE—FT v
Y74 F¥al—varilar—LET,

ATv74

Reload
1 -

switch (config)# Reload

This command will reboot the system.
Y

2018 Jun 26 16:23:19 BAR %S VDC-1 %$
%PLATFORM—Z—PFMisYSTEMiRESET: Manual system
restart from Command Line Interface

(y/n)?

CISCO SWITCH Ver 8.34

CISCO SWITCH Ver 8.34
Manual system restart from Command Line Interface
writing reset reason 9,

switch (boot)# config t

Enter configuration commands,
with CNTL/Z.

switch (boot) (config)# admin-password Abcd!123$

ERROR: service password-recovery disabled. Cannot]
change password!

switch (boot) (config) #

one per line. End

-

FREE.

BRI, ThOUT 4 VT DERE
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a5 ——nvsa off

ARV RFEEETIIa Y B8
R T v 75 |exit Ja—R) a7 4 ¥ a2l —a s FT— RERKT
1 LET
switch (config)# exit
switch#
ATv 76| ({EFE) show user-account n— ViR EERRFLET,
1
switch# show user-account
ATw 71| ({£E) copy running-config startup-config Fifrar74Xal—vark, AX—FT 7

1

switch# copy running-config startup-config

V74X al—valar—LEd,

AAA H—/\—@ VSA D {E F

VSA

VSA DRz

N —EFREMN (VSA) Z#H LT, AAA —3— L TODCisco Nexus 7 /34 A D L—H—
70—/l KL NSNMPV3 /87 XA — X ZfRETE £7,

A v H—3 vy MENFERIAEZES (IETF) 2, %y hU—2 77k A #—,3L RADIUS

P — XD TD VSA OED T D F XA BET HDAEMEZ/ERR L TV E T, IETF I2EM: 26
EREHLET, XX =T VSA ZfEH LT, —M&y7e &30l S 72l B LR EM: %
R— R TEET, YAaTORADIUS E#iT, ZOARTHREEZ NI BEAELLEH LT, 12D~
VHE—EBEA T arvEYR—FLTWET, YAIORUF—IDIE9, VAR —FENnBA
TarORUE— Z AT (4RI E cisco-av-pair) TI, EHIZFKROEXDO A MY 7T
7

protocol : attribute seperator value *

7a hanid, BEDOZA TOFHWHAOT X AEHETY, LAEBMEOXEY XFITES (=)
T, 7TRAZ U A7 (%) HMEERMEEZRLET,

Cisco Nexus 7 /34 A TOFFEIZ RADIUS Y — —%2fF A4 55515, B RE & bIgEr
B oa—F—@E4IET L 5. RADIUS 71 k = L3 RADIUS — S—IZf8 R LE T,
ZOFAERIT. VSA THREESNET,

WD VSA 7’10 b2/ 473 2 A8, CiscoNexus 7 /3 A THR— SN THET,
o Shell : = —H— 717 7 A VIEHREZIRAET 2 access-accept /37 > N THEH S ET,

« Accounting : accounting-request /X7 > M CHEH SN E T, HIZAN—ZARFTEN TN DY
Hld. ZEHIA/FTHATIZI N,

L. #w. 7rooTov08E



ZEE. #H. ThIUT4 o I0EE |
B ras— i~ Ecors v FOI—H— 0—L & SNMPB /(S5 A — 2 DIEE

RO @D Cisco Nexus T34 A THHR— F I TWET,

eroles : L—H—(CEIV Y THT_RTOu—LE VXA FLET, 74— i, ZF—7F
4 HZEA TR 572 A RDASTZANY 7 TF,

« accountinginfo : HE¥EDRADIUS 7 1 U 7 4 7 7'v b /L CABL I 5 @I T,
BINOT T T 4 CTERPEHSNET, ZOBENEEINDLIOIE, AL v F LD
RADIUS 7 A 7 > R 7135 @ Account-Request 7 L — A D VSA FiyWN7200 T, Z 0@k
X, TAvrT 47 7a ha)LB#o PDU TLMMEHATE 8 A,

AAA H—/IN—ETODRA yFOI—F— O—)L & SNMPv3 /NS5 A —S2 DIETE
AAA H—/X—"T VSA cisco-av-pair Zfli ] L T, DA T, CiscoNexus 7/ A AD L—+H—
n—/L vyt EfRETEET,
shell:roles="roleA roleB .."

cisco-av-pair BYEIZ R —/L A7 > a VEEE LR S TEHEEOT 74V RO —HF— n—)L
X, network-operator T3,

)

Note  Cisco Unified Wireless Network TACACS+ %€ &, L —H— o —/LOEF|ZS>\TiE,  [Cisco
Unified Wireless Network TACACS+ Configuration] ZZM 1L T &0y,

WD X HITSNMPV3 ZREEE T T A RN — T ha)LV@glEsfET 52 b T T,

shell:roles="roleA roleB..." snmpv3:auth=SHA priv=AES-128

SNMPV3 3L a2 h 2 WIZIEETEX A4 7T a3 %, SHA & MD5 T9, I > — 71 k
TIVITHRECTE 547> 3 &, AES-128 £ DES T3, cisco-av-pair BIEICZ I HDA T T 3
VEBE LR TEHEDT 7 40 FOFEET 1 kavid, MD5 & DES T,

BANE#RIZ DUV TIX, Cisco Nexus 7 734 A @ [System Management Configuration Guide)] ¢
[Configuring User Accounts and RBAC] DE A S L T 7E S0,

O—AJILAA A7 Ao T4 090F=ZR2Y 58D
)7

CiscoNexus 7/3 AlX, AAAT DO T 4T T 7T 48T 0a—h)b a7 L TV
\iﬁqo

SUMMARY STEPS

1. switch# show accounting log [size] [ start-time year month day hh : mm: ss]
2. (Optional) switch# clear accounting log

B 2. #9. 7hYUTA U 0RE
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I FRRE. Al 77]'7/7’4’/70)uxm

DETAILED STEPS

Procedure

amazzowz ||

Command or Action Purpose

R T w 71 | switch# show accounting log [size] [ start-time year ThU T 47 al%FrLET, ZOavw R

month day hh : mm: ss] Hizix, 57 44 b THeK 250,000 /31 DT 7
TUT T arnRRInNET, A X515 xR
ETULX, 2~ RO hEfIRTEE7, HET
= HEFIT 0 ~ 250000 /N1 N TT, v I H IO
R fRET S 2 b TaET,

Z 5w 7 2 | (Optional) switch# clear accounting log THO T 4T alONEEZ7 VT LET,

AAA E%TE DFERE

AAA DRREFTMREFTRT DI, ROVTNNOIEEZITVET,

avy kR

S

show aaa accounting

AAAT I T 4 v T OREEFRLET,

show aaa authentication [login {error-enable
Imschap}]

AAA FICN rﬁi&%%ﬂi\‘ Lij‘o

show aaa authorization

AAA P DIEREFR R LET,

show aaa groups

AAA P — R T —TOREEFRLET,

show running-config aaa [all]

FITa 74 X2 —a VOAAARELEE
RLET,

show startup-config aaa

AR—KT a7 4FXalb—30
AAABRTEEF TR LET,

AAA D% E I

WRIZ, AAA ZRETHHEZ R LFET,

switch (config) # aaa authentication login default group radius

switch (config)# aaa authentication login console group radius

switch(config)# aaa accounting default group radius

L. #w. 7rooTov08E



B 7o+1rtr0nma

B

axX ;&

T4 LD AAA EXTE

WRDFEIZ, AAARTA—=HDT 7 )V REE R LET,

Table & T2+ )L kD AAAIRS A —%4

INT A=A TIAILEbE
oY —)VEREE T o—J L
T 7 4 FRRGES A 07— 7
B 7oA VRRERIE A v — TA—T
L
MSCHAP &3 Fa4e—7
V%
TIANKNT IO T 47 | m—L
ThHYT 47 uloFRRYA |250KB
"

B 2. #9. 7hYUTA U 0RE

AcvALL

HE. ThYUT4 v I0EE |



BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



