
vPCの設定

この章では、CiscoNX-OSデバイスに仮想ポートチャネル（vPCs）を構成する手順について説
明します。

vPCピアリンクに Nexus 3550-Tデバイスの任意のインターフェイスを使用できます。

ポートチャネルの互換性パラメータは、物理スイッチのすべてのポートチャネルメンバーで

同じである必要があります。

vPCの一部になるように共有インターフェイスを設定できません。

ポートチャネルの互換性パラメータは、両方のピアのすべての vPCメンバーポートで同じで
ある必要があるため、各シャーシで同じタイプのモジュールを使用する必要があります。

（注）
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vPCについて

vPCの概要
仮想ポートチャネル（vPC）は、物理的には 2台のCisco Nexus 3550-Tデバイスに接続されて
いるリンクを、第 3のデバイスには単一のポートに見えるようにします（図を参照）。第 3の
デバイスは、スイッチ、サーバ、ポートチャネルをサポートするその他の任意のネットワーキ

ングデバイスのいずれでもかまいません。vPCは、ノード間の複数の並列パスを可能にし、ト
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ラフィックのロードバランシングを可能にすることによって、冗長性を作り、バイセクショナ

ルな帯域幅を増やすレイヤ 2マルチパスを提供できます。

図 1 : vPCのアーキテクチャ

vPCで使用できるのは、レイヤ 2ポートチャネルだけです。ポートチャネルの設定は、次の
いずれかを使用して行います。

•プロトコルなし

•リンク集約制御プロトコル（LACP）

LACPを使用せずに vPC（vPCピアリンクチャネルも含めて）のポートチャネルを構成する場
合は、各デバイスが、単一のポートチャネル内に最大 4つのリンクを持ち、そして 4つ全ての
メンバーは、同じクワッドに属している必要があります。特定のクワッドからは、1つのポー
トチャネルのみを使用できます。

vPCの機能を設定したり実行したりするには、まずvPC機能をイネーブルにする必要がありま
す。

（注）

vPC機能をイネーブルにしたら、ピアキープアライブリンクを作成します。このリンクは、2
つの vPCピアデバイス間でのハートビートメッセージの送信を行います。

1ギガビットイーサネット以上の速度のイーサネットポートを 2つ以上使用することにより、
1台の Cisco Nexus 3550-Tシリーズシャーシでポートチャネルを設定して vPCピアリンクを
作成できます。vPCを有効にして実行するための正しいハードウェアが揃っていることを確認
にするには、show hardware feature-capabilityと入力しますコマンドを入力します。コマンド
出力で vPCの向かいに Xが表示されている場合、そのハードウェアでは vPC機能をイネーブ
ルにできません。

vPCピアリンクレイヤ 2ポートチャネルは、トランクとして設定することを推奨します。も
う 1つの Cisco Nexus 3550-Tシリーズシャーシで、再度専用ポートモードで 1ギガビット以
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上の速度の 2つ以上のイーサネットポートを使用して、もう 1つのポートチャネルを設定し
ます。これらの 2つのポートチャネルを接続すると、リンクされた 2つの Cisco Nexusデバイ
スが第 3のデバイスには 1つのデバイスとして見える vPCピアリンクが作成されます。第 3
のデバイス、またはダウンストリームデバイスは、スイッチ、サーバ、vPCに接続された正規
のポートチャネルを使用するその他の任意のネットワーキングデバイスのいずれでもかまい

ません。

vPCピアリンクに Nexus 3550-Tデバイスの任意のインターフェイスを使用できます。

vPCドメインには、両方の vPCピアデバイス、vPCピアキープアライブリンク、vPCピアリ
ンク、および vPCドメイン内にあってダウンストリームデバイスに接続されているすべての
ポートチャネルが含まれます。各デバイスに設定できる vPCドメイン IDは、1つだけです。

このバージョンでは、各ダウンストリームデバイスを、単一のポートチャネルを使用して単

一の vPCドメイン IDに接続できます。

ポートチャネルを使用して vPCドメインに接続されたデバイスは、両方の vPCピアに接続す
る必要があります。

（注）

vPC（図を参照）には、次の利点があります。

•単一のデバイスが 2つのアップストリームデバイスを介して 1つのポートチャネルを使
用することを可能にします。

•スパニングツリープロトコル（STP）のブロックポートが不要になります。

•ループフリーなトポロジが実現されます。

•利用可能なすべてのアップリンク帯域幅を使用します。

•リンクまたはデバイスに障害が発生した場合に、ファーストコンバージェンスを提供しま
す。

•リンクレベルの復元力を提供します。

•ハイアベイラビリティが保証されます。

ヒットレス vPCロールの変更
仮想ポートチャネル（vPC）は、2つの異なる Cisco Nexus 3550-Tスイッチに物理的に接続さ
れたリンクを、単一のポートチャネルとして扱えるようにします。vPCロールの変更機能は、
トラフィックフローに影響を与えることなく、vPCピア間で vPCロールを切り替えることが
できるようにします。vPCロールの切り替えは、vPCドメインに属しているデバイスのロール
優先順位の値に基づいて行われます。vPCロールの切り替え中にロール優先順位が低いvPCピ
アデバイスがプライマリ vPCデバイスとして選択されます。vpc role preemptコマンドを使用
して、ピア間で vPCロールを切り替えることができます。
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vPCの用語
vPCで使用される用語は、次のとおりです。

• vPC：vPCピアデバイスとダウンストリームデバイスの間の結合されたポートチャネル。

• vPCピアデバイス：vPCピアリンクと呼ばれる特殊なポートチャネルで接続されている
一対のデバイスの 1つ。

• vPCピアリンク：vPCピアデバイス間の状態を同期するために使用されるリンク。この
リンクは、10ギガビットイーサネットインターフェイスを使用する必要があります。

• vPCメンバポート：vPCに属するインターフェイス。

• vPCドメイン：このドメインには、両方の vPCピアデバイス、vPCピアキープアライブ
リンク、vPC内にあってダウンストリームデバイスに接続されているすべてのポートチャ
ネルが含まれます。また、このドメインは、vPCグローバルパラメータを割り当てるため
に使用する必要があるコンフィギュレーションモードに関連付けられています。

• vPCピアキープアライブリンク：ピアキープアライブリンクは、さまざまな vPCピア
CiscoNexus3550-Tシリーズのデバイスをモニターします。ピアキープアライブリンクは、
vPCピアデバイス間での設定可能なキープアライブメッセージの定期的な送信を行いま
す。

ピアキープアライブリンクを、各vPCピアデバイス内のレイヤ3インターフェイスにマッ
ピングされているデフォルト仮想ルーティングおよび転送（VRF）インスタンスに関連付
けることを推奨します。

図 2 : vPCピアキープアライブリンクの管理ポートを接続するための独立したスイッチが必要
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vPCピアキープアライブリンク上を移動するデータまたは同期トラフィックはありませ
ん。このリンクを流れるトラフィックは、送信元スイッチが稼働しており、vPCを実行し
ていることを知らせるメッセージだけです。

• vPCメンバポート：vPCに属するインターフェイス。

•デュアルアクティブ：プライマリとして動作する両方の vPCピア。この状況は、両方の
ピアがまだアクティブなときに vPCピアキープアライブとピアリンクがダウンした場合
に発生します。この場合、セカンダリ vPCはプライマリ vPCが動作しないと想定し、プ
ライマリ vPCとして機能します。

•リカバリ：ピアキープアライブとvPCピアリンクが起動すると、1台のスイッチがセカン
ダリ vPCになります。セカンダリ vPCになるスイッチで、vPCリンクが停止してから復
帰します。

vPCピアリンクの概要

vPCピアとして持てるのは 2台のデバイスだけです。各デバイスが、他方の 1つの vPCピアに
対してだけ vPCピアとして機能します。vPCピアデバイスは、他のデバイスに対する非 vPC
リンクも持つことができます。

無効な vPCピア設定については、次の図を参照してください。

図 3 :許可されていない vPCピア設定

有効な設定を作成するには、まず各デバイス上でポートチャネルを設定してから、vPCドメイ
ンを設定します。ポートチャネルを各デバイスに、同じ vPCドメイン IDを使用して vPCピア
リンクとして割り当てます。vPCピアリンクのインターフェイスの片方に障害が発生した場合
に、デバイスが自動的にvPCピアリンク内の他方のインターフェイスを使用するようにフォー
ルバックするため、冗長性のために少なくとも2つの専用ポートをポートチャネルに設定する
ことを推奨します。
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レイヤ 2ポートチャネルをトランクモードで設定することを推奨します。（注）

多くの動作パラメータおよび設定パラメータが、vPCピアリンクによって接続されている各デ
バイスで同じでなければなりません（「vPCインターフェイスの互換パラメータ」の項を参
照）。各デバイスは管理プレーンから完全に独立しているため、重要なパラメータについてデ

バイス同士に互換性があることを確認する必要があります。vPCピアデバイスは、個別のコン
トロールプレーンを持ちます。vPCピアリンクを設定し終えたら、各 vPCピアデバイスの設
定を表示して、設定に互換性があることを確認してください。

vPCピアリンクによって接続されている2つのデバイスが、特定の同じ動作パラメータおよび
設定パラメータを持っていることを確認する必要があります。必要な設定の一貫性の詳細につ

いては、「vPCインターフェイスの互換パラメータ」の項を参照してください。

（注）

vPCピアリンクを設定すると、vPCピアデバイスは接続されたデバイスの一方がプライマリ
デバイスで、もう一方の接続デバイスがセカンダリデバイスであると交渉します（「vPCの設
定」の項を参照）。Cisco NX-OSソフトウェアは、最小のMACアドレスを使用してプライマ
リデバイスを選択します。特定のフェールオーバー条件の下でだけ、ソフトウェアが各デバイ

ス（つまり、プライマリデバイスおよびセカンダリデバイス）に対して異なるアクションを

取ります。プライマリデバイスに障害が発生すると、システムの回復時にセカンダリデバイ

スが新しいプライマリデバイスになり、以前のプライマリデバイスがセカンダリデバイスに

なります。

どちらの vPCデバイスをプライマリデバイスにするか設定することもできます。vPCピアデ
バイスのプライオリティを変更すると、ネットワークでインターフェイスがアップしたりダウ

ンしたりする可能性があります。1台の vPCデバイスをプライマリデバイスにするよう再度
ロールプライオリティを設定する場合は、プライオリティ値が低いプライマリ vPCデバイス
と値が高いセカンダリ vPCデバイスの両方でロールプライオリティを設定します。次に、
shutdownコマンドを入力して、両方のデバイスで vPCピアリンクであるポートチャネルを
シャットダウンし、最後に no shutdownコマンドを入力して、両方のデバイスでポートチャ
ネルを再度イネーブルにします。

ソフトウェアは、vPCピアを介して転送されたすべてのトラフィックをローカルトラフィック
としてキープします。ポートチャネルから入ってきたパケットは、vPCピアリンクを介して
移動するのではなく、ローカルリンクの 1つを使用します。不明なユニキャスト、およびブ
ロードキャストトラフィック（STP BPDUを含む）は、vPCピアリンクでフラッディングさ
れます。ソフトウェアが、マルチキャストフォワーディングを両方の vPCピアデバイス上で
同期された状態に保ちます。

両方の vPCピアリンクデバイスおよびダウンストリームデバイスで、任意の標準ロードバラ
ンシングスキームを設定できます（ロードバランシングについては、「ポートチャネルの設

定」の章を参照）。

設定情報は、Cisco Fabric Service over Ethernet（CFSoE）プロトコルを使用して vPCピアリン
クを転送されます。（CFSoEの詳細については、「CFSoE（21ページ）」の項を参照）。
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両方のデバイス上で設定されているこれらの VLANのMACアドレスはすべて、vPCピアデ
バイス間で同期されています。この同期に、CFSoEが使用されます（CFSoEの詳細について
は、「CFSoE（21ページ）」の項を参照）

vPCピアリンクに障害が発生した場合は、ソフトウェアが、両方のデバイスが稼働しているこ
とを確認するための vPCピアデバイス間のリンクであるピアキープアライブリンクを使用し
て、リモート vPCピアデバイスのステータスをチェックします。vPCピアデバイスが稼働し
ている場合は、セカンダリvPCデバイスは、ループやトラフィックの消失あるいはフラッディ
ングを防ぐために、そのデバイス上のすべてのvPCポートをディセーブルにします。したがっ
て、データは、ポートチャネルの残っているアクティブなリンクに転送されます。

ソフトウェアは、ピアキープアライブリンクを介したキープアライブメッセージが返されな

い場合に、vPCピアデバイスに障害が発生したことを学習します。

vPCピアデバイス間の設定可能なキープアライブメッセージの送信には、独立したリンク
（vPCピアキープアライブリンク）を使用します。vPCピアキープアライブリンク上のキー
プアライブメッセージから、障害が vPCピアリンク上でだけ発生したのか、vPCピアデバイ
ス上で発生したのかがわかります。キープアライブメッセージは、vPCピアリンク内のすべ
てのリンクで障害が発生した場合にだけ使用されます。キープアライブメッセージについて

は、「ピアキープアライブリンクとメッセージ」の項を参照してください。

プライマリおよびセカンダリデバイス上で手動で設定する必要がある機能

各 vPCピアデバイスのプライマリ/セカンダリマッピングに従うために、次の機能を手動で設
定する必要があります。

• STPルート：プライマリ vPCピアデバイスを STPプライマリルートデバイスとして設定
し、vPCセカンダリデバイスを STPセカンダリルートデバイスとして設定します。vPC
および STPの詳細については、「vPCピアリンクと STP」の項を参照してください。

• Bridge Assuranceがすべての vPCピアリンク上でイネーブルになるように、vPCピア
リンクインターフェイスを STPネットワークポートとして設定することを推奨しま
す。

• VLAN単位の高速スパニングツリー（PVST+）を設定してプライマリデバイスがすべ
ての VLANのルートになるようにし、マルチスパニングツリー（MST）を設定して
プライマリデバイスがすべてのインスタンスのルートになるようにすることを推奨し

ます。

•レイヤ3VLANネットワークインターフェイス：両方のデバイスから同じVLANのVLAN
ネットワークインターフェイスを設定することにより、各 vPCピアデバイスのレイヤ 3
接続を設定します。

• VRRPアクティブ：vPCピアデバイス上で Virtual Router Redundancy Protocol（VRRP）と
VLANインターフェイスを使用する場合は、プライマリ vPCピアデバイスを VRRPマス
ターの最も高いプライオリティで構成します。バックアップデバイスを VRRPスタンバ
イになるように構成し、各 vPCデバイスの VLANインターフェイスが同じ管理/動作モー
ドにあることを確認します。
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単方向リンク検出（UDLD）の構成では、次の留意点に注意してください：

• LACPがポートチャネル集約プロトコルとして使用されている場合は、vPCドメイン内に
UDLDは必要ありません。

• LACPがポートチャネル集約プロトコル（静的なポートチャネル）として使用されてい
ない場合は、vPCメンバーポートの通常モードで UDLDを使用します。

• STPが Bridge Assuranceなしで使用されている場合と LACPが使用されていない場合は、
vPC孤立ポートの通常モードで UDLDを使用します。

vPCピアリンクのレイヤ 3バックアップルートの構成

VRRPなどのアプリケーションを使用するネットワークのレイヤ 3にリンクするために、vPC
ピアデバイス上のVLANネットワークインターフェイスを使用できます。各ピアデバイス上
で VLANネットワークインターフェイスが設定されており、そのインターフェイスが各デバ
イス上で同じVLANに接続されていることを確認してください。また、各VLANインターフェ
イスが、同じ管理/動作モードになっていなければなりません。VLANネットワークインター
フェイスの設定の詳細については、「レイヤ3インターフェイスの設定」の章を参照してくだ
さい。

vPCピアリンクでフェールオーバーが発生すると、vPCピアデバイス上のVLANインターフェ
イスも影響を受けます。vPCピアリンクに障害が発生すると、セカンダリ vPCピアデバイス
上の関連付けられている VLANインターフェイスがシステムによって停止されます。

vPCピアリンクに障害が発生したときに特定の VLANインターフェイスが vPCセカンダリデ
バイス上で停止しないようにできます。

ピアキープアライブリンクとメッセージ

CiscoNX-OSソフトウェアは、vPCピア間でピアキープアライブリンクを使用して、設定可能
なキープアライブメッセージを定期的に送信します。これらのメッセージを送信するには、ピ

アデバイス間にレイヤ3接続がなくてはなりません。ピアキープアライブリンクが有効になっ
て稼働していないと、システムは vPCピアリンクを稼働させることができません。

vPCピアキープアライブリンクを、各vPCピアデバイス内のレイヤ3インターフェイスにマッ
ピングされているデフォルト VRFに関連付けることを推奨します。管理 VRFを構成しなかっ
た場合は、デフォルトで管理 VRFと管理ポートが使用されます。vPCピアキープアライブ
メッセージの送受信に vPCピアリンク自体を使用することはしないでください。

（注）

片方の vPCピアデバイスに障害が発生したら、vPCピアリンクの他方の側にある vPCピアデ
バイスは、ピアキープアライブメッセージを受信しなくなることによってその障害を感知しま

す。vPCピアキープアライブメッセージのデフォルトの間隔は、1秒です。この間隔は、400
ミリ秒～ 10秒の範囲内で設定可能です。
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ホールドタイムアウト値は、3～10秒の範囲内で設定可能で、デフォルトのホールドタイムア
ウト値は3秒です。このタイマーは、vPCピアリンクがダウンすると開始します。セカンダリ
vPCピアデバイスは、ネットワークの収束が確実に発生してから vPCアクションが発生する
ようにするために、このホールドタイムアウト期間の間は vPCピアキープアライブメッセー
ジを無視します。ホールドタイムアウト期間の目的は、誤ったポジティブケースを防ぐことで

す。

タイムアウト値は、3～ 20秒の範囲内で設定可能で、デフォルトのタイムアウト値は 5秒で
す。このタイマーは、ホールドタイムアウト間隔が終了した時点で開始します。このタイムア

ウト期間の間は、セカンダリ vPCピアデバイスは、プライマリ vPCピアデバイスから vPCピ
アキープアライブ helloメッセージが送信されてこないかチェックします。セカンダリ vPCピ
アデバイスが 1つの helloメッセージを受信したら、そのデバイスは、セカンダリ vPCピアデ
バイス上のすべての vPCインターフェイスをディセーブルにします。

ホールドタイムアウトパラメータとタイムアウトパラメータの相違点は、次のとおりです。

•ホールドタイムアウトの間は、vPCセカンダリデバイスは、受信したキープアライブメッ
セージに基づいてアクションを起こしません。それにより、たとえばスーパーバイザがピ

アリンクがダウンした数秒後に失敗した場合などに、キープアライブが一時的に受信され

る可能性がある場合に、システムがアクションを起こすのを回避できます。

•タイムアウト中は、vPCセカンダリデバイスは、設定された間隔が終了するまでにキープ
アライブメッセージを受信できないと、vPCプライマリデバイスになるというアクショ
ンを取ります。

キープアライブメッセージへのタイマーの設定については、「vPCキープアライブリンクと
メッセージの設定」の項を参照してください。

ピアキープアライブメッセージに使用される送信元 IPアドレスと宛先 IPアドレスがどちらも
ネットワーク上で一意であり、かつそれらの IPアドレスがその vPCピアキープアライブリン
クに関連付けられている VRFから到達可能であることを確認してください。

ピアキープアライブ IPアドレスは、グローバルユニキャストアドレスである必要がありま
す。リンクローカルアドレスはサポートされていません。

（注）

コマンドラインインターフェイス（CLI）を使用して、vPCピアキープアライブメッセージを
使用するインターフェイスを信頼できるポートとして設定してください。優先順位をデフォル

ト（6）のままにしておくか、またはもっと高い値に設定します。

vPCピアゲートウェイ
vPCピアデバイスを、vPCピアデバイスのMACアドレスに送信されるパケットに対しても
ゲートウェイとして機能するように設定できます。

peer-gatewayコマンドを使用し、コマンドを使用します。

vPCの設定
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この項で説明している peer-gateway exclude-vlanコマンド（vPCピアデバイスでレイヤ 3バッ
クアップルーティングの VLANインターフェイスを構成する際に使用）は、サポートされて
いません。

（注）

一部のネットワーク接続ストレージ（NAS）デバイスまたはロードバランサは、特定のアプリ
ケーションのパフォーマンスを最適化するのに役立つ機能を備えている場合があります。これ

らの機能により、同じサブネットにローカルに接続されていないホストから送信された要求に

応答するときに、デバイスはルーティングテーブルのルックアップを回避できます。このよう

なデバイスは、一般的な VRRPゲートウェイではなく、送信元 Cisco Nexus 3550-Tデバイスの
MACアドレスを使用して、トラフィックに応答する場合があります。この動作は、一部の基
本的なイーサネットRFC基準に準拠していません。ローカルではないルータMACアドレスの
vPCデバイスに到達するパケットは、vPCピアリンクを介して送信され、最終的な宛先が他の
vPCの背後にある場合には、組み込みのvPCループ回避メカニズムによってドロップされる場
合があります。

vPCピアゲートウェイ機能は、vPCスイッチが、vPCピアのルータMACアドレスを宛先とす
るパケットに対して、アクティブなゲートウェイとして機能することを可能にします。この機

能は、このようなパケットが vPCピアリンクを通過する必要なしにローカルに転送されるこ
とを可能にします。このシナリオでは、この機能によって vPCピアリンクの使用が最適化さ
れ、トラフィック損失が回避されます。

ピアゲートウェイ機能の設定は、プライマリ vPCピアとセカンダリ vPCピアの両方で行う必
要がありますが、デバイスの稼働もvPCトラフィックも中断しません。vPCピアゲートウェイ
機能は、vPCドメインサブモードの下でグローバルに設定できます。

この機能をイネーブルにすると、ピアゲートウェイルータを介してスイッチングされたパケッ

トの IPリダイレクトメッセージの発生を避けるために、Cisco NX-OSは vPC VLANを介して
マッピングされるすべてのインターフェイス VLAN上で IPリダイレクトを自動的にディセー
ブルにします。

vPCドメイン
vPCドメイン IDを使用すれば、vPCダウンストリームデバイスに接続されている vPCピアリ
ンクとポートを識別できます。

vPCドメインは、キープアライブメッセージや他の vPCピアリンクパラメータを、デフォル
ト値をそのまま使用するのではなく値を設定する場合に使用する構成モードでもあります。こ

れらのパラメータの設定の詳細については、「vPCの設定」の項を参照してください。

vPCドメインを作成するには、まず各 vPCピアデバイス上で、1～ 1000の値を使用して vPC
ドメイン IDを作成しなければなりません。vPCピアごとにに設定できる vPCドメイン IDは
1つだけです。

各デバイス上で、vPCピアリンクとして機能させるポートチャネルを明示的に構成する必要
があります。各デバイス上で vPCピアリンクにしたポートチャネルを、1つの vPCドメイン
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からの同じ vPCドメイン IDに関連付けます。このドメイン内で、システムはループフリート
ポロジとレイヤ 2マルチパスを提供します。

これらのポートチャネルと vPCピアリンクは、静的にしか構成できません。ポートチャネル
および vPCピアリンクは、LACPを使用するかまたはプロトコルなしのいずれかで構成でき
ます。各vPCでポートチャネルを設定するにはアクティブモードのインターフェイスでLACP
を使用することを推奨します。それにより、ポートチャネルのフェールオーバーシナリオの

最適でグレースフルなリカバリが保証され、ポートチャネル間の設定不一致に対する設定検査

が行われます。

vPCピアデバイスは、設定された vPCドメイン IDを使用して、一意の vPCシステムMACア
ドレスを自動的に割り当てます。各 vPCドメインが、具体的な vPC関連操作に IDとして使用
される一意のMACアドレスを持ちます。ただし、デバイスは vPCシステムMACアドレスを
LACPなどのリンクスコープでの操作にしか使用しません。連続したレイヤ 2ネットワーク内
の各 vPCドメインを、一意のドメイン IDで作成することを推奨します。Cisco NX-OSソフト
ウェアにアドレスを割り当てさせるのではなく、vPCドメインに特定のMACアドレスを設定
することもできます。

vPC MACテーブルを表示する詳細については、「vPCおよび孤立ポート」の項を参照してく
ださい。

vPCドメインを作成した後は、Cisco NX-OSソフトウェアによって vPCドメインのシステム
プライオリティが作成されます。vPCドメインに特定のシステムプライオリティを設定するこ
ともできます。

システムプライオリティを手動で設定する場合は、必ず両方の vPCピアデバイス上で同じプ
ライオリティ値を割り当てる必要があります。vPCピアデバイス同士が異なるシステムプラ
イオリティ値を持っていると、vPCは稼働しません。

（注）

vPCトポロジ
次の図は、Cisco Nexus 3550-Tデバイスポートが別のスイッチまたはホストに直接接続され、
vPCの一部となるポートチャネルの一部として設定される基本設定を示しています。
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図 4 : vPCトポロジのスイッチ

この図では、vPC 20がポートチャネル 20で設定され、最初のデバイスには Eth1/10が、2番
目のデバイスには Eth1/20がメンバポートとしてあります。

vPCインターフェイスの互換パラメータ
多くの設定パラメータおよび動作パラメータが、vPC内のすべてのインターフェイスで同じで
なければなりません。vPCピアリンクに使用するレイヤ 2ポートチャネルはトランクモード
に設定することを推奨します。

vPC機能をイネーブルにし、さらに両方の vPCピアデバイス上でピアリンクを設定すると、
シスコファブリックサービス（CFS）メッセージにより、ローカル vPCピアデバイスに関す
る設定のコピーがリモート vPCピアデバイスへ送信されます。これにより、システムが 2つ
のデバイス上で異なっている重要な設定パラメータがないか調べます（CFSの詳細について
は、「vPCおよび孤立ポート」の項を参照）。

show vpc consistency-parametersを入力します。vPC内のすべてのインターフェイスで設定さ
れている値を表示します。表示される設定は、vPCピアリンクおよび vPCの稼働を制限する
可能性のある設定だけです。

（注）

ポートチャネルの互換性パラメータは、物理スイッチのすべてのポートチャネルメンバーで

同じである必要があります。vPCの一部になるように共有インターフェイスを設定できませ
ん。

（注）

vPCの互換性チェックプロセスは、正規のポートチャネルの互換性チェックとは異なります。

正規のポートチャネルについては、「ポートチャネルの設定」の章を参照してください。
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同じでなければならない設定パラメータ

このセクションの設定パラメータは、vPCピアリンクの両方のデバイスで同じに設定する必要
があります。そうしないと、vPCは一時停止モードに完全にまたは部分的に移動します。

ここで説明する動作パラメータおよび設定パラメータは、vPC内のすべてのインターフェイス
で一致している必要があります。

（注）

show vpc consistency-parametersを入力します。 vPC内のすべてのインターフェイスで設定さ
れている値を表示します。表示される設定は、vPCピアリンクおよび vPCの稼働を制限する
可能性のある設定だけです。

（注）

vPCインターフェイスでのこれらのパラメータの一部は、デバイスによって自動的に互換性が
チェックされます。インターフェイスごとのパラメータは、インターフェイスごとに一貫性を

保っていなければならず、グローバルパラメータはグローバルに一貫性を保っていなければな

りません。

•ポートチャネルモード：オン、オフ、またはアクティブ（ただし、ポートチャネルモー
ドは vPCピアの各サイドでアクティブ/パッシブにできます）

•チャネルごとのトランクモード：

•ネイティブ VLAN

•トランク上で許可される VLAN

•ネイティブ VLANトラフィックのタギング

•スパニングツリープロトコル（STP）モード

• Multiple Spanning Tree用の STPリージョンコンフィギュレーション

• VLANごとのイネーブル/ディセーブル状態

• STPグローバル設定：

•ブリッジ保証設定

•ポートタイプ設定

•ループガード設定

• STPインターフェイス設定：

•ポートタイプ設定

•ループガード

•ルートガード
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これらのパラメータのいずれかがイネーブルになっていなかったり、片方のデバイスでしか定

義されていないと、vPCの一貫性チェックではそのパラメータは無視されます。

どのvPCインターフェイスもサスペンドモードになっていないことを確認するには、showvpc
briefおよび show vpc consistency-parametersコマンドを実行し、syslogメッセージを確認しま
す。

（注）

同じにすべき設定パラメータ

次の挙げるパラメータのいずれかが両方の vPCピアデバイス上で同じように設定されていな
いと、誤設定が原因でトラフィックフローに望ましくない動作が発生する可能性があります。

• MACエージングタイマー

•スタティックMACエントリ

• VLANインターフェイス：vPCピアリンクエンドにある各デバイスのVLANインターフェ
イスが両エンドで同じ VLAN用に設定されていなければならず、さらに同じ管理モード
で同じ動作モードになっていなければなりません。vPCピアリンクの1個のデバイスだけ
で設定されている VLANは、vPCまたは vPCピアリンクを使用してトラフィックを通過
させません。すべての VLANをプライマリ vPCデバイスとセカンダリ vPCデバイスの両
方で作成する必要があります。そうなっていない VLANは、停止します。

• ACLのすべての設定とパラメータ

• STPインターフェイス設定：

• BPDUフィルタ

• BPDUガード

•コスト

•リンクタイプ

•プライオリティ

• VLAN（Rapid PVST+）

•ダイナミックホストコンフィギュレーションプロトコル（DHCP）スヌーピング

•インターネットグループ管理プロトコル（IGMP）スヌーピング

•すべてのルーティングプロトコル設定

すべての設定パラメータで互換性が取れていることを確認するために、vPCの設定が終わった
ら、各 vPCピアデバイスの設定を表示してみることを推奨します。

vPCの設定
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パラメータの不一致によってもたらされる結果

稼動中の vPCで不一致が発生した場合にセカンダリピアデバイス上のリンクのみを一時停止
する、グレースフル整合性検査機能を設定できます。この機能は CLIのみで設定可能で、デ
フォルトでイネーブルになっています。

graceful consistency-checkコマンドはデフォルトで設定されます。

一致しなければならないパラメータのリストのすべてのパラメータに関する整合性検査の一部

として、システムはすべての VLANの一貫性をチェックします。

vPCは稼動を継続し、矛盾した VLANのみがダウンします。この VLAN単位の整合性検査機
能はディセーブルにできず、マルチスパニングツリー（MST）VLANには適用されません。

vPC番号
vPCドメイン IDと vPCピアリンクを作成し終えたら、ダウンストリームデバイスを各 vPC
ピアデバイスに接続するためのポートチャネルを作成します。つまり、プライマリ vPCピア
デバイスからダウンストリームデバイスへのポートチャネルを 1つ作成し、もう 1つ、セカ
ンダリピアデバイスからダウンストリームデバイスへのポートチャネルも作成します。

スイッチとしてもブリッジとしても機能しないホストまたはネットワークデバイスに接続され

ているダウンストリームデバイス上のポートは、STPエッジポートとして設定することを推
奨します。

（注）

各 vPCピアデバイス上で、ダウンストリームデバイスに接続するポートチャネルに vPC番号
を割り当てます。vPCの作成時にトラフィックが中断されることはほとんどありません。すべ
てのポート番号に、ポートチャネル自体と同じ vPC ID番号を割り当てると（つまり、ポート
チャネル 10には vPC ID 10）、設定が簡単になります。

vPCピアデバイスからダウンストリームデバイスに接続するためにポートチャネルに割り当
てる vPC番号は、両方の vPCピアデバイスで同じである必要があります。

（注）

他のポートチャネルの vPCへの移行

ダウンストリームデバイスは、ポートチャネルを使用して両方の vPCピアデバイスに接続す
る必要があります。

（注）

ダウンストリームデバイスを接続するために、プライマリ vPCピアデバイスからダウンスト
リームデバイスへのポートチャネルを作成し、セカンダリピアデバイスからダウンストリー

ムデバイスへのもう 1つのポートチャネルを作成します。各 vPCピアデバイス上で、ダウン
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ストリームデバイスに接続するポートチャネルに vPC番号を割り当てます。vPCの作成時に
トラフィックが中断されることはほとんどありません。

その他の機能との vPCの相互作用

vPCと LACP

LACPは、vPCドメインのシステムMACアドレスを使用して、vPCのLACPAggregationGroup
（LAG）IDを形成します（LAG-IDおよび LACPについては、「ポートチャネルの設定」の
章を参照）。

ダウンストリームデバイスからのチャネルも含めて、すべてのvPCポートチャネル上のLACP
を使用できます。LACPは、vPCピアデバイスの各ポートチャネル上のインターフェイスの
アクティブモードで設定することを推奨します。この設定により、デバイス、単方向リンク、

およびマルチホップ接続の間の互換性をより簡単に検出できるようになり、実行時の変更およ

びリンク障害に対してダイナミックな応答が可能になります。

vPCピアリンクデバイスのシステムプライオリティを手動で設定して、vPCピアリンクデバ
イスが、接続されているダウンストリームデバイスより確実に高い LACPプライオリティを
持つようにすることを推奨します。システムプライオリティの値が低いほど、高い LACPプ
ライオリティを意味します。

システムプライオリティを手動で設定する場合は、必ず両方の vPCピアデバイス上で同じプ
ライオリティ値を割り当てる必要があります。vPCピアデバイス同士が異なるシステムプラ
イオリティ値を持っていると、vPCは稼働しません。

（注）

vPCピアリンクと STP

vPCはループフリーなレイヤ 2トポロジを提供しますが、それでもやはり、誤った配線やケー
ブルの欠陥、誤設定などから保護するためのフェールセーフメカニズムを STPが提供する必
要があります。vPCを初めて稼働させたときに、STPによる再コンバージェンスが発生しま
す。STPは、vPCピアリンクを特殊なリンクとして扱い、常に vPCピアリンクを STPのアク
ティブトポロジに含めます。

すべての vPCピアリンクインターフェイスを STPネットワークポートタイプに設定して、
すべての vPCリンク上でブリッジアシュアランスが自動的に有効になるようにすることを推
奨します。また、vPCピアリンク上ではどのSTP拡張機能も有効にしないことも推奨します。
STP拡張がすでに設定されている場合、その拡張が vPCピアリンクの問題の原因となること
はありません。

MSTと Rapid PVST+の両方を実行している場合は、必ず PVSTシミュレーション機能を正し
く設定してください。
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パラメータのリストは、vPCピアリンクの両サイドの vPCピアデバイス上で同じになるよう
に設定する必要があります。このような一致が必要な設定については、「vPCインターフェイ
スの互換パラメータ」の項を参照してください。

（注）

STPは分散しています。つまり、このプロトコルは、両方の vPCピアデバイス上で実行され
続けます。ただし、プライマリデバイスとして選択されている vPCピアデバイス上での設定
が、セカンダリ vPCピアデバイス上の vPCインターフェイスの STPプロセスを制御します。

プライマリ vPCデバイスは、Cisco Fabric Services over Ethernet（CFSoE）を使用して、vPCセ
カンダリピアデバイス上の STPの状態を同期させます。CFSoEの詳細については、「vPCお
よび孤立ポート」の項を参照してください。

vPCの STPプロセスも、ピアリンク上で接続されているデバイスの 1つに障害が発生したと
きにそれを検出するために、定期的なキープアライブメッセージに依存しています。これらの

メッセージについては、「ピアキープアライブリンクとメッセージ」の項を参照してくださ

い。

vPCマネージャが、vPCピアデバイス間で、プライマリデバイスとセカンダリデバイスを設
定して 2つのデバイスを STP用に調整する提案/ハンドシェイク合意を実行します。その後、
プライマリ vPCピアデバイスが、プライマリデバイスとセカンダリデバイス両方での STPプ
ロトコルの制御を行います。プライマリ vPCピアデバイスを STPプライマリルートデバイス
として設定し、セカンダリVPCデバイスを STPセカンダリルートデバイスになるように設定
することを推奨します。

プライマリ vPCピアデバイスがセカンダリ vPCピアデバイスにフェールオーバーした場合、
STPトポロジには何の変化も発生しません。

BPDUは、代表ブリッジ IDフィールドで、STPブリッジ IDの vPCに設定されているMACア
ドレスを使用します。vPCプライマリデバイスが、vPCインターフェイス上でこれらのBPDU
を送信します。

次のパラメータについて同じ STP設定を使用して、vPCピアリンクの両エンドを設定する必
要があります。

• STPグローバル設定：

• STPモード

• MSTのための STPリージョン設定

• VLANごとのイネーブル/ディセーブル状態

•ブリッジ保証設定

•ポートタイプ設定

•ループガード設定

• STPインターフェイス設定：
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•ポートタイプ設定

•ループガード

•ルートガード

これらのパラメータのいずれかに誤設定があった場合、CiscoNX-OSソフトウェアが vPC内の
すべてのインターフェイスを停止します。syslogをチェックし、show vpc briefを開始します
コマンドを入力して、vPCインターフェイスが停止していないか確認してください。

（注）

次の STPインターフェイス設定が、vPCピアリンクの両側で同じになっていることを確認し
ます。そうなっていないと、トラフィックフローに予測不能な動作が発生する可能性がありま

す。

• BPDUフィルタ

• BPDUガード

•コスト

•リンクタイプ

•プライオリティ

• VLAN（PVRST+）

vPCピアリンクの両側での設定を表示して、設定が同じであることを確認してください。（注）

vPCが有効な場合、show spanning-treeコマンドを使用してvPCに関する情報を表示できます。

ダウンストリームデバイスのポートは、STPエッジポートとして設定することを推奨します。
スイッチに接続されているすべてのホストポートを STPエッジポートとして設定してくださ
い

vPCピアスイッチ

vPCピアスイッチ機能は、STPコンバージェンスに関連するパフォーマンス上の問題を解決す
るために、Cisco NX-OSに追加されました。この機能により、一対の Cisco Nexus 3550-Tデバ
イスをレイヤ 2トポロジ内に 1つの STPルートとして表示できます。この機能は、STPルート
を vPCプライマリスイッチに固定する必要性をなくし、vPCプライマリスイッチに障害が発
生した場合の vPCコンバージェンスを向上させます。

ループを回避するために、vPCピアリンクは STP計算からは除外されます。vPCピアスイッ
チモードでは、ダウンストリームスイッチでの STP BPDUタイムアウトに関連した問題（こ
の問題は、トラフィックの中断につながります）を避けるために、STPBPDUが両方の vPCピ
アデバイスから送信されます。
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この機能は、すべてのデバイス vPCに属する純粋なピアスイッチトポロジで使用できます。

ピアスイッチ機能は、vPCを使用するネットワークでサポートされ、STPベースの冗長性はサ
ポートされません。ハイブリッドピアスイッチ設定で vPCピアリンクに障害が発生すると、
トラフィックが失われる場合があります。このシナリオでは、vPCピアは同じ STPルート ID
や同じブリッジ IDを使用します。アクセススイッチのトラフィックは 2つに別れ、その半分
が最初の vPCピアに、残りの半分が 2番目の vPCピアに転送されます。vPCピアリンク障害
は、南北のトラフィックには影響がありませんが、東西のトラフィックが失われます。

（注）

vPCおよび ARPまたは ND

Cisco Fabric Service over Ethernet（CFSoE）プロトコルの信頼性が高いトランスポートメカニズ
ムを使用した、vPCピア間のテーブル同期に対応する機能がCiscoNX-OSに追加されました。
ip arp synchronizeを有効にする必要がありますコマンドを有効化にし、vPCピア間のアドレ
ステーブルのコンバージェンスの高速化をサポートする必要があります。このコンバージェン

スにより、vPCピアリンクポートチャネルがフラップしたり、vPCピアがオンラインに戻る
ときに、IPv4の場合は ARPテーブルの復元でまたは NDテーブルの復元で発生する遅延を解
消できます。

vPCマルチキャスト：IGMP、および IGMPスヌーピング

ソフトウェアが、マルチキャストフォワーディングを両方の vPCピアデバイス上で同期され
た状態に保ちます。vPCピアデバイス上の IGMPスヌーピングプロセスは、学習したグルー
プ情報を vPCピアリンクを通じて他の vPCピアデバイスと共有します。マルチキャスト状態
は、常に両方の vPCピアデバイス上で同期されます。

各 vPCピアは、レイヤ 2デバイスです。マルチキャストトラフィックは 1つの vPCピアデバ
イスだけから伝送されます。次のシナリオで、重複したパケットが観察される場合がありま

す。

•孤立ホスト

•送信元と受信者が、マルチキャストルーティングのイネーブルになった異なる VLAN内
のレイヤ 2 vPCクラウド内にあり、vPCメンバリンクが停止している場合。

ごくわずかなトラフィック損失が観察される場合があります：

•トラフィックを転送している vPCピアデバイスをリロードした場合。

全体的なマルチキャストコンバージェンス時間は、スケールと vPCロールの変更期間に依存
します。

次に、vPC IGMP/IGMPスヌーピングについて説明します。

• vPC IGMP/IGMPスヌーピング：vPCモードの IGMPプロセスは、両方の vPCピアデバイ
スで指定ルータ（DR）情報を同期させます。デュアルDRは、vPCモードのときに IGMP
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で利用可能です。デュアル DRは、vPCモードでない場合は利用できません。これは、両
方の vPCピアデバイスがピア間のマルチキャストグループ情報を保持するためです。

IGMPスヌーピングは、両方のvPCピアデバイス上で同じようにイネーブルにしたりディセー
ブルにしたりする必要があり、すべての機能設定を同じにする必要があります。IGMPスヌー
ピングは、デフォルトで有効になっています。

Cisco Nexus 3550-Tは、vPC VLANでの PIMをサポートしていません。（注）

vPCピアリンクとルーティング

ファーストホップ冗長性プロトコル（FHRP）は、vPCと相互運用します。仮想ルータ冗長プ
ロトコル（VRRP）は、vPCと相互運用します。すべてのレイヤ 3デバイスを両方の vPCピア
デバイスにデュアル接続することを推奨します。

プライマリ FHRPデバイスは、たとえセカンダリ vPCデバイスがデータトラフィックを転送
したとしても、ARP要求に応答します。

プライマリ vPCピアデバイスを FHRPアクティブルータの最も高いプライオリティで設定し
ておくと、初期の設定確認と vPCのトラブルシューティングを簡単にできます。

プライマリvPCピアデバイスに障害が発生した場合は、セカンダリvPCピアデバイスにフェー
ルオーバーされ、FHRPトラフィックはシームレスに流れ続けます。

バックアップルーティングパスとして機能するように 2台の vPCピアデバイス間にルーティ
ング隣接を設定することを推奨します。1台の vPCピアデバイスがレイヤ 3アップリンクを失
うと、その vPCはルーテッドトラフィックを他の vPCピアデバイスにリダイレクトでき、そ
のアクティブレイヤ 3アップリンクを活用できます。

次の方法で、バックアップのルーティングパス用のスイッチ間リンクを設定できます。

• 2台の vPCピアデバイス間でレイヤ 3リンクを作成します。

•専用の VLANインターフェイスを持つ非 VPC VLANトランクを使用します。

•専用の VLANインターフェイスを持つ vPCピアリンクを使用します。

vPC環境での VRRPの焼き付けMACアドレスオプション（use-bia）の設定、および任意の
FHRPプロトコルのための仮想MACアドレスの手動での設定は、推奨できません。これらの
設定は、vPCロードバランシングに不利な影響を与えるためです。VRRP use-biaオプション
は、vPCではサポートされていません。カスタムMACアドレスを設定する際には、両方の
vPCピアデバイスに同じMACアドレスを設定する必要があります。

delay restoreコマンドを使用すればコマンドを使用して、ピアの隣接が形成され、VLANイン
ターフェイスがバックアップされるまで、vPC+の回復を遅らせるようにリストアタイマーを
設定します。この機能により、vPCが再びトラフィックの受け渡しをし始める前にルーティン
グテーブルが収束できなかった場合のパケットのドロップを回避できます。delay restoreコマ
ンドを使用して、この機能を設定します。
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復元した vPCピアデバイス上の VLANインターフェイスが起動するのを遅延するには、
interfaces-vlanオプションを delay restoreのオプションコマンドを使用します。

CFSoE

Cisco Fabric Services over Ethernet（CFSoE）は、vPCピアデバイスのアクションを同期化する
ために使用される信頼性の高い状態転送メカニズムです。CFSoEは、vPCにリンクされてい
る、STP、IGMPなどの多くの機能のメッセージとパケットを伝送します。情報は、CFS/CFSoE
プロトコルデータユニット（PDU）に入れて伝送されます。

CFSoEは、vPC機能をイネーブルにすると、デバイスによって自動的にイネーブルになりま
す。何も設定する必要はありません。vPCの CFSoE分散には、IPを介してまたは CFSリー
ジョンに分散する機能は必要ありません。CFSoE機能が vPC上で正常に機能するために必要
な設定は一切ありません。

CFSoE転送は、各 VDCにローカルです。

show mac address-tableコマンドを使用すればコマンドを使用すれば、CFSoEが vPCピアリ
ンクのために同期するMACアドレスを表示できます。

no cfs eth distributeまたは no cfs distributeコマンドは入力しないでください。CFSoE for vPC
機能のための CFSoEをイネーブルにしなければなりません。vPCをイネーブルにしてこれら
のコマンドのいずれかを入力すると、エラーメッセージが表示されます。

（注）

引数を使用せずに show cfs applicationコマンドを入力すると、出力に「Physical-eth」と表示さ
れます。これは、CFSoEを使用しているアプリケーションを表します。

CFSリージョンはサポートされていません。（注）

vPCおよび孤立ポート

vPC対応でないデバイスが各ピアに接続するとき、接続されたポートはvPCのメンバではない
ため、孤立ポートと称されます。一方のピアへのデバイスのリンクがアクティブ（フォワー

ディング）になり、他方のリンクは STPのためスタンバイ（ブロッキング）になります。

vPCピアリンク障害またはリストアが発生すると、孤立ポートの接続は vPC障害または復元
プロセスにバインドされる可能性があります。たとえば、デバイスのアクティブな孤立ポート

がセカンダリ vPCピアに接続する場合、vPCピアリンク障害が発生し、vPCポートがセカン
ダリピアによって一時停止されると、そのデバイスはプライマリピアを経由する接続を失い

ます。セカンダリピアがアクティブな孤立ポートも一時停止した場合は、デバイスのスタンバ

イポートがアクティブになり、プライマリピアへの接続が提供され、接続が復元されます。

セカンダリピアが vPCポートを一時停止するときに特定の孤立ポートがそのピアによって一
時停止され、vPCが復元されるとそのポートが復元されるように CLIで設定できます。
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停電後の vPCリカバリ
データセンターが停止すると、vPCドメインの両方の vPCピアがリロードされます。場合に
よっては、1つのピアのみが復元される場合があります。機能するピアキープアライブまたは
vPCピアリンクがないと、vPCは正常に機能することができません。vPCサービスが機能する
ピアのローカルポートのみを使用するようにする方法が利用可能です。

自動リカバリ

CiscoNexus3550-Tデバイスは、そのピアがオンラインになるのに失敗した場合に、auto-recovery
コマンドを使用して、 vPCサービスを復元するように設定できます。この設定は、スタート
アップコンフィギュレーションに保存しなければなりません。リロード時に、vPCピアリン
クがダウンし、 3回連続してピアキープアライブメッセージが失われた場合、セカンダリデ
バイスはプライマリ STPロールとプライマリ LACPロールを引き継ぎます。ソフトウェアが
vPCを初期化し、そのローカルポートを稼働させ始めます。ピアがないため、ローカル vPC
ポートの一貫性チェックはバイパスされます。デバイスは、自身をそのロールプライオリティ

に関係なく STPプライマリに選出し、LACPポートロールのプライマリデバイスとしても機
能します。

リカバリ後の vPCピアロール

ピアデバイスのリロードが完了し、隣接が形成されたら、次のプロセスが発生します。

1. 最初の vPCピアがその現在のロールを維持して、その他のプロトコルへの任意の移行リ
セットを回避します。ピアが、他の可能なロールを受け入れます。

2. 隣接が形成されたら、整合性検査が実行され、適切なアクションが取られます。

注意事項と制約事項
vPC設定時のガイドラインと制限事項は次のとおりです。

• VPCの両方のピアが同じモード（通常モードまたは拡張モード）であることを確認してか
ら、無停止アップグレードを実行してください。

拡張 ISSUモード（ブートモード lxc）が設定されたスイッチと非
拡張 ISSUモードスイッチ間の vPCピアリングはサポートされて
いません。

（注）

•キーワードが付いている show コマンドはサポートされていません。 internal

• Cisco Nexus 3550-Tスイッチは、vPCトポロジでの NATをサポートしていません。

• vPCピアは同じCiscoNX-OSリリースを実行する必要があります。ソフトウェアのアップ
グレード中は、必ずプライマリvPCピアをアップグレードしてください。
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• 1つの vPCのすべてのポートが、同じ VDC内になくてはなりません。

• vPCを設定するには、まず vPCをイネーブルにする必要があります。

•システムが vPCピアリンクを形成する前に、ピアキープアライブリンクとメッセージを
設定する必要があります。

• vPCに入れられるのは、レイヤ 2ポートチャネルだけです。

• vPC上のレイヤ 3マルチキャストはサポートされていません。

•両方の vPCピアデバイスを設定しなければなりません。設定が片方のデバイスから他方
へ送信されることはありません。

•マルチレイヤ（バックツーバック）vPCを設定するには、それぞれの vPCに一意の vPC
ドメイン IDを割り当てる必要があります。

•必要な設定パラメータが、vPCピアリンクの両側で互換性を保っているかチェックしてく
ださい。互換性の推奨については、「vPCインターフェイスの互換パラメータ」の項を参
照してください。

• vPCの設定中に、最小限のトラフィックの中断が発生する可能性があります。

• vPC上での BIDR PIMはサポートされていません。

• vPC環境での DHCPスヌーピング、DAI、IPSGはサポートされていません。

• CFSリージョンはサポートされていません。

•ポートセキュリティがサポートされていません

• 2つの Cisco Nexus 3550-Tスイッチで vpc domain構成モードの下にある peer-switch機能
を設定すると、vPCピアリンクで有効になっていないVLANに対してもスパニングツリー
ルートが変更されます。両方のスイッチは、ブリッジアドレスとして 1つのMACアドレ
スを持つ 1つのシステムとして機能します。これは、non-vPC mst-instanceまたは VLAN
でも trueです。したがって、2つのスイッチ間の非 vPCピアリンクはバックアップリン
クとしてブロックされます。これは予期された動作です。

• vPC内のLACPを使用するすべてのポートチャネルを、アクティブモードのインターフェ
イスで設定することを推奨します。

•バックツーバックのマルチレイヤ vPCトポロジでは、それぞれの vPCに一意のドメイン
IDが必要です。

•ダブルサイド vPC上のすべてのノードで同じ仮想ルータ冗長プロトコル（Virtual Router
Redundancy Protocol、VRRP）グループを持つことはサポートされています。

•
• vPCを使用する場合は、VRRPにデフォルトのタイマーを使用することを推奨します。ア
グレッシブタイマーを vPC設定で使用すると、コンバージェンス時間のメリットがあり
ません。
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• vPC環境で open shortest path first（OSPF）を設定する場合は、コアスイッチ上でルータコ
ンフィギュレーションモードで次のタイマーコマンドを使用することにより、vPCピア
リンクがシャットダウンしたときに OSPFの高速コンバージェンスを実現します。

switch (config-router)# timers throttle spf 1 50 50
switch (config-router)# timers lsa-arrival 10

• STPポートコストは、vPC環境で 200に固定されています。

• vPCがダウンし、トラフィックが vPCピアリンクを通過する必要があるときに、増加す
るトラフィックに対応するためはのベストプラクティス、 vPCピアリンクのラインカー
ドを横断して複数の高帯域幅インターフェイスを使用することです。

•この項で説明している vpc orphan-ports suspendコマンドは、非 vPC VLANのポートおよ
びレイヤ3ポートにも適用可能です。ただし、VPCVLANのポートで使用することをお勧
めします。

• vPC STPヒットレスロール変更機能がサポートされています。

• vPCロール変更はいずれかのピアデバイスで実行できます。

• 2つの Cisco Nexus 3550-Tシリーズスイッチ間で vPCドメインを形成する場合、サポート
されるvPCドメインを形成するには、両方のスイッチがまったく同じモデルである必要が
あります。

•元のセカンダリデバイスに高プライオリティ値がある場合、元のプライオリティデバイ
スはロールスワッピングは実行できません。vPCデバイスのいずれかでロールプライオ
リティを変更すると、元のセカンダリデバイスの値は元のプライマリデバイスの値より

も低くなります。デバイスの既存のロールを確認するには、ローカルおよびピアスイッチ

で show vpc roleコマンドを使用します。

• vPCヒットレスロールの変更機能を設定する前に、必ず、既存の設定されたロールプラ
イオリティをチェックしてください

• vPCドメインで peer-switchコマンドを有効にします。これにより、両方の vPCピアが同
じSTPプライオリティになり、ロールの変更を発行する前にピアが稼働可能になることが
保証されます。peer-switchコマンドを有効にできない場合、コンバージェンスの問題が発
生する可能性があります。show spanning-tree summary | grep peerコマンドを使用して、
ピア vPCスイッチが操作可能かどうか確認します。

• vPCドメインに接続されているすべてのデバイスは、デュアルホームである必要がありま
す。

• vPCを介したレイヤ 3は、レイヤ 3ユニキャスト通信の Cisco Nexus 3550-Tシリーズス
イッチでのみサポートされます。vPC上のレイヤ3は、レイヤ3マルチキャストトラフィッ
クではサポートされません。詳細については、「レイヤ 3および vPC構成のベストプラ

クティス」の項を参照してください

• vPCピアの IPを宛先としたレイヤ 3ピアルータおよび TTL = 1パケットのデフォルトの動
作では、パケットを CPUにパントし、ソフトウェアを vPCピアに転送します。
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レイヤ 3および vPC設定のベストプラクティス
ここでは、vPCでレイヤ 3を使用し、設定するためのベストプラクティスについて説明しま
す。

レイヤ 3および vPC設定の概要
レイヤ3デバイスがvPCを介してvPCドメインに接続されている場合、次のビューがあります。

•レイヤ2では、レイヤ3デバイスはvPCピアデバイスによって提供される一意のレイヤ2ス
イッチを認識します。

•レイヤ 3では、レイヤ 3デバイスは 2台の異なるレイヤ 3デバイス（vPCピアデバイスご
とに 1台）を認識します。

vPCはレイヤ2仮想化テクノロジーであるため、レイヤ2では、両方のvPCピアデバイスがネッ
トワークの他の部分に対して固有の論理デバイスとして表示されます。

レイヤ3には仮想化テクノロジーがないため、各vPCピアデバイスは、ネットワークの他の部分
では別個のレイヤ3デバイスと見なされます。

次の図は、vPCを使用した2つの異なるレイヤ2およびレイヤ3ビューを示しています。

図 5 : vPCピアデバイスのさまざまなビュー

レイヤ 3および vPCのサポートされるトポロジ
ここでは、レイヤ 3および vPCのネットワークトポロジの例を示します。

レイヤ 3と vPCのインタラクションには 2つのアプローチがあります。1つ目は、専用のレイ
ヤ 3リンクを使用してレイヤ 3デバイスを各 vPCピアデバイスに接続する方法です。2つ目
は、vPC接続で伝送される専用 VLAN上で、レイヤ 3デバイスが各 vPCピアデバイスで定義
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されたSVIとピアリングできるようにすることです。次のセクションでは、次の図の凡例に記
載されている要素を利用して、サポートされているすべてのトポロジについて説明します。

図 6 :凡例

レイヤ 3リンクを使用した外部ルータとのピアリング

この例は、レイヤ 3リンクを使用してレイヤ 3デバイスを vPCドメインの一部である Cisco
Nexus 3550-Tスイッチに接続するトポロジを示しています。

この方法で 2つのエンティティを相互接続すると、レイヤ 3ユニキャストおよびマルチキャス
ト通信をサポートできます。

（注）

図 7 :レイヤ 3リンクを使用した外部ルータとのピアリング

レイヤ 3デバイスは、両方の vPCピアデバイスとのレイヤ 3ルーティングプロトコルの隣接
関係を開始できます。

1つまたは複数のレイヤ 3リンクを、各 vPCピアデバイスにレイヤ 3デバイスを接続ために使
用できます。
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レイヤ 3デバイスをレイヤ 3リンクを使用している vPCドメインに接続する際は、次の注意事
項に従ってください。

•レイヤ 3デバイスを vPCドメインに接続するには、独立したレイヤ 3リンクを使用しま
す。各リンクはポイントツーポイントレイヤ 3接続を表し、小さな IPサブネット（/30ま
たは /31）から取得された IPアドレスが割り当てられます。

バックアップルーティングパス用 vPCデバイス間のピアリング

この例では、レイヤ 3バックアップルーテッドパスを持つ 2つの vPCピアデバイス間のピア
リングを示します。vPCピアデバイス 1または vPCピアデバイス 2 のレイヤ 3アップリンク
に障害が発生した場合、2つのピアデバイス間のパスを使用して、レイヤ 3アップリンクが
アップ状態のスイッチにトラフィックがリダイレクトされます。

レイヤ3バックアップルーティングパスは、vPCピアリンク上で専用インターフェイスVLAN
（SVIなど）を使用するか、2つの vPCピアデバイス間で専用のレイヤ 2またはレイヤ 3リン
クを使用して実装できます。

図 8 :バックアップルーティングパス用 vPCデバイス間のピアリング

ルータ間の直接レイヤ 3ピアリング

このシナリオでは、vPCドメインのNexus 3550-Tデバイスの部分が単にレイヤ 2中継パスとし
て使用され、接続されたルータがレイヤ3ピアリングおよび通信を確立できるようにします。
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図 9 :ルータ間ピアリング

レイヤ 3デバイスは、次の 2つの方法で相互のピアとなることができます。また、ピアリング
の方法は、このロールにどのようなデバイスが展開されるかによっても変わります。

•中間の Cisco Nexus 3550-T vPCピアスイッチを介してレイヤ 3デバイス間で拡張される
VLANの VLANネットワークインターフェイス（SVI）を定義します。

•各レイヤ 3デバイスでレイヤ 3ポートチャネルインターフェイスを定義し、ポイントツー
ポイントレイヤ 3ピアリングを確立します。

トランジットスイッチとして vPCデバイスを使用した 2ルータの間のピアリング

この例は、「ルータ間のピアリング」トポロジと似ています。この場合も、同じvPCドメイン
の一部である Cisco Nexus 3550-Tデバイスは、レイヤ 2中継パスとしてのみ使用されます。こ
こでの違いは、Cisco Nexus 3550-Tスイッチのペアが 2つあることです。vPC接続を使用して
レイヤ3デバイスに接続されている各スイッチは、それらの間のバックツーバックvPC接続も
確立します。異なる点は、vPCドメインがレイヤ 2中継パスとしてのみ使用されていることで
す。
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図 10 :トランジットスイッチとして vPCデバイスを使用した 2ルータの間のピアリング

このトポロジは、直接リンク（ダークファイバまたはDWDM回線）で相互接続された個別の
データセンター間の接続を確立する場合によく使用されます。この場合、Cisco Nexus 3550-T
スイッチの 2つのペアはレイヤ 2拡張サービスのみを提供し、レイヤ 3デバイスがレイヤ 3で
相互にピアリングできるようにします。

パラレル相互接続ルーテッドポート上の外部ルーターとのピアリング

次の図に示すように、ルーテッドトラフィックとブリッジトラフィックの両方が必要な場合

は、ルーテッドトラフィックに個別のレイヤ 3リンクを使用し、ブリッジトラフィックに個
別のレイヤ 2ポートチャネルを使用します。

レイヤ 2リンクは、ブリッジドトラフィック（同じ VLANに保持されるトラフィック）また
は VLAN間トラフィック（vPCドメインがインターフェイス VLANと関連 VRRP構成をホス
トすることが前提）に使用されます。

レイヤ 3リンクは、各 vPCピアデバイスとのルーティングプロトコルピアリング隣接に使用
されます。

このトポロジの目的は、レイヤ3デバイスを通過する特定のトラフィックを引き付けることで
す。レイヤ3リンクは、レイヤ3デバイスからvPCドメインにルーティングされたトラフィック
を伝送するためにも使用されます。
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図 11 :パラレル相互接続ルーテッドポート上の外部ルーターとのピアリング

パラレル相互接続ルーテッドポート上の vPCスイッチペア間のピアリング

前の項（中継スイッチとしてvPCデバイスを使用した2台のルータ間のピアリング）で示した
ものに代わる設計では、レイヤ 2とレイヤ 3の両方の拡張サービスを提供するために、各デー
タセンターに導入された 2ペアの Cisco Nexus 3550-Tスイッチを使用します。ルーティングプ
ロトコルピアリング隣接を 2ペアの Cisco Nexus 3550-Tデバイス間で確立する必要がある場
合、ベストプラクティスは、次の例に示すように 2サイト間に専用のレイヤ 3リンクを追加す
ることです。

図 12 :パラレル相互接続ルーテッドポートでの vPC相互接続を介したピアリング

2つのデータセンター間のバックツーバック vPC接続は、ブリッジドトラフィックまたは
VLAN間トラフィックを伝送し、専用レイヤ 3リンクは 2サイト間でルーテッドトラフィッ
クを伝送します。

非 vPC VLANを使用する PC相互接続および専用スイッチ間リンクを介したピアリング

この例は、レイヤ3デバイスがvPCドメインにシングル接続されている場合に、専用スイッチ
間リンクで非 vPC VLANを使用して、レイヤ 3デバイスと各 vPCピアデバイスとの間でルー
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ティングプロトコルピアリング隣接を確立できることを示しています。ただし、非vPCVLAN
は、vPC VLANとは異なるスタティックMACを使用するように設定する必要があります。

この目的のために vPC VLAN（および vPCピアリンク）を設定することはサポートされてい
ません。

（注）

図 13 :非 vPC VLANを使用する PC相互接続および専用スイッチ間リンクを介したピアリング

vPC接続を介した直接ピアリング

レイヤ 3ルータとCisco Nexus 3550-T vPCスイッチのペア間でレイヤ 3ピアリングを確立する
代替方法。

vPC接続を介した直接ピアリングは、レイヤ 3ユニキャスト通信でのみサポートされ、レイヤ
3マルチキャストトラフィックではサポートされません。レイヤ 3マルチキャストが必要な場
合は、専用のレイヤ 3リンクでピアリングを確立する必要があります。

（注）
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図 14 :サポート：ルータが両方の vPCピアとピアリングする vPC相互接続を介するピアリング。

このシナリオでは、同じ vPCドメインの一部である外部ルータと Cisco Nexus 3550-Tスイッチ
間のレイヤ 3ピアリングは、vPC接続で伝送されるVLAN上で直接確立されます。この場合の
外部ルータは、各 vPCデバイスで定義された SVIインターフェイスとピアリングします。前
の図 12のシナリオでは、外部ルータは SVIまたはレイヤ 3ポートチャネルを使用して vPCデ
バイスとピアリングできます（複数の SVIまたはポートチャネルサブインターフェイスをマ
ルチ VRF展開に使用できます）。

この展開モデルでは、vPCドメインの一部として layer3 peer-routerコマンドを設定する必要
があります。vPCスイッチの 2つの個別のペア間で確立された vPCバックツーバック接続でレ
イヤ 2およびレイヤ 3接続を確立するために、同じアプローチを採用できます。
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図 15 :サポート：各 Nexusデバイスが 2つの vPCピアとピアリングする vPC相互接続を介したピアリング。

この展開モデルでは、4つの Cisco Nexus 3550-Tスイッチすべてに同じ VLAN内の SVIイン
ターフェイスが構成され、これらの間でルーティングピアリングと接続が確立されます。

デフォルト設定
次の表は、vPCパラメータのデフォルト設定をまとめたものです。

表 1 :デフォルト vPCパラメータ

デフォルトパラメータ

32667vPCシステムプライオリティ

ディセーブルvPCピアキープアライブメッセージ

1秒vPCピアキープアライブ間隔

5秒vPCピアキープアライブタイムアウト

3200vPCピアキープアライブ UDPポート
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vPCの設定

vPCピアリンクの両側のデバイス両方でこれらの手順を使用する必要があります。両方のvPC
ピアデバイスをこの手順で設定します。

（注）

ここでは、コマンドラインインターフェイス（CLI）を使用してvPCを設定する方法を説明し
ます。

Cisco IOSの CLIに慣れている場合、この機能に対応する Cisco NX-OSコマンドは通常使用す
る Cisco IOSコマンドと異なる場合があるので注意してください。

（注）

vPCのイネーブル化
vPCを設定して使用する場合は、事前に vPC機能をイネーブルにしておく必要があります。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

デバイス上で vPCをイネーブルにしま
す。

feature vpc

例：

ステップ 2

switch(config)# feature vpc

グローバルコンフィギュレーション

モードを終了します。

exit

例：

ステップ 3

switch(config)# exit
switch#

（任意）デバイス上でイネーブルになっ

ている機能を表示します。

show feature

例：

ステップ 4

switch# show feature
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目的コマンドまたはアクション

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 5

例

次の例は、vPC機能をイネーブルにする方法を示します。
switch# configure terminal
switch(config)# feature vpc
switch(config)# exit
switch(config)#

vPCのディセーブル化

vPC機能をディセーブルにすると、デバイス上のすべての vPC設定がクリアされます。（注）

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

デバイスの vPCをディセーブルにしま
す。

no feature vpc

例：

ステップ 2

switch(config)# no feature vpc

グローバルコンフィギュレーション

モードを終了します。

exit

例：

ステップ 3

switch(config)# exit
switch#

（任意）デバイス上でイネーブルになっ

ている機能を表示します。

show feature

例：

ステップ 4

switch# show feature
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目的コマンドまたはアクション

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 5

例

次の例は、vPC機能をディセーブルにする方法を示します。
switch# configure terminal
switch(config)# no feature vpc
switch(config)# exit
switch#

vPCドメインの作成と vpc-domainモードの開始
vPCドメインを作成し、両方の vPCピアデバイス上で vPCピアリンクポートチャネルを同
じ vPCドメイン内に置くことができます。1つの VDC全体を通じて一意の vPCドメイン番号
を使用するこのドメイン IDは、vPCシステムMACアドレスを自動的に形成するのに使用さ
れます。

このコマンドを使用して、vpc-domainコマンドモードを開始することもできます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

デバイス上に vPCドメインを作成し、
設定目的でvpc-domainコンフィギュレー

vpc domain domain-id [shut | no shut]

例：

ステップ 2

ションモードを開始します。デフォル
switch(config)# vpc domain 5
switch(config-vpc-domain)# トはありません。指定できる範囲は1～

1000です。

vpc-domain設定モードを終了します。exit

例：

ステップ 3

switch(config)# exit
switch#

（任意）各 vPCドメインに関する簡単
な情報を表示します。

show vpc brief

例：

ステップ 4
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目的コマンドまたはアクション

switch# show vpc brief

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 5

例

次に、vpc-domainコマンドモードを開始して、既存の vPCドメインを設定する例を示
します。

switch# configure terminal
switch(config)# vpc domain 5
switch(config-vpc-domain)# exit
switch(config)#

vPCキープアライブリンクと vPCキープアライブメッセージの設定
キープアライブメッセージを伝送するピアキープアライブリンクの宛先 IPを設定できます。
必要に応じて、キープアライブメッセージのその他のパラメータも設定できます。

システムで vPCピアリンクを形成できるようにするには、まず vPCピアキープアライブリン
クを設定する必要があります。

（注）

vPCピアキープアライブリンクを使用する際は、デフォルトのVRFインスタンスを構成して、
各 vPCピアデバイスからそのVRFにレイヤ 3ポートを接続することを推奨します。ピアリン
ク自体を使用して vPCピアキープアライブメッセージを送信しないでください。VRFの作成
および構成方法については、『Ciscoユニキャスト 3550-T構成ガイド』を参照してください。
ピアキープアライブメッセージに使用される送信元と宛先の両方の IPアドレスがネットワー
ク内で一意であることを確認してください。管理ポートと管理 VRFが、これらのキープアラ
イブメッセージのデフォルトです。

（注）

始める前に

vPC機能が有効なことを確認します。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

デバイスで vPCドメインを作成し、
vpc-domainコンフィギュレーションモー
ドを開始します。

vpc domain domain-id [shut | no shut]

例：

switch(config)# vpc domain 5
switch(config-vpc-domain)#

ステップ 2

vPCピアキープアライブリンクのリモー
トエンドの IPv4アドレスを設定しま
す。

peer-keepalive destination ipaddress
[hold-timeout secs | interval msecs
{timeout secs} | {precedence {prec-value |
network | internet | critical | flash-override

ステップ 3

（注）| flash | immediate priority | routine}} | tos
vPCピアキープアライブリンクを設定
するまで、vPCピアリンクは構成され
ません。

{tos-value | max-reliability |
max-throughput | min-delay |
min-monetary-cost | normal}} |tos-byte
tos-byte-value} | source ipaddress | vrf
{name | management vpc-keepalive}]

管理ポートと VRFがデフォルトです。
例：

（注）
switch(config-vpc-domain)#
peer-keepalive destination

デフォルト VRFを構成し、vPCピア
キープアライブリンクのためのVRF内172.28.230.85

switch(config-vpc-domain)# の各 vPCピアデバイスからのレイヤ 3
ポートを使用することを推奨します。

グローバルコンフィギュレーション

モードを終了します。

exit

例：

ステップ 4

switch(config)# exit
switch#

（任意）キープアライブメッセージの

設定に関する情報を表示します。

show vpc statistics

例：

ステップ 5

switch# show vpc statistics

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 6
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例

次の例は、vPCピアキープアライブリンクの宛先と送信元の IPアドレスおよび VRF
を設定する方法を示します。

switch# configure terminal
switch(config)# vpc domain 100
switch(config-vpc-domain)# peer-keepalive destination 172.168.1.2 source 172.168.1.1 vrf
vpc-keepalive
switch(config-vpc-domain)# exit
switch#

vPCピアリンクの作成
指定した vPCドメインの vPCピアリンクとして設定するポートチャネルを各デバイス上で指
定して、vPCピアリンクを作成します。冗長性を確保するため、トランクモードで vPCピア
リンクとして指定したレイヤ 2ポートチャネルを設定し、各 vPCピアデバイス上の個別のモ
ジュールで 2つのポートを使用することを推奨します。

始める前に

vPC機能が有効なことを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

このデバイスの vPCピアリンクとして
使用するポートチャネルを選択し、イ

interface port-channel channel-number

例：

ステップ 2

ンターフェイスコンフィギュレーショ

ンモードを開始します。
switch(config)# interface port-channel
20
switch(config-if)#

（任意）このインターフェイスをトラン

クモードで設定します。

switchport mode trunk

例：

ステップ 3

switch(config-if)# switchport mode
trunk

（任意）許容 VLANリストを設定しま
す。

switchport trunk allowed vlan vlan-list

例：

ステップ 4

switch(config-if)# switchport trunk
allowed vlan 1-120,201-3967
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目的コマンドまたはアクション

選択したポートチャネルを vPCピアリ
ンクとして設定し、vpc-domainコンフィ
ギュレーションモードを開始します。

vpc peer-link

例：

switch(config-if)# vpc peer-link
switch(config-vpc-domain)#

ステップ 5

vpc-domain設定モードを終了します。exit

例：

ステップ 6

switch(config)# exit
switch#

（任意）各 vPCに関する情報を表示し
ます。vPCピアリンクに関する情報も
表示されます。

show vpc brief

例：

switch# show vpc brief

ステップ 7

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 8

例

次の例は、vPCピアリンクを設定する方法を示しています。
switch# configure terminal
switch(config)# interface port-channel 20
switch(config-if)# switchport mode
switch(config-if)# switchport mode trunk
switch(config-if)# switchport trunk allowed vlan 1-255
switch(config-if)# vpc peer-link
switch(config-vpc-domain)# exit
switch(config)#

vPCピアゲートウェイの設定
vPCピアデバイスを、vPCピアデバイスのMACアドレスに送信されるパケットに対してゲー
トウェイとして機能するように設定できます。

始める前に

vPC機能が有効なことを確認します。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

vPCドメインがまだ存在していない場合
はそれを作成し、vpc-domainコンフィ
ギュレーションモードを開始します。

vpc domain domain-id [shut | no shut]

例：

switch(config-if)# vpc domain 5
switch(config-vpc-domain)#

ステップ 2

ピアのゲートウェイMACアドレスを宛
先とするパケットのレイヤ 3フォワー
ディングをイネーブルにします。

peer-gateway

例：

switch(config-vpc-domain)# peer-gateway

ステップ 3

（注）

この機能を正常に動作させるために、

この vPCドメインのすべてのインター
フェイスVLAN上で IPリダイレクトを
ディセーブルにします。

vpc-domain設定モードを終了します。exit

例：

ステップ 4

switch(config)# exit
switch#

（任意）各 vPCに関する情報を表示し
ます。vPCピアリンクに関する情報も
表示されます。

show vpc brief

例：

switch# show vpc brief

ステップ 5

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 6

高速コンバージェンスの構成

高速コンバージェンス機能は、Cisco Nexus 9000シリーズプラットフォームでサポートされて
います。このコマンドを使用して、vPCの最適化を有効または無効にすることができます。よ
り高速なコンバージェンスを実現するには、両方の vPCピアで [no] fast-convergenceを有効に
して、高速コンバージェンスを実現する必要があります。最適化は、セカンダリスイッチ、

vPCメンバーポート、および vpc orphan-ports suspendコマンドを使用した孤立ポートにアー
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カイブされます。vPCピアリンクに障害が発生すると、これらのポートはただちに一時停止さ
れ、トラフィックはプライマリvPCピアに転送されます。これはコンバージェンスを向上させ
る目的でのみ行われます。

CiscoNX-OSリリース 7.0(3)I7(1)以降、高速コンバージェンス機能は、CiscoNexus 9000シリー
ズプラットフォームでサポートされています。このコマンドを使用して、vPCの最適化を有効
または無効にすることができます。より高速なコンバージェンスを実現するには、両方のvPC
ピアで [no] fast-convergenceを有効にして、高速コンバージェンスを実現する必要があります。
最適化は、セカンダリスイッチ、vPCメンバーポート、および vpc orphan-ports suspendコマ
ンドを使用した孤立ポートにアーカイブされます。vPCピアリンクに障害が発生すると、これ
らのポートはただちに一時停止され、トラフィックはプライマリvPCピアに転送されます。こ
れはコンバージェンスを向上させる目的でのみ行われます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminalステップ 1

VPCドメイン番号の構成switch(config) # vpc domain <domain>ステップ 2

ピアスイッチを定義します。switch(config) # peer-switchステップ 3

ピアキープアライブメッセージに関す

る情報を表示します。

switch(config) # show vpc peer-keepaliveステップ 4

復元された vPCピアデバイスが稼働す
るまで遅延時間（単位は秒）です。値の

範囲は 1～ 3600です。

switch(config) # delay restore { time }ステップ 5

仮想ポートチャネル（vPC）のゲート
ウェイMACアドレスを宛先とするパ

switch(config) # peer-gatewayステップ 6

ケットのレイヤ3転送をイネーブルにす
るには、ピアゲートウェイコマンドを

使用します。レイヤ3フォワーディング
パケットを無効にするには、このコマン

ドの no形式を使用します。

。

復元されたデバイスの孤立ポートがアッ

プするまでの遅延秒数

switch(config) # delay restore orphan-portステップ 7

vPC高速コンバージェンスを構成しま
す。

switch(config-vpc-domain)#
fast-convergence

ステップ 8
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LACP vPCコンバージェンスの構成
Cisco NX-OSリリース 7.0（3）I7（1）以降、 Link Aggregation Control Protocol（LACP）vPCコ
ンバージェンス機能は、CiscoNexus9200および9300シリーズスイッチでサポートされます。
LACPvPCコンバージェンス機能を構成して、メンバーリンクがダウンして最初のメンバーが
起動する際の vPCポートチャネルのコンバージェンス時間を短縮することで、ポートチャネ
ルをより効率的に使用できます。

Cisco NX-OSリリース 7.0(3)I7(5)以降、Link Aggregation Control Protocol（LACP）vPCコンバー
ジェンス機能は、9700- EXおよび 9700-FXラインカードを搭載した Cisco Nexus 9500シリーズ
スイッチでサポートされます。この機能は、9400、9500、および 9600および 9600-Rライン
カードを搭載したNexus 9500ではサポートされません。

Link Aggregation Control Protocol（LACP）vPCコンバージェンス機能は、9700- EXおよび
9700-FXラインカードを搭載したCisco Nexus 9500シリーズスイッチでサポートされます。こ
の機能は、9400、9500、および 9600および 9600-Rラインカードを搭載したNexus 9500では
サポートされません。

Link Aggregation Control Protocol（LACP）vPCコンバージェンス機能は、 Cisco Nexus 9200お
よび 9300シリーズスイッチでサポートされます。LACP vPCコンバージェンス機能を構成し
て、メンバーリンクがダウンして最初のメンバーが起動する際の vPCポートチャネルのコン
バージェンス時間を短縮することで、ポートチャネルをより効率的に使用できます。

Cisco Nexus 9000スイッチで LACP vPCコンバージェンスを構成すると、すべての VLANが初
期化およびプログラムされるまで待機してから、LACP同期PDUを送信します。これにより、
ドロップすることなくVPCドメインへのトラフィックの送信が開始されます。LACPをサポー
トするホストへの vPCポートチャンネルを持つ VXLANおよび非 VXLAN環境で lacp
vpc-convergenceコマンドを構成することができます。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminalステップ 1

設定するインターフェイスを指定し、イ

ンターフェイスコンフィギュレーショ

ンモードを開始します。

switch(config) # interface {type/slot |
portchannel number}

ステップ 2

LACPコンバージェンスの構成します。
メンバーリンクがダウンして最初のメ

switch(config-if) # lacp vpc-convergenceステップ 3

ンバーがアップするための vPCポート
チャネルのコンバージェンス時間を短縮

します。

（注）

両方の vPCピアスイッチでこのコマン
ドをイネーブルにする必要があります。
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目的コマンドまたはアクション

このコマンドは、 PortFastポート（ス
パニングツリーポートタイプエッジ

[トランク]が有効になっている vPC
ポートチャネル）でのみ構成する必要

があります。

（注）

vPC環境では、 LACPをサポートする
デバイスへの vPCポートチャネルイン
ターフェイスでこのコマンドが構成さ

れておらず、vPCピアの 1つがリロー
ドされるか、リンクの 1つが起動する
と、「アップ」状態のvPCピアスイッ
チはアクティブなままで、トラフィッ

クを転送します。他のリンクがダウン

する可能性があり、'アップ'状態に移行
します。「アップ」状態に移行してい

るリンクは、VLANの初期化を開始し
ます。VLANが初期化されると、初期
化されたVLANごとに LACP同期 PDU
が送信されます。これにより、ポート

チャネルが「アップ」状態になり、理

想的でない VLANでトラフィックのブ
ラックホールが発生します。

グレースフル整合性検査の設定

デフォルトでイネーブルになるグレースフル整合性検査機能を設定できます。この機能がイ

ネーブルでない場合、必須互換性パラメータの不一致が動作中のvPCで導入されると、vPCは
完全に一時停止します。この機能がイネーブルの場合、セカンダリピアデバイスのリンクだ

けが一時停止します。vPCでの一貫した設定については、「vPCインターフェイスの互換パラ
メータ」の項を参照してください。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#
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目的コマンドまたはアクション

vPCドメインがまだ存在していない場合
はそれを作成し、vpc-domainコンフィ
ギュレーションモードを開始します。

vpc domain domain-id [shut | no shut]

例：

switch(config-if)# vpc domain 5
switch(config-vpc-domain)#

ステップ 2

必須互換性パラメータで不一致が検出さ

れた場合に、セカンダリピアデバイス

graceful consistency-check

例：

ステップ 3

のリンクのみが一時停止するということ

を指定します。
switch(config-vpc-domain)# graceful
consistency-check

この機能を無効にするには、このコマン

ドの no形式を使用します。

vpc-domain設定モードを終了します。exit

例：

ステップ 4

switch(config)# exit
switch#

（任意）vPCに関する情報を表示しま
す。

show vpc brief

例：

ステップ 5

switch# show vpc brief

例

次に、グレースフル整合性検査機能をイネーブルにする例を示します。

switch# configure terminal
switch(config)# vpc domain 5
switch(config-vpc-domain)# graceful consistency-check
switch(config-vpc-domain)# exit
switch(config)#

vPCピアリンクの構成の互換性チェック
両方の vPCピアデバイス上の vPCピアリンクを設定した後に、すべての vPCインターフェイ
スで設定が一貫していることをチェックします。vPCでの一貫した設定については、「vPCイ
ンターフェイスの互換パラメータ」の項を参照してください。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1
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目的コマンドまたはアクション

switch# configure terminal
switch(config)#

（任意）すべての vPCインターフェイ
ス全体で一貫している必要があるパラ

メータのステータスを表示します。

show vpc consistency-parameters {global
| interface port-channel channel-number}

例：

ステップ 2

switch(config)# show vpc
consistency-parameters global
switch(config)#

例

次の例は、すべての vPCインターフェイスの間で必須設定の互換性が保たれているか
チェックする方法を示します。

switch# configure terminal
switch(config)# show vpc consistency-parameters global
switch(config)#

vPCインターフェイス設定の互換性に関するメッセージが syslogにも記録されます。（注）

他のポートチャネルの vPCへの移行
冗長性を確保するために、vPCドメインダウンストリームポートチャネルを 2つのデバイス
に接続することを推奨します。

ダウンストリームデバイスに接続するには、ダウンストリームデバイスからプライマリ vPC
ピアデバイスへのポートチャネルを作成し、ダウンストリームデバイスからセカンダリピア

デバイスへのもう 1つのポートチャネルを作成します。各 vPCピアデバイス上で、ダウンス
トリームデバイスに接続するポートチャネルに vPC番号を割り当てます。vPCの作成時にト
ラフィックが中断されることはほとんどありません。

始める前に

vPC機能が有効なことを確認します。

レイヤ 2ポートチャネルを使用していることを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します

configure terminal

例：

ステップ 1
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目的コマンドまたはアクション

switch# configure terminal
switch(config)#

ダウンストリームデバイスに接続する

ために vPCに入れるポートチャネルを
interface port-channel channel-number

例：

ステップ 2

選択し、インターフェイスコンフィギュ

レーションモードを開始します。
switch(config)# interface port-channel
20
switch(config-if)#

選択したポートチャネルを vPCに入れ
てダウンストリームデバイスに接続す

vpc number

例：

ステップ 3

るように設定します。これらのポート
switch(config-if)# vpc 5
switch(config-vpc-domain)# チャネルには、デバイス内の任意のモ

ジュールを使用できます。範囲は、1～
4096です。

（注）

vPCピアデバイスからダウンストリー
ムデバイスに接続されているポート

チャネルに割り当てる vPC番号は、両
方の vPCデバイスで同じでなければな
りません。

vpc-domain設定モードを終了します。exit

例：

ステップ 4

switch(config)# exit
switch#

（任意）vPCに関する情報を表示しま
す。

show vpc brief

例：

ステップ 5

switch# show vpc brief

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 6

例

次に、ダウンストリームデバイスに接続するポートチャネルを設定する例を示しま

す。

switch# configure terminal
switch(config)# interface port-channel 20
switch(config-if)# vpc 5
switch(config-if)# exit
switch(config)#
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vPCドメインMACアドレスの手動での設定
vPCドメインを作成すると、Cisco NX-OSソフトウェアが自動的に vPCシステムMACアドレ
スを作成します。このアドレスは、LACPなど、リンクスコープに制限される操作に使用され
ます。ただし、vPCドメインのMACアドレスを手動で設定すように選択することもできます。

始める前に

vPC機能が有効なことを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

設定する vPCドメインの番号を入力し
ます。システムは、vpc-domainコンフィ
ギュレーションモードを開始します。

vpc domain domain-id [shut | no shut]

例：

switch(config)# vpc domain 5
switch(config-vpc-domain)#

ステップ 2

指定した vPCドメインに割り当てる
MACアドレスを aaaa.bbbb.ccccの形式
で入力します。

system-mac mac-address

例：

switch(config-vpc-domain)# system-mac
23fb.4ab5.4c4e
switch(config-vpc-domain)#

ステップ 3

vpc-domain設定モードを終了します。exit

例：

ステップ 4

switch(config-vpc-domain)# exit
switch#

（任意）vPCシステムMACアドレスを
表示します。

show vpc role

例：

ステップ 5

switch# show vpc brief

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 6
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例

次の例は、vPCドメインMACアドレスを手動で設定する方法を示します。
switch# configure terminal
switch(config)# vpc domain 5
switch(config-vpc-domain)# system-mac 13gb.4ab5.4c4e
switch(config-vpc-domain)# exit
switch(config)#

システムプライオリティの手動での設定

vPCドメインを作成すると、vPCシステムプライオリティが自動的に作成されます。ただし、
vPCドメインのシステムプライオリティは手動で設定することもできます。

LACPの実行時には、vPCピアデバイスが LACPのプライマリデバイスになるように、vPC
システムプライオリティを手動で設定することを推奨します。システムプライオリティを手

動で設定する場合には、必ず同じプライオリティ値を両方のvPCピアデバイスに設定します。
これらの値が一致しないと、vPCは起動しません。

（注）

始める前に

vPC機能が有効なことを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

設定する vPCドメインの番号を入力し
ます。システムは、vpc-domainコンフィ
ギュレーションモードを開始します。

vpc domain domain-id [shut | no shut]

例：

switch(config)# vpc domain 5
switch(config-vpc-domain)#

ステップ 2

指定した vPCドメインに割り当てるシ
ステムプライオリティを入力します。

system-priority priority

例：

ステップ 3

指定できる値の範囲は、1～ 65535で
す。デフォルト値は 32667です。

switch(config-vpc-domain)#
system-priority 4000
switch(config-vpc-domain)#
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目的コマンドまたはアクション

vpc-domain設定モードを終了します。exit

例：

ステップ 4

switch(config-vpc-domain)# exit
switch#

（任意）vPCシステムプライオリティ
を表示します。

show vpc role

例：

ステップ 5

switch# show vpc role

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 6

例

次の例は、vPCドメインのシステムプライオリティを手動で設定する方法を示しま
す。

switch# configure terminal
switch(config)# vpc domain 5
switch(config-vpc-domain)# system-priority 4000
switch(config-vpc-domain)# exit
switch(config)#

vPCピアデバイスロールの手動での設定
デフォルトでは、vPCドメインと、vPCピアリンクの両端を設定すると、Cisco NX-OSソフト
ウェアはプライマリとセカンダリの vPCピアデバイスを選択します。ただし、vPCのプライ
マリデバイスとして、特定の vPCピアデバイスを選択することもできます。選択したら、プ
ライマリデバイスにする vPCピアデバイスに、他の vPCピアデバイスより小さいロール値を
手動で設定します。

vPCはロールのプリエンプションをサポートしません。プライマリ vPCピアデバイスに障害
が発生すると、セカンダリ vPCピアデバイスが、vPCプライマリデバイスの機能を引き継ぎ
ます。ただし、以前のプライマリ vPCが再起動しても、機能のロールは元に戻りません。

始める前に

vPC機能が有効なことを確認します。
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手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

設定する vPCドメインの番号を入力し
ます。システムは、vpc-domainコンフィ
ギュレーションモードを開始します。

vpc domain domain-id [shut | no shut]

例：

switch(config)# vpc domain 5
switch(config-vpc-domain)#

ステップ 2

vPCシステムプライオリティとして使
用するロールプライオリティを指定し

role priority priority

例：

ステップ 3

ます。値の範囲は1～65636で、デフォ
switch(config-vpc-domain)# role
priority 4
switch(config-vpc-domain)#

ルト値は32667です。低い値は、このス
イッチがプライマリ vPCになる可能性
が高いということを意味します。

vpc-domain設定モードを終了します。exit

例：

ステップ 4

switch(config)# exit
switch#

（任意）vPCシステムプライオリティ
を表示します。

show vpc role

例：

ステップ 5

switch# show vpc role

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 6

例

次の例は、vPCピアデバイスのロールプライオリティを手動で設定する方法を示しま
す。

switch# configure terminal
switch(config)# vpc domain 5
switch(config-vpc-domain)# role priority 4
switch(config-vpc-domain)# exit
switch(config)#
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停電後のリカバリの設定

停電が発生すると、vPCはピア隣接がスイッチリロード時に形成するのを待ちます。この状況
は、許容範囲内に収まらないほど長いサービスの中断に至る場合があります。Cisco Nexus
3550-Tシリーズデバイスは、そのピアがオンラインになるのに失敗した場合に vPCサービス
を復元するように設定できます。

リロード復元の設定

この項で説明している reload restoreコマンドおよび手順は廃止されます。代わりに、
auto-recoveryコマンドおよび手順を使用することを推奨します。

Cisco Nexus 3550-Tデバイスは、そのピアがオンラインになるのに失敗した場合に、reload
restoreコマンドを使用して、 vPCサービスを復元するように設定できます。

始める前に

vPC機能が有効なことを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

設定するvPCドメインの番号を入力し、
vpc-domainコンフィギュレーションモー
ドを開始します。

vpc domain domain-id [shut | no shut]

例：

switch(config)# vpc domain 5
switch(config-vpc-domain)#

ステップ 2

vPCがそのピアが機能しないことを前提
として vPCを稼働させ始めるように設

reload restore [delay time-out]

例：

ステップ 3

定します。デフォルト遅延値は240秒で
switch(config-vpc-domain)# reload
restore す。タイムアウト遅延は 240～ 3600秒

の間で設定できます。

vPCをデフォルト設定にリセットするに
は、このコマンドの no形式を使用しま
す。

vpc-domain設定モードを終了します。exit

例：

ステップ 4

switch(config-vpc-domain)# exit
switch#
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目的コマンドまたはアクション

（任意）vPCに関する情報、特にリロー
ドステータスを表示します。

show running-config vpc

例：

ステップ 5

switch# show running-config vpc

（任意）指定したインターフェイスの

vPCの一貫性パラメータに関する情報を
表示します。

show vpc consistency-parameters interface
port-channel number

例：

ステップ 6

switch# show vpc consistency-parameters
interface port-channel 1

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 7

（注）

リロード機能がイネーブルになってい

ることを確認するには、この手順を実

行します。

例

次に、vPCリロード復元機能を設定し、それをスイッチのスタートアップコンフィ
ギュレーションに保存する例を示します。

switch# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
switch(config)# vpc domain 5
switch(config-vpc-domain)# reload restore

Warning:
Enables restoring of vPCs in a peer-detached state after reload, will wait for 240
seconds (by default) to determine if peer is un-reachable

switch(config-vpc-domain)# exit
switch(config)# exit
switch# copy running-config startup-config
switch# show running-config vpc

!Command: show running-config vpc
!Time: Wed Mar 24 18:43:54 2010
version 5.0(2)
feature vpc
logging level vpc 6
vpc domain 5
reload restore

次の例は、一貫性パラメータを確認する方法を示します。

switch# show vpc consistency-parameters interface port-channel 1

Legend:
Type 1 : vPC will be suspended in case of mismatch

vPCの設定
53

vPCの設定

リロード復元の設定



Name Type Local Value Peer Value
------------- ---- ----------- ---------------
STP Port Type 1 Default -
STP Port Guard 1 None -
STP MST Simulate PVST 1 Default -
mode 1 on -
Speed 1 1000 Mb/s -
Duplex 1 full -
Port Mode 1 trunk -
Native Vlan 1 1 -
MTU 1 1500 -
Allowed VLANs - 1-3967,4048-4093
Local suspended VLANs

自動リカバリの設定

Cisco Nexus 3550-Tシリーズデバイスは、auto-recoveryコマンドを使用して、そのピアがオン
ラインになるのに失敗した場合に vPCサービスを復元するように設定できます。

Cisco Nexus 3550-Tシリーズデバイスは、auto-recoveryコマンドを使用して、vPCプライマリ
ピアが失敗し、ピアキープアライブと vPCピアリンクを停止するとき、セカンダリ vPCピア
の vPCサービスを復元するように構成できます。ピアキープアライブと vPCピアリンクの両
方がダウンしているプライマリスイッチに障害が発生すると、セカンダリスイッチは vPCメ
ンバーを一時停止します。ただし、キープアライブハートビートが3回失われると、セカンダ
リスイッチはプライマリスイッチの役割を再開し、vPCメンバーポートを起動します。
auto-recovery reload restoreコマンドは、vPCプライマリスイッチがリロードするシナリオで
使用できます。この場合、セカンダリスイッチは vPCプライマリの役割を再開し、IP VPCメ
ンバーポートを持ち込みます。

始める前に

vPC機能が有効なことを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

設定するvPCドメインの番号を入力し、
vpc-domainコンフィギュレーションモー
ドを開始します。

vpc domain domain-id [shut | no shut]

例：

switch(config)# vpc domain 5
switch(config-vpc-domain)#

ステップ 2

vPCがそのピアが機能しないことを前提
として vPCを稼働させ始めるように設

auto-recovery [ reload-delay time]

例：

ステップ 3

定し、vPCを復元するためのリロード後switch(config-vpc-domain)#
auto-recovery に待機する時間を指定します。デフォル
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目的コマンドまたはアクション

ト遅延値は 240秒です。240 ~ 3600秒の
遅延を設定できます。

vPCをデフォルト設定にリセットするに
は、このコマンドの no形式を使用しま
す。

vpc-domain設定モードを終了します。exit

例：

ステップ 4

switch(config-vpc-domain)# exit
switch#

（任意）vPCに関する情報、特にリロー
ドステータスを表示します。

show running-config vpc

例：

ステップ 5

switch# show running-config vpc

（任意）指定したインターフェイスの

vPCの一貫性パラメータに関する情報を
表示します。

show vpc consistency-parameters interface
port-channel number

例：

ステップ 6

switch# show vpc consistency-parameters
interface port-channel 1

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 7

（注）

自動リカバリ機能がイネーブルになっ

ていることを確認するには、この手順

を実行します。

例

次に、vPC自動リカバリ機能を設定し、それをスイッチのスタートアップコンフィ
ギュレーションに保存する例を示します。

switch# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
switch(config)# vpc domain 5
switch(config-vpc-domain)# auto-recovery
switch(config-vpc-domain)# auto-recovery auto-recovery reload-delay 100

Warning:
Enables restoring of vPCs in a peer-detached state after reload, will wait for 240
seconds to determine if peer is un-reachable

switch(config-vpc-domain)# exit
switch(config)# exit
switch# copy running-config startup-config
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孤立ポートの一時停止の設定

vPC対応でないデバイスが各ピアに接続するとき、接続されたポートはvPCのメンバではない
ため、孤立ポートと称されます。vPCピアリンクまたはピアキープアライブ障害に応えてセ
カンダリピアがvPCポートを一時停止するときに、セカンダリピアによって一時停止（シャッ
トダウン）される孤立ポートとして物理インターフェイスを明示的に宣言できます。孤立ポー

トは vPCが復元されたときに復元されます。

vPC孤立ポートの一時停止は、物理ポート、ポートチャネルでのみ設定できます。ただし、
個々のポートチャネルメンバーポートで同じ設定はできません。

（注）

始める前に

vPC機能が有効なことを確認します。

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#

（任意）孤立ポートのリストを表示しま

す。

show vpc orphan-ports

例：

ステップ 2

switch# show vpc orphan-ports

設定するインターフェイスを指定し、イ

ンターフェイスコンフィギュレーショ

ンモードを開始します。

interface type slot/port

例：

switch(config)# interface ethernet 1/3
switch(config-if)#

ステップ 3

選択したインターフェイスを vPC障害
時にセカンダリピアにより一時停止さ

れるvPC孤立ポートとして設定します。

vpc orphan-port suspend

例：

switch(config-if)# vpc orphan-ports
suspend

ステップ 4

インターフェイスコンフィギュレーショ

ンモードを終了します。

exit

例：

ステップ 5

switch(config-if)# exit
switch#
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目的コマンドまたはアクション

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 6

例

次に、インターフェイスを vPC障害時にセカンダリピアにより一時停止される vPC
孤立ポートとして設定する例を示します。

switch# configure terminal
switch(config)# interface ethernet 1/3
switch(config-if)# vpc orphan-ports suspend
switch(config-if)# exit
switch(config)#

孤立ポートでの遅延復元の構成

Cisco Nexus 9000シリーズスイッチで delay restore orphan-portコマンドを構成すると、 Cisco
NX-OSリリース 7.0（3）I7（1）以降、復元されたデバイスの孤立ポートの起動を遅らせる復
元タイマーを構成できます。

Cisco Nexus 9000シリーズスイッチで delay restore orphan-portコマンドを構成すると、復元
されたデバイスの孤立ポートの起動を遅らせる復元タイマーを構成できます。

delay restore orphan-port suspendコマンドは、vpc orphan-port suspendコマンドが構成されている
インターフェイスにのみ適用されます。他の孤立ポートがデバイスの稼働を遅らせることはあ

りません。

（注）

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminalステップ 1

VPCドメイン番号の構成switch(config) # vpc domain <domain>ステップ 2

ピアスイッチを定義します。switch(config) # peer-switchステップ 3

ピアキープアライブメッセージに関す

る情報を表示します。

switch(config) # show vpc peer-keepaliveステップ 4
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目的コマンドまたはアクション

復元された vPCピアデバイスが稼働す
るまで遅延時間（単位は秒）です。値の

範囲は 1～ 3600です。

switch(config) # delay restore { time }ステップ 5

仮想ポートチャネル（vPC）のゲート
ウェイMACアドレスを宛先とするパ

switch(config) # peer-gatewayステップ 6

ケットのレイヤ3転送をイネーブルにす
るには、ピアゲートウェイコマンドを

使用します。レイヤ3フォワーディング
パケットを無効にするには、このコマン

ドの no形式を使用します。

。

復元されたデバイスの孤立ポートがアッ

プするまでの遅延秒数

switch(config) # delay restore orphan-portステップ 7

vPCピアスイッチの設定
Cisco Nexus 3550-Tシリーズデバイスは、一対の vPCデバイスがレイヤ 2トポロジ内で 1つの
STPルートとして現れるように構成することができます。

純粋な vPCピアスイッチトポロジの設定

純粋な vPCピアスイッチトポロジを設定するには、peer-switchコマンドを使用し、次に可能
な範囲内で最高の（最も小さい）スパニングツリーブリッジプライオリティ値を設定します。

始める前に

vPC機能が有効なことを確認します。

VPCピア間の非VPC専用トランクリンクを使用する場合は、STPがVLANをブロックするの
を防ぐために、非 VPC VLANはピアによって異なるグローバルプライオリティが必要です。

（注）

手順

目的コマンドまたはアクション

グローバルコンフィギュレーション

モードを開始します。

configure terminal

例：

ステップ 1

switch# configure terminal
switch(config)#
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目的コマンドまたはアクション

設定するvPCドメインの番号を入力し、
vpc-domainコンフィギュレーションモー
ドを開始します。

vpc domain domain-id [shut | no shut]

例：

switch(config)# vpc domain 5
switch(config-vpc-domain)#

ステップ 2

vPCスイッチペアがレイヤ 2トポロジ
内で 1つの STPルートとして現れるよ
うにします。

peer-switch

例：

switch(config-vpc-domain)# peer-switch

ステップ 3

ピアスイッチ vPCトポロジをディセー
ブルにするには、このコマンドの no形
式を使用します。

VLANのブリッジプライオリティを設
定します。有効な値は、4096の倍数で
す。デフォルト値は 32768です。

spanning-tree vlan vlan-range priority
value

例：

ステップ 4

switch(config)# spanning-tree vlan 1
priority 8192

vpc-domain設定モードを終了します。exit

例：

ステップ 5

switch(config-vpc-domain)# exit
switch#

（任意）スパニングツリーポートの状

態の概要を表示します。これに、vPCピ
アスイッチも含まれます。

show spanning-tree summary

例：

switch# show spanning-tree summary

ステップ 6

（任意）実行コンフィギュレーションを

スタートアップコンフィギュレーショ

ンにコピーします。

copy running-config startup-config

例：

switch# copy running-config
startup-config

ステップ 7

例

次の例は、純粋な vPCピアスイッチトポロジを設定する方法を示します。
switch# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
switch(config)# vpc domain 5
switch(config-vpc-domain)# peer-switch

2010 Apr 28 14:44:44 switch %STP-2-VPC_PEERSWITCH_CONFIG_ENABLED: vPC peer-switch
configuration is enabled. Please make sure to configure spanning tree "bridge" priority
as
per recommended guidelines to make vPC peer-switch operational.

switch(config-vpc-domain)# spanning-tree vlan 1 priority 8192
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switch(config-vpc-domain)# exit
switch(config)#

ヒットレス vPCロール変更の設定
ヒットレス vPCロールの変更を有効にするには、次の手順を実行します。

始める前に

• • vPC機能がイネーブルになっていることを確認します。

• • vPCピアリンクがアップしていることを確認します

• •デバイスのロールプライオリティを検証します

手順

目的コマンドまたはアクション

ヒットレス vPCロールの変更を有効に
します。

vpc role preempt

例：

ステップ 1

switch# vpc role preempt
switch(config)#

（任意）ヒットレスvPCロール変更機能
を確認します。

show vpc role

例：

ステップ 2

switch(config)# show vpc role

例

次に、ヒットレス vPCロールの変更を設定する例を示します。
switch# show vpc rolevPC Role status
----------------------------------------------------
vPC role : secondary
vPC system-mac : 00:23:04:ee:be:01
vPC system-priority : 32667
vPC local system-mac : 8c:60:4f:03:84:41
vPC local role-priority : 32668
vPC peer system-mac : 8c:60:4f:03:84:43
vPC peer role-priority : 32667

! Configure vPC hitless role change on the device!

switch(config)# vpc role preempt
! The following is an output from the show vpc role command after the
vPC hitless feature is configured
switch(config)# show vpc role
vPC Role status
----------------------------------------------------
vPC role : primary
vPC system-mac : 00:00:00:00:00:00
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vPC system-priority : 32667
vPC local system-mac : 8c:60:4f:03:84:41
vPC local role-priority : 32666
vPC peer system-mac : 8c:60:4f:03:84:43
vPC peer role-priority : 32667

switch(config)#

vPCロールの変更に関する使用ケースシナリオ

ヒットレス vPCロール変更機能は、次のシナリオで使用できます。

•ロール変更要求：vPCドメインのピアデバイスのロールを変更する場合。

•プライマリスイッチのリロード：リロード後にロールが定義され、ロールが定義される
と、ヒットレスvPCロール変更機能を使用してロールを復元できます。たとえば、リロー
ド後にプライマリデバイスが動作可能なセカンダリの役割を果たし、セカンダリデバイス

がプライマリの動作の役割を担う場合、vpc role preemptコマンドを使用してvPCピアの役
割を元の定義済みの役割に変更できます。

vPCロールを切り替える前に、必ず、既存のデバイスロールプラ
イオリティをチェックしてください。

（注）

•デュアルアクティブリカバリ：デュアルアクティブリカバリシナリオでは、vPCプライ
マリスイッチが引き続き（動作中）プライマリになりますが、vPCセカンダリスイッチ
がターゲットプライマリスイッチになり、vPCメンバーポートがアップ状態になります。
vPCヒットレス機能を使用して、デバイスロールを復元できます。デュアルアクティブ
リカバリ後は、一方が稼働可能なプライマリで、もう一方が稼働可能なセカンダリの場合

に、vpc role preemptコマンドを使用して、プライマリにするデバイスロールとセカンダ
リにするデバイスロールを復元できます。

vPC設定の確認
vPC設定情報を表示するには、次の作業のいずれかを行います。

目的コマンド

vPCがイネーブルになっているかどうかを表
示します。

show feature

vPCに関する要約情報を表示します。show vpc brief

すべての vPCインターフェイス全体で一貫し
ている必要があるパラメータのステータスを

表示します。

show vpc consistency-parameters
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目的コマンド

vPCの実行コンフィギュレーションの情報を
表示します。

show running-config vpc

設定されているポートチャネルの数、および

デバイス上でまだ使用可能なポートチャネル

数を表示します。

show port-channel capacity

vPCに関する統計情報を表示します。show vpc statistics

ピアキープアライブメッセージに関する情報

を表示します。

show vpc peer-keepalive

ピアステータス、ローカルデバイスのロー

ル、vPCシステムMACアドレスとシステム
プライオリティ、およびローカル vPCデバイ
スのMACアドレスとプライオリティを表示し
ます。

show vpc role

vPCのモニタリング
show vpc statisticsコマンドを使用し、vPC統計情報を表示します。

このコマンドは、現在作業している vPCピアデバイスの vPC統計情報しか表示しません。（注）

vPCの設定例
次の例は、の図に示すように、デバイス A上で vPCを設定する方法を示します。
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図 16 : vPCの設定例

1. vPCおよび LACPをイネーブルにします。
switch# configure terminal
switch(config)# feature vPC
switch(config)# feature lacp

2. （任意）vPCピアリンクにするインターフェイスの 1つを専用モードに構成します。
switch(config)# interface ethernet 1/7,
ethernet 1/3, ethernet 1/5. ethernet 1/7
switch(config-if)# shutdown
switch(config-if)# exit
switch(config)# interface ethernet 1/7

switch(config-if)# no shutdown
switch(config-if)# exit
switch(config)#

3. （任意）vPCピアリンクにする 2つ目の冗長インターフェイスを専用ポートモードに構
成します。

switch(config)# interface ethernet 1/2, ethernet 1/4,
ethernet 1/6. ethernet 1/8
switch(config-if)# shutdown
switch(config-if)# exit
switch(config)# interface ethernet 1/2
switch(config-if)# no shutdown
switch(config-if)# exit
switch(config)#
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4. vPCピアリンクに入れる 2つのインターフェイス（冗長性のために）をアクティブレイ
ヤ 2 LACPポートチャネルに構成します。
switch(config)# interface ethernet 1/1-2
switch(config-if)# switchport
switch(config-if)# switchport mode trunk
switch(config-if)# switchport trunk allowed vlan 1-50
switch(config-if)# switchport trunk native vlan 20
switch(config-if)# channel-group 20 mode active
switch(config-if)# exit

5. VLANを作成し、イネーブルにします。
switch(config)# vlan 1-50
switch(config-vlan)# no shutdown
switch(config-vlan)# exit

6. vPCピアキープアライブリンク用の独立した VEFを作成し、レイヤ 3インターフェイ
スをその VRFに追加します。
switch(config)# vrf context pkal
switch(config-vrf)# exit
switch(config)# interface ethernet 1/20
switch(config-if)# vrf member pkal
switch(config-if)# ip address 172.23.145.218/24
switch(config-if)# no shutdown
switch(config-if)# exit

7. vPCドメインを作成し、vPCピアキープアライブリンクを追加します。
switch(config)# vpc domain 1
switch(config-vpc-domain)# peer-keepalive
destination 172.23.145.217 source 172.23.145.218 vrf pkal
switch(config-vpc-domain)# exit

8. vPC vPCピアリンクを構成します。
switch(config)# interface port-channel 20
switch(config-if)# switchport mode trunk
switch(config-if)# switchport trunk allowed vlan 1-50
switch(config-if)# vpc peer-link
switch(config-if)# exit
switch(config)#

9. vPCのダウンストリームデバイスへのポートチャネルのインターフェイスを設定しま
す。

switch(config)# interface ethernet 1/9
switch(config-if)# switchport mode trunk
switch(config-if)# allowed vlan 1-50
switch(config-if)# native vlan 20
switch(config-if)# channel-group 50 mode active
switch(config-if)# exit
switch(config)# interface port-channel 50
switch(config-if)# vpc 50
switch(config-if)# exit
switch(config)#

10. 設定を保存します。

switch(config)# copy running-config startup-config
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まずポートチャネルを設定する場合は、それがレイヤ 2ポートチャネルであることを確認し
てください。

（注）
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。


