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FEHTEET,
CiscoNX-OS V7 v =7 D SSH 7 A4 7 > MM, EEDH D VELFEHO SSH 3— R L8R L
TEMELET,

SSH H—/\ +—

SSH CTi&, CiscoNX-08S & Dt F 27 RBEEITH O — "N F—RHNETF, SSHH—
X—lI. ROSSH AT g A TEET,

» Rivest, Shamir, and Adelman (RSA) ABHF —RFZ{b&FEH L7z SSH N—T 3 2

« Digital System Algrorithm (DSA) #ZffiH L7z SSH /N— =2 2
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7,

edsaA 7 g T, SSHAA—Y g2 7Fa ha/LHODSA ¥— X7 Z/Ek L £,

ersad i a Tk, SSHA—V a2 7Fu ha)LHO RSA F— T EER LET,

F 7 4L FTliE, CiscoNX-0S V7 h7 =712 1024 £ D RSA F—%4E L E7,
SSH iZ. IRDABF—HEXE VR —FLFET,
* OpenSSH

« [ETF SSH (SECSH)

* Privacy-Enhanced Mail (PEM) /AR —iEHHE

A

Caution SSH % —% 9~ THIRT DL, SSH I —EAEBBTE £ A,

N ~-9 )anﬂﬂié1ﬁm L,T’ SSH u..\I:IIE
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Telnet H—/\

SSH B LU

Telnet H-—/\ .

T AT 4 BT A2 1Q%E\T%%)nuu G (CA) IZXoTBLAINTWVET, X.509 7 2 ¥
JVFERAED YR — M & @ FRREIZ DSA (lf RSA ODWT 0O T /Iy XAz H L F9,

AEBED A 7 T A 8T 7 F ¥ Tlid, SecureSocketLayer (SSL) IZxfi L., BEX=UT 1 1
TIANT IV F XL Tr ) —F 70Tl AZ 8 U TR S D AEENMEH S L E
7, RERAEN kﬁﬁf% HCADNTNNTREINTIY, Fhic Iz MRA Nz L
TWARITHIE, FEEORGETRII L E T,

X.509 FERE & F H 3% SSHRREA \—7‘/\/(7\%_’ Hﬂ;(%iﬁ‘o AEIZ R L= INA
T—RDADBRO HIET,

Telnet 7’ &2 b I /LiE, RA N EDTCP/IP Rt a ML LE T, Telnet i3T5, HBV Ak
Da—=YFRHOH A ~hDOv s A v P—s3E TCP A ML L, F—A bua—72 &7 31 AR
TRV T&xFEJ, Telnetld, VE—FTNA AT RLALLTIPT RLARAEIEIRAA
YHDNT NI EZITANET,

7 )L TliL, Telnet B-— 328 Cisco NX-0S T /34 2 L TCF 4 B—T 2> TWET,

Telnet D HIIE S

LAY3IALH—T A ALETIP, mgmt0 A >V F—T A ALETT U MUK, E72034 —
PRy b A F—T 2 A ALETA VN RERELTWAZ L 2R LET,

SSH & Telnet ;X EEI1E & FIFIE1E

SSH LK ¥ Telnet (2B 3 B EEFH & FHIIKRD LB TT,
¢ CiscoNX-0S V7 b7 =7 1%, SSH X— 3 2 (SSHv2) &Y AR —FLTWET,

s nofeaturessh feature 2~ > R&EMEHTLHE, R—F21FET 4 B—T IR FHA,
A= R 22 FFICA—T T, TRTOEFINIEREZIELRTHHESL—ART v a S
nET,

* Poodle DEFHMEIC LV . SSLv3 IEHAR— h Sz L7,
«IPSG (X, KO LD TIFYHR—FENEHA,
* Cisco Nexus® 3550-T A A » FDEA% D 6 {HD 40 Gb #FEAR— k
* Cisco Nexus® 3550-T A4 v FDFTXTD 40 Gb YEFR— b
« X.509 FEMEAEH 95 SSHEBREHIC 7 /3 AZRETE £ T, @Rkl ki L=5
INAT = ROANBRDBIET,
« SFTP ¥ — SHERETIE. 1@ @ SFTP @ chown 3 X Uchgrp =2~ R&¥ITL £,
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B sst 65U Tehneto 7740 FEE

o SFTP " — "B FNZ 72 > TWA AL, admin =2 —V 721323 SETP 2 L TF 31 RIT
T EATEET,

*SSHNRXRATU—RLRATZ77A)Lab—%2HKWE LTAAA T 2 kL (RADIUSX° TACACS+
72E) LT E— FEIEENT2—F TH T v MIA R — bk &37- SSH AR % —
B —IT, R CLROa—h/L a2—F T ho 2 hTRWRY . Nexus T /3A AR
n— RKEnsd RSN EFA, VE—b 2—F 7TH T ME, SSHF—NA B — |
SNDANZT NA ATHEINET,

*SSHD X A L7 7 MEEMIX, tac-pac DA LV b RS THLENRH Y 9, £ 95 TR
VW& VSH 2 7|2 %VSHD-2-VSHD SYSLOG EOL ERR =7 —MNitfkIns Z &R H Y
F9, BAEIZIX, tac-pac £ 721L showtech ZNEET HEIIC 0 (MER) ([ZREL E T,

N\

GE)  CiscolOS @ CLIIZENTWAEA., Z DHEFED Cisco NX-0S =~ > RIZHEk D CiscoI0S =2+
VRERLRDENHDIDEFEEDMLETT,

SSHE LU Telnet DT 7 4 )L FERTE

WDFEIZ, SSHEB LW Telnet XT7 A =X DF 7 )V FiRTEERLET,

Table 1: T 74+ JL kD SSHE K U Telnet 135 A —4

NS A—%H T4k

SSH H—3 A RX—=T )V

SSH H#—/\ & — 1024 € hTABR I N7 RSA ¥ —
RSA & —4p v Mk 1024

Telnet H—3 sl

Telnet N — FF 5 23

SSH &2 7' A D Kt Tlal%k | 3

SCP #— T 4—=T N

SFTP #— b

SSH @

Mg
FI}

Z Z T, SSH O EHIEICHOW T L E T,
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ssH—s x—nEit ]

SSHH—/\ F—D ARk

X2 )T A EIHCHESOTSSHY — A ¥ =2 AR TEET, 7744 o) SSH ¥ —/3 F—
I, 1024 £y P THERRESND RSA F—TT,

Procedure
Command or Action Purpose
R 71 |configureterminal Ja—r\L Ay 7 4 Fal—g
Example: T—FZBBLES,

switch# configure terminal
switch (config) #

R v 72 |nofeaturessh SSH % iz L ¥ 9,

Example:

switch (config)# no feature ssh

R T v 73 |feature ssh SSH # Bz LET,
Example:

switch(config)# feature ssh

2Ty 74 |exit Ja—)L a7 4 ¥al—T gy
Example: T RERTLET,
switch (config)# exit
switch#

AT 75 |(Optional) show ssh key [dsa|rsal]|] SSH H— " F—a R LET,

Example:
switch# show ssh key

A7 7 6 | (Optional) copy running-config FATH O A, AZ— b7 v THERRIC
startup-config ar—LET,
Example:

switch# copy running-config
startup-config

A—H T7Hho U FFASSH AT —DIETE

SSHABF—%FRETHE, WAV REZEREINDZERL, SSHZ FA4 T bEMFEHLT
a7 A4 TEET, SSHART—IZ, ROWTNUOEXNTHRETEET,

* OpenSSH &3

« Internet Engineering Task Force (IETF) SECSH fZ={
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B eresecsH fotic & B SSHaABE—0EE

IETF SECSH 2= 1= & % SSH AR F*—NDiEE
a—¥ 7 H v FAIC IETF SECSH JER T SSH A ¥ — &5 E T& £,

Before you begin

IETF SCHSH /B SSH AR —Z{FR L £,

Procedure

SSH & & U Telnet DR E

Command or Action

Purpose

ATy T

copy server-file bootflash:filename

Example:

switch# copy
tftp://10.10.1.1/secsh file.pub
bootflash:secsh file.pub

H— 39025 IETF SECSH 200D SSH & —
B 77 ANETT L a— RLET,
#— 3L FTP, Secure Copy (SCP) .
Secure FTP (SFTP) . F72IL TFTP O\
TN EEHTEET,

ATy T2

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)L a7 4 Falb—g v
ET— RZEHBLET

ATvT3

username username sshkey file
bootflash:filename
Example:

switch (config) # username Userl sshkey
file bootflash:secsh file.pub

IETF SECSH JZ=0D SSH AR % — 2 3% &
Lij_o

ATvT4

exit
Example:

switch (config)# exit
switch#

Ja—)L a7 4 Falb—g v
£ F%%@T Lij«o

ATvT5

(Optional) show user-account

Example:

switch# show user-account

2= THT L FOREEF I LET,

ATvT6

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O AR, AX— b7 v TRERRIC
ar'—LET,

OpenSSH iz =X SSH ABIF—DiIETE
2—H 7 H 2 M OpenSSH IR SSH ABF — % EETE £,
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Before you begin

OpenSSH £ SSH AR —Z 1Bk L £ 7,

Procedure

ssh oo 4 vtirosxEungE [

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)L a7 4 F¥Falb—g v
E—RFZBBLET

ATvT2

username username sshkey ssh-key

Example:

switch (config) # username Userl sshkey
ssh-rsa

EAENECly R R ARATERy 1 96 7] G XKV A |
OB K I/ . T D/ A oS A O VEREY/ G N BoRif 0461
XNAGATIB AV MO QY SH 1 HIUD ARy zA FRSSATIOL <8

OpenSSH JEU0 SSH ABH & —Z 5% & L
i‘a‘o

ATvT3

exit
Example:

switch (config)# exit
switch#

Ja—)L a7 4 Falb—g v
t— F%%@T Li—g«o

ATv74

(Optional) show user-account

Example:

switch# show user-account

A=Y TH T FOREEF I LET,

ATy TH

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O Z . AX— N T v THERRIC
ar—LET,

N ~ E [+ — sle E I_l_I
SSHOJ A4 VA ITOKBIHDEETE
SSH e 7' A ViRITORKEEREZFRETEET, FrAiSndZRITORKEEELBELD L, B
TarynuirEanEd,
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SSH & & U Telnet DEEFE |

Note aJA \/gﬁﬁi’@é\%'ﬁl;ﬁa:% N e TN uﬁaﬂif\““xo)nuuﬁ BLONRAY— RFX—2x
DORBFEEFEH LIZFATHREENE T, 4 RX—T SN TV DEEX, AFF—# .&75\{55‘1‘: S
NET, FEHESN—R L NRRAT — R RX—=2DRGEIE T NA F—T T ézhfb\éia/\
ERX—ZORFENBIEEINET, ZNHLTXTOHET, v r A /uiVTO)EQﬁEé%Lt%I%%i
DL, WEERMEES AR LI Z L 2R T A v E—URERINET,

Procedure
Command or Action Purpose

R w 71 |configureterminal Jua—N\)aryZ 4 Xal— g
Example: ET—FZBBLES,
switch# configure terminal
switch (config) #

R T 7 2 | sshlogin-attempts number 2—HNRSSHE v ar~Da s A
Example: AT CE ORREEBEZRELET, =
switch (config)# ssh login-attempts 5 574)’/ﬁt{T0)7A:7j</D]\ODHij([jéﬁ\iS

TY, HOHFPHIL 1~ 10 TY

Note

Zoa~vy FonoBRXEHHT 5 &
VUHiO = 7 A AT OEDHIER S,
17 A RATORKEEDNT 7 4 v b
ED3ITHRESNET,

23w 73 | (Optional) show running-config security | SSH & /1 2 37 0& 1 S h 7= kel
al K dor LET,
Example:
switch (config)# show running-config
security all

R T v 7 4| (Optional) copy running-config (EE) FATHER A A % — b T T HERL
startup-config car—LET,
Example:
switch (config)# copy running-config
startup-config

SSHt v 3 DA

Cisco NX-OS T34 A5 IPvd i L TSSHE Yy g v 2B L, UE—R T34/ 2 &8

feLEJ,
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Procedure

Before you begin

J—rE—rronssHty o [

UE—bF TAAL ADKRR MERGL, BERL, VE—F TS 202 —F4 b5 L E

B

VE—h T4 2D SSH V—"ZHMMZLET,

Command or Action

Purpose

ATy T

ssh [username@]{ipv4-address | hostname}
[vrf vrf-name]

Example:
switch# ssh 10.10.1.1

PvAZFHLTYE—F FAL 2D
SSHIPV4 v a v & IELET,

J—hrE—FHDSSHEvY L 3 VDA

SSHtEv¥a ix, VE—bF 73 RZEHET 5 Cisco NX-OS 734 ADT— K T— KD
Bt CTE 9,

Procedure

Before you begin

UE—F FALADRA M ETIGF L, LERS, UE— |k FAL AO2— P4 B RGLE

—;«O

JE—h T80 2D SSH +—_Z A LET,

Command or Action

Purpose

R Fw 71| ssh [username@]hostname JE—h FAL A~DSSHE v g
Examp'e: %\ CiscoNX-0OS 5:“/{/‘) X@j‘—‘ }\ £ —
switch (boot)# ssh userl1@10.10.1.1 f$ﬁ)2)fﬁﬁil/§i7fo

AT v J2|exit T—hE—REKTLET,

Example:
switch (boot)# exit
R T w 7 3 |copy scp://[username@]hostname/filepath |+ =7 =2 v — 7= k2, (SCP) %

directory

Example:

switch# copy
scp://userl1@10.10.1.1/users abc

EA LT, 77 A /L% Cisco NX-OS 7
NA B YFE— b FAL AT —
L/i—a—o
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B sstosxo—EnRELT7 L aE—0RE

SSHDNNRT—FRRELZT74)L AE—DEKRTE

CiscoNX-0S 77341 A )25 Secure Copy (SCP) #—/3F 721X Secure FTP (SFTP) #—/N(Z, /¢
AT —=RRLTCT7ANEAC—FT LI ENTEET, TNEITIITIEL, SSHIZ K HFRFEH D
ABIF— L RVE X — TR SN D RSA 2L DSA DT A T2 T 4 T 4 ZARRT D LERH Y

*7,
Procedure
Command or Action Purpose
AT w 71 | configureterminal JTa— )L a7 4 Xz l—3a
Example: F—RFEBBLET

switch# configure terminal
switch (confiqg) #

ZFw 7 2 | [no] usernameusername keypair generate| SSH O/AB % — & FiE % — 2 Ak L.

{rsa [bits [force]] | dsa [for ce]} $7E L= 22— 0 Cisco NX-08 7 /54

Example: ADH—AL T 4 L7 M

switch (config) # username userl keypair (SHOME/.ssh) (Z#&#1 L £, Cisco

generate rsa 2048 force NX-08S F /34 2T, ZhbDx—%
EHLTYE—F =D SSH #—
LBfELET,

bits B1%%I1%. F—DAERKICHEHT S
vy MEERELET, AR
768 ~ 2048 T9, T 7 AL Ml 1024
<7,

M OXx— % E &z 58451%, force
F—U—REHEHLET, forceF—U—
RZHWE L7=%E . SSH ¥ —24 Tl
7 L CWOUE, SSH F—i3AEmk S

A,
R T 73| (Optional) show username username RELL2—VORAF—2FKRLE
keypair +,
Example: Note

switch (config)# show username userl X274 FOBEHENS, Z0aw
keypair v R THEX—IIFEREINEEA,

AT w 7 4 | Required: username username keypair Cisco NX-OS T34 ADHE—AL 5 4 L

export {bootflash:filename | JRUMD, EBELET— T 5y
volatile:filename} {rsa|dsa} [force] F Ly N EE T LS R Y
Example: W2, NEF—L B —% T AKR—

switch (config) # username userl keypair Li‘a_o
export bootflash:key rsa rsa
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SSHD /{2 7— kR EL 774 L at—oBE [

Command or Action

Purpose
BEfFOX—%E X2 5551%, force
F—U—REEHLET, forceﬂE 7 —

RZ280 L7236, SSH F—MN9 TiZ
FELTWVIUE, SSHF—|TT /7 AR—
FELEEA,

AR LIZX— T 2T AR— 5
L&, WEXF—E S LT oA T L—
REANTTHEITKRDONES, W
—X BELEZ7AvEL T R
A—F S, ABFF—IZ, L7740
AT pub JLIEF AT T/ AR — |
INET, ZNT, ZOF— T %
FE D CiscoNX-0S 7 /34 Az B— L,
SCP ¥ 721X SFTP #fEH L CTH— 3D
R—ALT 47 FUVIZARF— 774
b (*pub) ZabE—T&E5HXHITRD
£7,
Note
X2 VT 40 LOHBENS, ZDaw
vRiFZe— L a7 4 X b—
vay T— RTCLOEITTEEREA,

ATvTh

Required: username username keypair
import {bootflash:filename |
volatile:filename} {rsa|dsa} [force]

Example:

switch (config)# username userl keypair]
import bootflash:key rsa rsa

BELIET—F 7Ty aT 4L 7 b
VEAIT—HT 2127 UG, Cisco
NX-O8S T34 ZADHK—L T 4 L7 MY
\Z, T7 AR— b LIz — &l
F—F A AR —FLET,

BEfFO X — % 2 555 1%, force
F—U—REHEHLET, forceF—U—
RZ2EME L7254, SSH F—7239 T2
FE L CWOUE, SSH F—1dA R —
FanEHA,

R L% — X7 kA V= b5
&, WEX—ZESLT AT L—X
EANTHE RO ONET, E
—IEELE 7 7 AL E LTA v R—

b &L, ABEXF—IER L7 7 A4 V&IT
pub YEIEFEAMITTA AR — b ENnE
7
Note
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Command or Action Purpose

X VT EOHBENG, Z0aw
v R e— ) a7 4 X2 L—
ary E'E— RTLOETTEEREA,

Note

INRAT— K72 L TH =T 7 EAT
X5HDF, = NTHF—NEEINT
WD L= DHTY,

What to do next

SCP $r—/RFE/ L SFTP H— T, RO a~ REMH LT, *pub 77 A/ (7= & 21X,
key rsa.pub) (ZHEHA S 472 ABH - — % authorized keys 7 7 A /WIZIBIM L £,

$cat key_rsa.pub >>$HOME/.ssh/ authorized keys

INT, EHED SSH 2w FBLOSCP a2 REMHFEHA L T/NATV—REZHEELRLS TH,
Cisco NX-OS T34 ZANBHY =R T7 7 A NV EaE—TE£7,

SCP Hy—/\ & SFTP H—/\DE/TFE

VE—RTNRARAELEDMTT7 7 A NEIE—TX 5L 51T, CiscoNX-OST /31 A TSCPH¥—
NEIESFTPH— a2 ETE ET, SCPH— NF/ZILSFTPH— 3% A 2 —T/WIZ LTk,
Cisco NX-OS 734 AL D TT7 7 A N a bt —F 5702, UE—h 531 ZTSCP £7-
IXSFTP 22~ > R&FEITTE £,

\}

Note  arcfour 35 L OF blowfish cipher 473 3 > 1% SCP — S TiHHH— F S EH A,

Procedure
Command or Action Purpose
R T 71| configureterminal Ja—rVREE— REBLET,
Example:

switch# configure terminal
switch (config) #

A7 72 |[no] feature scp-server Cisco NX-OS 7 /34 A T SCP #—3
Example: A RX—TNERTT =T ML E
switch (config)# feature scp-server ?ro
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x 5003 sEB3E~—2 0 ssH @iEnEE [

Command or Action Purpose

AT 7 3 |Required: [no] feature sftp-server Cisco NX-OS 7 /34 Z [T SFTP #—/3
Example: %/l) *—7/1/i 7‘:615‘:\4} 'YZ“—7/V61 L/i
switch (config)# feature sftp-server ?ko

R w 7 4 | Required: exit ra—N)ary7 4 Xalb—3 gy
Example: E—REKRTLET,
switch (config)# exit
switch#

R 75 | (Optional) show running-config security |SCP #—/3& SFTP H— /SO E AT —
Example: A AR LET,
switch# show running-config security

R T 7 6 | (Optional) copy running-config FATHOWER A, A Z— T » THERIC
startup-config ar— L%,
Example:
switch# copy running-config
startup-config

X.509v3 SEEHEAR— X D SSH 2D R TE

X.509v3 FAFRAE A 95 SSH #RiE 2 R ETE £77,

48 HHEIIZ

JE—h T/ AD SSH — % A F—F /M LET,

FIE

AV RFEEETI 3y

=)

25w F1 |configureterminal Sa—rL a2y T 4K al— gy
i ET— RFZBBLET
switch# configure terminal
switch (config) #

X w72 |usernameuser-id [password [0 | 5] A—PF ThH L hERELET,
password] user-id BI¥IE. Bk 28 LT O HIT
1 - T, RIFLNCFBRRBISET,

switch (config)# username jsmith
password 4Tyl8Rnt

FBETXH30FIE, A~Z DIERIL
FLoa~z DFNLT, 0~ 9 DB,
ATy (5 BUER (), T
F—=2a7y (), TTA/FE (+) |
BLO%ES (=) T, 7y b ~—7
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SSH & & U Telnet DFE |

ARV FFEREETIVa Yy

S

(@) XV E—h2—VLTIIEHT
XFTH, v—h L a—H4L TIIFEHA
TXxFEHA,

2 —PHOSTHIT I T T E D LH
NV ET,

T 7 F I hRAT— RIZERI LTV
F¥A, a0 0E, NAT—
KRZ7 U7 THRARNTHY, 5T/ A
U — RREEE LS TWD Z L2 EBk
LEYT, 5740 R8I0 (VT Tx
A R) TY,

GE)
IRAY — REFRTE L2258,
2 —HF CiscoNX-0S T /31 Al 7
A4 TEERA,

GE)
Wb XA — R4S g L
Ta—HT7Hh o FEERT D54,
%fIind 5 SNMP = — W 3/EL S &
Moo

ATvT3

user name user-id ssh-cert-dn dn-name
{dsa|rsa}

51

switch (config)# username Jjsmith
ssh-cert-dn "/O = ABCcompany, OU =

ABCI,

emailAddress = jsmith@ABCcompany.com,
L = Metropolis, ST = New York, C =

US, CN = jsmith" rsa

BEfF O —% 7 7 v NEREICE
% SSH X.509 FEAHE DK% & DSA T
NI RNERELET, 4 TR
K512 XFT, PR TIERUITHE S &
ERHYET, B A—NT FLARLE
IREEN F N Z 4 emailAddress & ST (12
WESNTWAZ L 2R LET,

ATvT4

[no] crypto catrustpoint trustpoint
1 -

switch (config)# crypto ca trustpoint
winca
switch (config-trustpoint) #

N7 ARRA L MERELET,

GE)

Zoa<wr RFono B E#H LT
T ANKA Y NEBIBRT RS, £7
deletecrl 35 X O delete ca-certificate =
< RZEMHL T, CRLELWNCAFE
HEZHIRT OLERNH Y £,

ATy Th

. SSH & & U Telnet D&%

crypto ca authenticate trustpoint

1

switch (config-trustpoint)# crypto ca
authenticate winca

KNI A RKRA L MO CAFFHELZHRT
LET,

GE)
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x 5003 sEB3E~—2 0 ssH @iEnEE [

ARV FFEREETIVa Yy

E:)

CAGEHEZHIFRT 211X, FF AR
RAbharv7 s Xalb—varEt—
T delete ca-certificate =~ > K& A
HLET,

ATy 76 ({£E&) cryptocacrl request trustpoint | Z ORI A 7 > a TN, W< HELE
bootflash:static-crl.crl INET, FTRAIKRA L FOFFAE
Bl %40 A b (CRL) % LT, CRL
switch(config-trustpoint)# crypto ca 7 Tj}]/&i: PTARARA B L:J:OO
crl request winca TR LUIZAEHED Y A NDOAF v
bootflash:crllist.crl g k —’C\»—g—o DA &7«/{ w277 CRL
U A ME, BGEER (CA) BT /3 R
WCFETar—ahEzd,
GE)
AHT 4 v 7 CRLIX, $F—Fr&h
TWOME—DRNF = v 7 5T,
G¥)
CRL #HIFx9 5 I21%, deletecrl =+
Y REANLET,
ATvT1 (f&) show cryptocacertificates |fXE SN TWDFEHEEZIETTF =—
. LLBRERHT BR TV b TR bR
h , . Y hEFRRLET,
switch (config-trustpoint)# show crypto
ca certificates
ATvT8 (f=&) show cryptocacrl trustpoint |f§E L7 F 7 A haRA > @D CRL U &
B - FONEEERRLET,
switch (config-trustpoint)# show crypto
ca crl winca
ATv79 (f£7) show user-account RESNZa2—Y T T FOFEME
i RALET
switch (config-trustpoint)# show
user-account
ATY 710 | ((EE) showusers FNRA AZr T F L LTS —HP R
- FRINET,
switch (config-trustpoint)# show users|
ATv 71 | ({£i&) copy running-config FATHORERE . A X — T v THERR
startup-config iZar—L%9,
i :

SSH s & U Telnet DEE [



B .so—sshrrauravhk—to

)

axX ;&

SSH & & U Telnet DFE |

ARV RFEREFT7TIVa Y

S

switch (config-trustpoint)# copy
running-config startup-config

LAS—SSH 7)Y XL YiHR— FDEKRTE
LY —SSHEFX=2UT 4 7Y XL, Avb—UEEa— R (MAC) . — %47, B
LSOV R— MR ETETET,

FIE

AU RFEEETIVa Y

=)

&

configureterminal

1 -

switch# configure terminal
switch (config) #?

Ja—N)L a7 4 FXalb— g
ET— F&EBHEKBLET,

ATv T2

(&) sshkexalgos[all ]
1 -

switch(config)# ssh kexalgos all

it Z L OF—DERIHE S5 F—
LS THD, PAR—bFSnTnDHT
~T D KexAlgorithms ZH 2T 51T
I, al ¥ —U—R&EHLET,

AR — bk & D KexAlgorithmn [Tk D &
B TT,

* curve25519-sha256

» diffie-hellman-group-exchange-sha256

» diffie-hellman-group1-shal

» diffie-hellman-group14-shal

» diffie-hellman-group1-shal

* ecdh-sha2-nistp256

* ecdh-sha2-nistp384

ATvT3

({£&) sshmacsall
1 -

switch (config)# ssh macs all

N7 4w P EREOBREBIZERIND
Ay —VFiFa— R ThH5, PR—k
SNTWELTXTOMACEAEZNICLE
—gﬂo

PR—FEINDMACITKRD LB T
ﬁ—o

* hmac-shal

. SSH & & U Telnet D&%
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HHR— L ENBTLTYZL  HPE— FaEnoss |

AU RFERET7TIV3 Y B#)
ATy 74| ({E&E) sshciphers[all] PHR—FINTWVDETRTOREZEHZ
i - LT i Sk 21k, all F—

U—REHEHLET,
YR — bRt OREE R
* aes128-cbc

switch(config)# ssh ciphers all

* aes192-cbc

* aes256-cbe

* aes128-ctr

* aes192-ctr

* aes256-ctr

* aes256-gcm@openssh.com

* aes128-gcm@openssh.com

ATv 75| ({LE) sshkeytypesall PN T TA T MK L THSE 23
- AT B I T HAME— T
FYRXLTHD, PAR—FENTNDHT
~X"C @ PubkeyAcceptedKeyType & H 22
LET,

PR—=—FENLDF— AT EFRDOLE
n <Y,

* ssh-dss

switch (config)# ssh keytypes all

* ssh-rsa

HhR—rEhB7IILTY XL IPE— FAEDNDIES
FIP E— RORAIBRB Y R—FENLTLITY XD Y X MIKRD LBV T,

24 R— FENBTILTY XL : APE— RAEHOBE

FILTYRX | HR— AR HR— xRS
Ls
ciphers * aes128-ctr * aes192-ctr

* aes256-ctr * aes128-cbc

* aes256-gecm@openssh.com * aes192-cbc

* aes128-gcm@openssh.com * aes256-cbe

SSH s & U Telnet DEE [



B 7o rossiy—nk—rozE

SSH & & U Telnet @

HH— R

HiR— bR

* hmac-sha2-256
* hmac-sha2-512

* hmac-shal

* hmac-sha2-256-etm(@openssh.com
* hmac-sha?-512-etm(@openssh.com

* hmac-shal-etm@openssh.com

* ecdh-sha2-nistp256
* ecdh-sha2-nistp384
* ecdh-sha2-nistp521
+ diffie-hellman-group16-sha512
« diffie-hellman-group14-shal
« diffie-hellman-group14-sha256

* curve25519-sha256
* curve25519-sha256@libssh.org

F7ILIYX
N

hmac
kexalgo
keytypes

* rsa-sha2-256

* ecdsa-sha2-nistp256
* ecdsa-sha2-nistp384
* ecdsa-sha2-nistp521

ssh-rsa

T2 LD SSHY—/NKR—FDEFE

SSHV2 DR — h&EBET 74NV FOR— " EFEERNLEETEET, . T 74/ FD SSH

R— FNOEERICHEHEINAEELICEY ., LV h7erS5A4 N —Lty g BEMEY

R— b D8RP EI L £,

FIE

ARV RFERFTIVaY

=)

&

configureterminal

fi
switch# configure terminal
switch (config) #

ATvT2

no feature ssh

1

switch (config)# no feature

ssh

ATvT3

. SSH & & U Telnet D&%

show sockets local-port-range

1

Jua—)L a7 4 Xal— g
£ — F%Fﬁlﬁﬁébi‘a—o

SSH % fE5hiZ L £,

e AN — M2 Fon L £,
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sshz tosu7 [

AU RFERETOVa Y

B8

switch(config) # show sockets local port
range (15001 - 58000)

switch(config) # local port range (58001
- 63535) and nat port range (63536 -
65535)

Z 5 7 4 | sshport local-port R—haRELET,
51 -
switch (config)# ssh port 58003
AT 75 |featuressh SSH Z# A LE 7,
1 -
switch (config)# feature ssh
AT w76 |exit ra—r)ar 7 4 X¥al—3i 3y
% - E—REHKTLET,
switch (config)# exit
switch#
ATw 71| (&) showrunning-configsecurityall | ¥ ¥ = U7 4 DR EEZFRLET,
1 -
switch# ssh port 58003
RATv 78| ({EE) copy running-config FATHOMERRZ . AZ— T > 7RI

startup-config

1

switch# copy running-config
startup-config

ar'—LET,

SSH RR DT

P35 SCP E7AIESFIP 2R L CT7 7 AV E X T o — NI 5846, £REZ0T7 31
AnBHYE—FKRANMISSHE YV a »yEGT 2551203, OV — LG TX % SSH
BRI SNE T, =2—F T HU L b, [FEHTESSSHY—"DY XA MNIZ VT35
EMTEET,

Procedure

Command or Action

Purpose

ATy T

clear ssh hosts

Example:

switch# clear ssh hosts

SSHAFRZA Nty arB8LlUOBHDOR
AN TZr7ANET VT LET,

SSH s & U Telnet DEE [



B ssio—ro7 e—onit

SSH Y —/\DT 14 E—T )L

SSH & & U Telnet DFE |

CiscoNX-OS TliE, T 7 #/V b TSSHY— 0N A F2—T Wil > TCWET, SSHY—%T 4
=Nzt B L, SSH CAA v FIZT 78 AT 2B ZBh1ETE £4,

Procedure

Command or Action

Purpose

AT w 71 | configureterminal

Example:

switch# configure terminal
switch (config) #

Ja— ) a7 4 FXal—T g
E— NLBABLES,

R w72 |nofeaturessh

Example:

switch (config)# no feature ssh

SSH Z 22 L £,

ATy 73| exit
Example:

switch (config)# exit
switch#

Jua—NR_) a4 Xal— gy
T—FERTLES,

2 7 4 | (Optional) show ssh server

Example:

switch# show ssh server

SSH ¥ — " ORELFKRLET,

R T w 75 | (Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FITHORERRZ . AZ— T v THRERKIZ
o —LE9,

SSH H—/\ X —DHIB&

SSH H—%F ¢ &—7 NI L7=%%. Cisco NX-OS /34 2 LD SSH H— 1\ F— 5 HIRr T

£

)

Note SSH % A r—7 /W T5HI2iE, £9, SSH Y — R F—%2 AR+ 208N H D 4,

. SSH & & U Telnet D&%
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Procedure

ssievyvarnsy7 ||

Command or Action

Purpose

R w 71 |configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—ary7 4 Xalb—g v
E—RFZRBLET,

AT w 72 |nofeaturessh

Example:

switch (config)# no feature ssh

SSH % iz LE 7,

AT w73 exit
Example:

switch (config)# exit
switch#

Ja—)L a7 4 F¥Falb—g v
£ F;)(L‘/%\gT L/ij‘o

R w 7 4 | (Optional) show ssh key

Example:

switch# show ssh key

SSH & — RN F—DREEERLET,

R v 75 | (Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O E . AX— b7 v TRERRIC
o —LE9,

Related Topics
SSH — % F—0D4 k(5 2—)

SSHtEy>armnoy7

Cisco NX-OS 34 26 SSHE v a v a2 7 V7 TXxF1,

Procedure

Command or Action

Purpose

R w71 |show users

Example:

switch# show users

a—HYtya FEREERLET,

R Fw 72 |clear linevty-line
Example:
switch(config)# clear line pts/12

a—H¥SSHE v 327 U7 LET,

SSH s & U Telnet DEE [



SSH & & U Telnet DFE |
. Telnet DX E

AN —
Telnet M i E
Z Z TIX. Cisco NX-0OS F /31 2T Telnet Z & ET 5 FIEAZFH L E7,

Telnet —/\D A =*—TJ)L1L

Cisco NX-O8 7 /3A A LT Telnet — 3% 4 X—T M TE&E9T, T 74/ FTiE, Telnet i%
F 4 B—=T T,

Procedure
Command or Action Purpose
AT w 71 | configureterminal JTa— )L a7 4 ¥z lb—3a
Example: T FERIBLET,

switch# configure terminal
switch (confiqg) #

AT 72 |featuretelnet Telnet — "% A4 F—7 MZLET, 7
Example: T ANV RTIET =T Mo TV E
switch (config)# feature telnet 7r°

ATy 73 |exit Ta—N)L ary 7 4FXal— gy
Example: EF—FEHKRTLET,
switch (config)# exit
switch#

Z 5w 7 4 | (Optional) show telnet server Telnet — OB EEFRLET,
Example:

switch# show telnet server

A7y 75 | (Optional) copy running-config FATH O Z . AX— N7 v THERIC
startup-config ar—LET,
Example:

switch# copy running-config
startup-config

JE—F TN R ED Telnet v < 3 VDRI

CiscoNX-OS T34 A SSHE v a VEBIKB LT, VE—F TS AL TE £,
IPvd DTN ZFEHA LT Telnet By > a VEBBHBTE T,
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Telnet v > a>no 07 [

Before you begin

VE—KMTNAADKRA NEIZIP T RL AL RBERGAIFVE—F TS 2D —
HETFFLET,

Cisco NX-0O8S 5 /34 A T Telnet — A& LE 4,
UE— |k 53 A ET Telnet — "ZHM LET,

Procedure
Command or Action Purpose
25y 71 |telnet {ipv4-address | host-name} IPvd 2L TY E— h 554 AL D
[port-number] Telnett v a VEBRBLES, 77
Example: v hDR— FEFIT 23 T, EOHIPH
switch# telnet 10.10.1.1 1% 1~ 65535 T,

Related Topics
Telnet —/ 3D A F—T Lk (22 ~X—)

Telnet vy 3OO )7
Cisco NX-OS T34 A0S Telnet By > a a7 U7 TEET,

Before you begin

Cisco NX-0OS /34 A | C Telnet — "% A x—7 I LET,

Procedure
Command or Action Purpose
AT 71 |show users a—H kg UERERRLET,
Example:

switch# show users

R T 72 |clear linevty-line A=Y Telnet vy a&7 V7 LE
Example: EE
switch(config)# clear line pts/12

SSH # K U Telnet M &% E DFEEE

SSH B XU Telnet DR EIFEME T+ 2121L. ROWTIMLDOIEEEZITVE T,

SSH s & U Telnet DEE [



B sstozEn

SSH & & U Telnet DFE |

avy kR

S

show ssh key [dsa | rsa] []

SSH #—" F—%2FIRL £,

show running-config security [all]

FITar 7 4 Fal— g NOSSH La—HF 7 hH o
FOBREERFRLET, dl F—U—FE2FEETH L., SSH
BLOa—HFT7h7 L hOF 74 MEBRERSNET,

show ssh server

SSH % —N"OBREEFRLET,

show telnet server

Telnet — OB TEEF R LET,

show username username keypair

fEE L= ORMF—2FKRLET,

show user-account

RESNa—F Th o FOFMERRLET,

show users

FRA Azl F LTS a—RERENET,

SSH D% E

WORFE, OpenSSH F—Z{#i LT SSH ##%ET 5 HikE R L TWET,

Procedure

ATy T

ATy T2

ATvT3

ATy T4

SSH#—R%&F 4 tv—7 Mz LET,

Example:

switch# configure terminal
switch (config)# no feature ssh

SSH #— " F—Z Ak LE T,
Example:
switch(config) # ssh key rsa

generating rsa key (1024 bits)
generated rsa key

SSH #— "% A X —7/WIZ LET,

Example:

switch (config) # feature ssh

SSH #—/\ F—ZFR L £,

Example:

. SSH & & U Telnet D&%
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ATy TH

ATvT6

SSHD/S27— FpFEL 774 L aE—oxes |

OpenSSH JE? SSH AR —ZfRE L £,

Example:

switch (config)# username Userl sshkey ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAY190F6Qazl9G+3£f1XswK30iW4H7YyUyuA50r
v7gsEPjhOBYmsi6PAVKuilnIf/DQhum+1JINqJP/eLowb7ubO+1VKRXFY/G+1INIQ
W3g9igG30c6k6+XVn+NjnI1B7ihvpVh7dLddMOXwONnXHYshXmSiH3UD/vKyziEh5
4Tplx8=

RECHRHFLET,
Example:

switch (config) # copy running-config startup-config

SSHONRT— KRR ELZ T 74I)L A E—DEHEH

Procedure

ATy T

ATy T2

RIZ, CiscoNX-O8 7 /3A A5 Secure Copy (SCP) H—/3F 7213 Secure FTP (SFTP) #—/3
W2y NAU=RRL Ty A NvEat =4 562 RLET,

SSH ODABF— LB —%2 4/ L, f§E L2 —H D Cisco NX-OS T /31 ZADHR—A T 4
L7 b UKL F9,

Example:

switch# configure terminal

switch (config) # username admin keypair generate rsa
generating rsa key (1024 bits)......

generated rsa key

RELa—VORMF—2RRLET,
Example:

switch (config)# show username admin keypair

KA KKK KA KA KA KA A KA AR KA KA KA KA KA KA A AR AR AR KRR KRR KA KA KN KKK

rsa Keys generated: Thu Jul 9 11:10:29 2013

ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAXWM)JT+oQhIcvnrMbx2BmDOP8boZELITEJT
Fx9fexWp6rOiztlwODtehnjadWc6A+DE2DVYNvgsrUITBypYDPQkR/+Y6cKubyFW
VxSBG/NHztQc3+QClzdkIxGNIbEHYF0oajzNEOSLLOVFIMCZ2Td7gxUGRZc+fbg
S33GZsCAX6vO=

bitcount:262144
fingerprint:
8d:44:ee:6c:ca:0b0:44:95:36:d0:7d:£2:05:78:74:7d

R IR I Ik kb b b b b b b b b b b b b b b b b b b b b b b b b b i
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B ssio s zxo—knFBLT 7 4L 2E—DBEH

ATy T4

ATy TH

could not retrieve dsa key information
LR EEE SRS EE SRS EEEEEEEEEEEEEEEEEEEEEE S S

CiscoNX-OS T4 ZADHK—L T4 L7 NI nmb, BELET—b 7 T7vv a5 4L 27 M
2. AF—LESF—2 = AKR—FLET,

Example:

switch (config) # username admin keypair export bootflash:key rsa rsa
Enter Passphrase:
switch (config)# dir

951 Jul 09 11:13:59 2013 key rsa
221 Jul 09 11:14:00 2013 key rsa.pub

NG 2O0D7 7 A )VEMOD Cisco NX-OS 7 /31 A~a b — L7=1%, copyscp % 7213 copy sftp
a2 REMH LT, CiscoNX-OS 7354 ADF—L T 4 L7 MVIZA R —hLET,

Example:

switch (config)# username admin keypair import bootflash:key rsa rsa
Enter Passphrase:

switch (config) # show username admin keypair
khkhkkhkhkhkkhkhkkhkhkkhkhkkhkhkhkhkhkkhkhkkhkhkhkhkhkhkhkkhkhkkhkhkhkhhkkhhkh*k

rsa Keys generated: Thu Jul 9 11:10:29 2013

ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAXWM])JT+oQhIcvnrMbx2BmDOP8boZELITEJ
Fx9fexWp6rOiztlwODtehnjadWc6A+DE2DvYNvgsrU9TBypYDPQKR/+Y6cKubyFW
VxSBG/NHztQc3+QC1zdkIxXGNIbEHyFoajzNEOSLLOVFIMCZ2Td7gxUGRZc+fbg
S33GZsCAX6v0=

bitcount:262144
fingerprint:
8d:44:ee:6c:ca:0b:44:95:36:d0:7d:£2:05:78:74:7d

R R R

could not retrieve dsa key information
khkhkkhkhkhkkhkhkkhkhkkhkhkkhkhkhkhkhkkhkhkkhkhkhkhkhkhkhkkhkhkkhkhkhkhhkkhhkh*k

switch (config) #

SCP #—/3F /=1L SFTP — 3T, key_rsa.pub (2 S 41TV 5B % — % authorized keys
77 A MTEMLET,

Example:
$ cat key_rsa.pub >> $HOME/.ssh/ authorized keys

INT, EHEDSSH 2w FBLOSCP 22w REFHA LT AR —FRE2EELRLS TH,
Cisco NX-OS T34 AP =R T7 7 A NV EaE—TE£7,
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ATvT6

X.509v3 ESFBAE R —

SSH BEL U

X.509v3 SEBAE X — X ) SSH

(Optional) DSA ¥ —IZOWTCZDFEZMEY KL £,

=7
ALy

A SSH :2FED

AEAE A% SSH

B3

KOHNL, X.509v3

configure terminal
username Jjsmith password 4Tyl8Rnt

username Jjsmith ssh-cert-dn "/O = ABCcompany, OU = ABC1l
emailAddress = jsmith@ABCcompany.com, L = Metropolis, ST
rsa

crypto ca trustpoint tpl
crypto ca authenticate tpl
crypto ca crl request tpl bootflash:crll.crl

show crypto ca certificates

Trustpoint: tpl

CA certificate 0:

subject= /CN=SecDevCA

issuer= /CN=SecDevCA
serial=01AB02CDO3EF04GHO5IJ06KL0O7MN

notBefore=Jun 29 12:36:26 2016 GMT

notAfter=Jun 29 12:46:23 2021 GMT

SHA1l Fingerprint=47:29:E3:00:C1:C1:47:F2:56:8B:AC:B2:1C
purposes: sslserver sslclient

show crypto ca crl tpl

Trustpoint: tpl CRL: Certificate Revocation List
Version 2 (0x1)
Signature Algorithm:
Issuer: /CN=SecDevCA
Last Update: Aug 8 20:03:15 2016 GMT
Next Update: Aug 16 08:23:15 2016 GMT
CRL extensions:

X509v3 Authority Key Identifier:

(CRL) :

shalWithRSAEncryption

mianzEs ]

&% 7€ 151

ROREDBE T AR L TWET,

’

keyid:30:43:AA:80:10:FE:72:00:DE:2F:A2:17:E4:61:61:44:CE:78:FF:2A

show user-account

user:userl

this user account has no expiry date
roles:network-operator
ssh cert DN /C us,
Algo: x509v3-sign-rsa

ST

userl;

show users
NAME
userl

LINE
pts/1

TIME
Jul 27 18:43

IDLE
00:03

PID
18796

Telnet 289 5 E/NTEER

New York, L = Metropolis,

= New York, C = US, CN = jsmith"
:64:48:FC:F4:8D:53:AF
O = cisco , OU = csg, CN

COMMENT

(10.10.10.1) session=ssh

Z 2T, SSH B XX Telnet D FEIEZ B4 2B MITEHRIC OV T L3,
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SSH & & U Telnet DFE |
B ssH &5 U Telnet 28T 2 EmiER

BEER
BEEIEH I=ZaTFILEA R

CiscoNX-OS D7 A A |CiscONX-OS 714 A HA K

VRFZ2 V7 4 ¥ =2 L—3 3 |Cisco Nexus® 3550-T =% v A h )L—F T OIER T A K

MIB MB®D!') >y

SSH 3 X O Telnet [ZBE# T | AR — FENTWAMIBEZREB LOX 7o o— R4 51214,
% MIB WD URLIZT Z7EALTL &,

ftp://ftp.cisco.com/pub/mibs/supportlists/nexus9000/
Nexus9000MIBSupportList.html
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BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



