AAA D% TE

ZDOFETIL, CiscoNX-OS T A ATRAE, #FAl, THhHUT 427 (AAA) ZRET D FIE
WCOWTHBLE T,

ZOFEZ, WOBETHERINTWET,

* AAA IZ-2VC, on page 1

« AAA DHITESME, on page 6

« AAA DEEEIH L KI5 H, on page 6

« AAA OF 7 )b h%IE, on page 7

« AAA DFRIE, on page 7

R —TIIVAAAT AT T 4T e DE=F Y7 L7 VT, onpage 29
« AAA X IE DR, on page 30

« AAA DR E, on page 31

e /AL RTA=HDOFER (31 =)

e NAU— R Fa 7 MERORER (32 —)
« AAA (2B 2B 1E #, on page 33

AAA [ZTDINVT

Z ZTlt. CiscoNX-0S T34 2D AAA IZ DWW T L £97,

AAAtFxa1Y) T4 H—EX

AAA BEREZAEH T2 & Cisco NX-OS 73 AR 52 —F D ID #fER L, 2 —HIC7
Y AEFANL, 2—FOETTHT 7 a L ZBIFTE 9, Cisco NX-0S 7 /314 A1
Remote Access Dial-In User Service (RADIUS) "1 k 2L & 7= (% Terminal Access Controller Access
Control System Plus (TACACS+) 7'm haL&zHR—hrLET,

CiscoNX-OS IZA N ENT-2—HFIDB L UOVIRA Y — RO LS DbEHICESNT, B—H L F—
HAR—=2C KB ua— I VBGEETZIEFF. HEWXIOFERITEHDO AA AT — NI LB ) £—
RERFEE 2 IEFF A #3217 L EJ, Cisco NX-OS T34 A & AAA — O/ OEE L. Faidk

AAA DEETE
|



AmAnEE |

B rmzpmyass

AMBEX—IC Lo THRESNE T, T 3TD AAA — NH I3 ED AAA Y — REAIC
%&&% ERECTEFET,
AAA X =2 VT 4%, ROV —EREFZTLET,
EIL‘.\EE
QA LERRT—RKOEA TS, FY Lo Pl LARVA, Avt—U 07 HR—
M, BIXOBIRLZ®X=2 VT4 70 b /WL Ui b7 E 2R L Ca—F 255
L/\iﬁqo

PRREIE. TARA AT 7B AT AN ETIZT A ADID 2R T 570k A TT,
D ID OFEFRIL. CiscoNX-0S T/, AT VB A THZ T 4T 4 75“5?;351?@57}%5:1*—
FID & /XA T — ROMAGDOHICIESNTITOILET, CiscoNX-08S 7 /34 AT, v—
HNGEAE (B—= NIV 7T v T T —=E =A% MH) 7203 ) T— FRFE B EIX
#i%r D RADIUS $—/ 3 F 721X TACACS+ — &M H) ZFITTExET,

|
TrRvAaryha—LERHELET, AAAFFAIE, 22— 2 EITT5HEE2 525
NENERET—HOBMYEHALTSH 7 2 A TE, CiscoNX-0S V7 F7 =7 TiE.
AAA =\ b X 7 om— RSN D BIEZEHE U CHERM 523 ThivE 7, mmms%
'mamyﬁ&®)% MeXxa U7 g $— NF, @Y7 — T4 T HHER & E

BIEAE (AV) O_XT7E2T7Vom— 5Lk o T, a—Hy %m@%@%ﬁ@b

i#o

FhHOIVTa4VYT
HHRENET D, HREe—hron ZIZidkT 5, Hilzd AAA Y —N2EE LGRS
e, UAR— MERZ: 85247 ) HikERIt L £,
THI T 4 THERETIX. CiscoNX-08S T /3 A~DT 7B AR ENDTXTOE
Bty g 2BHL, 710 L TCERLEY, ZOFEREEHLT, FT 70y a—
T A ITREREDIZCODVR— NEARTEET, THU T 47 mlid, v—hnic
BT TENIE, VE—DFAAA P —RNICEETEHZ b TaET,

Note CiscoNX-0S ¥ 7 b v =7 Cli, ik, #Fl, BLOTHTLTF 4 7 &MINCH H— b L
VET, e YT vV ERE IS, RIEFTEARE LY TXET,

AAA ZERT HF =R

AAA T, RO KD 72 RS RHE L 9,
o T U 2 AFRE DM il o m B

o JLARME
 FEAE(L S 7ZFRAE L (RADIUS, TACACS+ 72 &)

cHHE DR I T T T RA R

AAA DERTE
2| I
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yE—rARAS—Ex [

J)E—FAAAP—EX

RADIUS a2 F /LB LN TACACS+ 712 h L a A L CIREEEN AU E— F AAA —E X
12, m—H/L AAA —E R L H_TRO L S 2RAandH 0 £,

e 777U w7 NDE CiscoNX-0S T34 ZAD2—H RAT— K U R NOBEBENRFESI 2
D E7,

s AAA P — T TIZRENITIFEIAS BAINTED, BHICAAA YV —E R A TEF
‘é‘o

« 777U ITHNDTXTD CiscoNX-O8S TS ZADT AV T 47 v d ki
TEET,

e 757 7V w7 NDOE CiscoNX-08S 7 /34 ZZONWT—HFRBEEZEET A HFN, T/1 2
Dua—N FT—=EX—=2A &5 L0 HETT,

AAA H— NS JL—TF

AAA H—E X3

SREE. A, THT T 4T DD Y T—h AAA V=T, V=R T —TEHEH LT
HBETEET, =T —7L1F, BIUAAA 70 FaLZEE L2 —#ED U T— k AAA
=TT, =N TNV —=TDOHIL, VE—FAAA T —NINETE Lol L &IT
Tz A== = RERMT DT, IA—THNORYIIO Y E— F =PI L
o TeGmE . WITPOT— A "PIEEZXET HE T, 7»—7%@&@)%~%%~A?
AT TONET, =N TN —THNOTRTD AAA F—PISE Lo 2856, £0
PN I N—TF X g R E #%ELTV%%@&%@éhiﬁobguﬁbf\fﬁ
DY =N T N—THIFETEET, CiscoNX-0ST /31 AL, WD T N—THNOP—1 05
TT—%Z oA, ROY—R T —FHNOY—_"TRITLET,

= O~ ~
SEA T3y
Cisco NX-0S T /51 A D AAA FHEIL. —E R R—Z2CF, KOV —ERTLIcHip-T-
AAA BEZEERTEET,

« User Telnet F 72 1% Secure Shell (SSH) © 7' i85
e Y—)L uJA LR

* Network Admission Control (NAC) @ Extensible Authentication Protocol over User Datagram
Protocol (EAPoUDP) FE:E

e a—YEHYE gL T T 4T

AAA DERFE .
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B rmav—cexgerioay

WDOFIZ, AAA T —ERXBEA T arTLI2CL (2~ R34 A F—T A R) D
o~ FE2RLET,

Table : AMAH—EX 2274 FalL—Yaravr kR

AAAHS—ERXR a4 Xal—YavATI gy |BEEavU R

Telnet F£7-1X SSH 7 7' 1 > aaa authentication login default

ayy—)nargAr aaa authentication login console

aaa authentication eou default

=Wy val TATST 4T aaa accounting default

AAA —ERIZE, WOBELFX A ECTEET,
FRTOH RADIUSH—/N

RADIUS #— D7 a— L FP— L2 U CEREE 2TV E T,
EEY—N T IL—T
FE L2 E D RADIUS, TACACS+, F721Z LDAP #— /X L —7 2 L CREr %17
u\i%

o—AJL

0—HNDL—PHZEIFTRNRAT =R T —=F_R=2 5 L CGREEEZ TV E T,
TL
AAA FBRERERA S NN E S ITHE L E7,

\}

Note  [ig57 %—/\mv~7j FRTRL ., [TRTORADIUSH— ) FRAEEE L
NX-08 7 /34 Ald, &€ 172 RADIUS Y= 3D J 1 — 3L 7 — )L B EDINEIZ RADIUS
F—REBNLET, 2072 — UL F— b OH— 3L, Cisco NX-OS 7 /3514 2 LD

RADIUS H—/\ 7L —7 N TEBIRIZERE TE 5 —3TT,

4. Cisco

WDFEIZ, AAA P —ERIZHIG L THRETE D AAA BGEFXERLET,

Table 2: AAA Y — E X D AAA BT AR

AAA H—E X AAA DA

ayY—) ul A ERE P—NTN—T m—H L

a—Y asA Ve P 7\‘/1/*‘70\ a—J b, 2L

A= PEEY v L a Ly THILT 4 T | N T =T a—T

. AAA DERTE
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a—y oy opiEssvrTsoex i

\)

Note > v— ol (L @BiE, 2—YV a /A Gk, BLOPa—PEHE vy 2 ThHY T«
VT ONWT, CiscoNX-OS T3 RIE ATV a vafRESNEZEFTHRITLET, FoM
DREFHAT > a U INRLTESS, v— VAT 2 a v inF 74 0 R TE, ary—
NETIZT 740 bad A roua—hvt 7y a &84 521, no aaa authentication
login {console| default} fallback error local =~ > R&EMH L £,

A—H 054 VORIASIUVHFTTOEX

WIZ, ZOFat R ZOWTIERICHH LES,
¢ Cisco NX-OS /31 A~D 1 7 A BT, Telnet, SSH, £/-ikar vy —r a4 04
TrarvEEHATEET,

o =N T N—TEIHEFRXEFHEH L TAAA —R TN —T %R E Lﬂ\éiﬁ/\ %. Cisco
NX-OS T4 ZNMED L HI2, T —THNORID AAA F— NCHREFER A X E L E
j—o

c BTED AAA Y —RDBIGE Lo T2 A1, FDOWRD AAA —3N S HIZFE DR
~L B —AAREICRITENFE T, ZOLEL, U e— N PREREFERICIRE

TAHETHIT ONET,
e =R TN —TDFTXTD AAA P —"BIRE L2 o =856, TDOIRDY—sN 7

N—=T DHh—"PRRITENFET,

e V=l A Ta—NA DT F— NNy T NT 4 =TI TlRWNED | &
/'jgéﬂ‘(b\émunﬁjiﬁﬁ ?AT%E& fo_ El/\\ ]:1_73/1/7“—‘&/\‘_‘] %'fﬁﬁﬁ LTHEH
NIEITINFET,

*» Cisco NX-0OS T /34 ANV F— F AAA B — SRRH CTIEFICRGELE FEIT LA, ko
REMENH D £,

o AAA H— 3 7’2 k=)L 73 RADIUS DA cisco-av-pair B THE ST\ D —
‘H-m‘_‘/l/Zﬁ)uunEmK&&%) &Wym—]\éhij—o

e AAA — 3 7’1 f 2L TACACS+ DA, =D AZ Agitl L THREIN
TWha—H a— L EZRET 572012, b9 1 DOFERNE L —NCHEFEInE
‘3—0

o —WH LR AT— Ko —H /L CTIEFICRIESINTZHATE, Cisco NX-08 7 /34 R |Z
TA L TE, a—A)N T —HX—ANTE Eéhﬂxémwmﬂﬁwéf%ﬂi?

)

Note (70 DV — R Z)L—TF72 L] LT, TRTOY =R T =T DNFROY— 305 b
BN EWNWH ZETT, YOV —pL) &iE, BEOY—RITA—THONT O —
NN BIEENRNE NS Z & T,

AAA DEETE
|
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B fesixo—rmEksLUTSA v URES—

AES N\AJ— FIEBIEE LUV T4 T ESF—

)T, KESFTREZR 128 By M O EERSLH (AES) AU — RSk (¥4 7 6151k
EHbWV ) EEICTAZENTEET, ¥ A7 6 b ZBLET 5 I121E, AES/\X
U — R bH B Z AN L, NAT — R S5{b B L OESIER SN 774~ V=
F—ZRETILERDHY 7,

AES RAT — R B2 A 7= ML TCTIA4~ ) F—2RETDHE, XA T 632 T —
B S L Z RN LRWRY . Y R—F SN TWAB 7T 7Y 7r—3 3 (BEIX RADIUS &
TACACS+) DOEEFB L OFHIER SNTZZ VT TFA K RXAT— RN T, XA 7 6HE5
fkoEAXTHREFENET, £, BHFOFHWT X TOREF{L/ XA T — K& X A 76155k YA

7 — RIZEH T 5 L 912 CiscoNX-OS ZHRETHZ &b TxFE T,

AAA DRIt EH

UE— F AAA —NI21E, ROFHESFHRH Y £77,

« p7p< &b 1 5D RADIUS #—/3, TACACS+ H—/3 F 721 LDAP ¥ — 328 IP % fdi i
LTHEMRETHD Z 2R LET,

¢ Cisco NX-OS T34 AR, AA A — DI 54T FELTRESN TSI L,

o X —73, Cisco NX-OS T34 ZAB LY T— h AAA V—RITHRESNTWH I L %
MR L £,

o JUE— b P — 308 Cisco NX-OS T /34 A5 D AAA ERIZIGE T D Z & 2R LT,

AAA DFEFRIA L HITIEIR

A BT D EEFHEFIRERITRO LY TT,

s B —71 LD Cisco NX-OS 7 /31 A FIZREINTWDH—HF T H U R, AAA H—N
FoVE—F 22— 7Th o FERICARTIOES. CiscoNX-0S V7 M7 =71, AAA
P—NECREENTWDL 22— m—LTixel, a—bV a2—HF ThHhy L hO2—H
n—L&EYE—h 2—WFIZEHALET,

» Cisco Nexus® 3550-T A1 v F (%, TACACS +TD 4 aaa authentication login
ascii-authentication =~ > K& ¥4 — k L¥9 (RADIUS TiZHAR—FLEHA) ,

T 7 aNbOur T AR E (locd ¥— T — REAETI0) BETLHE, a0V —
a7 A4 BRI RPRREICL > T EREEEINET, 2 Y — ARG N E PRI E
95 I1Zi%. aaaauthentication login console {group group-list [none] |local | none} =~
EHEHLET,

» login block-for 3 X W login quiet-mode =27 4 ¥ o2 L—v g E— K a~< 2 i, £i
Z 4 system login block-for 35 & U system login quiet-mode [Z4 RN EE I E L7,

. AAA DERTE
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AAA DT T A )L RERRE .

« system login quiet-modeaccess-classQUIET LIST =~ K&+ 28541, fRE L b
TIA4 I DRETaw I THEINCT A AMPELLERZINTWVWD Z L MR
THMLENHY T, & 2E, BETERVWFA MO Da—YFal/f o OhzTay
IS HMENDLEE. 77 EAVANMI, ZROOARA R HDOSSH, Telnet, 35 LW
HTTP RX—ZADT 7 AZHKIET HHR— 22, 23, 80, BLN443 2 45ETLHHLENRH Y

£,

AAA DT 7 A+ I)L FERTE

IKDOFEIZ, AAARTA—F DT 74 )V NREZ R LET,

Table 3: ABA /RS A —B DT I+ )L FERE

ING A—4 FI4+I b
a2 —VERRE ST —h

T 7 v FRGES A 07—

07 A CRRGERIIA v —Y Fa4—Tn
CHAP 83 F4v—T
MSCHAP 83 Fa4—=Tn
TIANNT YT 4 TR n—7 v
THT T 4T a S OFTRIAR 250 KB

Z Z T, Cisco NX-0S 7 /34 2 T AAA FERE

BETAFIEIZOWTIALET,

Cisco I0S @ CLI IZIEN TWAHE . Z OMEEEIZKHET D Cisco NX-0S =1~ > Ridib & -4
5 CiscolOS <> RERLDZGERH DO THERE LTI,

Note

Cisco Nexus®3550-T 2 U — &K A A »F L, TACAAS+HIZX L TDH CLI =2~ > K aaaauthentication
login ascii-authentication Z % 7" — k L £33, RADIUS |2k L TR — M LERHA, 774
JV RFBRET & 5 PAP AN 72 % X 51T, aaaauthentication login ascii-authentication A A F73
N> TND I EEMERLET, £ LARWVE, syslog =T —NERINET,

AAA DERFE .
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AMA DEE |

AAA@'QE? O+ X

nuniEij:()\?jJ '7/74’ /7 ;Ef Hﬂi—‘ﬁ—é i /ko)ﬁz%;&’ﬁ—b\ij‘o

FBEEIZ Y = — h RADIUS. TACACS+, F72IXLDAP — % {HH+ 55515, CiscoNX-0S
TA%XLTTXk% RELET,

j//‘_‘/l/‘:’y/]’/munftjiJC% Ebiﬁ"
A= a A DO T 7N ORI A VBT REHELET,

FIFILVNAAAT H T T 4 T DT 74V N FRERELET,

y—=)Lb g4 VRIMARXDETE
T, 2yl oORBIEFRERET D HEEABALET,
Far T RUTIE, OB ONRH Y T4,

« RADIUS ¥V — "D a—/3)L F'— )L
« RADIUS. TACACS+., F 721X LDAP V—DIEEV 7 v b
¢ Cisco NX-OS T34 ZDa—H )b F—HF~_N—2

o 2—HL4 DI (none)

T7 4N bOFRIIe =B VTN, BT 247 arBbh E9,

N\

Note

aaaauthentication =~ > K ® group radius 3 & U* groupserver-name %fi . LNCER S
RADIUS +— "Dty hEERLET, AR N FT—N"E2EET D21, radius-server host =
~ U REHEHALET, = O4HIE 7 V—T%21ERT 512X, aaagroup server radius =
~VU REERLET,

Note

U E— FRIAENA F—T N5 TND L X AT — RAEE FE(TT 5 L. AT — RlalE
DFEITHTSICary—rnuarA4r0u—NVERIENA 32— VIR0 £3, FO=d, #Hl
VWRAU—REEHA LT, 2 Y —/LAR— MEHE T CiscoNX-0S T/ A |Zu /A CT& %
T, A BRI, Bl ERE R —DAGGEEEH T 500, 003 AAA — S TREINTE

BHHENRAT—ROY &y MEIZY E— MNEIEA A R— T MCTHZENTEET, NRATU—F
[ 7 v 2B 3 2R Iz DV Tid,  [Cisco Nexus® U — A NX-0S k7 7 /Ly = —
T4 T AR 2L TIEEN,

Before you begin

VEHZI U T RADIUS, TACACS+, F721L LDAP $—/N Z—7 %28 E L £,

. AAA DERTE
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Procedure

avv—rnsqogiastonz [

Command or Action

Purpose

R w 71 |configureterminal a7 4Fal—T gy FT— KRIZAY
Example: S
switch# configure terminal
switch (config) #
R Fw 2 |aaaauthentication login console {group | = v —on /A L RIFEFRABEL
group-list [none] | local | none} E
Example: group-list 5| #(2 1%, 7 V—7"% % A—
switch (config)# aaa authentication 2'(“[2@]07’: U 2k %?Eﬁiﬂbij«o 7
login console group radius /I/*‘7OZ| i 0/_(@ ¥ 5 G:?E‘ﬁ‘z LSETO
radius
RADIUS %—/"DJ 1 — 3L 7 — )L
ZAEH U CRRAE A TV E T,
named-group
RADIUS., TACACS+. F 721X LDAP
P—ROEES Ty FEMEHLT
FREEITVET,
IocaJ ﬁf I, B—H T HR—R %
FOREIZAME R L £, none 5 TlE
AAA BRESMER SN/ K 9 ?
£
VAP W N E =5/ N -V
IZ local T¥, Ziuik, FRIMITHERE
SNTWRWGES, ETREINTR
FEF KA R TIZOWTSERF DAL
WAIZ, avyy—a sl Akt LT
=B N~D T F—)v Ny 7 NI T
ROIRY | SR ET
AT v 73| exit a7 4 Fal—ar ET— REKT
Example: LETS
switch (config)# exit
switch#
R w 7 4 | (Optional) show aaa authentication ayV—) ul A LRI OH

Example:

switch# show aaa authentication

FRLET,

AAA DERFE .
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AmAnEE |

Command or Action Purpose
A7 75| (Optional) copy running-config FATH O AE . A ¥ — b7 v THERIC
startup-config ar—LET,

Example:

switch# copy running-config
startup-config

T2 bDOOTA VEEEARDETE
SEEFRATIE. OB ONH Y £,
« RADIUS V— "D a—/)L ' — )L

« RADIUS. TACACS+., F 721X LDAP —DIEEV 7 v b

¢ Cisco NX-0S /354 ZDa— )b F— B _— 2

o =P

T 74N bOFRITr =BV TTNR, BT L4 T v a B Ed,

Before you begin

VBT U T RADIUS, TACACS+, 721X LDAP H— R FL—7 %R ELET,

Procedure

Command or Action

Purpose

&M

configureterminal

Example:

switch# configure terminal
switch (config) #

a7 4 FXFalb— gy ET—RIIAD
S5

ATy T2

. AAA DERTE

aaa authentication login default {group
group-list [none] | local | none}
Example:

switch(config)# aaa authentication
login default group radius

T 74 FRAEFRERELET,

group-list 5 15212 1x, 7 v—7"4 % A—
ATKE 7V A MERELET, 7
=TT, WOX IR ELET,
s radiusRADIUS $— 30D 7 1 — 31
T AR U CERREER TV E T,
« named-group : #%:E(Z RADIUS,
TACACS+ F 721X LDAP ¥ — 3D 4,
Aift &Yy 7ey FEFEHALET,

local JisllX, ve—HL T —H_R—2 %
SEFICAHEH L ¥4, none HFETl.
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Command or Action Purpose

AAA nhnﬁﬁ){%ﬁﬁ Y AR AT S 21 *gﬁiﬂb
¥4, TN hou s A FRITloca
TY, Ziud, HEPMTHERE ST
VA, ETITEE SRR T
NTIZOWTSENE LRV,
oY= algAAZR L TCue—han
~NDT F =)V Ny I BT =TT
ZRWNRY | S E T,

WONWTNNERETEET,
e AAA R Ao 7 JL—7

v — 7 Vili

FIL IJJtEfxﬁ l/

Note
local ¥ — U — Ri&, AAAGRIEZ L—7
ERETHEXIITAR—- I EHA
WZETIEH Y FHA) , THuE, v—
HVERFEE, U E— F R FEAR
BOREDT 7 4+ N ThHHTZHTT,
7= & 213, aaaauthentication login
default group g1 &5 7E L 723556, AAA
ITN—"T gl M L CRAEEZIT D Z
MTE2RITHUT, m—ﬁwmﬁﬂﬁﬁ
SNET, Tk L, aaa
authentication login default group gl
none ZiXE L7235 A. AAA V)L —7
gl %ﬁﬁﬁ LT uE%‘:ﬁ YT EmTER
JAuX, BEEXFEITSNERE A,

2Ty 73| exit Ay 4 Fal—varyE—RekT
Example: LETS
switch (config)# exit
switch#

Z v 7 4 | (Optional) show aaa authentication TI7HN DT A URBISTROHREE
Example: FRLET,
switch# show aaa authentication

A5y 75 |(Optional) copy running-config SATH O Z, AZ— b7 v THERRIC
startup-config aE— L%,
Example:

AAA DEETE
|
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Command or Action Purpose

switch# copy running-config
startup-config

O—AILEBEEAND T+ —IL/Ny I DEIE

VA W NS =AM e /45 (VS-S o) VN = B/ ¢ ‘/@U%~ FRFENERE S
TWAHEE, EO AAA V— NZHBIEARRER L X2 GRiE=T7 —IlZR 0 E£9) | =—¥N
CiscoNX-OS 7T A Anb vy 777 hSeWnE 912, a—HBREIL T +— Ny 7 &
9, 2L, BX 2T 4 EHEESELT0I, B — A NVERIEA~D T F—)V Ny T BRI
TEET,

A

Caution 17— 7 )LEBFEA~D T 4 — L3y 7 BT 5 & CiscoNX-0S T /34 A3 v 7 Zju, /84
U— REMEEZFATLRNWE TV BATERIRDZERHVET, A A by 7T Uk
INRNE DT BH72DIZ, B —BNFERESD T F— Xy 7 BB T HRRIE, T 7 40
farAgrbary— a4 oW TiER, WERNEITICTAZ EEHERLET,

Before you begin

oY —)bua 7/]) yif:bi?7ﬂ‘ﬂ/ ]\ s y/l) D U T I\munE%pXE Li‘d‘o

Procedure
Command or Action Purpose
R 71 |configureterminal a7 4 Fal—TarE—RIIAD
Example: 7.

switch# configure terminal
switch (config) #

R 772 |noaaaauthentication login {console | ayvV—alArERITTF 7 40 R
default} fallback error local 07NN T, Y B FIREEANRE
Example: ENTVDEHAITED AAA F— 3T

switch (config)# no aaa authentication iug;{:@éiﬁ s % Kiﬁiéhé =4 _7‘\7/1/5}3\
login console fallback error local |ZE~D7 3 —/L 3y 7 ZEHIZ L FET,

0 — B IVIREESD T F— )L 7 B
WZTHE, ROA v E—UNRRINE
KR

"WARNING!!! Disabling fallback can
lock your switch."

AT 73 |(Optional) exit A T 4 Fal—Tgy ET— REKT
Example: LT,

AAA DERTE
12| I
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MAZTEDOF 74 Lk a—F a—io1x—T it [l

Command or Action

Purpose

switch (config) # exit
switch#

ATvT4

(Optional) show aaa authentication

Example:

switch# show aaa authentication

avy—ualA4rBIRTF 7 40k
A VR ROBREEFRLET,

ATy Th

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FITH O E, A% — N7 v THERRIC
atr'—LE7,

AAASEEEDT AL A—5 O—ILDA %—

a—Yu— L ERrANW)ET— a2 —WiZ, TIHN NO—F a— L&A LT, RADIUS

Procedure

F 721X TACACS+ VU &=— R

JILiE

X % CiscoNX-O8 T34 A~ 74 i TEx£9,

AAA DT 7V FDOa—HY a— U iEE2 T 1 —T7 T 5 L, a—F a— 2720
Tk 2—PEFTFAS RO T A TERL R FT,

Command or Action

Purpose

ATy T1

configure terminal

Example:

switch# configure terminal
switch (config) #

a7 4FXalb—varyET—RIIAD
£,

ATy T2

aaa user default-role

Example:

switch (config)# aaa user default-role

AAA puuft@f\_&)@7477f/l/ K :L‘—‘ﬁ—
g—/LEA X—7 WU LET, T4
FClEA =T N> TVET,

T 7 H/ kN —Y u—LO¥EE T «
=TT BRI, TDawr RO
no B &AL ET,

ATvT3

exit
Example:

switch (config)# exit
switch#

==

F‘X/:E:Eﬂh— ]\ %I{ﬁgT Li—a‘o

ATvT4

(Optional) show aaa user default-role

Example:

switch# show aaa user default-role

AAAT 74NV a—HF o — L ORES
FRLET,

AAA DERFE .
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Command or Action

Purpose

ATvT5

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FITH O Z, A X — T v THERIC
a—LE9,

A5 4 UEBAEBMAvE—SDEWE
07 A R Y E— M AAA T —ABIEE LR WEA, Tou s 03, a—a L a—F 5 —
AR—=2 2 —)L F—_"—= L TR ENET, ZOLIREEIC, u AV KRIA v E—IUN
NI TNBE, RDA vE—URa—FOMRIcERINET,

Procedure

II AAA D

Remote AAA

Remote AAA

servers unreachable;

servers unreachable;

local authentication done.

local authentication failed.

Command or Action

Purpose

2w 71| configure terminal aArT74Falb—var ET—RICAY
Example: 7
switch# configure terminal
switch (config) #

R Fw 7 2 |aaaauthentication login error-enable 07 A VERHERIA v =BT L
Example: ij—o ?7j—/l/ ]\T&i?\/]) ’E_j/l/ﬁl
switch(config)# aaa authentication iﬁ’)7fU\EE7fo
login error-enable

2T 73| exit ay 74 F¥al—Tary B— REKT
Example: LET,
switch (config)# exit
switch#

Z 5w 7 4 | (Optional) show aaa authentication a7 A URRA =V DORTEEFRL
Example: 7
switch# show aaa authentication

AT 75| (Optional) copy running-config FATH O Z, AZ— b7 v THEKIC
startup-config S —LET,

Example:
switch# copy running-config
startup-config

#E
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EoLf-0494
ol

FIE

E '/—
AT
R Ller 74 VT LRI LTer 7 VT2 TR TL &
AL Y TFEBRETEET,

pyLns 4 vamessLosqviti [

EERBEL-094

VET

iE S Tzsyslogt— NIRRT D

ARV RFERETIVa Y

E:)

&

configureterminal

1

switch# configure terminal

Ja— )VERET— REBB L ET,

ATvT2

WAZE: [no] login on-failurelog

1

switch(config)# login on-failure log

uﬂ%“‘/ﬁ“ LAULR 6 IZRES LTV D

HBDH, KICUTZFRGEICEET 59T
0))‘ V=V ERERF D syslog P —
NIZFERLET, ZORETIE, ar/A
VIRBEIRIZIR Dsyslog A v — VPRI
SNET,

AUTHPRIV-3-SYSTEM_MSG : pam_aaa :
Authentication failed for user admin from
172.22.00.00

GE)

a7 LU authpriv 28 6 D4
IBO Linux 71— VIBGEA v & —
DLARTDO A vE—T L EHICERREN
£, ZNOLDBMDA vE—T %
T D MEN B 54, authpriv fE % 3
ICRET DRERH Y 77,

ATvT3

WiZH: [no] login on-success log

1

switch(config)# login on-success log
switch(config) # logging level authpriv
6
switch(config)# logging level daemon
6

uﬁ%/7°v»wvﬁ ICREINTND
HBDH, K UTZFRGEICEET 59X
0))1 V=V EREF D syslog H—
/\_naﬁzbit ZORETIE, »oA
BT B E IR Dsyslog A v — U H
KRINET,

AUTHPRIV-6-SYSTEM_MSG : pam_aaa :
Authentication success for user admin from
172.22.00.00

GE)

77 L~UL authpriv 28 6 DA
IBO Linux 71— VIBGEA v & —
DLARTDO A vE—T L EHICERREN
F7. INLHDOBMDRA v -V &K

AAA DERFE .
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AMA DEE |

ARV RFERET7TI3 Y B#
T BN 554, authprivE% 3
ICRETHMERD D 7,

ATvT4

({f&:&) show login on-failurelog

f5l
switch (config)# show login on-failure
log

KILUTFRFEA v & — U Zsyslogt— /3
IZREFRT D K DAL v TFREESNT
WAMNE I PERRILET,

ATy Th

({£#) show login on-successful log
il -

switch (config)# show login
on-successful log

B UT-3RGFE A v — /%syslog*f»*/\
IR T D L O ICAAL v TFHRREINT
WBEMNEIMERRLET,

ATvT6

({£#&) copy running-config
startup-config
5l

switch(config)# copy running-config
startup-config

FATH O A, AF— 7T v THRERKIC
ha l:o"— L/i‘g—o

A—H#TennTA Y

sJLes

ax AE

JOvom

AZA o FNTa—sN)L 2T 4 X2l — g BT—RNIRoTWNWAI EEHERLET,

a—WTlon sy T ny ZiREZ MM 5 &, Denial of Service (DoS) K™D FEV & i
LT FEER DB EEIMT 5 LN TEET,

(3 éhiff n7A AR L =Y a2 Ty 7559
v 2O FIEEZETLET,

ERAY

\}

I OMREIZE — A LB XY E— F 2—F

\Za 7 A RT A—H BRE

G¥)

VE—ha—HVoars/(r 7Tay s 2R TxET,

FIE

ARV RFERERTIVa Y

=)

ATy T

configureterminal

1

switch# configure terminal

Ju—n)aryZ 4 FXal—gy
TNz L ET

ATy T2

. AAA DERTE

aaa authentication reected
attemptsinsecondsbanseconds

1

A A= A RSN (= B G
IWNTA=B R ELET,

GE)




| AAR Dz

a—vyceonsqy ovsngz |

AU RFERETOVa Y

B8

switch (config)# aaa authentication
rejected 3 in 20 ban 300

TIHN ORI A RTA—=FR
7°1Z1% no aaa authentication rejected =
~ U REMALET,

ATvT3

exit
51 -

switch (config)# exit

HrME EXEC E— RIZEREY 97,

ATv74

({£#&) show running config

1 -

switch# show running config

RTA L NTA=FEeFRLET,

ATvTh

show aaa local user blocked

1

switch# show aaa local user blocked

JuvrZEntte—hn a—YERR
LET,

ATvT6

clear aaalocal user blocked {username
user| all}
fi

switch (config) # switch# clear aaa local
user blocked username testuser

Ty Ina—h a—%Er)
7T LFET,

all : 7o v 7 &SN _XToa—hv
—H%E 7 VT LET,

ATy T1

show aaa user blocked

1

switch (config) # show aaa user blocked

Tuyr ERET_RTOa—)L 2—
HLVE—F 2—PFE2FRLET,

ATvT8

({f£#) clear aaauser blocked{username
user| all}
i) :

switch# clear aaa user blocked username
testuser

TayZINET_XTCor—F)L 2—
eV E—ha2—HFE27 U7 LET,
all: 7y 7 EnFF_XToa—L
2—PLVE—h a—VE27 YT LE
ﬁ‘o

il

)

(GE¥)  network-admin 7217 73 show 3 L N clear =~ REFEITTE £,

WIT, 20 DM 3B w7 A UERATHRIRLTIZHEIT, 300 ia—F 427 m Y 7
THERTA L NTA—=FERETHHZRLET,
switch(config)# aaa authentication rejected 3 in 20 ban 300

switch# show run | i rejected
aaa authentication rejected 3 in 20 ban 300

AAA DERFE .
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switch# show aaa local user blocked

Local-user State

testuser Watched (till 11:34:42 IST Nov 12 2020)
switch# clear aaa local user blocked username testuser

switch# show aaa user blocked

Local-user State

testuser Watched (till 11:34:42 IST Nov 12 2020)
switch# clear aaa user blocked username testuser

CHAP Z2EEDE ML

CiscoNX-OS V7 hy=71E, Fr by Ny Fvx—238iE7'm k2L (CHAP) %W HR—
FLTWET, 27 haijd, EREHED Message Digest (MD5) v v R AMH L
TEEREZILT D, FY LV VARV ARG 72 haved, VE— MEIEY—A

(RADIUS F 721X TACACS+) #%i# L C. Cisco NX-OS AA v F~Dx—H% 1174 {2 CHAP
HEHTEET,

F 7 %L kT, Cisco NX-OS 731 2L, CiscoNX-08S T34 2L U F— |k — D[ T
AT — REBFE7 1 b a)b (PAP) #FE&EHH LE 9, CHAP AR EIX. CHAP X ¥ —
EA M (VSA) %#i8#7 2 X 912 RADIUS —/NF 721X TACACS+ 4%~/\’5:pxmﬁ“éz~%75:
HHFEF,

)

Note  Cisco Nexus® 3550-T switches A1~ F 1%, TACAAS+(Zx LTI CLI =~ > K aaa authentication
login ascii-authentication %7~ — k L £ 723, RADIUS IZx} L CIEHR— M LEHA, 774
L NEEFETH D PAP BAZNZ /25 X 9 12, aaa authentication login ascii-authentication A A~ T3

. AAA D

I TCND I L MR LET, £H L7k, syslog =7 —NERINET,

W DFZ, CHAP (2B 7 RADIUS 3 L O TACACS+ VSA Z/r LE7,

Table 4: CHAP RADIUS & & 1% TACACS+ VSA

RuS—ID |Ry&—% 4 |VSA ELE)
&= &S
311 11 CHAP-Challenge | AAA H—/ 3758 CHAP = —HICEE SN D

FrlorYaekFEFLES, Zhi
Access-Request /37 > | & Access-Challenge /¥
7y NOW G THEHTE £7,

211 11 CHAP-Response | F v L > \Zxf4 A5 L LT CHAP == —+
PATT UTfEZRFF L E T, Access-Request /¥
Ty METTHERLET,

Before you begin

a7 A D AAA ASCIT FFEZ N L £ 9,

Bl

axX &
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Procedure

MSCHAP 3= 7=1& MSCHAP V2

~A a7 hFrlL Ny R e—7FE7m hasr (MSCHAP)
k> CHAP T, CiscoNX-OS ¥ 7 k7 =7 (%, MSCHAP Version2 (MSCHAP V2)
LTWET, UE— FZRFEY— Y (RADIUS £ 721X TACACS+) % i U T, CiscoNX-OS AA >
F~Da—% 17 A IZMSCHAP Z i TZ £9, MSCHAPV2 TiX, U E— FiiERADIUS
P — %I L72CiscoNX-OS T /31 A~Da—% 1 7 A4 7208 R— b &N E7, MSCHAP

MSCHAP = 7-(3 MscHAP V2 ZiEn a5t [}

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

a7 4FXalb—raryE—RIIAD
S5

ATy T2

no aaa authentication login
ascii-authentication
Example:

switch(config)# no aaa authentication
login ascii-authentication

ASCII FBFEZ ANz LET,

ATvT3

aaa authentication login chap enable

Example:

switch (config)# aaa authentication
login chap enable

CHAPFEREZ AN LET, T 74/ b
TITENIZ /2> TOET,

Note

Cisco NX-OS 7731 AT, CHAP &
MSCHAP (ZF721% MSCHAP V2) Difi
FEBEMNITHZLIEITEEREA,

ATvT4

(Optional) exit

Example:

switch (config) # exit
switch#

a7 4 FXal—vary ET—REKT
L/\i'g«o

ATy Th

(Optional) show aaa authentication login
chap
Example:

switch# show aaa authentication login
chap

CHAP DR EEFRLET,

ATvT6

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O E . AX— N7 v TRERRIC
a to‘— Li‘a—o

RE DAL

X, ¥~ A48V 7k
[Nl SN

AAA DERFE .



A DEE |
B wiscHaP =11 mscHap v2 BEE OB DL

V2 DBAEICTACACS VNV —T R RETHE, T 74/ FDAAA T 7 A VFEETIE. RICHE
EENTWAFRMEFAEINET, MO — R TN —FRNEREINTORWNESIT, v—hL
FRIBMEA SN E T,

\}

Note  CiscoNX-OS V7 FU =T 1%, KD A vb—VEERTIHHENRDY £,
['Warning: MSCHAP V2 is supported only with Radius. |

ZDEE X v —VIFERAERA v —TTHY . RADIUS TD MSCHAP V2 O EIEIC TR

BLEEA.

77 # )b hTli&, Cisco NX-0OS 7 /3A A%, CiscoNX-0S T/3A A & U E— h — D[] T/8
AU — RBFEZ 1 k2L (PAP) #FEAMiH L E 9, MSCHAP % 721X MSCHAP V2 =G\

T 58413, MSCHAP 3 X OMSCHAP V2 X Z—[E A @M (VSA) %383 2 X 9 ICRADIUS
P —RERETLHILERH Y 7,

ROFEIZ, MSCHAP |2 H 72 RADIUS VSA /R LET,

Table 5: MSCHAP & & U* MSCHAP V2 RADIUS VSA

RuSF—ID |[Ryu%— %4 |VSA SRBA
&= 1 7&S
311 11 MSCHAP-Challenge | AAA H— /375 MSCHAP % 721X MSCHAP V2

A—PITHEINDLTF v LV ERFFLET,
Z UL, Access-Request /37 v K &
Access-Challenge /37 > Ol TEHTE £
j‘o

211 11 MSCHAP-Response | 7 L > %9 5 i & L CMSCHAP % 7-
I3 MSCHAP V2 . — %3 ATy U7 B % PR %7 L
F 9, Access-Request /37 v b TLMEH &1

FHA,
Before you begin
a7 4 O AAA ASCI FBREZ BN L E T,
Procedure

Command or Action Purpose

AT 71 |configureterminal a7 4 Fal—TaryET—RNIZAD
Example: 7
switch# configure terminal
switch (config) #

. AAA DERTE
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FIAL O MATHY T4 v EROBEE |

Command or Action Purpose

AT 72 |noaaaauthentication login ASCII GBAEZ EZhIC L E T,
ascii-authentication
Example:

switch (config)# no aaa authentication
login ascii-authentication

R T 7 3|aaaauthentication login {mschap | MSCHAP % 721X MSCHAP V2 iBil % A
mschapv2; enable M LET, F7 4L R TIHENC -
Example: TWET,
switch(config)# aaa authentication Note

login mschap enable

Cisco NX-OS 7 /31 AT, MSCHAP &
MSCHAP V2 O 52 HI$+ 252 &

ILTEEEA
2T 74 | exit ay 7 4 FXal—Tary ET— REKT
Example: LET,
switch (config)# exit
switch#

AT 75 | (Optional) show aaa authentication login | MSCHAP % 7- 1% MSCHAP V2 DR E %

{mschap | mschapv2} FRLET,
Example:
switch# show aaa authentication login
mschap
A5y 76 |(Optional) copy running-config FATHOME A, AZ— N7 v THERIC
startup-config ar—LET,
Example:

switch# copy running-config
startup-config

TIAILEDAANATHOUT 4 VT ARDETE

CiscoNX-0S V7 N7 =7 1%, T H 7T 12 712 TACACS+ R & RADIUS % # AR — K
LE7, CiscoNX-OST /A AL, 22—V —DT7 I/ T 4T 4%, THU T 47 La—F
DA TTACACS+ E£7-IXRADIUS EX = V7 ¢ r—N—|ZLR— N LET, KT IV T 4
Y7 va—RiZ, ThAUCT 4 o7 EMEE (AV) OSXTRA-TED ., ZH AAA T —
RIS E T,

AAAT IO T A T T IT 471295 E, CiscoNX-OST /31 Alx, ZnbDEtd T h
JrT 4T ba—RELTHRELEST, FOTHU T4 La—KiE, Ex=2UT7 4
Y —=NREDOT DT 47 a Z TSN E T,

WEDT T 4T HREEFRTDHT 74V FRY A MEERTEET, ROFXE2E
HHZENTEFET,

AAA DERFE .
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B 7o+ romarnyvssosstons

RADIUSH—/\ S )L—7
RADIUS — D7 a— )L P— V2R LT T T 4 v T 2TV ET,
BESNE=H—NRNTIL—TF
FBE &172 RADIUS F 721X TACACS+ W — R I N—T 5 FEH LT U T 4 v T AT
WET,
A—AJ
B AN — PR EININAT = R F— I R=REEH LT BT T 4 v T EAT0E
T

\}

Note 4— X )L —7NRESNTNVT, TOV =R TIL—TNEE LRSS, T 74/ Tl
B—J b T =2 _N— ZARBEEHEH S E T,

Before you begin

WABLZE U T RADIUS F 7213 TACACS+ H— R Z L — 72 E L E T,

Procedure
Command or Action Purpose
X w 71 | configureterminal a7 4 Fal—aryEF—FRITAD
Example: 3

switch# configure terminal
switch (config) #

R v 7 2| aaaaccounting default {group group-list | =7 4L kDT BT T 4 v 7 I E R
| local} ELET,

Example: group-list 51 4%121%, 7 —T 4 & A—

switch(config) # aaa accounting default 2 TR -7 Ak %?Eﬁiﬂbi‘j— Va
d. o

SreRy EEE =T 5, RO LS IIRELET

e radiusRADIUS — XD 7 a2 — 31
F—VEERLTCT I T 4
EATVET,

« named-group : TACACS+ #— 3%
721% RADIUS $— D4 iff &
Ty NIST AT T 4 TITER
SHET,

local Jisllie — L 5 —H _X— 2 & fii
ALCT v T 4 v T E2ITVET,
FIFININDT AT T 7R,
local T, ATV — N Z—T5Maf
HREINTWARWEGEES, FRIEERES

AAA DERTE
2| I
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Cisco NX-0S 734 (=& % AMA H— i vsA R ]

Command or Action Purpose

NI=TRTOYV =R T —T NG IRE
PELNREN S TG AIER S NET,

2T 73| exit ay 74 FXal—Tary B— REKT
Example: LET,
switch (config)# exit
switch#

R T 7 4 |(Optional) show aaa accounting FIFINVEDAAAT BT T 4TS
Example: KOBEEFRRLET,
switch# show aaa accounting

A7y 75 |(Optional) copy running-config FATH O A, AZ— 7 v THERKIC
startup-config S —LET,
Example:

switch# copy running-config
startup-config

Cisco NX-08 7 /31 R[Z& % AAA H—/ ) VSA DfEF

VSA DHEE

VSA Dz

R —EAEME (VSA) Z#H LT, AAA — 3 ETO Cisco NX-08 = —V% m— LB I
SNMPvV3 /XT A —HZ ZRETE £7,

A 2 —x >y M RRIIEZES (IETF) 2, *v NU—2 77X #—,3L RADIUS
P — RO TO VSA OBED DD TR EHET DML ER L TV EF, IETF IXEM: 26
ZRERALET, XU =T VSA ZEM LT, —ixpy7e &30 & 2l B oLk E M4
R—FCTxFF, VAITORADIUS EHlT, ZOHETHIR SN AR ZHHL T, 1 DO
VE—EHEA T arEYR—-FLTCWET, VRO E—IDIE9, PAR—NENhBEA
Tar DR — B ATE 1 (LRI E cisco-av-pair) T9, EIFROFEAXDA NY 7T
7

protocol : attribute separator value *

protocol IX, FFEDFF A Z A TH KT A aDJEMETY, separator (%, LAHBRMEDOSGGIL= (%
7). AT aroRMOGELE (TAXIYRT) TT,

ClscoNX 0S T /34 A TDHF a’ RADIUS —ZMHi A3 35681, @R EEoa—VE
BEGERE R & & HICiRT X 912, RADIUSH—/NIZRADIUS 7’1 b a /L THRLET, 20O
ufﬁrﬁ%& L. VSA THRESNET,

WDVSA 7a ha)L A7 g H, CiscoNX-0S V7 by =7 CTHAHR—FENTWET,

AAA DERFE .
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. AAA H—/XE T Cisco NX-0S D 1—4 O—)LE & U SNMPv3 /35 A —42 DIETE

Shell

a—W a7y A SR E RS D access-accept /N7 v N THEHENDS T 1 kA,
Accounting

accounting-request /37 > N CHEH EN D7 m h 2L, HICAR—=AREENTWIHEE
1T, ZESIHMATHA T EEN,

WOBYED, CiscoNX-0S V7 b =7 THAR— FENTHET,

roles
a—PFIZED Y THNETRTCOE—LDO—ETT, [H7 4 —/V N, I V—74%%EH
TRY 72V A RDASTZA RN 7 TY, 72 21, =—H ) network-operator 35 12 O
network-admin O 7 —/LIZJE L TV 5356, 7 4 —/b Fid network-operator network-admin
L7 9, 2OV T EMEIL Access-Accept 7 L — LD VSA H#53 ICH#I S 41, RADIUS
P— B EEINET, ZORBMIEshell 7 e b B EEFHFHATEET, KT, B—
VRt AT o0 2R L E T,
shell:roles=network-operator network-admin

shell:roles*network-operator network-admin

WIZ. FreeRADIUS THAR— I dn—/V@EEop 2z~ L £9,

Cisco-AVPair = shell:roles=\network-operator network-admin\

Cisco-AVPair = shell:roles*\network-operator network-admin\

Note VSA % shell:roles*"network-operator network-admin" = 7213 "shell:roles*\"network-operator
network-admin\"" & L CHE L72HE. ZOVSAIZIA T v a V@t LT7 7 /3% ES
N, DT 22 TS AL OFMEE R L ET,

accountinginfo
BEHED RADIUS 7 U 7 4 7 Fa haVMZEEnd@Ee L biZT v T 47
HMEMNLET, ZOBREBEEINDDIE, AA v F EORADIUS Y 74 72 kD
® Account-Request 7 L' — A D VSA /N2 T, ZORMER. 7horT 4207 7a
k2 LBSEED PDU CLAMERA CTE /A,

AAA H—/N\ET® CiscoNX-0S D1—H O—/)LE LU SNMPv3 /35 A —2 DIETE

AAA H—/N"T VSA cisco-av-pair Z i ] L T, IROEA T, CiscoNX-OS 7/ A AD2—H 1 —
Ny BT ERETEET,

shell:roles="roleA roleB .."

cisco-av-pait JBEIZ T — /L AT L a VERE LD TRIGEDOT 7 4V O —% a—/uid,
network-operator T3,

WD X HITSNMPV3 ZREFEE T T A R — T ha ) LV@glEsfET 52 b T T,

shell:roles="roleA roleB..." snmpv3:auth=SHA priv=AES-128

. AAA DERTE
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w427 051 ooz ]

SNMPV3 ZR3E 7’1 b a /LI ETE 547 3 1. SHA & MD5 TF, 74 32— 71 |k
I)VITHRECTE B4 72 3 %, AES-128 & DES T, cisco-av-pair BIEICZHHDAT T 3
VERELRPSTGEDT 7 4V OFRIET m k3 vid, MDS & DES T,

tXa7 074 UHEEDERTE

A4 NS A2 DETE
AREMED B 5 — B 2% (DoS) WM EN-HAIL, ThUKOw 71 v #iT4 B H)
FNC7 2y 7 L, I OBHERIT ORISR SN A AR 2 8 5 2 & TF «
Iy at VR BEAERELEDLIC, B ARG A—FEBETIET,

)

GE)  ZOHERIL. VAT A AL v TFA—N=BRBELELS, ERIXAAA T o AR HES) LT
AR L ET,
FIE
AU RFEREFET7TIV3 Y B
R T w 71 |configureterminal Jua—\) a7 4 X¥al—gy

1l - T— REMBLET

switch# configure terminal

X 72 |[no] login block-for seconds attemptstries | £ — N#IZZELET, +XTD

within seconds Bl OFFIL 1 ~ 65535 T,

2 60 FOLAPNIT 2 [l 2 2 A L BRAS 2ek L
switch(config)# login block-for 100 f:%%é?(:lOO{@a)ﬁ%ﬁ%45“— F&:]\§%; 5
attempts 2 within 60 (C AL v FEBRET DB ET LET,

ZDa~vry RaEANTHE, TelnetE 72
IZSSHZE T L7z _XTon 74 U ildfT

. IR ICEES ShET, T2k
Z =y ha—A YR KACL b, 2~
YRWATIENET,

GE)

fhow 74 v a~y REERT 5E0.

Zoaxy Re AT LHMLERSY £

R
AT 73| ((EE) [no]login quiet-mode FHEE— RIZBID DS L &S, Ay
access-class acl-name FICHEAEND ACL #EELET, A

A v FRFHET — N2> TSI,

1 -

AAA DEETE
|



B 255 evraonm

AmAnEE |

ARV RFERETIVa Y

B8

switch(config)# login quiet-mode
access-class myacl

TRCORr T A ERPBEG SN, A
TELHERIT o v Y — LA O D T
2780 £9,

ATvT4

({EE) show login [failures]

1 -

switch(config)# show login

OJA L RT A= ERRLET,
failures 47> a i%, BgL7-a /o
VEATICEAE T A IE RO E TR L FE
KR

ATy TH

(f£&) copy running-config
startup-config
1 -

switch (config) # copy running-config
startup-config

FATH O Z . AX— N7 v THERRIC
ar—LET,

A—H 54ty a3 nHIR

a—HFIAHTEVOHE-YVDREe Aty a v OERBERIRTLZENTEEST, 2
LD, 2—PREEORE Ry a v EEFSZ LRI L. A2)72SSHE 72 i3 Telnet
alT VAT AREZ—FOREN X2 )T MEERR L ET,

FIE

ARVKRFERERETY VY

=)

ATy T

configureterminal

1

switch# configure terminal

Ja—nR_) a7 4 F¥al— g
E— FERBLET

ATvT2

[no] user max-logins max-logins

1

switch (config)# user max-logins 1

2—H 1 AHTY O KER 7 A v B
tyvalBEHRIRLET, IHETEDS
HHIZ1~7CF, Rkn 7 A HlfR%E
LICRETDHE, =2—F 1 AbvD
Telnet 721X SSH & v 3 2% 1 IZHl
REiET,

GE)
BESNT-v A HIRIE., T
a—PIEAsnE Y, lxDa—5
IR DHIRERETDHZ LITTEE
A,

ATvT3

. AAA DERTE

({E#) show running-config all | i
max-login

1

2—WF1 ABHTZY DEKERE Yy 3
BaFrLET,



| AR dEE

nzo—rogsosR [

AU RFERETOVa Y

B8

switch(config)# show running-config
all | i max-login

ATvT4

(f£&) copy running-config
startup-config
1 -

switch (config) # copy running-config
startup-config

FATH O, AX— N7 v THEKIZ
ar—LET,

INAT— FDRSDHFIR

A=W RAT — RFOR/NEERREEZHIRCE Ed, ZOMEEZEHTLI L, 22—k
RAT— ROANZHRETAHZI LT, VATLDOEXF 2T o 2L TXFE T,

48 HHIIZ

INAYT — ROFRE OMER 2 AT 5121E, password strength-check =2~ > K& #9425 M5
N ET, NATU—ROEIEZHIB LN, "ATU—FREF = v 7 2H/HET, 2—%
DHIR SN 7= R EOFANICRVWIRT —REANTDHE, 2T —RERINETH, 2—F
T SBERENET, NAUV—FROESZEH L, 2—F 7o MAER I X

T DI,

£,

FIE

NAY— NRETF = v 7 AL,

RAT— RO S 2HIRT 2 BERH Y

ARV KRFERERETY VY

=)

ATy T

configureterminal

1

switch# configure terminal

Ja—nR_) a7 4 F¥al— g
E— FEBBLET

ATy T2

[no] userpassphrase {min-length
min-length | max-length max-length}
1 -

switch (config) # userpassphrase
min-length 8 max-length 80

2 RAT— RORR/MEE IR
EX#FHRLET, 2T — ROf/NET
A~ 127LFNTTHENTEET, N
AT — RO KEFT 80 ~ 127 LFT

7

ATvT3

(f£&) show userpassphrase {length |
max-length | min-length}
fi

switch(config) # show userpassphrase
length

2= 2T — FOFR/NRERRKEL
FRLET,

AAA DERFE .
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AmAnEE |

ARV RFERETIVa Y

B8

ATvT4

(f£%&) copy running-config
star tup-config
1 -

switch (config) # copy running-config
startup-config

FATHOMEKEZ . AX— N7 v THERRIC
e — Ljﬁjﬁo

A—HLZD/INRAT—K 70
=PI LD —V L AR IR T = RANEZERT D L HIC,

FIRr

T hDA%+2—TILE

AL Y FEBETEET,

ARV RFEERTIVa Y

=)

ATy T

configureterminal

1 -

switch# configure terminal

Ja—)L a7 4 FXal—g
E— NLBABLES,

ATvT2

password prompt username

fl -

switch(config) # password prompt

username

Password prompt username is enabled.

After providing the required options
in the username command, press enter.

User will be prompted for the username]
password and password will be hidden.
Note: Choosing password key in the same|
line while configuring user account,
password will not be hidden.

password &7 = AR
username =~ K& 721X snmp-server
user 2v 2 RNASSn=#%ic, =—
I L TRRAT— RANERO T 7
T RERTTDHEIAAL v FEFELE
To PR AT LI "RAT — R3IER
RZINET, ZOWREET 4 E—T L
T HI2iE, Zoawy Rono Bk
FEHLES,

ATvT3

(f£&) copy running-config
star tup-config
1 -

switch(config) # copy running-config
startup-config

FATH O E, A2 — 7 v THERKIZ
ha to‘_‘ Li‘a—o

RADIUS F 7-(% TACACS+ DHEME DX TE

AA v F ERADIUSETZIITACACS +H—HD U £ — FRAEB L OT WV T 4 v 7 HICK
FETDIAMEI, WEFRTHLIOIFRRICTOBERDHY £, ZhboOSahiz

HAH T DOERIZIE,

radius-server [host] key 33 & Uf tacacs-server [host] key =~ > R & Zh <

MEH L ET, SHA256 v ¥ = 52U, Wb S A 2 rF 9 DI S E

j‘o

. AAA DERTE
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FIE

n—hLAATAYL Ty nsnE=2yv5e5u7 |

AR NFERERTOVa Y

=)

ATy T

configureterminal

1

switch# configure terminal

Jua—n)aryZ7 4 xXal—gy
F—FzfmLET

ATv T2

generatetype7_encrypted_secret
1

switch (config) # generate
type7_encrypted secret
Type-7 (Vigenere) Encryption,

Use this encrypted secret to configure
radius and tacacs shared secret with
key type 7.

Copy complete secret with double
quotes.

Enter plain text secret:
Confirm plain text secret:

Type 7 Encrypted secret is : "fewhg"

F%— %A 77 TRADIUS 721
TACACS+ DA ME LR E L 4, I
HEDANT) % 2 [FESCTRO HivE
T, BEIE, AT 5 EIERRITARD
T W, B fbSioN—Ta oOfik
BNRRINET,

GE)

T L—r T XA N OWEF RO S
N=a U EJIRERLTEBE, 20
e B L SN G ME LR ET D
ZENTEET, ZORRITI,
radius-server [host] key ¥ L O
tacacs-server [host] key Z £l L £ =
v RERITLET,

ATvT3

({£#&) copy running-config
startup-config
il -

switch(config)# copy running-config
startup-config

FITHORERRZ . A — T v THRERKIZ
o —LE9,

O—AJILAA A7 Ao T4 90F=ZARY 58D

)7

CiscoNX-OS T/, Ald, AAAT H O T 4T T IO T 4T 4O —0 vl aEREL T
WET, Zor S ZETE=F VLY T LY TEET,

Procedure

Command or Action

Purpose

&

show accounting log [size | last-index |
start-segnum number | start-time year
month day hh:mm:ss]

THO T 4T aleFRRrLET,
Zoa~<r N, 7740 T
K 250,000 A FDOTHDU T 4T 0

AAA DERFE .
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Command or Action

Purpose

Example:

switch# show accounting log

TNERINET, a~r ROH %
R B85E1%, sizes|BaEMHALET,
FRETE 2%PHIT 0 ~ 250000 /XA kT
T, o, v 7 HHOBE—r U AFE
BRI AR E CE 9, PRt
AT w7 ZAOHPAIX, 1~ 1000000 T
T, ThOrT T al T AN
bDOEEDA T v I AFK DR FR
+2I2i%, last-index ¥ —U — K &{#
LT,

ATy T2

(Optional) clear accounting log [logflash]

Example:

switch# clear aaa accounting log

THI T 4T a7 ONKEZ VT
LE 7, logflash ¥—7U— KiZn s/ 7
TV alRFEEINTWDT I T 4
a7 %77 LET,

AAA % 7E DR

AAA DFRTE]

[ A ForvT BT, ROWT D OEEAITOET,

avy kR

S

show aaa accounting

AAAT BT T 4 v T DERE
EFRRLET,

show aaa authentication [login {ascii-authentication | chap |
error-enable | mschap | mschapv2}]

AAA ity HEE 7/]) /&ﬁzrﬁi&%
FrLET,

show aaa groups

AAA Y — R T —T DHRIEH
FRLET,

show login [failures]

Oy A RTA—RERRFL
F 9, failures4 7> a i3,
K U7e v 74 R TIC B
THEMOAHER I LUET,

Note

clear login failures 2~ > K
3. BUEOESMMNO R 7
AR AE VT LET,

. AAA DERTE




| AAR Dz

IV ErL N |

avy kR

S

show login on-failure log

syslog tr— Tk} L CRRAIERRL
Avk—Uhn VT 5 &

INCAA v FRHRE ST

HNERLET,

show login on-successful log

syslog —/MT%f L CRARERY)
Av—VrkusET 5 &
AL v FRRE ST
HINERLET,

show running-config aaa [all]

EfFar T 4 Fal—ay
D AAAREEFRLET,

show running-config all | i max-login

a—H 1 ABHT= 0 O KFER
By valrBERRLET,

show startup-config aaa

AR— T T a7 4¥a
L—3 3 D AAAREZ TR
LFET,

show user passphrase {length | max-length | min-length}

a—Y RRT— RDOfx/NEE
RREZFRRLET,

AAA D E%TE 51

RIZ, AAA R ET HHE R LET,

aaa authentication login default group radius
aaa authentication login console group radius
aaa accounting default group radius

» N O — _ =L =
OO A4 INTGA—=2DERTEH
WIZ, 60FRPLAPIZ 3 [HI 2 7' A BRI L7232 100 P OFHET — RIZAD X 9 I AL v
FHERETHPERLET, ZOWE, v /A4 ORMERLET A,

switch# configure terminal

switch (config)# login block-for 100 attempts 3 within 60

switch (config)# show login

No Quiet-Mode access list has been configured, default ACL will be applied.

Switch is enabled to watch for login Attacks.

If more than 3 login failures occur in 60 seconds or less,

logins will be disabled for 100 seconds.

AAA DERFE .
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Switch presently in Normal-Mode.
Current Watch Window remaining time 45 seconds.
Present login failure count 0.

switch(config)# show login failures
*** No logged failed login attempts with the device.***

LUFIZ, 3t — FACL ORRERI 2R LE T, FFEEH T, myacl © ACL 5 DR A kLS
FTRTOu T A VERPMEGSNET, OB, v /A ORBLRLET,

switch# configure terminal
switch (config)# login block-for 100 attempts 3 within 60
switch(config)# login quiet-mode access-class myacl

switch (config)# show login

Switch is enabled to watch for login Attacks.
If more than 3 login failures occur in 60 seconds or less,
logins will be disabled for 100 seconds.

Switch presently in Quiet-Mode.
Will remain in Quiet-Mode for 98 seconds.
Denying logins from all sources.

switch(config)# show login failures
Information about last 20 login failure's with the device.

Username Line SourceIPAddr Appname TimeStamp

asd /dev/pts/0 171.70.55.158 login Mon Aug 3 18:18:54 2015
qweq /dev/pts/0 171.70.55.158 login Mon Aug 3 18:19:02 2015
qwe /dev/pts/0 171.70.55.158 login Mon Aug 3 18:19:08 2015

> (o) O N EE |
INATD—F 7027 FgEED R TEHI
WOFETIL, username 2> RANZIZ 22— 2T — RASBE RO a7 FEFERL,

WNAT = RPN ANSNRP TG BIIF T T — Ay =V RRT LR A v FE2RET D
TR LET,

switch# configure terminal

switch (config) # password prompt username

Password prompt username is enabled.

After providing the required options in the username command, press enter.

User will be prompted for the username password and password will be hidden.

Note: Choosing password key in the same line while configuring user account, password
will not be hidden.

switch(config)# username userl

Enter password:

Confirm password:

warning: password for user:userl not set. S/he may not be able to login

. AAA DERTE
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AA zs zemiEs ]

WOFITIL, snmp-server user 2~ > RANJRIC2—F AU — NASERO T v o7 N &E
KL, Z0%, 2—WIHERTHT 0 P NE2RRTDHLICAAL v T ERET D HEERL
£7,

switch# configure terminal

switch (config)# password prompt username

Password prompt username is enabled.

After providing the required options in the username command, press enter.

User will be prompted for the username password and password will be hidden.

Note: Choosing password key in the same line while configuring user account, password
will not be hidden.

N3550-T (config) # snmp-server user userl
Enter auth md5 password (Press Enter to Skip):
Enter auth sha password (Press Enter to Skip):

AAA [ZRE9 % EMNTEER

Z TR, AAA OSFEEIZET A BIMEHRIC OV T L £7,

#n

EEH
BEEIEE T=aTFILERA ML

CiscoNX-OSDZ A& A |CiscoNX-OS 7 A & A A K

1R

R c R
|2

COBEETY R — FINDFHOEREE -1 IETF I NT-EE I F¥A, F2. |—
BEfEOREHED Y R — MIEF SN TV ER A,

MIB MB®D!'Y >y

AAAZEETAMIB| AR —FENTWAS MIB #BEEBLIOF v ora— RT3k, kD
URLICT 7 EBALTLIEE N,

ftp://ftp.cisco.com/pub/mibs/supportlists/nexus9000/
Nexus9000MIBSupportList.html

AAA DERFE .
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